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Abstr act

Thi s docunent di scusses the use of the Donmain Nane System (DNS) for
storage of E.164 nunbers. Mdre specifically, how DNS can be used for
identifying avail able services connected to one E. 164 nunber. It
specifically obsoletes RFC 2916 to bring it in line with the Dynanic
Del egation Discovery System (DDDS) Application specification found in
t he docunent series specified in RFC 3401. It is very inportant to
note that it is inpossible to read and understand this docunent

wi t hout reading the docunents di scussed in RFC 3401.
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1. Introduction

Thi s docunent di scusses the use of the Donmain Nane System (DNS) for
storage of E.164 nunbers. Mdre specifically, how DNS can be used for
identifying avail able services connected to one E. 164 nunber. It
specifically obsoletes RFC 2916 to bring it in line with the Dynanic
Del egation Discovery System (DDDS) Application specification found in
t he document series specified in RFC 3401 [6]. It is very inportant
to note that it is inmpossible to read and understand this docunent

wi t hout reading the docunents discussed in RFC 3401 [6].

Through transformation of International Public Tel econmunication
Nunmbers in the international format [5], called within this docunent
E. 164 nunbers, into DNS nanes and the use of existing DNS services

i ke del egation through NS records and NAPTR records, one can | ook up
what services are available for a specific E. 164 in a decentralized
way with distributed nanagenment of the different levels in the | ookup
process.

The donain "el64.arpa" is being populated in order to provide the
infrastructure in DNS for storage of E.164 nunbers. |n order to
facilitate distributed operations, this domain is divided into
subdomai ns. Hol ders of E. 164 nunmbers which want to be listed in DNS
shoul d contact the appropriate zone adninistrator according to the
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policy which is attached to the zone. One should start |ooking for
this information by exam ning the SOA resource record associated with
the zone, just like in normal DNS operations.

O course, as with other domains, policies for such listings will be
controlled on a subdonmain basis and may differ in different parts of
t he worl d.

1.1. Termnol ogy

The key words "MJST", "MJST NOT", "REQUI RED', "SHALL", "SHALL NOT",
"SHOULD', "SHOULD NOT", "RECOMMENDED', "MAY", and "COPTIONAL" in this
docunent are to be interpreted as described in BCP 14, RFC 2119 [1].

Al other capitalized terns are taken fromthe vocabulary found in
the DDDS al gorithm specification found in RFC 3403 [2].

1.2. Use for these nechanisns for private dialing plans

Thi s docunent describes the operation of these nechanisns in the
context of nunbers allocated according to the | TU-T reconmendati on

E. 164. The same nechani snms mght be used for private dialing plans.
If these mechani sns are re-used, the suffix used for the private
dialing plan MUST NOT be el64.arpa, to avoid conflict with this
specification. Parties to the private dialing plan will need to know
the suffix used by their private dialing plan for correct operation
of these nechanisns. Further, the application unique string used
SHOULD be the full nunber as specified, but wthout the |eading '+
and such private use MUST NOT be called "ENUM .

1.3. Application of local policy

The Order field in the NAPTR record specifies in what order the DNS
records are to be interpreted. This is because DNS does not
guarantee the order of records returned in the answer section of a
DNS packet. In nbost ENUM cases this isn't an i ssue because the
typical regular expression will be "I~ *$!’ since the first query
often results in a term nal Rule.

But there are other cases (non-terminal Rules) where two different

Rul es both match the given Application Unique String. As each Rule
is evaluated within the algorithm one may match a nore significant

pi ece of the AUS than the other. For exanple, by using a non-

term nal NAPTR a given set of numbers is sent to some private-

di al i ng- pl an-specific zone. Wthin that zone there are two Rul es
that state that if a match is for the entire exchange and the service
is SIP related then the first, SIP-specific rule is used. But the
other Rule matches a |l onger piece of the AUS, specifying that for
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sonme ot her service (instant nessaging) that the Rule denotes a
departnental level service. |f the shorter matching Rule cones
before the longer match, it can 'mask’ the other rules. Thus, the
order in which each Rule is tested against the AUS is an inportant
corner case that nany DDDS applications take advantage of.

In the case where the zone authority wi shes to state that two Rul es
have the sane effect or are identical in usage, then the Oder for
those records is set to the same value. |In that case, the Preference
is used to specify a locally over-ridable suggestion by the zone
authority that one Rule might sinply be better than another for sone
reason.

For ENUMthis specifies where a client is allowed to apply |oca
policy and where it is not. The Oder field in the NAPTRis a
request fromthe holder of the E 164 nunber that the records be
handl ed in a specific way. The Preference field is nerely a
suggestion fromthat E. 164 hol der that one record m ght be better
than another. A client inplenenting ENUM MUST adhere to the O der
field but can sinply take the Preference value "on advisenent" as
part of a client context specific selection nethod.

2. The ENUM Application Specifications

This tenpl ate defines the ENUM DDDS Application according to the
rules and requirenents found in [7]. The DDDS dat abase used by this
Application is found in [2] which is the docunent that defines the
NAPTR DNS Resource Record type

ENUMis only applicable for E. 164 nunbers. ENUM conpli ant
applications MJST only query DNS for what it believes is an E. 164
nunber. Since there are nunerous dialing plans which can change over
time, it is probably inpossible for a client application to have
perfect know edge about every valid and dial abl e E. 164 nunber.
Therefore a client application, doing everything within its power,
can end up with what it thinks is a syntactically correct E. 164
nunber which in reality is not actually valid or dialable. This
implies that applications MAY send DNS queries when, for exanple, a
user nistypes a nunber in a user interface. Because of this, there
is the risk that collisions between E. 164 nunbers and non-E. 164
nunbers can occur. To mitigate this risk, the E2U portion of the
service field MIUST NOT be used for non-E. 164 nunbers.
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2.1. Application Unique String

The Application Unique String is a fully qualified E 164 nunber mi nus
any non-digit characters except for the '+ character which appears
at the beginning of the nunber. The "+" is kept to provide a well
under st ood anchor for the AUS in order to distinguish it fromother

t el ephone nunbers that are not part of the E 164 nanmespace.

For exanple, the E. 164 nunber could start out as "+44-116-496-0348"
To ensure that no syntactic sugar is allowed into the AUS, all non-
digits except for "+" are renoved, yielding "+441164960348"

2.2. First Wll Known Rul e

The First Well Known Rule for this Application is the identity rule.
The output of this rule is the same as the input. This is because
the E. 164 namespace and this Applications databases are organized in
such a way that it is possible to go directly fromthe nanme to the
smal | est granularity of the nanespace directly fromthe nane itself.

Take the previous exanple, the AUS is "+441164960348". Applying the
First Well Known Rul e produces the exact sane string,
"+441164960348"

2.3. Expected Qut put

The output of the last DDDS |l oop is a Uniform Resource lIdentifier in
its absolute formaccording to the "absoluteURI’ production in the
Col l ected ABNF found in RFC2396 [4].

2.4. Valid Databases

At present only one DDDS Database is specified for this Application
"Dynam ¢ Del egation Discovery System (DDDS) Part Three: The DNS

Dat abase" (RFC 3403) [2] specifies a DDDS Database that uses the
NAPTR DNS resource record to contain the rewite rules. The Keys for
t hi s dat abase are encoded as donmai n- nanes.

The out put of the First Well Known Rule for the ENUM Application is
the E. 164 nunber minus all non-digit characters except for the +. In
order to convert this to a unique key in this Database the string is
converted into a domai n-nane according to this algorithm

1. Renove all characters with the exception of the digits. For
exanple, the First Well Known Rul e produced the Key

"+442079460148". This step would sinply renove the |l eading "+
produci ng "442079460148"
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