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24 The IMS: TP Multimedia Concepts and Services 

The P-CSCF is tasked to relay session and media-related information to the PCRF 
when an operator wants to apply policy and charging control. Based on the received 
information the PCRF is able to derive authorized IP QoS information and charging 
rules that will be passed to the access gateway (e.g. GGSN). This concept is covered 
in Section 3.10. Moreover, via the PCRF and P-CSCF the IMS is able to deliver IMS 
charging correlation information to the access network and, similarly, via the PCRF and 
P-CSCF the IMS is able to receive access charging correlation information from the access 
network. This makes it possible to merge charging data records coming from the IMS 
and access networks in the billing system. How this is done is shown in Section 3.1 L.7. 

P-CSCF plays an important role in IMS emergency session handling as the P-CSCF is 
tasked to detect emergency requests in all possible cases. P-CSCF is expected to reject 
emergency attempts based on operator policy (e.g. user is attempting to make emergency 
call via home P-CSCF when roaming) or based on network capability (P-CSCF or the 
rest of the IMS core is pre-Release 7 which do not support IMS functionality. 

2.2.1.2 Interrogating Call Session Control Function (1-CSCF) 

Interrogating Call Session Control Function (1-CSCF) is a contact point within an opera
tor's network for all cotmections destined to a subscriber of that network operator. There 
are three unique tasks assigned for the I-CSCF: 

• Obtaining the name of the next hop (either S-CSCF or application server) from the 
Home Subscriber Server (HSS). 

• Assigning an S-CSCF based on received capabilities from the HSS. The assignment 
of the S-CSCF will take place when a user is registering with the network or a user 
receives a SIP request while they are unregistered from the network but has services 
related to an unregistered state (e.g., voice mail). This procedure is described in more 
detail in Section 3.9. 

• Routing incoming requests further to an assigned S-CSCF or the application server (in 
the case of public service identity see Section 12.11). 

2.2.1.3 Serving Call Session Control Function (S-CSCF) 

Serving Call Session Control Function (S-CSCF) is the focal point of the IMS as it is 
responsible for handling registration processes, making routing decisions and maintaining 
session states and storing the service profile(s). When a user sends a registration request it 
will be routed to the S-CSCF, which downloads authentication data from the HSS. Based 
on the authentication data it generates a challenge to the UE. After receiving the response 
and verifying it the S-CSCF accepts the registration and starts supervising the registration 
status. After this procedure the user is able to initiate and receive IMS services. Moreover, 
the S-CSCF downloads a service profile from the HSS as part of the registration process 
and delivers user (e.g. information about implicitly registered identities see Section 3.3) 
and device specific information to the registered UE see Section 3.5.6). 

A service profile is a collection of user-specific information that is permanently stored 
in the HSS. The S-CSCF downloads the service profile associated with a particular public 
user identity (e.g., joe.doe@ims.example.com) when this particular public user identity 
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IP Multimedia Subsystem Architecture 25 

is registered in the IMS. The S-CSCF uses information included in the service profile 
to decide when and, in particular, which application server(s) is contacted when a user 
sends a SIP request or receives a request from somebody. Moreover, the service profile 
may contain further instructions about what kind of media policy the S-CSCF needs 
to apply - for example, it may indicate that a user is only allowed to use audio and 
application media components but not video media components. 

The S-CSCF is responsible for key routing decisions as it receives all DE-originated 
and DE-terminated sessions and transactions. When the S-CSCF receives a DE-originating 
request via the P-CSCF it needs to decide if application servers are contacted prior to 
sending the request further on. After possible application server(s) interaction the S-CSCF 
either continues a session in IMS or breaks to other domains (CS or another IP network). 
When the UE uses a Mobile Station ISDN (MSISDN) number to address a called party 
then the S-CSCF converts the MSISDN number (i.e. , a tel URL) to SIP Universal Resource 
Identifier (URI) fom1at prior to sending the request fmther, as the IMS does not route 
requests based on MSISDN numbers. Similarly, the S-CSCF receives all requests which 
will be terminated at the DE. Although, the S-CSCF knows the IP address of the DE 
from the registration it routes all requests via the P-CSCF, as the P-CSCF takes care of 
SIP compression and security functions . Prior to sending a request to the P-CSCF, the 
S-CSCF may route the request to an application server(s), for instance, checking possible 
redirection instructions. Figure 2.7 illustrates the S-CSCF's role in routing decisions. 

In addition, the S-CSCF is able to send accounting-related information to the Online 
Charging System for online charging purposes (i.e., supporting pre-paid subscribers). 

2.2.2 Emergency Call Session Control Function (E-CSCF) 

E-CSCF is a dedicated functionality to handle IMS emergency requests such as sessions 
towards police, fire brigade and ambulance. The main task of E-CSCF is to select an 
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Figure 2.7 S-CSCF routing and basic IMS session setup 
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86 The IMS: IP Multimedia Concepts and Services 
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Figure 3.20 IMS charging correlation 

with which it is associated: for example, an ICID assigned for session establishment is 
valid until session termination, etc. We can see from Figure 3.21 that IMS and GPRS 
charging identifiers are exchanged when the bearer is authorized. In addition, Figure 3.21 
indicates when accounting requests are sent to the CDF. The address of the CDF is 
distributed during registration or, alternatively, it is configured in IMS entities. 

3.12 User Profile 

3. 12.1 Introduction 

A user profile is a collection of user-specific information that is permanently stored in 
the HSS and downloaded to the S-CSCF when the S-CSCF needs to execute service 
for registered or un-registered user. The user profile contains at least one private user 
identity and single service profi le. Figure 3.22 depicts the general structure of a user 
profile [3GPP TS 29.228]. The private user identity is described in Section 3.5.2, but it 
should be understood that a user profile may contain more than one private user iden
tity, if e.g. a user is using a shared public user identity as described in Section 3.7. 
Figure 3.4 shows that a single IMS subscription may contain multiple service pro
files; this allows different treatment for different public user identities as explained in 
Section 3.5.3. 
Operator assigns a user profi le when a user obtains an IMS subscription from an operator. 
The profile is transferred from the HSS to an assigned S-CSCF in two user data-handling 
operations - Server-Assignment-Answer (SAA) and Push-Profile-Request (PPR) - as 
described in Sections 2.3.5.1 and 2.3.5.2. The service profile is carried in one Diameter 
AVP, where it is included as an Extensible Markup Language (XML) document. The 
service profile is further divided into four parts: 

• public identification; 
• core network service authorization; 
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