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contained within one of the ranges of network addresses for 
the currently accessible networks; and routing the packet to 
a default network if the destination address is not contained 
within one of the ranges of network addresses for the 
currently accessible networks. The gateway may also avoid 
the drawbacks of using hops in transporting packets to a 
destination by looking up the destination network in a table, 
each entry in the table having a router network address 
corresponding to each network currently accessible; estab 
lishing a tunneling session to the matching router network 
address; and forwarding the packet to the router network 
address through the tunneling session. 
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