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Claim Terms Proposed Construction and Supporting Evidence 

1. “defined interaction” (all asserted 
claims); “interaction with a host 
computing device in a defined way” 
(’802 Patent, claims 38-39)  

Construction:  Indefinite under 35 U.S.C. § 112. 
 
Intrinsic Evidence: 
 
“In particular, the modular device can include a security module that is adapted to enable 
performance of one or more security operations on data, and a target module that is adapted to 
enable a defined interaction with a host computing device.”  ’135 Patent, Abstract; ’802 Patent, 
Abstract (“In particular, the peripheral device can be adapted to enable, in a single integral 
peripheral device, performance of one or more security operations on data, and a defined 
interaction with a host computing device that has not previously been integrated with security 
operations in a single integral device.”) 
 
“In particular, the modular device can include a security module that is adapted to enable 
performance of one or more security operations on data, and a target module that is adapted to 
enable a defined interaction with a host computing device.”  ’135 Patent at 3:27-31; ’802 Patent 
at 3:27-33 (“In particular, the peripheral device can be adapted to enable, in a single integral 
peripheral device, performance of one or more security operations on data, and a defined 
interaction with a host computing device that has not previously been integrated with security 
operations in a single integral device.”). 
 
“The peripheral device can also be implemented so that the security operations are performed 
in-line, i.e., the security operations are performed between the communication of data to or 
from the host computing device and the performance of the defined interaction.’).”  ’802 Patent 
at 3:40-45. 
 
“A peripheral device according to the invention can advantageously enable application of 
security operations to a wide variety of interactions with a host computing device. In particular, 
a peripheral device according to the invention can accomplish this without necessity to use two 
peripheral devices: one that performs the security operations and one that performs the defined 
interaction. This can, for example, minimize the possibility that the device adapted to perform 
the defined interaction will be used with the host computing system without proper application 
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of security operations to that interaction.”  ’802 Patent at 3:49-59.  
 
“The target module is adapted to enable a defined interaction with a host computing device 
(examples of which are given below).”  ’135 Patent at 4:18-20. 
 
“In another embodiment of the invention, a modular device includes a security module that is 
adapted to enable performance of one or more security operations on data, and a target module 
that is adapted to enable a defined interaction with a host computing device (such as the 
interactions discussed above with respect to exemplary embodiments of the target module of 
the previously discussed embodiment of the invention).”  ’135 Patent at 4:40-47. 
 
“In yet another embodiment of the invention, a modular device that is adapted to enable 
communication with a host computing device, and that includes a security module that is 
adapted to enable performance of one or more security operations on data and a target module 
that is adapted to enable a defined interaction with a host computing device, is further adapted 
to enable provision of the type of a target module to a host computing device in response to a 
request from the host computing device for information regarding the type of the modular 
device.”  ’135 Patent at 4:56-65. 
 
“In still another embodiment of the invention, a modular device that is adapted to enable 
communication with a host computing device, and that includes a security module that is 
adapted to enable performance of one or more security operations on data and a target module 
that is adapted to enable a defined interaction with a host computing device, is further adapted 
to enable the security module and/or the target module to be operably connected to the host 
computing device in response to an instruction from the host computing device.”  ’135 Patent at 
5:1-9. 
 
“In another embodiment of the invention, a security module is adapted to enable 
communication with a host computing device, performance of one or more security operations 
on data, and communication with a target module that is adapted to enable a defined interaction 
with a host computing device.”  ’135 Patent at 5:13-18. 
 
“The security module is also adapted to enable performance of one or more security operations 
on data, and communication with a target module that is adapted to enable a defined interaction 
with a host computing device.”  ’135 Patent at 5:32-36. 
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“In a further particular embodiment of the system, the modular device further includes a target 
module which is adapted to enable communication with a security module, as well as to enable 
a defined interaction with a host computing device (examples of which are discussed above 
with respect to exemplary embodiments of the target module of previously discussed 
embodiments of the invention).”  ’135 Patent at 5:36-42.  
 
“A modular device according to the invention can advantageously enable application of 
security operations to a wide variety of interactions with a host computing device. In particular, 
a modular device according to the invention can accomplish this without necessity to use 
multiple peripheral devices that each include security functionality in addition to the primary 
functionality of the peripheral device. This can, for example, facilitate use of peripheral devices 
having security capability that operate in a predictable, reliable and consistent (yet secure) 
manner, since a single security module can be used to provide security to multiple types of 
interaction with a host computing device. This can also enable ease and flexibility in use of 
secure peripheral devices, since the same security module can be used with a variety of target 
modules. Moreover, the provision of in-line security in a modular device according to the 
invention enables a more secure exchange of data between a host computing device and the 
modular device, overcoming the problems identified above in previous systems for performing 
security operations on data exchanged between such devices. Additionally, implementing a 
modular device according to the invention so that the performance of security operations by the 
modular device is transparent can reduce or eliminate the need to modify aspects of the 
operation of the host computing device (e.g., device drivers of the host computing device), 
making implementation and use of a data security system including the modular device simpler 
and easier. Thus, the possibility that a user will use the system incorrectly (e.g., fail to apply 
security operations to an interaction with the host computing device, or apply the security 
operations incorrectly or incompletely) is reduced. Making the security operations transparent 
can also enhance the security of those operations.”  ’135 Patent at 3:48-4:13; ’802 Patent at 
3:49-4:10 (“A peripheral device according to the invention can advantageously enable 
application of security operations to a wide variety of interactions with a host computing 
device. In particular, a peripheral device according to the invention can accomplish this without 
necessity to use two peripheral devices: one that performs the security operations and one that 
performs the defined interaction. This can, for example, minimize the possibility that the device 
adapted to perform the defined interaction will be used with the host computing system without 
proper application of security operations to that interaction. Moreover, the provision of in-line 
security in a peripheral device according to the invention enables a more secure exchange of 
data between a host computing device and the peripheral device, overcoming the problems 
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identified above in previous systems for performing security operations on data exchanged 
between such devices. Additionally, implementing a modular device according to the invention 
so that the performance of security operations by the modular device is transparent can reduce 
or eliminate the need to modify aspects of the operation of the host computing device (e.g., 
device drivers of the host computing device), making implementation and use of a data security 
system including the modular device simpler and easier. Thus, the possibility that a user will 
use the system incorrectly (e.g., fail to apply security operations to an interaction with the host 
computing device, or apply the security operations incorrectly or incompletely) is reduced. 
Making the security operations transparent can also enhance the security of those operations.”).  
 
“The particular manner in which operation of the operating system software is suspended so 
that the modular device can establish its identity can depend on the characteristics of the 
operating system software and/or the device interface. However, for many combinations of 
operating system software and device interface, the operating system software waits for 
confirmation that the device connected to the device interface is ready for further interaction 
with the operating system software before the operating system software seeks to identify the 
type of the device connected to the interface (the standard for PCMCIA interfaces, for example, 
specifies such operation). In such cases, the modular device can be configured to delay 
informing the operating system software that the modular device is ready for further interaction 
until the modular device has established its identity.”  ’135 Patent at 10:11-25; ’802 Patent at 
7:44-59 (“The particular manner in which operation of the operating system software is 
suspended so that the peripheral device can establish its identity can depend on the 
characteristics of the operating system software and/or the device interface. However, for many 
combinations of operating system software and device interface, the operating system software 
waits for confirmation that the device connected to the device interface is ready for further 
interaction with the operating system software before the operating system software seeks to 
identify the type of the device connected to the interface (the standard for PCMCIA interfaces, 
for example, specifies such operation). In such cases, the peripheral device can be configured to 
delay informing the operating system software that the peripheral device is ready for further 
interaction until the peripheral device has established its identity.”).   
 
“Since use of the data security system is easier (e.g., a user need not provide input to cause the 
host driver to be appropriately tailored to enable desired interaction with a security device), the 
possibility that a user will use the system incorrectly (e.g., fail to apply security operations to an 
interaction with the host computing device, or apply the security operations incorrectly or 
incompletely) is reduced.”  ’135 Patent at 11:4-11; ’802 Patent at 8:28-35 (“Since use of the 
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data security system is easier (e.g., a user need not provide input to cause the host driver to be 
appropriately tailored to enable desired interaction with a security device), the possibility that a 
user will use the system incorrectly (e.g., fail to apply security operations to an interaction with 
the host computing device, or apply the security operations incorrectly or incompletely) is 
reduced.”).   
 
“The modular device driver can have previously been installed on a data storage device (e.g., 
hard disk) of the host computing device (in FIG. 6, the modular device driver is shown stored in 
the memory section 606b of the memory device 606 of the host computing device 601), or can 
be made accessible to the host computing device via an appropriate interface (such as a floppy 
disk drive, CD-ROM drive or network connection) at a time when the user wishes to initiate 
interaction between the host computing device and the modular device.”  ’135 Patent at 12:28-
37; ’802 Patent at 9:5-14 (“The peripheral device driver can have previously been installed on a 
data storage device (e.g., hard disk) of the host computing device (in FIG. 6, the peripheral 
device driver is shown stored in the memory section 606b of the memory device 606 of the host 
computing device 601), or can be made accessible to the host computing device via an 
appropriate interface (such as a floppy disk drive, CD-ROM drive or network connection) at a 
time when the user wishes to initiate interaction between the host computing device and the 
peripheral device.”).   
 
“In such an implementation, the modular device driver can be implemented to automatically 
cause one or more predetermined security operations to be performed based upon a user-
specified interaction with the target module, or the modular device can be configured to cause 
such security operations to be performed any time a specified interaction with the target module 
occurs.”  ’135 Patent at 16:9-16; ’802 Patent 12:64-13:4 (“In such an implementation, the 
peripheral device driver can be implemented to automatically cause one or more predetermined 
security operations to be performed based upon a user-specified interaction with the target 
functionality, or the peripheral device can be configured to cause such security operations to be 
performed any time a specified interaction with the target functionality occurs.”).  
 
“A target module of a modular device according to the invention can also be embodied as a 
biometric module, which is defined herein as any module that is adapted to receive input data 
regarding a physical characteristic of a person based upon a physical interaction of the person 
with the module.”  ’135 Patent at 17:19-25; ’802 Patent at 14:9-15 (“Target functionality of a 
peripheral device according to the invention can also be embodied as a biometric device, which 
is defined herein as any device that is adapted to receive input data regarding a physical 
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