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Internet Relay Chat Protocol
Status of This Meno

This meno defines an Experinental Protocol for the Internet
community. Discussion and suggestions for inprovenent are requested.
Pl ease refer to the current edition of the "IAB Oficial Protocol

St andards" for the standardi zation state and status of this protocol.
Distribution of this nenp is unlinited.

Abst r act

The I RC protocol was devel oped over the last 4 years since it was
first inplemented as a nmeans for users on a BBS to chat anobngst
thensel ves. Now it supports a world-w de network of servers and
clients, and is stringing to cope with growh. Over the past 2 years,
t he average nunber of users connected to the main | RC network has
grown by a factor of 10.

The I RC protocol is a text-based protocol, with the sinplest client
bei ng any socket program capabl e of connecting to the server.
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1. 1 NTRODUCTI ON

The IRC (Internet Relay Chat) protocol has been designed over a
nunber of years for use with text based conferencing. This docunent
describes the current | RC protocol

The | RC protocol has been devel oped on systens using the TCP/IP
networ k protocol, although there is no requirenent that this renmain
the only sphere in which it operates.

IRCitself is a teleconferencing system which (through the use of
the client-server nodel) is well-suited to running on nmany nachi nes
in a distributed fashion. A typical setup involves a single process
(the server) forming a central point for clients (or other servers)
to connect to, performing the required nmessage delivery/multiplexing
and ot her functions.

1.1 Servers

The server forns the backbone of I RC, providing a point to which
clients may connect to to talk to each other, and a point for other
servers to connect to, formng an | RC network. The only network
configuration allowed for IRC servers is that of a spanning tree [see
Fig. 1] where each server acts as a central node for the rest of the
net it sees.

[ Server 15 ] [ Server 13 ] [ Server 14]
/ \ /

/ \ /
[ Server 11 ] ------ [ Server 1] [ Server 12]
/ \ /
/ \ /
[ Server 2] [ Server 3]
/ \ \
/ \ \
[ Server 4] [ Server 5] [ Server 6 ]
/ | \ /
/ | \ /
/ | \_ /
/ | \ /

[ Server 7] [ Server 8 ] [ Server 9 ] [ Server 10 ]
[ eic.]

[ Fig. 1. Format of IRC server network ]
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1.2 Cients

A client is anything connecting to a server that is not another
server. FEach client is distinguished fromother clients by a unique
ni cknanme having a maxi nrum |l ength of nine (9) characters. See the
protocol grammar rules for what nmay and nay not be used in a

ni ckname. In addition to the nicknane, all servers nust have the
following information about all clients: the real name of the host
that the client is running on, the usernanme of the client on that
host, and the server to which the client is connected.

1.2.1 Operators

To all ow a reasonabl e anount of order to be kept within the IRC
network, a special class of clients (operators) is allowed to perform
general rmai ntenance functions on the network. Although the powers
granted to an operator can be considered as ’'dangerous’, they are
nonet hel ess required. Operators should be able to perform basic
networ k tasks such as disconnecting and reconnecting servers as
needed to prevent long-termuse of bad network routing. In
recognition of this need, the protocol discussed herein provides for
operators only to be able to perform such functions. See sections
4.1.7 (SQUIT) and 4.3.5 ( CONNECT).

A nore controversial power of operators is the ability to renove a
user from the connected network by 'force', i.e. operators are able
to close the connection between any client and server. The
justification for this is delicate since its abuse is both
destructive and annoying. For further details on this type of

action, see section 4.6.1 (KILL).

1.3 Channel s

A channel is a named group of one or nore clients which will all
recei ve nmessages addressed to that channel. The channel is created
inmplicitly when the first client joins it, and the channel ceases to
exi st when the last client leaves it. Wiile channel exists, any
client can reference the channel using the nane of the channel

Channel s names are strings (beginning with a & or '# character) of
Il ength up to 200 characters. Apart fromthe the requirenent that the
first character being either '& or "# ; the only restriction on a
channel nanme is that it may not contain any spaces (' '), a control G
("G or ASCIl 7), or a comma (',' which is used as a list item
separator by the protocol).

There are two types of channels allowed by this protocol. One is a
di stributed channel which is known to all the servers that are
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