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Figure 27-3—Receive state diagram for port X
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Figure 27-4—100BASE-TX and 100BASE-FX transmit state diagram for port X
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Figure 27-5—100BASE-T4 transmit state diagram for port X
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Figure 27-6—Repeater data-handler state diagram
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Figure 27-7—Receive timer state diagram for port X
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