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Pursuant to the Board’s authorization on October 10, 2017, Patent Owner 

Realtime Data, LLC d/b/a IXO (“Realtime”) submits the following list of the 

locations and concise descriptions of the portions of Petitioner’s Reply (Paper 24) 

that exceed the proper reply scope. If the Board were to rely on these arguments 

and evidence in finding the challenged claims unpatentable, Realtime would not 

have had sufficient opportunity to respond. 

1) At pages 6-7 of the Reply, Petitioner argues that Sukegawa renders obvious 

the limitation “boot data list.” For example: 

• “As Dr. Neuhauser explained and the Institution Decision credited, a 

POSITA would have found it obvious that Sukegawa’s files of OS and AP 

control information are lists of boot data.” (Reply at 6.) 

•  “As Dr. Neuhauser explained, a list is an obvious representation for a 

collection of information and, thus, Sukegawa’s files represent lists of 

control information.” (Id. at 7.) 

2) At pages 4-6 and 11-13 of the Reply, Petitioner argues that “non-accessed 

boot data” should be construed to mean “boot data that was not accessed” and that 

Sukegawa’s deletion of control information from table 3A renders obvious the 

“disassociating non-accessed boot data” limitations. For example: 

• “[U]nder BRI, a POSITA would have viewed the term ‘non-accessed 

boot data’ per its ordinary meaning as simply boot data that was not 

accessed.” (Id. at 4-5.) 

• “[A] POSITA would have found Sukegawa’s user deletion of control 
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information obviously (and most likely) to include control information that 

was not accessed (or not requested during system boot-up).” (Id. at 12.) 

• “[B]ecause a POSITA would have found user deletion of ‘non-

accessed’ boot data to be an obvious part of Sukegawa’s user deletion, 

Sukegawa renders obvious disassociating non-accessed boot data from the 

boot data list.” (Id. at 13.) 

• “Thus, Sukegawa’s automated deletion of AP control information 

from cache area 10C involves disassociation of non-accessed boot data from 

the boot data list. And, Realtime’s argument ignores the presence of OS 

control information in Sukegawa and the obviousness of managing the OS 

control information similarly to the AP control information.” (Id. at 13.) 

• “…Realtime does not properly assess obviousness and ignores the 

other possibility – that the LRU algorithm could discard items not requested 

during system boot-up. Indeed, as Dr. Neuhauser explained, the entire point 

of an LRU algorithm is to remove data that has not been accessed and, thus, 

a POSITA would have found Sukegawa’s automatic deletion of control 

information obviously (and most likely) to include control information that 

was not accessed (or not requested during system boot-up).” (Id. at 15-16.) 

3) At page 15 of the Reply, Petitioner argues that Sukegawa discloses 

performing the claim 14 step “accessing boot data” prior to the step “loading the 

boot data into a memory.” For example: 

•  “… Sukegawa accesses unloaded data from HDD2 prior to loading it 

into flash memory 1.” (Id. at 15.) 

•  “‘[A]ccess[ing]’ data is the ‘act of reading data from or writing data 

to memory,’ which is accomplished by Sukegawa’s reading boot data from 
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HDD2 when loading boot data into flash memory 1. APPLE-1044.” (Id. at 

15.) 

• “Thus, a POSITA would have understood that the act of loading the 

data into memory is necessarily preceded by the act of accessing the data to 

be loaded, or written, into memory.” (Id. at 15.) 

• “Sukegawa then, separately, services request for loaded boot data.” 

(Id. at 15.) 

4) At pages 15-16 of the Reply, Petitioner argues that the limitations 

“accessing” or “loading” boot data “that is associated with a boot data list” do not 

require the “boot data” be associated with the “boot data list” prior to accessing or 

loading. For example: 

• “Indeed, claim 14 merely recites accessing boot data ‘associated with 

a boot data list’ and, under BRI, places no restriction on whether that boot 

data becomes associated with the boot data list prior to, or at the time of, 

accessing.” (Id. at 16.) 

5) At pages 15-16 of the Reply, Petitioner argues that Sukegawa’s files of 

control information disclose the limitations “accessing” or “loading” boot data 

“that is associated with a boot data list.” For example: 

• “Indeed, when Sukegawa loads/accesses a file of control information 

from HDD2 to flash memory 1, the control information in the file is 

associated with the file prior to its loading/accessing.” (Id. at 16.) 

6) At pages 15-17 of the Reply, Petitioner argues that Sukegawa’s table 3A 

renders obvious the limitation “loading” boot data “that is associated with a boot 
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data list.” For example: 

• “[E]ach of Sukegawa, Settsu, and Zwiegincew render obvious this 

feature, even under Realtime’s overly-narrow interpretation.” (Id. at 16.) 

• “In fact, both operations must occur at relatively the same time and, as 

such, a POSITA would have found it obvious to perform either operation 

(table update or data load) just prior to the other.” (Id. at 16-17.) 

• “As Dr. Neuhauser explained, a POSITA would have found it obvious 

that, to generate this list, Sukegawa’s system receives a user selection of 

data to preload, updates table 3A to indicate the selection, and then loads the 

user-selected data into area.” (Id. at 17.) 

• “In this way, a POSITA would have found it obvious that the user-

selected data is associated with table 3A prior to its loading.” (Id. at 17.) 

7) At pages 17-18 of the Reply, Petitioner argues that Settsu and Zwiegincew 

render obvious the limitations “accessing” or “loading” boot data “that is 

associated with a boot data list.” For example: 

• “[E]ach of Sukegawa, Settsu, and Zwiegincew render obvious this 

feature, even under Realtime’s overly-narrow interpretation.” (Id. at 16.) 

• “In the Petition, Dr. Neuhauser explained how Settsu and Zwiegincew 

each describe loading boot data that is associated with a boot data list.” (Id. 

at 17.) 

8) At pages 21-22 of the Reply, Petitioner argues that Dye’s compression 

engines and components that perform encoding operations meet the “plurality of 

encoders” limitations. For example: 

f 

 

Find authenticated court documents without watermarks at docketalarm.com. 

https://www.docketalarm.com/


Real-Time Litigation Alerts
	� Keep your litigation team up-to-date with real-time  

alerts and advanced team management tools built for  
the enterprise, all while greatly reducing PACER spend.

	� Our comprehensive service means we can handle Federal, 
State, and Administrative courts across the country.

Advanced Docket Research
	� With over 230 million records, Docket Alarm’s cloud-native 

docket research platform finds what other services can’t. 
Coverage includes Federal, State, plus PTAB, TTAB, ITC  
and NLRB decisions, all in one place.

	� Identify arguments that have been successful in the past 
with full text, pinpoint searching. Link to case law cited  
within any court document via Fastcase.

Analytics At Your Fingertips
	� Learn what happened the last time a particular judge,  

opposing counsel or company faced cases similar to yours.

	� Advanced out-of-the-box PTAB and TTAB analytics are  
always at your fingertips.

Docket Alarm provides insights to develop a more  

informed litigation strategy and the peace of mind of 

knowing you’re on top of things.

Explore Litigation 
Insights

®

WHAT WILL YOU BUILD?  |  sales@docketalarm.com  |  1-866-77-FASTCASE

API
Docket Alarm offers a powerful API 
(application programming inter-
face) to developers that want to 
integrate case filings into their apps.

LAW FIRMS
Build custom dashboards for your 
attorneys and clients with live data 
direct from the court.

Automate many repetitive legal  
tasks like conflict checks, document 
management, and marketing.

FINANCIAL INSTITUTIONS
Litigation and bankruptcy checks 
for companies and debtors.

E-DISCOVERY AND  
LEGAL VENDORS
Sync your system to PACER to  
automate legal marketing.


