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Bluetooth ESDP for UPnP 
 

Abstract:        
This document is a Bluetooth Extended Service 
Discovery Profile (ESDP) for Universal Plug and 
PlayTM (UPnPTM). The profile defines how devices 
with Bluetooth wireless communications can use 
the Bluetooth Service Discovery Protocol (SDP) 
initially to discover other devices that support 
UPnP services and retrieve information about 
these services. This profile further defines how a 
device with Bluetooth wireless communications 
can support UPnP services over the Bluetooth 
protocol stack using the Logical Link Control and 
Adaptation Protocol (L2CAP) layer and/or an 
Internet Protocol (IP) stack using either the 
Personal Area Network (PAN) Profile or the Local 
Area Network (LAN) Access Profile. 
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Revision History  
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0.51 August 11, 2000 Incorporate review comments. 
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specification. 

0.90 October 04, 2000 Incorporate comments from ESDP face-to-face meeting 
on 3rd and 4th October 2000. 
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0.92 November 21, 2000 Incorporate review comments. 
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Disclaimer and copyright notice 
THIS DRAFT DOCUMENT IS PROVIDED "AS IS" WITH NO WARRANTIES 
WHATSOEVER, INCLUDING ANY WARRANTY OF MERCHANTABILITY, 
NONINFRINGEMENT, FITNESS FOR ANY PARTICULAR PURPOSE, OR ANY WARRANTY 
OTHERWISE ARISING OUT OF ANY PROPOSAL, SPECIFICATION OR SAMPLE. All 
liability, including liability for infringement of any proprietary 
rights, relating to use of information in this document is 
disclaimed. No license, express or implied, by estoppel or otherwise, 
to any intellectual property rights are granted herein. 
This document is an intermediate draft for comment only and is 
subject to change without notice. Readers should not design products 
based on this document. 
 
Copyright © 1999, 2000 Telefonaktiebolaget LM Ericsson, International Business Machines 
Corporation, Intel Corporation, Nokia Corporation, Toshiba Corporation, Microsoft 
Corporation, Lucent Technologies Inc., Motorola, Inc. and 3COM Corporation. 
 
*Third-party brands and names are the property of their respective owners. 
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