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(57) Abstract 

The present invention contemplates a method and means for im-
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proving the performance of distributed computer systems including a 
file server and a plurality of remote workstations. In operation, a re
quest is issued from one of the remote workstations to open a file or re

. cord resident on the file server in a sharing mode. The system of the 
present invention automatically converts the sharing mode request into 
a request to open the file or record in an opportunistic locked exclusive 
mode. The file server then determines whether the requested file or re
cord has been opened by another workstation. If the file or record is 
not currently open, the file or record is opened in the opportunistic 
locked exclusive mode and the file or record is processed and cached 
locally in a system workstation. If the file or record is already open, the 
file is opened in the conventional sharing mode. If the file or record 
opened in the opportunistic locked exclusive mode is requested by an
other client, the locally cached data is written to the file server and the 
system reverts to the conventional sharing mode. The system of the 
present invention is also compatible with conventional exclusive mode 
operation which may be manually requested by a client. 
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Description 

METHOD AND SYSTEM FOR OPPORTUNISTIC LOCKING 

IN A NETWORKED COMPUTER SYSTEM 

Field of the Invention 

This invention relates to the field of 

computer networks and, more specifically, to a method 
and means for improving the speed and performance of a 

10 networked computer system. 

Background of the Invention 

computer networks are a well-known computer 

architecture wherein users of the network are typically 

15 located in many diverse locations. Computer networks 

are adapted for use with independent computer systems, 

each having local file storage capability, as well as 

diskless terminal-type systems wherein master files are 

stored on a single file server. 

20 one popular use for distributed computer 

systems is database management. In a multiuser 

environment, it is important that all users of the 

database have access to current information as each user 

of the system is permitted to make changes to the 

25 database at will. Therefore, database files are 

typically resident on a single-system file server. When 

accessing a database with remote workstations, the 

remote workstations typically issue requests to the 

system file server to retrieve the desired information. 

30 As an entry in the file is updated or modified, the new 

information is sent from the workstation to the file 

server so that all 11 clients 11 in the system have access 

to current information. For example, in mulituser 

database applications, many clients have access to all 

35 records in the da~abase. If a client reads and updates 

a record, and a second client reads the same record 

before the master file is updated, each client will have 
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inconsistent versions of the same record. Most database 

applications include some provision to avoid the problem 

of inconsistent data. Typically, while operating in a 

sharing mode, a client issues a request to open and lock 

5 specified records in the database. The specified 

records are then read and modified. The modified 

records are then written to the master file on the 

server and the records are then unlocked and closed. 

While the records are locked, no other client has access 

~o to the record. While this technique prevents 

inconsistent data, the process of opening, locking, 

reading, writing, closing, and unlocking files or 

records may result in as many as eight messages across 

the computer network. 

~5 In many computer networks, it is common for 

only a single user to be using the network at any one 

time and inconsistent data is not possible. In this 

situation, the process of opening, locking, reading, 

writing, unlocking, and closing files or records results 

20 in wasted time and increased system overhead. 

The present invention overcomes the above

mentioned problem by allowing network workstations to 

automatically operate in an opportunistic locked 

exclusive mode when files are only used by single 

25 clients and by automatically switching to a conventional 

sharing mode when file data is required by multiple 

clients. In the opportunistic locked exclusive mode, 

files or records are processed and cached locally, thus 

eliminating a large portion of network messaging 

30 traffic. If another client requires access to the file, 

the locally cached data is written to the file server, 

and the system reverts to sharing mode operation. 

35 

Summary and Objects of the Invention 

In summa~y, the present invention contemplates 

a method and means for improving the performance of 

distributed computer systems including a file server and 
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a plurality of remote workstations. In operation, a 

request is issued from one of the remote workstations to 

open a file or record resident on the file server in a 

sharing mode. The system of the present invention 

5 automatically converts the sharing mode request into a 

request to open the file or record in an opportunistic 

locked exclusive mode. The file server then determines 
whether the requested file or record has been opened by 

another workstation. If the file or record is not 

10 currently open, the file or record is opened in the 

opportunistic locked exclusive mode and the file or 

record is processed and cached locally in a system 

workstation. If the file or record is already open, the 

file is opened in the conventional sharing mode. If the 

15 file or record opened in the opportunistic locked 

exclusive mode is requested by another client, the 

locally cached data is written to the file server and 

the system reverts to the conventional sharing mode. 

The system of the present invention is also compatible 
20 with conventional exclusive mode operation which may be 

manually requested by a client. 

25 

Accordingly, it is an object of the present 

invention to provide a method and means for improving 

the performance of a networked computer system. 

It is another object of the present invention 

to eliminate the system overhead of workstations 

operating in a sharing mode when file services are only 

required by a single workstation at a given point in 

time. 

30 It is another object of the present invention 

to provide a method and means for automatically 

switching workstations between an opportunistic locked 

exclusive mode and a sharing mode based on the number of 

users requiring access to files resident on a file 
e 

35 server. 
' 

It is another object of the present invention 

to provide opportunistic exclusive locked mode operation 
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