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__________________________________

FORM 10-K
ANNUAL REPORT PURSUANT TO SECTION 13 OR 15(d) OF THE SECURITIES EXCHANGE 
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__________________________________
Securities registered pursuant to Section 12(b) of the Act:

Title of Each Class Name of each exchange on which registered

Common Stock , $0.0001 par value per share NASDAQ Global Select Market

Securities registered pursuant to Section 12(g) of the Act:

None
__________________________________

Indicate by check mark if the registrant is a well-known seasoned issuer, as defined in Rule 405 of the Securities Act.    YES     NO  
Indicate by check mark if the registrant is not required to file reports pursuant to Section 13 or Section 15(d) of the Act.    YES    NO 
Indicate by check mark whether the registrant (1) has filed all reports required to be filed by Section 13 or 15(d) of the Securities Exchange Act of 1934 during the 
preceding 12 months (or for such shorter period that the registrant was required to file such reports), and (2) has been subject to such filing requirements for the past 
90 days.    YES   NO 
Indicate by check mark whether the registrant has submitted electronically and posted on its corporate Web site, if any, every Interactive Data File required to be 
submitted and posted pursuant to Rule 405 of Regulation S-T (§232.405 of this chapter) during the preceding 12 months (or for such shorter period that the registrant 
was required to submit and post such files).    YES   NO 
Indicate by check mark if disclosure of delinquent filers pursuant to Item 405 of Regulation S-K (§229.405 of this chapter) is not contained herein, and will not be 
contained, to the best of registrant’s knowledge, in definitive proxy or information statements incorporated by reference in Part III of this Form 10-K or any amendment 
to this Form 10-K.   
Indicate by check mark whether the registrant is a large accelerated filer, an accelerated filer, a non-accelerated filer, or a smaller reporting company. See the definitions 
of “large accelerated filer,” “accelerated filer” and “smaller reporting company” in Rule 12b-2 of the Exchange Act.

Large accelerated filer Accelerated filer Non-accelerated filer 
(Do not check if a smaller reporting company) 

Smaller reporting company 

Indicate by check mark whether the registrant is a shell company (as defined in Rule 12b-2 of the Exchange Act).    YES   NO 
The aggregate market value of the voting and non-voting common equity held by non-affiliates of the registrant, based upon the closing price of a share of the 
registrant’s common stock on June 30, 2014 as reported by the NASDAQ Global Select Market on that date, was approximately $1,291,000,000. This calculation does 
not reflect a determination that certain persons are affiliates of the registrant for any other purpose.
The number of shares outstanding of the registrant’s common stock as of February 13, 2015 was 38,993,942 shares.
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Portions of the registrant’s Proxy Statement for its 2015 Annual Meeting of Stockholders (the “Proxy Statement”), to be filed with the Securities and Exchange 
Commission, are incorporated by reference into Part III of this Annual Report on Form 10-K where indicated. The Proxy Statement will be filed with the Securities and 
Exchange Commission within 120 days of the registrant's fiscal year ended December 31, 2014.
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CAUTIONARY STATEMENT REGARDING FORWARD-LOOKING STATEMENTS

This Annual Report on Form 10-K contains forward-looking statements within the meaning of the Private Securities 
Litigation Reform Act of 1995. All statements contained in this Annual Report on Form 10-K other than statements of historical fact, 
including statements regarding our future results of operations and financial position, our business strategy and plans, and our 
objectives for future operations, are forward-looking statements. The words "believe," "may," "will," "estimate," "continue," 
"anticipate," "intend," "expect," and similar expressions are intended to identify forward-looking statements. We have based these 
forward-looking statements largely on our current expectations and projections about future events and trends that we believe may 
affect our financial condition, results of operations, business strategy, short-term and long-term business operations and objectives, and 
financial needs. These forward-looking statements are subject to a number of risks, uncertainties and assumptions, including those 
described in Part I, Item 1A, "Risk Factors" in this Annual Report on Form 10-K. Moreover, we operate in a very competitive and 
rapidly changing environment. New risks emerge from time to time. It is not possible for our management to predict all risks, nor can 
we assess the impact of all factors on our business or the extent to which any factor, or combination of factors, may cause actual results 
to differ materially from those contained in any forward-looking statements we may make. In light of these risks, uncertainties and 
assumptions, the future events and trends discussed in this Annual Report on Form 10-K may not occur and actual results could differ 
materially and adversely from those anticipated or implied in the forward-looking statements. We undertake no obligation to revise or 
publicly release the results of any revision to these forward-looking statements, except as required by law. Given these risks and 
uncertainties, readers are cautioned not to place undue reliance on such forward-looking statements.

Unless expressly indicated or the context requires otherwise, the terms “Proofpoint,” “Company,” “Registrant,” “we,” “us,” 
and “our” mean Proofpoint, Inc. and its subsidiaries unless the context indicates otherwise. 

2

Page 4 of 124Proofpoint-12.31.2014-10K

6/21/2016https://www.sec.gov/Archives/edgar/data/1212458/000121245815000002/proofpoint-1231...
Patent Owner Finjan, Inc. - Ex. 2036, p. 4f 

 

Find authenticated court documents without watermarks at docketalarm.com. 

https://www.docketalarm.com/


Table of Contents

PART I

ITEM 1. BUSINESS

Overview

Proofpoint is a leading security-as-a-service provider that enables large and mid-sized organizations worldwide to defend, 
protect, archive and govern their most sensitive data. Our security-as-a-service platform is comprised of an integrated suite of on-
demand data protection solutions, including threat protection, incident response, regulatory compliance, archiving, governance, 
eDiscovery, and secure communication. Our solutions are built on a flexible, cloud-based platform and leverage a number of 
proprietary technologies - including big data analytics, machine learning, deep content inspection, secure storage, advanced 
encryption, intelligent message routing, dynamic malware analysis, threat correlation, and virtual execution environments - to address 
today's rapidly changing threat landscape.

A fundamental shift in the sources of cyber crime, from hackers to organized crime and governments, combined with the 
emergence of international data trafficking and sophisticated advanced persistent threats ("APTs"), polymorphic threats, zero-day 
exploits, and user-transplant "drive-by" downloads, is driving an unprecedented wave of targeted, malicious attacks designed to steal 
valuable information. At the same time, the growth of business-to-business collaboration and the use of social media for mass 
communication, as well as the consumerization of IT and the associated adoption of mobile devices and unmanaged Internet-based 
applications, has proliferated sensitive data and reduced the effectiveness of many existing security products. These factors have 
contributed to an increasing number of severe data breaches and expanding regulatory mandates, all of which have accelerated demand 
for effective data protection and governance solutions.

Our platform addresses this growing challenge by not only protecting data as it flows into and out of the enterprise via on-
premise and cloud-based email, instant messaging, social media and other web-based applications, but also by keeping track of such 
information as it is modified and distributed throughout the enterprise for compliance and data loss prevention and securely archiving 
these communications for compliance and discovery. We address four important problems for the enterprise:

• Keeping malicious content out of the extended enterprise;

• Preventing the theft or inadvertent loss of sensitive information and, in turn, ensuring compliance with regulatory 
data protection mandates;

• Collecting, retaining, governing and discovering sensitive data for compliance and litigation support; and

• Securely sharing sensitive data with customers, partners and suppliers.

Our platform and its associated solutions are sold to customers on a subscription basis and can be deployed through our 
unique cloud-based architecture that leverages both our global data centers as well as optional points-of-presence behind our 
customers' firewalls. Our flexible deployment model enables us to deliver superior security and compliance while maintaining the 
favorable economics afforded by cloud computing, creating a competitive advantage for us over legacy on-premise and cloud-only 
offerings.

We were founded in 2002 to provide a unified solution to help enterprises address their growing data security requirements. 
Our first solution was commercially released in 2003 to combat the burgeoning problem of spam and viruses and their impact on 
corporate email systems. To address the evolving threat landscape and the adoption of communication and collaboration systems 
beyond corporate email and networks, we have broadened our solutions to defend against a wide range of threats, protect against 
outbound security risks, and archive and govern corporate information. Today, our solutions are used by approximately 3,300 
customers worldwide, including 45 of the Fortune 100, protecting tens of millions of end-users. We market and sell our solutions 
worldwide both directly through our sales teams and indirectly through a hybrid model where our sales organization actively assists 
our network of distributors and resellers. We also distribute our solutions through strategic partners.

The Proofpoint Solution

Our integrated suite of on-demand security-as-a-service solutions enables large and mid-sized organizations to defend, 
protect, archive and govern their sensitive data. Our comprehensive platform provides threat protection, incident response, regulatory 
compliance, archiving, governance, eDiscovery, and secure communication. These solutions are built on a cloud-based architecture, 
protecting data not only as it flows into and out of the enterprise via on-premise and cloud-based email, 
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