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APPARATUS AND METHOD FOR TERMINATING 
CABLES TO MINIMIZE EMISSIONS AND 

SUSCEPTIBILITY 

FIELD OF THE INVENTION 

The present invention relates to the ?eld of transmis 
sion lines. More particularly, the present invention per 
tains to an apparatus and method for terminating 
twisted pair cables to minimize emissions and suscepti 
bility. 

BACKGROUND OF THE INVENTION 

In the ?eld of computer systems, computer networks 
have enjoyed increasing popularity because of their 
versatility, ?exibility, and economy. In contrast to pow 
erful, centralized and costly “mainframes,” wherein 
processing is routed to and performed by the mainframe 
computer, a computer network typically distributes 
processing to various autonomous computers. These 
individual computers are coupled together so that each 
computer in the network can communicate with other 
computers connected to the network. This arrangement 
allows end users to work on a joint project on separate 
computers by sharing ?les and swapping information 
over the network. Furthermore, application programs, 
databases, and peripheral hardware such as printers, 
disk drives, etc., can be shared amongst the various end 
users. Thereby, information and computing resources 
can readily be pooled amongst individuals and work 
groups. In addition, reliability is improved because a 
breakdown of one computer on the network does not 
result in shutting down or crashing the entire computer 
network. The other parts of the computer network can 
continue to function while the particular failed compo 
nent is being repaired. Moreover, it is a relatively simple 
procedure to upgrade an existing computer network by 
hooking up additional computers and network control 
equipment on an as-needed basis. 

Typically, a computer network is comprised of a 
number of data terminal equipment (DTE) which are 
coupled together by transmission lines. DTEs include 
personal computers, workstations, an input terminal, 
etc. Each DTE has a transceiver which couples the 
DTE to the transmission line. The transceiver transmits 
data onto and receives data from the transmission lines 
as well as performing any necessary signal conversions. 
Numerous transmission lines conduct digital bits of data 
between the DTEs. Often, the transmission lines are 
connected to a hub or concentrator which is used to 
route and manage signal traf?c on the network. To 
expand a computer network, repeaters are used to copy 
and forward bits of data from one network to another; 
bridges are implemented to interface networks having 
different protocols; and routers are used for ef?ciently 
directing data packets to their ?nal destination. 

Presently, there exists many different types of media 
which can be used for propagating the transmission of 
data between the various devices of a computer net 
work. The different types of media include unshielded 
twisted pair wiring, shielded twisted pair wiring, coax 
ial cables, and ?ber optic cables. Traditionally, electri 
cal communications were conducted over two insulated 
copper wires twisted together, hence the term twisted 
pair wiring. However, twisted pair wiring is susceptible 
to outside interference which introduces distortions. 
The distortions caused by outside sources increase with 
longer distances and higher data rates. These distortions 
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can lead to signal errors. Also, signals being conducted 
on these twisted pairs suffer from attenuation. 

Increasing the signal strength addresses both these 
issues, but it also produces higher levels of emissions 
from the twisted pair wires. Government regulations 
mandate that emissions be limited to a particular level in 
order to minimize interferences with other apparatus. 
Thus, the signal strength for twisted pairs is governed 
by the standards set forth by the FCC. Sometimes, a 
shielding made of wire mesh or foil having a high per 
meability is used to surround the twisted pair wiring. 
One such implementation wherein four twisted shielded 
pairs for conducting differential signals, a 12 volt power 
line, and a master shielding and insulation layer encom 
passing all the wires is known as an Attachment Unit 
Interface (AUl) cable. For broadband and many base 
band systems, an alternative to twisted pairs is coaxial 
cables. Coaxial cables have a single center conductor 
surrounded by an insulator, which is then enclosed by a 
metal shield such as a wire mesh or foil. Coaxial cables 
can handle greater bandwidths and are less susceptible 
to outside noise. However, coaxial cables are typically 
more expensive than twisted pairs. 

Fiber optic cables are also being implemented in com 
puter networks. Fiber optic cables are generally im 
mune to electrical noise and are capable of handling 
very high bandwidth and transmission speed. However, 
splicing and tapping ?ber optic cables is an expensive 
and dif?cult process. Moreover, ?ber optic cables are 
very expensive. Hence, ?ber optic cables are typically 
applied for long distances and heavy traf?c. 
Choosing among these various different media is a 

matter of tradeoffs. For most small local area networks 
(LANs), cost is of paramount concern. Signi?cant costs 
are incurred not only for purchasing the medium itself 
but also for physically routing the medium to each of 
the various terminals. Costs could be greatly reduced if 
the network could take advantage of an already existing 
medium. One such medium is the telephone lines al 
ready existing and installed in virtually all of?ce build 
ings, factories, and homes. These same telephone lines 
comprising twisted pair wiring can be used to conduct 
digital signals for computers rather than analog signals 
for, phone systems. The disadvantage with using tele 
phone wiring is that they are limited to short run - 
lengths because of the susceptibility and emissions prob 
lems inherent to all twisted pair wiring. In some cases, 
longer lengths are required than can be met by tele 
phone lines. Consequently, more expensive medium 
have to be bought and installed in these circumstances. 

Therefore, there is a need in the prior art for an appa 
ratus and method for minimizing the susceptibility and 
emissions of twisted pair wiring in order that longer 
lengths can be implemented to conduct digital signals in 
a computer network. It would also be highly preferable 
for the apparatus and method to be inexpensive and easy 
to implement. 

SUMMARY OF THE INVENTION 

In response to the shortcomings associated with prior 
art twisted pair cables used in the transmission of digital 
signals in a computer network, the present invention 
minimizes emissions radiating from such a cable and the 
susceptibility of signals on the cable to outside interfer 
ences. This is accomplished by terminating each twisted 
pair into a matching input impedance of either a data 
terminal equipment, such as a personal computer, or a 
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