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One of the few solid theoretical results in the study of computer viruses is Cohen's 1987 
demonstration that there is no algorithm that can perfectly detect all possible viruses [1].  This 
brief paper adds to the bad news, by pointing out that there are computer viruses which no 
algorithm can detect, even under a  somewhat more liberal definition of detection.  We also 
comment on the senses of "detect" used in these results, and note that the immediate impact of 
these results on computer virus detection in the real world is small. 
 
Computer Viruses 
 
Consider the set of programs which produce one or more programs as output.  For any pair of 
programs p and q, p eventually produces  q if and only if p produces q either directly or through a 
series of steps (the "eventually produces" relation is the transitive closure of the "produces" 
relation.)  A viral set  is a maximal set of programs V such that for every pair of programs p and q 
in V, p eventually produces q, and q eventually produces p.  ("Maximal" here means that there is 
no program r not in the set that could be added to the set and have the set still satisfy the 
conditions.)  For the purposes of this paper, a computer virus is a viral set; a program p is said to 
be an instance of, or to be infected with, a virus V precisely when p is a member of the viral set V.  
A program is said to be infected  simpliciter when there is some viral set V of which it is a 
member.  A program which is an instance of some virus is said to spread  whenever it produces 
another instance of that virus.  The simplest virus is a viral set that contains exactly one program, 
where that program simply produces itself.  Larger sets represent polymorphic viruses, which 
have a number of different possible forms, all of which eventually produce all the others.   
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Figure 1. The shapes represent programs, and the arrows show 
which programs produce which as output. The filled shapes are 
members of viral sets, the empty shapes are not. The filled hexagon 
represents a simple non-polymorphic virus, whose sole member 
produces only itself. 

In practical terms, this notion of computer virus encompasses overwriting viruses (which replace 
existing programs with copies of themselves) and some kinds of worms (which spread as 
standalone programs by creating new copies of themselves). A more complex notion of 
computer virus would incorporate "parasitic" viruses, which infect other programs by inserting 
themselves in such a way that both the viral code and the original program are executed when 
the infected program is executed. (The classic informal definition of "computer virus" is "a 
program that can 'infect' other programs by modifying them to include a possibly evolved copy of 
itself." [1 ]. A more formal definition in terms of regions of a Turing Machine tape can be found in 
[2].) In a subsequent paper, we will extend the current results to that richer notion of computer 
virus; essentially all the results we obtain here still hold. 

Detecting a Virus 

For the purposes of this paper, an algorithm A detects a virus V if and only if for every program p, 
A(p) terminates, and returns "true" if and only if p is infected with V. Similarly, an algorithm A 
detects a set of viruses S if and only if for every program p , A(p) terminates, and returns "true" if 
and only if p is infected with some virus V which is a member of S. This is essentially Cohen's 
definition in [1], and it is the only formal definition of detection that has proven theoretically fruitful. 
It also captures (at least to a fi rst approximation) our intuiti..e notion of computer virus detection. 

Cohen's Result 

In [1], Fred Cohen demonstrates that there is no algorithm that can detect the set of all possible 
computer viruses (returning "true" if and only if its input is an object infected with some computer 
virus). The proof is a simple diagonal argument, like Cantor's proof of the uncountability [3] of the 
real numbers, or Turing's proof of the undecidability of the Halting Problem [4]. For any candidate 
computer virus detection algorithm A, there is a program p, which reads: 

if A(p), then exit; else spread 
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Clearly A does not return the correct result when called on p, since if it returns "true" (i.e. it says 
that p is infected), then p just exits (and is therefore not infected), whereas if A returns anything 
else (i.e. it says that p is not infected), then p spreads (and is therefore infected).1 So there is no 
algorithm which detects all viruses without error; any program that attempts to detect all viruses 
will either miss some infected files (a false negative), accuse some non-infected files of being 
infected (a false positive) or fail to return anything (a bug). 
 
An Undetectable Virus 
 
A very similar example demonstrates that there are viruses for which no error-free detection 
algorithm exists.  That is, not only can we not write a program that detects all viruses known and 
unknown with no false positives, but in addition there are some viruses for which, even when we 
have a sample of the virus in hand and have analyzed it completely, we cannot write a program 
that detects just that particular virus with no false positives.2  
 
As noted above, a virus is said to be "polymorphic" if the size of the viral set is greater than one; 
that is, if the code of the virus is different in different infected objects.  Consider a virus which is 
sufficiently polymorphic that for any implementable algorithm X the program p: 
 

if X(p) then exit, else spread 
 
is an instance of the virus (provided of course that p actually spreads).  There is no algorithm B 
that correctly detects this virus, by an argument directly analogous to that above: for any 
algorithm B that claims to detect this virus, there is a program q: 
 

if B(q) then exit, else spread 
 
for which B does not return the correct result.  If B(q) returns true, then q does not spread, and is 
therefore not an instance of this or any other virus; whereas if B(q) returns false, then q does 
spread, and is an instance of the virus. 
 
Is any possible actual virus sufficiently polymorphic to have this property?  Clearly yes.  Consider 
a virus W one instance of which is r: 
 

if subroutine_one(r) then exit, else { 
replace the text of subroutine_one with a random program; 
spread; 
exit; 

} 
subroutine_one: 

return false; 
 
For any candidate W-detection algorithm C, there is a program s: 
 

if subroutine_one(s) then exit, else { 
replace the text of subroutine_one with a random program; 
spread; 
exit; 

                                                             
1 Note that A is not an input to p here; every time p is run, it calls A on itself, and spreads if and 
only if A returns false.  The program p therefore always spreads, or always exits, regardless of 
any input. 
2 A similar proof, showing that no Turing Machine program can decide if one virus "evolves" into 
another, can be found in [2], but as far as we are aware the implications of that result for virus 
detection have never been explored. 
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} 
subroutine_one: 

return C(argument); 

for which C does not return the correct result; if C(s) returns true, then s just exits (and is 
therefore not an instance of W, or of any other virus), whereas if C(s) returns false, then sis an 
instance of W. So no algorithm can detect W without error.3 

A Looser Notion of Detection 

There is a looser notion of detection under which our result still holds. We may be willing to 
forgive a candidate V-detection algorithm for claiming to find V in some program p which is not 
infected with V, provided that p is infected with some virus. Let us say, then, that an algorithm A 
loosely-detects a virus V if and only if for every program p, A( p) terminates, returning "true" if p is 
infected with V, and returning something other than "true" if p is not infected with any virus. The 
algorithm may return any result at all for programs infected with some virus other than V 
(although it must still terminate). 

<> 
Figure 2. The slanted lines show the (perfect) detection of the viral 
set of fi lled ovals; the algorithm picks out exactly those programs 
infected with that virus. The vertical lines show loose-<letection of the 
viral set consisting of the filled hexagons; the algorithm picks out all 
the programs in that viral set, as well as some other infected 
programs. 

It is clear that our result still applies under this looser notion of detection. Since every algorithm 
either returns true for a program which simply exits, or fails to return true for some program 
infected with W, no algorithm even loosely-detects W. 

Comparison with Cohen 

Our result is clearly complementary to Cohen's result in [1] that no algorithm can detect all 

3 This example assumes that P has access to an arbitrarily-long stream of random bits; some 
formalizations of the notion of algorithm do not allow this. See the appendix for a somewhat more 
complex example that does not require any random bits. 
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viruses. That result may be expressed as 

V A, 3 V s.t. A does not detect V (for every algorithm, there is some virus that it does not 
detect) 

whereas our results are 

3 V s.t. V A, A does not detect V (there exists a virus which no algorithm perfectly detects) 

3 V s.t. VA, A does not loosely-detect V (there exists a virus which no algorithm loosely
detects) 

0 
Figure 3. Cohen's result says that it is impossible for a program to 
perfectly draw the solid line suggested above, enclosing all and only 
those programs that are infected with some virus. For every program 
that attempts to draw that line, there will be some infected object that 
the program says is uninfected, or some uninfected object that it says 
is infected. 
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