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AFFIDAVIT OF CHRISTOPHER BUTLER
\vvvi.x=.21rt‘l1i\'L'. org
4 l 3.56 l .676?

_ . . I. I am the Office Manager at the Internet Archive, located in San Francisco,413.841}-l|391 c—t:nr

California. I make this declaration of my own personal knowledge.

g,,,,.,,,,., _.\,c.,,,.,_ 2. The Internet Archive is a website that provides access to a digital library of
3”,-_, I.-,,,,_,,,,,, _.\,.m,,,, Internet sites and other cultural artifacts in digital form. Like a paper library, we provide
_~;.,,, ..-,,,,,c,_,.,.,,_.;-_-_.\ 94113 free access to researchers, historians, scholars, and the general public. The lntemet

Archive has partnered with and receives support from various institutions, including the

Library ofCongress.

3. The Internet Archive has created a service known as the Wayback Machine. The

Wayback Machine makes it possible to surf more than 400 billion pages stored in the
Internet Archive's web a1'chive. Visitors to the Wayback Machine can search archives

by URL [i.e., a website address). If archived records for a URL are available, the visitor

will be presented with a list of available dates. The visitor may select one of those

dates, and then begin surfing on an archived version ofthe Web. The links on the

archived files, when served by the Wayback Machine, point to other archived files

(whether HTML pages or images). lfa visitor clicks on a link on an archived page, the

Wayback Machine will serve the archived file with the closest available date to the page

upon which the link appeared and was clicked.

4. The archived data made viewable and browseable by the Wayback Machine is

compiled using software programs known as crawlers, which surf the Web and

automatically store copies of web files, preserving these files as they exist at the point of

time of capture.

5. The Internet Archive assigns a URL on its site to the archived files in the format

http:ffvveb.archive.orgs’webf[Year in yyyy][Month in mm][Day in dd][Time code in

hh:mm:ss]f[Archived URL]. Thus, the Internet Archive URL-

httpzfftveb.archivc.orgr'web:'l9970i26045828fhttp:i’!'www.archive.0rg/ would be the
URL for the record ofthe Internet Archive home page HTML file

(http:3/www.archive.org!) archived on January 26. 1997 at 4:58 a.m. and 28 seconds

{I99?;’0l 2'26 at 04:58:28). A web browser may be set such that a printout from it will

display the URL ot'a web page in the printout"s footer.

6. The date assigned by the lnternet Archive applies to the HTML file but not to

image files linked therein. Thus images that appear on a page may not have been
archived on the same date as the HTML file. Likewise, ifa website is designed with

"frames," the date assigned by the Internet Archive applies to the frameset as a whole.

and not the individual pages within each Frame.

6. Attached hereto as Exhibit A are true and accurate electronic copies of printouts

ofthc lntcrnet Archive's records of the HTML and PDF files for the URLs and the dates

specified in the footer of the printout [for HTML) or attached coversheet (for PDF).
7. I deciare under penalty of perjury that the foregoing is true and correct.

DATE: ‘H?-°l M l L l/é-A-’
Christopher Butler
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l; T flit
l3ElPromixisI:-nu-an I an--nu I Iljlg  

Enter Your Search: -
Home Products Forum Company Support Downloads Developers Purchase cu an r s no ‘

c m .. germ: W

Top 10 NetRemote Plug-ins Products — NETREMOTE

zoomoriver-1 1"‘! NetRemote Skins
- I Personalize your NetRemote!

View All >> N tR i t Wew and download skins herele eI I I @ e Feeling creative? 2% yourNetRemote skin for all the world
Newest NetRemote Config Files NetRemote LE 10 599- Ne‘Rem°le U555 PFOMO

$19 99 CCF's for full creativity andThumbnail Downloads °U5'°miZafi°"~
.-WEE505

NetRemote IR
Platfonn & Device Support

 
 

S1999 NetRemote runs on most Pocket
°°”""9 3°°” PC 2002 and 2003 devices usingthe Microsoft Windows Mobile

N9‘R9"‘°t‘5 Pro OS. This includes popular
473 $2939 handheld devices such as the HP

coming Soon iPao and Dell Axim lines.
Also note, to utilize the wireless

175 NetRemote from Promixis-is the ultimate in 2 way remote control using your Pocket PC or any Windows inzemeu wi-fi functions ofcomputer. Unleash your digital media library and control your computer and home automation systems NetRemote, your Poc|(etPC
wirelesslyl Using NetRemote and your WiFi enabled Pocket PC or any networked Windows computer. you device must be enamod for wi.fi
will have full control of your digital media from anywhere in your house. With NetRemote IR. you can connectivity,

198 replace all of your remote controls with a Pocket PC.
Digital DJ:
Browse your music by artist, genre. playlist. title or even by album cover. adjust the volume, and let the Screenshots
music play. Use NetRemote for your next party and let your guests play DJ by passing the PocketPC cuck here go see Negfiemote in
around. NetRemote is incredibly easy and fun. and once you use it. you'll never put it down. action!
Total Remote Control:

354 Toss your remotes away- all you need is your PocketPC and NetRemote and you can control your home
theater, TV, stereo or any other IR enabled device using the IR signal transmitting and teaming in the Documentation & Support
NetRemote IR and NetRemote Pro versions. Take advantage of the large library of Pronto CCF files

— available on the intemet. - NetRemote LE
Installation Guide

\/My Multimedia Maestro: - NetRemote LE Setug
Using NetRemote and your favorite media player. control your AN presentations. slideshows. and digital Guide
video using your PocketPC. It's easy! - NetRemote LE Network

Configuration Guide
Home Automation: - NetRemote Forum
NetRemote can control your home automation system when used conjunction with Girder, Homeseer and - wnl
other 3rd party applications. NetRemote allows 2 way communication with any TCP/IP device and can
control serial and IR devices directly using the Global Cache device.Join Our Mailing List

Receive new version Sophistcated Custom Controls, NetRemote Pro provides a sophisticated environment for custom screens and controls using its built in

:;::""cemems and spam“ scripting language. Display data from a wide variety of sources including weather and TV channel listings.
VOW email address NetRemote comes in three versions providing expanded levels of control and sophistication. See the chart
° subscribe below for a comparison of NetRemote LE. IR. and PRO.

Un-Subscribe » _ » - » ———-— .—
Submit Feature NetRemote LE. $19.99 NetRemote IR: $19.99 NetRemote Pro: $29.99
Promixis does not market. rent, or Remote-control your Throw away your The most complete and
sen its customer eman us; to ANY media player anwhere remotes and control flexible two-way

outside parties. The pmmixis your house":1: iwi-ti! flour IR d‘evil¢":es from gongotlpfgr gie. d G
. rowse our ta 9 remo e. se an ac e . eno . o

N.ews|ener M" only be sen.’ ‘D you library arytd cover art. Pronto “‘ CCF file ‘or for total control with
Wm‘ y°”r °°"sem' A" Ema“ we Select songs and design your own. NetRemote Pro.
send you will contain unsubscribe pgaynsti
information. and you may opt- out use Your Pocketpc as a "' " ‘ "
of future emails at any time. remote comr°|_ X X X

Two way control of J. X XRiver Media Center

Irxigay Control °f Coming Soon Coming Soon

Two way can rol of Coming soon XWindows Media Player

http://web.archive.org/web/20040831083936/http://www.promixis.com/products.php?section=netremote
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EXHIBIT A

Loads Pronto Profiles» X X 7X 7 7
Loads Maranlz PC9200 if V P ‘
F,"EE,,-... . . - -, ,, _Transmlts and Learns
infrared (IR) From X XPocket PC

Sends Infrared (IR) toPC IR Sewer

Two way control of Zoom
Player ‘
Two way control of
Girder 7
Embedded Web Browsgrm
Two way control of
Globalcache device
Wake-On-Lan support
(turns computer on
remotely)?

><

><|><><><
‘ Coming Soon Coming Soon

NetRemote- unleash your digital media library!

©2004 Promixis, LLC
Privacy Policy | Website Tenns of Use

Web-Stat hi; cgunters

http://web.archive .org/web/2004083 1083936/http://www.promixis .com/products .php?section=netremote
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EXHIBIT A

http://web.archiVe.org/web/2005012O005959/http://promixis.com/pdfs/NetRem

0te_LE_Installation_Guide.pdf

4 DIRECTV Exhibit 1017



DIRECTV    Exhibit 10175

EXHIBIT A

NetRemote LE Installation Guide for J. River Media Center

1. Download NetRemote.

Download NetRemote LE from Promixis and save the file on your computer (your
Desktop is an easy place). You may delete the installation program when finished.

2. Install NetRemote.

NetRemote is installed by running the file you just downloaded. Double click the file

to start the installation process. The first screen is the NetRemote license

agreement. Please read this carefully. Each license allows you to install NetRemote

on 2 different personal computers (PC’s) or pocket PC’s (PPC).

’~'.-, Setup~NetRemoteLESuite ———~—_ A

License Ageemed
Please read the following important irformation before continuing

Please read the following bcense Meernent. You must accept the terms of this
agreement before continuing with the hsdaion.

in _ NetReniote Pronfiiris End User Liefnshe Agreement ‘
H (EULA)
Please read the following terms and conditions before using this
software. This document provides important information conceming
the software. provides you with a licence to use the software and
Icontains warranty and liability information.

la:-nnnmnnn 
Next, you will choose which version of NetRemote to install. If ActiveSync is not
detected, only the option for installing the Windows version will be selectable.
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EXHIBIT A

3. NetRemote for Windows (98,Me,XP,2000,2003)

The destination folder is where the NetRemote program is installed on your hard

drive. We suggest you use the default folder as shown below. Click Next to
continue.

'.- IF’-'1-I'D‘ Hi-lflemnle LE Suite

Select Dedinaion Locdion
Where should NetRemote LE Suite be installed?

E Setup ‘ml! iristai NetRemote LE Suite info the following folder

To continue. click Next if you would like [ziseled a different folder. clack Browse

At least 4 1 MB of free disk space is required

Seleci Sat Menu Folder

Where should Setup place the program 5 shorfcuts7

Setup ‘Mi create the program s shortcuts in the following Start Menu folder
To continue. click Neid if you would like to select a different folder. click Browse

6 DIRECTV Exhibit 1017
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EXHIBIT A

After NetRemote is installed, you can then select to have Short Cuts created on the

Desktop and Quick Launch bars. Select the options you want. If you have an
ActiveSync connection, the option to install the Pocket PC Client is available. Click
Next to continue

mi..." -MetRemote LE suite
Seled Addtiond Tasks

Which additional tasks shouid be performed 7

Select the addkional tasks you would like Setup to perform while installing Net Remote
LE Suite. then click Next.

Addkional icons

Create a gesldop icon

§e_agaQnd< Launch -ICON:

Nso Install Pocka PC Client 
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EXHIBIT A

4. NetRemote for the PPC (2002, 2003)

The option for installing the PPC version is only available on computers that have

ActiveSync installed. After installing the PPC version, if your PPC is connected,
Activesync displays the screen below.

-E~

Select a program‘: check box if you want to instal it on your
mobile device, or clear the check box if you want to remove the
program from your device.

Note: If a program that you installed is not listed, the program was
not designed to be used on your mobile device.

Installing Applications

Install 'Promaus Netflemote‘ using 111: defaut acucanon unstal drectorv’

an l was I

Space required for selected programs:
Space available on device:

l7 install program into the dekilt installation lolcbr
Remove from both locations

To remove the selected program from both
your device and this computer, click Flemove. ________J

Help

Click Yes to install in the default directory (suggested). ActiveSync will then display
a progress bar as the application is installed.

installing Promixis NetRemote.

IIIIIIIIIIIIIIII

lg 
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EXHIBIT A

When the installation is completed, ActiveSync will display.

-9»

Select a program's check box it you want to install it on your
mobile device, or clear the check box if you want to remove the
program from your device.

Note: It a program that you instaled is not listed, the program was
not designed to be used on your mobile device.

Appircatron fomniete

Please check you mobule device screen to see if addtionai steps are necessary to complete this installation.

" Space r'e'E;i.irrE-2|’ tor selectedprograrns:
Space available on device:

l7 lnstal program into the defax%instalatron folder
Remove from both locations

To remove the selected program from both -
your device and this computer, click Flemove. _________

|:]____L.flLJ

Click OK to continue.

If your PPC is not connected to your computer then ActiveSync will show the screen
below.

hm Select a program's check box if you want to instal it on yourmobile device, or clear the check box if you want to remove the
program from your device.

Note: If a program that you installed is not listed, the program was
not designed to be used on your mobile device.

On the next mobile device connection, the installed apolicabons will be downloaded to the device.

ii

Space required for selected programs:
Space available on device:

F7 install program into the default installation folder

Flemove from both locations — ~— —

To remove the selected program from both I &Jyour device and this computer, click Remove. _ ___ __ ___ _)‘
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EXHIBIT A

Click OK to continue. When you connect your PPC, NetRemote will be installed as

described above. See your PPC device and follow the instructions on the screen.

. lnstallmq Promnw ,;.* 1% 19- I6

Installing Promms Net Remote

Copying files...

\Program
Files\NetRemote\|pngce.dl

Pocket Excel Pocket MSN Pocket
Word

 
5. Final Steps

Before the installation ends, you will have the option to start Media Center (if

installed on this PC) and to launch NetRemote (if installed on this PC). It is
recommended you start Media Center prior to starting NetRemote so that NetRemote

can automatically configure the network settings for you.

Please see the NetRemote LE Network Configuration Guide for setting up
NetRemote on your network.
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EXHIBIT A

http://web.archive.org/web/200501 19225451/http://promixis.com/pdfs/NetRem

ote_LE_Setup_Guide.pdf
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EXHIBIT A

NetRemote LE Setup Guide

This guide explains how to setup the NetRemote MediaBridge plugin for J. River’s

Media Center. For problems with network configuration, please see the NetRemote
LE Network Configuration Guide.

Start either the NetRemote Windows or Pocket PC client.

Open the Properties Page.

For the Windows client, click Fi|e/ Properties.

4-."

Ike Hystery

t_!_n:4a II‘S:‘.|.l'- 11 «fl!

Album: lest uffin Drrisu. Id. 2
Artist: Vern lurl-In

Composer: Van Morrinn
Genre: Rock
Year: 1993
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EXHIBIT A

General Tab

" uetnemote Options NetRemo 3:.‘ -(é 7:24 Q3

GeneraI;Piugns DdadtHost Hotkeysl
Geneialoptions

i-siagaasogm‘
.’ Always StayonTop

DefaulFont Promo Hr__-__.. ._. _-

General Options
Default Font Pronto

Date

nme hhzmm

E] Start Fullscreen
|:] Disable Blink (Toshiba fix)Dae Found iddddddd

Time Forma lhhzmmzss

Wndow Opady
(0 == Trmsparert to 255 =
Opaque)

__0::~:_l .. ____l

Start Full Screen sets NetRemote to start up full screen.

 
Always On Top Option (Windows Client Only) keeps NetRemote always visible.

Default Font sets the font used to draw buttons and labels. In most instances, this

should not be changed.

Date Format controls how the day of the week is displayed. Each “d” represents
one letter, ie. “ddd” for Monday will show “Mon”.

Time Format controls how the time is displayed. “hhzmmzss” will show the hour,
minute, second.

Window Opacity (Windows Client Only) is used to make the NetRemote window

transparent. Values less then 200 are not recommended. This setting is useful with
the Always On Top option.
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EXHIBIT A

Plugins Tab

On this tab, the list of NetRemote plugins are displayed. In the LE or IR editions of

NetRemote, this is limited to the MediaBridge and IR plugins respectively.

mu.-4; .st-:.-

  
NetRemote .3.’ ii 7:31 -it

'-'‘'‘D'' ’”9''"‘ 1'-‘I""'-4""°U. “‘°*0Y'3 Plugin / Plugin Instances
Qluyi CF Jgm -nralte-9

.1

El MediaBridge

 
Each plugin can have multiple “instances”. This allows NetRemote to communicate

with more then one server. For instance, you could have Media Center running on
multiple computers. Click on the plus sign to view a list of connections. The screen

will change as shown below.

NetRemote Options

General PlU9’“5 Default Host Hotkeys 9”?” ’ “*9” :"‘5t3"<e5

Plugon ' Plugin Instances

3 wied7aBndgE
olpc:2GOO2 (-1 C)

1% 
To change the configuration of an instance of the plugin, click on it to highlight it and

then click on Properties. This will bring up the next dialog box.
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EXHIBIT A

MedlaBridge Properties

Netkemo at 3:.’ -(Q 7:25 ®

Port ‘zfihilz Port 20002

‘ ’ Defaultlmg Size

Control Font . H l _ k "-4 controwont  |

Library Root
l:| Use "Add To Playlist“ Menu

[:| Show Playing Now In TreeV‘ Use "Add To Playlisl" Menu

*’ Show Playing Now In Tree

_§:'.':‘_":i'.. _“°'v l
 
Host specifies the computer that this instance of the plugin connects to. This can be
the computer name or the IP address.

Port specifies the port that NetRemote uses.

Default lmg Size is the size of cover art images that NetRemote will use. On

windows clients use Large or XLarge. On Pocket PC devices, you may want to use

Medium or smaller. This is done for performance reasons.

Control Font specifies the font used to display the media library and playing now
lists.

Library Root is used with Media Center. It specifies where in the Media Library

that NetRemote should begin displaying from.

Use “Add to Playlist” Menu adds the option to add songs to a playlist in Media

Center. This option may cause performance problems on slower Pocket PC clients.

Show Playing Now in Tree will display the currently playing songs in the Media
Library tree.

Press OK to save you changes.
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EXHIBIT A

Default Host Tab

nemennte opuons Q Nel:Ren1ote 4:3 I(€ 12:03 ®
Default Host

The hostname entered below will be
used as the default host For all plugins.

”°“"a'"e

General I Piuguns Default H05! lHotkeys ‘
Default Host

The ‘nostname entered below M! be
used as the default host for al ptugans

Hostname t'l577V"pCl

To find ‘kn computers hostname on
Windows XP. simply right click on "lvly
Compmer" and select "Properties"
Then select the "Cornouter Name " tab
The hostname I5 dsplayed as the ’Fu|
Computer Name"

To Find your computer's hostname on
Windows XP, simply right click on "My
Computer" and select "Properties".
Then select the "Computer Name" tab.
The hostname is displayed as the ‘'Full
Computer Name".

” _:sé~_:Ll

Default Host specifies with host computer NetRemote should connect with first.

Enter either the computer name or IP address in this box. Click OK when done.

Tools Help

  
HotKeys Tab

NetRemo 3.? if 7:15

-Songrgl pmgnns‘. C'Il‘Iul Hal Hfimmiltg Default Host
3,,._:.,;,, wk"? The hostname entered below will be

used as the default host for all plugins.3Y3|1Fu--':I."'iEn

Anny: Stay on Top

Use "Extreme Config" Mode?
(Confirm each key)  '."a‘Iidou ‘Witt.’ 4

:0 - Yvanwpaetpl In 55 I
Opaque;

cams:
mi ,.‘__ H Tolls Heb Please Register

The Extreme Config mode is usually not necessary. Click NO unless you are having
problems configuring your device.
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EXHIBIT A

NetRemote will then configure all of the HotKeys found on the Pronto (or similar)

remote controls. The commands these keys are linked to are specified in the current
CCF file.

Ni’ ll~.'».-I Iv. >lI- 4:75:-'[;.'Iil'1

cmrarvvugau c-mum»: -kwn-ml
curinme I-Inner!

Configure Hotkeys

9*” "Q P‘‘" Fm PressThe Hot1(ey For:
TSU6000: Far Left
RC9200: Menu
Custom: Far Left

7&1 FIILJ‘.
RCWW Moms
Custom Favlefl

$)‘lh'HH1yV soup rm Holiny  
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EXHIBIT A

Configuring J. River Media Center for Album Covers View

NetRemote will display all of your albums by cover art, as shown below. This

requires you to create a new View Scheme in JRMC.

0 mm. cuuujvuuma u 1 0 o I: x

In. "“‘”“‘"““"““-L 
mane.-Lueo-ue .a.n.n}{. coals-oi...-.. n-Ts;

_ u:_oIro-u--non

V:-Ilfl l.I
hill!-I4-I ‘Slum: ‘T fig Ea-

. In _._ll‘! 5 I:

ll ~ l
‘

‘ti . V I. 3‘. I i
.‘ , ‘_ 3 _ i

rutp. _. I--Iuu.. ngfi . ‘

on-t 1-I-Inn: nuurzun I—I-‘I1 J

H ..-3!, .. :3‘, _. '_<],._....,)Dx
The Mystery

i 01:S5I05:17-11of13
3 Album Covers |-“A "I
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Adding the album covert art View Scheme to JRMC:

1. Start JRMC.

EXHIBIT A

2. Open up the Media Library tree by clicking on the plus sign.

 
3. Right Click Audio.

 
a Ir"'—_:
 

III-Advamtsed

Ilweblwedia

Mfilytu
"EIDI1ves&Devn:e-5

HP‘-lg-iris

4. Click Add View Scheme.

Start

-'5 Playing Now

E} C Media Library

“we
‘*5’ Drives‘

E Plug-‘nl

. Edit View Scheme...

I Delete View Scheme

' Tag Info

I Navigation

19
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EXHIBIT A

5. Select Album (Grouped).

;Vl-ewSche_me "ii

I '_Step 1: Create View Items} Istep 2: Name Scheme?

 
 

l Preset Albums (grouped) v E]A”‘°‘”a”‘9I

Album (roi-oed) Add
Album K — I _

_ Edi‘ ____\ Ste 3: Modi Pro ertiesl
l .

. De'e:z_~ image: we v

Tree postion: Automatic V

Up __
LL Populate tree ‘

DW” I is: Honor parent scheme search strings
|__j___j_._____~__._...___._.._.._:__._... _J

Step 4: Pick Files to Show gleave blankto see all lilesgf ‘

I ~ Search

OK Cancel   
6. Select the Album (Grouped) text.

' \6ew Scheme 7 ‘S C‘.

, Step 1: Create View ltemsl [Step 2: Name Scheme]

Preset: Albums (grouped) — i Aulomme

Album (rou - edi AddAlbum - ————-— __j__

Ed" H__”_ ‘Step 3: Modilx Properties}

Delete # Image: Audio ,,

Tree pOStiOl’|I Automatic u

Up _

- > El Populate treeDown 7
[in Honor parent scheme search strings

I ‘Step 4 Pick Files to Show gleave blankto see all filesll
_.__.______________j___‘

I I Search -
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EXHIBIT A

7. Click Delete.

 

 

 

_ View (T:

‘Stag 1. Create View Items ' 1SteE 2 Name Scheme’

PVBSBC Albums (grouped) - l I A”t°'"am9
Album (rouped) Add I . 3
Album —————— t l__?___ ..

. Ed“ | , Steg 3: Modiy Progerties

Delfite ’ I ‘ Wage: Audio V
J Tree postion: Automatic VUp

| El Populate tree
D°‘"" ' I [2] Honor parent scheme search strings

: _ _ l  ___.._;__.______.__ _.4

_ Steg 4 Pick FIIBS to Show {leave blenkto see all file-'31]

l V Search __'

OK ‘ Cancel Help

 

 

8. Click OK.

Step 1—E3re_afe View Items “ ' lS(te;2il\lan;e§cl\eme "

Preset: (custom) .. EJAuto-name

Album i I  Add

l Ed" ' '|§tep 3: Modify Properties *

Delete R Wage: Audio ,
Tree postion: Automatic V

Up

| Populate tree
l DOW” Honor parent scheme search strings

[step 4: Piok Files to %w(I_ea've blankto see all file?) | '
v Searth

 .
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EXHIBIT A

http://web.archiVe.org/web/20050119225826/http://promixis.com/pdfs/NetRem

ote_LE_Network_Configuration_Guide.pdf
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EXHIBIT A

NetRemote LE Network Configuration Guide

Automatic Network Configuration

NetRemote works by “talking” to J. River Media Center (JRMC) over your network. It

works with both wired and wireless networks. NetRemote is designed to

automatically configure and connect to any computers on your network running

JRMC. You must have your devices already connected to your network before
configuring NetRemote.

Start J. River Media Center on your computer.

Start Net Remote (either the Windows or Pocket PC version). NetRemote will take a

few seconds to examine your network and try and find any computer that is running
JRMC. After NetRemote has completed this step, you will see a screen similar to

below, depending on what Media Center is playing.

 
ow-coco-new in-in-n-nu um CI x

flIhIwp&4p1ho%aju$l!lDIPIIIO}-ldfl
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EXHIBIT A

If NetRemote cannot connect to JRMC you will see this message on the Windows
Client.

Network Detection Failed

Nememote oouid not deted the -server on your network. Cick OK to enner ahostnarne manudly.

On the Pocket PC client you will see this message.

 
NetRemote

Network Detection Failed ®

Netflelnote cotld not detect the

server on your network. Clck OK
to enter a hastnane r-nanualy. 

Proceed to the Manual Configuration guide below.
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Manual Network Configuration

EXHIBIT A

In some instances, depending on your network configuration and security settings,
automatic configuration may not work. In this case, follow the steps below.

Step 1. Configure J. River Media Center (JRMC)

Start JRMC. Open up the

Options dialog by

pressing Ctrl-O or from
the Tools Menu.

-.._i
-11'-g'~-_ .'

Ifi. PlayingNow
Media Library
Plat/lists

.5; Drives SIDEVICES
El-‘lug-ins

Import Media...
Acquire Images. .
Rip CD...
Burn CDor DVD..
Advanced Tools

Send To
Library Tools
Image
Locate

Skins

Plug-in Manager.
Service Manager. it independent only, a laan music store in the world

‘'5

CD Baby: a lrttie CD store with the
best new independent music

 
The Options dialog is then displayed. Select Startup. Under actions, check the

Run Remote Server box and specify the port address. In most installations the

default port of 20002 will work fine. Click OK. You are now finished setting up JRMC.
Leave JRMC running.

Startup Interface

M ode:

Location: Start

Standard View

D Remember Media Mode

Show splash screen

Actions

Check for updates every 14

E] Start playing current playlist

Flun Remote Server on port 20002

Slartup Volume

El Enable

U Optimize volume for best sound quality on startup

l WDKW '.__. ...__.I
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Step 2. Configure NetRemote for Windows.

Start NetRemote. lf NetRemote cannot find JRMC, the screen below will be

displayed.

Network Detection Failed

Netflemotecajdruotdetecttheserveronyourrietwort.Ckzkoxtoenterahostnamemanudy. 
Click OK.

NetRemote Options

Default Host

Delaufl Host

The hostname entered below will be used

as he default hostfor al pvlugins.

Hostname H——_

To find your computers hostnarnue on [>3
Windows KP. simply right ctick on ‘My
Computer" and select "Propertnes'.
Then selectthe ‘Com-peer Name" tab. The
hostname is displayed as the ‘Fuli Computer
Name‘

Enter the name or IP address of the computer running JRMC in to the Hostname box.

Click OK. If you do not know the computer name or IP address, follow the steps
below.
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To find out your PC’s Computer |"\. ‘mm Dump
Name, press Start and select My ,;,,,_,a,,,,_

Computer. Alternatively, double click I T_\
the My Computer icon on your ; w_""'_"""
desktop. |

it «.-

®l-Iedhcemct

gGl'J‘37 )3
‘HIV -..-'1'.'t.<;i'

 “."-"F:

Ma:-1.2!! Ufhrt we o J I!

Hlrdbhilhhc

92:’ LCIZO 0st (I; .
— - ouwu.t:E!.s.:d|-agauunaoanrnaexiardthearno-n1£dl|s&vVerrvon'.

Dames wfll llmlowbh Stonige

fl,’ 3'.r_>one(o:»
xv

Ilclwotlsodus

‘-4: sun can rn ‘Fv'~'tr~.tv curse-r (:1
Other

E "EX Dtvlafi

9 My flmmcth Rates
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You can also use your computer’s IP address. Click the Start button, Run and type
in CMD and press Enter as shown below

Type the name ofa program, folder, document, or
Internet resource, and Windows “Ni” open it for you.

OKI\ Cancel firowse. ..‘\s

 
At the command prompt, type ipconfig and press enter. The computer's IP address

is then displayed as shown below.

il:I‘U‘;0f!. Window; Xi’ lUer';iun 5.1.2833]

(U) Copuright 1985 Eflfll Microsoft Corp.

J:\Documents and 3et!in9fi\TPflP>ipc0n{ig

1indouc IP Configuration

lthernet adapter Home Docking Station:

Connection"9pecific DNS Suffix
IP Rddress. . . . . . . . . . .
Subnet Mask . . . . . . . . .

Default Gateway . . . . . . . .

192.1b8.1.2l4
255.25U.255.B
192.168.1.1

Ethernet adapter Builtin Fthernet:

Media State . . . . . . . . . Media disconnected

J:\Documents and Settings\IEMP>_
 

Type the number in the box (in this case “192.168.1 .214”). Type exit to leave the
console window.
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If NetRemote can still not connect with JRMC, you will see the screen below.

uh‘ ’ i 7 7 W“ ‘
Elle fleip

@ Media C-¢n1:nr- jnememoce LE 1.0.0
’ Search Media Libra

n - -  
1 ' .CIILK were rut flclp Iruublesh. utlm]

Durat... Artist

>

I-_udavos:52‘:'3s'
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This will display the NetRemote Options dialog. Select the Plugins tab. You
should see the screen below.

General Plugins |Default Host! Hotkeys '

Plugin / Plugin Instances

4-

About J Create Instance !

°a"ce' J _..____l

Double click MediaBridge.

llallernote Options

General P“-l9'"5 !DefaultHost] Holkeys

Plugin / Plugin Instances

- MediaBridge

Highlight the first entry and click Properties.
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in the Host box, type in the name or |Paddress

of the computer running JRMC. Next enter the

same Port number as you used to configure

Media Center. Again the default of 20002 should

work fine. If you need help finding the IP address E
of the computer running JRMC, follow the Defaumms Size ,
instructions below. c,,..g,.,. Fom

Click OK once you have entered the com puter ""’”'"’ Rm"
name or IP address_ 7 Use "Add To Playlist“ Menu

l" Show Playing Now In Tree 
Evie dam

Q M-die Cenrcur Netllzlmoto li 1.0.0

man-s.aI4',Amsaev¢s-so-gaI.n-Ans-ualIlI:fl' unis:-Lu-11

How Come You Don‘... Alicia Keys
A Woman's Worth Alicia Keys

__ 1 Jane Doe J" Alicia Keys
=""='a “=5” ’ Goodbye Alicia Keys

The Life Alicia Keys
Mr. Man Alicia Keys
Never Felt This Way... Alicia Keys

_ Why Do I Feel So Sad Alicia Keys
10 Caged Bird (Outro) Alicia Keys
11 Lovin' U Alicia Keys

Traux: Piano Id
Album: Songs lnAI§nov
Artist: Alicia Keys

Composer: Alicia Keys
Genre: Rock
Year: 2001
Tracks: 1 Rating: 1 Q 1- g .

cnunfizung lhster Zone — _I|'ondav09=15'=3§'

You will see the screen above when NetRemote connects to JRMC. If you are still
experiencing problems, please visit the NetRemote Forum on the Promixis website
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EXHIBIT A

NOTE: This guide assumes your PPC is correctly connected to your network using a
wireless connection.

Start NetRemote. lf NetRemote cannot find JRMC on your network, the screen below
will be displayed.

 
uetnemote ,‘::.* -cs 7:19

Network Detection Failed db

NetRem-ote could not detect the

sewer on your network. Click OK
to enter a hostname manually.

Tap OK. NetRemote will then ask you to enter the hostname for the computer that
you want specified as the default host.

,$"!NetRen1ol:e
Default Host

The hostname entered below will be

used as the default host for all plugins.

”°5*“a'“e

To find your computer's hostname on
Windows XP, simply right click on "My
Computer" and select "Properties".
Then select the "Computer Name" tab.
The hostname is displayed as the ''Full
Computer I‘-lame".

Tools Help

 
Default Host Hotkeys

m|-
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To determine the computer name or IP address using the steps described above for
the Windows client.

In the Host box, enter either the computer

name or lPaddress. If you don’t know the IP
address, see the section above for how to

determine it. Next, enter the Port number.

The default number, 20002, should be fine

unless you changed this when configuring
JRMC.

fivgglfnetaenmote £3 -(Q 12:00 ® 
     

Host

Port 20002

Default Irng Size

°°““°' F°'“ :|

Ubrari W |:l
|:[ Use "Add To Playlist" Menu

I:] Show Playing Now In Tree

  
  Tap OK.

  

 
  Tools Help El‘

If NetRemote is still unable to connect to JRMC, the screen below will be displayed.

Mill-:
Mtlrl:

Composer:
Genre:
Year:

Tools Help Please Register El-
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Select Tools/ Properties. Select the Plugins tab. The screen below is displayed.

General Plugins Default Host Hotkeys 2

Tools Help El‘

 
Click the plus sign next to MediaBridge and highlight the first item. Click

Properties.

NetRemote

Host

Port

Default Img Size

Control Font

Library R°°t S
[l Use "Add To Playllst" Menu

E] Show Playing Now In Tree

1 
Tools Help Please Rejster El‘

Make sure the Host name and Port numbers match the entries made when

configuring the Remoteserver in JRMC. Click OK. If NetRemote still does not
connect to JRMC, please visit the NetRemote forum at the Promixis web site.
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http://web.archive.org/web/2005012000S959/http://promixis.com/pdfs/NetRem

ote_LE_Instal1ation_Guide.pdf
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NetRemote LE Installation Guide for J. River Media Center

1. Download NetRemote.

Download NetRemote LE from Promixis and save the file on your computer (your

Desktop is an easy place). You may delete the installation program when finished.

2. Install NetRemote.

NetRemote is installed by running the file you just downloaded. Double click the file

to start the installation process. The first screen is the NetRemote license

agreement. Please read this carefully. Each license allows you to install NetRemote

on 2 different personal computers (PC’s) or pocket PC’s (PPC).

‘_ Setup — Ielzllemole II: '.i-mt:

Lioensehqeemed
Please read the following important information before continuing

Please read the following License Agreement. You must accept the terms of this
agreement before continuing with the installation

—7Et§:n1ote Promixis End Userrtiroérnse Agreement
(EULA)

Please read the following terms and coridtions before using this
software. This document provides important information conceming
the software. provides you with a licence to use the software and
contains warranty and liability infonnation.

lnm-mu-nu-n

PT
I go not accept the agreement
 

Next, you will choose which version of NetRemote to install. If Activesync is not

detected, only the option for installing the Windows version will be selectable.
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3. NetRemote for Windows (98,Me,XP,2000,2003)

The destination folder is where the NetRemote program is installed on your hard

drive. We suggest you use the default folder as shown below. Click Next to
continue.

'5¢‘1'i.Ip I'll:-tflemote [E Stirru-

Select Dedinaion Locdion
Where should NetRemote LE Sute be installed?

I Setup mu install Neil-"(emote LE Suite into the following folder.

To continue. click Next if you would like Qselea a different folder. click Browse

:51 least 4 1 MB of free disk space is required
 

Next, select the Start Menu folder. Click Next to continue.

I_ --N."-r.run H-tlRl.':H1[Elf Qum-
Seled Sat Menu Folder

Where should Setup place the program 5 shortcLns7

Setup will create the programs shortcuts in the following Start Menu folder
To continue. click Next If you would like to select a diferent folder. click Browse

Brpwse 
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After NetRemote is installed, you can then select to have Short Cuts created on the

Desktop and Quick Launch bars. Select the options you want. If you have an
ActiveSync connection, the option to install the Pocket PC Client is available. Click
Next to continue

'_. - '5:-tup Netneiinotets Suite B I

which additional tasks should be peifonned7
K‘ __.

1%Select the additional tasks you would like Setup to perform while nnsiallng Net Remote
LE Suite then click Next

Addmonal scons

12 Create a desktop icon

:C:eate a_ QL_n<_:k Launch icon;

Also install Pocket PC Client 
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4. NetRemote for the PPC (2002, 2003)

The option for installing the PPC version is only available on computers that have

ActiveSync installed. After installing the PPC version, if your PPC is connected,
Activesync displays the screen below.

«.5-

Select a program's check box if you want to install it on you
mobile device, or clear the check box it you want to remove the
program lrom your device

Note: if a program that you installed is not listed, the program was
not designed to be used on your mobile device.
F _
l
l

Eistalfrng Appfications

Install 1°romi>us Netflemote‘ using the defeat apphcation install drectory?

Cancel

Space required for selected programs:
Space avaiable on device:

F7 lnstall program into the dew instalation folder
Remove from both locations

To remove the selected program from both
your device and this computer, click Remove. __

:l _...._..‘ ____fl:'2=_,l

Click Yes to install in the default directory (suggested). ActiveSync will then display
a progress bar as the application is installed.

Installing Xpfiicdhons

Installing Promrms NetR emote.

IIIIIIIIIIIIIIII

I} 
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When the installation is completed, ActiveSync will display.

J . ._..

Select a program's check box it you want to instal it on your
mobile device, or clear the check box if you want to remove the
program from your device.

Note: It a program that you installed is not listed, the program was
not designed to be used on your mobile device.

I- .. ._ .____.__fl..__,_.. __#-e...c _."e____

Apiplrauun Duunllurhig Complete

EXHIBIT A

Please check you mobie device screen to see if additional steps are necessary to cumcrlete tins rrrstalatson.

Click OK to continue.

T

‘Space r§r'qu‘vecI'for' selected fio'g'r'a'ms:
Space available on device:

l7 install program into the delarikinstalatron lolder
Remove from both bcations

To remove the selected program from both
your device and this computer, click Remove.

:l ___J . fl°'rL..l

If your PPC is not connected to your computer then ActiveSync will show the screen
below.

:3?

Iruali-lg

4!-

Select a program‘: check box it you want to install it on your
mobile device. or clear the check box it you want to remove the
program from you device.

Note: If a program that you installed is not listed, the program was
not designed to be used on your mobile device.

Space required for selected programs.
Space available on device:

l7 install program hto the default installation folder

Remove from both locations

To remove the selected program from both
your device and this computer, click Remove.

40
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Click OK to continue. When you connect your PPC, NetRemote will be installed as

described above. See your PPC device and follow the instructions on the screen.

but I-Winn; I"'I::|-.:-u;:- ‘Z. ‘I Ifl ‘I.

Instatling PTODIIXIS NetRemote

Copying

\Program
Fies\NetRemote\lpngce.dI

llll_

Pocket Excel Pocket HSN Pocket
Word

 
5. Final Steps

Before the installation ends, you will have the option to start Media Center (if

installed on this PC) and to launch NetRemote (if installed on this PC). It is

recommended you start Media Center prior to starting NetRemote so that NetRemote

can automatically configure the network settings for you.

Please see the NetRemote LE Network Configuration Guide for setting up
NetRemote on your network.
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http://web.archive.org/web/20050119225451/http://promixis.com/pdfs/NetRem

ote_LE_Setup_Guide.pdf
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NetRemote LE Setup Guide

This guide explains how to setup the NetRemote MediaBridge plugin for J. River’s

Media Center. For problems with network configuration, please see the NetRemote

LE Network Configuration Guide.

Start either the NetRemote Windows or Pocket PC client.

Open the Properties Page.

For the Windows client, click Fi|e/ Properties.

 
For the Pocket PC client, tap Toolsl Properties.

I
IN Mystery -

| 0fl'.40lIS:1‘I-110(1)

Il-

Allwrrl: Inn din ids-In. Vet!
Artist: Vnbrrisu

Composer: Vonrkrrisoe
Genre: Reel
Year: 1993
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General Tab

NetRemote Opbons NetRe[ng

Gefiefal 'Plugans;DefaukHo§'.Hotkeysl

General0ptIons

l" 3:311 Fullsaeen.
F" Always Stayon Top

General Options

Damn:

Tn-ne hh:mrn

Default F°"“ P'°m° |:| Start Fulscreen
|:| Dtsable Bin«k(Toshiba fix)Date F0.-ma: ddddddddddddd "W

Trme Format lliimmtss

Window Opacity I{C = Transparent to 255 = 255
Opaque}   

Start Full Screen sets NetRemote to start up full screen.

Always On Top Option (Windows Client Only) keeps NetRemote always visible.

Default Font sets the font used to draw buttons and labels. In most instances, this

should not be changed.

Date Format controls how the day of the week is displayed. Each “d” represents
one letter, ie. “ddd” for Monday will show “Mon”.

Time Format controls how the time is displayed. “hh:mm:ss” will show the hour,
minute, second.

Window Opacity (Windows Client Only) is used to make the NetRemote window

transparent. Values less then 200 are not recommended. This setting is useful with
the Always On Top option.
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Plugins Tab

On this tab, the list of NetRemote plugins are displayed. in the LE or IR editions of

NetRemote, this is limited to the MediaBridge and IR plugins respectively.

NetRemote £3 [:31 ®

GOV!!!‘ ‘IQ?’ 5 DI"IUI|‘GSl ”*’."fl<Cy S pmgh / gain Instances
F-‘lug: P'u9vn -nstmros

‘Es‘

 
Each plugin can have multiple “instances”. This allows NetRemote to communicate

with more then one server. For instance, you could have Media Center running on

multiple computers. Click on the plus sign to view a list of connections. The screen

will change as shown below.

lletllemote ODUOIIS

General Pk-|9'"3 Host ! Hotkeys

Piugin Plugin instances

‘T — Media Bridge
1 olpc 20002 (-10)

k 
To change the configuration of an instance of the plugin, click on it to highlight it and

then click on Properties. This will bring up the next dialog box.
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MediaBridge Properties

JRMC Piing‘-n ’ " Netkemo .-.-:9 -qe 2:25 Q

“°S‘ l:|
Port Port 20002

Default lmg Size ‘ Default ""9 size
Control Font ‘ " ’ Control Font  |

» V ~ ' ~ “WY R°°t l:|Library Root '
[I Use "Add To Playlist" Menu

E] Show Playing Now In Tree

1

in Use "Add To Playlist" Menu

Show Playing Now In Tree

Tools Ha Please Register E]-

 
Host specifies the computer that this instance of the plugin connects to. This can be
the computer name or the |Paddress.

Port specifies the port that NetRemote uses.

Default lmg Size is the size of cover art images that NetRemote will use. On

windows clients use Large or XLarge. On Pocket PC devices, you may want to use

Medium or smaller. This is done for performance reasons.

Control Font specifies the font used to display the media library and playing now
lists.

Library Root is used with Media Center. It specifies where in the Media Library

that NetFlemote should begin displaying from.

Use “Add to Playlist’’ Menu adds the option to add songs to a playlist in Media

Center. This option may cause performance problems on slower Pocket PC clients.

Show Playing Now in Tree will display the currently playing songs in the Media
Library tree.

Press OK to save you changes.
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Default Host Tab

l‘<etRemote 4:2.‘ 4a 12:03 ®

Genetal F'lU9Il'l5 Dela‘-’* H°5‘ HOTKEYS ' Default Host
The hostname entered below will be

Default Host used as the default host For all plugins.The hostname entered below will be

used as the detauk host for all plugins Hostname fig

H°51"‘3m9 ‘H5MPC| To Find your computer‘; hostname on

R _ Windows XP, simply right click on "MyT° find r Compmefs msmame °” Computer" and select "Properties".
w'”d°"" XP- MW “Q” °"°k °" My Then select the "Computer Name" tab.
Computer" and select "Properties Th - - --F I
Then am. "Compuer Mm tab c;;g3:;p:;g;:..§"S°'W* as the U‘The hostname IS displayed as the "Full
Cormuter Name" 

Default Host specifies with host computer NetFtemote should connect with first.

Enter either the computer name or IP address in this box. Click OK when done.

HotKeys Tab

lNetRemo

Gonmi Diugunuioomnhou -Hvhnsté Defadthost
W *2;““t::;?$';':;:”"r"l*u as a ora pugins.

Sranfuzo-screen promptAnny: Stay at To:

Use "Extreme Config" Mode?
(Confirm each key)

 
‘filtoo-u Ocictt 1.
:0 - Transparent ft- 25% -
Opaque)

UK “Lu 2

 
The Extreme Config mode is usually not necessary. Click NO unless you are having

problems configuring your device.
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NetRemote will then configure all of the HotKeys found on the Pronto (or similar)

remote controls. The commands these keys are linked to are specified in the current
CCF file.

Ntrlflu-uvlz;'fi1n>(hu-s

GIMP! Puoglfll Dcfwlhasl W-""-'='v= Configure Hotkeys
Govigure Hrllte-"rs

an?“ m. _.[‘";m Press"he Hotxey For:
TSUGOOO: Far Left

73‘ mm mm RC9200: MenuH-292W ME‘ lli
Cu atom F It L20

‘ 5|’: "III: fbfllp i  
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Configuring J. River Media Center for Album Covers View

NetFlemote will display all of your albums by cover art, as shown below. This

requires you to create a new View Scheme in JRMC.

‘ nylon-cameo-u¢mu.amas-eumouus.um-no-=3--so-a

0-A.¢s.c.——.r [nanny-.«.;-u1oo 9:):

In flrsury
n1:55 r Mar. 11 H13

mun cover:
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Adding the album covert art View Scheme to JRMC:

1. Start JRMC.

2. Open up the Media Library tree by clicking on the plus sign.

‘33 Start

-'9» Playing Now

a I r" "‘“"T
% Ptayisxs _

=3» Drives & Devices

Plug-ins

3. Right Click Audio.

fimvaimced

Iweuiueda

"EP|avIs:s
Ei'5-IDrwes&DeirIces

Eifimg-n5

4. Click Add View Scheme.

33' Start

4'9 Playing Now

El 3 Media Library

E,...Adv§ SendTo . >

Edit View Scheme...

. Ddete View Scheme '

‘£3 Aadviewscheme%Pia "K 
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5. Select Album (Grouped).

  

View Scheme O

I
Step 1: Create View Items I ( Step 2: Name Scheme t

Preset Albums (grouped) v I [/3 A“‘°'”‘3m9

 Add , r .Album ——--———- | e

Ed" I Step 3 Modify Propertiesii I

Delete ] Image: Audio V

Tree postion: Automatic V

Up I .._,
T?" 1 E5 Populaie tree

DW" :2‘ Honor parent scheme search strings

v __ _ f_w_______________

S7teiE«4T'3ici< Fileie to Show {leave blankto see all fileszr

I v Search |

 
View sohuni O

lgtep 1: Create View Items » [Step 2: Name Scheme I

Pfeset Albums (grouped) v [2] A“‘°:“3m9 'i I
Ed“ 1 . [Step Modig Properties

Delete i i Image: Audio .,
‘ I Tree postion: Automatic ‘V

L**"—'%"""*' ‘ E Populate tree
v___D°:’Y“____! Honor parent scheme search strings
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7. Click Delete.

Vie-wscheme “"

‘ Step l Create View ltems lstep 2: Name Scheme‘

Preset Albums (grouped) v A“‘°‘"°""9

Albu(grouped) AddAlbum —~—?-—'

Edi‘ lstep 3 Modify Properties]

Delfite D Image: Audgo ,.
Tree postion: Automatic .

up l ‘S
‘—"““""""“" " 5.2-‘ Populate tree

D°‘”" I {Z Honor parent scheme search strings
L _ _.._.

Step 4: Pick Files to Show gleaverblankto see all files}!
 V Search

 
 

[SF;tepii/C)iree'E;\7le~N|temsj ‘ Step 2 Name Scheme} ‘

Preset; (gustom) ., Auto-name

Album Add ’ '

Edit I [Step 3 Moclily Properties: ”‘—“#**
Delete 1 Image: Audio ,, ,

Tree postion: Automatic V

I‘ Up |
Populate tree

D0“/" l Honor parent scheme search strings
l

Step 4; Pick Files to7§how (ieélfé blankto éeéaiiiiieég

I v Search , g
l__ , _ _ _ __ __,_ .-___ _ -_ _

OK [ | Cancel ! Help
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http://web.archive.org/web/20050119225826/http://promixis.com/pdfs/NetRem

ote_LE_Network_Configuration_Guide.pdf
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NetRemote LE Network Configuration Guide

Automatic Network Configuration

NetRemote works by “talking” to J. River Media Center (JRMC) over your network. It

works with both wired and wireless networks. NetRemote is designed to

automatically configure and connect to any computers on your network running
JRMC. You must have your devices already connected to your network before
configuring NetRemote.

Start J. River Media Center on your computer.

Start NetRemote (either the Windows or Pocket PC version). NetRemote will take a

few seconds to examine your network and try and find any computer that is running
JRMC. After NetRemote has completed this step, you will see a screen similar to

below, depending on what Media Center is playing.

the Mystery ’
OGIC IC5:l7- 11 0713

Album: inol&&ui»s0I. VIL2
Anist: Infintun
Counsel: Val Ihnhoo
Gene: Ink
Year: 133

 
°N|eo-courier nun-v-ullioo H

  
IIlkIW*I(NIIsIu-IRE-Ehlutskllfl ‘

m..1or_¢_A_-:4-uni __ l
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If NetRemote cannot connect to JRMC you will see this message on the Windows
Client.

Network Detection Failed

Netflemotecouldimdetecttheservermyournetwork.OckO(toeme'ahosmamemanualy.

On the Pocket PC client you will see this message.

 
NetRemote if‘ C 7:19

Network Detection Failed Q4

NetRem-ote codd not detect the

server on your network. Cick OK
to enter a hostname manualy. 

Proceed to the Manual Configuration guide below.
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Manual Network Configuration

In some instances, depending on your network configuration and security settings,

automatic configuration may not work. In this case, follow the steps below.

Step 1. Configure J. River Media Center (JRMC)

Start JRMC. Open up the

Options dialog by

pressing Ctr|—O or from :"°°'t. - cquire Images. .

the Tools Menu. R-,pCD._.
Burn CD or DMD. ..

. . Advanced Tods- . . .|

E Playing Now Send To
E Media “bra” Librar ‘y’ Tods

' Plavms ImageLocatelg) Drives &Devices
51 5 Pbg-ins

Skms hrices Withll MC
Plugan Manager...

Semce Mmaget __ -it independent only. a la
Isl music store in the world

CD Baby: a littte CD store with the
best new independent music

 
The Options dialog is then displayed. Select Startup. Under actions, check the

Run Remote Server box and specify the port address. In most installations the

default port of 20002 will work fine. Click OK. You are now finished setting up JRMC.
Leave JRMC running.

Staitup Interface

Mode. Standard View

Location: Start

-‘:3 F"" '°“3°°'°“°"‘ [:1 Remember Media Mode
% “'3 '-°°a“°‘'‘ Show splash screen

Actions

Check for updates every 14 dayfs]

[3 Start playing current playlist

Fiun Remote Server on port 20002

E Tree & View

3:] TV Tuner Staitup Volume
Cl Enable ans;

[-1 Optimize volume for best sound quality on startup
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Step 2. Configure NetRemote for Windows.

Start NetRemote. If NetRemote cannot find JRMC, the screen below will be

displayed.

Network Detection Failed

Netnemotecouidmtdetecttheseweronyournetwork.Cidtoktoenterahustnamemarualyr. 
Click OK.

NetRemote Options

Default Host

Detautt Host

The hostnerma ermred bel-owwill be used

as the default hostfor all plugins

Hostname I —“

To find your computer's hostname on D‘?
Windows XP. sérnpliy nght cick on ‘My
Computer‘ and select "Properties".
Then select the ‘Computer Name‘ lab. The
h-ostname is displayed asia-e ‘Full Computer
Name“

CE-~°e' |_.___l

Enter the name or IP address of the computer running JRMC in to the Hostname box.

Click OK. If you do not know the computer name or IP address, follow the steps
below.
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To find out your PC’s Computer

Name, press Start and select My

Computer. Alternatively, double click

the My Computer icon on your
desktop.

W: ”‘‘R‘‘ - r i-u

E IJ«fe..:1.

i | ’.'W‘-I'VE

-(xmmmd !‘r:>n(~(

Altvograms .

Click on view system information.

‘:1 Man on "f‘J£f'-ff (ma-tr (2')
other

EJ -Jmrd "arr:

9 W mmecch ma

5 8 DIRECTV Exhibit 1017



DIRECTV    Exhibit 101759

EXHIBIT A

You can also use your computer’s IP address. Click the Start button, Run and type
in CMD and press Enter as shown below

Type the name ofa program, folder, document, orInternet resource, and Windows will open it for you.

 
At the command prompt, type ipconfig and press enter. The computer’s |Paddress
is then displayed as shown below.

)- p-u.:-[I U1IIJIJi.I.' XI’ lU'I't‘ i.n|.I '-.I.2IlvlllH

-.f.'v I:-Jpgu-Jqlur .l'i'8‘a ‘Al-Ml H1: rn;.uft Ifm-p.

'22‘ lumunenf “. and Ken ingy. '.Tl'fHP)ii.n uni in

J i|'n1uI.v:--. If’ Cnnfiglll‘-u inn

l.-tlwrnet culuph-ér Home Dmzkinq Stat. inn:

(fonnr.---I! ion ::;mcif1'--. DNS Rllffix
IP flcl-.h'P“ ;. . . . . . . . . . .

Suhnef Hash‘ . . . . . . . .
Iir-Inuit. Ga.t.eu‘au . . . . . . .

I-thvmuvt .uf.:pt rer Iluilt in 1l',"e1.net:

l‘lmli.1. State . . . . . . . .

.‘:\Dnrun+*nt :‘ and SI-ti ing;:;\IH‘1Pi*_

Type the number in the box (in this case “192.168.1.214”).
console window.

59

192.|h8.I.3l4')t I
n.z5')'n... u >.

192.]h8.I.1

Media di‘.I'IIl|lv0(‘.t8d [1

9

Type exit to leave the
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If NetRemote can still not connect with JRMC, you will see the screen below.

’ » lenmte I
E‘! zen

@ Medea Cancun lflememote LE 1.0.0 B X

Se-a‘rc.h Media rugrafl _

Durat... Artist

RHMQI if I I’ i

Iondav oa:52:3s 4J

 

60 DIRECTV Exhibit 1017



DIRECTV    Exhibit 101761

EXHIBIT A

This will display the NetRemote Options dialog. Select the Plugins tab. You
should see the screen below.

lvetflemote ‘

General PWQ'"’5 iDefau!t Host Hokeysl

Plugin I Plugin lnstances

§

Create Instance

NelRemote Options

General P“-|9l"5 |DefaulHost! Holkeysl

Plugin I Plugin Instances

- MediaBridge

Remove J Profirties 1

OK — I Cancel I

Highlight the first entry and click Properties.
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In the Host box, type in the name or IP address

of the computer running JRMC. Next enter the

same Port number as you used to configure H05‘

Media Center. Again the default of 20002 should P rt

work fine. If you need help finding the IP address 0
of the computer running JRMC, follow the Delaulilmg 3526 XLa'9t

instructions below. Control Font Ve,d,,,,,,

Click OK once you have entered the computer L""°'y R°°‘
name or IP address, Use "Add To Playlist" Menu

Show Playing Now In Tree

i

Cancel ‘

 
. v 'HetRen1ot:——‘-H

5"‘ T—*'-"P , _ _ , __

gmeaucmcim |NeinemoteL£1.o.o W ox_ . Search Media Libra

Piuieilmil-acia Keys-Saivgslr->AIhnor) m,_Sea|,ChS"ing ,00:07/01:51-10511 _

Artist

How Come You Don’... Alicia Keys
A Woman's Worth Alicia Keys
Jane Doe Alicia Keys
Goodbye Alicia Keys
The Life Alicia Keys
Mr. Man Alicia Keys
Never Felt This Way... Alicia Keys
Why Do I Feel So Sad Alicia Keys

10 Caged Bird (Outro) Alicia Keys
11 Lovin‘ U Alicia Keys

kO®\10\U1&k.UlV
Yrack: Phoolzl
Album: Songs IIIAHIN
Artist: Alicia Keys

Composer: Alicia Keys
Genre: Rock
Year: 2001
Tracktz 1 Rating: a a 1 g g >

' _¢2_urrenlooe: Ilasterlone “D"43'I°9=15=°9 fl

You will see the screen above when NetRemote connects to JRMC. If you are still
experiencing problems, please visit the NetRemote Forum on the Promixis website
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Step 3. Configuring NetRemote for the PPC.

NOTE: This guide assumes your PPC is correctly connected to your network using a
wireless connection.

Start NetRemote. lf NetRemote cannot find JRMC on your network, the screen below
will be displayed.

lNetRemote $3.’ -IE’ 7:19

Network Detection Failed

NetRemote couid not detect the

server on your network. Cick OK
to enter a hostname manually.
 

Tap OK. NetRemote will then ask you to enter the hostname for the computer that
you want specified as the default host.

$7|NetRen1ote 4'3.’ Iflé 12:03 ®
Default Host

The hostname entered below will be

used as the default host For all plugins.

”°““a"‘e

To Find your computer's hostname on
Windows XP, simply right click on "My
Computer" and select "Properties".
Then select the "Computer Name" tab.
The hostname is displayed as the ''Full
Computer Name".

General 
Tools Help
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To determine the com puter name or IP address using the steps described above for
the Windows client.

In the Host box, enter either the computer
name or |Paddress. If you don't know the IP
address, see the section above for how to

determine it. Next, enter the Port number.

Port The default number, 20002, should be fine

D f I S_ unless you changed this when configuringeaut Img IZEE 13 IU JRMQ

C°“"°'F°"t T
Tap OK.

Ubrarvfioot T
[I Use "Add To Playlist" Menu

I: Show Playing Now In Tree

._ H NetRemote
I.

H0511

 
Tools Help El‘

If NetRemote is still unable to connect to JRMC, the screen below will be displayed.

Album:
Artist:

Composer:
Genre:
Year:

:Tools Help Piease Register EI-
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Select Tooisl Properties. Select the Plugins tab. The screen below is displayed.

£:£?|NetRen1ote 12:03 ®

 
  

 
Plugin I Plugin Instances

El MediaBridge
i-:smi:u::2DI:II32 {—1I:I;i

Plugins Default Host Hotkeys 2

Tools Help El‘

Click the plus sign next to MediaBridge and highlight the first item. Click
Properties.

NetRemote

Host

Port

Control Font

Library Root

C] Use "Add To Playlist" Menu

E] Show Playing Now In Tree

E 
Make sure the Host name and Port numbers match the entries made when

configuring the RemoteServer in JRMC. Click OK. If NetRemote still does not
connect to JRMC, please visit the NetRemote forum at the Promixis web site.
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pdabuyefwiide
PDA, Smartphone, Tablet and Ultralight

Notebook Reviews 
Palm Clie Pocket PC Linux Smartphone Notebook Accessories Software Discuss Search

 

PDA Reviews News of Note: New Accessory & Software Reviews

Palm HP Issues ROM Update for iPAQ 3715 palmone SD wi_Fi cardReview: Averatec C3500 windows XP Tablet Notebook Finally, an SD WiFi Card for the
_ _ Tungsten T3 and Zire 72. ThisPocket PC

S°"V U se"es c°'“es t° Amerma excellent card works well and includes

Sony ciié Treo 650 Pre-order Opens on Sprint Network 3 VPN Client-

Linux PDAS Review: Motorola MPx22o Ms smartphone Logitech Mobile Freedom
Pocket PC Game Podz Reviewed and Give-away Bl“et°°th Headset

smart hone This 2nd generation headset is
p '-'M‘,”'e _ _ _ _ '_ __ ‘ __ _ __ __ __ __ __ __ _ __fi_ extremely light, attractive and

Handheld PCS 8: .NET \ Motorola MPx220: The new MS Smartphone on the block packs an e"9°”°”"c' It feat“'e5 "W"TdSt°p"

r -‘ amazing number of features into a small package. This trim clamshell Eecinology to lleduce outgomgP5'°" — phone runs MS Smartphone 2003 SE, has a fast processor, Bluetooth, a ac ground nmse levels"
1MP camera, an expansion slot and MP3 stereo playback. It's a GSM world IOGEAR USB Bluetooth

. phone offered by Cingular in the US. Adapter. _ _ z -

Tablets & Notebooks Eead the "<_‘-_V'§W- , _ This Bluetooth adapter works with x_ “ Apalmone Tungsten T5: The T5 is pa|mOne's new flagship model, PCS 3'” M355: 3”d 3”°W5 Y0” W U59 "/

offering a high res + 320 x 480 color display, slate design, Bluetooth, a an s°'1S.°H°V,:'|1y Bluetooth t
Discussion Forum 416MHz processor and a whopping 256 megs of RAM that will survive a accessones W‘ your comp” er’hard reset or complete battery drain. it runs Palm OS 5.4.5 and features a PaImOne GPS Navigator

5 new USB drive mode that allows you to view the PDA's contents as if it This Bluetooth GPS kit for the V‘were a removable USB drive. Pretty cool! Tungsten T3 and zire 72 comes with ‘- \

Accessory Reviews __ __ R_e_ad_the r_eview_. I everything you'll need to hit the road.
cases Averatec C3500 Tablet: Averatec makes the most affordable It U595 T°”‘T°”‘ ”aV'9ati°” 5°ftW'3’e 9 5. . . . d TeleAtlas maps.

Windows XP Tablet on the market. This convertible design notebook an
Keyboards doubles as a standard notebook and a tablet. It has a mobile Althon Think Outside Stowaway

_ processor, 512 megs of RAM and an integrated DVD+CD—Rw optical UniVersa| Bmetooth

GPS ’ drive. And of course there's WiFi, Ethernet and more on this 5.5 lb. unit. Keyboard
w_F_ C d REP‘. the '.'.?,l’.'.9"l" . '41 , The ever-popular Stowaway XT hasI I ar 5 HP iPAQ hX4705: This has been the month of the iPAQ with so many gone Bluetooth. A great keyboard,
Bluetooth new models released! The hx4705 is one of the most anticipated because it 3"‘d B“-'9t°°tl" a"°_W5 Y0“ ‘'3 Place thefeatures a fantastic VGA display and a super-fast 624MHz processor. Heap PDA Where Y0” W'5h- 5UF’P°"t5

storage cards on plenty of memory, Bluetooth, WiFi, both CF and SD slots and a touch 5“-'et°°°tl" e“ab'ed P°Cket PC5:pad navigator and you've got the 4705. It's one of only two Pocket PCs 5Y”‘bla” 5e"le5 50 Pl"°"e5 and the 

 

presentation cards with a VGA display sold in the US. 5°’W E"lC55°“ P300/P900
.. _. .F:.°E.‘_‘..*_'1‘i_"£".l_°."1-. . . RoboForm

camelas Dell Axim X50V: Dell‘s first VGA Pocket PC is a winner. This guy crams Tanker Bob takes an in-depth look at
. ' a lot in for $499, offering a 624MHz Xscale processor, Intel 2700G R°b°FP"m Wmch a"°W5 V°” "3
IPAQ sleeves accelerated 3D graphics, plenty of memory, Bluetooth, WiFi and dual °r9a"‘Ze a"d “Dre Sewre data °”

expansion slots. A fast unit with a pleasing VGA display that should be a V°”r Palm" 1t_ha5_ b°th d‘_35kt°p am‘ e
hit Palm 05 applications which allow you _;j‘_

Interviews Read the review_ to keep your sensitive data safe andhandy.
HP iPAQ rX3715: This is HP's top-of-the-line rx3000 series model,

which focuses on multimedia features and good performance. The rx3715 BackupBuddy for wlndolgs A
has an excellent 1.2MP camera, a 400MHz processor, lots of memory and Tanker B°b takes a |°°k at one 0 our Eruns Windows Mobile 2003 SE. If that's not enough it has Bluetooth |°ng'Standmg heroes’ which offers ~-
wifil and New AV remote Soflwarti great power and flexibility in Palm to M". ,,.,,,.,g
Read the reView_ Windows backups.

Software Reviews

 Sitema _ - .
P palmone Zire 72: This update to the hugely popular Zire 71 offers FAQS 8' H°w't° 5'

About US serveral significant improvements. The Zire 72 is the first PDA to use the Palm vs. Pocket PC
new Intel Bulverde PXA270 processor running at 312 MHZ. It has a 1.2 MP . . .

Contact Us camera, an MP3 player, Bluetooth and a great software bundle. w'nd°ws Moblle 2003 SE comparlson
Read the review. Pocket PC 2003 Comparison

Search Samsung i700 Pocket PC Phone: This 2nd generation Pocket PC Moving from pa|m to ppc and Vice
our paimgear store phone runs on the Verizon Wireless network in the US. It's got a lovely Versa

=_ transflective display, a 300 MHz XSca|e processor, 64 megs of RAM, a VGA
camera and an SD slot that supports SDIO. That's a lot of features, and it Mac FAQ
has great voice quality too! It comes with Pocket PC 2002 Phone Edition 05 wire|ess Internet

{pi and supports Verizon's high speed 1xRTT Express Network for data speeds
averaging 60 _ 70 Kbps. How to Evaluate a GPS

_ Read "‘°"e- WiFi / 802.11b Wireless

palmone Zire 31: Meet the least expensive color PDA on the market. How Much RAM do you Need?This $149 model packs a lot of features into a compact and affordable
package. It has a 200 MHz processor, color display, SD expansion slot and

5“ MP3 °'aYe’- General PDA FAQRead the review.
All FA 5 & How-to's

ASUS A730: Very, very nice! A reasonably priced VGA Pocket PC that's Q
attractive and compact. It has a 520MHz processor running on Windows
Mobile 2003 SE, a 1.3MP digicam, Bluetooth and both CF and so slots. Free Pocket PC Themes
That VGA screen is very sharp and colorful: definitely a model to consider. -
Read the review. Game Revlews

http://web.archive.org/web/20041 11501 l708/http://wwwpdabuyersguide.corri/ _ _
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I HP iPAQ 6315 Pocket PC Phone: The long wait is over and the
I

' “ 6315 is finally here with service from T-Mobile in the US. This device is
both a cell phone and a Pocket PC running Windows Mobile 2003 Phone
Edition. It packs a trio of wireless with GSM, WiFi and Bluetooth, has a

-;_ VGA camera and a removable thumb keyboard. An excellent unit!
Read the review.

Sony Vaio U50 You may have read about the OQO and

EXHIBIT A

Over 200 Reviews!
Palm 05 Games
Pocket PC Games
Linux PDA Games

Latest Palm:

Vulcan Flipstart ultra-personal PCs, but Sony beat them to it, releasing 1-antric
the latest U series PCs. Imagine combining the form factor and to‘uch _ _ _
screen of a PDA with a Windows XP notebook and you've got the U50 Eq""'b"'3

' and U70 which feature Celeron and Centrino processors, enough RAM fish 1-“:00”i E to get you working and ports to connect to your favorite peripherals.
And don't forget the embedded WiFi 802.119 and wired Ethernet! '-€93¢Y
These Japanese models are available from importers and cost $2,200 warfare Incorporated

2of2

to $2,700. _
Read the review. M'c"°Q“3d

 
 
 
 
 

 
 
 
 

 
 
 
 
 
 

 
  
  

 
 
 
 
 
 
 

 
 

Dell Axim X30: The first line of Pocket PCs running the new Windows 5993 A950“ Games
5 Mobile 2003 Second Edition OS on an Intel PXA270 Bulverde processor

' ‘ are here. There are three X30 models, and two of them have both Latest pocket pc:
Bluetooth and WiFi. The top model has a screaming 624 MHz processor! Oct I

__ i As always, these Dells are priced right. We review the 312 and 524 MHz °'’“" °
wireless models. Creepy Pinball

Read the revielv. ____ Pod:
Hp_iPAQTx3115: The Street Duel

_rx3000 models are part of
HP's Digital Entertainment Sky ForcePocket PC model line

_._I,__ targeting consumers whowant multimedia features

__ ‘ A and good performance. The3115 is the base rx model
- Q but brings a lot to the table
‘ii for $349: it runs Windows

Mobile 2003 SE, has
Bluetooth, WiFi, Nevo AV
remote, a sharp display and
great sound.
Read the review.
Handspring Treo 600:
Those of you who've been
patiently waiting: the Treo
600 is here! Available on the
Sprint PCS and GSM
networks, the Treo 600 is a
feature-rich Palm OS
smartphone with an
integrated VGA camera,
thumb keyboard and a bright
color display. It runs Palm
OS 5 and has a fast 144 MHz
processor.
Read the review.

Warfare Incorporated
Age of Empires

 

* All product logos and product names are property of their respective owners.
* The products referenced on this site are manufactured and sold by parties other than pdabuyersguide.com. PDAgroove/pdabuyersguide makes no representations regarding

either the products or any information vendors offer about their products. Any questions, complaints, or claims regarding the products must be directed to the appropriate
manufacturer or vendor. Copyright © 1998-2004 PDAgroove. All rights reserved. The graphical images and content on this web site are for private use only. All other rights-

including, but not limited to, use on other websites, distribution, duplication, and publishing by any means — are retained by PDAgroove. Federal law provides criminal and civil
penalties for those found to be in violation.

* Read our Privacy Policy.

http://web .archive .org/web/20041 1 1501 1708/http://www.pdabuyersguide.com/
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PDA
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phone
reviews,
Tablet PC

reviews,
game
reviews and
more!

Advertisement

PDA Smartphone Notebooks Gaming

HP iPAQ rx3115 Pocket PC

Posted September 18, 2004 by Lisa Gade, Editor in Chief

With its Fall 2004 Pocket PCs, HP has difierentiated their
lPAQs into three product lines, Digital Entertainment lPAQs,
Classic Performance lPAQs and the iPAQ §§15 Pocket PC
phone. The iPAQ r21715 and the rx3000 series models
comprise the Digital Entertainment lPAQs, and these target
consumers. Here in the US, there are three models, the
rx3115, rx4314 and rx3715. Though the rx3415 appears only
in HP's US specs pages and not on their main site so we're
not sure if it will be available here. The camera-less rx3115
seems to target the US market and hasn't been announced
for Europe or Asia, likely because of US corporate rules about
cameras in the workplace and even public schools.

The rx3115 is a very good unit for the money, offering strong
performance, Bluetooth, WiFi and the ever—popular Nevo AV
remote. In fact, all the Fall 2004 lPAQs except the r21715
have both WiFi and Bluetooth. Like the 21715, it sports HP's
new and not very sexy design, but unlike the rz1715, the 3115
does offer a nice set of features for the price. At $70 more
than the entry level rz1715, the rx3115 brings a lot to the
table, adding a faster processor, Bluetooth, WiFi, more RAM,
a user replaceable battery and Nevo. If you can spare the
change, the rx3115 is definitely the better buy.

In the Box

The iPAQ rx3115 comes with a replaceable Lithium Ion
battery, world charger, USB sync cable (not cradle), stylus,
earbud headphones, case, software CD and several manuals
including a thick "Special Features of the rx3000 series"
manual which covers the bundled multimedia software in
depth.

Features at a Glance

The iPAQ rx3115 is a compact device that has a 3.5" QVGA
transflective display, an SD slot supporting SDIO, WiFi,
Bluetooth and consumer grade IR. It runs Windows Mobile
2003 Second Edition (SE) with native support for both portrait
and landscape modes, has a 300MHz processor and ~56
megs of total available memory. Unlike its bigger rx brothers,
the 3415 and 3715. it doesn't have a digital camera.

Design and Ergonomics

While the rx series doesn't have the style and curvy good
looks of the last generation iPAQ 1945 and 4150 models, it

Accessories

PC Connection

1 of 5
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Software Shop Discussion

Deals and Shopping!

HP iPAQ RX3115 Pocket
E9

Hewlett Packard

Best Price §189.00
or Buy New

, Privacg information

Compare Prices on the
Hewlett Packard iPAQ RX3115

Stores Prices

[lip] $279.99
Hpshog in Shop Now!

$319.99
Newegg.com -smi”-1

$';',?}1,l.‘-}!'!fw $349.99
Crutchfield § 

PCConnection 5349-95
Shop Now!

- $307.95
eCOST.com 1‘3—'q°:M

See all 24 deals (§270-§382)
Shop for other PDAs

Questions? Comments?
Post them in our Discussion Forum!

View our Windows Mobile 2003 SE

Comparison Matrix

http://web.archive.org/web/20050717080613/http://www.mobiletechreview.com/iPAQ_rx31 15 .htm

68 DIRECTV Exhibit 1017



DIRECTV    Exhibit 101769

HP iPAQ rx3115 Pocket PC, PDA Reviews by Mobile Tech Review 2 of 5

EXHIBIT A

isn't bad looking either. It's thicker than the 21715 and the
wider, shiny black side insets do much to balance the device's
angular silver and black front face. The unit is compact for a
Pocket PC, and as you can see from our comparison photo,
it's one of the smallest Pocket PCs. All rx3000 models use the
same casing and are the same size. they vary only in color.

 
Above: the paImOne I4mg§_&n_'LQ, A§g§ A 716 Dell Axim

fig and the iPAQ

The device has a clean design, and the only button you'll find on the sides is the record button on the upper left. The SD slot is located on top as are the IR
window. power button, headphone jack and stylus. On the front you'll find an LED that indicates wireless radio status and another for charging status and
reminders. The iPAQ has a 5-way directional pad flanked by two buttons on each side. By default, these buttons launch, from left to right: iPAQ Mobile Media, HP
Image Zone, Nevo AV remote and iTask. On most other Pocket PCs, these buttons launch the PIM apps, but since this is a multimedia oriented device, HP went
with their multimedia apps. As with all Windows Mobile devices, you can re-map the buttons to launch any application you wish, and as with all 2003 SE devices.
you can specify which applications are launched when the buttons are pressed and held for a second or two.

The removable Lithium ion battery lives under a large door on the back of the unit, and the (loud) speaker seems to be located under the d-pad. As you'd expect,
the sync connector is on the bottom edge, and it's the same connector as the iPAQ 3000, 5000, 2200 and 6315 models. For example, my iPAQ 5555 charger
works with the rx3115 as does my iPAQ 6315 cradle. HP now refers to this as the universal connector, but don't confuse it with palmOne's universal connector,
because they are different!

Display and Sound

The rx3000 series iPAQs use the same display and it's very bright, colorful and sharp. It has a neutral color bias and is perfect for viewing photos and watching
movies. It has a 3.5“ QVGA (240 x 320) transflective display, which are standard specs for Pocket PCs.

Sound is great on the rx3115 and all the rx3000 series models. as it should be for a multimedia-oriented device. The iPAQ is quite loud and you'll be able to hear
movies, alarms and music in rooms with average or a bit higher than average noise levels. Like all Pocket PCs, the iPAQ has a standard 3.5mm stereo
headphone jack, and unlike all, the unit comes with a set of earbud headphones. Sound quality is excellent through headphones and the volume is plenty loud.
The iPAQ Audio control panel allows you to control headphone treble and bass as well as set microphone AGC (automatic gain control). All Pocket PCs have a
mic and voice recorder, and the iPAQ is no exception.

WiFi

All Fall 2004 iPAQs (rx3000 series, hx4700 and the 6315) except the entry level iPAQ rz1715 have both WiFi and
Bluetooth wireless networking. All use HP's new iPAQ Wireless as your one stop application for managing these
wireless radios and their connections. The large round buttons turn each wireless radio on and off, and the other
buttons allow you to manage each wireless connection's settings.

The iPAQ rx3115 has built-in WiFi 802.11b wireless Ethernet networking. It has very good range even though it
doesn't have an external antenna. The iPAQ uses the Windows Mobile Connection Manager (a part of the OS) to
manage wireless connections, and the device supports 64 and 128 bit WEP encryption, 802.1x using PEAP,
Smartcard or Certificates. It comes with the Windows Mobile Certificates applet for managing certificates. The
connection worked reliably for us when connecting to access points (with and without WEP) and worked
seamlessly with iPAQ Mobile Media.

Bluetooth
 

The iPAQ uses HP's Bluetooth Wizard which is powerful and user-friendly. It walks you through connecting to a
variety of devices, from your Activesync partner (if you have a USB Bluetooth adapter installed on your PC), to iPAQ Wireless is where you'll manage
mobile phones to access points and GPS units (it doesn't support Bluetooth headsets). The Bluetooth soflware is your wiFi and B/uetooth radios and
made by Widcomm and is version 1.5.0. I ActiveSync-ed wirelessly, connected to Belkin and Red-M Bluetooth connections,
access points for Internet access and transferred files to other Bluetooth enabled Pocket PCs.

  

   
 

Horsepower and Performance -

":9':‘;Q HP iPAQ HP iPAQ HP
The iPAQ runs a 300MHz Samsung 83C (2003 rz1715 i-x3715 iPAQ

I
2440 processor and has 56.66 megs of (2o3M}.gz) (4ooMHz) "3115
RAM available (about 10 megs of that is 4255'“''‘'=) 312"“

Used E)! “III? 0? zntd 8! least another 9 ) ISpb Benchmark index I 1335 I 1474 I 1031 I 1545 I 1211
must e a oca e 0 running programs .391 megs of persistence NAND flash CPU index I 1307 I 1673 I 1010 1529 I 1197
memory is available as the iPAQ File _ IFile system index I 1184 I 1050 I 945 1387 I 1082
store. The unit feels fast and responsive fraphicsindex 'jf774I‘ 3916 I 1783 2976W372in all tasks, and should satisfy most

users, rd [ike to see more RAM, but the IPlat'form index I 1291 I 1142 I 960 1422 I 1131
W“ ‘-5 P°5“i°”ed 3' the b°“°'“ °f IWrite 1 MB file KB/ I 993 I 1030 I 755 1422 I 1058mid-level Pocket PCs and more RAM ( sec)
would perhaps raise the p,.ICe_ The IRead 1 MB file (MB/sec) I 22.7 I 28.6 I 19.2 23 18.8

http://web.archive.org/web/200507170806l3/http://www.mobiletechreviewcom/iPAQ_rx3115.htm
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Samsung processor is ARM and XScale
compatible so existing Pocket PC
software will run fine.

How about video playback? Using the
bundled PocketTV Pro to play "The
Chosen" (a neat BMW flick with Clive
Owen) which is a 4:26 minute long, 10
meg MPEG1 file recorded at 320 x 240,
308 kb/s, the iPAQ managed a
respectable 24.96 fps. PocketMVP
played "The Chosen" at 23.98 fps. and
dropped 5 out of 6394 frames. The
rx3115 played the Spider Man trailer file
commonly found on the web (240 x 136,
452Kb/s encoded MPEG 1 file) at 23.98
fps and dropped only 2 out of 2640
frames. My own test MPEG1 file burned
from a DVD at a whopping 700 Kb/s
looked OK in playback with some
occasional stuttering, which is good for a

Pocket PC below 400MHz. it played Copy 1 MB file (KB/sec) I 993 1029 I 746 I 1392 I 1041

::°6“fa‘ "3653 fps “5'”9 P°°ke‘MVP 3”“ Write 10 KB x 100 files (KB/sec) I 785 I05 I 666 I 1066 I 796. ps using PocketTV Pro. If you want

to play videos encoded at Very high Read 10 KB X 100 files (MB/sec) 9.65 9.51 I 7.98 I 10.2 I 8.18
bitrates. consider the iPAQ $11.5 which Copy 10 KB x 100 files (KB/sec) I 748 629 I 560 I 960 I 721h dl th t t k ii.

an ‘es a as we Directory list of 2000 files (thousands of files/sec) 33.3 19.8 I 27.4 37 29
‘3a(;“'“9 IS 7"“; tphleasar“ °“ the "1°V'°e internal database read (records/sec) I 1024 1280 I 835 I 1329 I 1004an mos a o e current popu ar

games we tested ran we”_ If you-re into Graphics test: DDB BitB|t (frames/sec) 407 308 I 238 388 I 313
emulators. you will likely want the fastest Graphics test: DIB BitB|t (frames/sec) 20.4 21.4 I 13.5 29.8 22.1d ' ff d. b t'f ' ,

ifamir" 2 is Graphics test: GAPI BItBlt (frames/sec) I 427 913 I 272 I 392 325
adequate. Pocket Word document open (KB/sec) 48.1 36.1 I 92.5 54.6 42.3

Benchmarks Pocket lnternet Explorer HTML load (KB/sec) 9.76 6.73 I 4.82 10.2 7.98

W rf K Pocket lnternet Explorer JPEG load (KB/sec) 187 206 I 71 220 169d b h t t '

S:bpBeeEglnnfarkfcfgiggagaseseigilgghe File Explorer large folder list (files/sec) 715 592 I 568 763 619
Standard I01’ testing POCKGI PC Compress 1 MB file using ZIP (KB/sec) 268 230 I 207 312 240rf . Th "PA ‘d ll f

ggofiflrgjgzsice‘ :3“ ssrflisiggly cc:;:.t Decompress 1024x768 JPEG file (KB/sec) 393 501 I 297 551 417
post great improvements over the Arkaball frames per second (frames/sec) 157 262 I 112 I 158 127

d':lAmn‘n‘?:g"VI/‘i::o:’I:°“;|;”t:fi: CPU test: Whetstones MFLOPS (Mop/sec) 0.057 0.059 I 0.043 o.os4 0.062
2003.0f course, the iPAQ rx3715, being CPU test: Whetstones MOPS (Mop/sec) 37.2 43.2 I 28 55.2 41

::;"3{'I"1';Zh‘:’(;’;°i: ‘c’)';’/r:“aeg:ier‘5s‘t‘°t‘r::'a"- cpu test: Whetstones MWlPS (Mop/sec) 3.66 3.88 I 2.76 5.44 4.02
312MHz De” Axim X30, which also Memory test: copy 1 MB using memcpy (MBlsec) 49.6 I 115 I 50 59.5 486
sports dual—wireless and a compact form
factor. The Dell lacks HP's multimedia
software bundle, so if you're into MP3s
and video and like the sound of the
software described below, do consider
this iPAQ.

 
 
 

 
 
 
 
 
 
 
 

 
 
 

  

Battery

The iPAQ comes with a user replaceable
920 mA Lithium Ion battery. That‘s an
average size battery that should make it
a few days on a charge. If you're a
serious WiFi or Bluetooth user, or watch
a lot of movies, you might want to
consider the iPAQ 3715 which has a
1,440 mA battery or HP's optional 1,440
or 2,880 mA extended batteries ($69 and
$129).

http://web.archive.org/web/20050717080613/http://wwwmobiletechreview.com/iPAQ_rx31 15 .htm
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Software Bundle

The rx3000 series comes with generous compliment of multimedia software. You get HP Image Zone, comprised of a
desktop app and a Pocket PC app that allows you to view, edit and send photos via email, HP Instant Share E-Mail and IR.
HP Image Transfer is for automatic transfer of photos and video from your HP iPAQ to your PC using Activesync. It works
with any Activesync method (USB, Bluetooth and Wi-Fi). It's really intended for rx models with digital cameras, but HP
bundles it with the rx3115 as well. Of course, you get the "iPAQ Entertainment" Today Screen plugin which replaces the
standard Today Screen view with large buttons for Mobile Media, Photos and Home Control (Nevo AV Remote). This is HP's
new standard for their multimedia units, but you can uncheck it from your Today Screen settings if you wish to use the
regular Today Screen. It's great if you mainly use the iPAQ for these multimedia apps, but likely most of us will also use the
core Pocket PC functions and want quick access to calendar. tasks and other handy Today Screen info. HP's iTask, a nice
task switcher, is also included. HP's iPAQ Backup (a re-branded version of the excellent Sprite Backup 3.0) is included in
ROM and will backup either your PIM info or all iPAQ data to an SD card. The HP Mobile Printing app is included in ROM
too, and this will allow you to print to a Bluetooth. IR or networked printer. 3rd party software includes the excellent PocketTV
Pro MPEG1 movie player which is installed in ROM, as is Ilium Software's Dockware, which functions like a screen saver
and displays photos and a calendar when the iPAQ is turned on but you're not using it.

 
Activesync 3.7.1 for the desktop is included, as is Outlook 2002. All Windows Mobile devices use Activesync to sync to Hp Wage Zonedesktops and sync PlM data to and from Outlook. If you have a newer version of Outlook, you can use that instead of the
version included on the CD.

iPAQ Mobile Media Player and Nevo Software

HP's iPAQ Mobile Media (powered by Nevo) allows you to listen to MP3s, view photos and watch videos stored on the Pocket PC. It supports Windows Media
format video files (.WMV), MP3s and images (JPEG, BMP, GIF, PNG and local TIFF files). The Windows XP-only desktop apps, NevoMedia Player and Sewer,
work with iPAQ Mobile Media on the Pocket PC to allow you to manage and play music, pictures, and video through your wireless home network— very cool.
You can also wirelessly transfer your digital music, photos, and videos from your networked PC(s) running NevoMedia Server to your iPAQ and take them with
you. The iPAQ app has a Media Control function that allows you to control movie, photo and music playback on any Windows XP machine running the player
app on your network. You can also stream movies to the Pocket PC and view photos stored on a machine running the sewer.

All worked well when we used the iPAQ to control music, image and video playback on a networked PC running Windows XP Pro, and we were able to copy
multimedia files from the PC running the server to the iPAQ. However the iPAQ player won't play MP3s via a streaming connection (yuck), and won't play
Windows Media movies streamed from the sewer if they have any form of copy protection. Playing non-oopy protected content via streaming media, we got
sound but no video. The manual says that streamed WMV files must be formatted specifically for the iPAQ in order to playback, but gives no information on
what that means exactly. The same movies do play fine when stored locally on the iPAQ. A shame, if this unit could stream MP3s and all WMV files of 320 x
240 size or less, it would be much cooler.

Last but not least, there's the ever-popular Nevo AV remote, which keeps getting better. Nevo is a powerful AV remote app that will allow you to control pretty
much every piece of home AV equipment on the market. It controls TVs, VCRs, DVDs, CDs, amps, tuners, cable boxes, satellite dishes and more. The list of
supported brands is amazing, and the interface is unique yet very intuitive. You can set up multiple rooms and switch among them, so you can control your
living room AV gear, bedroom stereo and TV. and so on.

Comparing the rx3115 and rx3715

Both units have the same physical design and casing. in fact, they look identical other than the color (the 3115 is silver while theE is graphite). They use
the same display, offer the same multimedia features and have the same sound quality and overall volume. How do they differ? The 3715 adds a 1.2
megapixel digital camera, more File Store memory and a 400MHz Samsung processor while the 3115 has a 300MHz Samsung processor. The rx3715 sells for
US $499, while the rx3115 is $349.

Conclusion

A very nice Pocket PC at a good price. If you're looking for an entry to mid-level PDA with a great screen, nice multimedia software, and good performance, do
consider the rx3115. The Nevo AV remote and consumer IR are a big plus and the dual wireless will help keep you connected. If you have a hankering for a
camera, also consider the iPAQ rx3715.

Pro: Great display. excellent sound, good performance and dual wireless. WiFi has great range and HP's Biuetooth software (Widcomm) is as always, solid
and user friendly.

Con: Could use more RAM. though you can use storage cards to expand the unit. Battery capacity is a bit lower than we like, though you can buy additional
higher capacity batteries. -

Web Site: www.hg.com

List Price: $349

Specs:

Display: Transflective TFT color LCD, 64K colors. Screen Size Diag: 3.5", resolution: 240 x 320.

Battery: Lithium Ion rechargeable. Battery is user replaceable. 920 mA.

Performance: 300MHz Samsung S30 2440 processor. 64 MB built-in RAM (~56 megs available). 3.91 megs available in File Store for your use.

Size: 4.5 x 2.8 x 0.64 in . Weight: 5.1 oz.

http://web.archive.org/web/20050717080613/http://wwwmobiletechreview.com/iPAQ_rx3 1 15 .htm _ _
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Audio: Built in speaker, mic and 3.5mm standard stereo headphone jack. Voice Recorder and Windows Pocket Media Player 9 included for your
MP3 pleasure.

Networking: integrated WiFi 802.11b and Bluetooth 1.1.

Software: Windows Mobile 2003 Second Edition Professional operating system. Microsoft Pocket Office suite including Pocket Word, Excel,
Internet Explorer. and Outlook. Also, MSN Instant Messenger for Pocket PC, MS Voice Recorder as well as handwriting recognition. 3rd party and
HP software: iPAQ Wireless, Bluetooth Manager, HP Mobile Printing, iPAQ Entertainment (custom Today Screen plug-in with shortcuts to digital
imaging and entertainment applications), iPAQ Mobile Media, Nevo Universal Remote, Pocket TV Pro, iPAQ Backup, HP Image Zone for iPAQs,
Ilium Dockware Personal Edition. ActiveSync 3.7.1 and Outlook 2002 for PCs included.

Expansion: 1 SD (Secure Digital) supporting SDIO and SDIO Nowl. Can NOT use iPAQ expansion sleeves.

In the Box: AC adapter, USB sync cable, stylus, carrying case, stereo earbud headphones, manuals and software CD.

Back to MobileTechReview.com Home Questions? Comments? Post them in our Discussion Forum!

 

http://web.archive.org/web/20050717080613/http://wwwmobiletechreview.com/iPAQ_rx3115.htm _ _
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W4: Second Workshop on Human Computer Interaction with Mobile Devices

31 August 1999, Edinburgh, Scotland

Call for papers

An |NLER_A.Cl’.99 Workshop

Aims and objectives

The last 3-4 years have seen the development and marketing of a vast array of mobile computing devices. These systems

herald what we believe to be a new era of ‘ubiquitous’ computing. The utility of these devices is reduced by the problems of

accessing information resources through tiny displays. This can be especially problematic where that information is

‘perishable’; where its value is only relevant to particular locations and times. The utility of mobile devices is further

reduced by the problems of manipulating miniaturised versions of ‘standard’ keyboards and pointing devices. Users are also

forced to perform numerous, delicate operations by selecting very small icons. This workshop will provide a forum for

academics and practitioners to discuss the challenges and potential solutions for effective interaction with mobile systems

and builds on the success of the First Workshop on Human Computer Interaction with Mobile Devices held in Glasgow in

May 1998. The workshop is intended to cover not only PDAs but also voice terminals, smart phones and laptops.

Attendance will be limited in order to encourage interaction. It will be possible for people to attend the workshop even

though they have not submitted a paper.

Registration

You can register for the workshop using the normal INTERACT registration form. This is available ii; the EDF file 9f the

Advanced Programme on the INTERACT Web pages. The advanced programme incorrectly says that you cannot attend a

workshop if you are not registered for the whole conference. You can attend for the Workshop only, it just costs a little more.
The costs are:

I I Conference delegates I Workshop only attendees

I 1 Day Workshop I Conference fee + £40 I £80

Please use the code W4 for the workshop.

Workshop Timetable

As we had so many good submissions we have accepted 11 papers and 6 posters. Our draft plan for the workshop is below.

This is likely to change as we go along but it will give you an idea for what we hope the day will be about. Each author will

get 30 minutes to present his/her work:15 - 20 minutes of presentation and 15 — 10 minutes of discussion.

Over lunch and coffee breaks we will run a poster session in a break—out room near the main workshop room. The authors of

the posters will be there to present them over coffee breaks but the posters will be up all day for people to look at during

lunch. We hope that the long lunch and coffee breaks will lead to considerable discussion amoungst attendees as we received

too many papers to allow in meeting discussion bar through questions.

Papers are available in postscript format either individually or in two grouped zip archives: papers.zip and Qsterszip 1340Kand 725K

  
Note: there appears to be a problem with PDF conversion to postscript with these pages,
PDF submitted files are also available in original PDF and in eratum.zip . Sorry for the
trouble but I don't have time just now to investigate further or convert all to PDF, Mark.

Draft Timetable

08:45 I Registration

  

http://web.archive.org/web/19990901 1 73557/http://www.dcs .g1a.ac.uk/mobile99/ _ _
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Paper Session 1: Input/Output 1 

 
 

 
 

 

 
Applying Perceptual Layers to Colour Code Information in Hand—Held

ggpmppting Devices. Deshe, 0 & Van Laar, D. (University of
Portsmouth, UK) 240K

  Diction based text en method for mobile hones. Dunlop, M. D. &
Crossan, A. (University ofGlasgow, UK) 414K

The Finger—Joint Gesture Wearable Keypad. Goldstein, M. & Chincholle,

D. (Ericsson Radio Systems, Sweden) 3132k

| Coffee and Posters
Paper Session 2: Context of use  
  

 
A iar t d finf rmati n a ture atw rk.Brown,B.,0’Hara,K. &

Sellen, A. (Hewlett—Packard Labs, Bristol) 79K also PDF

Implipi; hpman-cpmputgr ingeractign through cpntext. Schmidt, A.

(University ofKarlsruhe, Germany) 252K also PDF

I Lunch and Posters
Paper Session 3: Input/Output 2

 
 

  Comparison of speech input and manual control of in—car devices while
9n the mpvg. Graham, R. & Carter, C. (HUSAT Research Institute,

University ofLoughborough, UK) 212K
 

  

 
 

Mobile asynchronous communication: Use and talk of use among a
Koskinen, T. (Nokia Mobile

Phones, Finland) 233K

 
 
  
 

  

 

 

Ex ndin th audit la a ein handh ldc m u in device .

Walker, A. & Brewster, S. (University of Glasgow, UK) 371K  

Paper Session 4: Design 

 Research Methods Used to Su 01’: Develo ment of Satchel. Eldridge,

M., Lamming, M. Flynn, M., Jones, C. & Pendlebury, D. (Xerox

Research Centre Europe, UK) 274K also PDF 
 Co in with consistenc under multi le desi n constraints: the case of

' w .I-Ijelmeroos, H., Ketola, P. & Raiha,

K-J. (Nokia and University of Tampere, Finland) 986K

  
 
 Desi n challen es of an In—Car Communication S stem UI. Koppinen,

A. (Nokia Mobile Phones, Finland) 146K

The Di ital Dicta hone: an exerci e in audi

the West ofEngland, UK) 124K 
nl interacti nde i n.Barfield, L.(University of

 
 

 

 Places to sta on the move: software architectures for mobile user interfaces. Dix, A., Ramduny,

D., Rodden, T. & Davies, N. (aQtive Ltd, University ofStaflordshire, University ofLancaster)1632K  
 

 Mobile com uters in a Communit NHS Trust. Is this a relevant context and environment for 

http://web .archive.org/web/19990901 173557/http://www.dcs.g1a.ac.uk/mobile99/ _ _
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cManus, B. (University ofCentral Lancashire, UK) 231K

A Graphical Interface for Wearable Computing. Newman N. & Clark, A. (University ofEssex,
UK) 493K

  Usin mobile communication devices to access virtual meetin laces. Rist, T. (DFKI, Germany)

t.DeVe1‘,J.

As we had so many papers we have decided to do away with the idea of discussion groups to get more papers and posters in.

Information for Authors

The closing date for paper submissions has now passed. We received a very pleasant 25 submissions - for more than could

be accepted for a one day meeting, making the reviewing process rather more difficult than we imagined.

At the workshop, 3-5 page extended abstracts will be distributed as a draft proceedings as submitted. Each author will get

15-20 minutes to present his/her work followed by 15-10 minutes of questions and discussion. Please design your talk to fit

within 20 minutes maximum, because of the number of papers we have limited scope for in meeting discussion - it is very

important we do not lose these discussion slots. '

The proceedings of the workshop will be published in the journal Personal Technologies. Authors of accepted papers and

posters will be asked to resubmit for the journal by 31 October 1999. '

Contact and more information

Stephen Brewster

Department of Computing Science,

University of Glasgow,

Glasgow G12 8QQ, Scotland.

e-mail: stephen@dcs.gla.ac.uk

phone: +44 (0)141 330 4966
fax: +44 (0)141 330 4913

Programme Committee

Joint programme chairs: t h n B w r, University of Glasgow, and Mark D1;nlQp,Ris¢ Danish National Laboratory.

Peter Brown, University of Kent.

Elisa Delgaldo, Cambridge Technology Partners.
Mikael Goldstein, Ericsson

Phil Gray, University of Glasgow.

Steve Hodgealg.

Chris Johnson, University of Glasgow.

Matt Jones, Middlesex University
Peter Johnson, QMW.
Bruno von Niman, Ericsson

Judith Ramsay, flmelfletmzrks
Satu Ruuska, Nokia.

Mgurig Sage, University of Glasgow

Peter Thomas, University of The West of England.

Last updated 17/August/99

http://web.archive.org/web/19990901 173557/http://www.dcs.gla.ac .uk/mobi1e99/
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This meeting is jointly organised by the Glasgow Interactive Systems Group, the British HCI group and the INTERACT 99
Conference.

_ , GIST
B rut: sh

ac: Q
‘.i£'..‘:‘.*.‘.l.’.,... INTERACT '99 

Partly supported by EPSRC Grant GR/L66373.

http://web.archive.org/web/19990901 1 73557/http://www.dcs.g1a.ac.uk/mobile99/
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A personal digital assistant as an advanced remote control

for audio/video equipment

John de Vet & Vincent Buil

Philips Research
Prof. Holstlaan 4

5656 AA Eindhoven

The Netherlands

Email: {devet , builv}@nat1ab.research.philips.com

This paper describes a personal digital assistant that is used as a catalogue and advanced remote control to
browse, select and play music in a compact disc jukebox. The application has been developed as a research
prototype to identify advantages and disadvantages of different interaction styles for accessing large amounts of
content. The basic concept provides easy access to a personal music catalogue, anywhere and anytime. It also
allows you to control the CD jukebox. It employs a multimodal interaction style which combines voice control,
touch input, visual output with animations and functional sounds. This helps to overcome the typical problem of
accessing large infonnation resources through small displays. In addition, redundancy in both input and output
techniques offers people alternative ways of interacting with the content. The concept will be described and
demonstrated, and relevant user studies will be explained.

Keywords: personal digital assistant, multimodal interaction style, voice control, compact disc jukebox,
usability evaluation, personalisation

1. INTRODUCTION

A mobile personal device such as a personal digital
assistant (PDA) provides good options to access large
amounts of infonnation and entertainment content

anywhere and anytime. This paper describes a PDA
that is used as a catalogue and advanced remote
control to browse, select and play music tracks in a
compact disc jukebox. The application has been
developed as a research prototype to identify
advantages and disadvantages of different interaction
styles for accessing large amounts of content. It can
also be used as a basis for identifying options for
personalisation.

The basic concept employs a multimodal
interaction style which combines voice control, touch

input, visual output with animations, and functional
sounds. The inclusion of both voice input and
functional sounds helps to overcome the typical
problem of accessing large information resources
through small displays. Also, redundancy has been
built in, in both input techniques as well as output
techniques. This offers people alternative ways of
interacting with the content, depending on context of

use demands, on personal preferences, or on what is
deemed socially appropriate. For example, selections

can be made by tapping an item in a list using the
stylus, or by speaking the item’s name directly. The
last alternative would require a quiet environment,
whereas the first alternative can be used in noisy
environments.

The concept will be described and demonstrated,
and relevant user studies will be explained

2. THE CONCEPT

A personal digital assistant is a handheld device that
combines computing, communication, and net-

working features. It is typically pen-based, using a
stylus rather than a keyboard for input, and offering
handwriting recognition features. Some PDAs, such
as the Philips Nino (Philips 1999), can also react to

voice input by using voice recognition technologies.

The Philips Nino 300 has been used as a catalogue
and remote control to select music compact discs in a
personal CD jukebox. The CDs are shown in a list on
the display of the PDA (see Figure 1). The list of
CDs can be sorted by music style, artist name, release
years and album names, by either using the stylus or
voice commands. For example, the user can say

87
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‘Herbie Hancock’, and the CDs of Herbie Hancock
that are in the user’s collection are shown on the

PDA display. The first CD that is shown is
highlighted. Simply saying ‘play’ results in
activating the jukebox system to play the selected
CD.

Figure 1: The PDA screen with the personal
Jukebox user interface.

The information needed to create the CD catalogue
on the PDA is simple: for each CD a number of

attributes is available: artist, album, year, and style.
This information can be downloaded from the

Internet, for instance via CDDB, a feature that most

audio CD players on the PC now offer (CDDB
1999). This means that the user does not need to

enter this information manually, as is typically the

case with current CD changers for the home. Ideally
the jukebox system would send the ID information of

the CDs to the PDA. Connecting the PDA to the PC
would then result in an update of the catalogue. If the
user has no connection to the Internet at home, it is

still possible to enter the information (by typing on a
PC keyboard, instead of pushing buttons on the
changer).

The technology involved includes (see Figure 2):
- multimodal interaction (stylus gestures, voice

input, animation, functional sound)
0 Philips Vocon ASR software (continuous,

word-based speaker dependent developed for
small vocabulary and small ‘footprint’ (i.e. low
memory & CPU resources) platforms, and
hence cheaper devices.)

0 infrared communication between PDA to PC

via an IrDA (Infrared Data Association) link.

Figure 2: Set-up ofFDA and PC simulation with
IrDA transceiver on top of the left speaker.

1'- '-._...r.
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MP3 music on PC, meta-data from Internet.

The CD changer is completely simulated on
the PC using a modified Winamp MP3 player
(Nullsoft 1999) and the CD collection is in
MP3 format.

The following user benefits are anticipated:
Add-on remote control feature to an already
bought product.

A PDA is too expensive to be positioned as a
personal remote control only, therefore the
concept should be seen as an add-on feature.
Existing universal remote controls, like are

Marantz's RC2000 Mark II, Philips’ Pronto and
Sony's RM-AV2000, offer extensive and
comparable control options. However, they do
not offer the catalogue browsing option, which
has been implemented on the PDA relatively
easy.

Easy to use overviews ofyour CD collection onscreen.

The collection is shown on the display as a
scrollable list of CD items, that can be sorted

by music style, artist name, release year, or
album title.

Using voice commands to access content
directly.

Music styles, artists, and release years can be
named and immediately the associated subset
of the collection will be shown on the display.
Browsing your CD catalogue anywhere and
anytime.

The catalogue can be shown to friends

anywhere you are. Or you it can be consulted
while shopping in your local CD store to see

what you already have.

Anticipated user concerns are the following:
Getting the CD information on the PDA.
This requires an Internet account to
automatically download for instance CDDB
information (CDDB 1999). The alternative

would be for the user to manually type in the
information. The catalogue in the current
prototype is fixed and contained in a data file
which can only be altered manually.
Adding a CD to your collection.
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Ideally, the catalogue could be updated when a
new disc is inserted in the CD changer.
Alternatively, the update of the catalogue
would have to be done manually.

0 Training of voice commands.
Current word-based speech recognition
technology requires training of new words, for
example when a new CD is added. In the long
term, phoneme-based, speaker independent
speech recognition would be the solution, but
this technology is not yet available on PDAs.

The opportunities that have been identified are:
0 Allows both personal use and group use.

A catalogue on a remote control can be used to
find content of personal interest, without
disturbing other people in the room who are
using the audio/video equipment. The mobile
device’s display suits personal use. In case you
want to enjoy audio or video together, i.e. for
group use, a shared display (like a TV screen)
would be better suited to find content of
common interest.

- Control multiple devices and a variety of
content.

The concept is also suitable for other
applications, such as an electronic programme
guide (EPG) that could be used as a personal
TV programme recommender, or a catalogue
of a videodisc (or videotape) collection. Hence
it can offer access to a variety of content:
music, TV programmes, film, theatre shows,
Sp0I't events, and so on.

' Hands-free control by voice.
For the control of audio/video equipment by
voice, one controversial issue is the

microphone location, and thus on how the
automatic speech recognition (ASR) should
take place. A microphone in the set (e.g. CD
changer) allows for hands—free operation, but
this scenario is more prone to noise

interference, in particular to ‘noise’ coming
from the audio/video equipment itself. A
microphone in the remote control improves the
quality of recognition, but does not free the
hands. In case of a PDA, with on—board ASR

and a reasonable display, the benefit of good
visual feedback can compensate for the lack of
hands—free operation. (When solely used for
control, the PDA can be placed on the table, in
principle, but the recognition will deteriorate.)

3. RESEARCH QUESTIONS

The research questions we had regarding the conceptwere:

0 How do people appreciate the concept of using
their organiser as a (universal) remote control

for their audio/video equipment?
- How do people appreciate the concept of

talking to a mobile device in the home or
away?

EXHIBIT A
Our research questions regarding the user interface

were:

0 Which operations are easier to perform with
speech commands, and which operations are
easier to perform on a touch screen?

- How to design a multimodal interaction style
for use in different contexts (in the home, on

the move, and away)?
0 An organiser is a personal device, and thus can

become a personal remote control that does not
need to be shared with others. How can

personalisation be exploited?

4. USER STUDIES

Our research group has conducted many user studies
on the use of voice control in combination with other

input techniques, for both stationary and portable
products in the home environment. We have been

most interested in relating user’s conceptual
operations to appropriate input and output
techniques. Some of the findings will be summarised
here.

4.1 Voice control

Operations that favour voice control:

0 Direct addressing of content: Calling out
names (e.g. of artists, categories, channels,
etc.) is by far preferred over entering names
with cursor keys on a remote control, or

scrolling through names in a long list. Using
voice commands is more natural and faster,

and has better conceptual mapping (i.e.
channel names vs. channel numbers). Earlier
studies confirm that this is one of the main

benefits of voice commands (e.g. the ‘name
dialling’ feature in some mobile phones).
However, for word-based speech recognition
the names need to be trained in advance.

0 Menu navigation & selection: Navigating
through menu structures and selecting options
is faster and preferably done with voice
commands, compared to navigating with the
cursor keys on a remote control. The task can
be performed faster as there is no need to

navigate stepwise through an option list or
menu structure, and no need to switch attention
back and forth between remote control and

screen. Navigation through menu structures

can be even more powerful with ‘power
commands’, i.e. short cuts to options deeper in
the menu structure, or macro functions that

perform several selections at once (i.e. ‘record
this CD’).

0 Setting a range: When people have to set

points on a scale, for example the start and stop
time of a TV programme to be recorded on
videotape, then voice commands are easier and
faster to use than cursor keys. Setting times
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with voice commands requires fewer actions
than setting times on a slider bar with the
cursor keys.

4.2 Manual control

Operations that favour manual control:
0 Scrolling in a long list: Cursor keys are

preferred and work faster for scrolling through
long lists of content, if one does not know what
one is looking for (browsing). Repeated voice
commands like ‘up, up, up’ are annoying and
slow, especially if the target item requires a lot
of scrolling. An advantage of push buttons is
that they can be held down for continuous
scrolling. An even better alternative would be a

real slider button or a rotary knob, as it
facilitates controlling the position and
displacement directly.

4.3 Voice and manual control combined

In one experiment we compared three versions of a

Jukebox interface: voice input only, manual input
only, and voice combined with manual input. We
found that switching between voice and manual input
seems unnatural to some users.

However, a combination of both input techniques
can be very useful. For example, in the CD jukebox
application on the PDA users can select a CD with

the stylus, and subsequently invoke the ‘play’
command by voice.

Another advantage of combining voice and manual
input, is that it provides alternative ways of operating
the device. When automatic speech recognition is
cumbersome, e.g. in a noisy enviromnent or when the
device is trained by another person, the manual input
is a fallback option. User tests show that people want
to have this possibility. Our post-experiment
questionnaire results show that people really would
want to use manual control instead of voice control in

the following situations:
0 personal context: when one is not in the mood

to talk to a device, not able to talk (e.g. one has
a hoarse voice), or when it is inappropriate
(e .g. during a concert or presentation).

- social context: when one is talking to others, or

when you don’t want to disturb other people in
the room.

- physical context: when there is a lot of noise in
the room — during a party for example — and
voice control just doesn't work very well.

5 DISCUSSION AND FUTURE

RESEARCH

The concept presented in this paper is a prototype of
what could be an add-on remote control feature for

people who already own a PDA. The cflfifllsfilsf‘ A
suitable for other applications, such as an electronic
programme guide (EPG) that could be used as a
personal TV programme recommender, or a
catalogue of your videotapes or videodiscs.

The disadvantages of mobile devices (small

displays and few buttons, no keyboard) have been
compensated by using voice input in combination
with stylus input. Redundancy in the use of different
input modalities makes it a robust interaction
concept, that can be used in different contexts of use.

The real estate of the small display has been used
in such a way that the items in the CD catalogue can
be sorted on various attributes (artist, music style,
release year), and sub-selections can be quickly
made. In addition, animations and functional sounds

have been added, to offer more redundancy in
different output modalities.

This concept of a multimodal interaction style on a
mobile device, seems also applicable to other
domains than just entertainment, such as information
and communication applications. It offers easy access
to content through mobile devices. The mobile
device does not necessarily store the content,

although that would be possible, but it can be a
gateway to that content, as exemplified by our
application.

Our work has generated various questions for
future research:

- multi-user and multi-appliance: A PDA is
designed for personal use. How to design and
implement voice control for use in a room with
other people and other equipment?

0 shared interaction / scalability: A single PDA
does not support shared interaction: it is
difficult to show your catalogue to others. A
bigger screen that can be shared (e.g. a TV
screen in the living room) is an option, but
How well can a small—display application be
scaled to a bigger displays?

0 personalisation: Although the content, your

CD collection, is personalised, the application
and user interface are not. What are the options
for personalising the personal remote control?

In the final paper, we will elaborate more on the
experiments (design and data), on the advantages and
disadvantages of the concept, and the implications
for future research.
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PAR7“xDYl\lEl”

6300 ADSL2+/ReachDSL Enhanced DSL CPE Family
6381, 6382, 6388

Bridge]Router, Multi-Port Switch, and WiFi Intelligent

CPE Family

Overview

With Paradyne's innovative, easy to use ADSL/R CPE family, service
providers can provide ADSL2+ service and ReachDSL service in the same
unit, ensuring coverage to the entire subscriber base. The 6300 CPE family
provides enhanced remote diagnostic tools that allow the service provider to

remotely access this enhanced endpoint for quick trouble isolation in order to maintain the highest level of service.

 
The Paradyne 6300 enhanced CPE are easily user-installed. The embedded web-based usser interface is designed to simplify
ADSL deployment. All products provide an Ethernet connection that is auto-sensing, eliminating the worry about connection
cable type (straight-trhough vs crossover). All units include a built in POTS filter that eliminates the expense of an external filter
as well as reduces installation errors.

The 6300 enhanced CPE all default to a simple bridge. This and other default settings make for a quick and easy installation
that doesn't require any configuration.

When operating in router mode, these gateways support DHCP Server/Relay/Client, NAPT, as well as RIP, dynamic routing, port
forwarding, static routing, and ping initiation. For secuirty firewall functions including PAP (Password Access Protocol) and CHAP
(Challenge Handshake Authentication Protocol) are supported.

The 6382 multiport Ethernet CPE and the 6388 multiport Ethernet CPE with wireless access incorporate an Ethernet switch

rather than a hub and provide versatile solutions for the deployment of residential and business customers including packet
voice and video services.

In addition all of the CPE that make up the 6300 family support the key OpIQ feature DELT to help service providers debug
subscriber service issues. DELT, or Dual End Loop Test, is a feature that is present in Paradyne's ADSL2+ DSLAMs and BLCs
and is also a feature of Paradyne ADSL2+ CPEs. Because DELT is a dual-ended test, it requires equipment that supports the
DELT feature at both ends of the copper loop.

DELT is primarily used for reactive tests on a loop after a modem has been deployed—either to help troubleshoot a line or to
capture a baseline of loop characteristics at the time of installation.

Features

I Revolutionary combination of standards based ADSL I Includes Stateful Inspection Firewall, PAP, and CHAP
and ReachDSL on a single platform for security

I DELT - Dual Ended Loop Testing I DHCP Server/Client or proxy, dynamic and static
routing

I Automatically selects technlogy with best
performance - ADSL, ADSL2, ADSL2+, or ReachDSL I Configured through easy-to-use web interface
2.2

I Includes both Ethernet and USB interfaces

I Speeds beyond 24 Mbps using ADSL2+
I Supports 802.11b/g Wi-Fi and multiport routing

I Compatible with all DSLAMs providing standard
ADSL, ADSL2, and ADSL2+ I Service provider pre and customizable default

configurations
I Integrated telephone filter

I Enhanced ping
I Bridge and router configurations

I Telnet client
I Includes PPPoE and PPoA clients
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Benefits

Enhanced service provider intelligent demarcation
with remote diagnostics to streamline installation and
simplify maintenance

DELT - For integrated loop testing without external
equipment

Integrated WiFi 802.11b/g wireless access point
provides universal coverage

Single endpoint can be utilized for standard ADSL,
ADSL2, ADSL2+ services as well as ReachDSL
services

Automatically switches to ReachDSL technlogy if line
conditions do not permit acceptable service using
standard ADSL, ADSL2, or ADSL2+

85
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Reduces number of truck rolls required to install and
maintain services with customer self-installation and

remote management

Single modem for bridging and routing needs;
defaults to bridge or to the pre-configured service
provider options.

Provides secure access with necessary authentication
to give service providers a controlled and secure
demarcation point between their network and
customer's network

Includes both USB and Ethernet interfaces for

flexibility when installing

Includes multiport Ethernet router with and without
wireless access

Integrated splitter and filter reduces installation costs
and hassles
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Specifications

Dimensions

1.2" H X 6" W x 4.4" D (3.0Scm H X 15.24cm W x 11.8cm
D)

Weight

1.Slbs (shipping weight)

Power

100 VAC, 50 Hz
110 VAC, 60 Hz
220VAC, 50/60 Hz

Interfaces
DSL Line: RJ11

Phone: RJ11 (with integrated phone filter)
Ethernet: 10/100Base T, RJ45 (1 on 6210/6211, 4 on
6382/6388)
USB 1.1 (6381 only)
WiFi 802.11b/g (6388 only)

Standards Support
RFC 1483/2684 Multiprotocol Encapsulation over ATM
RFC 2364 PPP over ATM

RFC 2516 PPP over Ethernet

IPv4, TCP, UDP, ICMP, ARP, RARP, proxy—ARP
RIPv1, RIPv2

Static Routing
DHCP Server/Client/Relay
DNS Proxy
UPNP

Multicastz IGMP v1,v2 Snooping and Proxy
IEE 802.1d transparent bridging
Lookup table for 1K MAC Address

Security:
- NAPT

- Stateful Inspection Firewall
— PPP with PAP/CHAP

- 64/ 128/256-bit WEP Engine Encryption; PSK, TKIP;
Shared Key Authentication
- Broadcast Storm Protection

ATM:

- Up to 8 PVCs, UBR, CBR, VBR
- OAM F5, F4 Loopbacks

Ordering Information

ADSL2+/ReachDSL Bridged/Routed CPE 10/ 100BaseT plus USB

Protocol Support
ANSI T1.413 (Full Rate ADSL)
ITU G.992.1 (DMT)

1TU G.992.2 (G.|ite)
ITU G.992.3 (ADSL2)
ITU G.992.5 (ADSL2+)
ITU G.994.1 (G.hs)
ITU G.997.1

Paradyne ReachDSL 2.2

Management
Web based User Interface

EXHIBIT A

Firmware Upgradeable via HTTP
Telnet Server
Tl-‘I’P Server and Client
SNMP

Bandwidth/ Distance

Downstream Speeds up to 24 Mbps using ADSL2+ (2.2
Mbps with ReachDSL)

Upstream speeds up to 2 Mbps with ADSL2+ (2.2 Mpbs
with ReachDSL)

Regulatory Compliance
FCC Part 68
FCC Part 15
CE
CUL
CS-03
TUV

ReachDSL 2.2 Spectral Compliance:
- ANSI T1.417

- ANSI T1.413
- UK ANFP
- ETSI TR101 830-1

- Approved for all loops in Japan by the TTC

Operating Requirements

Temperature: 32F to 104F (OC to 40C)
Non-operating temperature: —4F to 149F (-20C to 65C)
Humidity: 5% to 95%, non—condensing

6381-A3-200 ADSL2+/ReachDSL CPE Router (TI), 10/100BaseT, N.A.

6381—A3-210

6381-A3-300

6381-A3—302

6381-A3-304

6381-A3-600

ADSL2+/ReachDSL Bridge/Router 4 Port Ethernet Switch

86

ADSL2+/ReachDSL CPE Router (TI), 10/ 100BaseT, N.A., FCC Part 68 Approved

ADSL2+/ReachDSL CPE Router (TI), 10/ 100BaseT, U.K.

ADSL2+/ReachDSL CPE Router (TI), 10/ 10OBaseT, EURO

ADSL2+/ReachDSL CPE Router (TI), 10/ 1OOBaseT, India

ADSL2+/ReachDSL CPE Router (TI), 10/100BaseT, Japan
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6382-A1-200 ADSL2+/ReachDSL CPE Router (TI), 4 Port Ethernet Switch, N.A.

6382-A1-210 ADSL2+/ReachDSL CPE Router (TI), 4 Port Ethernet Switch, N.A., FCC Part 68 Approved

6382-A1-300 ADSL2+/ReachDSL CPE Router (TI), 4 Port Ethernet Switch, U.K.

6382-A1-302 ADSL2+/ReachDSL CPE Router (TI), 4 Port Ethernet Switch, EURO

6382-A1-304 ADSL2+/ReachDSL CPE Router (TI), 4 Port Ethernet Switch, India

6382-A1-600 ADSL2+/ReachDSL CPE Router (TI), 4 Port Ethernet Switch, Japan

ADSL2+/ReachDSL Bridge/Router 802.11G WiFi plus 4 Port Ethernet Switch

6388-A1-200 ADSL2+/ReachDSL CPE Router (TI), 802.11G WiFi, N.A.

6388-A1-210 ADSL2+/ReachDSL CPE Router (TI), 802.11G WiFi, N.A., FCC Part 68 Approved

6388-A1-300 ADSL2+/ReachDSL CPE Router (TI), 802.11G WiFi, U.K.

6388-A1~302 ADSL2+/ReachDSL CPE Router (TI), 802.11G WiFi, EURO

6388-A1-304 ADSL2+/ReachDSL CPE Router (TI), 802.11G WiFi, India

6388~A1-600 ADSL2+/ReachDSL CPE Router (TI), 802.11G WiFi, Japan

For additional information on this or any Paradyne product or service, contact the office nearest you or dial
It 1.800.727.2396 (USA and Canada) or 1.727.530.8623; fax 147274530-8216: For international locations, visit the

Paradyne web site at http://www.paradyne.com
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PDYN I Support l Manuals I Bridge and Router Technical Manuals 1 of 4
EXHIBIT A

login

lsearch paradyne.com search paradynecom

Cornpa Products Solutions Suppor News & Partner:

Technical Support

overview Bridge and Router Technical Manuals

Documentation ATM Endpoints
__M_a""a|5 _ IP Endpoints

Enoi/llileidgelaase i StormPort Modems
Disc Notices TDM Endpoints

Other Endpoints and RTUs

°°"""°“'5 POTS Filters and Splittersl-‘lrmware

MIBS If you are looking for older versions of bridge and router technical manuals, click here.
Tools ATM Endpoinls

""3"a”tY R99 8300-A2-GB20-00 4/03
Service Programs Hotwire 8300 Endpoint User's Guide

5‘*"('C‘*_5£'_‘{‘?-',‘_’,',‘?fl,_ 8300-A2-GN10-10 5/03
Tl'3l"i"9 1nf0l'm3ti0|'| Hotwire 8300 Endpoint Installation Instructions
Repair & Warranty

Standard Service T&C G° t° 7°”

IP Endpoints

1740-A2-GB20-10 9/04
1740 SHDSL 2/4—Wire Router User's Guide

6205-A2-GZ40-10 9/04
6205 ADSL Modem Installation Instructions

6205-A2-GZ41-00 7/04
6205 ADSL Modem Quick Installation Instructions

6210-A2-GB23-00 1/05
6210-A3 Bridge and 6211-A3 Bridge/Router User's Guide

6210-A2-GZ13-00 1/05
6210 Bridge and 6211 Bridge/Router Quick Installation Instructions

6211-A2—GB21-20 1/05
6211-I1 ADSL2+ Router User's Guide

62,11-A2-G210-10 12/04
6211-I1 ADSL2+ Router Quick Installation Instructions

6212-A2-GB22—00 1/05
6212-A2 4—Port Router User's Guide

6212-A2-GZ11-10 12/04
6212 4-Port Router Quick Installation Instructions

6218-A2-GB20-00 2/05
6218-A1 Wireless Router User's Guide

6218-A2-GZ10-00 1/05
6218-A1 Wireless Router Quick Installation Instructions

6300-R2-GB20-00 3/OZ (Russian version)
Hotwire DSL Routers, Models 6301/6302, 6341/6342, 6351, and 6371, User's Guide

6300-A2-GB20-10 11/03 (English Version) _
Hotwire DSL Routers, Models 6301, 6302, 6341, 6342, 6351, and 6371, User's Guide

6301-A2-GN10-10 3/01
Hotwire 6301/6302 IDSL Routers Installation Instructions

6310-A2-GN10-60 7/00 (English version)
6310-B2-GN10-60 8/00 (French version)
Hotwire MVL Modem, Model 6310-A3, with Inline Phone Filter, Installation Instructions

6310-A2-GN12-00 9/01 (English version)

http://web.archive.org/web/20050414001350/http://www.paradyne.com/support/manuals/router_manuals
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6310-B2-GN12-00 9/01 (French version)
Hotwire ReachDSL v1 (MVL) Modem, Model 6310-A4, with Inline Phone Filter, Installation Instructions

6321—A2-GN10-00 3/00
Hotwire 6321/6322 IDSL Routers Installation Instructions

6341-A2-GN10-20 3/01
Hotwire 6341/6342 SDSL Routers Installation Instructions (also see 6300«A2—GB20)

6350-A2-GN10-10 12/00 (English version)
6350-B2-GN10-10 12/00 (French version)
Hotwire ReachDSL Modem, Model 6350-A3, with Inline Phone Filter Installation Instructions

6350-A2-GN12-20 6/04 (English version)
6350-B2-GN12-10 4/02 (French version)
6350-R2-GN12-10 4/02 (Russian version)
Hotwire ReachDSL Modem, Model 6350-A4, with Inline Phone Filter Installation Instructions

6351-B2-GN10-10 9/01 (French version)
6351-R2-GN10-10 9/01 (Russian version)
Hotwire 6351 ReachDSL Router Installation Instructions

6351-A2-GN10-20 2/04 (English version)
Hotwire 6351 ReachDSL Router Installation Instructions (also see 6300—A2—GB20)

6371-A2-GN10-40 9/01
Hotwire 6371 RADSL Router Installation Instructions (also see 6300-A2-GB20)

6381-A2-GB23-10 1/05
6381-A3 Router User's Guide

6381-A2-GZ13-00 12/04
6381-A3 Router Quick Installation Instructions

6382-A2-GB20-00 4/05
6382 4-Port Router User's Guide

6382-A2-GZ10—00 1/05
6382 4-Port Router Quick Installation Instructions

6388-A2-GB20-00 2/05
6388-A1 Wireless Router User's Guide

6388-A2—GZ10—00 1/05
6388-A1 Wireless Router Quick Installation Instructions

6390-A2-GK40-00 9/02
Hotwire ReachDSL Modem, Model 6390, with Inline Phone I-‘ilter Installation and Operation Supplement

6390-A2-GN10-10 9/02 (English version) ,
6390-B2-GN10-10 9/02 (French version)
6390-R2-GN10-00 5/02 (Russian version)

Hotwire ReachDSL Modem, Model 6390, with Inline Phone l-‘ilter Installation Instructions

Go to Top

StormPort Modems

400 / 08-01137-01 9/00
StormPort 400 Modem Installation Guide

401 / 08-01139-01 9/00
StormPort 401 esled Modem Installation Guide

405 / 08-01141-01 9/00
StormPort 405 Modem Installation Guide

600 / 08-01143-01 11/00
StormPort 600 Modern Installation Guide

610-A2-GN70-00 9/02
StormPort 610 Modern Installation Sheet (see note)

1020-A2-GN70-10 4/03
StormPort 620 and 1020 Modern Installation Sheet (see note)

Note: The 610, 620, and 1020 Installation Sheets are not designed for online viewing. Print them and fold them in thirds
to use them as intended.

Go to Top

http://web.archive.org/web/20050414001350/http://www.paradyne.corr1/suppon/manuals/router_manua1s
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TDM Endpoints

7900-A2-GB21-20 12/01
Hotwire TDM SDSL Standalone Termination Unit, Models 7974-A2, 7975-A2, and 7976-A2, User's Guide

7900-A2-GN11-20 12/01 (English version)
7900-N2-GN11-20 12/02 (Chinese version)
Hotwire TDM SDSL Standalone Termination Units, Models 7974-A2, 7975-A2, and 7976-A2, Installation Instructions

7900-A2-GK40-00 12/00
Special Notice - Network Interface Option: Transmit Attenuation

7900-A2-GK41-00 12/00
Hotwire TDM SDSL Termination Unit Ferrite Choke Installation Instructions

7900-A2—GZ42-00 10/02
Hotwire TDM SDSL Standalone Termination Unit, Model 7974
Wall Mounting Installation Instructions

7990-AZ-GB20-20 9/04
Hotwire TDM SHDSL Endpoints, Models 7995-A2-411, 7995-A2-421, 7995-A2-422, 7995-A2-700, 7996-A2—410,
7996-A2-420, and 7996-A2-700, User's Guide

7990-A2-GN10-20 9/04 (English version)
Hotwire TDM SHDSL Endpoints, Models 7995-A2—411, 7995-A2-421, 7995-A2-422, 7995-A2-700, 7996—A2—410,
7996-A2420 and 7996-A2-700, Installation Instructions

7990-N2~GN10-00 12/O2 (Chinese version)
Hotwire TDM SHDSL Endpoints, Models 7995-A1 and 7996-A1, Installation Instructions

7995-A2-GB21-00 9/04
7995-A2-374 SHDSL-Serial NTU User's Guide

7995-A2-GZ10-00 9/04
7995-A2-374 SHDSL-Serial NTU Quick Installation Instructions

7996-A2-GB21-00 9/04
7996-AZ-374 SHDSL-G.703 NTU User's Guide

7996-A2-GZ10-O0 9/04
7996-A2-374 SHDSL-G.703 NTU Quick Installation Instructions

Go to Top

Other Endpoints and RTUs

810_Installation_Manual 2/01
Allied Data CopperJet 81x ADSL Modem Installation Manual

810 / 4800-A2-GN13-00 9/02
Copperlet 810 Mounting Bracket Installation Instructions

4800-A2-GN14—00 5/03
Netopia Modem Mounting Bracket Installation Instructions

5216-A2-GN10-30 8/00
Hotwire 5216 RTU Customer Premises Installation Instructions

5246-A2-GN10-30 8/00
Hotwire 5246 RTU Customer Premises Installation Instructions

5446-A2-GN 10-70 8/00
Hotwire 5446 RTU Customer Premises Installation Instructions

5620—A2-GN11-40 9/01
Hotwire 5620 RTU Installation Instructions

Go to Top

POTS Filters and Splitters

5030-A2-GN10-20 12/99
Hotwire 5030 POTS Splitter Customer Premises Installation Instructions

5038-A2-GN10-10 9/98
Hotwire 5038 Distributed POTS Splitter Customer Premises Installation Instructions

http://web.archive.org/web/2005041400 1350/http://www.paradyne.com/supportlmanuals/router_manuals
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5038—A2-GN11-10 4/98
Hotwire 5038 MVL POTS Filter Customer Premises Installation Instructions
Hotwire 6035 Universal Phone Filter Installation Instructions

6038—A2-GN10-00 6/98
Hotwire 6038 MVL POTS Filter Customer Premises Installation Instructions

6040-A2-GN11-00 12/99
Hotwire 6040 MVL Wall Jack Phone Filter Installation Instructions

7034-A2-GN10-O0 4/00
Hotwire 7034 Customer Premises POTS Splitter Installation Instructions

Go to Top

If you are looking for older versions of bridge and router technical manuals, click here.

Copyright 1996 - 2005 Paradyne Corporation
8545 - 126th Avenue North . Largo, Florida, USA 33773
Worldwide: 1-727-530-2000 . Fax: 1-727-530-8216

Contact Us

http://web.archive.org/web/20050414001350/http://www.paradyne.com/supporflmanuals/router_manuals .
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http://web.archive.org/web/20060106200402/http://wvvw.paradyne.com/suppo

rt/manuals/docs/6388-A2-GZ10-00.pdf
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PAR/‘\DYNE®
6388 Wireless Router

Quick Installation Instructions

Document Number 6388—A2—GZ10-O0

February 2005

Installation

0 Connect the DSL line to the LINE jack using the
provided RJ11 cable.

9 Optionally, connect a phone to the PHONE jack. This
phone does not require a POTS splitter.

9 Connect PCs, hubs, and switches to the LAN ports.
Either a straight-through Ethernet cable (provided) or
a crossover cable can be used. The router

automatically determines the type of signal required.

6 Attach the power adapter. The supplied power
adapter may look different than the one illustrated
here.

9 Configure your router and your wireless devices to
communicate with each other

See the user's guide on the CD for information about
configuring your router using your web browser.

* 6388- A2— GZ10- 00*
‘6388-A2~GZ10-00‘

Copyright © 2005 Paradyne Corporation.
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Software and Firmware License Agreement

ONCE YOU HAVE READ THIS LICENSE AGREEMENT AND AGREE TO
ITS TERMS, YOU MAY USE THE SOFTWARE AND/OR FIRMWARE
INCORPORATED INTO THE PARADYNE PRODUCT. BY USING THE
PARADYNE PRODUCT YOU SHOW YOUR ACCEPTANCE OF THE
TERMS OF THIS LICENSE AGREEMENT.

IN THE EVENT THAT YOU DO NOT AGREE WITH ANY OF THE TERMS
OF THIS LICENSE AGREEMENT, PROMPTLY RETURN THE UNUSED
PRODUCT IN ITS ORIGINAL PACKAGING AND YOUR SALES RECEIPT
OR INVOICE TO THE LOCATION WHERE YOU OBTAINED THE
PARADYNE PRODUCT OR THE LOCATION FROM WHICH IT WAS
SHIPPED TO YOU, AS APPLICABLE, AND YOU WILL RECEIVE A REFUND
OR CREDIT FOR THE PARADYNE PRODUCT PURCHASED BY YOU.
 
The terms and conditions of this License Agreement (the “Agreement")
will apply to the software and/or firmware (individually or collectively the
“Software") incorporated into the Paradyne product (the “Product")
purchased by you and any derivatives obtained from the Software,
including any copy of either. If you have executed a separate written
agreement covering the Software supplied to you under this purchase,
such separate written agreement shall govern.

Paradyne Corporation (“Paradyne”) grants to you, and you ("Licensee")
agree to accept a personal, non-transferable, non-exclusive, right
(without the right to sublicense) to use the Software, solely as it is
intended and solely as incorporated in the Product purchased from
Paradyne or its authorized distributor or reseller under the following
terms and conditions:

1. Ownership: The Software is the sole property of Paradyne and/or its
Iicensors. The Licensee acquires no title, right or interest in the
Software other than the license granted under this Agreement.

2. Licensee shall not use the Software in any country other than the
country in which the Product was rightfully purchased except upon
prior written notice to Paradyne and an agreement in writing to
additional terms.

3. The Licensee shall not reverse engineer. decompile or disassemble
the Software in whole or in part.

4. The Licensee shall not copy the Software except for a single
archival copy.

10.

94

Except for the Product warranty contained A
Software is provided “AS IS" and in its present state and condition
and Paradyne makes no other warranty whatsoever with respect to
the Product purchased by you. THIS AGREEMENT EXPRESSLY
EXCLUDES ALL OTHER WARRANTIES, WHETHER EXPRESS
OR IMPLIED, OR ORAL OR WRITTEN, INCLUDING WITHOUT
LIMITATION:

a. Any warranty that the Software is error-free, will operate
uninterrupted in your operating environment, or is compatible
with any equipment or software configurations; and

b. ANY AND ALL IMPLIED WARRANTIES, INCLUDING
WITHOUT LIMITATION IMPLIED WARRANTIES OF
MERCHANTABILITY, FITNESS FOR A PARTICULAR
PURPOSE AND NON-INFRINGEMENT.

Some states or other jurisdictions do not allow the exclusion of
implied warranties on limitations on how long an implied warranty
lasts, so the above limitations may not apply to you. This warranty
gives you specific legal rights, and you may also have other rights
which vary from one state or jurisdiction to another.

. In no event will Paradyne be liable to Licensee for any
consequential, incidental, punitive or special damages, including
any lost profits or lost savings, loss of business information or
business interruption or other pecuniary loss arising out of the use or
inability to use the Software, whether based on contract, tort,
warranty or other legal or equitable grounds, even if Paradyne has
been advised of the possibility of such damages, or for any claim by
any third party.

. The rights granted under this Agreement may not be assigned,
sublicensed or otherwise transferred by the Licensee to any third
party without the prior written consent of Paradyne.

. This Agreement and the license granted under this Agreement shall
be terminated in the event of breach by the Licensee of any
provisions of this Agreement.

Upon such termination, the Licensee shall refrain from any further
use of the Software and destroy the original and all copies of the
Software in the possession of Licensee together with all
documentation and related materials.

This Agreement shall be governed by the laws of the State of
Florida, without regard to its provisions concerning conflicts of laws.
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https://web.archive.org/web/20060106201139/http://wvvw.paradyne.com/supp

ort/manuals/docs/6388-A2-GB20-0O.pdf

95 DIRECTV Exhibit 1017



DIRECTV    Exhibit 101796

EXHIBIT A

6388 Wireless Router

User’s Guide

Document No. 6388-A2-GB20-O0

February 2005

PAR/\DYNE®
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Copyright © 2005 Paradyne Corporation.

All rights reserved.
Printed in U.S.A.

Notice

This publication is protected by federal copyright law. No part of this publication may be copied or distributed,
transmitted, transcribed, stored in a retrieval system, or translated into any human or computer language in any form or
by any means, electronic, mechanical, magnetic, manual or otherwise, or disclosed to third parties without the express
written permission of Paradyne Corporation, 8545 126th Ave. N., Largo, FL 33773.

Paradyne Corporation makes no representation or warranties with respect to the contents hereof and specifically
disclaims any implied warranties of merchantability or fitness for a particular purpose. Further, Paradyne Corporation
reserves the right to revise this publication and to make changes from time to time in the contents hereof without
obligation of Paradyne Corporation to notify any person of such revision or changes.

Changes and enhancements to the product and to the information herein will be documented and issued as a new
release to this manual.

Warranty, Sales, Service, and Training Information

Contact your local sales representative, service representative, or distributor directly for any help needed. For additional
information concerning warranty, sales, service, repair, installation, documentation, training, distributor locations, or
Paradyne worldwide office locations, use one of the following methods:

[1 Internet: Visit the Paradyne World Wide Web site at www.paradyne.com. (Be sure to register your warranty at
www.paradyne.com/warranty.)

[1 Telephone: Call our automated system to receive current information by fax or to speak with a company
representative.

— Within the U.S.A., call 1-800-870-2221

— Outside the U.S.A., Call 1-727-530-2340

Document Feedback

We welcome your comments and suggestions about this document. Please mail them to Technical Publications,
Paradyne Corporation, 8545 126th Ave. N., Largo, FL 33773, or send e—mail to userdoc@paradyne.com. Include the
number and title of this document in your correspondence. Please include your name and phone number if you are
willing to provide additional clarification.

Trademarks

Acculink, Bitstorm, Comsphere, DSL the Easy Way, ETC, Etherloop, Framesaver, GranDSLAM, GrandVlEW, Hotwire,
the Hotwire logo, iMarc, Jetstream, MVL, NextEDGE, Net to Net Technologies, OpenLane, Paradyne, the Paradyne
logo, Paradyne Credit Corp., the Paradyne Credit Corp. logo, Performance Wizard, ReachDSL, StormPort, TruePut are
registered trademarks of Paradyne Corporation.

ADSL/Ft, Connect to Success, Hotwire Connected, JetFusion, Jetvision, MicroBurst, Packetsurfer, Quick Channel,
Reverse Gateway, Spectrum Manager, and StormTracker are trademarks of Paradyne Corporation.

All other products or services mentioned herein are the trademarks, service marks, registered trademarks, or
registered service marks of their respective owners.

A February 2005 6388-A2-GB20-00
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A Important Safety Instructions
1. Read and follow all warning notices and instructions marked on the product or included in the manual.

2. Slots and openings in the cabinet are provided for ventilation. To ensure reliable operation of the product and to
protect it from overheating, these slots and openings must not be blocked or covered.

3. Do not allow anything to rest on the power cord and do not locate the product where persons will walk on the power
cord.

4. Do not attempt to service this product yourself, as opening or removing covers may expose you to dangerous high
voltage points or other risks. Refer all servicing to qualified service personnek

5. General purpose cables are used with this product for connection to the network. Special cables, which may be
required by the regulatory inspection authority for the installation site, are the responsibility of the customer. Use a
UL Listed, CSA certified, minimum No. 24 AWG line cord for connection to the Digital Subscriber Line (DSL)
network.

6. When installed in the final configuration, the product must comply with the applicable Safety Standards and
regulatory requirements of the country in which it is installed. If necessary, consult with the appropriate regulatory
agencies and inspection authorities to ensure compliance.

7. A rare phenomenon can create a voltage potential between the earth grounds of two or more buildings. If products
installed in separate buildings are interconnected, the voltage potential may cause a hazardous condition. Consult
a qualified electrical consultant to determine whether or not this phenomenon exists and, if necessary, implement
corrective action prior to interconnecting the products.

8. Input power to this product must be provided by one of the following: (1) a UL Listed/CSA certified power source
with a Class 2 or Limited Power Source (LPS) output for use in North America, or (2) a certified transformer, with a
Safety Extra Low Voltage (SELV) output having a maximum of 240 VA available, for use in the country of
installation.

9. In addition, since the equipment is to be used with telecommunications circuits, take the following precautions:

— Never install telephone wiring during a lightning storm.

— Never install telephone jacks in wet locations unless the jack is specifically designed for wet locations.

— Never touch uninsulated telephone wires or terminals unless the telephone line has been disconnected at the
network interface.

— Use caution when installing or modifying telephone lines.

— Avoid using a telephone (other than a cordless type) during an electrical storm. There may be a remote risk of
electric shock from lightning.

— Do not use the telephone to report a gas leak in the vicinity of the leak.

CE Marking

When the product is marked with the CE mark on the equipment label, a supporting Declaration of Conformity may be
downloaded from the Paradyne World Wide Web site at www.paradyne.com. Select Library —> Technical Manuals —»
CE Declarations of Conformity.

FCC Part 15 Declaration

An FCC Declaration of Conformity may be downloaded from the Paradyne World Wide Web site at www.paradyne.com.
Select Support —> Technical Manuals -> Declarations of Conformity.

This device complies with Part 15 of the FCC Rules. Operation is subject to the following two conditions: (1) this device
may not cause harmful interference, and (2) this device must accept any interference received, including interference
that may cause undesired operation.

The authority to operate this equipment is conditioned by the requirement that no modifications will be made to the
equipment unless the changes or modifications are expressly approved by the responsible party.

6388-A2-GB20-O0 February 2005 B
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This equipment has been tested and found to comply with the limits for a Class B digital device, pursuant to Part 15 of
the FCC Rules. These limits are designed to provide reasonable protection against harmful interference in a residential
installation. This equipment generates, uses, and can radiate radio frequency energy and, if not installed and used in
accordance with the instructions, may cause harmful interference to radio communications. However, there is no
guarantee that interference will not occur in a particular installation. If this equipment does cause harmful interference
to radio or television reception, which can be determined by turning the equipment off and on, the user is encouraged to
try to correct the interference by one or more of the following measures:

El Reorient or relocate the receiving antenna.

El Increase the separation between the equipment and receiver.

El Connect the equipment into an outlet on a circuit different from that to which the receiver is connected.

El
Consult the dealer or an experienced radio/'l'V technician for help.

Notice to Users of the United States Telephone Network

The following notice applies to versions of the modem that have been FCC Part 68 approved.

This equipment complies with Part 68 of the FCC rules and the requirements adopted by the Administrative Council for
Terminal Attachment (ACTA). On the bottom side of this equipment is a label that contains, among other information, a
product identifier in the format US:AAAEQ##TXXXX. If requested, this number must be provided to the Telephone
Company.

This equipment is intended to connect to the Public Switched Telephone Network through a Universal Service Order
Code (USOC) type RJ11C jack. A plug and jack used to connect this equipment to the premises wiring and telephone
network must comply with the applicable FCC Part 68 rules and requirements adopted by the ACTA. A compliant
telephone cord and modular plug is provided with this product. It has been designed to be connected to a compatible
modular jack that is also compliant.

The Ringer Equivalence Number (or REN) is used to determine the number of devices that may be connected to a
telephone line. Excessive RENs on a telephone line may result in the devices not ringing in response to an incoming
call. In most but not all areas, the sum of FlENs should not exceed five (5.0). To be certain of the number of devices that
may be connected to a line, as determined by the total FlENs, contact the local Telephone Company. The REN for this
product is part of the product identifier that has the format US:AAAEQ##TXXXX. The digits represented by ## are the
REN without a decimal point. For example, 03 represents a REN of 0.3.

If the modem causes harm to the telephone network, the Telephone Company will notify you in advance that temporary
discontinuance of service may be required. But if advance notice is not practical, the Telephone Company will notify the
customer as soon as possible. Also, you will be advised of your right to file a complaint with the FCC if you believe it is
necessary.

The Telephone Company may make changes in its facilities, equipment, operations or procedures that could affect the
operation of the equipment. If this happens, the Telephone Company will provide advance notice in order for you to
make necessary modifications to maintain uninterrupted service. if trouble is experienced with the modem, refer to the
repair and warranty information in this document.

If the equipment is causing harm to the telephone network, the Telephone Company may request that you disconnect
the equipment until the problem is resolved.

The user may make no repairs to the equipment.

Connection to party line service is subject to state tariffs. Contact the state public utility commission, public service
commission or corporation commission for information.

if the site has specially wired alarm equipment connected to the telephone line, ensure the installation of the modern
does not disable the alarm equipment. If you have questions about what will disable alarm equipment, consult your
Telephone Company or a qualified installer.

C February 2005 6388-A2-GB20-00
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Supplier's Declaration of Conformity

Place of Issue:

Paradyne Corporation
8545 126th Avenue North

Largo, FL 33773-1502
USA

Date of Issue: TBD

Paradyne Corporation, located at the above address, hereby certifies that the Model Number 6388—AX-XXX (where X
may be any numeric character) bearing labeling identification number US:AW2DL04B6388-AX complies with: the
Federal Communications Commission's ("FCC") Rules and Regulations 47 CFR Part 68, the Administrative Council on
Terminal Attachments ("ACTA")-adopted technical criteria TIA—968—A, "Telecommunications - Telephone Terminal
Equipment —Technical Requirements for Connection of Terminal Equipment To the Telephone Network, October 2002."

Patrick Murphy

Senior Vice President, Chief Financial Officer

7? ,

Notice to Users of the Canadian Telephone Network

NOTICE: This equipment meets the applicable Industry Canada Terminal Equipment Technical Specifications. This is
confirmed by the registration number. The abbreviation IC before the registration number signifies that registration was
performed based on a Declaration of Conformity indicating that Industry Canada technical specifications were met. It
does not imply that Industry Canada approved the equipment.

NOTICE: The Ringer Equivalence Number (REN) for this terminal equipment is labeled on the equipment. The REN
assigned to each terminal equipment provides an indication of the maximum number of terminals allowed to be
connected to a telephone interface. The termination on an interface may consist of any combination of devices subject
only to the requirement that the sum of the Ringer Equivalence Numbers of all the devices does not exceed five.

If your equipment is in need of repair, contact your local sales representative, service representative, or distributor
directly.

ACANADA — EMI NOTICE:

This Class B digital apparatus meets all requirements of the Canadian interference—causing equipment regulations.

Cet appareil numérique de la classe B respecte toutes Ies exigences du reglement sur le material brouilleur du
Canada.

Japan Notices

Caaéfilii. ifiifiilflfifillefifilfiiasefifilllfifié (VCC I) rnfifi

I:§'J'< 7 32 B ifififiififiacfi’. Caafifilz. ieear-em?» : 2;

Eéwabrmifw.:®§E#9§t¢?VE9a>&E§cfi§LT

league 3;. §Ef§'m§>E§leE:'§‘:&:ib¥&5tJ tint.

E3t§’z§R¥l¥l:’aEoTIEt,isEl0&W&t,'CTec>.

Thrs. IS a C-lasts E! product based on ‘me Elandard of Ihe ‘.I'olun1ar',r Uonlroi EQLIIEII for
Iriterfe-ernce from Iulorrnallon l'EE.’rIr1D|0-g'gr Equlprrleni WCGIJ. ”1i1lEl is used fiear a -radio or
lelei.-'i5ion receiver In a domestic Gil‘-'l!Gl'I merit. I‘. ma-,- cause mono Iriterler-ance Install and use
the equiorrlent according to the instruction manual
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About This Guide

Document Purpose and Intended Audience

This guide contains detailed information about the 6388 wireless router. it is
intended for all users of the router.

Document Summary

Chapter 1, Introduction Describes the features of the router.  
   
 

Chapter 2, Hardware Shows how to connect the router and set up your PC to
Installation and PC Setup manage the router.

Chapter 3, Using the Web Explains how to use the web interface to configure and
Interface monitor the router

Chapter 4, Troubleshooting Contains tips on troubleshooting common problems.

Appendix A, Terminology Explains some major internetvvorking concepts.

Lists key terms concepts and sections in alphabeticalorder.

A master glossary of terms and acronyms used in Paradyne documents is
available online at www.paradyne.com. Select Support —> Technical Manuals —>
Technical Glossary.

 

 
 

 
 

Product—Re1ated Documents

Complete documentation for Paradyne products is available online at
www.paradyne.com. Select Support —> Technical Manuals.

To order a paper copy of a Paradyne document, or to speak with a sales
representative, please call 1-727-530-2000.
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Introduction

Definition s

Before you install or use your new router, you may find it helpful to understand the
following terms:

El A bridge is a device that fon/vards any message from one part of a network to
another.

[1 A router is a device that forwards messages according to their network
addresses.

El ADSL is Asymmetric Digital Subscriber Line, a version of DSL that allows a
higher speed for information coming from the Internet to your PC

(“downstream”) than it does for information going to the Internet from your PC
(“upstream”).

El Reach DSL® is a version of DSL that works on lines too long or too noisy for
ADSL.

E1 ADSL/R® is technology that combines ADSL and ReachDSL in one device.

The Model 6388 is a Digital Subscriber Line (DSL) modem that may be set by you
to run in bridge or router mode. Because it is most frequently used as a router, that
is how it is referred to in this manual. It supports ADSL/R.

Features of the 6388 Wireless Router

Your router has the following features:

[1 4-Port 10/100BaseT Layer 2 Ethernet switch

El Support for ADSL2+ and ReachDSL (ADSL/R)

El Support for wireless protocols 802.11b and 802.11g

III The ability to connect multiple PCs to the Internet with just one WAN IP
Address (when configured in router mode with NAT enabled)

El A user-friendly web interface for configuration and monitoring

El Single-session |PSec and PPTP passthrough for Virtual Private Network
(VPN)
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Preconfigured port settings for many popular games

Ability to act as a DHCP Server on your network

Compatibility with virtually all standard Internet applications

Address filtering and DMZ hosting

Downloadable flash software upgrades

Support for up to eight Permanent Virtual Circuits (PVCs)
EIEICIDEIUEJ

Support for up to eight PPPoE sessions

System Requirements

In order to use your modem for Internet access, you must have the following:

El ADSL service subscription from your ISP.

El One computer with an Ethernet 10/100BaseT network interface card (NIC).

D For system monitoring or configuration using the supplied web interface, a
web browser such as Internet Explorer Version 5.5 or later.

Ports and Buttons (Back Panel)

El LINE port: This is the DSL interface which connects directly to your phone line.

El PHONE port: This allows a phone to directly connect to the router. You do not
need to add splitter to the phone you connect here, since the router has an
internal splitter.

El RESET Button: The RESET button is used to reset the router to the default

settings selected by your service provider. Do not use the RESET button
unless advised to by your service representative.

El LAN 1-4 (Local Area Network) port(s): connect to Ethernet network devices,

such as a PC, hub, switch, or router. Depending on the device connected, you
may need a crossover cable or a straight-through cable.

E1 POWER is where you connect the power supply.

El ON/OFF: Controls power to the router. The router is on when this button is in

its down position, and off when the button is in its up position.

LED Description (Front Panel)

El Power LED: On indicates that the power is supplied to the router.

[1 Status LED: The Status LED serves two purposes. If the LED is continuously
lit, the DSL interface is successfully connected to a device through the LINE

1-2 February 2005 6388-A2-GB20-O0
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port. If the LED is flickering, it is an indication that the router is training
(negotiating the connection to its partner modem).

El Link LED: The Activity LED shows the state of the PPPoA or PPPoE
connection. Off: no PPP connection is established or the connection is not

used. Blinking: a PPP connection is being attempted. Solid green: a PPP
connection is established. Flickering: a PPP connection is established and
there is activity on the link.

El LAN 1—4 LED: Each LAN LED serves two purposes. If the LED is continuously
lit, the Ethernet interface is successfully connected to a device through the
LAN port. If the LED is flickering, it is an indication of network activity.

[1 WLAN: Solid green: the wireless LAN is enabled. Flickering: there is activity on
the wireless LAN.

 
Packing List

El Your router is shipped with the following:

El Power adapter

El Ethernet cable (RJ45, straight-through wiring)

[3 Phone cable (RJ11)

El CD-ROM containing this manual
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Hardware Installation and

PC Setup

 

Overview

This chapter provides basic instructions for connecting the router to a computer or

a LAN and to the Internet using DSL. The first part provides instructions to set up
the hardware, and the second part describes how to prepare your PC for use with

the router. Refer to Chapter 3, Using the Web Interface for router configuration
instructions.

It is assumed that you have already subscribed to DSL service with your Internet
service provider (ISP).

Connecting the Hardware

Shut down your PC and any other equipment before connecting it to the router. To
connect your router:

D Procedure

1. Connect the supplied modular phone cable to the LINE port, and connect the
other end of the cable to your phone jack.

2. If you would like to use a phone in the vicinity of the router, connect it to the

PHONE jack of the router using the cord that came with your telephone. The
router has an internal POTS filter, so you do not need to install one here.

3. Use the included Ethernet cable to connect your computer to the router. Attach

one end of the Ethernet cable to one of the LAN ports on the back of the router
and connect the other end to the Ethernet port or Network Interface Card
(NIC) in your PC.

Connect any other PCs, hubs, and switches to the remaining LAN ports. Either
a crossover or a straight-through Ethernet cable can be used: the router
determines and adjusts to the type of signal required.

4. Connect the cylindrical power plug into the POWER connector on the back of
the device. Next:

~ If you have a wa||—mount adapter, plug the AC adapter into a wall outlet or
a power strip.
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— If you have a table-top adapter, use the AC power cord to connect the
adapter to a wall outlet or power strip.

The supplied power adapter may look different than the one illustrated here.

Figure 2-1. Hardware Installatio
:3

5. Configure your router and your wireless devices to communicate with each
other.

6. Turn on your PC any other LAN devices, such as hubs or switches.
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Configuring Your PC’s IP Address

Before you start to access the router using the Ethernet connection, you must
configure your PC to use DHCP, or change your PC's TCP/IP address to be
192.168.1.x, where x is any number between 2 and 254, with a subnet mask of
255.255.255.0.

Your router's default IP address is 192.168.1.1.

Assigning an IP Address to your PC Automatically by DHCP

To use the router's DHCP feature, click in the radio button labeled “Obtain an IP

address automatically” instead of “Use the following IP address” in the following
procedures.

By default, the LAN port IP address of the router is 192.168.1.1. (You can change
this address, or another address can be assigned by your ISP.)

Windows XP

To configure the IP address under Windows XP:

D Procedure

1. In the Windows task bar, click on the Start button, and then click on Control
Panel

2. Double-click on the Network Connections icon.

3. In the LAN or High-Speed Internet window, right-click on the icon

corresponding to your network interface card (NIC) and select Properties.
(Often this icon is labeled Local Area Connection). The Local Area Connection
dialog box is displayed with a list of currently installed network items.

6388-A2-GB20-O0 February 2005 2-3

114 DIRECTV Exhibit 1017



DIRECTV    Exhibit 1017115

EXHIBIT A
2. Hardware Installation and PC Setup 

4. Ensure that the check box to the left of the item labeled Internet Protocol

(TCP/IP) is checked, and click on Properties.

I Network Lonnections

l“#lf:1VLl".,J-' gi, Search ‘Folders! _,. ,r. )(l¢)l
l Address Network Connections

LAN or High-Speed Internet

Local Area Connection
lvleb \‘|:‘l l. : able :.iriplugi3e«.'l

réfi I Intel: 5‘; W3 '2' I'1C'i3 V-'l‘l iletl mil

Wizard

 New Connection Wizard ¢ Network Setup Wizard'1u—’C—-I 
Figure 2-2. Network Connections in Windows XP

J- Local Area Lonnectron 2 Properties ? 5]

Authentication l Advanced l
Connect using:

l — Broadcom USB Remote NDlS Device

Qonfigure... I
This cgnnection uses the following items:

 
'nsta"~-- I III

F Description 1

Transmission Control Protocolilntemet Protocol. The default l
lwide area network protocol that provides communication

across diverse interconnected networks.

l_ Show icon in notification area when connected

 
Figure 2-3. Local Area Connection Properties in Windows XP
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5. In the Internet Protocol (TCP/IP) Properties dialog box, click in the radio button

labeled “Use the following IP address” and type 192.168.1.x (where x is any
number between 2 and 254) in the IP Address field. Type 255.255.255.0 in the
Subnet Mask field.

Internet Protocol (TCP,fIP) Properties ?I X]

General I

You can get IP settings assigned automatically if your network supports
this capability. Otherwise, you need to ask your network administrator for
the appropriate IP settings.

(‘ Obtain an IP address automatically

I-5‘ Use the following IP address:

I |Paddress: 192.188 1 . 20

‘ Subnet mask: I 255 . 255 . 255 . El

I Default gateway: IL. , ,_._.

P Ubtain DNS *;F.'I‘~!EI address autjmaiir.-ally

~-G Use the following DNS server addresses: —-———j~A—I
I

Z Preferred DNS server: I . .I

Alternate DNS server. I . .

Advanced. I

 
Figure 2-4. TCP/IP Properties in Windows XP

6. Click on OK twice to confirm your changes, and close the Control Panel.

Windows 2000

To configure the IP address under Windows 2000:

> Procedure

1. In the Windows task bar, click on the Start button, point to Settings, and then
select Control Panel.

2. Double-click on the Network and Dial-up Connections icon.

3. In the Network and Dial-up Connections window, right-click on the Local Area
Connection icon, and then select Properties.

The Local Area Connection Properties dialog box is displayed with a list of
currently installed network components. If the list includes Internet Protocol

(TCP/IP), the protocol has already been enabled, in which case you can skip
to Step 10.
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4. If Internet Protocol (TCP/IP) does not appear as an installed component, click
on Install.

5. In the Select Network Component Type dialog box, select Protocol, and then
click on Add.

6. Select Internet Protocol (TCP/IP) in the Network Protocols list, and then click
on OK.

You may be prompted to install files from your Windows 2000 installation CD
or other media. Follow the instructions to install the files.

7. If prompted, click on OK to restart your computer with the new settings.

8. After restarting your PC, double-click on the Network and Dial-up Connections
icon in the Control Panel.

9. In Network and Dial-up Connections window, right-click on the Local Area
Connection icon, and then select Properties.

10. In the Local Area Connection Properties dialog box, select Internet Protocol
(TCP/IP), and then click on Properties.

11. In the Internet Protocol (TCP/IP) Properties dialog box, click in the radio button

labeled “Use the following IP address” and type 192.168.1.x (where x is any
number between 2 and 254) in the IP Address field. Type 255.255.255.0 in the
Subnet Mask field.

12. Click on OK twice to confirm and save your changes, and then close the
Control Panel.

Windows ME

To configure the IP address under Windows ME:

> Procedure

1. In the Windows task bar, click on the Start button, point to Settings, and then
click on Control Panel.

2. Double-click on the Network and Dial-up Connections icon.

3. In the Network and Dial-up Connections window, right-click on the Network
icon, and then select Properties.

The Network Properties dialog box is displayed with a list of currently installed
network components. If the list includes Internet Protocol (TCP/IP), the

protocol has already been enabled, in which case you can skip to Step 11.

4. If Internet Protocol (TCP/IP) does not appear as an installed component, click
on Add.

5. In the Select Network Component Type dialog box, select Protocol, and then
click on Add.

6. Select Microsoft in the Manufacturers box.

7. Select Internet Protocol (TCP/IP) in the Network Protocols list, and then click
on OK.
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You may be prompted to install files from your Windows ME installation CD or
other media. Follow the instructions to install the files.

8. If prompted, click on OK to restart your computer with the new settings.

9. After restarting your PC, double-click on the Network and Dial-up Connections
icon in the Control Panel.

10. In Network and Dial-up Connections window, right-click on the Network icon,
and then select Properties.

11. In the Network Properties dialog box, select TCP/IP, and then click on
Ptoperties.

12. In the TCP/IP Settings dialog box, click in the radio button labeled “Use the
following lP address” and type 192.168.1.x (where x is any number between 2
and 254) in the IP Address field. Type 255.255.255.0 in the Subnet Mask field.

13. Click on OK twice to confirm and save your changes, and then close the
Control Panel.

To configure the IP address under Windows 95 or Windows 98:

> Procedure

1. In the Windows task bar, click on the Start button, point to Settings, and then
click on Control Panel.

2. Double-click on the Network icon.

The Network dialog box is displayed with a list of currently installed network

components. If the list includes TCP/IP, the protocol has already been
enabled, in which case you can skip to Step 9.

3. If TCP/IP does not appear as an installed component, click on Add. The Select
Network Component Type dialog box appears.

4. Select Protocol, and then click on Add. The Select Network Protocol dialog
box appears.

5. Click on Microsoft in the Manufacturers list box, and then click on TCP/lP in
the Network Protocols list box.

6. Click on OK to return to the Network dialog box, and then click on OK again.

You may be prompted to install files from your Windows 95/98 installation CD.
Follow the instructions to install the files.

7. Click on OK to restart the PC and complete the TCP/IP installation.

8. After restarting your PC, open the Control Panel window, and then click on the
Network icon.

9. Select the network component labeled TCP/IF’, and then click on Properties.

If you have multiple TCP/IP listings, select the listing associated with your
network card or adapter.
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Windows NT 4.0

2-8

10. In the TCP/IP Properties dialog box, click on the IP Address tab.

11. Click in the radio button labeled “Use the following IP address” and type
192.168.1.x (where x is any number between 2 and 254) in the IP Address
field. Type 255.255.255.0 in the Subnet Mask field.

12. Click on OK twice to confirm and save your changes. You will be prompted to
restart Windows. Click on Yes and restart your PC again.

To configure the IP address under Windows NT 4.0:

D Procedure

1. In the Windows NT task bar, click on the Start button, point to Settings, and
then click on Control Panel.

2. In the Control Panel window, double click on the Network icon.

3. In the Network dialog box, click on the Protocols tab.

The Protocols tab displays a list of currently installed network protocols. If the

list includes TCP/IP, the protocol has already been enabled, in which case you
can skip to Step 9.

4. If TCP/IP does not appear as an installed component, click on Add.

5. In the Select Network Protocol dialog box, select TCP/IP, and then click on
OK.

You may be prompted to install files from your Windows NT installation CD or
other media. Follow the instructions to install the files.

After all files are installed, a window displays to inform you that a TCP/IP
service called DHCP can be set up to dynamically assign IP information.

6. Click on Yes to continue, and then click on OK if prompted to restart your
computer.

7. After restarting your PC, open the Control Panel window, and then double—click
on the Network icon.

8. In the Network dialog box, click on the Protocols tab.

9. In the Protocols tab, select TCP/IP, and then click on Properties.

. In the Microsoft TCP/IP Properties dialog box, click in the radio button labeled

Use the following IP address and type 192.168.1.x (where x is any number
between 2 and 254) in the IP Address field. Type 255.255.255.0 in the Subnet
Mask field.

11. Click on OK twice to confirm and save your changes, and then close the
Control Panel.
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Logging Into Your Router

To configure your router, open your web browser. ignore any error about lacking a
connection. Type the default IP address (192.168.1.1) into the Location field of
your browser and press the Enter key. The following screen appears.

Please Log In to (unhnue.

UsemammlaminPassword. “’““  
Figure 3-1. Login Screen

The default user name is Admin and the password is Admin. Both are
case-sensitive.

Note: Before configuring your router, make sure you have followed the instructions

in Chapter 2, Hardware Installation and PC Setup. You should have your PCs
configured for DHCP mode (if your router will be), and have proxies disabled on
your browser. If you see a login redirection screen when you access the web
interface, verify that JavaScript support is enabled in your browser. Also, if you do
not get the screen shown in Figure 3-1, you may need to delete your temporary
lnternet files.
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Home Page

The first screen (Figure 3-2) that appears after the log in screen is the Home page.
From this screen you can configure the LAN and WAN connections, configure the

router's security, routing, and filtering, access debugging tools, obtain the status of
the router, and view the online help.

P/\§\‘/ij_)\ Nfi HOIE setup ADVANCED WIRELESS TOOLS smus HELP

System Uphrne: 214 hours 33 minutes Ethernet: DisconnenedDSL Status: Conneded Software Version: a3.oo.o4
DSL Speed: 960/B128|<bos 5510.Wireless RF: Disabled ‘

Quick Start

Connecfion Status (2)

Qgssnpfign 119.2 12 itate Qnlm Dissgmfitieasgn
TSML tsml NA NA NA NA
QI(_c0NN dhcpc 13526.1 1.220 Connected 0hr 5min S lsec NA

 
Figure 3-2. Home Page

The basic layout of the Home page consists of a page selection list across the top
of the browser window. The footer displays router status, connection information,
and other useful information. The center display is where most of the configuration
will take place.

Click on Log Out to close the session, Refresh to update the status display, or

Quick Start to configure basic options.

Quick Start

The Quick Start screen gives you immediate access to the options you are most
likely to need to specify or change. Click on the Quick Start button on the Home
page to access it.

Select a connection type from the drop-down list:

El DHCP — The address of the router is automatically assigned

El PPPoE — Your service provider has restricted access by name and password

El Static — Your service provider has supplied a specific network address for your
router
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HA1Q/\D‘1[\,'[ HOIE sewn ADVANCED wmusss TOOLS smus HELP

LAN Setup Quick Start DHCP Cunnetlion Setup
LAN Configuration

Ethernet Switch _ TYPE: I DHCP
Firewall/NAT Options: D NAT E] FirewaliServices

WAN Setup
New Connection
Modem
TSML

Sampie_Connechon
1 0g Out 

Figure 3-3. Quick Start - DHCP

[’f'\',’1)‘]'\j[ nous seiuv ADVANCED wmsuss TOOLS smus HELP

LAN Setup Quirk Mari F-’PPn[> (‘nnnt-(hon Setup
LAN Configuration

Ethernet Switch Type. LFTPOE I0 t . NAT F ll _'
Firewall/NAT plons U D lrewaServices

WAN setup rm: Settings * _‘2 I15 I11
New Connection Username _ ....

Modem Pa==sw°rd-::TSML

Samp|e_Connection
Log Out 

Figure 3-4. Quick Start - PPPoE
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LAN Setup

HOIE SENP ADVANCED WIRELESS TOOLS STATUS HELP

Quick Start static connection Setup

LAN Configuration
Ethernet Switch
Firewall/NAT

Type: Static ‘I
options: [I NAT [j Firewall

Services
WA N Setu [7

New Connection
Modem
TSML

Samp|e_Cannection
Log Out

Figure 3-5.

Static Settings

IP Address:
Mask:

Default Gateway:
DNS 1:
DNS 2:
DNS 3:

Quick Start — Static

0.0.0.0
Til

135.26.11.254
135.26.1.15O 

Enter or select Quick Start options as shown in the following table.

Table 3-1.

Username (PPPoE)

Quick Start Options

Click in the check box to activate Network Address Translation

(NAT). See Appendix A, Terminology, for a description of NAT.

Click in the check box to activate the firewall. See Appendix A,
Terminology, for a description of a firewall.

Enter the user name given to you by your service provider.

Password (PPPOE) 1 Enter the password given to you by your service provider.
IP Address (Static)

Mask (Static)

Default Gateway (Static)

DNS 1-3 (Static)

Enter the IP address to be assigned to the router.

Enter the subnet mask to be applied to the IP address.

Enter the IP address of a default gateway. Packets for which
the router has no appropriate route are sent to the default
gateway.

Enter the IP address of the primary domain name server, and
optionally the addresses of a secondary and tertiary DNS to
be used if the server before it is unavailable.

Click on Save to make the changes permanent.
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Setup

To set up LAN and WAN options not available on the Quick Start screens, select

Setup from the Home page. Figure 3-6 shows the Setup page. The menu is
broken into two sections: the WAN configuration and the LAN configuration.

P/‘,I\‘/\l)\ N HOIE saw? ADVANCED WIRELESS roots smrus HELP

LAN Setup ' - ‘.= Hnriio
LAN Configuration
Ethernet Switch

Firewall/NATServices
WAN Setup

New Connection
Modem

TSML System Uptime: 2:4 hours -:3 minutes
DSL Status: Connected
DSL Speed: 960/812Bkbps

Log Out Wireless rm Disabled

I Ethernet: Disconnected
'Softwar¢ Version: R3.00.D4
I 5510:

Sample_Connection 
Figure 3-6. Setup Options

Wide Area Network Connection

The DSL (LINE) connection is the Wide Area Network (WAN) connection. It is also

referred to as a broadband connection. The requirements for the WAN connection
depend on your Internet Service Provider (ISP). Most of the configuration you will
perform will be in this area.

Local Area Network Connection

On the other side of your router are your own Local Area Network (LAN)
connections. This is where you plug in your local computers to the router. The
router is normally configured to automatically provide all the PCs on your network
with Internet addresses.

If you connected a PC (rather than a hub or a switch) directly to the router, your
LAN consists of that PC.

Saving Changes

Note that the Apply button temporarily saves changes you make. To make
changes permanent, click on Tools (at the top of the page) and select System
Commands. At the System Commands page, click on Save All.
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Configuring the WAN

Before the router will pass any data between the LAN interface and the WAN

interface, the WAN side of the router must be configured. Depending upon your
ISP, you will need some or all of the information listed below before you can
properly configure the WAN:

I] Your DSL line’s Virtual Path Identifier (VPI) and Virtual Channel Identifier (VCI)

El Your DSL encapsulation type and multiplexing mode

El Your DSL training mode (default is MMODE)

If you use PPPoA or PPPoE, you also need these values from your ISP:

I] Your username and password

If you use multiprotocol encapsulation over ATM Adaptation Layer 5 (as described
in RFC 1483), you may need these values from your ISP:

El Your DSL fixed Internet IP address

El Your subnet mask

El Your default gateway IP address

El Your primary DNS IP address

Since multiple users can use the router, the router can simultaneously support
multiple connection types. You must set up different profiles for each connection.

The router supports the following protocols:

III DHCP

PPPoA (RFC 2364)

PPPOE (RFC 2516)

Static

Bndged

EIEIDEI
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New Connection

A new connection is basically a virtual connection. Your router can support up to 8

different virtual connections. If you have multiple different virtual connections, you
may need to utilize the static and dynamic routing capabilities of the router to pass
data correctly.

PPPoE Connection Setup

PPPoE is defined in the lnternet standard RFC 2516. It is a method of

encapsulating PPP packets over Ethernet. PPP (Point-to-Point Protocol) is a

method of establishing a network session between network hosts. it usually
provides a mechanism of authenticating users.

To configure the CPE for PPPoE:

> Procedure

1. Click on Setup and then click on New Connection. The default PPPoE
connection setup is displayed.

2. At the Type field, select PPPoE from the drop-down list. The PPPoE
Connection Setup page is displayed.

3. Give your PPPoE connection a unique name. The name must not have spaces
and cannot begin with numbers.

4. Select a PVC Sharing type of Disable, Enable, or VLAN.

5. Select or enter a VPl and VCl (as supplied by your DSL service provider or

your ISP), or click in Auto PVC. (Auto PVC causes the router to perform
automatic VPI/VCI detection as defined in DSL forum TR-068.) For VLAN,
specify a VLAN ID and priority.

6. Select NAT and Firewall if you want them active for this connection. Firewall

and NAT services must be enabled. See Firewall/NAT Services on page 3-22.

7. Select the quality of service (QOS). Leave the default value if your ISP did not

provide this information. Depending on the QoS you select, you may also
enter:

— PCR (Peak Cell Rate)

— SCR (Sustainable Cell Rate)

— MBS (Maximum Burst Size)

— CDVT (Cell Delay Variation Tolerance)

Following is a description of the different options:

El Username - The username for the PPPoE access. This is provided by your
DSL service provider or your ISP

[1 Password - The password for the PPPoE access. This is provided by your DSL
service provider or your ISP.

6388-A2—GB20—O0 February 2005 3-7
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El ldle Timeout - Specifies that PPPoE connection should disconnect if the link
has no activity detected for the specified number of seconds. This field is used
in conjunction with the On Demand feature. To disable the timeout feature,
enter a zero in this field.

El Authentication — Specifies the authentication protocol: Auto (the protocol is
selected by the PPPoE server), PAP (Password Authentication Protocol), or
CHAP (Challenge Handshake Authentication Protocol).

I] Keep Alive - When the On Demand option is not enabled, this value specifies

the length of time to keep the connection from being shut down for inactivity by
sending PPP LCP echoes to the PPP server. To ensure that the link is always
active, enter a zero in this field.

El MTU - The Maximum Transmission Unit the DSL connection can send. It is a

negotiated value. The maximum specified value is 1500, although some
DSL/ISP providers require a larger value. The minimum MTU value is 128.

El On Demand - Enables on-demand mode. The connection will disconnect if no

activity is detected after the specified idle timeout value.

El Default Gateway — Specifies whether a default gateway is used.

[1 Enforce MTU - Check this box if you experience problems accessing the
Internet over a PPPoE connection. This feature will force all TCP traffic to

conform with PPP MTU by changing TCP Maximum Segment Size to the PPP
MTU.

El Debug - Enables PPPoE connection debugging facilities. Debugging is talked
about later.

El PPP Unnumbered — Specifies that the calling and answering routers will not
request IP addresses.

PA:\‘,‘\]_)\ l\L HOIE SETUP ADVANCED WIRELESS TOOLS STATUS new 
LAN Setup PPPOE Conne(tion setup

LAN Configuration
Ethernet Switch

n..e.,,a.i/NAT Options: l_i NAT U Firewall VLAN ID: i Priority BitsServices ¥g7

Name: ‘ Type‘ PPPoE *1 Shanng' Disable

WAN Setup PPP settings PVC settings

New Connection Usgrname; useméme pvc

Modem Password: 7 ‘ vpl: HA‘
T5"L Idle Timeout: Va. 6i c ' ~ . ’ “ ‘“ ‘ —-—

Samp e_ onnection Keep Alive. Q05: lUBR ,5'-09 00* Authentication: (9 Auto 0 CHAP Q PAP — V’ ’
— —— PCR' ’ cps

MTU: ‘1492 ‘bytes ——~ — —
On Demand: C Default Gateway: M SCRU —_.— A CD5
Enforce MTU: [1 Debug: D M85‘ 1C€"S

PPP Unnumbered: [: ’"”’CDVT V
, iisecs

Auto
PVC: U

 
Figure 3-7. PPPOE Connection Setup

To complete the connection you must now click the Apply button. The Apply button
will temporarily save this connection. To make the change permanent, click on
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Tools (at the top of the page) and select System Commands. At the System
Commands page, click on Save All.

PPPoA Connection Setup

PPPoA is defined in the Internet standard RFC 2364. It is a method of

encapsulating PPP packets over ATM cells which are carried over the DSL line.

PPP (Point—to—Point Protocol) is a method of establishing a network session

between network hosts. it usually provides a mechanism of authenticating users.
LLC and VC are two different methods of encapsulating the PPP packet. Contact
your ISP to make sure which encapsulation is being supported.

By selecting PPPoA, you are forcing your router to act as the termination point for

the PPPoA connection. This frees up your PC resources and allows multiple users
to utilize the PPPoA connection.

To configure the router for PPPoA:

D Procedure

1. Click on Setup and then click on New Connection. The default PPPoE

connection setup is displayed.

2. At the Type field, select PPPoA from the drop-down list. The PPPoA
connection setup page is displayed.

3. Give your PPPoA connection a unique name. The name must not have spaces
and cannot begin with numbers.

4. Select or enter a VPl and VCI (as supplied by your DSL service provider or
your ISP), or click in Auto PVC. (Auto PVC causes the router to perform
automatic VPINCI detection as defined in DSL forum TR-O68.)

5. Select NAT and Firewall if you want them active for this connection. Firewall

and NAT services must be enabled. See Firewall/NAT Services on page 3-22.

6. Select the encapsulation type (LLC or VC); if you are not sure just use the
default mode.

7. Select the quality of service (QOS). Leave the default value if your ISP did not
provide this information. Depending on the Q03 you select, you may also
enter:

— PCR (Peak Cell Rate)

— SCR (Sustainable Cell Rate)

— MBS (Maximum Burst Size)

— CDVT (Cell Delay Variation Tolerance)

Following is a description of the different options:

El Username — The username for the PPPoA access. This is provided by your
DSL service provider or your ISP.
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3-10

m 
LAN Setup

LAN Configuration

Ethernet Switch Name: Type: PPPoA V. Sharing:
F..ewan NAT Options: 13 NAT D Firewall VLAN ID: Pnority Bits:/Services

WA" 5e'"P PPP Settings PVC Settings

New co.me;uon Encapsulation: G) LLCO VC PVC. :

Mode", Username: usemame WI: 0
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Authentication: @ Auto 0 CHAP o PAP PC” “"5
Ivrm: ssoo bytes 5CR= CD5

On Demand: D Default Gateway: M MBS: cells
Debug: El

PPP Unnumbered: E] CDVT: “secsA t

P3530

Figure 3-8.

EXHIBIT A

Password — The password for the PPPoA access. This is provided by your
DSL service provider or your ISP.

Idle Timeout — Specifies that PPPoA connection should disconnect if the link
has no activity detected for the specified number of seconds. This field is used

in conjunction with the On Demand feature. To disable the timeout feature,
enter a zero in this field.

Authentication — Specifies the authentication protocol: Auto (the protocol is
selected by the PPPoA server), PAP (Password Authentication Protocol), or
CHAP (Challenge Handshake Authentication Protocol).

Keep Alive — When the On Demand option is not enabled, this value specifies
the length of time to keep the connection from being shut down for inactivity by
sending PPP LCP echoes to the PPP server. To ensure that the link is always
active, enter a zero in this field.

MTU — The Maximum Transmission Unit the DSL connection can send. It is a

negotiated value. The maximum specified value is 1500, although some
DSL/ISP providers require a larger value. The minimum MTU value is 128.

On Demand — Enables on-demand mode. The connection will disconnect it no

activity is detected after the specified idle timeout value.

Default Gateway — Specifies whether a default gateway is used.

Debug — Enables PPPoA connection debugging facilities.

PPP Unnumbered — Specifies that the calling and answering routers will not
request IP addresses.

 |i’/(:\‘,‘\L))N[_ HOIIE saw ADVANCED WIRELESS TOOLS smus

 

 
I1|'k!ui\ I'.'i:mrIc\'_tmr| Setup

  

PPPOA Connection Setup
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To complete the connection you must now click the Apply button. The Apply button
will temporarily save this connection. To make the change permanent, click on
Tools (at the top of the page) and select System Commands. At the System
Commands page, click on Save All.

Static Connection Setup

A static connection is used whenever a known static IP is assigned. The

accompanying information such as the subnet mask and the default gateway
should also be specified. Up to three Domain Name Server (DNS) addresses can
also be specified. These servers give you access to other web servers. The valid
range of IP addresses is 1.0.0.0 to 223.255.255.254.

To configure the router for a Static connection:

> Procedure

1. Click on Setup and then click on New Connection. The default Static
connection setup is displayed.

2. At the Type field, select Static. The Static Connection Setup page is displayed.

3. Give your Static connection a unique name. The name must not have spaces
and cannot begin with numbers.

4. Optionally enable Network Address Translation (NAT) and the Firewall options.
Firewall and NAT services must be enabled. See Firewall/NAT Services on

page 3-22.

5. Select a PVC Sharing type of Disable, Enable, or VLAN.

6. Select or enter a VPI and VCl (as supplied by your DSL service provider or

your ISP), or click in Auto PVC. (Auto PVC causes the router to perform
automatic VPlNCl detection as defined in DSL forum TR-068.) For VLAN,

specify a VLAN ID and priority.

7. Select NAT and Firewall if you want them active for this connection. Firewall
and NAT services must be enabled. See Firewall/NAT Services on page 3-22.

8. Select the encapsulation type (LLC or VC). If you are not sure which to use,
just use the default mode.

9. Based upon the information your lSP provided, enter your assigned IP
Address, Subnet Mask, Default Gateway (if provided), and Domain Name

Services (DNS) address (if provided). Specify the VPI and VCI settings. Your
DSL service provider or your ISP will supply these.

10. Select the quality of service (QOS). Leave the default value if your ISP did not
provide this information.

11. Set the mode to Bridged or Routed as instructed by your ISP.
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F“‘_mw' Swmh Name: _ Type: Static 1 Shanna: Disable j
F..-.,-.-mil/NA r 0D'5i0"55 D NAT U Fi"eW3" Vl.AN ID: Priority Bits:Services 
 

  

   

   
  

  

 
 WAN Sr-lup Static Settings pvc settings

Encapsulation: F3) LLC 0 VCN-‘\'l Lriim--rlinn

IP Address: ;o.o.o 0 PVC’l‘-lndeni , 0

l Mask:| VPI‘TSML I vcI.;0
5 Default Gataway:|135 26.11 254 'ample Lonnection Q°S_ UBR “

LOG out nus 1:|1352t-31150 ~
DNS 2:: PCR‘ ‘"5
DNS 3: 5°“? 595

Mode: 5} Bridged C) Routed MBS:_ cells
CDVT: usecs

Auto PVC.‘ D

Figure 3-9. Static IP Connection Setup

To complete the connection you must now click the Apply button. The Apply button
will temporarily save this connection. To make the change permanent, click on

Tools (at the top of the page) and select System Commands. At the System
Commands page, click on Save All.

DHCP Connection Setup

3-12

Dynamic Host Configuration Protocol (DHCP) allows the router to automatically
obtain the IP address from the server. This option is commonly used in situations

where IP is dynamically assigned and is not known prior to assignment.

To configure the router for a DHCP connection:

> Procedure

1. Click on Setup and then click on New Connection. The default PPPoE
connection setup is displayed.

2. At the Type field, select DHCP. The DHCP connection setup page is displayed.

3. Give your DHCP connection a unique name. The name must not have spaces
and cannot begin with numbers.

4. Select a PVC Sharing type of Disable, Enable, or VLAN.

5. Select or enter a VPI and VCI (as supplied by your DSL service provider or

your ISP), or click in Auto PVC. (Auto PVC causes the router to perform
automatic VPINCI detection as defined in DSL forum TR-O68.) For VLAN,

specify a VLAN ID and priority. — —

6. Select NAT and Firewall if you want them active for this connection. Firewall
and NAT services must be enabled. See Firewall/NAT Services on page 3-22.
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7. Select the encapsulation type (LLC or VC). If you are not sure which to use,

just use the default mode.

8. Select the quality of service (QOS). Leave the default value if your ISP did not
provide this information. Depending on the QoS you select, you may also
enter:

— PCR (Peak Cell Rate)

— SCR (Sustainable Cell Rate)

— MBS (Maximum Burst Size)

— CDVT (Cell Delay Variation Tolerance)

If your DSL line is connected and your DSL provider is supporting DHCP, you can
click on the Renew button and the CPE will retrieve an IP Address, Subnet Mask,

and Default Gateway address. At any time you can renew the DHCP address by
clicking on the Renew button.

 P,/;}\",".‘L)\ N[ HOIE SETUP ADVANCED WIRELESS TOOLS STATUS HELP 

LAN Setup | t.\H1.Ir1'..arrn:1huu |.'a-my

 

LAN fonflgurntion _

Elherml Swim] Name: 1 Type: DHCP yd Sharing: Disable V.
,;,,.,.,,,,a”/N“ Options: El NAT G Firewall VLAN 10: Priority Bits: IS6-rvires

WAN ‘ictup DHCP Settings pvc sengngs

New (UIIIICLIIUII Encapsulation: O LLCO vc pvci
Modpm IP Address: ..

7 Mask: VP“ ID |
TSML Gateway: VCI: (O I
5anIp|e_Connection Default Gateway, 0 Q05: fUBR ‘ll.Log Out --

@ Pew. cos
SCR: cps
MBS: cells

CDVT: I usecs
Auto PVC: Cl

|
Figure 3-10. DHCP Connection Setup

To complete the connection you must now click the Apply button. The Apply button
will temporarily save this connection. To make the change permanent, click on
Tools (at the top of the page) and select System Commands. At the System
Commands page, click on Save All.
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Bridged Connection

A pure bridged connection does not assign an IP address to the WAN interface.
This connection method makes the router act as a hub that passes packets across
the WAN interface to the LAN interface.

To configure the router as a bridge:

> Procedure

1. From the Home page, click on Setup and then click on New Connection. The
default PPPoE connection setup is displayed.

2. At the Type field select Bridge. The Bridge connection setup page is displayed
(see Figure 3-11).

3. Give your Bridge connection a unique name; the name must not have spaces
and cannot begin with numbers.

4. Select a PVC Sharing type of Disable, Enable, or VLAN.

5. Select or enter a VPI and VCI. (Your DSL service provider or your ISP will

supply these.) For VLAN, specify a VLAN ID and priority.

6. Select the encapsulation type (LLC or VC); if you are not sure which to use,

just use the default mode.

7. Select the quality of service (QoS). Leave the default value if you are unsure
or the ISP did not provide this information. Depending on the QoS you select,
you may also enter:

— PCR (Peak Cell Rate)

— SCR (Sustainable Cell Rate)

— MBS (Maximum Burst Size)

— CDVT (Cell Delay Variation Tolerance)

  
 
 

  
WIRELESS TOOLS STATUS HELP

 P/\}\',‘.|'__)fi N[_ HOIIE sewn ADVANCED

 
LAN Setup Hnduud < um.-,Ar_tu,-u fvrglup

  
I All t’nnf|r1uration

Ftlior-net €\-ntrh : Bridge ‘SS Sharing: Disable
Firewall/NAT VLAN ID: Priority Bits: .Services

WAN SETUP Bridge Settings pvc setting;

New k_Lmnx-< [mu Encapsulation: ® LLC O VC PVC:

Modem - VPI, D
ism Va: 0

Samplefionnectron Q05: UBR Iv-Loq Out
PCR: cps
SCR: cps
MBS. calls

CENT: f usecs
Auto PVC: 0

Figure 3-11. Bridged Connection Setup
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To complete the connection you must now click the Apply button. The Apply button
will temporarily save this connection. To make the change permanent, click on
Tools (at the top of the page) and select System Commands. At the System
Commands page, click on Save All.

Classical IP and ARP over ATM (CLIP) allows IP datagrams and ARP (Address

Resolution Protocol) requests and replies to be transmitted over ATM using ATM
Adaptation Layer 5 (AAL5).

To configure a CLIP connection:

> Procedure

1. From the Home page, click on Setup and then click on New Connection. The
default PPPoE connection setup is displayed.

At the Type field select CLIP and the CLIP connection setup page is displayed.

Give your CLIP connection a unique name; the name must not have spaces
and cannot begin with numbers.

Select or enter a VPI and VCI (as supplied by your DSL service provider or

your ISP), or click in Auto PVC. (Auto PVC causes the router to perform
automatic VPINCI detection as defined in DSL forum TR-068.)

Specify the IP address and subnet mask.

Specify the address of the ARP server.

Specify the address of the Default Gateway.9°.“9’.°"
Select the quality of service (QoS). Leave the default value if you are unsure
or the ISP did not provide this information. Depending on the QoS you select,
you may also enter:

PCFI (Peak Cell Rate)

SCR (Sustainable Cell Rate)

MBS (Maximum Burst Size)

CDVT (Cell Delay Variation Tolerance)

3-15
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|{/‘-,{\‘/\|)\ Nl HOIE SETUP ADVANCED WlRELESS TOOLS
STATUS HELP

LAN Setup LI.I i-I IIQIIIH?-‘.Nn':r» .-«mp
[AN Configuration

Etherlml Switch I Name: I
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Modem Mask:
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log Out

Figure 3-12. CLIP Connection Setup

 
Sharing: _

Priority Bits:

PVC Settings

pvc: I

VPI:;U
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Q05: IUBR Au.
PCR:| cps

SCR:| cps
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Auto PVC: G

To complete the connection you must now click the Apply button. The Apply button
will temporarily save this connection. To make the change permanent, click on
Tools (at the top of the page) and select System Commands. At the System
Commands page, click on Save All.

Modify an Existing Connection

3-16

To modify an existing connection:

> Procedure

1. From the Home screen, click on Setup.

2. Click on the connection you want to modify. The connections are listed by
name.

If you delete a connection, to make the change permanent, click on Tools (at the
top of the page) and select System Commands. At the System Commands page,
click on Save All.
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Modem Setup

To configure the DSL modulation type:

> Procedure

1. From the Home screen, click on Setup.

2. Under WAN Setup, select Modem. This will bring up the Modem Setup screen.
Leave the default value if your ISP did not provide this information. For most
cases, this screen should not be modified.

P/,[\‘,‘.|'_)\ NL HOIE SETUP ADVANCED WIRELESS roots smus HELP

LAN Setup |'1r:1Iu1'II rm...-.

LAN Contiqurahon | Salad: the modulation type.F.ther-net Switch

Firewall/NAI ® MMODEServices 0 T1413O GDMT
WAN Setup 0 GLUENew (nnncclion

Hudcln
TSHL

Samp|r_Connertinn
Log Out 

Figure 3-13. Modem Setup

The Apply button will temporarily save these settings. To make the change
permanent, click on Tools (at the top of the page) and select System Commands.
At the System Commands page, click on Save All.
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TSML

Troubleshooting Management Link (TSML) is a feature that lets authorized
Network Operations Center (NOC) personnel troubleshoot and manage the router
from the NOC.

The TSML connection (VPI O, VCI 34) examines incoming packets, looking for

ICMP Echo Requests. if the TSML connection receives five ICMP Echo Request

packets with the same destination IP address within five seconds, it adopts the
destination IP address. The address can then be used to access the router.

The TSML connection is automatically configured. The TSML Connection screen

shows the settings, but they cannot be altered and saved.

|{/x}\‘,‘-..l )\ NI HOIE saw ADVANCED wmaess TOOLS swus HELP
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Figure 3-14. TSML Connection
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Configuring the LAN

To configure LAN parameters, click on Setup on the Home screen. Under LAN
Setup, click on LAN Configuration. The LAN Configuration screen appears.

Enable/Disable DHCP

By default, your CPE has DHCP server (LAN side) disabled. if you already have a
DHCP server running on your network, do not enable a second DHCP server.

To enable DHCP:

> Procedure

1. From the Home screen, click on Setup.

2. Under LAN Setup, select LAN Configuration. The LAN Group 1 Configuration
screen appears.

 
 
   

 

  |{/,}\‘,’,|)\ N| HOME snup ADVANCED WlRELESS TOOLS smus 
HELP

IAN Setup Inn r..mup I I i>Il1II'}iIl'.b.hiII'l
LAN Configuration

  
  
  
  
  

  
  

 
 
 
 
 
 

 
 

   

IF Settings Services at
Uhernei SW15“ Oobtain an IP address automatically [p Filters Q
F: - . II/NAT . . Bridge Filters I
5erre:IIC1e§ : IP Address. | : Upnp .

WAN Setup Netmaskz l | LAN Clients I. IP Qos IN : C .= t
L w mm C Inn Oppp [[3 Address Static RoutingM ads in IP Address: ,

TSI‘-‘lL ©Use the following Static IP address
Sample _Lonnec|ion [P Al1dT€55Z'I9216B~1 1

Log 0|" Netmask: I255 255 2550

Default Gateway: 26_11_254

Host Name: |myg_ateway1

Domain: |ar7
® Enable DHCP Server

Start IP: 19216812

End IP: 192.168.1254

Lease Time:3(-EODWW Seconds
O Enable DHCP Relay

Relay IP:

O Server and Relay Off

Figure 3-15. LAN Group 1 Configuration

3. The DHCP server is enabled when “Enable DHCP Server" is selected. If you
enable it:

— Specify a Start IP address. The Start IP Address is where the DHCP
server starts issuing IP addresses. This value must be greater than the
router's IP address value. For example, if the router's IP address is
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192.168.1.1 (the default) than the Start IP address must be 192.168.1. 2
or higher.

— Specify an End IP address. The End IP Address is the last address the
DHCP server can issue. The ending address cannot exceed a subnet limit
of 254. The maximum IP address for a router using the default address is
192.168.1.254. If the DHCP server runs out of DHCP addresses, users

will not get access to network resources.

— Specify a Lease Time. The Lease Time is the amount of time a network
user will be allowed connection to the Router with their current dynamic IP
address. The amount of time is in units of seconds; the default value is

3600 seconds (1 hour).

Note: If you change the start or end values, make sure the values are still within
the same subnet as the router's IP address. For example, if the router's IP address

is 192.168.1.1 (the default), and you change the DHCP Start and End IP
addresses to be 192.128.1.2 and 192.128.1.100, you will not be able to
communicate with the router if your PC has DHCP enabled.

In addition to the DHCP server feature, the router supports the DHCP relay

function. When the router is configured as DHCP server, it assigns the IP
addresses to the LAN clients. When the router is configured as DHCP relay, it is

responsible for forwarding the requests and responses negotiating between the
DHCP clients and the server.

if the DHCP server and relay are turned off, you must configure the IP address,
subnet mask and DNS settings of every computer on your network. Do not assign
the same IP address to more than one computer. Your router must be on the same

subnet as the computers.

The Apply button will temporarily save these settings. To make the change

permanent, click on Tools (at the top of the page) and select System Commands.
At the System Commands page, click on Save All.

Changing the Router's IP address

Your router's default IP address and subnet mask are 192.168.1.1 and

255.255.255.0, respectively. This subnet mask allows the router to support 254
users. Since the DHCP server issues a maximum of 255 addresses, there is not

much advantage to changing the subnet mask to increase the number of
addresses. Further, remember that if you change your router’s IP address and you

have DHCP enabled, the DHCP configuration must reside within the same subnet.

The default gateway is the routing device used to forward all traffic that is not
addressed to a station within the local subnet. Your ISP will provide you with the

default gateway address.

The Hostname can be any alphanumeric word beginning with a letter and

containing no spaces. The domain name is used to in conjunction with the host
name to uniquely identify the router.

To change the router's IP address: — — — —
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> Procedure

1. From the Home screen, click on Setup.

2. Under LAN Setup, select LAN Configuration. The LAN Group 1 Configuration
screen appears, as shown in Figure 3-15, LAN Group 1 Configuration.

3. Click on “Use the following Static IP Address”.

4. Enter a new IP Address and Netmask.

The Apply button will temporarily save these settings. To make the change
permanent, click on Tools (at the top of the page) and select System Commands.
At the System Commands page, click on Save All.

Ethernet Switch

To set the speed and duplex mode of the LAN ports:

D Procedure

1. From the Home screen, click on Ethernet Switch. The Ethernet Switch screen
appears.

2. For Physical Port1 through Physical Port4 (LAN1 through LAN4), select a
mode and speed from the Set Value drop-down list. Select Auto to negotiate
the Ethernet duplex mode and speed with attached equipment that supports
auto-negotiation.

The current configured or negotiated settings are displayed under Fallback Value.

The Apply button will temporarily save the Ethernet Switch settings. To make the
change permanent, click on Tools (at the top of the page) and select System
Commands. At the System Commands page, click on Save All.

 
 

 ll/\_{§‘,".|_)\ N[_ HOIE siiuv ADVANCED wmurss T0015 smrus HElP 
LAN setup t-Iluernel Surlrln l'.uI-!I'Il|-H'v\hIII"  
 

 

  
LAN fnnfignration
l*lI1n‘rnrl Swllz '1 Seal Value Fallback Value

tlrewall/NAT Physical l=‘ort1: Auto V. DisabledServlnes

WAN Sclup Physical Portzzflg W7 DisabledNew CUIIIIELHUII
Physical D0113: Auto 9. DisabledModem

TSP" Physical Durtul: Auto V DisabledSan|pIe_Conneclion
[09 Out

Figure 3-16. Ethernet Switch
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Firewall/NAT Services

To enable or disable Firewall and NAT:

> Procedure

1. From the Home screen, click Setup.

2. Under LAN Setup, select Firewall/NAT Services. By unselecting the Enable
Firewall and NAT Services button the firewall and NAT services is disabled for

all WAN connections. Enabling Firewall NAT does not automatically apply it to
connections.

The Apply button will temporarily save this setting. To make the change

permanent, click on Tools (at the top of the page) and select System Commands.
At the System Commands page, click on Save All.

|-J/\‘,\‘,’\|)\ NI HOME snup ADVANCED WIRELESS TOOLS STATUS HELP

LAN Setup Firewall/NAT servmes
LAN Configuration

(the.-neg 5w,.(|, E Enable Firewall and NAT Service
FIl'I‘,I‘l¢l”/NAT
Bacrvlctcs

WAN Setup
New Connection
Modem
TSML

Sarnp|e_CunneLl|on
Log Oul 

Figure 3-17. Firewall/NAT Services
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The CPE supports a host of advanced features. For basic router functionality, you
do not need to utilize these advanced features. The features help with routing,

security, port configuration, and plug and play capability.

UPnP NAT and Firewall Traversal allow traffic to pass through the router for

applications using the UPnP protocol. This feature requires one active DSL
connection. In the presence of multiple DSL connections, select the one over

which the incoming traffic will be present, such as the default Internet connection.

To enable UPnP you must first have a WAN connection configured. Once a WAN
connection is configured:

} Procedure

1. From the Home screen, click on Advanced and under Advanced, select UPnP.

The UPnP screen appears.

2. Enable UPnP and then select which connection will utilize UPnP.

3. The Apply button will temporarily save these settings. To make the change
permanent, click on Tools and select System Commands. On the System
Commands page, click on Save All.

I ’/‘xix’/x.l_)\ NL WE
SEIUP ADVANCED WIRELESS IOOLS STMUS HELP

UPnP

SNTP

SNMP

1|’ Q05

Port Forwarding
]P Fllhffk

IAN lT|I(‘n|<
VLAN

Uridge filters
Wr:lJ Flllera
Mulludxl

[Gt-1P Snooping
Sfnlir [lnuhnn
Dynamic: Roulinu
Access L'0ntr0|
Lug (Jul

Figure 3-18. UPnP

UU|II'

To enable UPnP, check the Enable UPnP box and select a connection below.

U Enable UPNP

WAN Connection:
LAN Connection: 

February 2005
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SNTP

> Procedure

3-24

The SNTP screen appears.

The SNTP screen lets you specify parameters related to SNTP (Simple Network

Time Protocol) servers. To use SNTP:

1. From the Home screen, click on Advanced and under Advanced, select SNTP.

2. Enable SNTP and then specify one or more SNTP servers.

3. The Apply button will temporarily save these settings. To make the change
permanent, click on Tools and select System Commands. On the System
Commands page, click on Save All.

| ’/-_{\‘/._g[ )\ 'N[_ SETUP ADVANCED
UPiiP
RNIP

WIRELESS IODLS STATUS

SNTP

HELP

To enable SNTP, thank the Enable SNTP box and entar I limn snrvnr.

SNHP
D Enable SNTP

1i- on-3 _
Pnmary SNTP Sewer:

Port forwarding -
Secondary SNTP Server:ll~' tillers

Tertiary SNTP Server:LAN ( Iients

VLAN _
Polling Interval:iaruige Fl“I‘.l’\’

Wrh Flllflri Retry count:
Multit as! T'"‘e Z°”e:

1(.i-in Siioouinu . Day Light‘ 0
Static Roiillnq
Dynamic Rouliiiq
Access Control

 
Lug (Jul

Figure 3-19. SNTP
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SNMP

Use the SNMP (Simple Network Management Protocol) screen to enable and
configure the SNMP agent and SNMP trap managers.

The SNMP feature generates a trap whenever the IP address of the router

changes (except through the Troubleshooting Management Link). The trap sent
contains the following:

El Community (“public”)

El sysObject|D for the router

El lP address of the agent sending the trap

El Time stamp (sysUpTime)

I] Serial Number of the router

El IP address of the router

I] Interface name

To configure SNMP:

> Procedure

1. From the Home screen, click on Advanced and under Advanced, select SNMP.

The SNMP screen appears.

2. Enable the SNMP traps, then enter up to five Destination IP Addresses and
Community names.

The Apply button will temporarily save these settings. To make the change

permanent, click on Tools and select System Commands. On the System
Commands page, click on Save All.

|J,/'~,,'\‘,",[’<)\ NL HOIIE snuv AUVANCFD wmarss TOOLS smus HELP 
UPnP SNMP hlaiiaue IIII lit
SNTP

C] Enable TrapsSNMP

IP Qus Traps

Pun Forwarding Destination IE I ‘frgg cgntrnggltv

IP Fillers I " '
LAN Clicnls :
VLAN I
Bridge Fillers
Web Filters
Mullicast
IGMP Snooping
Static Routing
DVIIHITIII’ Routing
Access tnnlrul _

Log Out

Figure 3-20. SNMP
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11> QoS

The IP QoS screen lets you establish a particular level of service for each

connection you have defined. To set QoS for a connection:

> Procedure

1. From the Home screen, click on Advanced and under Advanced, select IP

QoS. The IP QoS screen appears.

2. Select a connection from the drop-down list and enter or select appropriate
options.

3. The Apply button will temporarily save these settings. To make the change

permanent, click on Tools and select System Commands. On the System
Commands page, click on Save All.

  
 

  
  |’ _:\‘/'.|)\ NL HOIIE SETUP ADVANCED WlRELESS TOOLS STATUS HELP

UP||P IF‘ I.“I:|:.I
sir i P — — —

Choose a connectioml TSML QI
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[P on:

Pnrt Forwarding
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'—._ I59-"=_e l$_*3!'='r.=*_= .=9'¢5=i-'1fl'1'3-1 iF3==fir!at*°-i Z" i . I ._ _ '"“‘“ _Nami‘:|IP IPortSI'art:IP pmtstart gm-olmzni,PriorIt1IiPh|rPor1TrOSIDe1ela!__ _. _. I. . _ _
liridge I illers lfliik El‘!-Ii ;Hll£-It - I I |Web Fillers

Mulluasl M
IGMP Snuuping
Static Routing
Dviminir Routing
A(:’cS< Control

Lou Out “|JP'V

Figure 3-21. IP QoS

Port For warding

Using the Port Forwarding page you can provide local services (such as web
hosting) for people on the Internet. When users send this type of request to your
network via the Internet, the router will forward those requests to the appropriate

PC. Port forwarding can be used with DHCP-assigned addresses, but remember
that a DHCP address is dynamic. If you were configuring a Netmeeting server, for

example, you would want to assign this server a static IP address so that the IP
address is not reassigned. Also remember that if an lnternet user is trying to
access an Internet application, they must use the WAN IP address. The port

forwarding feature will translate the WAN IP address into a LAN iP address.

You can use the LAN Clients screen to reserve an IP address for a DHCP client.

See LAN Clients on page 3-29.
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To configure a service, game, or other application:

> Procedure

1. From the Home screen, click on Advanced.

2. Under Advanced, select Port Forwarding.

3. Select the computer hosting the service and add the corresponding firewall
rule.

4. If you want to add a custom application, select the User category, click on
New, and fill in the port, protocols and description for your application.

For example, if you want to host a Netmeeting session, from the Home screen,
click on Advanced and under Advanced, select Port Forwarding. First select

the IP address for your Netmeeting server. Next select the AudioNideo
category and add Netmeeting to the Applied Rules box. To view the

management rules, highlight Netmeeting and select view. This will display the
preconfigured protocols and ports that Netmeeting will use. Now you can run
Netmeeting from your server and call users that are on the Internet. If they

know your WAN IP address, users can call you.

5. The Apply button will temporarily save these settings. To make the change

permanent, click on Tools and select System Commands. On the System
Commands page, click on Save All.
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Figure 3-22. Port Forwarding: Netmeeting
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IP Filters

Use the IP Filters screen to block all or selected traffic. To set up IP Filters:

> Procedure

1. From the Home screen, click on Advanced and under Advanced, select IP
Filters. The IP Filters screen appears.

2. Select the LAN Group from the drop-down list that these changes will apply to.

3. Select a LAN IP address from the LAN IP drop-down list. Click on New IP to
add a new IP address to the list.

4. Select available rules from the list, or click on Custom IP Filters to create a
new rule.

5. Click on Apply. The Apply button will temporarily save these settings. To make
the change permanent, click on Tools and select System Commands. On the
System Commands page, click on Save All.
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Figure 3-23. IP Filters
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LAN Clients

To add a LAN client, or reserve an IP address for a DHCP client:

D Procedure

1. From the Home screen, click on Advanced.

2. Under Advanced, select LAN Clients. If DHCP is used, all DHCP clients are

automatically assigned. If a fixed IP address server is on the LAN and you
want this server to be visible via the WAN, you must add its IP address. Once
the IP address has been added to you can apply Port Forwarding rules to this
IP address.

3. The Apply button will temporarily save these settings. To make the change

permanent, click on Tools and select System Commands. On the System
Commands page, click on Save All.

P,/'-.:\‘,‘l,[_)\ NL HOIIE srrup ltl)VANChD wmerrss TOOLS swus HELP 
UPnP LAN l_In_-I|Lb
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Mullicast -
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Sfnhc Routing
Dynamic Ruuling
Access Control
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Figure 3-24. LAN Clients

VLAN

You can use the VLAN (Virtual Local Area Network) screen to match different
VLAN IDs to the LAN ports.

To configure VLANs:

> Procedure

1. From the Home screen, click on Advanced.

2. Under Advanced, select VLAN. The VLAN screen appears.

3. Click the appropriate buttons to assign VLAN IDs to the LAN ports.
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The Apply button will temporarily save these settings. To make the change
permanent, click on Tools and select System Commands. On the System
Commands page, click on Save All.
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Figure 3-25. VLAN

Bridge Filters

The bridge filtering mechanism provides a way for the users to define rules to
allow or deny frames through the bridge based on source MAC address,
destination MAC address and/or frame type. When bridge filtering is enabled,

each frame is examined against the defined filter rules sequentially, and when a
matched is determined, the appropriate filtering action (allow or deny) is

performed. The bridge filter will only examine frames from interfaces which are
part of the bridge itself. Twenty filter rules are supported with bridge filtering.

To enable Bridge Filters:

> Procedure

1. From the Home screen, click on Advanced.

2. Under Advanced, select Bridge Filters. The Bridge Filters screen appears, as
shown in Figure 3-26, Bridge Filters.

The User interface for Bridge Filter allows the user to add, edit, and delete, as well
as enable the filter rules. To add rules, define the source MAC address, destination

MAC address, and frame type with the desired filtering action (allow or deny), and
click on the Add button. The MAC address must be in a xx-xx-xx-xx-xx-xx format,

with 00-O0-00-00-00-00 or blanks meaning any address.

To edit or modify an existing filter rule, select the desired rule created previously in
the Edit select box. The selected filter rule appears in the top section, as with the

Add procedure. Make the desired change to the MAC address, frame type and
i——aeeess type, and click on Apply.

To delete a filter rules, select the filter rule entry to delete in the Delete selection

box. Note that multiple deletions are possible. Once all the desired filter rules are
selected for deletion, click on the Apply button. The Select All select box can also
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be used to delete the entire filter rule. It provides a quick method of selecting all
filter rules for deletion.

The Enable Bridge Filters button allows you to enable or disable bridge filtering. It
can be set or unset during any add, edit, or delete operation. It can also be set or
unset independently by pressing the Apply button.
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Figure 3-26. Bridge Filters

Note: The bridge filter table contains three hidden rules. These rules are entered
automatically by the system to ensure that you don't lock yourself out of the

system. The first rule allows all ARP frames through the system. The second rule
allows all IPv4 frames with the destination MAC address of the router to go

through. The third rule allows all IPv4 frames with the source MAC address of the
router to go through.

The Apply button will temporarily save these settings. To make the change
permanent, click on Tools (at the top of the page) and select System Commands.
At the System Commands page, click on Save All.

Note: On a windows based machine, you can find a MAC address with the ipconfig

program. At a command prompt, type: ipconfig /all
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Web Filters

This option enables the IGMP proxy, which allows NAT clients to participate in
IGMP multicast groups. It should only be enabled if NAT is also enabled.

To enable Multicasting:

> Procedure

1. From the Home screen, click on Advanced.

2. Under Advanced, select Web Filters.

3. Select features to be enabled and disabled over the router.

4. The Apply button will temporarily save these settings. To make the change
permanent, click on Tools and select System Commands. On the System
Commands page, click on Save All.
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Figure 3-27. Web Filters
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Multicast

This option enables the IGMP proxy, which allows NAT clients to participate in
IGMP multicast groups. It should only be enabled if NAT is also enabled.

To enable Multicasting:

> Procedure

1. From the Home screen, click on Advanced.

2. Under Advanced, select Muliticast.

3. The Apply button will temporarily save these settings. To make the change

permanent, click on Tools and select System Commands. On the System
Commands page, click on Save All.

|{/-,:\‘/'.L)\ N17 snup ADVANCFD WIRELESS TOOLS smus HELP 

UPnP I ‘4-r||-ta’-I
5N [P To enable Multicast, (hack Enable IGMP Multicast button and then select a connection.
SNMP

0 Enable IGMP HulticastIP uS

Q 7 Select Available Connectlons
Purl Forx-mrdmg O TSML
1p F|||(=r§ O 5amp|e_Connect:ion
LAN Clients
VLAN

Bridge filters
Wx-:L: Fillers
llullnnasl

IGMP Snooping
Static flouting
DVHBIIIIC Routing
A(r.e<§ Control

Log Out '

Figure 3-28. Multicast
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IGMP Snooping

Use the IGMP Snooping screen to specify whether IGMP Snooping is enabled.

When IGMP Snooping is enabled, the router analyzes Internet Group

Management Protocol (IGMP) packets to learn multicast group address and port
associations.

To enable IGMP Snooping:

1. From the Home screen, click on Advanced.

2. Under Advanced, select IGMP Snooping.

3. Click in the check box to enable snooping.

The Apply button will temporarily save these settings. To make the change
permanent, click on Tools and select System Commands. On the System
Commands page, click on Save All.

|{/-._l\‘,’..[ )1 N| » SETUP ADVANCED WlRELESS TOOLS smus HELP
UPIIP '53” '5“!"-IFHIII
SNIP
SNMP

IP Q09

Port Forwarding U Enable IGMP s“°0lli“9
IP Fillers

LAN Clients
VLAN

Bridge Fillers
web Filters
Mulliczisl
IGMP Simopiiig
Static Routing
Dynamic Routing
A((es5 Control

log Out -

Figure 3-29. IGMP Snooping

Static Routing

If the router is connected to more than one network, you may need to set up a
static route between the networks. A static route is a predefined pathway that
network information must travel to reach a specific host or network. You can use

static routing to allow different IP domain users to access the Internet through the
router.

To enable Static Routing:

b p['0C(:‘.di.ll‘e

1. From the Home screen, click on Advanced.

2. Under Advanced, select Static Routing.
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3. Specify the New Destination IR This is the address of the remote LAN network
or host to which you want to assign a static route. Enter the IP address of the

host for which you wish to create a static route here. For a standard Class C lP
domain, the network address is the first three fields of the New Destination IP,
while the last field should be 0. The Subnet Mask identifies which portion of an

IP address is the network portion, and which portion is the host portion. For a
full Class C Subnet, the Subnet Mask is 255.255.255.0.

4. Specify the Gateway address. This is the IP address of the device that allows
contact between the router and the remote network or host.

5. Specify the Metric. This determines the maximum number of steps between
network nodes that data packets will travel. A node is any device on the

network (such as a router or switch).

6. The Apply button will temporarily save these settings. To make the change
permanent, click on Tools and select System Commands. On the System
Commands page, click on Save All.

|',/~,_{\‘/,[)\ Ni HOIE SEIUP ADVANCE-U WIRELESS l00LS SIAIUS HELP 
UPiiP S‘?-Iln Fimiting
SNTP

Choose a connection: TSML Vt}SNMP

]p Q01; New Destination IP:I Mask:I255 255255.!)
|3BtE\i'I'Bl,“.| Mel:ric:ilJPort forwarding

1P Fill»-rs

UW C|iC|IlS The Ruining Table is empty.
VLAN

Bridge Filiors
Web Filters
r'1u|Ii<a5t
IGMP Siiouiiiiig
Static Roiitiiiu
DVlIall]I( Routing
Al i e-5-. fuiilrol

Inn on:

Figure 3-30. Static Routing

 
Dynamic Routing

Dynamic Routing allows the CPE to automatically adjust to physical changes in
the network. The CPE, using the RIP protocol, determines the network packets‘
route based on the fewest number of hops between the source and the

destination. The RIP protocol regularly broadcasts routing information to other
routers on the network.

To enable Dynamic Routing:

f Pl'0C€:(iU re

1. From the Home screen, click on Advanced.

2. Under Advanced, select Dynamic Routing.

6388-A2-GB20-00 February 2005 3-35

154 DIRECTV Exhibit 1017



DIRECTV    Exhibit 1017155

EXHIBIT A
3. Using the Web Interface 

3. Specify the Protocol. The protocol is dependent upon the entire network. Most
networks support RIP v1. If RIP v1 is selected, routing data will be sent in
RIP v1 format. If RIP v2 is selected, routing data will be sent in RIP v2 format

using subnet broadcasting. If Rip v1 Compatible is selected, routing data will
be sent in RIP v2 format using multicasting.

4. Specify the Direction. This determines the direction that RIP routes will be
updated. Selecting In means that the router will only incorporate received RIP
information. Selecting Out means that the router will only send out RIP
information. Selecting both means that the router will incorporate received RIP
information and send out updated RIP information.

5. The Apply button will temporarily save these settings. To make the change

permanent, click on Tools and select System Commands. On the System
Commands page, click on Save All.

R/\,{Q,’.[:)\ NL H0|lE saup ADVANCED WIRELESS TOOLS STATUS HELP 
UPnP Dvnnnur Routing
SNTP

0 Enable RIP
5”""” Protocol: RIP v2
ll’ Q05

Porl forwardlnq MEDBDIE Password
1,. Fmers Password:-""'
LAN Clients

Interface Direction

VLAN LAN group 1 Both 59"

”"d°° “HE'S Samp|e_Connection BothWt-I1 Fillers
Mllnlt-‘l<(
IGHP Snooping
Static Rouunq
Uvnalnlr Routing
Arress Cnnlrol

Log Out _ Annlv

 
Figure 3-31. Dynamic Routing
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Access Control

Access control allows certain PCs to access the router after the firewall is enabled.

Access control is enabled on a WAN connection only if the firewall is enabled

globally (see Firewall/NAT Services on page 3-22) and enabled on that WAN
connection.

To enable any of the Access Control features:

> Procedure

1. From the Home screen, click on Advanced.

2. Under Advanced, select Access Control. The Access Control screen appears.

All Access Control rules have precedence over rules that were added via the

Port Forwarding page.

3. The Apply button will temporarily save these settings. To make the change
permanent, click on Tools and select System Commands. On the System
Commands page, click on Save All.

  
 

  
P/.,{\‘,’,[)‘1 NL ssrup ADVANCED WIRELESS TOOLS STATUS HELP
upnp A.u--.-r . ...m.,i

5" ‘P 0 Enable Access Control

SNMP _ All LAN access allowed, all WAN access denied.

JP 005 Service. Name WAN LAN group 1

Port Forwarding Temet D M
ll‘ Filter; Web D M

l-‘l'P El M
IAN Client: 11.-I-p D D

V, AN ::‘::JPl'e Shell (SSH) D E
B|'I\’ll](-‘ Filters D D
We-'1 Filler‘ IP Access List: I] Delete
Miillirasl New Ip; D Add
IGI-IP finonning
Static. Rouliiig

Dyiiainic Routing/\tLt'.SS'(\)|]lrUl |

Log out

Figure 3-32. Access Control

Log Out

Click on Log Out to close the session.
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Wireless

The Wireless tab provides access to screens that let you configure parameters
related to the router’s wireless LAN connection.

Setup

The Wireless Setup screen contains the wireless LAN user settings.

To change the Wireless Setup:

> Procedure

1. From the Home screen, click on the Wireless tab.

2. From the Wireless menu, click on Setup. The Wireless Setup screen appears.

3. Enter or select the parameters described in Table 3-2, Wireless Setup.

|{/'.g:\‘,“..| )\ NI HOME SEIUP ADVANCED WIRELESS TOOLS swus HELP

Setup win.-It-.-.1. 51-In]:
Configuration
Security

Management Enable AP: 0
Log Out SSID: Tl-AR7WRD

Hidden SSID: [j
Channel B/G: ll

B02.11Mode: EIlix_eHd Q5‘
4X: Q

User Isolation: D

Note: you must Restart Accosg Point for Wireless changes to bake affect.

Figure 3-33. Wireless Setup Screen

Table 3-2. Wireless Setup (1 of 2)

Parameter Description

Enable AP Enabling the Access Point (AP) turns on the router’s
wireless capability. To use wireless devices, verify that the
box is checked.

SSID Specify the Service Set lDentifier (SSID) for your wireless
LAN. It can be up to 32 characters and cannot include
spaces.

Hidden SSID Enable Hidden SSID by clicking in the check box. When
Hidden SSID is enabled, the SSID is not advertised. Users
must know the SSlD to connect to the wireless LAN.
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Table 3-2. Wireless Setup (2 of 2)

  

   

    

   

 

Parameter  Description

  Channel B/G Specify the RF (Radio Frequency) channel (1-11) for the
router to use. Recommended values are 1. 6. and 11.

These three values do not overlap and could be used by
three neighboring wireless LANs.

802.11 Mode Specify whether the router will support only 802.11b
(11 Mbps) clients, only 802.11b+ clients (22 Mbps), only
802.119 (54 Mbps) clients, or all. To allow any client to
connect, select Mixed.

  

 

 
 

  
 

 

Enable 4X mode only if all clients that will connect to the4X

 wireless LAN support 802.11b+.
User Isolation Select if you want to forbid communication between users

on the wireless LAN.

The Apply button will temporarily save these settings. To make the change
permanent, click on Tools (at the top of the page) and select System Commands.
At the System Commands page, click on Save All. Then turn off and turn on the
router to put the settings into effect.
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Configuration

The Wireless Configuration screen contains the wireless LAN operational settings.
Do not change anything on the Wireless Configuration screen unless you are so
directed by your ISP.

To view the Wireless Configuration settings:

> Procedure

1. From the Home screen, click on the Wireless tab.

2. From the Wireless menu, click on Configuration. The Wireless Configuration
screen appears.

l’!/.§\',’.,L)\ \J[ HOME snup ADVANCED WIRELESS TOOLS smus HELP

Setup VllirulelssCLIIIfIL.]uralIuIl
(nnfir_]ur.1limi

Sammy Beacon Period: I200 Ernsec DTIM Period: |2 _ .
RTS Threshold: 12347 ' Frag Threshold: P346 -

Power Level: ! Full yfii

Management
Log Out

Multi Domain Capability: Cl Country Strinml _ _ __
_Band gig

Current Reg. Dornain:l__'_ _ _

Private Reg. Dom ain:
IP Address Protocol Dest Port

Video Blast support: D

Note: you must for wireless changes to take effect. Apply

 
Figure 3-34. Wireless Configuration Screen

The Apply button will temporarily save these settings. To make the change
permanent, click on Tools (at the top of the page) and select System Commands.
At the System Commands page, click on Save All. Then turn off and turn on the
router to put the settings into effect.

Security

The Wireless Security screen contains the settings for applying security to your
wireless LAN.

To change Wireless Security:

D Procedure

1. From the Home screen, click on the Wireless tab.

2. From the Wireless menu, click on Security. The Wireless Security screen
appears.
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|>_/.{\‘/.[)\ N| HOIIE srruv ADVANCED WIRELESS TOOLS swus HELP

Setup Wu.-I.--.-. ‘.... .u.:y
Couhgurdliun
‘wen untv

Select a Wireless Security level:
0 WEP O 802.1x O WPA

Management
Log Out

 
Motel you must for wireless changes to take effect. Apply

Figure 3-35. Wireless Security Screen

3. Select a security type:

— None. Anyone can connect to the wireless LAN.

— WEP (Wired Equivalent Privacy). Users of the wireless LAN must supply
an encryption key, as defined on this screen. If an Authentication Type of
Shared is selected, the client must properly encrypt a packet sent by the

router using the encryption key; however, this method allows hackers to
deduce the key. An Authentication Type of Open is recommended.

|{/‘;i\‘,"._| )1 \|| HOME ssrup ADVANCED WIRELESS TOOLS smrus HELP 
Setup w..---Ir-=--'.= '§-I-."rnI|.-
fonfiguratmn
Sen uritv

Select a Wireless Security level:
0 None ® WEP O ao2.1x

D Enable WEP Wireless Security

I’-1anngenu=,nt
Loq (Jut

Authentication Type: |
Select E!!€'V:E*11°T‘_"E?:r _

Enter 10. 26. or 58 hexadecimal dlglls for 5:, 128 or 256 bitEncryptlon Keys respectively. a.g., AA AA AA AA AA for a kny lengthof 64 bits. 
now: you must pt_ug5_y.g,p_gw3 for warms: changes to take effect. Apply

Figure 3-36. Wireless Security WEP Screen

— 802.1x. This security level uses a RADIUS (Remote Authentication Dial-ln

User Service) authentication server to manage network access. Specify
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the address of the RADIUS server, the Port, the shared Secret, and the

Interval in seconds at which authentication must be repeated.

P/IQ,‘-.|)) N| HOIIE SETUP ADVANCED WIRHLSS TOOLS sums HELP 

Setup I win-I.--..v. .'.~unur1lr
Conflquration
§e(ur|ty

Select a Wireless Security level:Management
Log Oul

Radius Settings

Server IP Address: _
Port: H312

Secret: I

Group Key Interval: |3600

Note: you must nggggg Polar. For Wireless zhxnges to take effect. Apply

 
Figure 3-37. Wireless Security 802.11x Screen

— WPA (Wi-Fi Protected Access). For WPA you can specify a RADIUS
server (as with 802.1x, above) or a Pre-Shared Key (PSK).

P/*.{\‘,‘..|)\ -\J} HOME snup ADVANCED WIRELESS TOOLS swus HELP

Setup \.‘.lm:l.--.:. '.rFl urm-'
Configuration
For urilv

Select a Wireless Security level:Management
Log Out .

Group Key Interval. L3600 7 7
Nobel Graup Key Interval is shared by all WPA
options.

© 802.1x 5erver1P Address: __
POIT: 1312

Secret:

O PSK String String: | - (Max 63 characters) 
Note: you must Ruler; 335; Egg}; for Wireless changes In take effect. Applv

Figure 3-38. Wireless Security WPA Screen

The Apply button will temporarily save these settings. To make the. change

permanent, click on Tools (at the top of the page) and select System Commands.
At the System Commands page, click on Save All. Then turn off and turn on the
router to put the settings into effect.
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Management

The Wireless Management screen allows you to control access, display clients,
and establish multiple SS|Ds.

To use Wireless Management:

> Procedure

1. From the Home screen, click on the Wireless tab.

2. From the Wireless menu, click on Management. The Wireless Management
screen appears.

3. Select:

— Access List — To allow or deny access to the wireless LAN by MAC
address. Enable the access list, then add allowed or denied MAC
addresses.

| ’/-,}\‘/,1 )\ Nl_ HOME SETUP ADVANCED WIRELESS TOOLS smus HELP

Setup Wu:-It-an l1.:n.1qenu-nl
Lunfiguration
Serurulv

LOG out Access List
D Enable Access List

OA||ow OBan

Mac Address: | _ I M

Note: you must fifih m for Wiralass chingas to take effect.

Figure 3-39. Wireless Management Access List Screen
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3-44

— Associated Stations — To display wireless clients currently connected to
the router.

P/“‘{\',‘.[_)\ N1 HOIE ssruv ADVANCED WIRELESS TOOLS smus HELP

Setup I.'d-'1‘h'- *1.-.ruq.nn-..-nl
Configuration
Security

AILESB: Ll-i.I Associated Stations I‘-Iulliulrr SSID
r-ianaqemcut :4-

Lag out Associaled Stations

There are no Associated Stations at this time. 
Natal you must |fifor Wireless changes to take affid. Apply

Figure 3-40. Wireless Management Associated Stations Screen

—- Multiple SS|Ds — To cause the router to advertise the wireless LAN using
more than one Service Set |Dentifier (SSID).

R.’-\:\‘,"\[:)\ N|_ HOIIE SETUP ADVANCED wneurss TOOLS smus HELP

Setup L'.i'<n-.‘-;=-. I-1;-...-.i._-.....uI
Configuration
Security

 Jlisazlnlcrl Slatlmln Hnlhple ‘9'SIl| ||"I<mdq£-Inent

[09 OM Multiple SSID
U Enable Multiple SSID

sew: min
Multiple SSID support will be disabled if wireless security enabled. 

| Note: you must ior Wireless changes to bake effect. Apply

Figure 3-41. Wireless Management Multiple SSID Screen

Tiihe_App|ysbutton_wilLtemporari|y,save_these,_s_e1tings._To_makeJhe_change __

permanent, click on Tools (at the top of the page) and select System Commands.
At the System Commands page, click on Save All. Then turn off and turn on the
router to put the settings into effect.
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Tools

The Tools tab provides access to system commands and functions.

System Commands

To make changes permanent, click on Tools (at the top of the page) and select
System Commands. The following commands are used to configure the router:

E1 Save All: Click on this button in order to permanently save the current

configuration of the router. If you do restart the system without saving your
configuration, the CPE will revert back to the previously saved configuration.

El Restart: Use this button to restart the system. If you have not saved your

configurations, the router will revert to the previously saved configuration upon
restarting. Connectivity to the unit will be lost. You can reconnect after the unit
reboots.

El Restore Defaults: Use this button to restore the default settings selected by

your service provider. Connectivity to the unit will be lost. You can reconnect
after the unit reboots.

   

 
 

WIRELESS T0015 STATUS HELP
i’,/,l\‘,"\|)\ Ni HOME snup ADVANCED 

 Systcnn LUlIIIII<JII(]> _- :_ .|'._-."-...
Remote Lug
ll<-=r Management
ljrmale Ga[e“’aV Permanently save the currunt cunfiguration.
/\naly7er
Pmn Test
Modem Test

[00 Om Restart the system. Unseved changes will be lost.

Rcflufl au_“_‘___. "mm ::;itrI‘;tsl)I:lIre|esx Access Point (ucbivite new Wlrellu 

ltcslurc LJI:I.IuIl: Restore factory default configuration. System vill restart.

Figure 3-42. System Commands

Remote Log

The remote log feature forwards all logged information to a remote PC. The type of
information forwarded to the remote PC depends upon the log level. Each log

message is assigned a severity level, which indicates how seriously the triggering
event affects router functions. When you configure logging, you must specify a

severity level for each facility. Messages that belong to the facility and are rated at
that level or higher are logged to the destination.

For PPPoE and PPPoA connections, you can select Debug if you want to log the
connection information. This is helpful when trying to debug connection problems.
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Table 3-3 defines the different severity levels.

Table 3-3. Severity Levels

 Severity Level Description

Panic System panic or other condition that causes the router to stop
functioning.

Alert Conditions that require immediate correction, such as a corrupted
system database.

Citical Potentially critical conditions, such as hard drive errors.

Error Error conditions that generally have less serious consequences
than errors in the panic, alert, and critical levels.

 
 

 

 

Warning Conditions that warrant monitoring. 
Notice Conditions that are not errors but might warrant special handling.

Info Events or non-error conditions of interest.

Debug Software debugging messages. Specify this level only if so directed
by your technical support representative.

To forward logging information:

> Procedure

1. Click on Tools and select Remote Log.

2. Select a Log Level from the drop-down list.

3. Type the IP address of the remote logging destination and click on Add.

4 . Click on Apply. To make the change permanent, click on Tools (at the top of

the page) and select System Commands. At the System Commands page,
click on Save All.
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|{/..{\",‘j)\ NI HOIIE snup ADVANCED WIRELESS T0015 SIATUS HELP

System Conuildnds H:-mutr l-nu .'1:-.llmr}n
Rx-IIiulr' rm;

Log LevelUser Mauaqenlent

Update Gateway Log Level: Notice ‘is
Analyzer

Plug rem Add an IP Address: I
Hod:-in To-sl

Log out Select a logging destination: ‘N855 
Figure 3-43. Remote Log

User Management

To change your router's username and password:

> Procedure

1. From the Home screen, under the tools menu, click on User Management.

2. Change the login name and password.

3. If desired, you can change the idle timeout from this screen. The idle timeout
determines after how many minutes of inactivity the web interface is logged
off.

The Apply button will temporarily save these settings. To make the change

permanent, click on Tools (at the top of the page) and select System Commands.
At the System Commands page, click on Save All.

If you forget your password, you can press and hold the reset to factory defaults
button for 10 seconds. The router will be reset to its factory default configuration

and all custom configurations will be lost.
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|’/‘-.}\',’.|)\ [\J[ HOIIE snuv ADVANCED WlRELESS TOOLS STATUS HELP

system (unmimids II-my Man lg-‘-n1-‘nt

R‘''''”"’ '‘’q Uslr Mlnlgnrnonl ls usod to chlngl your User Nam. or Dannnrd.

User I-‘lan.'uqe.nu~nl |Updam Gatewav User Name: 'AdmIn
Anaivzer Passwordzl
Ping I:-xl Confirmed Password: |

"‘<"""" '*"~‘ Idle Timeout: IE] minutesLog Out 
Figure 3-44. User Management

Update Gateway

You can remotely upgrade the router's firmware from the web interface.

To upgrade the firmware:

> Procedure

1. From the Home screen, under the Tools title, click on Update Gateway.

2. Click on Browse, and find the firmware file to download. Make sure this is the
correct file.

3. Click on upgrade firmware. Once the upgrade is complete the CPE will reboot.
You will need to log back onto the CPE after the firmware upgrade is complete.

The firmware upgrade should take less that 5 minutes to complete. If it takes
longer than 5 minutes, something has gone wrong.

Caution: Do not remove power from the router during the firmware upgrade
procedure.
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 P/‘3}\‘/\| )1 N| HOIIE SETUP ADVANCED WIRELESS ro smus HELP

System Ccummands | llpdalukull--\1.4y
Rulnnle. I ng 0 update your gateway flrmvinre. choose an updated Ilrmwlre Image or configuration file in "Select a File".and then click tho Update Gateway button. Additionally. you may download your configuration file from the

ystcm by clicking Get Configuration.
Updatxtuutcwav — T — — — —

- Se|ecI:aFiEe: | Browse...
A'"'lV"' _ {Max file size 3.5 MB)Ping lest Firmware Image can be the combined single

image with or without digital signature.

 
 
 User Management

Modem Test

The system will be restarted automatically, after the Fllasystern image is
successfully updamd. You will naed to raconnact again to configura yoursetup.

In;1Lr.mIn;umI.Iun

Figure 3-45. Update Gateway

Analyzer

The Analyzer screen shows link statuses and test results.

i{A{\‘,’i,|)\ N| HOME sew"? ADVANCED WIRELESS IOOLS swus HELP 
System Commands AiI.r"tri-r
Remote Lag

User Manaaemenl -_E11arrIut: DOWN, DOWN, DOWN, am»

”Pd'“‘° °~“e‘”°V -_esL Link: up (ADSL)
All-IlVl(‘I'

lfix Idle Cells: wussPing Test V
;OMI Ping: FAILModern fest

_ inmq localhoa: PASSLog Uut |
lfilflfi gateway: PASS

mung nameserver: PASS 
Figure 3-46. Analyzer
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Ping Test

Once you have your router configured, it is a good idea to make sure you can ping
the network. If you have your PC connected to the router via the default DHCP

configuration, you should be able to ping the network address 192.168.1.2. If your
ISP has provided their server address you can try to ping that address. If the pings
for both the WAN and the LAN side are successful, and you have the proper

protocols configured, you should be able to access the Internet.

To run a ping test:

D Procedure

1. From the Home screen, under the Tools title, click on Ping Test.

2. Specify the target IP Address that you want to ping.

Optionally, specify:

— TOS Byte value. This is part of the IP header of the ping packet. Valid
values are 0 to 255.

— Packet size. Valid values are 36 to 65507.

— Number of echo requests. Valid values are 1 to 9.

3. Click on Test.

By default, when you select ping test, the router will ping itself three times. In

Figure 3-47, the router passed the Ping Test; this basically means that the TCP/lP
protocol is up and running. If this first test does not pass, the TOP/IP protocol is
not loaded. In this case, restart the router.

i—{/.{\‘,‘=,|')\'N|_ HOME SETUP ADVANCED WIRELESS |00‘LS swus HELP

System Colnlnallds Pun] re.-.r
Rwnuh‘ lug

Enter IP Address to ping- 192 16811User Management

Update fjalcwav TOS Byte: D

Analyzu-r Packet size:

*""9 "~‘—5‘ Number of echo requests: 3—j

Modem Test EInn; On!

Status: Alive
Pings: Transmit Receive Lost Lost Ratio3 J 0 Di
Roundcrip Delayuuj : Minimum Maximum Average Sbdbev

<10 <10 <10 0 
Figure 3-47. Ping Test
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Modem Test

The Modem Test is used to check whether your router is properly connected to the

WAN Network by running OAM F4 and F5 end-to-end and segment tests. The test
may take a few seconds to complete. To perform the test, select your connection
from the list, select a Test Type, and click on the Test button.

Before running this test, make sure you have a valid DSL link; if the DSL link is not
connected, this test will always fail. Also, the DSLAM must support this feature.
Not all DSLAMs have OAM F4 and F5 support.

l’/'.i\‘,’i|)\ \l| HOME saup ADVANCED WIRELESS IOOLS swus HELP 

System Commands i lin-inn) lentRt‘.lIH‘Ill- lug This test can be used to check whether your Modem is praptrly connected la the Nekwnrk. This test maytake a few seconds to complete. To perform the test. select your connectlon from the list and press the
User Manaqement Test button.

Uprldll‘ Gulvnv-1y I M
Aualvzer O TSML tsml 0:34
pm; 1,5. 0 SampIe_Cunnection dhcpc 0:35

llUllt‘llI lest 1-est Type:| F4 End
Log Out

Modem Test Result: No testis running 
Figure 3-48. Modem Test
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Statu s

The Status section allows you to view the Status/Statistics of different connections
and interfaces:

I] Network Statistics — Select to view the Statistics of the Ethernet and DSL

interfaces, as shown in Figure 3-49.

l—{f.{Q,\_[)\ [\,|[ HOIE SETUP ADVANCED WIRELESS IOOLS swus 
Network Slatisllts !\I:.-t-.-ml; 'iI.ul1v,1n-.

C°""¢’-C"°" 5'<""5 , hoose an interface to view your network statistics:

DHCP (“ems O Ethernet O DSL O Wireless
Modem Status Transmit

23:: $1 stztssammes
system Log Good Tx Multicast Frames 0

L Tx Total Bytes 645542°9 0”‘ Collisions 0
Error Frames 0
Carrier Sense Errors 0

Receive
Good Rx Frames
Good Rx Broadcast Frames
Good Rx Multicast Frames
Rx Total Bytes
CRC Errors
Undersized Frames
overruns

Figure 3-49. Network Statistics

Connection Status — Select to view the Status of different connections.

DHCP Clients — Select to view the list of DHCP clients.

Modern Status — Select to view the Status and Statistics of your broadband

(DSL) connection, as shown in Figure 3-50.
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P/v.{\‘,‘r_[’_)\ NL HOIE snuv ADVANCED wmnrss TOOLS sums HELP 
Network Statistics Rm}.-m .'al.nlu:

C0uI|eLtIon Sldlus Modem Status
“"5? 0'9"!‘ Connection Status

Nod:-.m 1-ntatusProduct lnformatlon U5 Margin 6

system L09 gfaazdgizodulation $413Lot) Out L05 Errors 0
DS Line Attenuation 0
U5 Line Attenuation 0
Peak Cell Rate 2264 cells per sec
CRC Rx Fast 0
CRC Tx Fast 1
CRC Rx Interleaved 0
CRC Tx Interfeaved 0
Path Mode Fast Path

DSL Statistics
Near End F4 Loop Back Count 0
Near End F5 Loop Back Count 0

Figure 3-50. Modem Status

El Product Information — Select to view the router's driver and run-time

information, as shown in Figure 3-51.

i-{/;{\i‘,‘.,[)\ Ni HOIE srmp ADVANCED WIRELESS TOOLS smus HELP
_ 

Neiworkstahslics 5- .v'-i. ||n'|'|-.- - -
Connection Status
DHCP (Iients
Modem Status
Prnriurt lnturmahnn

Systemmg Soft V ' R3 0004
ware erslon . .

L” 0”‘ DSL Datapump t03D60D
Boot Loader 1.2.1.5
Model Number AR7WRD
HW Revision Unknown
Serial Number none
Ethernet MAC N/A
WAN MAC N/A
AP MAC N/A 

Figure 3-51. Product Information

El System Log — Select to view all logged information. Depending upon the
severity level, this logged information will generate log reports to a remote host

(it remote logging is enabled).
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The Router Is Not Functional

1. Check to see that the power LED is green and than the network cables are
installed correctly. Refer to Connecting the Hardware in Chapter 2, Hardware
Installation and PC Setup for more details.

2. Check to see that the LAN and STATUS LEDs are green.

3. Check to see that the STATUS LED is green.

‘ : 

l‘r-l\‘.*’~l_n’NE' <2%<22%%, % ab ea, ea, 0%

 FEW FT

4. Check the settings on your PC. Again, refer to the quick start guide for more
details

5. Check the router's settings.

6. From your PC, can you ping the router? Assuming that the router has DHCP
enabled and your PC is on the same subnet as the router, you should be able
to ping the router.

7. Can you ping the WAN? Your ISP should have provided the IP address of their
server. If you can ping the router and your protocols are configured correctly,

you should be able to ping the |SP's network. If you cannot ping the |SP's
network, make sure you are using the correct protocols with the correct
VPINCI values.

8. Make sure NAT is enabled if you are using private addresses on the LAN
ports.

You Cannot Connect to the Router

T‘’?" "?1.*Che’ck’to*see*that the*power*l;ED*is*green—and—thatthe—network*cables—are— —T—
installed correctly.

2. Make sure that your PC and the router are on the same network segment. The
router's default IP address is 192.168.1.1. If you are running a Windows-based
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PC, type ipconfig /all (or winipcfg /all on Windows 95, 98, or ME) at a
command prompt to determine the IP address of your network adapter. Make
sure that it is within the same 192.168.1.x subnet. Your PC's subnet mask

must match the router's subnet mask. The router has a default subnet mask of
255.255.255.0.

3. Make sure NAT is enabled if you are using private addresses on the LAN
ports.

LEDS Blink in a Sequential Pattern

This typically means that either the kernel or flash file system is corrupted. Notify
your service representative.

Status LED Continues to Blink

This means that the DSL line is trying to train but for some reason it cannot
establish a valid connection. The main cause of this is that you are too far away
from the central office. Contact your DSL service provider for further assistance.

Status LED is Always Off

1. Make sure you have DSL service. You should receive notification from your
ISP that DSL service is installed. You can usually tell if the service is installed

by listening to the phone line: you will hear some high-pitched noise. If you do
not hear high-pitched noise, contact your ISP.

2. Verify that the phone line is connected directly to the wall and to the line input
on the router. If the phone line is connected to the phone side of the router or
you have a splitter installed on the phone line, the DSL light will not come on.
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What is a Firewall?

A firewall is protection between the Internet and your local network. It acts as the

firewall in your car does, protecting the interior of the car from the engine. Your
car's firewall has very small opening that allow desired connections from the

engine into the cabin (gas pedal connection, etc), but if something happens to your
engine, you are protected.

The firewall in the router is very similar. Only the connections that you allow are

passed through the firewall. These connections normally originate from the local
network, such as users web browsing, checking e-mail, downloading files, and

playing games. However, you can allow incoming connections so that you can run
programs like a web server.

What is NAT?

NAT stands for Network Address Translation. Another name for it is Connection

Sharing. What does this mean? Your ISP provides you with a single network
address to access the Internet with. However, you may have several machines on

your local network that want to access the Internet at the same time. The router
provides NAT functionality that converts your local network addresses to the single
network address provided by your ISP. It keeps track of all these connections and
makes sure that the correct information gets to the correct local machine.

Occasionally, there are certain programs that don't work well through NAT. Some

games and other specialty applications have a bit of trouble. The router contains
special functionality to handle the vast majority of these troublesome programs

and games. NAT does cause problems when you want to run a server. See the
DMZ section below.

What is a DMZ?

DMZ really stands for Demilitarized Zone. It is a way of separating part of your
local network so that is more open to the Internet. Suppose that you want to run a

web server, or a game server. Normal servers like these are blocked from working

by the NAT functionality. The solution is to isolate the single local computer into a
DMZ. This makes the single computer look like it is directly on the Internet, and
others can access this machine.
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Your machine isn't really directly connected to the Internet, and it really has an
internal local network address. When you provide the server's network address to

others, you actually provide the address of the router. The router fakes the
connection to your machine.

You should use the DMZ when you want to run a server that others will access

from the Internet. Internal programs and servers (like print servers) should not be
connected to the DMZ.

What is a Router?

The Internet is so large that a single network cannot handle all of the traffic and
still deliver a reasonable level of service. To overcome this limitation, the network is

broken down into smaller segments or subnets that can deliver good performance
for the stations attached to that segment. This segmentation solves the problem of

supporting a large number of stations, but introduces the problem of getting traffic
from one subnet to another.

To accomplish this, devices called routers are placed between segments. If a
machine wishes to contact another device on the same segment, it transmits to

that station directly using a simple discovery technique. If the target station does
not exist on the same segment as the source station, then the source actually has
no idea how to get to the target.

One of the configuiation parameters transmitted to each network device is its
default gateway. This address is configured by the network administrators and it
informs each personal computer or other network device where to send data if the
target station does not reside on the same subnet as the source. If your machine
can reach all stations on the same subnet (usually a building or a sector within a

building), but cannot communicate outside of this area, it is usually because of an
incorrectly configured default gateway.
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A duplex mode, 3-21

About This Guide’ V Dynamic Routing, 3-35
Access Control, 3-37

ADSL, 1-1 E
ADSL/R, 1-1 EMlNotice

ADSL2+, 1-1 Canada, D

Advanced, 3-23 Japan, D

Advanced Features, 3-23 Enable/Disable DHCP, 3-19

Analyzer screen, 3-49 ending session, 3-37

Assigning IP Address using DHCP, 2-3 end-to-end test, 3-51
Ethernet

B cable, 2-1

Back Panel’ 1_2 switch configuration, 3-21
Bridge, 1-1

Connection, 3-14 F
Filters, 3-30 factory default settings, 1-2

Bridge Filters, 3-30 FCC Part 15 Declaration, B

Bridged Connection, 3-14 Features of the Router, 1-1
filters

C bridge, 3-30
IP, 3-28

Cables I web, 3_32
Installing, 2-1 Firewall

CE Marking, B .

Changing IP address 3-2o E”ab""9’ 3'22
’ Explained, A-1

CLIP Connection’ 3-15 Firewall/NAT Services, 3-22

Conffitfinz 19 Firmware Upgrade, 3-48
PC’s IP Address, 2-3

WAN, 3-6 H
Connecting Hardware, 2-1 Hardware Installation, 2-1
CPE update feature, 3-25 Home Page, 3-2

D 1

Declaration of Conformity, D ICMP echo request, 3-50

default settings, 1-2 IGMP, 3-33
Definitions, 1-1 IGMP Snooping, 3-34

DHCP Important Safety Instructions, B

Connection Setup, 3-12 Introduction, 1-1
Enable/Disable, 3-19 IP Address

DMZ, Explained, A-1 assigning by DHCP, 2-3
DoC, D ofPC, 2-3
Document of Router, 3-20

Feedback, A Static, 3-11

Purpose and Intended Audience, v trap upon change, 3-25

Summary, v IP Filters, 3-28
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IP Q03, 3-26 PC Setup, 2-1

Ping Test, 3-50

J Port Forwarding, 3-26
. port speed, 3-21

Japan Notlces’ D Ports and Buttons (Back Panel), 1-2
Power LED, 1-2

L power supply, 2-1
LAN PPPoA

Clients, 3-29 Connection Setup, 3-9

Configuring, 3-19 PPPoE
Connection, 3-5 Connection Setup, 3-7
LED, 1-3 Support, 1-2

ports, connecting, 2-1 Product-Related Documents, v
LED PVC Support, 1-2

Blinking in a Sequential Pattern, 4-2

Description, 1-2 Q
Link, 1-3

Status LED continues to blink, 4-2 008'. 3-26 .
. Quality of Service, 3-26

Lmk LED’ 1-3 Quick Start Options 3-4
Local Area Network Connection, 3-5 ’

Logging In, 3-1

Logging Out, 3-37

M

Management link (TSML), 3-18
Modem

Setup, 3-17
Test, 3-51

Modify Existing Connection, 3-16
Modulation Type, 3-17
Multicast, 3-33

N

NAT

explained, A-1
Service, 3-22

Network Interface Card, 2-1

New Connection, 3-7

NOC access, 3-18
Notice

to Users of the Canadian Telephone Network, D

to Users of the United States Telephone Network, C

O

OAM F4 and F5 tests, 3-51

Overview, 2-1

P

packet size, 3-50

Packing List, 1-3
Password, 3-1

R

ReachDSL, 1-1

Remote Logging, 3-45
Requirements, 1-2
Reset Button, 1-2

Router, 1-1

Routing

Dynamic, 3-35
Static, 3-34

S

Saving Changes, 3-5

segment test, 3-51

Setup, 3-5

Severity Levels, 3-46

Simple Network Management Protocol, 3-25
Simple Network Time Protocol, 3-24
SNMP, 3-25
SNTP, 3-24

speed of LAN port, 3-21
Static

Connection Setup, 3-11

Routing, 3-34
Status, 3-52

LED, 1-2

LED always off, 4-2
LED continues to blink, 4-2

Supplier's Declaration of Conformity,
switch configuration, 3-21

System
Commands, 3-45

Requirements, 1-2

D
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Terminologv. A-1
Tests V

OAM F4 and F5, 3-51 VLAN, 3-29

Plng, 3-50

results, 3-49 W
Tools, 3-45

TOS byte, 3-50 WAN . .
Configuring, 3-6

Trademarks’ A Connection 3-5
Traps, 3-25 ’

Warranty, Sales, Service, and Training Information, A
Web filters, 3-32

Web Interface, using, 3-1

Troubleshooting, 4-1

Troubleshooting Management Link, 3-18

TSMI” 3'18 Wide Area Network Connection, 3-5
Windows

U 2000, 2-5
Update Gateway, 3-48 95, 98, 2-7

Upgrade Firmware, 3-48 ME, 2-6

UPnP, 3-23 NT 4.0, 2-8
User Management, 3-47 XP, 2-3
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Requirements for the Support of
QoS-Enabled IP Services
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Produced by:

Architecture & Transport Working Group

Editor: Tom Anschutz, Be||South

Telecommunications

Working Group Co-Chair: David Allan, Nortel Networks

Working Group Co-Chair: David Thorne, BT

Abstract:

This Working Text will outline an evolution of mass market DSL services to deliver multiple levels of QOS
enabled lP layer services to DSL subscribers. In support of this service evolution, a reference architecture and
supporting requirements are included that outline the interface specifications needed from a subscriber or a

—Ser—vice—F—’rovider—to access—theseznew—ser—vices.

Notice:

The DSL Forum is a non-profit corporation organized to create guidelines for DSL network system development

and deployment. This Technical Report has been approved by members of the Forum. This document is not
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binding on the DSL Forum, any of its members, or any developer or service provider involved in DSL. This
document is subject to change, but only with approval of members of the Forum.

©2003, 2004 Digital Subscriber Line Forum. All Rights Reserved.

DSL Forum technical reports may be copied, downloaded, stored on a server or othenlvise re-distributed in their
entirety only.

Notwithstanding anything to the contrary, the DSL Forum makes no representation or warranty, expressed or
implied, concerning this publication, its contents or the completeness, accuracy, or applicability of any
information contained in this publication. No liability of any kind shall be assumed by the DSL Forum as a result
of reliance upon any information contained in this publication. The DSL Forum does not assume any
responsibility to update or correct any information in this publication.
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1 PURPOSE AND SCOPE

1.1 Purpose

ADSL service providers are highly interested in advancing DSL to be the preferred broadband access
technology by growing their networks, increasing the value provided by those networks, and expanding the
market they can address. To do this they must address several critical needs, particularly:

° The service must become more accessible to end-users and to wholesale and retail partners.

° The service must address a wider market with:

o Variable speeds,

0 Variable precedence arrangements — allowing some app|ication’s traffic to take precedence
over others.

o Specific support for IP applications (e.g. |P-QoS and multicasting),
0 Support for new business models that can include more types of service providers, and
o Support for these new service parameters across multiple connections to different service

providers from a single DSL subscriber.

° The service must be competitive with alternative access technologies such as cable modem.

While adopting new architectures, like FSVDSL, may also fulfill these needs, perhaps even better than the
architecture defined here, it is also important to realize that much ADSL has already been deployed, and that
the current business imperatives may cause ADSL service providers to try to make more of what they already
have than to try massive upgrades along with the massive capital investment they usually bring.

Therefore, there is also a critical need to provide a standard evolution path for the embedded base of ADSL.

The purpose of this work and the new service models is to provide a more common architecture and set of
service interfaces to address these critical needs. Adhering to this architecture and to the sen/ices and service
models set forth both here and in TR-O58 simplifies and unifies the way for all types of service providers to
obtain ADSL end-user customers whether they sell access to networks, applications, or content.

The anticipated outcome for employing this specification, as well as others that build from it, is that it will:

° Reduce the number of alternative interfaces to |SPs/ASP and end users, in order to reduce costs

through common interconnection.

' Establish guidelines for developers and vendors, so they can build equipment that support common
service requirements.

° Improve the ability to introduce end-to-end services and applications worldwide, so that similar services
can interwork across various service providers’ networks.

1.2 Scope

This document presents an architecture for evolving DSL deployment and interconnection including the LAA
and PTA architectures defined in TR-25. It outlines a common methodology for delivering QOS-enabled

applications to DSL subscribers from one or more Service Providers. The business framework and drivers

justifying this architectural evolution are described, in part, in TR-058. In the largest sense, the scope of this
architecture is to provide |P-QoS and more flexible service arrangements to millions of users and thousands of
service providers. And to do this to a useful extent, while pursuing only economic enhancements to existing
ADSL networks.

While ADSL is useful for mass markets, segments and niches — this architecture addresses the mass market
specifically. The approach, service models, and architecture are intended to scale to thousands of service

providers, and many millions of end-users. The architecture does not detail approaches and techniques that
might be appropriate to segments and niches, but does recognize that they might also be used in concert with
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this approach. Similarly, local regulations, e.g. wiretapping, might apply to this and any architecture, but are
beyond the scope of this document.

Many of the requirements levied on network elements and management systems are collected in this
architecture, but they should not be taken as an exhaustive list of requirements for such elements. It is expected
that other documents and standards will come forward to collect the requirements here, as well as those from

other markets, segments, and niches in order to provide complete requirements for elements and systems that
wish to be suitable in the DSL industry.

This architecture provides a high-level, evolving view of ADSL access. Because of this it provides more details

about things that will happen sooner and fewer details about things that are several years and phases from
fruition. Also, unlike a design, this architecture does not provide exhaustive instructions on how to develop and

deploy networks or elements that adhere to the architecture. In fact, it identifies the need to develop and
standardize new functions, features, and protocols in many later-phase areas.

1.3 Requirements

In this document, several words are used to signify the requirements of the specification. These words are often

capitalized.

MUST This word, or the adjective “REQUIRED”, means that the definition is an absolute requirement

of the specification

MUST NOT This phrase means that the definition is an absolute prohibition of the specification.

SHOULD This word, or the adjective “RECOMMENDED”, means that there may exist valid reasons in

particular circumstances to ignore this item, but the full implications must be understood and
carefully weighted before choosing a different course.

MAY This word, or the adjective “OPTIONAL”, means that this item is one of an allowed set of

alternatives. An implementation that does not include this option MUST be prepared to inter-
operate with another implementation that does include the option.

2 PRODUCTS AND SERVICES

2.1 Service Goals

Despite efforts to unify the architecture of Service Provider connections and to provide common service tiers,
there has not been general support for a unified architecture. This proposal intends to increase the interest in
such an architecture by increasing the number of service parameters available as well as by making those

parameters more dynamic. Aside from variable dynamic bandwidth, this new architecture includes Quality of
Service (QoS) and muIti-application/multi-destination selection.
Service Providers benefit in that they will only need to develop one set of system interfaces for any carrier that

adopts this architecture. By subscribing to these interfaces, Service Providers will now be able to develop

applications that can take advantage of variable bandwidth and differentiated data traffic delivery that supports
better than best effon‘ traffic classes. Subscribers will be able to realize greater potential of their broadband data
connections. This means that a subscriber can still use their Internet access as it exists today; yet additional

bandwidth on their DSL line can be used to deliver other applications, such as direct corporate access, video

chat and video conferencing, and various content on demand - be it movies, games, software, or time-shifted
television programs. Finally, these applications can be given QoS treatment, so that business access, online

gaming, and casual Internet access all share bandwidth appropriately. Both subscribers and Service Providers
will be able to choose who provides the best service for a specific application, and what applications add the
most value.

2.2 Product and Service Lists

This document presents a proposal for evolving DSL deployment and interconnection. It will outline a common

methodology for delivering QOS-enabled applications to DSL subscribers from multiple Service Providers.
These products and services are intended to address the mass market, and do not preclude additional niche or
custom services that could be provided using the same infrastructure. Many of the current products offered

194 DIRECTV Exhibit 1017



DIRECTV    Exhibit 1017195

EXHIBIT A

DSL Evolution - Architecture Requirements for the Support of QoS-Enabled IP Services TR-059

today either can be adapted to contain or already do contain the necessary software needed to support the
proposed architectures contained within this document.
Also provided is a set of architectural requirements to support the proposed new service models. Some of the
highlights include:

° lP-based services and QoS

° A single network control plane

° The migration of DSL regional transport to leverage newer, alternative technologies

The prevalent existing service model, where subscriber connections are delivered in a best effort fashion over
end-to-end ATM PVCs, will continue to exist. However, this service model cannot support many of the

improvements and benefits desired, including IP Q08, bandwidth on demand, and utilization of newer,
alternative transport options.

This architecture supports the following service provider interconnection models, which are described TFl-058:

° Subscriber access using PPPoE aggregated into L2TP tunnels delivered to Network Service Providers.

° Subscriber access using PPPoE or IP over Ethernet aggregated into VPNs delivered to Network Service
Providers.

° Subscriber access using PPPoE or IP over Ethernet aggregated into a common, public, QoS-enabled IP
network and delivered to Application Service Providers.

The DSL architecture and requirements put fonivard by this document enable the following product and service
enhancements, which are described in TR-058.

' Bandwidth on Demand

° QoS, including QoS on Demand

° Many-to-Many Access

° Content Distribution

Network Service Providers will be able to benefit from the aggregation capabilities of the new DSL Access

Networks described in this document. Specifically, this architecture will also permit:

° Traffic Aggregation: The end-to-end ATM PVC models, whether VPC or VCC, do not provide a
scalable solution. L2TP and IP are used to provide better scalability and

efficiency.

° Improved Transport: Currently most DSL transport is done over ATM connections. By offering
other transport options, like Packet over SONET (POS) and Metro Ethernet,
this architecture can provide better scalability, reduced overhead, and
increased flexibility.

° Simpler Provisioning: Because they are not directly linked to provisioning transport, L2TP and IP
delivery models can reduce the level of per subscriber provisioning.

° Differentiated Services: Up until now, almost all DSL transport has been best effort delivery. This new
lP based architecture will permit Service Providers to offer differentiated
treatment for certain traffic.

° Bandwidth Services: Up until now, most DSL access has been at a fixed rate that was selected at
”the’ time an access was provisi6ned."This arcfiitectu’ré'provides ’r’fiéchafii§r’fis””’ ’
that allow rates to be selected or changed more often and potentially on-the-

fly.
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° Increased Access: In previous architectures, Service Providers could only reach those
subscribers with whom they had a direct relationship. These new

architectures permit a subscriber to connect simultaneously to multiple
Service Providers for a variety of services. Service Providers no longer need
to be the sole provider to their subscribers.

° Standard Connections: Up until now, each access provider has had their own set of interfaces for
Service Providers. This proposal defines common interfaces for NSPs and
ASPs. This means that the Service Provider need only develop a single

interface to get all of these features for many access providers. Also,
subscriber connections will be similar among Access Providers, allowing
common CPE to be more widely deployed.

Support for these new services will require a new set of network management interfaces. Both Service
Providers and Subscribers will use these interfaces. Service Providers will be able to examine the network and

see how their subscribers are provisioned. NSPs will also be provided an interface to control and troubleshoot
subscriber connections.

Subscribers will be provided mechanisms for requesting these new services and indicating specific needs.

These requirements will support applications and services like:

° Multicast audio and video media applications

° Video on demand applications

° Voice services

° Interactive gaming

° Variable bandwidth, both on demand (‘Turbo” button) and by application

3 FUNCTIONAL ASSUMPTIONS

3.1 Key Terminology

The following definitions apply for the purposes of this document:
Access Network The Access Network encompasses the elements of the DSL

network from the NID at the customer premises to the BRAS. This

network typically includes one or more types of Access Node and
often an ATM switching function to aggregate them.

Access Node The Access Node contains the ATU-C, which terminates the DSL

signal, and physically can be a DSLAM, Next Generation DLC (NG-
DLC), or a Remote Access Multiplexer (RAM). A DSLAM hub can be
used in a central office to aggregate traffic from multiple remote

physical devices, and is considered logically to be a part of the
Access Node. When the term “DSLAM" is used in this document, it

is intended to very specifically refer to a DSLAM, and not the more

generic Access Node. The Access Node provides aggregation
capabilities between the Access Network and the Regional Network.
It is the first point in the network where traffic on multiple DSL lines
will be aggregated onto a single network.

Behavior The externally observable characteristic applied to a traffic stream by
a network element or system, for example assuring a minimum rate
for a video stream or PPP session.

Broadband Remote Access Server (BRAS) The BRAS is the aggregation point for the subscriber traffic.

It provides aggregation capabilities (e.g. IP, PPP, ATM) between the
Regional/Access Network and the NSP or ASP. Beyond

4
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aggregation, it is also the injection point for policy management and
IP Q08 in the Regional/Access Networks.

Core Network The center core of the Regional Network. The functions contained

herein are primarily transport oriented with associated switching or

routing capabilities enabling the proper distribution of the data traffic.

Downstream The direction of transmission from the Access Node to the DSL
modem.

Dropping The process of discarding packets/cells based on specified rules,
which may be the result of for example, a policing action or policy
decision.

Edge Network The edge of the Regional Network. The Edge Network provides
access to various layer 2 services and connects to the Regional
Network core enabling the distribution of the data traffic between
various edge devices.

Layer 2 Tunnel Switch (L2TS) The L2TS provides a second layer of PPP aggregation beyond the
L2TP Access Concentrator (LAC). PPP sessions are switched
between L2TP tunnels and are further aggregated and delivered to
the NSP.

Loop A metallic pair of wires running from the customer’s premises to the
Access Node.

Many-to-Many Access Sessions The ability for multiple individual users or subscribers, within a single
premises, to simultaneously connect to multiple NSPs and ASPs.

Microflow A single instance of an application-to-application flow of packets,
which may for example be classified by source address, source port,
destination address, destination port and protocol id, or stateful
means.

PVC Bundle Two or more ATM PVCs (called a "bundle") are co-terminated on

router endpoints. Each bundle co-termination is bound to a single IP
interface. That is, the two (or more) PVCs appear to be a single "link

layer" to the IP layer and so share a single set of routes. DiffServ,
TOS marking, or other IP QoS mechanisms are used to select which
of the two or more PVCs to use in either direction. Currently PVC

bundles apply only to routed, not bridged interfaces. For them to be
useful to this architecture, the approach would need to support

bridged interfaces in addition to routed interfaces, and would need
support simultaneous transport of both PPPoE and IP over one of
the PVCs in the bundle.

Regional Network The Regional Network interconnects between the Network Service
Provider's network and the Access Network. A Regional Network for

DSL connects to the BRAS, which is technically both in the Regional

Network and in an Access Network. Typically more than once
Access Network is connected to a common Regional Network. The

function of the Regional Network in this document goes beyond

traditional transport, and may include aggregation, routing, and
switching.

_ . .2 Regional/Access Network The Regional and Access|\_le,twom.;gmupgLas_ and end-to-end
QoS domain and often managed by a single provider.

Routing Gateway A customer premises functional element that provides IP routing and
QoS capabilities. It may be integrated into or be separate from the
modem.
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Session A logically identifiable relationship formed between two (or more)
communicating entities for exchanging control and data packets. An
example of which would be a PPP session.

Subscriber The client that is purchasing the DSL circuit from the Service
Provider and is receiving the billing.

Traffic Classification The process of selecting packets based on common criteria, such as
the content of packet headers or session identification.

Traffic Marking The process of setting packet header fields, such as DSCP, MPLS
EXP or 802.1 p/q COS field in a packet/frame/cell based on defined
rules. Traffic marking may result from for example, a classification

decision, a policing action, or a policy decision.

Traffic Metering The process of measuring the rate and/or burst of a traffic stream
selected by a classifier. The instantaneous state of this process may
be used to affect the operation of a marker, shaper, or policer, and/or

may be used for accounting and measurement purposes.

Traffic Policing The process of dropping, marking or remarking packets/cells within a
traffic stream in accordance with the state of a corresponding meter

against a defined traffic profile, using mechanisms such as the token
bucket scheme defined by [RFC2697].

Traffic Remarking The process of changing header fields, such as DSCP, MPLS EXP
or 802.1p/q COS field in a packet/frame based on defined rules.

Traffic Shaping The process of delaying packets/cells within a traffic stream to cause
it to conform to some defined traffic profile.

Traffic Stream a set of one or more microflows or sessions, which are selected by a

particular classifier.

Upstream The direction of transmission from the modem to the Access Node.

User Typically, a member, employee or guest at the Subscriber’s
household or business using the DSL circuit capabilities.

3.2 Broadband Provider Reference Definitions

Generally, services over a DSL access—based broadband network will be provided and supported by a number
of different operational organizations. These organizations may be part of one company or more than one
company and it is desirable to have a clear idea of the roles of the different organizations and how the
functionality of equipment, network management, and test equipment can support their ability to discharge their
roles for the benefit of the end customers. In order to provide a baseline with which to contrast, this document

provides a common architectural view of DSL architecture in Figure 1.
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Service Provider

./\

Access Provider

 
 

 ADSL
Termination

Device

 
 ‘Y’ V

Regional Network Loop Provider Subscriber
Provider Site

Figure 1 - DSL Network Components

(Voice components not shown for clarity)

Boxes in the figures represent functional entities — networks and logical components rather than physical
elements.

This traditional architecture is centered on providing service to a line or a loop. It is desired, however, to be able
to provide services that are user-specific. Additionally, more than one subscriber can be present at the same

premises and share a single loop. There is a need, therefore, to describe a slightly more complex situation, and
hiding the common complexity shared with Figure 1, this description is provided in Figure 2 below. Note that the
figure shows many-to-many access through a common Regional/Access network. It is used to simultaneously
provide an Application Service, between an ASP Network, and User1 at the same time and over the same U
interface as it supports a Network Servicez between NSP Networkg and Userg.

Application Service,

ASP

Network,

Regional / Access
Network 
Network Servicez

Figure 2 — Many-to-Many Access
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The figures show the key components of a DSL access-based broadband network. They indicate ownership of
the components to different providing organizations. The role of these various providers is indicated below:

The Network Service Provider (NSP):

° Includes Internet Service Providers (|SPs) and Corporate Service Providers (CSPS)

° is responsible for overall service assurance

° May provide CPE, or software to run on customer-owned CPE, to support a given service

' Provides the customer contact point for any and all customer related problems related to the provision of
this service

° Authenticates access and provides and manages the IP address to the subscribers

The Application Service Provider (ASP):

° Provides application services to the application subscriber (gaming, video, content on demand, IP
Telephony, etc.)

° is responsible for the service assurance relating to this application service

° Responsible for providing to subscribers additional software or CPE which specific services may require.

° Provides the subscriber contact point for all subscriber problems related to the provision of specific service
applications and any related subscriber software.

' Does not provide or manage the IP address to the subscribers

The Loop Provider:

° Provides a metallic loop from the Access Network equipment to the customer's premises

' is responsible for the integrity of the metallic loop and its repair

° May also provide the Access Network Provider aggregated access to remotely deployed DSL equipment
owned, operated, and maintained by the Loop Provider

The Access Network Provider:

‘' Provides digital connectivity to the customer via the metallic Loop

° is responsible for the performance and repair of the access transmission equipment

The Regional Network Provider:

° Provides appropriate connectivity between the Access Network and the NSPs and ASPs

° is responsible for Regional Network performance and repair

° May perform aggregation services to NSPs or ASPs and/or may provide any to any connectivity within the
RBN on behalf of the NSP/ASP.

3.3 Interfaces

These interfaces are key to this architecture, and have been modified or expanded from historical architectures

*Z (except the U*interface)*and representrequirementsspecificto—the—service modelsdetailedrherein—and—in TR *————
058.
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3.3.1 A10-ASP Interface

This reference point is between the Regional/Access Network and the ASP’s Points of Presence (POPs). This
interface will consist of a routed IP interface, that may be transported over Fast Ethernet, Gigabit Ethernet,

Packet over SONET (POS), or some other IP interface. The ASP has the end-to-end Service responsibility to
the customer for their specific application and is viewed as the “Retailer" of the specific service. Trouble reports
for the specific service go directly to the ASP.

3.3.2 A10-NSP Interface

This reference point is between the Regional/Access Network and the NSP’s POPs. The interfaces could be
ATM, Fast Ethernet, Gigabit Ethernet, or Packet over SONET (POS). In the case of ATM, multiple PPP
sessions may be multiplexed over a single VCC at this interface. Typically, the NSP has the end-to-end service
responsibility to the customer and is viewed as the “Retailer" of the service. As the retailer of the DSL service,
trouble reports, and other issues from the subscriber are typically addressed to the NSP. Handoff protocols
could include layer 2 (e.g. ATM VPNCs, L2TP tunnels) and layer 3 (e.g. IPv4, IPv6 routed protocols).

3.3.3 U Interface

The U Interface is located at the subscriber premise between the Access Node and the DSL modem.

3.3.4 T Interface

The T Interface defines the intervvorking between the DSL modem/Routing Gateway and other CPE in the
Customer Premises Network (CPN). The requirements for new vertical services over DSL require the addition
of a Routing Gateway as the intermediate point between the DSL modem and the LAN Devices. The primary
goal of this interface is to facilitate seamless transmission of IP packets in both a best effort approach as well as
maintaining predefined QoS behavior or establishing dynamic Q08 behaviors through a signaling mechanism.
The DSL modem and Routing Gateway functions may or may not be combined in a single device.

4 REFERENCE ARCHITECTURE

4.1 Logical Reference Architecture

As noted in Section 3.2 above, the end-to-end DSL network consists of four providers. Of these providers, the

two that this proposal most affects are the Regional Network Provider and the Access Network Provider.
Historically the Regional Network has been a network of ATM switches, as shown in Figure 3. This is because
the access to most Access Nodes is an ATM based interface. Some Access Networks even have their own

ATM switches used to aggregate traffic from multiple Access Nodes.
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K Regional / Access Network

Figure 3 — ATM based Regional and Access Network Providers

In this architecture, there are no mechanisms for limiting subscriber traffic except for per line profiles within the

Access Nodes. As many DSL networks were deployed before the advent of the BRAS, almost all the Access
Network Providers use fixed speed profiles in the Access Nodes to limit upstream and downstream traffic. Even
if the Service Provider were to attempt to send more traffic into the Regional Network than the Access Node is

set to permit, the Access Node will police the downstream traffic. Since most Internet-based applications use
TCP as the transport protocol, the traffic rejected at the Access Node will trigger TCP back-off, effectively

throttling the downstream bandwidth. As such, most Service Providers also shape downstream traffic at the
subscriber-selected bandwidth. However, the desire to move to a rate adaptive bandwidth model means that

both the Regional and Access Networks could be vulnerable to traffic overloading. A means to control upstream
and downstream traffic is needed as this architecture evolves.

Many times the physical components of the Access Nodes are daisy-chained, sharing the bandwidth of the
aggregating circuit. As shown in Figure 13 in Section 4.2.5.4, there are numerous ways that DSL access
devices can be interconnected to the first ATM switch. While historical measurements have shown that the

typical DSL subscriber uses no more than a small fraction of sustained bandwidth, the fact is that as subscribers
are offered more and more high bandwidth applications, the average sustained bandwidth per subscriber over
these "mid-mi|e" connections is going to increase. As per subscriber bandwidth usage increases, the Regional
Network Provider will also need to scale bandwidth and provide subscriber-level granularity. ATM VPs do not

provide the granularity necessary to offer per application QoS on a per subscriber basis.
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Regional / Access Network

 
Figure 4 — IP Enabled Regional Network

As a result, other devices need to be added to the Regional Network to provide better aggregation of subscriber

traffic. There are several options for doing this, most of which involve IP enabling the Regional Network as
shown in Figure 4. Subscribers that use native IP, which is a routable protocol, can be aggregated at the IP level
into a Virtual LAN (VLAN) or Virtual Private Network (VPN) for handoff to their associated Service Provider.
Those subscribers that use variations of the Point-to-Point Protocol (PPP), such as PPPoA (PPP over ATM)

and PPPoE (PPP over Ethernet), can be aggregated at either the PPP or the IP layer.

It the aggregation is done at the PPP layer, then these PPP sessions will need to be fonivarded over a routable
protocol such as Layer 2 Tunneling Protocol (L2TP). When the new subscriber aggregation element is
functioning in this mode, it is referred to as an L2TP Access Concentrator or LAC. The other option for PPP
based subscriber is to also terminate the PPP session and assign IP addresses to the subscribers. This traffic
would then be collected into a VLAN or VPN as with native lP traffic. When performing PPP Termination and

Aggregation (PTA), the box is typically called a Broadband Remote Access Server or BRAS.

As more and more DSL aggregation is performed at the IP layer rather than the ATM layer, additional transport
options may be added. In addition to ATM, Ethernet and Packet over SONET are also options for IP transport.
There are various metropolitan Ethernet solutions available in speeds of 10 Mbps (Ethernet), 100 Mbps (Fast
Ethernet), or 1 Gbps (Gigabit Ethernet or GigE).

These new network elements also need to be able to function as the first tier ATM aggregation device, where

the Access Node is now directly connected. As such, these devices will also need to handle ATM level

aggregation and switching and need to function as an adjunct to the existing ATM network. Since they are IP
aware, they can also serve as the Label Edge Router (LER) that is required if the Core Network is to become
Multi Protocol Label Switching (MPLS) aware. This would be shown in Figure 4 by collapsing the BRAS and
ATM switch into a single multi-protocol device.

4.2 Logical Elements and Interfaces

4.2.1 Application Service Provider Network

4.2.1.1 Description

The—App|ication Service—Provider (ASl2)—is defined as a Service Provider thatusesa common infrastructure. _ ____
provided by the Regional/Access Network and an IP address assigned and managed by the Regional Network
Provider. This is a new type of DSL service. The Regional Network Provider owns and procures addresses that
they, in turn, allocate to the subscribers. ASPs then use this common infrastructure in order to provide
application or network services to those subscribers. For example, an ASP may offer gaming, Video on

11
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Demand, or even filtered Internet access, or access to VPNs via lPsec or some other IP-tunneling method. The

ASP service may be subscriber-specific, or communal when an address is shared using Network Address Port
Translation (NAPT) throughout a Customer Premises Network (CPN). It is envisioned that the ASP environment
will have user-level rather than network-access-level identification, and that a common Lightweight Directory

Access Protocol (LDAP) directory will assist in providing user identification and preferences. Logical elements
used by ASPs typically include routers, application servers, and directory servers. The relationship between the
ASP Network, the A10-ASP interface, and the Regional Network is shown in Figure 2. There is one and only
one ASP network per Regional/Access Network.

4.2.1.2 Capabilities

The capabilities of the ASP include but are not limited to the following:

' Authenticating users at the CPN

° Assignment of user profile or preference data

° Assignment of QOS to service traffic

° Customer service and troubleshooting of network access and application-specific problems

° Ability to determine traffic usage for accounting purposes and billing

4.2.2 A10-ASP Interface

4.2.2.1 Functionality

As shown in Figure 5, the A10-ASP interface defines the intenlvorking between the ASP Network and the
Regional/Access Network. This is not a traditional interface. However, in order to provide more technical and
business options to would-be broadband content and application providers this document defines a way for a
Service Provider to attach a server, servers, or entire network to a common infrastructure directly accessible by

DSL subscribers. The A10-ASP interface is intended to promote content on demand, IP telephony, gaming, and

other Quality of Service (QoS) or Bandwidth on Demand (BoD) applications without the need to deploy or
manage an IP infrastructure. This also conserves IP addresses, as a single address can be used to gain access
to all the services and providers that opt to share this infrastructure.

 
Application

 
 Regional I Access Network  ASP Network

—"A‘1*0-ASP —

Figure 5 — A10-ASP Interface
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4.2.2.2 Communication Protocols

This interface MUSTU] support lP networking connectivity to the DSL subscribers. Several QOS and BoD use
cases exist:

1. Best effort IP networking is used with no additional QoS or information required.

2. Differentiated Services (Diffserv) QoS is provided in order to establish a higher class of service — oriented
toward higher throughput, packet precedence, or lower latency.

3. QoS and Bandwidth limitations can be enforced by the Regional/AccessNetwork based on provisioned

relationships between the ASP and all users or potentially specific users.

The communications protocol stack is shown in the following Figure 6.

A10-ASP

Diffserv-enabled IP

ATM, Ethernet,

Frame Relay, POS

Various PHY 
Figure 6 — ASP Protocol Stack with QoS

The ASP obtains an IP connection over a typical data link layer as described earlier. More likely is that an ASP

actually obtains a 10 Base-T, 100 Base-T, or GigE connection to the Regional/Access Network within a co-
location or hosting facility. The Regional/Access Network provider statically assigns addresses to the A10 ASP

interfaces, and MAY[2] provide address blocks to the ASP.

Network Layer

The network layer interface MUST[3] support IP version 4 in accordance with IETF RFCs 791 and 2474.

The network layer MAYW support IP version 6 in accordance with IETF RFC 2460.

The network layer interface SHOULD[5] support IP multicast.

The network layer interface MUSTIGI support IP precedence based on Diffserv Code Point (DSCP) markings, in
accordance with IETF RFC 3140 when that type of QoS is offered. In other words, lP QOS will use Diffserv

instead of using TOS bits or other potential indicators and definitions.

Data Link Layer

The data link layer SHOULDV, support Ethernet in hosting or co-location sites.

The data link layer MAY[3] support ATM, Frame Relay, and/or POS.

*— The—data*|ink—|ayer—MAY[g;—support bonding—of—rnu|tip|e—physicalinterfacessj P ———

Physical Layer

The physical layer interface MUSTUOI support at least one of the following - as appropriate:

13

205 DIRECTV Exhibit 1017



DIRECTV    Exhibit 1017206

EXHIBIT A

DSL Evolution - Architecture Requirements for the Support of Qos-Enabled IP Services TR-O59

° Ethernet PHY for 10 Mbps, 100 Mbps, 1 Gbps

' DS1, DS3, E1, E3

' OC3c, OC12c, OC48c, STM1c, STM4c, STM16c

4.2.3 Network Service Provider Network

4.2.3.1 Description

The Network Service Provider (NSP) is defined as a Service Provider that provides addressing and connectivity

to an Internet Protocol (IP) network. This is the typical application of DSL service today. The NSP owns and
procures addresses that they, in turn, allocate individually or in blocks to their subscribers. The subscribers are
typically located in Customer Premises Networks (CPNs). The NSP service may be subscriber-specific, or
communal when an address is shared using NAPT throughout a CPN. This relationship among the NSP, A10-

NSP interface, and Regional/Access Network is shown in Figure 2. NSPs typically provide access to the
Internet, but may provide access to a walled garden, VPN, or some other closed group or controlled access
services. L2TP and IP VPNs are typical A10-NSP interface arrangements.

The capabilities of the NSP include but are not limited to the following:

° Authenticating network access between the CPN and the NSP network

° Assignment of network addresses and IP filters

° Assignment of traffic engineering parameters

' Customer service and troubleshooting of network access problems

4.2.4 A10-NSP interface

4.2.4.1 Functionality

As shown in Figure 7 and Figure 9, the A10-NSP interface defines the intenuorking between the NSP and the
Regional/Access Network provider. This document offers the following Layer 2 and Layer 3 options for this
interconnection.

4.2.4.2 Communication Protocols: L2TP Connection

This interface MUSTM support the Layer 2 PPP connection service supported by L2TP. Using Figure 8 as a
reference, subscribers MUSTU2] be placed into L2TP tunnels in one of the following methods:

1. L2TP tunnels MAY[13} be established or provisioned statically between LNS and the LAC or through an
intervening Layer 2 Tunnel Switch (L2TS).

2. L2TP tunnels MAYM be established dynamically using RADIUS in order to determine which users to add
to various L2TP tunnels, including potentially new ones. As before, these may be directly between LAC and
LNS or via L2TS.

14
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" LAC

— ‘ LNS I”; (BRAS)

Nsp Network Regional / Access Network
T T _/

A10-NSP

 

  
Figure 7 — A10-NSP Interface Supporting L2TP Connection

One or more concurrent sessions can be established to NSPs from any given CPN, and the destinations are

chosen by the fully qualified domain name (FQDN) of the accessing subscriber.

Business models that require limiting subscriber access to a single NSP SHOULDU5] be supported through
administrative limits on the FQDN routing established by the Regional/Access Network provider on behalf of

one or more NSPs. Subscribers SHOULDU6] be able to establish multiple access sessions to the same or to
different NSPs.

The RADIUS response MAYM be used to determine the bandwidth profile for its access session. Note that
RADIUS will require enhancement to do this in a standard way.

The communications protocol stack is shown in the Figure 8.

A10-NSP

L2TP

Diffserv-enabled IP

ATM, Ethernet,

Frame Relay, POS

Various PHY

Figure 8 - L2TP Protocol Stack

While L2TP over IP is always used, as opposed to L2TP delivered directly over ATM or Frame Relay. various IP
transport options can be provided by the Regional/Access Network provider or selected by the NSP according
to availability, regulation, and economics. Also, while the entire L2TP tunnel can be provided with a traffic
engineering specification, the constituent flows within an L2TP tunnel will not receive differentiated service. In
other words all the flows within an L2TP tunnel will receive the same aggregate QoS treatment.
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Network Layer

The network layer interface MUSTM support IP version 4 in accordance with IETF RFCs 791 and 2474.

The network layer MAY[19] support lP version 6 in accordance with IETF RFC 2460.

The network layer MUST[2o] make use of L2TP over IP in accordance with IETF RFC 2661.

Data Link Layer

The data link layer SHOULD?” support ATM.

The data link layer MAY[22] support Ethernet, Frame Relay, and/or POS.

The data link layer MAY[23] support bonding of multiple physical interfaces.

Physical Layer

The physical layer interface MUST[24] support at least one of the following — as appropriate:

° Ethernet PHY for 10 Mbps, 100 Mbps, 1 Gbps

° DS1, DS3, E1, E3

° OC3c, OC12c, OC48c, STM1c, STM4c, STM16c

4.2.4.3 Communication Protocols: lP Routed Connection

This interface MUST-[25] support the Layer 3 IP routed connection. Using Figure 9 as a reference, subscribers
MUST[261be placed into IP routed networks in one of the following methods:

1. IP address pools MAY[271 be established or provisioned statically.

2. IP addresses MAY[25] be provided in pools that are distributed dynamically by the Regional/Access Network
provider.

Subscribers IP addresses MAY[29] be distributed from the NSP to the BRAS dynamically using RADIUS.

IP addresses MAY[3o] be assigned from named pools in cases where the NSP opts to allocate addresses
out of two or more pools based on subscriber-specific information.

Nsp Network Regional / Access Network

 
A1 0-NSP

Figure 9 — A10-NSP Interface Supporting IP Routed Connection
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In every case, RADIUS MUST[311 be used between the BRAS (or a potential RADIUS proxy) and an NSP-
designated AAA system or systems to authenticate subscriber access to the routed network.

In most cases, the IP routed network will be comprised of many lP-VPNs that support sharing of the

Regional/Access Network at the IP layer.

Multiple services may be offered across the ‘U’ interface. Access to a particular IP service will be established as
with L2TP using the Network Access Identifier (NAI a.k.a. FQDN) provided by the accessing subscriber.

Subscribers MUST[32, be able to establish multiple access sessions to the same or to different NSPs. Business
models that require restricting simultaneous access to particular combinations of IP service MUST[33] be
supported through administrative policies established in the regional/access network on behalf of the
NSPs/ASPs.

If an NSP connects to the Regional/Access Network in several places, the A10-NSP interface SHOULD[341
support BG P4 as per IETF RFC 1745.

Several QoS and BoD use cases exist:

1. Best effort IP networking is used with no additional QoS or information required.

2. Diffserv QoS MAY[35] be supported and MAY[36] be used in order to establish a higher class of service —
oriented either toward higher throughput, or lower latency.

3. The Regional/AccessNetvvork can enforce QoS and Bandwidth limitations based on provisioned
relationships between the NSP and all users or potentially specific users.

The communications protocol stack is shown in Figure 10.

A10-NSP

Diffserv-enabled IP

ATM, Ethernet,
Frame Rela POS

Various PHY

 
Figure 10 - Routed IP Protocol Stack with QoS

IP MUST[37, always be used; however, various IP transport options can be provided by the Regional/Access
Network provider or selected by the NSP according to availability, regulation and economics. As described

earlier, RADIUS MUST[a8] always be used to authenticate users, SHOULD[39] be used to set NSP-desired filters,
and MAYM be used to assign addresses.

Network Layer

The network layer interface MUSTM support IP version 4 in accordance with IETF RFCs 791 and 2474.

The network layer interface MUST[42, support IP precedence based on Diffserv Code Point (DSCP) markings, in
accordance with IETF RFC 3140 when this type of QoS is offered.

The network layer interface SHOULD[43] support lP multicast.

The network layer interface MUST[44] support IP precedence based on Diffserv Code Point (DSCP) markings, in
accordance with lETF RFC 3140 when this type of QoS is offered.
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The network layer MAY[45] support lP version 6 in accordance with IETF RFC 2460.

Data Link Layer

The data link layer SHOULD[45] support ATM

The data link layer MAYW, support Ethernet, Frame Relay, and/or POS.

The data link layer MAY[48] support bonding of multiple physical interfaces.

Physical Layer

The physical layer interface MUST[49] support at least one of the following — as appropriate:

° Ethernet PHY for 10 Mbps, 100 Mbps, 1 Gbps

° DS1, DS3, E1, E3

° OC3c, OC12c, OC48c, STM1c, STM4c, STM16c

4.2.5 Regional/Access Network

The Regional/Access Network consists of the Regional Network, Broadband Remote Access Server, and the
Access Network as shown in Figure 11. its primary function is to provide end-to-end transport between the
customer premises and the NSP or ASP. The Regional/Access Network may also provide higher layer functions
such as QoS and content distribution. QoS will be provided by tightly coupling traffic-engineering capabilities of

the Regional Network with the capabilities of the BRAS. Depending on the type and frequency of use, certain
content storage may be pushed further out in the Regional/Access Network than others. As a result,
functionality to support content distribution could be located at different points within the Regional/Access
Network, but will not be located between the BRAS and the subscriber.

Access<‘ — MDF —Node I Loop
Access Network

 

  
 

  
 

Regional Broadband
Network

 Regional / Access Network

Figure 11 — Components of the Regional/Access Network
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4.2.5.1 Regional Network

The Regional Network connects one or more BRAS and associated Access Network to NSPs and ASPs. It
supports aggregation of traffic from multiple Access Networks and hands off larger geographic locations to
NSPs and ASPs - relieving a potential requirement for them to build infrastructure to attach more directly to the
various Access Networks. This arrangement is shown in Figure 12, which pictures an NSP and an ASP

attached to a Regional Network in order to gain access to 3 Access networks. This architecture assumes that
the network providers of the Regional and Access Networks work extremely closely in order to provide an end-
to-end Q08 solution. A good assumption might be that the 2 networks are operated and managed by a single
service providing entity and offered as a combined, Regional/Access Network.

 
 

  
 
 

 
 

customer Prem. Net

u customer Prem. Net
K J

Customer Prem. Net

Regional Broadband ‘T’,
Network

Figure 12 — Aggregation function of Regional Network

The Regional Network may transport traffic using ATM, Ethernet, IP or MPLS. Within these networking

technologies, the Regional Network MUST[50] provide scalable traffic engineering capabilities and preserve IP
QoS.

4.2.5.2 Broadband Remote Access Server

The BRAS performs multiple functions in the network. its most basic function is to provide aggregation

capabilities between the Regional/Access Network and the NSP/ASP. For the aggregation Internet traffic, the
BRAS serves as a L2TP Access Concentrator (LAC) tunneling multiple subscriber PPP sessions directly to an

NSP or switched through a L2TS. it also performs aggregation for terminated PPP sessions or routed IP
session by placing them into IP VPNs or 802.10 VLANs. The BRAS also supports ATM termination and
aggregation functions.

Beyond aggregation, the BRAS is also the injection point for providing policy management and IP Q08 in the
Regional and Access Networks. The BRAS is fundamental to supporting the concept of many-to-many access
sessions.

Policy information can be applied to terminated and non-terminated sessions. For example, a bandwidth policy
may be applied to a subscriber whose PPP session is aggregated into an L2TP tunnel and is not terminated by
the BRAS. However, sessions that terminate on (or are routed through) the BRAS can receive per flow
treatment because the BRAS has IP level awareness of the session. In this model, not only can the aggregate
bandwidth for a customer be controlled but also the bandwidth and treatment of traffic on a per application

-basis._._ ,_

The delivery of content has shifted from content that was more download intensive with lower bandwidth and
best effort quality to one that is more real-time in nature, requiring higher bandwidth with higher quality. Some of
the higher bandwidth applications include Video on Demand (VoD) for movies, multicast (“Broadcast” TV), and
MPEG unicast video. Given the BRAS’s proximity to the edge of the network and its ability to support IP

19

21 1 DIRECTV Exhibit 1017



DIRECTV    Exhibit 1017212

EXHIBIT A

DSL Evolution - Architecture Requirements for the Support of QoS-Enabled IP Services TR-O59

services, the BFIAS SHOULD[51] also provide support for content distribution and efficient use of multicast
services.

Some high level functional requirements are for the BRAS are listed below. This list is not comprehensive and
additional requirements for Q08 are listed in Section 5. Additionally, BRAS requirements from both this
architecture as well as other architectures are expected to become a separate DSL Forum topic.

° The BRAS MUST[521 be able to aggregate PPP sessions into L2TP tunnels (LAC function).

° The BRAS MUST[53] be able to terminate PPP sessions and assign routing attributes based on subscriber
profile (LNS function).

° The BRAS MUST[54] support authentication using RADIUS.

° The BRAS MUST[55] support lP over bridged Ethernet (IETF RFC 2684).

° The BRAS MUST[56] support address allocation using Dynamic Host Configuration Protocol (DHCP).

° The BRAS MUST[57, support multiple VCs per subscriber.

° The BRAS SHOULD[58] support ATM VCNP cross-connection functions independent of AAL type.

° The BRAS MUSTL59] support termination and aggregation of ATM VCs.

° The BRAS SHOULD[6o] support the following ATM classes of service: UBR, UBR+, CBR, VBFl-nrt, VBR-rt.

° The BRAS MUST[s1] allocate downstream bandwidth based on policy configuration across ATM, PPP,
Ethernet, and IP technologies.

° The BRAS MUST[62] mark IP QoS fields for upstream and downstream traffic based on policy configuration.

° The BRAS MUST[63] support policing of upstream per-subscriber traffic based on policy configuration.

° The BRAS MUST[64] support queuing and prioritization based on diffserv marking and/or flow classification.

° The BRAS MUST[65-1 support traffic engineering for networking technologies including ATM, MPLS, and
Ethernet.

° The BRAS MUST[56] support a Diffserv-aware hierarchical scheduler that allows it to manage the network
so that any potential congestion in the Access Network between the BRAS and the RG3 is avoided. The

hierarchical scheduler in the BFlAS MUST[67, be able to model the congestion points in at least two
subsequent ATM hops (corresponding to the daisy chaining of two ATM switching/multiplexing points in the
Access Node); if the BRAS does not include the ATM switching function, then the hierarchical scheduler in

the BRAS MUST[63, be able to model the congestion point in yet an additional ATM hop. This scheduler is
described in further detail in section 5 and shown by example in Appendix B.

° The BFIAS MUST[59] shape the individual subscriber’s aggregate downstream traffic to the subscribed rate
which will be some value equal to or lower than the DSL sync rate.

' The BRAS MUSTW] support RED and WFlED policing of upstream traffic using the same topology
information that exists for the hierarchical scheduler.

° When operating in an IP-routed mode, the BRAS MAYV1] provide multicast support

' The BRAS SHOULDVZ] support Ethernet LAN interfaces for the local attachment of content distribution
servers.

' When operating in an IP-routed mode the BRAS MAY[73] provide multicast access control and collect
multicast usage information.

4.2.5.3 Access Network

. _, . _

The Access Network refers to the network between the NID and the BRAS. The protocols between these

devices are well defined and this recommendation does not attempt to alter them.
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4.2.5.4 Access Node

Description

The Access Node contains the XTU-C, which terminates the DSL signal. Physically, the XTU-C can be

deployed in the central office in a DSLAM, or remotely in a remote DSLAM (RT-DSLAM), Next Generation
Digital Loop Carrier (NG-DLC), or a Remote Access Multiplexer (RAM). A DSLAM hub can be used in a central
office to aggregate traffic from multiple remote physical devices, and is considered logically to be a part of the
Access Node.

The Access Node provides aggregation capabilities between the Access Network and the Regional Network. It

is the first pointln the network where traffic on multiple DSL lines will be aggregated onto a single network.
Traditionally the Access Node has been primarily an ATM concentrator, mapping PVCs from the DSL modem
to PVCs in the ATM core. It has also shaped and policed traffic to the service access rates.

The role of the Access Node will change slightly in this architecture. While it will remain in the aggregation role,
the current responsibility of policing DSL modem-to-BRAS PVCs to the subscribed line rate will be moved from
the Access Node to the BRAS in order to establish additional bandwidth on the DSL line for additional services.

The Access Node will set line rate for each PVC at the synch rate (or slightly less) of the DSL Modems. This will
make the maximum amount of subscriber bandwidth available for services. The BRAS will retain the ability to

police individual sessions/flows as required to their existing rates and will also perform the dynamic changes
when bandwidth-on-demand services are applied. In order to do this the BRAS MUSTV4] be provisioned so that

it does not allow traffic to flow faster than the DSL sync rate. The BRAS MAYV5] be provisioned with the actual
DSL sync rate to accomplish this.

Various physical Access Node configurations are shown in Figure 13, with brief names for the configurations
listed in Table 1.

In order to allow IP Q08 support over an existing non-IP-aware layer 2 network without using multiple layer 2
Q08 classes, a mechanism based on hierarchical scheduling is used. This mechanism, which is further

described in section 5, preserves IP QoS over the ATM network between the BRAS and the RGS by carefully
controlling downstream traffic in the BRAS, so that significant queuing and congestion does not occur further
down the ATM network. This is achieved by using a hierarchy of scheduling steps in the BFlAS that will account
for downstream trunk bandwidths and DSL synch rates. As the depth of non-lP aware nodes between the

BRAS and RG increases. the complexity of implementing hierarchical scheduling grows as well. In order to

minimize this complexity, the daisy chaining MUST NOTUG, exceed a depth of more than two ATM switching /
multiplexing points including the Access Node and subtending Access Nodes. Additionally, if the BRAS does
not incorporate an ATM pass-through or switching functionality, an additional layer of hierarchical scheduling

MUST[7-,1 be used to manage the trunk to the ATM switch.
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Figure 13 - Access Node Architecture Variations

 Central Office

Table 1 — Access Node Architecture Variation Descriptions

Description  
  

  
 
  

  

Access Node

Hub Access Node

Coilocated Subtended Access Node

Remotely Located Subtended Access Node

 

Subtended Remote Access Node

Subtended DLC Located Access Node

Aggregated DLC Located Access Node 

4.2.6 U interface

4.2.6.1 Functionality

The U interface is defined as the interface between the Access Network and the CPN. This interface refers to
the area between the CPN where the DSL modem is located and the Access Network where the Access Node

is located — usually in the NID. The U interface includes the capabilities and protocols that cross between the
Access Network and the CPN.

4.2.6.2 Communication Protocols

As shown in Figure 14 the U interface defines the inten/vorking between the CPN and the Regional/Access

Network. This interface MUST[7,3] support the bi-directional delivery of data for all the new product and service
definitionsas—wel|—as—for—existing (|egacy)_productsandseltvices_____ __ L»
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Figure 14 — U Interface

Although the first Network Element connection in the network is at the Access Node, the U interface MUSTL-,9]
support the transparent flow of protocols from the DSL Modern to the BRAS.

° The U interface MUST[8o] support at least one ATM AAL5 PVC per CPN using PPPoE and/or lP over
Ethernet (IETF RFC 2684 configured using DHCP). Although the target architecture to support QoS
enabled IP services seeks to utilize a single ATM AAL5 PVC per CPN, it is recognized that certain required
network element features identified in this document have yet to be developed. In particular, dynamic

packet fragmentation/MTU sizing in the CPE (needed to control jitter and delay for short packet/high priority
applications) may trail the availability of other required network element features. In order to meet the
demands of service descriptions previously identified in an acceptable timeframe, a second ATM PVC may
be provisioned to provide a means to separate those application flows having tight jitter and latency
requirements. This second PVC will require that DSL modems support multiple PVCs. In the event that 2
PVCs are provisioned, it is desired that they be treated as a PVC bundle as this feature is made available.
Additionally the PVC bundle standards need to be enhanced to support bridged Multi-service traffic.

' The U interface MUSTM support Diffserv Code Points (DSCP) per IE|'F RFCs 2474 and 3260, enabling
application-layer QoS access.

° The U interface MUST[e2, support the ability to dynamically push IP routes back to the customer PC or
Routing Gateway. Thus. Ft|Pv2 will be used to provide routes to the RG. The RG is not expected to provide
routes to the WAN.

° The BRAS SHOULD[g3] support a mechanism to push routing information to the RG at the start of a PPP
session.

The communications protocol stack is shown in the following figure.

23

215 DIRECTV Exhibit 1017



DIRECTV    Exhibit 1017216

EXHIBIT A

DSL Evolution - Architecture Requirements for the Support of Qos-Enabled IP Services TR-059

ADSL PHY

 
Figure 15 — U Interface Protocol Stack

Network Layer

The network layer interface MUST[34] support IP version 4 in accordance with IETF RFCs 791 and 2474.

The network layer MAY[351 support IP version 6 in accordance with IETF RFC 2460.

The network layer interface MAY[e51 support IP precedence based on Diffserv Code Point (DSCP) markings, in
accordance with IETF RFC 3140.

The network layer interface MUSTW, support PPPoE per IETF RFC 2516.

Data Link Layer

The data link layer MUST[331 support Ethernet encapsulation in accordance with IETF RFC 2684.

The data link layer MUST[a9] support ATM in accordance with ATM Forum standards.

Physical Layer

The physical layer interface MUST[9o] support G.dmt, and its related standards.

4.2.7 Customer Premises Network

The Customer Premises Network (CPN) is defined at its highest level as the location where the ATU-Fl is

located and terminates the physical DSL signal, and where the subscriber's computers and other devices are
interconnected. The initial DSL deployments focused on single user architectures where the CPN constituted a
single PC connected directly to a DSL modem. This paradigm of service will continue to be supported and
improved, but must be extended to support advanced features that go beyond the single user model. To
support enhanced features (multi-user, gaming, Vo|P, video, etc), the CPN must evolve to support the
networking and management of devices and services within the home or business location.

From a network perspective, the CPN is the ultimate target of the services provided by the Service Provider
(NSP or ASP). The CPN includes the networking environment and protocols that are resident in the premises. A
CPN may imply coexistence of different link and physical layer technologies such as radio, power line
transmission and Ethernet, but is assumed to have access to outside networks (via DSL). The terms devices

and appliances refer to the collection of end terminals that can reside on the CPN, either temporarily (laptops,
palm pilots, foreign devices etc.) or permanently, such as desktops, security, and climate control systems.
Deyfis may or may not be individually addres_sab|e_ar1d reachable from other devices, inside or outside the
CPN. Some devices may communicate with proxies that then can relay or translate state or configuration
information for these end devices.

24

216 DIRECTV Exhibit 1017



DIRECTV    Exhibit 1017217

EXHIBIT A

DSL Evolution - Architecture Requirements for the Support of QoS-Enabled IP Services TR-059

4.2.7.1 DSL Modem

Descrigtion

The DSL Modem terminates both DSL and ATM. It may or may not be integrated with additional Routing

Gateway (RG) functionality. If it is not integrated, it will be used in a mode that is referred to as a simple bridge
modem.

Cagabilities

The capabilities of the DSL Modem in support of this architecture MUST[91] include but are not limited to the
following:

° 2 ATM AAL5 PVCs - in order to be able to support the U interface service option of using 2 PVCs as

described in 4.2.6.2. Note that in practice, DSL modems will likely have additional service drivers that
would require them to support additional PVCs.

' UBR, UBR+ and VBR-rt ATM classes of service

° Per-VC queuing, separate priority queues for ATM classes of service

4.2.7.2 Routing Gateway

Descrigtion

CPN architectures typically leverage a Routing Gateway (RG) device that provides functionality beyond that of a
basic DSL modem. The RG may or may not be integrated with the DSL modem function. In the integrated
scenario, the device terminates the DSL signal from the network and provides an interface to other equipment

located within customer premises. In the non-integrated case, the RG is physically separate from the DSL
modem and adds functionality to the CPN independent of the DSL modem.

The principal tasks of the RG are to shape upstream traffic to the policed rate at the BRAS, to provide
appropriate queuing and precedence for Q08 traffic, and to allow a home network to share a single public
address for network access. The data required for these duties may be pre-provisioned, user-provisioned or
may be provisioned using an automatic configuration protocol. For an example of this third case, the RG may
query a configuration server in the Regional /Access Network in order to learn the upstream policing rates for its
access connections — and in the case of a non-integrated RG it may also learn the upstream sync rate of the
detached ATU-R.

Since the integrated RG has knowledge of the CPN and its access to external networks, it enables tighter
control of QoS for real time applications than may be possible in a non-integrated architecture. Both integrated
and non-integrated RG are supported in this specification.

Capabilities

To support this QoS-enabled architecture, the capabilities of the RG MUST include but are not limited to the
following:

° IP routing between the CPN and the Access Network [92]

° Multi-user, multi-destination support: Multiple simultaneous PPPoE sessions (started from the RG or from
devices inside the CPN) in conjunction with non-PPP encapsulated IP (bridged) sessions per IETF RFC

[93]

° Network Address Port Translation (NAPT) [94]

° Local DHCP [95]

° __S_,upport_for major applicatiis_a_ng_p_rotoco_ls in_ the presence of NAPT and firewall (e.g., SIP, H.323, |Psec)
[961

° Dynamic MTU negotiationm]

° Packet segmentation based on traffic/queue type [93]
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° PPPoE pass though[99]

° Multiple queues, with the appropriate scheduling mechanism. [100]

° IP Q08

° Classification, scheduling and shaping of |Pf|ows[1o1]

° Diffsen/[mg]

° Management interfacemal

° Support for real time services (Voice, Video) [104]

° Fle-marking capabilities[105]

° If 2 VCs are provisioned, support the mapping between Diffserv Code Point (DSCP) and a specific PVC
(Using a PVC bundle is the desired way to meet this requirement) [106]

4.2.7.3 Networking Technologies

Description

The CPN will support the transparent transmission of IP packets. It is expected that the CPN will be a hybrid of
technologies that may include Ethernet, phone line networking, power line networking, wireless networking, and
others.

4.2.7.4 LAN Devices

Description

Devices inside the CPN that are served by the DSL Modern and RG, and connected by the various Networking

Technologies are referred to as LAN Devices. These may include, but are not limited to, PCs, laptops,
networked set-top boxes, and Internet Appliances.

4.2.8 T Interface

4.2.8.1 Functionality

As shown in Figure 16, the T interface defines the intervvorking between the DSL modem/RG and the LAN

Devices. This interface MUST[1o7, support the bi-directional delivery of IP packets between the RG and other
CPE as well as the ability to assign addresses to other CPE using DHCP. The other major functional

requirement placed on the T interface includes identifying and supporting "QoS flows” as defined in Section 5.
The primary goal of this interface is to facilitate seamless transmission of IP packets in both a best effort
approach as well as maintaining predefined QOS behavior.
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Figure 16 — T Interface

4.2.8.2 Com m unication Protocols

Network Layer

The network layer interface MUST[1o3, support IP version 4 in accordance with lETF RFCs 791 and 2474.

The network layer MAY[1o91 support IP version 6 in accordance with IETF RFC 2460.

The network layer interface MUSTWO] support differentiated service (Difiserv) code points in accordance with
IETF FIFC 3140.

Data Link Layer

The data link layer MUSTW] support Ethernet in accordance with IEEE 802.2/802.3 (Ethernet) and as shown in
Figure 17.

The data link layer SHOULD[112] support Ethernet virtual LANs (IEEE 802.1Q).

The data link layer SHOULDU13] support IEEE 802.1 D/Q.

The data link layer MUSTU14] support PPP over Ethernet in accordance with IETF RFC 2516 and as shown in
Figure 18

Logical Link Controller (LLC) Sublayer

The logical link controller sublayer subinterface MUSTU15] support Ethernet in accordance with IEEE 802.2.

Medium Access Control (MAC) Sublayer

The medium access control sublayer subinterface MUST[116] support Ethernet in accordance with IEEE 802.3.
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Any Valid Phy:

802.11, HPNA

powerline, 10/100

 
Figure 17 — IP over Ethernet

Any Valid Phy:

_ 802.11, HPNA

powerline, 10/100

 
Figure 18 — IP over PPP over Ethernet

5 QUALITY OF SERVICE

5.1 Introduction

DSL architectures and products are predominately engineered for the support of best effort Internet traffic. Many
NSPs desire the ability to improve their best effort product by using different levels of over subscription.

Additionally, there are other market drivers pushing the Regional/Access Network to support differentiated
services that require functionality beyond a best effort grade of service. Such services include telephony, video
services, gaming, bandwidth on demand, and corporate VPN access as referenced in section 2.2. In order to
support IP services effectively, the network MUST[117, be IP aware and provide support that scales as the
number of DSL subscribers and the number of applications per subscriber increases.
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5.1.1 Goals

The goal of this section is to describe the mechanisms for introducing:

° A method for providing different engineered performance to different networks - even for best effort traffic

° Per flow IP QoS into the Regional/Access Network

Both of these goals leverage the existing capital investments yet effectively meet the goals for supporting
differentiated non-real time and real-time IP applications.

One goal of the architecture is to enable more flexible bandwidth allocation to customers. It is a goal to allow
both the customer and the various Service Providers to participate in defining the bandwidth that will be made

available to them via DSL. This bandwidth can be provided at different rates not only at provisioning time or via
service orders, but also on demand in near real time using mechanisms like “turbo buttons" at NSP or ASP web

interfaces, or by using signaling protocols. It should be noted that this is still best effort bandwidth — there is no
guarantee that an application can make use of the maximum bandwidth, in other words there are no throughput
guarantees - only that the possible maximum rateimight be increased.

Real-time applications have concerns beyond bandwidth, like jitter and latency, which become harder to
manage when the DSL line rate slows down. Other applications, while may not be real time, have delivery
requirements (no packets dropped) that cannot be assured by bandwidth alone. It is a goal to manage multiple
applications over a small number (1 or 2) of ATM PVC(s) between the DSL modem and BRAS and
provide the characteristics that both real-time and non-real time applications require.

5.1.2 Assumptions

Existing Regional Networks have a large embedded base of ATM equipment that is not IP aware. This
equipment will be leveraged to the extent that it is technically and economically feasible.

5.2 Traffic Engineering of Best Effort Service

Today's DSL access and Regional Networks are typically engineered to an over subscription ratio picked by the
various providers. This has served the market well, but may need to be enhanced as service diversity expands
and scope broadens. The concept for traffic engineering best effort service is that an NSP might be able to
select an over subscription policy, and that the various NSPs can use that as a tool for providing different grades
of service, even in an othen/vise best effort model. Using this feature, one NSP may opt for highly over-

subscribed infrastructure in order to provide an extremely cost-effective service, while a second NSP might
choose a much less over subscribed approach in order to provide a better user experience or a premium
service.

5.2.1 Theory of Operation

Traffic engineering (TE) makes use of MPLS TE, ATM VP or VC, and L2TP features in order to provide a
specific over subscription rate for that NSP.

As shown in Figure 19, traffic flowing between NSP1 and CPN1 is shaped to a large asymmetric configuration
through the Regional/Access Network. At the same time, traffic flowing between NSP2 and CPN2 is shaped to a
smaller symmetric configuration. Finally, ATM or Diffserv techniques can be used at the A10-NSP interface in
order to divide the total bandwidth at the interface among potentially disparate tunnel types that traverse it.
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Figure 19 — Best Effort TE

5.3 008 Architecture - A two-phased approach

While a signaled per flow lP QoS mechanism may ultimately be required for this architecture, the technical and
economic feasibility of such a build out can not be justified in the near term. Instead. a 2-phase approach is

suggested that leverages incremental lP awareness associated with ATM level traffic engineering. In the first
phase, IP aware network elements are added to the network that in conjunction with ATM traffic engineering
can manage IP flows through non-IP aware devices. The Diffserv model is leveraged to prioritize and shape
traffic through ATM devices. The bandwidth that a subscriber receives will no longer be determined by the DSL
synch rate alone. Instead, both the physical and IP layers will be leveraged. Most importantly, phase 1
significantly increases the IP layer functionality of the Regional/Access Network while not requiring massive re-
deployment of capital and re-engineering of the network.

Phase 2, however, will require more enhancements to the Regional/Access Network by further increasing the IP
capabilities. Policy-based IP QoS is introduced in this phase to allow mass customizability and per-application
treatments.

5.3.1 Phase 1 00S Mechanisms

Phase 1 largely leverages the existing broadband Regional/Access Network as shown in Figure 3. This network
is generally IP unaware. In order to efficiently add IP awareness to the network without upgrading the ATM or
Access node base, two enhancements are required: Within the network the BRAS is leveraged to provide IP

aware handling of traffic and, similarly, at the customer premises new IP aware CPE capabilities are deployed.

One of the goals of this architecture is to provide differentiated sen/ices with IP QoS over a non-lP-aware layer 2
network. Since the layer 2 QoS features are not lP aware. they are left unused. Thus traffic from different IP
QoS classes is put in the same queues in the layer 2 nodes. Since the layer 2 nodes cannot identify the different
IP QoS types within a single queue, congestion MUSTW] be avoided in all layer 2 network elements at all times

” in order to’retain’|P’QoS. *Furthermore, lF’ QoS*types*that"offer jitter managementwill*a|so*require—that— not only—

congestion is avoided in the L2 queues, but also that significant queuing delays are avoided as well. By avoiding
congestion in the layer 2 network, its role is reduced largely to transport, and the switches are modeled like
simple multiplexers. This means that the bufiering mechanisms in the layer 2 nodes are avoided. Avoiding
downstream congestion in the layer 2 network can be achieved by giving the BRAS full awareness of a logical
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tree-based network topology. This topology is based on the actual physical and logical topology, but excludes
resources that are used by other services (see section 5.3.1.2). The BRAS MUSTWS] be aware of all potential

congestion points in this constrained topology, as well as the trunk bandwidths and DSL synch rates. The BRAS
MUST[12o, make sure that no more traffic is inserted in the layer 2 network than is allowed according to its
knowledge of the logical topology and customer policy constraints. This can be achieved using a hierarchical
scheduling mechanism in conjunction with provisioning of services and policies in a way that remains aware of
the topological network constraints.

The BFlAS MUST[121] be able to police upstream both for traffic aggregates and for sub-classes of the aggregate
using the same topology information that exists for the hierarchical scheduler. The BFlAS SHOULD[122] support
random differential drop behavior for upstream traffic aggregates and sub-aggregates based on class. Note that
this is required because the RG just has a view of its own DSL line, and doesn't know about the DSL lines that
belong to other FiGs.

The expectation is that overall admission control for provisioning of bandwidth and the higher tiers of QoS will
occur in a policy-based management system that will allow topology, access rates, and business service logic to
be applied as part of the provisioning process. The BRAS and RG will enforce the resultant policies.

When a subscriber purchases a differentiated service, this service MUST[123] flow through the BRAS. To support
differentiated services, the BRAS preserves IP QoS downstream through the access node and to the customer

premises by means of packet classification, traffic shaping and hierarchical scheduling based on the logical tree-
based network topology between the BRAS and the RG.

Once the BRAS is capable of managing the traffic flow through the access node, there is no need for access
node to restrict a subscribers connection speed at layer one (ADSL synch rate). Instead, the access node
should allow the ATU-R to synch up at its maximum rate. Access sessions will now be shaped and rate limited
by the BRAS and can allow for multiple sessions to be individually shaped based on the subscribed service.

The BRAS MUSTM4] support packet classification and scheduling in accordance with Diffserv.
The BRAS MUST[1g5] support hierarchical shaping, scheduling, and policing for the control of traffic through the
access node and any other intervening devices that do not have IP awareness.

Implementations of hierarchical scheduling MUST[1g6, be resource efficient in the sense that any traffic MUST[127,
be capable of using the subscriber bandwidth that has been allocated to that traffic class and that different
classes should be able to make use of the unused subscriber bandwidth of other traffic classes.

The effectiveness of using hierarchical scheduling across non-IP aware devices decreases as the number of
devices and the amount of non-BRAS controlled traffic increases. As a result, the BRAS function SHOULD[123]

be located as close to the access node as possible from an ATM hop perspective. The daisy chaining SHOULD

NOT[129] exceed a depth of more than two ATM switching/multiplexing points in the Access Node. Additionally, if
the BRAS does not include ATM switching functions, then an additional layer of hierarchical scheduling

MUST[13o] be used to manage the trunk to the ATM switch.

The BFlAS function MAYU31] be integrated into the access node, however one of the constraints of this
architecture is that it must account for a large embedded base of access nodes that do not support this function.

In order to preserve an IP f|ow’s characteristics, the customer CPE MUST[132, be involved in the QoS
architecture. This is especially true when dealing with upstream traffic. This connection is typically the slowest
link, and the most likely link to incur congestion and add delay and jitter within the service. To maintain fair but
effective throughput over this link the FIG MUSTU33] support packet classification and scheduling in accordance
with Diffserv. The FlG MUST[134] also support a method of minimizing latency for EF traffic (e.g. fragmentation or
MTU adjustment) that minimizes overhead, especially at times when no EF traffic is present.

The typical DSL customer is connected to the Regional/Access Network via a single ATM AAL5 PVC. This
single PVC should be leveraged to the extent possible using the capabilities described above. Although the
target architecture to support QQS enabled IP services seeks to utilize a_ single ATM_AAL5 PV_C per CP_l\_l, it g
recognized that certain required network element features identified in this document have yet to be developed.
In particular, dynamic packet fragmentation/MTU sizing in the CPE (needed to control jitter and delay for short
packet/high priority applications) may trail the availability of other required network element features. In order to
meet the demands of service descriptions previously identified in an acceptable timeframe, a second ATM PVC
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MAY[,351 be provisioned as an interim solution to provide a means to separate those application flows having
tight jitter and latency requirements. This second PVC will require that DSL modems support multiple PVCs.
For the service model proposed in this document, the number of PVCs per customer SHOULD NOT[133] exceed
2.

To support bandwidth on demand products or other differentiated services that implicitly require additional
bandwidth on demand, a subscriber's access sessions MUST[137, be shaped and policed by the BRAS and RG
instead of permitting cell insertion at the DSL line rate. This change is accompanied by changing the ATUs to
allow them to synchronize at or near their maximum rate. Since this architecture allows for multiple
simultaneous access sessions, it MUST[133, also be possible to independently modify the shapers and policers
on each session. The policy data for the classification and shaping of traffic at the RG is provided at service
configuration and is not a real time capability. The policy data for the classification and shaping of traffic at the
BRAS can be provided at service configuration or may be dynamically configured.

Phase one assumes that the Regional/Access Network provider has established an IP-based architecture
similar to that shown in Figure 4. This figure can be combined with Figure 2 in order to support the end-to-end
view of the QoS-enabled network that follows. That combination is presented in Figure 20.

Customer Prem. Net

‘“°“‘S'° Regional Broadband ACCGSS Network
Network

 
Figure 20 — QoS-enabled Network Topology

The two critical points where |P-QoS is managed are the BRAS and the CPE (RG). intervening elements (like
DSLAMs) are not envisioned to become layer-3 routers, and this architecture assumes that they will not be
layer-8 aware when they manage congestion. This arrangement supports multiple business relationships and
provides connectivity for various users to access various services without requiring all services to be provided
by a single provider.

Phase 1 is characterized by Diffserv provided through static provisioning. Phase 2 describes a subsequent time
with a dynamic mechanism for changing the Diffserv QoS parameters through the use of a policy-based
networking enhancement.

Phase 1

Assumptions:

- In this phase there will be multiple BE NSP connections with few (1 or 2) EF sessions for real time
applications (voice, Video conferencing). There will be little or no AF traffic — as applications would
have to make use of static pre-configured AF classes rather than requesting one that suits the
application.

- . Forphase 1_it.is.assumed that on|y.one.EF_app|ication per subscriber need be supp_orte_d_at_a time
(user performs the CAC across real-time applications). Within an application domain it is the
application’s responsibility to perform the CAC.

- Classification is performed at the RG on a session basis or accepted via markings attached to packets
by the CPE
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0 Performing dynamic, per-application classification requires a 5-tuple classifier to be pushed down to the
RG and is not likely in the short term.

- The DSLAM modems are allowed to sync near or at the max rate both upstream and downstream.

- Hierarchical scheduling is performed at the BRAS to provide IP QoS congestion mechanisms for the
downstream path. Similar policing is performed in the upstream path.

0 Packet-by-packet QoS requires being in the PTA (or bridged 2684) model at a given element.

Characteristics:

0 Multi-user multi-destination is supported

0 lP QoS is managed at the RG and BRAS

- The RG and BRAS are configured with common set of traffic profiles
- RG is configured by manufacturer or during installation (install CD)

- Statically assigned BE and EF queues will be supported in the RG.
0 Optional are statically assigned AF queues that could support 3 or 4 popular streaming

arrangements or potential Gold/Silver/Bronze services. This option will require defining Diffserv
classes that will be applicable across envisioned future services.

- Profile information defines the rate to which traffic should be shaped and the queuing behavior that
should be used.

- Profile information will also determine the valid DSCPs.

- A small number of shaping profiles will be defined for the various connection speeds (e.g. 1.5x265; 1.5x
384; 384x384; 768x512)

- Sessions are individually shaped based on profile and share the aggregate DSL synch rate. If the total
BW per profile exceeds the available sync rate then the traffic shares the BW in a “fair” manner among
similar QoS service classes.

- If the RG initiated the session, and it is authenticated, then it is told which pre-provisioned profile to use.

Various potential protocols and mechanisms to do this have been discussed at the DSLF. Note, if a
CPE device behind the RG initiates a PPPoE session then it remains PPPoE through the RG, and is

BE traffic by definition. (Even if it becomes a PTA connection at the BRAS)
- In either a PTA or L2TP model the BRAS will police traffic in the upstream direction and shape traffic in

the downstream direction.

- BRAS shaping, policing, and marking is done on a per session basis, not per application. However, the
diffserv queues can be arranged within an access session so that various aggregate sen/ice classes
can be provided to applications that indicate which class of service they desire. The application needs
to set the DSCP properly in order to make use of this function.

0 An end-to—end PPP session is given a uniform QoS treatment, but can be shaped (e.g.
1.5x256).

o A single, additional PPP or 1483 session is used to access the ASP network.

- The BRAS profiles are updated through provisioning, not signaling, and may be indicated via RADIUS.

- New profiles are added/updated in the RG by the customer manually configuring the device or by
downloading a new software image

5.3.2 Phase 2 003 Mechanisms

As previously mentioned, Phase 2 is adds a dynamic mechanism for changing the Diffserv QoS parameters
through the use of a policy-based networking.
Assumptions:

- Builds on the capabilities in phase 1.

- This phase enhances the granularity of the classification and population of policies in the BRAS and
RG.

- Multiple sessions to multiple destinations, each with multiple applications that may require different Q08
treatment
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Figure 21 — Phase 2 with Policy-based profiles

Characteristics:

- When an NSP access session is authenticated the NSP MAY provide a profile indicator associated
with that session in its response to the BRAS.

- Once the BRAS receives the profile indicator, it retrieves the full profile from the Policy Repository.

Similarly, information is sent to the RG when it requests a profile. This step allows coordination among
NSP and ASP profiles. Note also, that for some policy functions, the policy repository may be co-
resident with the BRAS or RG.

- No single ASP authenticates the ASP access session, so a profile for that session is put together by
the Policy Repository and is based on various ASP subscriptions associated with that access session.

- ASPs can update the profile either through subscription or through a dynamic protocol, like LDAP.

0 Subscription profile information as well as DSL sync rate and user preferences are stored in the Policy
Repository and accessed using a protocol, like LDAP.

- A policy manager is responsible for managing potentially conflicting ASP and NSP profiles and
subscriptions and also creates billing data for services.

0 The profile is populated in the elements in near—real time (no reset or “reboot” required).

- Diffserv marking and queuing behavior on RG is performed on 5-tuple matching (SA, DA, SP, DP, Pl)
as well as the mapping of existing marks and access sessions into various “equivalent” classes. For
example, PPPoE access through a RG will continue to be given BE treatment.

5.3.2.1 Diffserv Requirements

RG

The RG requirements below only apply to the support of |P-QoS and should not be mistaken as a complete list
of RG requirements needed in order to support this architecture.

The RG SHOULD[139] be the central point for controlling traffic within the customer premises and traffic destined
for the Access Network.

" The’RG‘MUST@uprTo‘rt‘Diffs’erv ’ma’rl<?rg arfdremarkingln accordance with’IE‘TF*RFC‘24*74;”** " *

The RG MUST[141] support Diffserv queuing for the Assured Fonlvarding (AF) and Expedited Fonlvarding (EF)
classes in accordance with IETF RFC 2597 and IETF RFC 3246 for carrying real time traffic. The exact AF

classes supported and behaviors will be described in a future document.
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The HG MUST[142] support multiple queues with the appropriate scheduling mechanism to effectively implement
Diffserv queuing behaviors (e.g. strict priority, Weighted Fair Queuing).

The RG MUSTU43] be configured with the classification parameters for mapping traffic into a given Diffserv Per
Hop Behavior (PHB) during service configuration.

The RG MUST[144] support the capability to fragment AF and BE traffic in order to constrain the perturbing
impact of AF and BE packets on EF traffic delay, for example using a mechanism such as MLPPP LFI
[RFC1990].

The method of minimizing latency for EF traffic SHOULDU45] minimize overhead, especially at times when no EF
traffic is present.

If multiple PVCs are provisioned at the ATU-R, the RG MUSTU46] support the mapping between a Diffserv Code
Point (DSCP) (low latency queue) and a specific PVC. (Using a PVC bundle is the desired way to meet this
requirement.)

BRAS

The BRAS MUST[147, support Diffserv marking and remarking in accordance with IETF RFC 2474.

The BRAS MUSTU48, be able to police the use of DSCPs received from customer traffic and remark traffic if it
does not match the customer profile data — including potentially dropping unauthorized traffic.

The BRAS MUST[149] support Diffserv queuing for the Assured Forwarding (AF) and Expedited Fonrvarding (EF)
classes in accordance with IETF RFC 2597 and IETF RFC 3246. The exact AF classes supported will be

described in a future document. These queues are defined within the context of the DSLAM connectivity
between the BFlAS and the access node in affect managing the access node's downstream bandwidth.

The BFlAS MUST[15o] support multiple queues per user with the appropriate scheduling mechanism to effectively
implement Diffserv queuing behaviors (e.g. strict priority, Weighted Fair Queuing).

The BFlAS MUSTU511 support the mapping of DSCP to MPLS LSP, VLAN, ATM VP, or other traffic engineering
capabilities in the Regional Network.

The BRAS MUST[152] support the capability to fragment AF and BE traffic in order to constrain the perturbing
impact of AF and BE packets on EF traffic delay, for example using a mechanism such as MLPPP LFI
[RFC1990].

The method of minimizing latency for EF traffic SHOULD[153] minimize overhead, especially at times when no EF
traffic is present.

If multiple PVCs are per subscriber are provisioned, the BRAS MUST[,54] support the mapping between a
Diffserv Code Point (DSCP) and a specific PVC. (Using a PVC bundle is the desired way to meet this
requirement.)

5.3.2.2 Traffic Engineering Requirements

In order for the BRAS to effectively manage downstream lP traffic through layer 2 devices using the hierarchical

scheduling model. the BRAS MUSTU55] have awareness of all the traffic that is traversing those layer 2
elements. This can be accomplished in 2 ways. The first and most straightforward method is for all traffic
destined for the access node to flow through the BRAS enabling it to manage the traffic accordingly. In this case

the hierarchical scheduling model in the BFlAS will be based on the full downstream trunk bandwidths and DSL
synch rates. In cases where not all traffic flows through the BRAS, the resources that are not under the control
of the BRAS MUST[156] be subtracted from the resources that the BRAS manages. The remainder of the
resources on the trunks and DSL lines will be managed using the hierarchical scheduling model. The traffic that

is not under the control of the BRAS MUSTI157, be traffic engineered in a way that it cannot consume resources
that the BRAS is controlling. Engineering around the BRAS incurs risk and must be done with care.

5.3.2.3 Admission Control

End-to-end QoS admission control is not required in this phase. Admission control for access network QoS

(bandwidth on demand) is required. Application layer admission control will be predicated on service specific
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resources (such as availability of logical ports on servers and their knowledge of network topology).
Furthermore, admission control may be provided in the provisioning aspect of a QoS policy.

6 SERVICE LEVEL MANAGEMENT

6.1 introduction

Service Level Management is intended to provide 3 levels of benefit — increasing over time:

' To provide a list of the salient network performance and operational metrics that might be used in a Service
Level Objective (SLO) or Service Level Agreement (SLA).

° To provide a standard definition of such metrics so that its meaning would be common when used by
various providers.

° To provide extreme values that are driven by architectural considerations where applicable. For example,
while it is NOT the intention of this document to set the SL0 or SLA for Network Delay (Latency). any

network that purports to support Voice over IP (Vo|P) will need to have a maximum delay that is within the
bounds necessary to support VolP.

6.2 Network Performance Metrics

1. Network Availability - The percent of time that the Regional/Access Network is available for subscribers to
connect. This metric is defined on some time basis, such as a month, a week, or a year. An SLA should

also specify not the entire network but the section of the network for which the Regional/Access Network
Provider is responsible. For example, the Regional/Access Network Provider is not responsible for NSP
problems.

2. Network Delay (Latency) — The time it takes for a data packet to traverse the Regional/Access Network,
from end-to-end or edge-to-edge. Latency is defined in milliseconds and can be a one-way or round-trip
delay.

3. Message Delivery - The ability of the Regional/Access Network to transmit traffic at the negotiated speed.
Some applicable measurements are packet loss). These metrics must have a time base as well.

4. Network Jitter — The variance of network latency. Jitter is defined in milliseconds.

6.3 Operational Metrics

1. Mean Response Time - The time it takes the Regional/Access Network Provider to respond to submitted
reports of trouble

2. Mean Time to Restore Service — The measurement of the Regional/Access Network Provider's ability to

restore service within the negotiated interval

3. Ordering System Reliability — The measurement of the consistent availability of ordering system.

End-User Installation Guarantee - The measurement of the Regional/Access Network Provider's ability to

meet negotiated order due dates.

7 SERVICE MANAGEMENT

The architecture proposed in this document clearly needs management systems to provide the controls
necessary to support the underlying service "building blocks’'. The following lists are examples of new data
points that management systems MUST[.5a] support. Network elements and Service Providers will use these
new data elements for service provisioning and data delivery. it is expected that the Operations and Network
Management working group of the DSL Forum will provide contributions to augment this section.
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Subscribers

Because of the changes in how DSL is provisioned and managed, there are a number of new data points that

MUST[,59] be tracked for each subscriber. Among these are:

Maximum sustainable subscriber bandwidth

Maximum number of sessions allowed

Permitted destinations

Default protocol

Default destination

Default bandwidth

Single host or subnet needed

Restricted subscriber (single destination only)

Total reserved bandwidth

7.2 Service Providers

Because of the changes in how DSL is provisioned and managed, there are more details needed per Service
Provider. When various choices listed for an option, these are to be considered as examples only and not a
definitive list of the choices for a given option.

Minimum bandwidth needed

Minimum QoS level

Various protocol metrics

Subscriber protocol (IP, PPPoE)

Protocol (IP, L2TP, ATM)

Authentication

IP address assignment

Transport

Maximum simultaneous sessions
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G L 0 S S A R Y

AAA Authentication, Authorization, and Accounting

AAL5 ATM Adaptation Layer 5

ADSL Asymmetric Digital Subscriber Line
AF Assured Forwarding

API Application Program Interface
ARP Address Resolution Protocol

ASP Application Service Provider
ATM Asynchronous Transfer Mode
ATMARP ATM Address Resolution Protocol
ATMF ATM Forum

ATU-C Access Termination Unit - Central Office (at Access Network end)
ATU-R Access Termination Unit - Remote (at customer end)
B-NT Broadband Network Termination
BE Best Effort

BGP Border Gateway Protocol
BoD Bandwidth on Demand

BRAS Broadband Remote Access Server
CBR Constant Bit Rate
CO Central Office

COPS Common Open Policy Service
COS Class of Service

CPE Customer Premises Equipment
CPN Customer Premises Network

CSP Corporate Service Provider

DHCP Dynamic Host Configuration Protocol
Diffserv Differentiate Services

DLC Digital Loop Carrier
DNS Domain Name Service

DS1 Digital Signal level 1 (1.544 Mbps)
DSCP Differentiated Services (Diffserv) Code Point

DSL Digital Subscriber Line

DSLAM Digital Subscriber Line Access Multiplexer
EF Expedited Forwarding

ESP Encapsulating Security Payload
FQDN Fully Qualified Domain Name
GFR Guaranteed Frame Rate

iBGP internal Border Gateway Protocol
IEEE Institute of Electrical and Electronics Engineers

IETF Internet Engineering Task Force

IGMP Internet Group Management Protocol
IKE Internet Key Exchange
IP Internet Protocol

|Psec Secure Internet Protocol
ISP Internet Service Provider
ITU-T International Telecommunications Union - Technical

L2TP Layer 2 Tunneling Protocol
L2TS Layer 2 Tunnel Switch

L2oMPLS Layer 2 over MPLS
LAC Layer 2 Access Concentrator

TLAN Local Area Network

LD Long Distance
LDAP Lightweight Directory Access Protocol
LER Label Edge Router

LLC Logical Link Control
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LSP Label Switched Path

LNS L2TP Network Server
MAC Medium Access Control

MARS Multicast Address Resolution Server

MASS Multi-Application Selection Service
MBGP Multicast Boarder Gateway Protocol

MPEG Motion Pictures Expert Group
MPLS Multi-Protocol Label Switching
MS/MD Multi Session / Multi Destination Service

MTU Message Transfer Unit
NAPT Network Address Port Translation

NG-DLC Next Generation Digital Loop Carrier

NHRP Next Hop Resolution Protocol
NSP Network Service Provider

OC3 Optical Carrier 3
OSPF Open Shortest Path First
PC Personal Computer

PHB Per Hop Behavior
PHY Physical Layer
POP Point of Presence

POS Packet over SONET
PPP Point-to-Point Protocol

PPPoA Point-to-point Protocol over ATM
PPPoE Point-to-Point Protocol over Ethernet

PTA PPP Terminated Aggregation
PVC Permanent Virtual Circuit
PVP Permanent Virtual Path

QoS Quality of Service
RADIUS Remote Access Dial-In User Service

RAM Remote Access Multiplexer

RFC Request For Comments
RG Routing Gateway
RRP Resource Request Protocol
RSVP FleSource reservation Protocol

RT-DSLAM Remote Digital Subscriber Line Access Multiplexer
SIP Session Initiation Protocol

SLA Service Level Agreement

SLO Service Level Objective
SNAG Service Network Architecture Group (DSL Forum)

SONET Synchronous Optical Network
SVC Switched Virtual Circuit
TCP Transmission Control Protocol

TE Traffic Engineering
TR Technical Report (DSL Forum)
TV Television

UBR Unspecified Bit Rate
UDP User Datagram Protocol
VBR-nrt Variable Bit Rate - non-Real Time
VBR-rt Variable Bit Rate - Real Time
VC Virtual Circuit
VCC Virtual Circuit Connection

VLAN VirtuaH;oca|—Area—Network————
VoD Video on Demand
VP Virtual Path

VPC Virtual Path Connection
VPN Virtual Private Network
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VoBB Voice over Broadband
Vo|P Voice over Internet Protocol

WFQ Weighted Fair Queuing
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APPENDIX B Informative Example of Queuing Architectures for

RG and BRAS

B.1 Example Queuing Architecture for RG

The queuing and scheduling discipline envisioned upstream for the RG is shown in Figure 24.

There are multiple access sessions supported in this model, however, all traffic is classified and scheduled in a
monolithic system. So, while it might appear at first that the Diffserv queuing and scheduling might apply only to
IP-aware access — in fact all access, IP, Ethernet, or PPP is managed by the same system that adheres to the
Diffserv model.

For example, at the bottom of the figure, BE treatment is given to the non-IP-aware access sessions (PPPoE
started behind the RG or delivered to an L2TP tunnel delivery model). This queue might be repeated several

times in order to support fairness among multiple PPPoE accesses — or it may be a monolithic queue with
separate rate limiters applied to the various access sessions.

The PTA access is a single block of queues. This is done because NSP access typically works with a single
default route to the NSP, and managing more than one simultaneously at the RG would be perilous. The 2 rate
limiter would limit the overall access traffic for a service provider.

Rate limiters are also shown within the EF and AF service classes because the definition of those Diffserv types

is based on treating the traffic differently when it falls into various rates.

Finally, at the top of the diagram is the ASP access block of queues. In phase 1A, these queues are

provisioned and provide aggregate treatment of traffic mapped to them. In phase 1B, it will become possible to
assign AF queues to applications to give them specific treatment instead of aggregate treatment. The EF
service class may also require a high degree of coordination among the applications that make use of it so that
it’s maximum value is not exceeded.

Notable in this architecture is that all the outputs of the EF, AF, and BE queues are sent to a scheduler (S) that
pulls traffic from them in a strict priority fashion. In this configuration EF traffic is, obviously, given highest
precedence and BE is given the lowest. The AF service classes fall in-between.

Note that there is significant interest in being able to provide a service arrangement that would allow general
Internet access to have priority over other scavenger class (bulk rate) services.‘ Such an arrangement would
be accomplished by assigning the bulk rate service class to BE and by assigning the default service class
(Internet access) as AF with little or no committed information rate.

Given this arrangement, the precedence of traffic shown in the figure is arranged as:

1. EF — red dotted line ‘
2. AF — blue dashed line (with various precedence among AF classes as described in RFC2597)
3. BE — black solid line

‘ This "bulk rate" scavenger class service would typically be used for background downloads and
potentially for peer-to-peer applications as an alternative to blocking them entirely.
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as per RFC 2593CCOQOQCUOQUUOOOQOUOOOO

as per RFC 2597
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Figure 22 — Queuing and Scheduling Example for FlG

In Figure 22 the following abbreviations apply:
ASP — Application Service Provider
PTA — PPP Terminated Aggregation
PPP — Point-to-Point Protocol

EF — Expedited Forwarding — as defined in RFC 3246
AF — Assured Forwarding — as defined in RFC 2597
BE — Best Effort forwarding
RL - Rate Limiter

ZRL — Summing Rate Limiter (limits multiple flows)
S — Scheduler

B.2 Example Queuing Architecture for a BRAS that can also switch ATM

An example of a queuing and scheduling discipline for a BRAS that meets the hierarchical shaping/scheduling
requirements envisioned downstream is shown in Figure 24. Note that in this example, the BRAS is also an
ATM switch, although the ATM switching capability is not essential for all BRAS designs.

There are multiple access sessions supported in this model, however, all traffic is classified and scheduled in a
monolithicsystem.JSo,_while-it_might_appear_at_first_that_the_Difisen/Jquauingandschedulingmightapmyjmy to
IP-aware access — in fact all access, IP, Ethernet, PPP, and even ATM is managed by the same system that

adheres to a combination of queuing disciplines taken from ATM and the Diffserv model. Note that the ATM
disciplines are for backward compatibility, and don’t othenrvise interact with the Diffserv disciplines.
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The BRAS will need to provide a congestion management function that will allow the synthesis of IP QoS
through downstream elements that are not QoS aware. Accomplishing this is envisioned as a marriage of IP
and ATM technologies with ATM and WFQ scheduling performed against diffserv and ATM queues. At a very
high level, the queuing architecture desired for the BRAS can be described as IP DiffServ classification and
queues mated to a slightly enhanced ATM scheduler. This results in emitting (shaping) ATM cells into the
downstream network according to their VC contracts and ATM traffic engineering requirements, and so that no
congestion occurs on the downstream links and systems. The result is that congestion queues in the BRAS,
and eventual data discard occurs in packets being dropped from the DiffServ queues according to their
precedence.

Figure 23 is provided as a reference to reinforce the problem and to provide exemplary infrastructure to show
how the queuing system works.

 
 

  
- ATM

' Switch

‘ DSL Synch Rate
OHUH

Figure 23 — Reference Topology for Queuing and Scheduling Example for a BRAS that can also switch ATM

8 L'98 9'9l:l

In this example the BRAS is on the left and uses a central ATM switch to multiplex access to 3 DSLAMs, at the
top, right, and bottom. The DSLAM on the right has an additional RT unit daisy-chained behind it using a T1
IMA group. Various RGs are behind the ADSL lines at differing sync rates. As stated earlier in this TR, there is
an assumption that congestion in this network never occurs in the fabric of the ATM switch, DSLAMs, or RT
units, and always occurs through the over-subscription of transport links. In this example, those links would be:

1) OC 3 between BRAS and ATM switch

2) DS3 between ATM switch and DSLAMs
3) T1 IMA between DSLAM and RT
4) DSL loop to the RGS

Now,‘we6bseTx/etraflic entering’ the BRAS ahdits queuing disciplinerand se‘e*the'fo||owing:’ ** * W“

1) First, traffic is classified in a similar way to what was described for the RG. One notable exception being
legacy ATM traffic, which is queued according to the class associated with the VC.
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2) It is then policed, or rate limited, according to the services associated with the queues (if any). Again
with an ATM exception of applying ATM-appropriate disciplines, such as CBR, VBR or UBR.

Traffic remains in the queues until it is scheduled for delivery. If congestion would occur in the BRAS or on a
downstream link, then the queues for that traffic fill according to their discipline.

1) The scheduler is best described in reverse. First, the egress port of the BRAS is scheduled to the port
rate (OC3 in this example). At this level, the scheduler is set for a WFQ algorithm, weighted according
to the data rates of the VPs that are scheduled. Traffic is ‘‘pulled’' from the subordinate schedulers in

priority (as described for the RG scheduler) but with the limitations set by the various subordinate
schedulers.

2) Then each ATM VP is scheduled. In this case there are 3 DS3 VPs that each lead to a different
DSLAM and are scheduled to the DS3 rate. The schedulers are set to work in a similar way to the

egress port scheduler.
3) in a departure from a typical ATM device, an additional layer of hierarchy is defined for “groups" of VCs

in order to account for bandwidth constraints beyond the DSLAM. This can occur with DLC-based and

RT-based DSLAMs that typically us IMA groups daisy-chained into Co-based DSLAMs. in this
example, the VC Group Scheduler accounts for the T1 lMA group to the RT.

4) The next stage is the scheduler for the ATM VC. This scheduler works almost exactly like the RG. In
the (optional) case where 2 PVCs are used the bandwidth of the DSL line is divided between the 2
PVCs instead of being directly assigned.

5) Finally, the.queues within a given access session are scheduled to a maximum rate assigned to the
access session. Initially static, the limit eventually becomes profile-driven through the policy repository.

As was described for the RG queuing architecture, all the outputs of the EF, AF, and BE queues are sent to a

(hierarchical) scheduler (S) that pulls traffic from them in a strict priority fashion. Similar to the description of the
RG queuing, a configuration may create the opportunity to establish access types with a lower priority than
existing Internet access.
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Flows are rate limited Session VC VC VP Physical

as they enter a queue :_ Scheduler: Scheduler E Group 3 Scheduler ; Port
Scheduler Scheduler

Wrtual Pr.Irt— FIG—1 '5

 
 
 

 Classifierl

Virtual Port— FlG-8

Figure 24 - Queuing and Scheduling Example for a BRAS that can also switch ATM

In Figure 24 the following abbreviations apply:
ASP — Application Service Provider
ATM — Asynchronous Transfer Mode
PTA — PPP Terminated Aggregation
PPP — Point-to-Point Protocol

8 — Scheduler

46

23 8 DIRECTV Exhibit 1017



DIRECTV    Exhibit 1017239

EXHIBIT A

DSL Evolution - Architecture Requirements for the Support of Qos-Enabled IP Services TR-059

APPENDIX C Informative Appendix on Signaled 008

This appendix captures the concepts and planning for a potential follow-on signaled QOS mechanism. While it
is uncertain that this phase will be required, concepts are brought fonrvard to provide a perspective of how it
would interact with the QoS mechanisms defined in this specification. The exact signaling protocol remain an

item of debate, so this section refers to it with the abstract term Resource Reservation Protocol (RRP) and

collects attributes that are likely to become requirements when the protocol becomes defined.

C.1 Signaled QoS Mechanisms

The architecture for additional QoS enhancements is introduced in this section. This section is included for

illustrative purposes and may be further defined in future documents.

Signaled QoS adds per IP flow resource reservation capabilities in the Regional/Access Network. This step
continues to leverage the RG and BRAS as the IP QoS managers of the access network. Rather than simply
managing the aggregate scheduling of Diffserv resources, the BRAS will be able to perform per flow admission
control ensuring that resources are never over-booked. Diffserv aggregate traffic treatments may continue to be
used beyond the BRAS toward the regional network for scalability reasons. Keeping per flow resource
reservation limited to the access portion of the Regional/Access Network could limit scalability/performance
issues known with prior end-to-end reservation schemes.

In this phase:

- Applications, located in any of the reference networks, request service or resources of the
Regional/Access network (e.g. through RRP).

- The RG and BRAS are involved in requests for services and resources in the network based on a per-

application need (e.g. they monitor or proxy RRP messages).

- The BRAS acts like an RSVP border proxy and queries the policy repository. it responds based on the

network availability of traffic engineered resources (MPLS — TE, ATM VP, etc) and customer profile.

- QoS service profiles can be applied to the BRAS and HG based on the requested application need.

C.f.1 Signaled 00S Assumptions

BRAS

The BRAS may support a RRP for the assignment of resources. When resources are not available at any point
under its control the BRAS would reject the request and provide feedback to the initiating host.

The BRAS would need to know the DSL sync rates of the ATU-Fls that are connected to the access nodes that

it manages. Based on a given ATU-R’s DSL synch rate and customer profile the BRAS would manage the
admission of sessions to that customer premises. An external policy/management server could feed this
information to the BRAS.

The BRAS might intercept RRP and other application layer (e.g. SIP) messages that are not addressed to it and
use these messages in making admission decisions.

The BRAS would support mapping reservation requests into Diffserv PHBs and managing the PHBs as
reservable resources.

CPE

The CPE assumptions below only apply to the support of differentiated services.

The CPE requesting differentiated services could be integrated with the ATU-R. Non-integrated CPE devices
will also be supported (e.g. IP Phones, PC running video conferencing software, set top boxes, etc).

The CPE would need_t_o support IP layer signaled Q03 via a RRP. These messages would be addressed to the
destination host and not to the BRAS.

The CPE would not make any admission decisions.
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C.1.2 Diffserv Assumptions

BRAS

The BRAS will accept policy information regarding how to manage Diffserv signaled flows from an external
entity.

CPE

If the signaling messages indicate the DSCP to be used by a session requesting access, the CPE would then
use the specified DSCP.

The CPE will also accept policy information regarding how to manage Diffserv signaled flows from an external
entity.

C.1.3 Traffic Engineering Requirements

The RFIP mechanism described only has resource knowledge of the local access network and does not have

an end-to-end picture of the connection. As a result, the interconnection network within the Regional/Access
Network (beyond the BRAS) would be engineered to provide support for enhanced services in aggregates. It is
expected that within the core of the Regional/Access Network that aggregate traffic engineering techniques can
efficiently serve the needs of enhanced applications.

C.1.4 Admission Control.

Per-flow admission control is envisioned at the BRAS. Admission decisions are made based on resource

availability AND subscriber profile data. Both of these parameters could be sent to the BRAS via an external
policy/provisioning server.

Application level admission control can also be applied in addition to the network based admission control.
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TECHNICAL REPORT

DSL Forum

TR-068

Base Requirements for an ADSL Modem

with Routing

May 2004

Produced by:

DSLHome-Technical Working Group

Editor: Barbara Stark, BellSouth

Working Group Co-Chairs:

Greg Bathrick, Texas Instruments

George Pitsoulakis, Westell

Abstract:

This Working Text will specify requirements for an ADSL modern with embedded router functionality that can be
deployed through retail stores and then configured for customer use by service providers. These requirements will
lead to retail devices that can provide custnnicrs with consistent features, ccnlicctivity and operation.

These requirements are both backward and forward-looking. They attempt to address the needs of current DSL
services and architectures as well as starting to address future needs. Some requirements have been included in

support of TR-059. However, these requirements do not fi.1lly complement the capabilities specified in TR-059.
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Notice:

The DSL Forum is a non-profit corporation organized to create guidelines for DSL network system development
and deployment. This Technical Report has been approved by members of the Forum. This document is not
binding on the DSL Forum, any of its members, or any developer or service provider involved in DSL. This
document is subject to change, but only with approval of members of the Forum.

©2003 Digital Subscriber Line Forum. All Rights Reserved.

DSL Forum technical reports may be copied, downloaded, stored on a server or otherwise re-distributed in their
entirety only.

Notwithstanding anything to the contrary, the DSL Forum makes no representation or warranty, expressed or
implied, concerning this publication, its contents or the completeness, accuracy, or applicability of any information
contained in this publication. No liability of any kind shall be assumed by the DSL Forum as a result of reliance
upon any information contained in this publication. The DSL Forum does not assume any responsibility to update
or correct any information in this publication.
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1 SCOPE AND PURPOSE

1.1 Scope

The document presents base requirements for an ADSL modern with embedded router
functionality that can be deployed through retail stores and then configured for customer use by

service providers. These requirements will lead to retail devices that can provide customers with
consistent features, connectivity and operation.

These requirements specify a minimum set of features. It is expected that devices will include

these in a superset of features (e.g., wireless, power line, 1394b, firewall, etc. . .).

These requirements are both backward and forward-looking. They attempt to address the needs
of current DSL service and architectures as well as starting to address future needs. Some

requirements have been included in support of TR-059, and are marked as [TR-059]. Any CPE
that claims to be compliant with TR-059 must meet these requirements. It is understood that CPE

that does not claim to be TR-059 compliant may not meet these requirements.

1.2 Requirements

In this document, several words are used to signify the relative importance of the specified

requirements.

MUST This word, or the adjective “REQUIRED”, means that the definition is an

absolute requirement of the specification.

MUST NOT This phrase means that the definition is an absolute prohibition of the

specification.

SHOULD This word, or the adjective “RECOMMENDED”, means that there may exist

valid reasons in particular circumstances to ignore this item, but the full

implications must be understood and carefully weighted before choosing a
different course.

MAY This word, or the adjective “OPTIONAL”, means that this item is one which

vendors may readily implement. Other modem features not identified in this

document may also be implemented in the modem and are equivalent to the MAY
value.

Throughout this document, the ADSL modem is referred to as “the device”. References to CPE
indicate other equipment such as hosts including PC and workstations.

Requirements which are in support of TR-059 start with [TR-059].

Requirements which are specific to North America start with [North America].

6/20/2004 I
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2 MODEM REQUIREMENTS

2.1 Physical and Power

I - 1 The device MUST be compact and have a physical profile suitable for desktop.

I - 2 The device SHOULD be able to be wall mounted and stand on its side.

I - 3 The device MAY have the ability to be mounted horizontally or vertically.

I - 4 Ifwall mounted, the device SHOULD be oriented so that the cabling is routed toward

the ground in order to reduce strain on the cabling.

I - 5 A detachable wall-mounting bracket MAY be added to the device.

I — 6 If the device can be wall mounted, specifications for screws and a template SHOULD
be included with the device.

I - 7 [North America] The device MUST be UL 60950 listed. This is the most recent

replacement for UL 1950.

I - 8 [North America] The device MUST display proof of CSA (Canadian Standards

Association) or ULC (Underwriters Laboratories Canada) certification for CAN/CSA

C22.2 No. 60950. This is the Canadian equivalent to and is identical to UL 60950.

I - 9 [North America] The device MUST have the following electrical characteristics:

Voltage: 105 — 125 VAC @ 60 Hz

I - 10 The power connector at the device MUST be securely connected to avoid accidental
disconnect. This means that the connector MUST be either secured via a clip to the box

or be held in place with significant force so that it does not readily pull out by minor

pulling on the power cord.

I - 11 [North America] If the power supply is external to the modem, it MUST be UL 1310 or
UL 60950 listed and certified.

I - 12 If the power supply is external to the device, it SHOULD be labeled with the DSL
device vendor’s name and the model number of the ADSL device.

I - 13 If the power supply is external to the device it SHOULD be either small enough, or

appropriately positioned on the power cord, so as not to block other power outlets.

I - 14 If the power cable includes an analog to digital conversion brick, that brick MAY have

a light on it.

I - 15 The device MUST have an on/off switch. This switch MUST be positioned on the

device in such a manner as to prevent accidental switching.

I - 16 The Device SHOULD be tolerant of power fluctuations and brown-outs, continuing to

operate_ normally andrnaintainingjs_conf_igur_ation after these events.

I - 17 If the on/off switch is labeled, it SHOULD be labeled "ON/OFF".

I - 18 The device MAY be provided with a standby switch on the front, to stop or allow traffic

to flow between WAN and LAN connections, without switching the device off and on.

6/20/2004 2
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I — 19 The device SHOULD be able to detect faults and reset appropriately upon detection.

I - 20 The device MUST NOT be USB powered.

I - 21 The device MUST NOT use the local phone loop for power.

I - 22 The device MUST have the following indicator lights:

Power Ethernet DSL Internet

I - 23 All physical ports and bridged connection types on the device (e.g., Ethernet, USB,

Wireless, HomePlug, HomePNA, 1394, etc...) MUST have a link integrity indicator

lamp on the device (I per port if a separate physical port is present or per connection

type if a separate port is not present).

I — 24 [North America] The indicator lights MUST be labeled and in the order as indicated in

I - 22 in a left to right or top to bottom orientation.

I - 25 [North America] Port indicator lights not identified in I - 22 MUST be placed between

the "Ethernet" and "DSL" lights and labeled (order and text) as identified in I — 23.

I - 26 All port indicator lights MUST be located on the front of the device unless summary

indicator lights are used.

I - 27 Physical port indicator lights MAY be located next to the port and other than on the

front of the device, so long as there is a summary indicator light for the associated

interface type with the other port indicator lights on the front of the unit.

For example, there may be Ethernet port indicator lights located on the back of the unit

by each Ethernet connection as long as there is a summary indicator for the Ethernet
connections on the front of the device in the standard location.

I - 28 The indicator lights MUST be readily visible (99% human observer detection in less

than 250 milliseconds) at 12 feet with an ambient illumination level of 550 foot-candles.

Visibility MUST be maintained over a horizontal viewing angle of +/- 80 degrees and a

vertical viewing angle of -20 to +45 degrees off the central axis.

I - 29 When flashing, the indicator lights MUST flash at 4 Hz with a duty cycle of 50%

(except as specified otherwise in this document).

I - 30 The device MUST have a “On/Off’ power indicator light. The power indicator MUST
function as follows:

Solid Green = Power on

Off = Power off

Red = POST (Power On Self Test) failure (not bootable) or

Device malfunction

A malfunction is any error of internal sequence or state that will prevent the device

from connecting to the DSLAM or passing customer data. This may be identified at

various times such after power on or during operation through the use of self testing or

in operations which result in a unit state that is not expected or should not occur.

6/20/2004 3
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I - 31 The device MUST have an indicator light that indicates ADSL layer connectivity. This
indicator MUST function as follows:

Solid Green = DSL good sync

Off = Modem power off

Flashing Green = DSL attempting sync

Flashing at 2 Hz with a 50% duty cycle when trying to detect

carrier signal

Flashing at 4 Hz with a 50% duty cycle when the carrier has been

detected and the modem is trying to train

I - 32 The device MUST have an Internet indicator light that indicates whether or not it has at

least one DSL device-controlled session up.

This indicator MUST function as follows:

Solid Green = IP connected (the device has a WAN IP address from IPCP or

DHCP and DSL is up or a static IP address is configured, PPP

negotiation has successfully complete — if used — and DSL is up )
and no traffic detected.

If the IP or PPPoE session is dropped due to an idle timeout, the

light will remain green if an ADSL connection is still present. If

the session is dropped for any other reason, the light is turned

off. The light will turn red when it attempts to reconnect and
DHCP or PPPoE fails.

Modem power off, modem in bridged mode or ADSL connection

not present

Off

IP connected and IP Traffic is passing thru the device (either

direction)

Flickering Green

Red Device attempted to become IP connected and failed (no DHCP

response, no PPPOE response, PPPoE authentication failed, no IP

address from IPCP, etc.)

For bridged mode, the indicator light MUST be off.

I - 33 The physical port indicator lamps MUST function as follows:

Solid Green = Powered device connected to the associated port (includes

devices with wake-on-LAN capability where a slight voltage is

supplied to an Ethernet connection)

Flashing Green = LAN activity present (traffic in either direction)

Off = No activity, modem power off, no cable or no powered device

connected to the associated port.

I - 34 The device MUST have a single function, recessed button with a red circle around it, in

order to reset the device to the default factory settings.

6/20/2004 4
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I - 35 The reset button on the device MAY be labeled as "reset" so a help desk can more

easily identify it to a user.

I - 36 Each port on the back of the device MAY have an icon displayed near it identifying the

type of port. ‘

I - 37 The ports on the device MUST be identified by color with the appropriate
connection/interface color reflected above, below or around each port.

The ports MUST be colored as follows:

- Ethernet Yellow

- Power Black

- Phone Grey

- USB Blue

The preferred Pantone colors for blue and yellow are:

- Blue 285C

- Yellow 1 14C

- Gray Cool Gray 3U (matte)

I - 38 Each port on the back of the device MUST be labeled using icons and/or words, and

any words must be spelled out completely (e.g., “Ethernet”, “Power”, ...).

I - 39 The device MUST operate 24 hours a day, 7 days a week without the need to reboot.

I - 40 The MTBF (Mean Time Between Failure) of the device and operating system

SHOULD be equal to or exceed 1 year (e.g., it should not need a reboot more than one

time per year).

I - 41 The life expectancy of the device SHOULD be at least seven years.

I - 42 The device SHOULD include sufficient non-volatile memory to accommodate future

control and data plane protocol upgrades over a minimum of four years. The potential

upgrades may include: initiating and terminating signaling protocols at IP and ATM

layers; logic for packet classification, policing, forwarding, traffic shaping and QoS

support at both IP and ATM layers.

I - 43 The device MUST complete power up in 60 seconds or less (timing starts when the

power is connected and stops when the On/Off power indicator light is "Solid Green").

I - 44 The device MUST complete training within 60 seconds when autosensing is not

activated (timing starts when the On/Off power indicator light is "Solid Green", when

the DSLAM port is enabled and stops when the ADSL layer connectivity indicator is

"Solid Green"). The default inner pair shall be used for this measurement.

I - 45 The device MUST complete training within 60 seconds when autosensing is activated

—————and —A—DSL—is—prese—nt—on thedefault—pai12—The—dev—ice MUST—complete—trainingwithin
120 seconds when autosensing is activated and ADSL is not present on the default pair.

I - 46 [North America] The device MUST comply with FCC Part 15 rules for Class B
devices.

6/20/2004 5
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I - 47 [North America] The device MUST comply with Industry Canada ICES-003 Class B

requirements.

I - 48 [North America] The device MUST comply with Industry Canada's

"Telecommunication Apparatus Compliance Specification" (IC document CS-03) and

be registered with Industry Canada following the procedures highlighted in Industry
Canada’s “Procedure for Declaration of Conformity and Registration of Terminal

Equipment” document (IC document DC-01).

I - 49 [North America] The device MUST be certified to meet FCC Part 68, or obtain the

appropriate waiver.

I - 50 [North America] The device MUST comply with either:

- TIA-968-A, Telecommunications — Telephone Terminal Equipment — Technical

Requirements for Connection of Terminal Equipment to the Telephone Network,
October 2002,

or both:

- TIA/EIA/IS-968, Telecommunications — Telephone Terminal Equipment —

Technical Requirements for Connection of Terminal Equipment to the Telephone

Network, July 2001, and

- TIA/EIA/IS-883, Telecommunications - Telephone Terminal Equipment-

Supplemental Technical Requirements for Connection of Stutter Dial Tone
Detection Devices and ADSL modems to the Telephone Network, June 2001

I - 51 [North America] The device MUST comply with the requirements of Telcordiam GR-

1089-CORE, Electromagnetic Compatibility and Electrical Safety - Generic Criteria for

Network Telecommunications Equipment.

1 - 52 [North America] The device MUST support the following environmental conditions:

Ammae nenauvenummnv
Operating (System 0“ C to 40° C -197 to 7000 8% to 95% non- 23 ° C
Ambient feet condensin

_25 0 C to 65 0 C low humidity for 29., C
low temperatures,
90% at 45 ° C,
30% at 65 ° C

I - 53 This device MUST preserve local configuration information during power-off and

power interruption.

 

 
  

  

  

  
   

Shipping and Storage

2.2 WAN: ADSL and ATM

I - 54 The device MUST intiude an infimal ADSL modem.

I - 55 The device MUST comply with requirements as specified in ANSI T1.413-1998, ANSI
T1.4l3a-2001 and ITU 992.1.

I - 56 The device MUST support FDM-mode per ANSI T1.413 and ITU-T G.992. 1.

6/20/2004 6
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1 - 57 The device SHOULD comply with ITU G.992.3 (ADSL2) and ITU G.992.5 (ADSL2+)

by 6/1/2004.

I - 58 The device SHOULD comply with ITU G992.3 Annex L (RE-ADSL2) within three

months after its approval.

I - 59 The device SHOULD comply with ITU G992.5 Annex L (ADSL2) within three months

after its approval.

I - 60 The device MUST support Trellis coding.

I - 61 The device MUST be rate-adaptive and able to support all speeds between the

minimum and maximum applicable to the associated DSL protocol in use (e.g., ADSL,

ADSL2, ADSL2+, RE-ADSL, ...) and in the minimum increment applicable to the

associated DSL protocol in use.

For example, for ADSL, the device MUST be able to support speeds in 32 kbps

increments from 32 kbps to 8 Mbps downstream and 32 kbps to 800 kbps upstream.

I - 62 The device MUST only synchronize within the minimum and maximum line rate

parameters for a line as identified by the DSLAM or RT.

I - 63 The device MUST support dynamic rate adaptation.

I - 64 The device MUST support independent upstream and downstream data rate

provisioning.

I — 65 The device MUST support bit swapping.

I - 66 The device MUST support both fast and interleaved paths. This is not a requirement for

dual latency support (e.g., running Fast and Interleaved at the same time to two different

locations).

I - 67 The device MUST have a high-pass filter at its ADSL line input to eliminate impulse

noise from premises wiring.

I - 68 The device SHOULD NOT incorporate an internal splitter (i.e., SHOULD NOT have

a POTS pass back port).

I — 69 A failure in the device MUST NOT impact the private intra-premises network except

for those functions provided by the device (i.e. DHCP, DNS, etc.).

I - 70 The device MUST NOT cause any failure in or interference with the ADSL network.

I - 71 The default pair used to detect the ADSL signal MUST be the inner pair (pins 3 & 4).

I - 72 The device SHOULD automatically detect and select the ADSL signal on either the

inner pair (pins 3 & 4) or outer pair (pins 2 & 5) of an RJ-11 jack

If the modem reaches showtime after performing the DSL autosensing, the default pair

will be set to the newly discovered pair. This can be the inner pair or the outer pair. The

new default pair is store on the modem across power off situations. DSL autosensing

‘will be—activated*with the new defaultpair:

I - 73 If I - 72 is implemented, the device MUST allow disabling of the automatic detection of

the ADSL signal on the inner and outer pairs and allow specification of which pair to

search for the DSL signal.

6/20/2004 7
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I - 74 Removing AC power from the device MUST NOT prohibit POTS from operating.

I - 75 The CRC MUST conform to ANSI Tl .413-1998 section 7.4.1.3.

I - 76 The device performance and throughput MUST keep up with the DSL line rate.

I - 77 Failure or removal of LAN CPE connected to the DSL device MUST NOT prohibit

POTS from operating.

I - 78 The device MUST support standard ATM (AAL5) payload format.

I - 79 The device MUST perform AAL Segmentation and Reassembly (SAR), Convergence

Sublayer (CS) functions and CRC check.

I - 80 PCR shaping MUST be provided in the upstream direction when the interface between
the PC and the device has more bandwidth than the ADSL connection provides.

I - 81 The device MUST support ATM QoS. UBR, CBR and VBR-rt MUST be supported (as

defined in The ATM Forum Traffic Management Specification Version 4.1).

I - 82 VBR-nrt and UBR with per VC queuing SHOULD be supported.

I - 83 The default ATM QoS for all VC's MUST be UBR.

I - 84 The device MUST support multiple levels of QoS listed above simultaneously across

separate VCCs (e.g., UBR for PVC 0/35 and CBR for PVC 0/43 where both PVCs are

active simultaneously).

I - 85 The device SHOULD support auto configuration as defined in DSL Forum TR-037 and
ILMI 4.0 and its extensions.

I - 86 The device MUST always respond to ATM testing, pings and loopbacks according to

ITU-T 1.610 (F4, F5).

I — 87 The device MUST support 0/35 as the default VPI/VCI for the first PVC.

I - 88 The device MUST be able to perform an auto search for the VPI/VCI settings for the
first PVC. This search MUST be the following VPI/VCI's in sequence looking for a

first-success: 0/35, 8/35, 0/43, 0/51, 0/59, 8/43, 8/51, 8/59.

The default VPI/VCI identified in I - 87 is searched prior to this auto search list.

If the modem reaches a state of session establishment (e.g., IP when the modem is

responsible for session termination) after performing the auto search, the default
VPI/VCI settings will be set to the newly discovered values. The new default pair is

stored on the modem across power off situations. If an ATM connection cannot be

established after a power restoral, the search process starts over again.

I - 89 The device MUST be configurable so that the auto-search mechanism can be disabled.

I - 90 The device MUST allow the auto-search list to be redefined using the XML based
interface.

I—-—9l The default—VPI/VCI value—s—for all P—VCs MUST~be—configurable. The default value ,

MUST be utilized prior to performing an auto-search but should exclude the default
value in the auto-search.

I - 92 The device MUST support VPI values from 0 to 255

6/20/2004 8
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I — 93 The device MUST support VCI values from 32 to 65535

I - 94 The device MUST pass the tests identified in DSL Forum TR-048, “ADSL

Interoperability Test Plan”, and any subsequent updates or replacements to that
document that exist at the time that the modem is tested, prior to its initial deployment.

Within 6 months, modems produced after changed or new test requirements have been

approved MUST conform to those new requirements.

I - 95 The device MUST train and pass data against all ITU 992.1 based ATU-C deployed in

North America using TR-048 (and future updates).

2.3 Multiple PVCs

I - 96 The device MUST support eight PVCs.

I — 97 There is no default defined VPI/VCI past the first PVC which is identified in I - 87

above. Auto-search is supported on all PVCs and will use the same auto-search

sequence identified (skipping over any already in use). This auto-search is defined in I -

88 through I - 90.

I - 98 All supported PVCs MUST NOT require the same VPI value.

I - 99 All supported PVCs MUST be able to be active and sending/receiving traffic

simultaneously. See I - 1 19, I - 120, I — 210 and I - 211 for more details on interface

selection for routing.

I - 100 The device MUST support the minimum ATM granularity applicable to the associated

DSL protocol in use on a per VC and VP basis.

For example, ATM granularity of 32 kbps MUST be supported for ADSL on a per VC
and VP basis.

2.4 WAN: Access Protocols

I - 101 The device MUST be a learning bridge as defined in IEEE 802. 1D for all logical and

physical Ethernet interfaces, supporting a minimum of 272 MAC addresses.

I - 102 The device MUST support Ethernet (IEEE 802.3).

I - 103 The device MUST support encapsulation of bridged Ethernet over AAL5 (without

FCS) as described in IETF RFC 2684 (formerly IETF RFC 1483).

I - 104 The device MUST be able to use both LLC-SNAP and VC-MUX (null) encapsulation

over AAL5 with all supported protocols. The default MUST be LLC-SNAP.
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I - 105 The device MUST support the TCP, IP, UDP, routing and associated protocols
identified here:

- IETF RFC 0768 User Datagram Protocol
- IETF RFC 0791 Internet Protocol

- IETF RFC 0792 Internet Control Message Protocol
- IETF RFC 0793 Transmission Control Protocol

— IETF RFC 0826 Ethernet Address Resolution Protocol (ARP)

- IETF RFC 0894 Standards for the Transmission of IP Datagrams over Ethernet
Networks

- IETF RFC 0922 Broadcasting Internet Datagrams in the Presence of Subnets

- IETF RFC 0950 Internet Standard Subnetting Procedure

- IETF RFC 1009 Requirements for Internet Gateways (Link Layer issues only)
- IETF RFC 1042 Standard for the Transmission of IP Datagrams over IEEE 802
Networks

- IETF RFC 1112 Host Extensions for IP Multicasting

- IETF RFC 1122 Requirements for Internet Hosts - Communication Layers

- IETF RFC 1 123 Requirements for Internet Hosts - Application and Support

- IETF RFC 1256 ICMP Router Discovery Messages (Router Specification only)

- IETF RFC 1519 Classless Inter- Domain Routing (CIDR)

- IETF RFC 1812 Requirements for IP Version 4 Routers
- IETF RFC 1918 Address Allocation for Private Internets

- IETF RFC 3600 Internet Official Protocol Standards

- IANA Directory of General Assigned Numbers (http://www.iana.org/numbers.html)

I - 106 The device MUST support IP over the encapsulated Ethernet.

1 - 107 The device MUST be able to bridge IP over Ethernet.

1 - 108 The device MUST be able to route IP over Ethernet to LAN CPE.

I - 109 The device MAY support encapsulation of IP over AAL5, per IETF RFC 2684.

I - 110 If the device supports IP over AAL5, it MAY support Classical IP according to IETF
RFC 2225.

I - 111 The device MUST include built-in PPPoE client functionality.

I - 112 [TR-059] The device MUST be capable of initiating at least two PPPoE sessions per
PVC and route the IP traffic above that to the LAN CPE.

I - 1 13 The device MUST allow the protocol stack (e.g., IP over Ethernet, PPPoE, PPPoA,

etc...) for each provisioned PVC to be defined separately. If necessary, each PVC can

use a different stack and set of protocols.

I - 1 14 The device MUST support PPPoE over the encapsulated Ethernet as defined in IETF
RFC 2516.
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I - I IS The device MUST support mini-jumbo frames when bridging Ethernet over AAL5 such

that it will be possible to allow establishment of PPPoE protocols from the device with

ultimate 1500 byte Ethernet or IP payloads.

For example, in the PPPoE case the WAN side encapsulations would be:

WAN (ATM CPCS-PDU payload)

Ethernet

Header

(bytes)

1500 Byte Ethernet (with 26

LLC/SNAP)

1500 Byte IP (over 26
Ethernet with

LLC/SNAP)

  
I - l 16 The device MUST support manually setting, through the GUI and XML interfaces, an

MTU to be used in negotiating MTU, overriding the default MTU.

I - 1 17 The device MUST support PPP and the associated protocols identified below:
- IETF RFC 1332 The PPP Internet Protocol Control Protocol (IPCP)

- IETF RFC 1334 PPP Authentication Protocols (PAP)

- IETF RFC 1661 The Point-to-Point Protocol (PPP)

- IETF RFC 1877 PPP IPCP Extensions for Name Server Addresses

(limited to DNS addresses unless the device supports NetBIOS)

- IETF RFC 1994 PPP Challenge Handshake Authentication Protocol (CHAP)

I - 1 18 The device MUST support the following:

- IETF RFC 1570 PPP LCP Extensions

- IETF RFC 2153 PPP Vendor Extensions

This is not stating that specific extensions MUST be supported. It is identifying that

upon receipt of non-standard or unrecognized PPP extensions from the DSL network

(e.g., vendor or proprietary), the device MUST operate without fault.
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I - 1 19 [TR-059] The device MUST allow for the selection of which traffic to forward over

which connection (in the case of multiple PVCS, multiple PPPOE sessions, etc...)

according to any one or more of the following pieces of information:

(1) destination IP address(es) with subnet mask,

(2) originating IP address(es) with subnet mask,

(3) source MAC address,

(4) destination MAC address,

(5) protocol (TCP, UDP, ICMP, ...)

(6) source port,

(7) destination port,

(8) IEEE 802.lD user priority,

(9) FQDN (Fully Qualified Domain Name) of WAN session,

(10) DiffServ codepoint (IETF RFC 3260),

(11) Ethertype (IEEE 802.3, 1998 Length/Type Field), and

(12) traffic handled by an ALG.

I - 120 [TR-059] The device SHOULD allow for the selection of which traffic to forward over

which connection (in the case of multiple PVCs, multiple PPPoE sessions, etc...)

according to any one or more of the following pieces of infonnation:

(1) IEEE 802.1Q VLAN identification, and

(2) packet length.

I - 121 [TR-059] The device MUST be able to bridge or route IP over an Ethernet session

concurrently with at least one device-originated PPPoE session on each PVC that is

running bridged Ethernet over the AAL.

l - 122 The device MUST NOT bridge or route between WAN connections (i.e., WAN to

WAN) except when explicitly configured to do so.

I - 123 The device SHOULD support PPPOA as defined in IETF RFC 2364.

1 - 124 The device MUST be configured by default to PPPOE.

I - 125 PPPoE bridging and associated operation in the device MUST NOT fail nor operate

improperly in the presence of vendor-specific PPPOE extensions which may be in use

by LAN devices (i.e., the device MUST interoperate with well known PPPoE client

software).

I - 126 The device MUST be able to save all logins and passwords for PPP sessions originated

by the device. Passwords MUST NOT be available outside of the internal operation of

the device (e;g., can not be queried nor displayed).
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I - 127 The device MUST support an "always on" mode for connections. In this mode the

device MUST NOT time out DSL sessions (ATM, IP and PPP) and MUST

automatically re-establish any sessions after disconnection, lease expiration or loss and

restoration of power.

I - 128 The device MUST support a “connect on demand” option for connections. In this mode
the connection to the DSL network is initiated when outbound traffic is encountered

from the local LAN and terminated after a timeout period in which no traffic occurs.

I - 129 The device MUST support a “manual connect” option for connections. In this mode the

connection to the DSL network is initiated manually through the GUI or an XML

request and, by default, terminates only when done so explicitly by the user, due to a

power loss or when the connection is lost.

I - 130 The default mode for connections MUST be “connect on demand”.

I - 131 The interval after which a connection timeout occurs MUST be able to be configured.

I - 132 A manual way of disconnecting without waiting for a connection timeout MUST be

provided.

I - 133 A default timeout of 20 minutes SHOULD be used for connection timeouts.

I - 134 The device MUST not immediately terminate PPPoE sessions and upper layer protocol

connections when the physical connection is lost. It should defer the tear down process

for two minutes. If the physical connection is restored during that time, the device

MUST first attempt to use its previous PPPoE session settings. If these are rejected,

then the original PPPoE session can be terminated and a new PPPoE session attempted.

I - 135 The device SHOULD incorporate a random timing delay prior to starting each IP and
PPP session.

This random timing delay helps to reduce connection failures when a group of users

attempt to establish connections to a service provider at the same time (e.g., after

restoral of power to a neighborhood that had a blackout).

I - 136 The device SHOULD not attempt immediate additional PPP session connections upon

receipt of an authentication failure. A back off mechanism SHOULD be implemented

to limit repeated attempts to reconnect in this situation. 3 connection attempts

SHOULD be made followed by a delay and then repeated by the next sequence of

connection attempts. The delay SHOULD be 5 minutes at first, and then repeated every

30 minutes as required.

This requirement only applies to automated connection attempts.

I - 137 The device MUST be able to bridge PPPOE sessions initiated from LAN devices

(sometimes known as PPPOE pass-through).

Only PPPoE traffic MUST be bridged unless bridging of other traffic is specifically
enabled.

I - 138 The device MUST support a minimum of eight LAN device initiated PPPoE sessions
from each LAN device.

I - 139 The device MUST be able to bridge eight sessions per PVC.
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I - 140 The device MUST be able to bridge PPPoE sessions at all times when encapsulating

Ethernet over AAL5. This applies when the device has set up zero or more PPPoE

sessions and/or when the device is also running IP over Ethernet. The default setting

MUST be for this pass-through to be on.

I - 141 The device MUST allow for pass-through of IP traffic in which the payload is

compressed or encrypted (e.g., VPN traffic). This means other LAN CPE MUST be
able to originate PPTP and L2TP sessions to an external network (over IP).

I - 142 The device MUST allow LAN CPE to originate IPsec sessions to an external network.

This function MUST work properly through the NAPT function of the DSL device.

I — 143 The device MUST allow at least one IPsec connection from the LAN.

I - 144 The device SHOULD allow multiple users on the LAN to launch independent and
simultaneous IPsec sessions.

I - 145 The device MUST support LAN device UDP Encapsulation of IPsec packets as defined

in draft-ietf-ipsec-udp-encaps-08.txt and its successors.

I - 146 The device MUST support LAN device negotiation ofNAT-Traversal with IKE as

identified in drafi-ietf-ipsec-nat-t-ike-08.txt and its successors.

I - 147 A minimum of 4 concurrent LAN IPsec sessions SHOULD be supported per LAN

device. These sessions can be to the same or unique destinations.

I - 148 The device MUST support Path MTU discovery (described in IETF RFC 1191) so that
a LAN device can be told what to set its MTU to.

2.5 LAN: Physical Interfaces

I - 149 The device MUST support use of a straight-through (patch) cable between the Ethernet
Interface and a PC.

I - 150 The device SHOULD automatically sense the transmit and receive pair on the Ethernet

physical connection.

I - 151 The device MUST have at least one 10BASET Ethernet port (RJ-45 jack) for

connecting it to the home data network.

I - 152 If the device supports 100BASET it MUST be able to support both IOBASET and
100BASET with auto negotiate for speed and duplex on a port-by-port basis according
to IEEE 802.3u.

I - 153 The device MUST support, at a minimum, a 256 MAC address table for LAN devices.

I - 154 The Ethernet LAN interface SHOULD allow for adjusting the inter-frame and collision

back off timers so that P traffic (as defined in IEEE 802.1P) can get statistically better

treatment on broadcast LAN Segments.

I - 155 The device SHOULD have a client USB port (series "B" receptacle), allowing it to be a

non-powered (i.e., it has its own power source and doesn’t get power across the USB

interface) slave device for a host computer.
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I - 156 If the device has a client USB port, the USB interface MUST appear to the PC or other

host device to be an Ethernet port (i.e., the PC drivers are Ethernet drivers), and not

appear as a DSL modem (i.e., MUST NOT require DSL modem drivers on LAN CPE).

I - 157 If the device has a client USB port, the USB port MUST be based on the USB 1.1 (or

later) technical specification.

I - 158 If the device has a client USB port and USB 2.0 is supported, the USB interface MUST
still work with the USB 1.1 based USB host controller based on the USB 2.0 standard.

I - 159 Over the USB interface, the device SHOULD support USB drivers for Windows 98,

Windows 98 Second Edition, Windows Millennium Edition, Windows XP (Home and

Professional), Windows 2000, Macintosh OS 8.6, Macintosh OS 9.x and Macintosh OS

10.x. Any drivers that are PC-based or run on the PC SHOULD be Microsoft WHQL
certified. Drivers SHOULD be available for new Microsoft and Macintosh operating

systems within 30 days of General Availability.

I - 160 The USB port MUST be covered with a sticker than warns the customer not to install
the USB cable until instructed to do so in the documentation or installation software.

I - 161 If the device has only one Ethernet port and only one client USB port, the device

SHOULD be configurable through XML so that only the Ethernet or client USB port is

to be active at any one time. In this configuration, whenever one of the ports is in use,

the other is disabled. If neither is in use, both are enabled. The default configuration of

the device SHOULD be that both ports are active at the same time.

2.6 WAN and LAN: IP Addressing and DHCP Server

I - 162 [TR-059] The device MUST support classification of WAN directed LAN traffic and

placement into appropriate queues based on any one or more of the following pieces of
information:

(1) destination IP address(es) with subnet mask,

(2) originating IP address(es) with subnet mask,

(3) source MAC address,

(4) destination MAC address,

(5) protocol (TCP, UDP, ICMP, ...)

(6) source port,

(7) destination port,

(8) IEEE 802.1D user priority,

(9) FQDN (Fully Qualified Domain Name) of WAN session,

(10) Diffserv codepoint (IETF RFC 3260),

(1 1) 7 Ethertype’(IiEEE”80’2.3’, T998 Length/Typiei Eield),End

(12) traffic handled by an ALG.
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I - 163 [TR-059] The device SHOULD support classification of WAN directed LAN traffic

and placement into appropriate queues based on any one or more of the following

pieces of information:

(1) IEEE 802.1Q VLAN identification, and

(2) packet length.

I - 164 [TR-059] The device MUST support the differentiated services field (DS Field) in IP
headers as defined in IETF RFC 2474.

I - 165 [TR-059] The device MUST be able to mark or remark the Diffserv codepoint or IEEE

802.1D user priority of traffic based on the classification information identified in I -
162 and I - 163 above.

I - 166 [TR-059] The device MUST support one Best Effort (BE) queue, one Expedited

Forwarding (EF) queue and a minimum of four Assured Forwarding (AF) queues.

I - 167 [TR-059] The device MUST duplicate the set of queues for each access session. This

can be done logically or physically.

I - 168 [TR-059] The device SHOULD support the appropriate mechanism to effectively

implement Diffserv per hop scheduling behaviors. A strict priority scheduler is

preferred for EF.

I - 169 [TR-059] The device MUST support the capability to fragment AF and BE traffic in

order to constrain the perturbing impact of AF and BE packets on EF traffic delay, for

example using a mechanism such as MLPPP LFI [IETF RFC1990].

I - 170 [TR-059] The packet size threshold before fragmenting AF and BE packets MUST be

configurable.

I - 171 The device MUST be able to obtain IP network information dynamically on its WAN

interface. This information includes IP address, primary and secondary DNS addresses

and default gateway address.

Dynamically obtaining IP network information is accomplished using DHCP and / or
IPCP.

I - 172 If PPP is used, the device MAY obtain an IP subnet mask on its WAN interface using

IPCP extensions. If this is done, then IP subnet masks will be communicated with IPCP

using the PPP IPCP option with option code 144, the length of the option being 6 and

the mask being expressed as a 32-bit mask (e.g. 0xFFFFFF80), not as a number

indicating the consecutive number of 1s in the mask (from 0 to 32).

The learned network information MAY, but need not, be used to populate the LAN side
embedded DHCP server for the modem.

The learned network information is treated as a subnet and not as a collection of

individual addresses. That is, the first and last address in the subnet should not be used.

The IP address negotiatedshouild, but need not, be theiione’ assigned to the modem?

I - 173 If the device is not configured to use a static IP address and the modem fails to detect a

PPPoE or DHCP server, then the WAN IP address assignment value SHOULD be set

to an undefined value, in order to prevent it from retaining its prior IP address.
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I - 174 The device MUST provide application layer support for host name mapping, booting,

and management including DHCP and the Domain Name System (DNS) protocol. This

includes support for the standards below:

- IETF RFC 1034 Domain Names - Concepts and Facilities

- IETF RFC 1035 Domain Names - Implementation and Specification

- IETF RFC 2131 Dynamic Host Configuration Protocol

- IETF RFC 2132 DHCP Options and BOOTP Vendor Extensions

- IETF RFC 2181 Clarifications to the DNS Specification

- IETF RFC 2939 Procedure for Defining New DHCP Options and Message Types

1 - 175 The device MUST be a DHCP server to local LAN devices, supporting all LAN
devices.

I - 176 The embedded DHCP server fimction of the device MUST be able to operate while in

bridged mode. The default state should be on in bridged and router mode.

I - 177 The device MUST support a minimum of 253 LAN devices.

I - 178 The device MUST support turning off the embedded DHCP server via a configuration

change.

I - 179 The device MAY incorporate auto-detection of other DHCP servers on the local LAN

and, if configured to do so, disable the internal DHCP server functionality of the DSL
device in this situation.

In this situation, the DSL device would try to obtain a configuration for its LAN port

through DHCP. If a DHCP response was received, the device would then use the
information in the DHCP response (e.g., IP Address, subnet and DNS information) and

disable its internal DHCP server. If implemented and a DHCP response is received, this

requirement takes precedence over I - 190.

I - 180 The embedded DHCP server functionality of the device MUST verify that an address is

not in use prior to making it available in a lease (e.g., via Ping or ARP table validation)
even when lease information shows that it is not in use.

I - 181 The device MUST support all LAN devices concurrently accessing one or more WAN
connections.

I - 182 The device MUST use the default start address of 192.l68.1.64 and the default stop

address of 192. 168.1 .253 for assignment to DHCP leases for local device addressing.

I - 183 The device MUST use a default netmask of 255 .255.255 .0 for assignment to DHCP

leases for local device addressing.

I - 184 The device MUST be able to be configured to specify alternate public and private

subnets (without restriction) for local device addressing.

I - 185 The device MUST be able to be configured to specify the start and stop addresses

within a subnet used for local addressing.

I - 186 The default leaE”time for DHCP’ififormati'o”n ‘provided to LAN’CPE’Wh’ich’do not share

the WAN side IP address MUST be configurable. The default value MUST be 24
hours.
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I - 187 The default lease time for DHCP information provided to LAN CPE which share the

WAN side IP address MUST be configurable. The default value MUST be 10 minutes.

I - 188 When the domain name that the embedded DHCP server passes to LAN CPE has not

been set, the value "domain_not_set.invalid" SHOULD be used.

I - 189 When the device's embedded DHCP server is enabled, the device itself MUST default

to the address 192.168.1.254 (with a netmask of 255.255.255.0).

I - 190 When the device's embedded DHCP server is disabled, the device MUST ARP for the

following addresses, in order, and assign itself the first one that is not taken:
192.168.1254, 192.168.l .63, and then starting from 192.168.1.253 and descending.

I - 191 The device MUST NOT use auto IP for address assignment of its LAN-side address.

I - 192 The device MUST allow its assigned address and netmask to be specified through the
XML and GUI interfaces.

I - 193 The device MAY support SOCKS (IETF RFC 1928) for non—ALG access to the public
address.

I - 194 Both NetBios and Zero Config naming mechanisms MAY be used to populate the DNS
tables.

I - 195 The device MAY act as a NETBIOS master browser for that name service.

I - 196 The device MUST support multiple subnets being used on the local LAN.

I - 197 The device MUST be able to assign its WAN IP address (e.g., public address) to a

particular LAN device, concurrent with private IP addressing being used for other LAN
CPE.

In this situation, one device on the LAN is given the same public IP address (through

DHCP or manual configuration of the LAN CPE IP stack). Other LAN devices utilize

private IP addresses. The device can then be configured as identified in I - 219 so that
the LAN device "sharing" the WAN IP address receives all unidentified or unsolicited

port traffic to any specific LAN device. If the device is not configured in this manner,
then only inbound traffic resulting from outbound traffic from the LAN CPE would be
directed to that LAN CPE.

The gateway identified to the LAN device must be on the same subnet as that associated
with the WAN IP address. Note that the use of the WAN gateway address does not

guarantee this since it need not meet this requirement.

I - 198 When using a WAN IP address assigned to a LAN device, the user MUST be able to

configure if this LAN device can directly communicate with other CPE on the local
LAN.

This will only be done to the extent which the device can control the isolation (e.g.,

routing and internal switch fabric). It does not extend to isolation external to the device
__ /_ ,, (e.g., externalswitch or1outer)J2szh.ich_ are outside of the control of the device.

I — 199 The device MAY allow the embedded DHCP server to be configured so that specific

MAC addresses can be identified as being served or not served.

6/20/2004 18

262 DIRECTV Exhibit 1017



DIRECTV    Exhibit 1017263

EXHIBIT A

Base Requirements for an ADSL Modem with Routing TR-068

I - 200 The device MAY allow the embedded DHCP server to be configured with a default

setting (provide IP addresses or do not provide IP addresses) for devices with

unspecified MAC addresses.

I - 201 The embedded DHCP server functionality of the device SHOULD provide a

mechanism by which an IP address can be assigned to a particular LAN device by MAC
address. The user interface to establish this association may use an alternate mechanism

to identify this assignment (e.g., by selecting the device using its current IP address or

device name) and the MAC address may be transparent to the user. These addresses

may include the ability to assign an address outside of the default subnet, as identified
in 1- 184 andI- 197.

For example, the device might have a default WAN side IP address which is used for
NAPT to a subset of devices and an additional set of WAN side IP addresses which are

bridged. The embedded DHCP server might be used to assign this second set of IP

addresses to specific LAN CPE.

I - 202 The device MUST support a single PC mode of operation. In this mode of operation

only a single LAN device is supported. Note that this is not the default mode of

operation.

In this configured mode, all network traffic, except for configured management traffic
destined for the modem itself (e.g., temporary remote access to the GUI) MUST be

passed between the DSL network and the designated LAN device as if the DSL device
was not present.

One possible implementation is for the embedded DHCP server to issue one and only
one private address in this situation, with the start and stop address for the embedded
DHCP server being the same.

The LAN device can be assigned either a private IP address (i.e., using 1:1 NAT) or the

public IP address (i.e., using IP Passthrough) of the modem (as identified in I - 197).
The type of IP address to be used (private or public) is configured through the GUI and
XML interfaces. The default is a public IP address.

If a WAN connection is not available when the device is configured to use a public IP

address, the LAN device is provided with a private IP address from the device via

DHCP. Once a WAN connection is established, the public IP address provided by the

DSL network is passed to the LAN device during the next DHCP lease renewal.

The DSL device acts as the default gateway to the LAN devices when private IP

addressing is in use. When public IP addressing is in use, the gateway identified to the
LAN device should be that identified in I - 197 above.

No other restrictions (e.g., restricted routing for other devices) need to be implemented

to meet this requirement (e.g., no routing restrictions on traffic from secondary devices

on the LAN).

I - 203 The device *MUST operate by default in—the multiple PC mode of operation (i.e.,—full

NAPT router).

I - 204 The device MUST support IP Version 4.
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I - 205 The device SHOULD be software configurable or upgradeable to support IP Version 6
in the future.

This means that the processing power, memory and networking components must be

designed appropriately and be sufficiently robust to provide this support.

2.7 Routing and NAPT

I - 206 The device MUST support Network Address Port Translation (NAPT; also known as

Port Address Translation) as identified in the documents below:

a) IETF RFC 2663 IP Network Address Translator Terminology and Considerations

b) IETF RFC 3022 Traditional IP Network Address Translator

c) IETF RFC 3027 Protocol Complications with the IP Network Address Translator

I - 207 The device MUST support disabling NAPT.

I - 208 The device MUST maintain route table entries for all connections it maintains on the

WAN (e.g., per PVC, IP and PPP sessions) and for all LAN networks (including

subnets).

I - 209 The device SHOULD be able to restrict the routing infonnation for each WAN

connection to specific LAN devices.

For example, a user might have four PCs in their home, have a WAN connection to the
Internet and have a WAN connection to an employer's network. The device could be

configured to allow all PCs access to the Internet, but only one specific PC might be
allowed to send traffic over the WAN interface to the employer's network.

I - 210 [TR-059] The device MUST support the ability to accept IP routes dynamically pushed
from the WAN. This allows it to set up routing tables to support routing traffic over

multiple connections (PVCs, PPPoE sessions, etc. . .). In particular, the device MUST

be configurable to accept RIP Version 2 (RIP-2, IETF RFC 2453) messages to fulfill
this task.

I - 211 [TR-059] The device MAY support additional mechanisms to accept IP routing
information.

I - 212 [TR-059] RIP-2 functionality SHOULD be software configurable.

I - 213 By default, the device MUST NOT transmit RIP-2 information to WAN connections.

I - 214 The device MUST include port forwarding configurations and Application Level

Gateways (ALGs) for the following applications and protocols that do not fimction

properly with NAT or NAPT: FTP client, H.323, SIP, IPSec, PPTP, MSN Messenger,

AOL Instant Messenger, Yahoo Messenger and ICQ.

I - 215 The device SHOULD include port forwarding configurations and ALGs for other major

applications and protocols that do not function properly with NAT or NAPT. Some

potential candidates are identified in Appendix A.

I - 216 The ALG mechanism MUST be integrated with the port forwarding mechanism.
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I - 217 The device MUST support port forwarding. That is, the device MUST be able to be

configured to direct traffic based on any combination of source IP address, source

protocol (TCP and UDP) and port (or port range) to a particular LAN device and port

(or port range on that device).

Individual port forwarding rules MUST be associated with a LAN device, not the IP
address of the LAN device, and follow the LAN device should its IP address change.

I - 218 The port forwarding mechanism of the device SHOULD be easy to configure for

common applications and user protocols (e.g., ftp, http, etc.) by specifying a protocol

name or application instead of a port number and protocol type. A partial list of

applications for potential inclusion are identified in Appendix A.

I - 219 The port forwarding mechanism MUST be able to be configured to direct all

unidentified or unsolicited port traffic to any specific LAN device.

The LAN device may be using either a private IP address or the public WAN IP address

(as identified in I - 197).

2.8 Firewall

I - 220 The device MUST provide Denial of Service (DOS) protection for itself and all LAN

CPE including protection from Ping of Death, SYN Flood LAND and variant attacks.

The extent of this protection will be limited when the device is configured as a bridge in

which only PPPoE traffic is bridged. This protection MUST be available when the

device terminates IP or bridges IP.

I - 221 The device MUST reject packets from the WAN with MAC addresses of devices on the
local LAN or invalid IP addresses (e.g., broadcast addresses, private IP addresses or IP

Addresses matching those assigned to the LAN Segment).

I - 222 The device MUST drop or deny access requests from WAN side connections to LAN

side devices and the DSL device itself except in direct response to outgoing traffic or as

explicitly permitted through configuration of the DSL device (e.g., for port forwarding

or management).

I - 223 The device MAY support a more robust firewall, such as one which provides a full OSI

7 layer stack stateful packet inspection and packet filtering function.

I - 224 The device MAY support a separate firewall log to maintain records of all transactions
that violate firewall rules.

I - 225 The firewall log file SHOULD be able to hold at least the last 100 entries or 10 Kbytes
of text.

I - 226 If a firewall log is implemented, the file entries SHOULD not be cleared, except when

the device is reset to its factory default settings.

‘ I - 227*“ If a‘firewall log is implemented, *the*dev*ice*MUS—T timestamp each firewall—1og—entry.
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2.9 Naming Services

I - 228 The device MUST act as a DNS name server to LAN devices, passing its address back

to these devices in DHCP requests as the DNS name server.

I - 229 The device SHOULD allow the user to specify that the network learned or user

specified DNS addresses be passed back to the LAN devices in DHCP responses
instead of the DSL modem address itself as the DNS name server(s).

I - 230 When the device learns DNS name server addresses from multiple WAN connections,

the DSL device MUST query a server on each connection simultaneously and provide

the requesting LAN client with the first returned positive result from these DNS servers.

A negative response will not be transmitted to a LAN device until all WAN DNS
servers have either timed out or returned a negative response to a common query.

Service providers may choose not to provide DNS name server addresses on certain
connections in a multiple connection configuration.

I - 231 The device MUST add the DNS entry "dsldevice" for its own address.

I - 232 The device MAY support additional DNS entries, as there could be additional types of
CPE.

I - 233 The device MUST maintain local DNS entries for a minimum of 253 local LAN

devices. This information can be obtained through auto discovery (e.g., from DHCP

requests, such as Client Identifier, and other protocol information). When unknown, the

entry MUST be of the form "unknownxxxxxxxxxxxx" where "x" represents the MAC
address of the associated LAN device.

I - 234 The device SHOULD provide a manual mechanism for overriding the learned names of

all LAN CPE except that for the DSL device itself.

2.10 User Interface and Management

I - 235 A console port that allows end user access (e.g., placed on the outside of the device)

SHOULD NOT be provided on the device.

I - 236 The device SHOULD be self-installable by an end user in under 20 minutes assuming

the default configuration and mode of operation for the device. This is the time from

when the box is opened to the user is surfing including any driver installation (assuming

no network complications and excluding micro-filter installation and customer

ordering/registration).

I - 237 Configuration and installation of the device SHOULD minimize the number of restarts

of the device when enabling changes.

I - 238 If software is loaded on LAN CPE for installation or configuration of the device, this

software MUST NOT require the associated LAN CPE to restart, except in the case of
the installation of networking drivers (e.g., USB, wireless, etc...) or a change in the IP

address assignment (e.g., static to DHCP, public to private, private to public or

assignment of a specific IP address using DHCP).

6/20/2004 22

266 DIRECTV Exhibit 1017



DIRECTV    Exhibit 1017267

EXHIBIT A

Base Requirements for an ADSL Modem with Routing TR-068

I - 239 Other than networking drivers (e.g., USB, wireless, etc. . .), other sofiware or drivers

MUST NOT be required for proper and full use of the device.

I - 240 If UPnP IGD is supported, it MUST be disabled as a default.

I - 241 If UPnP IGD is supported, the user SHOULD be warned upon enabling it that this may

allow applications to configure the box and allow unexpected traffic to access local
devices.

I - 242 If UPnP IGD is supported, it MUST allow the user to log all UPnP IGD actions and
events.

I - 243 An XML based WAN side auto configuration mechanism MUST be supported as
defined in DSL Forum TR-069.

I - 244 A configuration mechanism from the PC to the device based on XML MUST be

supported as defined in DSL Forum Working Text TR-064.

I - 245 The XML based LAN side configuration mechanism MUST operate independently of

the status or configuration of UPnP IGD in the device.

I - 246 The device MUST be configurable via embedded, easy-to-use web pages.

I - 247 XML and GUI authorization MUST time out after 30 minutes.

I - 248 The web pages MUST be available when the device is in bridged mode.

I - 249 The device, drivers and any packaged software SHOULD support Macintosh OS 8.6
and above.

I - 250 The device, drivers and any packaged software SHOULD support all Microsoft PC

based operating systems which have not yet reached "End of Life" status (see

http://www.microsoft.com/windows/lifecycleconsumer.mspx for more details).

I - 251 The device, drivers and any packaged software MAY support Linux. It is especially

desirable to do so with an open interface.

I - 252 The device MUST NOT require browser support of Java, ActiveX nor VBSCRIPT in

its web pages.

I - 253 The web pages SHOULD minimize internal page complexity (e.g., excessive use of

frames, pop-ups, style sheets, JavaScript, etc...) that places demands on browser

resources or causes interoperability problems with different browsers. In general, all

pages SHOULD load within five seconds.

I - 254 The web interface MUST be OS independent and browser independent (e.g., must work

with Opera, Mozilla, Safari, Netscape and Internet Explorer).

The web interface MUST work with Netscape 4.7, Microsoft Internet Explorer 4.0 and
later versions of these browsers.

I - 255 The device MUST have a software mechanism by which the user can reset it to default

*”factory*settings.m* — —* W

I - 256 The device MUST support a modem access code (i.e., password) that protects it from

being updated (firmware, configuration, operational state, etc...) from the local LAN.
Additional password discussion is identified in DSL Forum TR-064 and TR-069.
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I - 257 The device modem access code MUST be set to a default modem access code of a

length of 10 decimal digits (0 through 9).

I - 258 The default modem access code SHOULD be unique for each DSL device, when in

factory default mode or pre-installation mode (e.g., as shipped or after a modem reset to

factory defaults).

I — 259 The device modem access code MUST NOT be displayed nor broadcast in any way by

the device (e.g., through HTML or as a MAC address).

I - 260 The default modem access code MUST be on the bottom of the DSL device.

I - 261 The device MUST force the user to accept the default modem access code or install a

new modern access code prior to allowing any initial configuration (e.g., during initial

installation or after a modem reset to factory defaults).

I - 262 The user MUST be able to disable the use of the modem access code. The user MUST

be warned in the GUI of the implications of under-taking this action.

I - 263 The device MUST be able to provide web pages to allow temporary manual remote

access to its GUI from the WAN. Primary requirements relating to this mode of

operation are identified in I - 264 through I - 275 below.

I - 264 When temporary WAN side remote access is enabled to the device, the remote access
session MUST be started within 20 minutes and the activated session MUST time out

after 20 minutes of inactivity.

I - 265 The user MUST be able to specify that the temporary WAN side remote access is a read

only connection or one which allows for updates. The default MUST be read only.

I - 266 Temporary WAN side remote access MUST NOT allow for changing the device

password.

I - 267 Temporary WAN side remote access MUST be disabled by default.

I - 268 Temporary WAN side remote access SHOULD be through HTTP over TLS (i.e., https

using TLS).

I - 269 The device SHOULD use a randomly selected port for temporary WAN side remote

access to prevent hacking of a well known port.

I - 270 If a default port is used for temporary WAN side remote access, it MUST be 51003.

I - 271 The user MUST specify a non-blank password to be used for each temporary WAN
side remote access session. This information MUST not be saved across sessions.

I - 272 The User ID for all temporary WAN side remote access sessions, if required based on

the method of implementation, MUST be "tech" by default.

I - 273 The user MUST be able to change the User ID for all temporary WAN side remote
access sessions.

“I = 274 ‘The device“MU’ST* al'low*only*one temporary*WA—N—side—remoteaccesssession—to—be
active at a time.

I - 275 All other direct access to the device from the WAN side MUST be disabled and

blocked by default.
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I - 276 The device MUST support updating of its firmware via the GUI and XML interfaces.

I - 277 The device MUST use standard protocols when using FTP and HTTP (e.g., FTP - IETF

RFC 959, HTTP - IETF RFC 2616, HTTPS - IETF RFCs 2246, 2818).

I - 278 The vendor SHOULD have a web site where firmware updates and documentation is
available.

I - 279 The documentation SHOULD include manuals containing detailed installation

procedures, corrective actions for troubleshooting, and subsequent release notes for all

software versions, network driver versions, modem firmware versions, fixes and

changes.

I - 280 The firmware at the vendor's web site SHOULD include all error correcting updates for
the device.

I - 281 All software revisions SHOULD be backward compatible with all previous versions.

There SHOULD be no loss of existing functionality.

I - 282 Software revisions MUST NOT require service provider network changes to maintain

proper operation of previous features.

I - 283 The vendor of the device MUST adhere to a vendor self-defined standard numbering

and revisioning scheme for all finnware releases and all documentation.

I - 284 The device MUST NOT allow "back door" entry to the unit (e.g., there must be no

hidden telnet or web access using secret passwords).

I - 285 All firmware updates MUST be verified using security mechanisms. A checksum

mechanism is a minimum requirement for achieving this.

I - 286 All firmware updates SHOULD be verified using an acryptographic "fingerprint" of at
least 256 bits.

I - 287 In the event of a failure occurring during an update, the device SHOULD be able to

back off to the prior version of the firmware installed on the DSL device.

That is, the prior version of the device's firmware SHOULD continue to be useable in

the event that a firmware update fails to complete.

This is not a requirement for a dual image, but that is one manner in which this

requirement might be achieved.

I - 288 The device MUST have diagnostics tools that allow the user to identify the precise

nature of any connection or performance problem. It MUST be able to indicate if the

problem is at the ADSL, ATM, Ethernet, PPP, or IP layer. These tools MUST be
accessible from the GUI and XML interfaces.

I - 289 The device MUST provide detailed information for current connections and associated

parameters including ADSL sync rate, power for both upstream and downstream

directions, FEC error count, CRC error count, line attenuation, signal-to-noise margins,

Teliativefi1pacity ofline, ‘trained bit rat’efg"raph of bitsper tone; and‘lo’ss‘of signal, loss’

of frame and loss of power counts. Additional parameters are identified in TR-064 and
TR-069.
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I — 290 The device MUST support restarting the broadband connection (all layers) via the GUI
and XML interfaces.

I - 291 The device MUST follow all standards required to perform an orderly tear down of the

associated connections involved at the associated network levels (e.g., issue a

DHCPRELEASE message when using DHCP, issue LCP Terminate-

Request/Terminate-Ack and PADT packet when using PPPoE, etc.) and then restart the
connections.

I - 292 The model and serial number MUST be visible via external markings on the device.

I - 293 The device MUST support remote testing, remote diagnostics, performance monitoring,
surveillance information access and other information access as identified in ANSI

Tl .413-1998 and ITU G.997.l. At a minimum non-optional requirements from these

standards MUST be supported. Additional parameters are identified in TR-064, TR-

069, I - 288 and I - 289.

I - 294 The device MUST maintain an internal log of ATM status and WAN side connection

flows (e.g., DHCP, IP and PPP sessions). At a minimum, the log MUST record the last
250 modem events. This will include modem training events initiated by the modem or

by the DSLAM. The purpose of the log is to provide a trouble shooting aid in resolving

line and connection problems.

I - 295 The device MUST timestamp each log entry.

I - 296 The factory default timestamp value for log entries SHOULD indicate the elapsed time

since the unit was first powered on. The log entry timestamp SHOULD be formatted,

consistent with ISO 8601:2000, as follows:

PYYYY-MM-DDThh:mm:ss

where:

P = the letter "P" used to indicate what follows is a time interval

(period) data element

YYYY = number ofyears (digits)

MM = number of months (digits, 01 — 12; 1 month is the equivalent of 30

days for time interval purposes)

DD = number of days (digits, 01 — 30)

hh = number of hours (digits, 00 — 24)

mm = number of minutes (digits, 00 — 60)

ss number of seconds (digits, 00 — 60)
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Once the device has established connectivity to an Internet based time server, all log

entry timestamps SHOULD be formatted for GMT or user specified time zone (24 hour

military format), consistent with ISO 8601:2000, as follows:

YYYY-MM-DDThh:mm:ssihh:mm or

YYYY-MM-DDThh:mm:ssZ ,

where:

YYYY = year (digits)

MM = month (digits, 01 — 12)

DD = day of month (digits, 01 — 31)

T = the letter “T”, used to indicate the start of the time of day

Z = the letter “Z”, used to indicate that the time is UTC (Coordinated

Universal Time)

hh = hours (digits, 00 — 24)

mm = minutes (digits, 00 — 60)

ss = seconds (digits, 00 — 60)
ihhzmm = the difference between local time and UTC in hours and minutes

(e.g., -05:00 would indicate Eastern Standard Time, 5 hours behind
UTC)

I - 297 The device SHOULD be able to copy log files to a PC on the local LAN or network

server in ASCII text format, using the GUI and XML interface.

I - 298 The device modem log SHOULD reside on the device and be persistent across power
loss.

I - 299 The device modem log SHOULD NOT interfere with the normal performance of the

modem. That is, the prioritization of writing log entries to non-volatile storage

SHOULD NOT be done at a priority or in a manner that would degrade the user

experience nor the connection throughput.

I - 300 The device MUST support an internal clock with a date and time mechanism.

I - 301 The device clock MUST be able to be set via an internal time client using NTP (IETF

RFC 1305) or SNTP (IETF RFC 2030) from an Internet source.

I - 302 The device MUST support the use of time server identification by both domain name
and IP address.

I - 303 If the device includes default time server values, they SHOULD be specified by domain

name and not by IP address.

I - 304 The device SHOULD allow configuration of the primary and alternate time server

values in addition to or in place of any default values.
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I - 305 If the device includes default time server values or time server values are identified in

documentation, these values SHOULD be selected using industry best practices.

For example, draft-mills-sntp-v4-00.txt identifies that the time server names used
should be those of servers the manufacturer or seller operates as a customer

convenience or those for which specific permission has been obtained from the operator
of the time server.

I - 306 The time client SHOULD re-resolve any time server IP address obtained from a

domain name on a periodic interval, but not less than the time-to-live field in the DNS
response.

I - 307 The time client SHOULD support DNS responses with CNAMES or multiple A
records.

I - 308 The default frequency with which the device updates its time from a time server MUST
NOT be less than 60 minutes.

I — 309 The default frequency with which the device updates its time from a time server MUST

NOT be greater than 24 hours.

I - 310 The frequency with which the device updates its time from a time server SHOULD be

able to be configured.

I - 31 l The time server discovery and selection stage used by the time client SHOULD check
each candidate time server in a round robin fashion, with a response timeout between

each request to each time server.

If no time server has responded during a round of checking, the response timeout

SHOULD be exponentially incremented (e.g., doubled) and the time servers checked

again.

The round robin checking and exponential incrementing of the response timeout
SHOULD continue until a time server is discovered or a search limit is reached.

I - 312 The device SHOULD support the [S]NTP access-refusal mechanism, so that a server

returning a Stratum value of zero (0; sometimes termed a kiss-o'-death reply) in

response to a client request causes the client to cease sending requests to that server.

If this occurs during the discovery and selection stage for a time server, then the

discovery mechanism should continue on to the next time server in its list of those to

check or increase the response timeout as identified above.

If this occurs when the device is periodically updating its clock, then the discovery and

selection stage for a time server should be re-initiated.

I - 313 The device SHOULD validate response packets for malformed time protocol packets

(invalid flags — such as client query flag, bad packet size, ...) and ignore invalid

packets.

I - 314 The‘deviceiSHOULD*i’g"n‘6re time‘protocorresponsepackets‘with a’source"IP’a‘ddre’ss

other than that of the time server that the modem queried.
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I - 315 The device MUST be able to start training, establish a network connection and respond

to network tests by default upon power up prior to any additional configuration or
software installation on the associated PC. The absence of a PC MUST have no impact

on these operations.

I - 316 The device MUST make the access concentrator name used with PPPoE connections

available via XML and GUI for diagnostic purposes.

I - 317 The device MUST have a PING client built into the unit.

I - 318 The device MUST detect the loss of communications with a network identified DNS

server as indicated by a failed query, and upon failed query, log the event.

2.11 Graphical User Interface

2.11.] General

I - 319 The device MUST have a quick start page allowing for rapid configuration in a

minimum number of steps (e.g., on a single page). Default values for PPPOE and PVC
can be used to facilitate this.

I - 320 The model and firmware/software versions MUST be easily identifiable via the GUI
interface.

2.11.2 Software Updates

I - 321 The web interface MUST allow the user to browse and select an update file from a local

PC and use HTTP to update the device using this file (see IETF RFCs 1867, 2388 and
HTML 4.1 specifications for more details).

I - 322 If the device has been configured to do so, the web interface MUST allow the user to

specify that firmware be updated from a pre-defined web location. The device MUST
allow the web location to be specified by either WAN side or LAN side mechanisms as
identified in I - 243 and I - 244.

I - 323 The web location MAY be pre-defined by the modem manufacturer. This value is

overridden by the mechanisms and information identified in I - 322.

I - 324 If the device has been configured to allow updating from a pre-defined web location,

the device MUST display an update button in the GUI. The user can then select the

update button to initiate an update using a file retrieved via ftp or http as identified in
the associated URL (2 URLs may be hard coded; the second URL will be used if file

retrieval is not possible from the first URL).

I - 325 If the device has been configured to allow updating from a pre-defined web location,

the mechanism used to identify the availability of an update, the description of the

update and the actual update SHOULD operate solely based on the presence (or
absence) of named files returned in a directory list using the web location URL.

For example, a device might retrieve the directory list, find the update associated with
the modem by the presence of the following file:

Vendor—model-vl00210-n1002l 5.pkg
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This would identify that for device "model" from "vendor" currently running version

10.02.10 there exists an update whose version is 10.02.15. The text describing the

update, if available, might be located in a file of the name:

Vendor-model-v100210-nl00215.txt

I - 326 If the device has been configured to do so, the web interface MUST display a web link

to which the user may go to browse for update files and other update information. The

device MUST allow this URL to be specified by either WAN side or LAN side
mechanisms as identified in I - 243 and I - 244.

I - 327 The web link MAY be pre-defined by the modem manufacturer. This value is

overridden by the mechanisms and information identified in I - 326.

I - 328 The device MUST preserve its configuration across firmware updates.

2.12 Packaging

I - 329 Cables MUST be colored as identified in I — 37.

I - 330 The device MUST be packaged with a quick start or installation guide.

I - 331 The Quick Start Guide SHOULD be made available in alternate formats including large

print.

I - 332 All necessary end user documentation MUST be included with the device.

I - 333 Additional detailed product documentation SHOULD be included with the device.

I - 334 The model and serial number MUST be visible via external markings on the product

packaging.

I - 335 All device firmware and associated system files MUST be pre-installed.

I - 336 A phone cable with two pairs and RJ-11 endpoints MUST be packaged with the product
to connect the device to the ADSL wall jack on the WAN interface. The cable MUST

be a minimum length of 6 feet. The endpoints MUST meet the specifications for a

miniature 6-position plug in TIA-968-A.

I - 337 The phone cable SHOULD be CAT3 or CAT5 and be a length of 14 feet.

I - 338 A CAT5 (or better) straight through (patch) Ethernet cable with RJ-45 endpoints MUST

be packaged with the product to connect the device to the first computer. The cable
MUST be a minimum length of 6 feet. The endpoints MUST meet the specifications

for a miniature 8-position unkeyed plug in TIA-968-A.

I - 339 If the device has a USB port, the packaging MUST clearly state for which operating

systems this is supported.

I - 340 If the device has a client USB port, a USB Implementers Forum certified USB 2.0 high-

speed cable MUST be packaged with the device. The cable MUST be a minimum

We —~——length—of6 feet.
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APPENDIX A Application Level Gateway (ALG) and Port

Fowvarding List

This appendix is a partial list of applications and protocols which should work through the usage

of pre-defined port forwarding configurations and ALGs. It is not a comprehensive list of all

applications. It is not a comprehensive list of all applications. It is expected that support for more

applications will be needed with time.

A

Active Worlds, Age of Empires, Age of Kings, Age of Wonders, Aliens vs. Predator, America

Online, Anarchy Online, AOL Instant Messenger, Asheron's Call, Audiogalaxy Satellite

B

Baldur's Gate, BattleCom, Battlefield communicator, Black and White, Buddy Phone

C

Calista IP Phone, Camerades, CarbonCopy32 host, Citrix Metaframe / ICA Client, Counter

Strike, CU-SeeMe

D

Dark Reign, Dark ‘Reign 2, Decent 3, Decent Freespace, Deerfield MDaemon EMail Server,
Delta Force, Delta Force 2, Delta Force: Land Warrior, Delta Three PC to Phone, Descent 3,

Descent Freespace, Diablo (1.07+), Diablo 1, Diablo II (Blizzard Battle.net), Dialpad, Direct
Connect, DirectX Games, DNS Server, Doom, Doom Server, Drakan, Dwyco Video

Conferencing

E

Elite Force, Everquest

F

F-16, Mig 29, F-22, Lightning 3, F-22 Raptor, F-22 Raptor (Novalogic), Falcon 4.0, Fighter Ace

II, Figher Ace II for DX play, FlightSim98, FreeTel, FTP Client, FTP Server, FWIVPN

G

GameSpy Online, Ghost Recon, GNUtella, Go2Call

H

H.323, Half Life, Half Life Server, Heretic II Server, Hexen II, HomeWorld, Hotline Client,

Hotline Server, HTTP Server, HTTPS Server

I

1'76, ICMP Echo, ICQ Old, ICQ 2001b, ICUII Client, ICUII Client Version 4.xx, iGames, IMAP

Client, IMAP Client v.3, IMAP server, Internet Phone, Internet Phone Addressing Server,

iPli%IP'SWEn’cWpt’i’6n’,”IPSE6 ESP,’IPSWI’KEj’IR’C, IStrearnVideo2HP, Ivisit"

K

Kali, Doom & Doom II, KaZaA, Kojan Immortal Souvereigns
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L

L2TP, LapLink Gold, LapLink HOst, Limewire, LIVVE, Lotus Notes Server

M

MechWarrior 3, Medal of Honor: Allied Assault, Microsoft DirectPlay, Midtown Madness,

mIRC DCC, IRC DCC, mIRC Chat, mIRC IDENT, Monopoly Host, Motocross Madness,

Motorhead Server, MPlayer Games Network, MSN Game Zone, MSN Game Zone (DX 7 & 8

play), MSN Messenger, Myth (Bungie.net, Myth 11)

N

Napster, Need for Speed 3, Hot Pursuit, Need for Speed 5, Porsche, Net2Phone, NetMech,
NetMeeting, Default PC, NNTP Server, Nox, ntald Traditional Unix Talk Daemon, NTP

O

OKWeb, OKWin, Operation FlashPoint, Outlaws

P

Pal Talk, pcAnywhere v7.5, pcAnywhere host, pcAnywhere remote, PCTelecommute, Phone
Free, POP Client, POP3 Server, Polycom ViaVideo H.323, PPTP

Q

Quake 2, Quake 3, Quake 3 Server, QuickTime Server, QuickTime/Real Audio Client,

QuakeWord,

R

Rainbow Six, RAdmin, RDP, RealAudio, Red Alert, Remote Anything, Remote Desktop 32,

Remotely AnyWhere, Remotely Possible Server, Return to Castle Wolfenstein, Rise of Rome,

Rlogin/Rcp, Roger Wilco, Rogue Spear, RTSP

S

Scour Media, SDP, Shiva VPN, Shout Cast Server, SIP, SMTP Server, Soldier of Fortune, Speak

Freely, SQL*NET Tools, SSH Secure Shell, SSH Server, StarCraft, Starfleet Command,

Starsiege: Tribes, SWAT3

T

Telnet Server, The 4th Coming, Tiberian Sun: Command & Conquor III (& Dune 2000) ,

Timbuktu Pro, Total Annihilation

U

Ultima Online, Unreal Server, Unreal Tournament, USENET News Service

V

VNC, Virtual Network Computing, VDO Video, VoxChat, VoxPhone 3.0

W

Warbirds 2, Webcam (TrueTech), Webcam32, Webforce Compcore MPEG-1 Player2.0, Web

Server, WebPhone 3.0, Westwood Online, C&C, Windows 2000 Terminal Server
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X

X Windows, XP Remote Desktop

Y

Yahoo Messenger Chat, Yahoo Pager, Yahoo Messenger Phone

Z

ZNES
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APPENDIX B Example Queuing for a DSL Router

Figure 1 shows the queuing and scheduling discipline envisioned for upstream traffic through the
DSL router in support of future services offerings delivered over the architecture described in
TR-059.

There are multiple access sessions supported in this model, however, all traffic is classified and

scheduled in a monolithic system. So, while it might appear at first that the Diffserv queuing and

scheduling might apply only to IP-aware access — in fact all access, IP, Ethernet, or PPP is

managed by the same system that adheres to the Diffserv model.

For example, at the bottom of the figure, BE (Best Effort) treatment is given to the non-IP-aware

access sessions (PPPOE started behind the DSL Router or delivered to an LZTP tunnel delivery

model). This queue might be repeated several times in order to support fairness among multiple
PPPOE accesses — or it may be a monolithic queue with separate rate limiters applied to the
various access sessions.

The PTA access is a single block of queues. This is done because NSP access typically works

with a single default route to the NSP, and managing more than one simultaneously at the RG

would be perilous. The 2 rate limiter would limit the overall access traffic for a service provider.

Rate limiters are also shown within the EF and AF service classes because the definition of those

Diffserv types is based on treating the traffic differently when it falls into various rates.

Finally, at the top of the diagram is the ASP access block of queues. In phase 1A of the TR-059
architecture, these queues are provisioned and provide aggregate treatment of traffic mapped to

them. In phase 1B, it will become possible to assign AF queues to applications to give them

specific treatment instead of aggregate treatment. The EF service class may also require a high
degree of coordination among the applications that make use of it so that its maximum value is
not exceeded.

Notable in this architecture is that all the outputs of the EF, AF, and BE queues are sent to a

scheduler (S) that pulls traffic from them in a strict priority fashion. In this configuration EF

traffic is, obviously, given highest precedence and BE is given the lowest. The AF service
classes fall in-between.

Note that there is significant interest in being able to provide a service arrangement that would
allow general Internet access to have priority over other (bulk rate) services. Such an

arrangement would be accomplished by assigning the bulk rate service class to BE and by

assigning the default service class (Internet access) as AF with little or no committed information
rate.

' This “bulk rate” service class would typically be used for background downloads and potentially for peer-to-peer

applications as an alternative to blocking them entirely.
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Given this arrangement, the precedence of traffic shown in the figure is arranged as:
1. EF — red dotted line

2. AF — blue dashed line (with various precedence among AF classes as described in IETF

RFC 2597)
3. BE — black solid line

UOCOCUOCCOUCUCIOUICOCU

as per RFC 2597

 
 

 
 
 
  

U~II.......UCICOIOIOIODIO 
 

.0. IOOOCICICQUI

Figure 1 2 Queuing and Scheduling Example for DSL Router

In Figure 1 the following abbreviations apply:

ASP — Application Service Provider

PTA — PPP Terminated Aggregation
PPP — Point-to-Point Protocol

EF — Expedited Forwarding — as defined in IETF RFC 3246
AF — Assured Forwarding — as defined in IETF RFC 2597

BE — Best Effort forwarding
RL — Rate Limiter

ZRL — Summing Rate Limiter (limits multiple flows)
S — Scheduler
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APPENDIX C Examples of Potential Configurations

C.1 Introduction

The pictures and descriptions in the following scenarios are intended to provide examples of the
interworking of many of the requirements in this document.

Since the single PC case is a simple subset of the multi-PC case (except when explicitly using
the single PC mode of operation [I - 202], see the scenario in Section C.5), it will not be directly
addressed. The network that will be used in this sequence of examples has 5 PCs. They are

described as being connected over Ethernet. Naturally, there could easily be wireless, powerline,
or phoneline networking used. The actual physical medium is not relevant. The PCs could also
be devices other than PCs. That is also not relevant to these scenarios.

C.2 Basic DSL Modem as Router Initiating One or More PPPoE Sessions

The four scenarios that follow build upon one another to describe a number of the capabilities

required in this document. They show PPPoE being used in all cases for WAN connectivity, with
the embedded DHCP server in the DSL router enabled.

6/20/2004 36

280 DIRECTV Exhibit 1017



DIRECTV    Exhibit 1017281

EXHIBIT A

Base Requirements for an ADSL Modem with Routing TR-068

C.2.1 No WAN Connection

0 The router has no WAN connection up.

0 The router has been configured to give PC2 its WAN address via its embedded DHCP server.
Since the router has no WAN connection, it will give PC2 a private address with a 10 minute

lease time [I - 187].

0 PC5 has been configured with a static IP address.

0 PCs 1-4 are configured to make DHCP requests. The router responds to all DHCP requests
with IP addresses in the range of 192.168.1.64 to 192.168.1.253 [1 - 182], an IP gateway

address (and LAN-side address of the device) of 192.l68.1.254 [I - 189], a DNS server
address of 192.168.1.254 [I - 228] and an IP address lease time for all PCs but PC2 of 24

hours [I - 186].

192.168.1.64

192.168.1.67
I31!

192.168. 1.254

255.255.255.0

(lease: 10 min.)
192.168.1.65

No WAN connection established

192.168.1.2 (static)

E
192. 168.1 .66
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C.2.2 Router Sets Up PPPoE to an ISP

This scenario is the same as presented above with the following exceptions:

0 The router sets up a PPPoE session to ISP - it obtains an IP address and DNS server
addresses vialPCP[I-103,I-104,I-111,1-117,1-171].

0 The router gives its public IP address to PC2 [I - 197].

0 The router is configured to allow PC2 to communicate with other devices on the LAN [1 -

198].

LAN

Router configured to allow
PC2 to communicate with other

devices on the LAN.

 
 

 
 

  
 

 

 

 

l92.168.l.64

'1”. 192.168.1.67  
68.1.l.10

255.255.255.x

IP Gateway: 63. l .1.x

.
l92.168.l.2(stat1c)

'7'
H * Header of IPI, [P3-5 is modified

192_153_1_66 by router NAPT function
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C.2.3 PC3 Sets Up Its Own PPPoE Session

This scenario is the same as presented above with the following exceptions:

0 PC3 uses a PPPoE client to establish its own PPPoE session. While the private IP address

from the router is still associated with PC3’s Ethernet interface, PC3 also has a public IP

address associated with its own PPPoE interface. Common behavior is for all IP traffic of

PC3 to now use this PPPoE interface [I - 137, I - 140].

LAN

 

   
 

  
  

  
  

192.168.l.64

192.168.1.67

I?
. Eth

* Header of IPI, IP4-5 is modified

Ethernet: l92.168.1.66 by router NAPT function
PPPoE: 24.1.5.89 j
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C.2.4 Router Sets Up a Second PPPoE Session

This scenario is the same as presented above with the following exceptions:

0 The router sets up second PPPoE session (PPPOEC). It gets an IP address and DNS addresses
through IPCP. It gets routing information from RIP-2 [1 - 210], manual entry, or other
mechanisms [1 — 21 1]. PPPOEA remains the default route [I - l 12].

0 PC5 requests a DNS lookup for a URL. The router sends simultaneous URL lookup requests
to DNS servers on both PPPoE connections. The DNS server on the PPPOEA connection fails

to resolve the URL and the PPPOEC connection returns an IP address. The router returns the

IP address to PC5 [I - 230].

0 PC5 sends IP packets to the returned IP address. The router determines from its routing table
that this goes to the PPPOEC connection.

LAN

 
  
  

 
  

l92.l68.l.64

' Q1:-zih-i

 
l92.l68.l.67

IIH

- PPPOEAI 68.1.1.10

PPPoEC: 203.67.9.66

-' In * Header of [P1, IP4-5 is modified

Ethernet: 192.168. 1 .66 by router NAPT functionPPPoE. 24.1.5.89
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C.3 “2684 Bridged” Mode

The next three scenarios deal with cases where either the network is not expecting any PPP login

or the router is not doing any PPP. The first case has the router using its DHCP client to the
WAN, acting as a DHCP server to the LAN, and doing routing and NAPT to PCs on the LAN.
The second case has the router not establishing a WAN connection, and individual PCs setting

up their own PPPOE sessions. In the third case, the router’s embedded DHCP server is also
disabled, and the PCs are getting IP addresses from the WAN.

C.3.1 Router in IP-routed “2684 Bridged” Mode, Embedded DHCP Server On

0 The router provides an IP address to each device that it receives a DHCP request from.

0 PC5 uses a static IP address and does not send a DHCP request to the router.

0 The router has been configured to give PC2 its WAN address. When the router has no WAN

connection, it gives PC2 a private address with a short lease time.

0 The router issues a DHCP request and establishes an IP session to the WAN [I - 103, I - 104,

l- 108].

0 The router gives its public IP address to PC2.

LAN

I
l92.l68.l.64

%
l92.l68.l.2 (static)

II’

EH1 i

* Header of IPI, IP3-5 is modified

by router NAPT function
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C.3.2 Router in Bridged Mode, Embedded DHCP Server On

0 The router provides a private IP address to each device that it receives a DHCP request from
[I - 176].

0 The router does not establish any IP or PPP sessions to the WAN.

0 No device can get a DHCP response from the WAN, since the router will intercept all DHCP

requests that come to it.

0 PCI and PC3 each use a PPPoE client to establish their own PPPoE sessions [I - 137, I -

140]. While the private IP address from the router is still associated with their PC Ethernet
interfaces, PCI and PC3 also have a public IP address associated with their respective PPPoE
interfaces. Common behavior is for all IP traffic of PCI and PC3 to now use their own

PPPoE interfaces.

0 PCs that do not establish their own PPPOE connection cannot connect to the WAN, but they

can communicate with other PCs on the LAN.

LAN

 
  

 
 

  

Ethernet: 192.168.1.64

PPPoE:68.l.1.10
192.168.1.67

I11

192.168.l.254

  
192.168. 1.65

I13

 
192.l68.1.2 (static)

I313

-1
Ethernet: 192.168.1.66

E:2 . . . =PPPo 41539 93%?

6/20/2004 42

286 DIRECTV Exhibit 1017



DIRECTV    Exhibit 1017287

EXHIBIT A

Base Requirements for an ADSL Modem with Routing TR-068

C.3.3 Router in Bridged Mode, Embedded DHCP Server Off

0 The router does not establish any IP or PPP sessions to the WAN.

0 All DHCP requests are bridged on to the WAN [I - 107].

68.l.l.l1

IBIEI
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C.4 Simultaneous IP and PPPoE WAN Sessions

TR-059 requirements have PPPoE and IP sessions running simultaneously over the same PVC.
Here are some examples of how this might look, assuming the network is capable of terminating
PPPOE and IP at the same time on the same PVC.

Note: Simultaneous IP and PPPoE is not well supported in the network today. Most equipment

terminating the ATM PVC does not support both [P and PPPoE connections at the same time.

C.4.1 Router in IP-routed “2684 Bridged” Mode, Embedded DHCP Server On

0 The router provides an IP address to each device that it receives a DHCP request from.

0 PC5 uses a static IP address and does not send a DHCP request to the router.

0 The router has been configured to give PC2 its WAN address. When the router has no WAN

connection, it gives PC2 a private address with a 10 minute lease time.

0 The router issues a DHCP request and establishes an IP session to the WAN.

0 The router gives its public IP address to PC2.

0 PC3 uses a PPPOE client to establish its own PPPOE session [I - I37, I - 140]. While the

private IP address from the router is still associated with PC3’s Ethernet interface, PC3 also

has a public IP address associated with its own PPPOE interface. Common behavior is for all
IP traffic of PC3 to now use this PPPOE interface.

LAN

 
 

  

 
 

  

192. l68. [.64

l92.168.l.67

192.l68.l.254 ‘

 
68.l.l.l0

68.l.l.l0

I13

 
l92.168.1.2 (static)

Eth

I * Header of IP,, IP4-5 is modified
Ethernet: l92.168.1.66 PPP by router NAPT function

PPPOE: 24. 1 .5.89 ’iPP§§1Ei’
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C.4.2 Router Sets Up IP as a Second Session

Assuming the scenario in section C.2.3 as a base, add:

0 The router sets up connection IPC [I - 121]. It gets an IP address and DNS addresses through

a DHCP client request. It gets routing information from RIP-2 [I - 210]. PPPOEA remains the
default route.

0 PC5 requests a DNS lookup for a URL. The router sends simultaneous URL lookup requests
to DNS servers on both connections. The DNS server on the PPPOEA connection fails to

resolve the URL and the IPC connection returns an IP address. The router returns the IP

address to PC5 [I - 230].

0 PC5 sends IP packets to the returned IP address. The router determines from its routing table

that this goes to connection IPC.

["‘AN

192.168.1.64#
192.l68.1.67

192_163_1_254 PPPoEA:68.1.1.10
' IPC: 203.67.9.66

68.1.1.10

-m 4I33.

192.168.1.2(static)

I H; * Header of IPI, IP4-5 is modified
Ethernet: 192. 168.1.66 I333 by router NAPT function

PPPoE:24.l.5.89 . E

 
 

 93%
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C.5 Single PC Mode of Operation

0 The router is configured to use the single PC mode of operation [I - 202].

0 The router's embedded DHCP server is on. The embedded DHCP server has only one address
lease available in this case.

0 PC1 is the first device seen, so it is identified as the “single PC”.

0 PC1 is provided with a private IP address and 1:1 NAT is performed between the WAN and

PC1 by the router. The subnet mask sent to PC1 is 255.255.255.0.

0 Altemately PC1 could be given the router’s public address instead, as with PC2 in the
scenarios in Section C.2.

LAN-

 
  
 

 
 

 

 

192.168.1.64

Auto-IP assigned IP address  
68.1.1.10192.168.1254

Auto-IP assigned
IP address

E 11

192.168.l.2 (static)

['13
ZI

H * Header of IPI is modified
Auto-IP assigned IP address by router NAT function
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C.6 Router Embedded DHCP Server Gives Out Public IP Addresses (from use of IPCP

extension)

0 The router initially gives private IP addresses to PCs, before setting up its PPPoE session.

0 The router sets up PPPoE to [SP and gets IP address and DNS server addresses via IPCP. It
also gets a subnet mask via an IPCP extension [I - 171, I - 172].

0 The router gives public IP addresses to certain PCs when they issue DHCP requests again [I -
201].

0 PC5 is set for static IP and does not issue a DHCP request.

  
68.l.l.l8

192.168.1.67

(static) (is still on '

private Subnet_ IP Address sent from WAN: 68. 1.1.16

for public address) IP Address taken by router: 68.l.1.17
( (This customer gets 5 public addresses

for PCs, and 1 for the router.)

 

 68112 68.1.l.21. . . 0 -

* Header of IP4-5 is modified
.33‘ by router NAPT function
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Notice:

The DSL Forum is a non-profit corporation organized to create guidelines for DSL network system development
and deployment. This Technical Report has been approved by members of the Forum. This document is not
binding on the DSL Forum, any of its members, or any developer or service provider involved in DSL. This
document is subject to change, but only with approval of members of the Forum.

©2004 Digital Subscriber Line Forum. All Rights Reserved.

DSL Forum technical reports may be copied, downloaded, stored on a server or otherwise re-distributed in their
entirety only.

Notwithstanding anything to the contrary, the DSL Forum makes no representation or warranty, expressed or
implied, concerning this publication, its contents or the completeness, accuracy, or applicability of any
information contained in this publication. No liability of any kind shall be assumed by the DSL Fomm as a result
of reliance upon any infonnation contained in this publication. The DSL Forum does not assume any
responsibility to update or correct any information in this publication.
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Version 2.0 December 2003 Incorporated QoS change for HomePlug 1.0
based on contribution DSL2003 .460 .00 reviewed
in Paris

Version 3 .0 March 2004 Incorporate changes based on contributions
(2004.022 & 2004.056 & 1 exploder change)
received u o to the Brussels meetin.

. Incorporate editorial updates and changes to

  

  
  

  
  

  

 

 resolve comments received from the straw

ballot process. See contributions: 2004.140,
2004.144, 2004.145, 2004.146, 2004.166,
2004.179 and 2004.194.

° Updated WT numbers to new TR numbers as
follows:
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1 SCOPE AND PURPOSE

1.1 Introduction

The growth and expansion of high-speed lntemet access is undeniable. As more and more
consumers consider their high-speed Internet access options, network providers, equipment vendors.
and other industry participants want to ensure that the benefits of broadband services are known to
consumers, and that customers can easily consume their services where and when they want.

Two characteristics of broadband service technologies that make them an integral part of the home

network are: (1) the ability to support multiple logical data connections on the same physical access
technology; and (2) the ability to tailor those connections with different qualities of transmission
characteristics (i.e., quality of service [QoS]).

Home networking is a phenomenon that has risen in popularity primarily for two reasons: (1) the
increasing availability of high-speed Internet access, and (2) the growth in households with multiple
PC’s. These two drivers combine to create a desire by customers to get the most value from their

high speed Internet subscription by connecting multiple devices (usually PC’s) to it. Service providers
that promote home networking options with their broadband access services will be sought after by
customers for information and assistance with setting up and managing their own home networks.

This home networking architecture is proposed in order to facilitate a common understanding of the home
environment into which broadband services developed to DSL Forum TR's will be delivered.

1.2 Purpose

The purpose of this working text is to define requirements and capabilities that a home network should
provide to take advantage of the full capabilities of multi-service, broadband access services. It also
presents a functional home networking architecture that permits multiple residents within the home to use
multiple applications and devices with differing connectivity requirements (QoS) and at the same time
minimizing poor application performance that could result from conflicting or competing application
demands.

This document intends to:

1. Identify some of the applications that the home network will be expected to support in the coming
few years.

2. List the functionality that a home network must deliver to meet the application requirements and,

3. Present a reference architecture for a home network that will deliver the above functionality.

The home networking architecture will be defined using functional temis rather than physical devices. By
doing so, customers and CPE vendors should be able to create home networks and the related CPE in a
way that meets the identified needs and also assures that the resulting home network and equipment will
inter-work effectively with the services and applications delivered by the provider broadband (BB) networks.
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1.3 Scope

This document presents a reference architecture focused on the home network as it might exist in the
residential mass market. It strives to address most aspects of home information technology and

applications, with specific attention focused on those aspects that could facilitate the delivery of network-
based services and applications. lntra-home applications (i.e., those with no external connectivity needs)
are acknowledged, but are generally not explored in-depth.

The potential needs of typical business tele-workers operating at home also are within the scope of the

 

architecture discussion.

The following diagram illustrates the potential scope of this architecture:
|— ‘F

l

Home VoXX Telephone/—‘fiGame Console
Security Camera

E P°w°'""° Phoneline I
1 ‘ ' Home Network  

I

I Network

I

l 
  
  

 

High Speed

Data Access BB Modem

| LAN Cable WirelessCustomer alwtsrk

Dornanznlr in Point EEZUID COAX

I HN Sharing Device

|-—>  
Figure 1 - Home Networking Architecture Scope

Note that while small business networks share many of the attributes of the home network, the architecture

discussed in this document might not address all aspects of these small business networks.

1.4 Relation to Other Standards and Forums

Significant work has been done in various standards bodies and industry forums that relates to home
networking. One issue with some of this work is that the home network has not been considered as a
discrete subject. but rather as part of some other subject. This has led to a fractured view of the home
network with some aspects of home networking addressed in one standard and other aspects addressed in
another standard. sometimes with conflicting requirements or views.

This document is provided as a complement to other standards and industry efforts that include aspects of
home networking. It is intended to provide a high level, integrated view of the home network and identify
where the other standards (or portions of standards) apply specifically to the home network.
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1.5 Requirements

In this document, several words are used to signify the requirements of the specification. These words are

often capitalized and the requirement is preceded by an arrow

MUST This word, or the adjective “REQUIRED”, means that the definition is an absolute
requirement of the architecture.

MUST NOT This phrase means that the definition is an absolute prohibition of the architecture.

SHOULD This word, or the adjective "RECOMMENDED”, means that there may exist valid reasons
in particular circumstances to ignore this item, but the full implications must be understood
and carefully weighted before choosing a different course.

SHOULD NOT This phrase, means that the item should generally be avoided unless valid reasons in
particular circumstances warrant including it.

MAY This word, or the adjective “OPT|ONAL", means that this item is one of an allowed set of
alternatives. An implementation that does not include this option MUST be prepared to

inter-operate with another implementation that does include the option.

1.6 Home Networking Architecture Goals

The following is a list of the goals to be achieved with this home networking architecture.

- Ensure that the home network and its functionality are agnostic to the access technology used to deliver
the broadband services and QoS. This permits a wide array of access technologies (e.g., ADSL,

ADSL2p|us, VDSL., PON) to be used to deliver broadband services to the home and minimizes the
impact of changes in the access technology on existing home networking applications.

- Assure interoperability and compatibility with network based services.

- Ensure that the home network and applications take advantage of the benefits delivered by the DSL
access. In fact, the home network architecture should be an enabler to delivering multiple applications,
both with and without QoS.

- Minimize CPE complexity without sacrificing QoS functionality or flexibility.

- Provide flexibility in the bundling of functions to enable equipment vendors and service providers to
provide customers with enticing home network enabled applications tailored to their needs.

- Provide a home network Management capability that is flexible enough to provide a “Plug it in and it
works” experience for those customers that choose to have a service provider manage their home
network as well as a shared management role between the service provider and the technically savvy
customers that wish to take an active role in their home network management.

1.7 Assumptions

- The WAN network services delivered to the home will predominantly be IP and Ethernet based.

- A single broadband data access technology will be used with a particular home network. i.e. one ADSL
line, one VDSL line, etc. (This does not preclude the existence of other access technologies into the
home [eg. CATV over COAX]).

- The home network will initially be PC centric until wide spread networking capability is built into Consumer
Electronic (CE) devices.

June 2004 - 3 - WT-094v4
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2 APPLICATIONS AND SERVICES

This section provides a brief overview of some of the applications that the reference architecture discussed
in this document should support.

The following list is not exhaustive, but covers the three primary service areas associated with "Triple Play’
of voice, video, and data senrices.

- Best effort Internet access (Simple Web Surfing)

- Derived voice lines (VolP based)

- Near Video on Demand - nVoD (store and fonrvard)

- Video on Demand - VoD (streaming video)

- Audio, image and video distribution

- Bandwidth on Demand (“Turbo Button”)

- Multiplayer gaming using either PC‘s or console devices

- Home automation (Telemetry and control)

0 Remote Education

2.1 Voice

In addition to the underlying POTS voice services delivered by some DSL technologies, the home network
will be required to support additional voice lines derived from the high speed data capabilities of the DSL
technologies.

These derived voice services might be offered with few, if any, guarantees (Teen chat over Internet) or with
service levels similar to the conventional POTS services. In the case of the latter, the home network will be

expected to support some sort of Q08.

2.2 Video

2.2.1 Digita|BroadcastVideo

Broadcast TV has historically been delivered to a large number of consumers using analog based radio
frequency (RF) transmission systems and cable television (CATV) technology. It nomially involves re-
transmission of video content produced by large television networks as well as independent stations.

Digital Broadcast Video (DBV) replaces the analog CATV technology with digital technology to enable the
distribution of broadcast television. In simple terms, the video content is converted to digital format for
transmission to the consumer and converted back to analog format in the home for reception on a standard
television set. At a minimum, DBV must deliver a customer experience as good as or better than that

offered by analog CATV.

There are a number of common ways to deliver the DBV to the consumer. They include modified CATV
technology to support digital video, Direct to Home (DTH) satellite transmission and the more recent use of
Very high speed DSL technology (e.g., VDSL). Other types of DSL show promise as well.

2.2.2 Non-traditionalvideo

2.2.2.1 Internet Video

Internet video content commonly found on today‘s lntemet. It is usually delivered in a best effort fashion to
. _a BC running_a softvvareplayer. ,_This_is_accomp|ishe,d,by_stE-Lmling thevldeq and other gJ@1’t.meI'§b)/____, _,___

the end user can begin to view the content, while it is being downloaded into the computer or other device.
The streaming can be delivered via unicast or multicast methods. With unicast, a point to point connection
for each receiving device is created. With multicast, a single source stream is replicated by the network to
be delivered for each receiving device, reducing the total bandwidth of all sessions.

June 2004 - 5 - VV'|'-094v4
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Examples of typical Internet video content currently include movie trailers, specialty programming, and web
cams.

2.2.2.2 Video on Demand (VoD)

VoD provides users with the ability to select video content (usually a movie from a library) and view it at their
convenience. It is similar to a video tape being played in a VCR except that the content is delivered via a

video distribution technology, instead of from a VCR.

VoD service can be delivered in two primary ways. One is to use IP streaming to deliver the video content in
real time to the consuming terminal. Using this type of approach usually requires a better than best effort

(BE) QoS from both the WAN and the home network to maintain an acceptable picture quality but it does
not require an intermediate staging point.

The second way to deliver video on demand is to use a “download, store, present" model. This involves the
best effort download of the video content to a storage device connected within the home network. Once

downloaded, the content can be delivered to the consuming terminal. Having the content stored locally

significantly reduces the need for the WAN network to support QoS. The need for the home network to
support a better relative QoS for the video content depends on whether the content is stored on the same
device as is used to deliver it (i.e., a simple video set top box [STB] or a STB equipped with Personal \fideo
Recorder [PVR] capabilities.).

VoD can also be scheduled in the fonn of live broadcast. Although not a focus of this document, multicast

can be accomplished at the ATM layer as well.

2.2.2.3 Video Conferencing

Video conferencing or video telephony permits users to establish point to point connections between their
PC's and allow them to see and hear each other as well as share PC data/applications.

R# 1 Home networks SHOULD support video conferencing applications.

It is recognized that video conferencing applications normally require symmetrical bandwidth so the home
network should provide support for video conferencing applications to the extent permitted by the upstream

speed of the access service. This includes supporting any QoS needs of the video conferencing
application.

2.2.2.4 Remote Education

Remote education combines both video conferencing and the 2-way interactive data capabilities of the
broadband network to create a virtual classroom where students participate remotely with an instructor in a

way that mimics a regular class.

Remote education also encompasses the remote access of computer based, multi-media training material.

R# 2 Home networks SHOULD support these types of remote education.

June 2004 — 6 - VVT-094v4
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2.2.3 Digital Video & the DSL Based Home Network

2.2.3.1 The Analog Split-off

 
 

 
 

Premises_ _l3B .
Distribution MediAccess  

Desktop PC 
Television

Figure 2 - The Analog Split-off

In this mode of operation, the DBV signals are split and delivered to the television ahead without using the
home network to support it. As such, the home network is not required to provide any specific support for
the video and hence no special QoS must be supported in the home network to provide an acceptable
customer experience.

The analog split-off mode is equivalent to the "Centralized" CPE model described by [5] where the DBV
content is converted back to an analog form by a primary set top box and any further distribution of the

content (e.g., to other STB’s, PC's) is done using analog techniques.

In this configuration, the STB acts as the broadband network termination device for the home network.

The PC could receive some niche video via the Internet connection, but this is normally done today using

"best effort" techniques. Evolution towards the QoS enabled home network might hasten the use of the PC
as a video presentation device for the DBV stream in addition to the STB.

2.2.3.2 End to end Digital Video

Set Top Box Desktop PC

1 AnalogCOAX

Supplementary
Set Top Box(3)

   
 

 

Premises
Distribution Medi .

 
 

  

 

 

Television

Figure 3 - End to end Digital Video

The end to end digital video configuration sees the home network playing a key role in the delivery of the
DBV. in this case, the home network must be able to treat the DBV sessions with a better Q08 in order to

deliver an acceptable customer experience. The PC will generally continue to receive some niche video via
the lntemet connection; however the opportunity for the PC to participate in the delivery of the DBV is also

possible with this configuration. For example, the PC could use the internal connectivity of the home
network to work with the DBV STB to present the DBV content to the PC.

"* *"Tl're”end torendrdigitalvideo’ mode rdescribedaboverisrequivalent to theADistributediGPE—modeldefinedby ————
[5]. The combination of the B-NT and RG replaces the role of the VDSL Termination Processing (\/TP) unit
in [5] where the DBV content stream is taken from the access and delivered to one or more STB’s using a
normalized format (commonly Ethernet) via the premises distribution network.
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2.2.3.3 Hybrid (Combo-box)
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Figure 4 - Hybrid (Combo-box)

The hybrid model sees the DBV (or the analog CATV service) delivered to the home using non DSL access
technologies. In this model, the home network supplements the DBV by providing lntemet access to a
multimedia set top box designed to connect to both the DBV access technology and the home network.
This makes it possible for niche video services to be presented on the standard television.

R# 3 The home network MAY support different QoS for the niche video if required.

2.2.3.4 Digital Media Server/Receiver

Digital Media Servers/Receivers are becoming more popular as more content becomes available in digital
form. Some of the more common digital content includes:

- Images (JPEG’s) from digital cameras.

- Audio (MP3’s) created from CD’s and downloaded from the Internet.

- Video (MOV, WMV, MPEG’s) from consumer electronics devices and downloaded from the
Internet.

The Digital Media Server/Receiver concept sees a new set of devices connected to the home network that
permits digital content to be used throughout the home. The Digital Media Server is a special purpose PC
or other device that implements a central repository of digital content. It is connected to the home network
and uses the home network connectivity to collect and store the digital content from both local and remote
sources.
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Digital Media
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Figure 5 - Digital Media Server/Receiver
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Once stored on the Digital Media Server, the content can be accessed by any PC connected to the home
network. In addition to using the content with PCs, Digital Media Receivers are now appearing that permit

delivering the digital content to more conventional entertainment appliances like stereos and televisions.
The Digital Media Receivers are connected to the home network and act as the "bridge" between the home
network and the existing home entertainment device.

R# 4 The home network MUST support Digital Media devices with the collection, storage and
delivery of digital content from the WAN.
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2.3 Data

2.3.1 Web Browsing/lnternetsharing

Web browsing and the desire to share a broadband access among multiple PC’s for this purpose have
been the driving force behind the creation of home networks. This will continue to be the case.

R# 5 The home network MUST support simple web browsing and sharing this capability among
multiple PC’s in the home.

2.3.2 File and Peripheral Sharing

One of the original purposes for establishing a local area network (LAN) was to provide the ability to share
files and other peripherals among the connected PC's. A primary advantage of a home network, in addition
to sharing a broadband Internet access, is that the PC’s sharing the Internet access can also share files as
well as other devices (e.g., printers) attached to the PC.

Once the base connectivity is established for sharing the lntemet access, the use of network services within
the home network enables the sharing of files and printers. These services have been provided by Network

Operating Systems (NOS) in the past and have been absorbed into many of today's operating systems.
Examples in use today in home networks include Microsoft Networking and App|eTa|k.

R# 6 The home network MUST support file and printer network services which allow for sharing and

printing among multiple PC's in the home.

2.3.3 Game Consoles

Until recently, PC’s have been the primary type of device driving the need for shared Internet access. With
broadband access and the ability to share this access in place, other types of devices are appearing that
take advantage of the basic data capabilities of the broadband access.

One example is the availability of broadband enabled versions of popular game consoles. Broadband
connectivity permits the gaming experience to be enhanced in a number of ways, including (but not limited
to):

- Head to head competition with others users outside the home, anywhere in the world.

- New features that are enabled by the broadband capabilities (e.g., voice taunts of your opponent.)

- New games and feature add-ons that can be delivered via the network connection.

- Simplified maintenance of the game console itself though downloadable firmware upgrades.

R# 7 The home network MUST support the evolving broadband enabled game consoles and
SHOULD evolve to provide QoS capabilities that improve the gaming experience.

2.3.4 Remote Telemetry & Control

Home automation involves both remote sensing as well as remote control of various devices within the

home. The always connected nature of the broadband access together with a home network makes this
possible.

The Open Services Gateway Initiative [OSGi] defines an architecture [7] that enables secure access to
remote sensing and control applications within the home. Part of the OSGi architecture includes software
functionality at the customer premises that implements the Service Gateway. This Service Gateway uses
the external connect_ivity_ provided byLhfl)rOa_t%]_d access and the home network to provide a secure
access to/from the home network.

Note: For the purposes of this home network architecture, the Service Gateway functionality is considered
as an application using the connectivity of the home network rather than being a component of the home
network itself.
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3 HOME NETWORK OPERATIONAL FUNCTIONALITY

The following functional requirements are addressed by this home network architecture.

3.1 External Connectivity

The home network SHOULD be able to:

R# 8 Enable sharing of the BB access within the home by many devices, users and applications.

R# 9 Provide physical connectivity to the access network for any device connected to the home
network. The home network MUST provide these components with seamless access to the

BB access capabilities (multiple channels, QoS).

R# 10 Support connectivity to multiple Application Service Providers (ASP’s) and Internet Service
Providers (|SP's).

R# 11 Support incoming as well as outgoing access to the Home Network for both customer and
service providers.

R# 12 Provide appropriate QoS delivery from the WAN to and from the home network.

R# 13 Support lP multicast to the extent needed to permit reception of 1 or more multicast streams by
devices within the home network simultaneously.

R# 14 Be transparent to the applications connected to the home network (e.g., support of SIP
sessions for IP telephony, IP VPN transparency).

3.2 lntra-home Connectivity

lntra-home connectivity provides for the interconnection of communicating devices within the customer
premises itself. This connectivity supports the more common existing PC based applications (file and
printer sharing) and will also begin to play a bigger role as new digital media applications (e.g., those
enabled by new IP appliances such as Digital Media Receivers) become popular.

R# 15 The home network MUST support intra-home connectivity.

Most of today's home networking solutions that support intra-home connectivity provide best effort
connections only and do not support any QoS or traffic differentiation features. This is due in part to the
general availability of economical and relatively high speed LAN (>=100 Mbps) switching technologies that
make QoS awareness unnecessary for today’s applications. As applications evolve and the network
demands increase, there will be a need for differentiation of traffic within the home to avoid congestion. With
this in mind,

June 2004 - 11 - VVT-094V4
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3.3 008 and the Home Network Architecture

Today's home networks are commonly built using off the shelf technology that consumers purchase from
major electronic retailers. The current generation of consumer DSL/Cable routers used in todays home
networks are built to be economical for the consumer; however, functionality is sacrificed. Part of the lost

functionality is the ability for a home gateway and network to deal with different qualities of service resulting
in a home network that supports best effort service only. This hampers the delivery of certain value added

applications to subscribers using home networks.

Service Providers and equipment vendors should begin defining and delivering home networking

equipment and services that allow their customers to continue realizing the best effort applications they use
today but also begin to lay the foundation for new and different applications. One way to do this is to take
advantage of the QoS mechanisms of the ATM, Ethernet and IP technologies used to deliver broadband
services to deliver extra value to applications running on the home network.

QoS is a nebulous term with many meanings and connotations. This home network Architecture strives to
be consistent with the QoS terms defined in section 4.2 of TR-058. The QoS definitions are repeated here

for convenience; however the actual TR-O58 document should be referenced for current info.

TR-058 QOS Definitions

0 Quality of Service (Q05) Quality of Service or QoS refers to the nature of the differentiated traffic
delivery service provided, as described by parameters such as achieved
bandwidth, packet delay, and packet loss rates. Traditionally, the lntemet
has offered a Best Effort delivery service, with available bandwidth and

delay characteristics dependent on instantaneous load.

TI

There are different types of Q08:

9 Relative QoS: This term is used to refer to a traffic delivery service without absolute
bounds on the achieved bandwidth, packet delay or packet loss rates. It is
used to handle certain classes of traffic differently from other classes;

9 Guaranteed Q08: This term is used to refer to a traffic delivery service with certain bounds on

some or all of the QoS parameters. These bounds may be hard ones, such
as those encountered through such mechanisms as an ATM Call
Admission Control (CAC) function or RSVP reservation. Other sets of

bounds may be contractual, such as those defined in service level
agreements (SLAs) that often typically define a monetary penalty should a
certain threshold be crossed or missed.

NOTE: Within this document (and hopefully all derivative documents), the generic terms "Q08" and "QoS
on Demand" will be used to describe the general concept of differentiated traffic delivery implemented by

means of traffic parameters, without regard to any specific parameter or bound I guarantee. Wherever
possible, the qualifying adjectives “Relative” and "Guaranteed" should, at a minimum, be used when
describing the needs of a particular service. Ideally, the full definition of the QoS requirements of an
application or service should define the various parameters (priority, delay, jitter, etc), any boundaries and
the type of boundaries (engineered or contractual) involved.

Figure 6 below illustrates how the above terms relate to the home network. The terms GQoS and R003
refer to Guaranteed QoS and Relative QoS respectively.
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Figure 6 - QoS Model for the Home Network

At the interface between the WAN and the Home Network there will be a function to map between the QoS
of the WAN and the relative Q08 of the home network. This isolation of the home network QoS from the

WAN guaranteed QoS mechanisms will help facilitate migration to full IP QoS in the WAN by insulating the
home network applications from the changes in the WAN.

3.3.1 WAN 003

It is acknowledged that IP will ultimately become a predominant QoS delivery mechanism on the WAN. It is
also recognized that significant DSL deployments of ATM based DSL with limited ATM QOS mechanisms
are already in place. To address this, the home network architecture defined in this working text will support
QoS features independent of the WAN QoS mechanisms (ATM, Ethernet or IP) employed to deliver them.

R# 16 The home network architecture MUST support ATM, IP and Ethernet Q03 mechanisms used

with traffic arriving at and leaving the customer premises.

3.3.2 Home Network 00S

Vlfithin the home. the home network's use of relative QoS avoids the need for complex mechanisms and

techniques (e.g., subnet bandwidth management, CAC, etc.). The following list summarizes the relative
QOS requirements for the home network:

R# 17 The relative QoS within the home network MUST be based on the IEEE 802.1q (VLAN) and

IEEE 802.1 D Annex H.2 (User Priorities and Traffic Classes) standards. Any L3 and above
QoS mechanisms will be carried transparently between devices in the home and the routing

gateway. Applications operating within the home network may mark IP traffic with different
DiffServ code points; however they must encapsulate those IP packets in a tagged Ethernet
frame constructed with an appropriate traffic class in the priority field of the IEEE 802.1q VLAN
tag.

R# 18 A mapping function between the WAN and LAN QoS’s SHOULD be employed.

R# 19 Two or more traffic classes SHOULD exist in the home network. A "Best Effort” traffic class

will always exist and provide the default mode of QoS operation. This ensures backward
compatibility with the ad hoc home networks being created by customers today.

R# 20 One or more higher quality traffic classes SHOULD exist within the home network.
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R# 21 All devices and applications using these additional traffic classes MUST be aware of and
behave responsibly within the QoS home network so as to ensure acceptable application
performance.

R# 22 The IEEE 802.1 D Annex H.2 priority field SHOULD be mapped as defined in CEA-2007. This
standard creates four types of QoS that can operate simultaneously in the same network. The
four types are:

1. Best Effort effectively implies that no Q08 treatment is applied to traffic marked with this priority.

2. Prioritized QoS represents traffic with relative QoS. Any prioritized QoS traffic gets better treatment
than Best Effort.

3. Parameterized QoS represents traffic that requires a guarantee of one or more Q08 parameters

e.g. latency, jitter or packet loss. Parameterized QoS traffic gets better treatment than Prioritized
QoS traffic.

4. Critical QoS is normally reserved for network control messages (channel changes, device mgmt.,
etc) and not used for content.

Table 1 below illustrates the above grouping and the possible uses for the eight possible priority values.
Note: QoS increases moving down the table.

LAN Senrioe LAN Sen/ioe Level Priority Mandatory]
Type Attributes Value Optional Typical Appication _ Example Use

No Q08 specified. Web surfing, FTP, Telnet,Best Effon (Default) MUST Email, device discovery.
One way streams for VoD.

Low latency SHOULD Uni-directional streams.
. . . Very low latency and low Real time, bi-directional VolP, \/ideo conferencing,

SIP messages, channel '

MAY

Parameterized
QoS

  
 

 
  

 
   

  
  
  

 

 

  
 
 

 
100Low latenq with target One vlray streams for

latency spedtied Uni-directional streams. broadcast TV, PPV.
Very low latency and low
jitter with latency and jitter MAY Real time, bi-directional Toll quality Vo|P and
parameters specified 101 streams. \fideo conferencing.

SIP messages, channel
MAY Stream, session control. changes.

Critical network control

Network Control and messages to stop Stream/session STOP

Connection control.

Guaranteed delivery network traffic. messages.

Table 1 - Home Network Traffic Classes

Notes:

1. Traffic priority increases from top to bottom with the highest priority class at the bottom.

3.4 Provide a “Plug it in and it works” User Experience

ldeally, all a user sees is a physical jack that the home network device is plugged into and all configuration
and set up takes place automatically or with very minimal customer configuration.

3.5 Storage

Storage will become increasingly important as more digital media is created by and for users. The
architecture should support the concept of a generic storage function within the home network for storing
and accessing various types of digital media. Content could be stored both outside the home network (i.e.,
in the WAN) and within the home network.
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Storage within the home network will have multiple uses. It might act as a content cache to improve
performance of a particular application and it could also be applied to longer term storage of user created
content such as digital photos, MP3’s, documents etc. This content should be accessible to all devices
connected to the home network at any time.

R# 23 The home network SHOULD support some form of network attached storage for caching

and/or long term storage.

3.6 Device Powering

Home network devices and equipment have historically used their own 120/230 VAC power supplies to
meet their power requirements. These power supplies could be integrated into the device itself or consist of
the power adapters that are commonly supplied with home network devices that plug directly into an AC
outlet. The common mode of operation is that these devices usually do not incorporate backup power,

leaving the home network and its attached devices susceptible to commercial power outages.

As Vo|P services begin to be deployed into the residential consumer environment, there will be increasing
demand for the home network and the VoIP terminal devices themselves to operate in a manner similar to

todays analog voice services (i.e., continued operation through commercial power outages could be
expected).

R# 24 To meet this expectation, the home network MAY be required to have a backup power source
for both the home network infrastructure itself (i.e., the broadband modem and the LAN

switches) as well as provide power to the Vo|P terminal devices.

This functionality could be provided by using technology designs that incorporate centralized backup power
combined with Power over LAN technologies such as that defined by the IEEE 802.3af standard. The IEEE
802.3af standard describes how to deliver -48VDC power from the central LAN switch over the same

Category 5 (Cat 5) cable used for the data connection. This power can then be used by the tenninal
device, eliminating the time, cost and inconvenience of using separate power cabling, AC outlets and power
adapters. Powering of the IEEE 802.3af equipped LAN switch itself using an un-interruptible power source
could provide the backup power needs of the LAN infrastructure and the connected VolP terminal devices.

In cases where the VolP phone or an adapter does not use a cable that power can be delivered over, other
solutions could include batteries within the phone or adapter itself, fallback to an analog mode of operation

(as could be possible in the case of HPNA connected devices that are already connected to the phone line)
or the use of uninterruptible power supplies to power devices providing Vo|P functions such as a VolP
enabled RG.
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4 HOME NETWORK ARCHITECTURE

4.1 The Reference Model

The following diagram illustrates the functional components of the DSL enabled home network. The interfaces
and components from the DSL Access Network up to and including the SM are in line with the "Customer
Premises Specific Reference Model" described in [5]. This home network architecture extends the concepts of
TR-61 further into the home network and decouples it from the specific access technology used.

Home Network

 
   

 

EIEI
Access
Network  

 
Premises

Distribution
 

Analog POTS

Figure 7 - The Home Network Functional Architecture

4.2 Functional Components

The following section describes in general terms the functions provided by each component of the Home
Network Functional Architecture. This is a logical breakdown of these functions. Actual CPE devices could
include one or more of these functions. For example. a device might include the B-NT and RG functions while

another device might include both RG and ASG functionality.

4.2.1 PS — POTS Splitter

The POTS splitter functionality is used to separate POTS (or N-ISDN) access services from BB access
services. The need for splitter functionality is dictated by the specific access technology used. The function
could be centralized in one place (centralized POTS splitter) or distributed in the case of distributed filters.

4.2.2 B-NT — Broadband Network Termination

The B-NT is a combination of the xTU-R function and the Service Module (SM) functions described in TR-

061. The B-NT physically terminates the specific BB access technology in the home and converts the
received digital signals into a single common fomiat for a particular PDN. Today’s bridge DSL modems are
a good example of the B-NT functionality where the ATU-R and IEEE 802.1 D bridge are implemented in a
single physical device.

R# 25 The B-NT function MAY be integrated with the RG in many products to simplify the

implementation and control of QoS between the home network and the DSL access.

When the B-NT is not combined with the RG,

R# 26 The B-NT MUST support 10/100BaseT Ethernet toward the home network.
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R# 27 The B-NT SHOULD implement the WAN side QoS mechanisms and make them accessible
via the “TpDN" interface.

4.2.2.1 XTU-R

R# 28 The xTU-R function terminates the BB access line in the customer premises. The specific type

of xTU-R function will be detennined by the particular access technology used to deliver BB
service to the home network.

4.2.2.2 SM - Service Module

The Service Module converts received digital signals into signals suitable for a specific PDN. For the DSL
Home Network Architecture the SM processes the digital signals from the xTU-R and presents a single,

“norma|ized" physical and logical interface to the home network via the "TPDN" interface."

4.2.3 RG — Routing Gateway

The RG performs a number of functions described below. Detailed definition of the RG is beyond the
scope of this architectural document and will depend on service provider requirements. As such, the
definition of specific RG functionality is left for further study and the remainder of this section provides some
general RG requirements.

4.2.3.1 PPPoE

R# 29 The RG SHOULD support a minimum of one PPPoE termination with the ability to connect
directly with a BRAS.

R# 30 The RG SHOULD support a capability of initiating multiple PPPoE sessions.

R# 31 The RG SHOULD support a PPPoE pass-through capability to permit appropriately featured

Functional Processing Devices (FPD) with the ability to connect directly with a BRAS.

4.2.3.2 IP Gateway

The RG is the “traffic cop" between the home network and the broadband access capabilities presented by
the B-NT.

R# 32 There SHOULD be only one RG function for each home network.
This ensures that the RG is aware of ALL IP traffic into and out of the home network via the

DSL access and makes it possible for the RG to perform the next function.

4.2.3.3 QoS Mapping

The RG provides mapping and pass through of all QoS between the WAN and the home network.
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Figure 8 - RG Mapping Function

Figure 8 above shows the generic mapping functionality that the RG provides to support QoS enabled
applications.

R# 33 The RG MUST implement Relative QoS awareness at layer 2 (IEEE 802.1 Q and IEEE 802.1D
Annex H) on the LAN side.

R# 34 The RG SHOULD implement IP based QoS mechanisms (DiffServ) on the WAN side of the
RG.

Implementation of DiffServ in the RG permits it to support IP applications using differentiated services in
conjunction with a QoS enabled BRAS.

R# 35 On the LAN side, an RG MAY distinguish the different traffic classes using either physical

means (i.e., physical ports are mapped to one traffic class) and/or using frame by frame
techniques (i.e., using the user priority field of the IEEE 802.1Q VLAN tag).

R# 36 The RG SHOULD map between the various Relative QoS services used in the home network
and the appropriate QoS enabled virtual channe|(s) available from the network. The mapping
will be based on one or more characteristics of the data. one being the Relative QoS from the

LAN side. The specific policies for doing so will be managed by the access service provider.
(See section 5 below entitled "Home Network Management Functionalityfl)
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4.2.3.4 Home Network Security

R# 37 The RG SHOULD provide firewall and network address with port translation (NAPT)
capabilities for the home network. When the RG provides these functions, it MUST also
provide the functions required for applications to work through or across the firewall and the
NAPT.

4.2.3.5 Management Border Point

R# 38 The RG should play a major role in the management of the home network. At a minimum, the
RG SHOULD be involved with:

- LAN+WAN connection mapping

' Q08 mapping and policy

- Local IP address management (e.g., DHCP)

- Security configuration
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4.2.4 Premises Distribution

The premises distribution function provides the connectivity between the RG and the FPD’s. There are
numerous technology choices for the premises distribution media, many of which are complex technologies
in their own right. The following sections describe various aspects of the premises distribution function.

4.2.4.1 Distribution Media

Examples of premises distribution media that can be utilized for home networking include:

- Category 5 (or better) unshielded twisted pair (UTP) cable.

- Radio Frequency

- AC power electrical wires

- Phone wire

- Coaxial cable

- Multimode Fibre Optic cable

This home networking architecture assumes that multiple premises distribution media can be used to
implement the home network connectivity.

4.2.4.2 Local Ethernet Switching

Regardless of the physical media used to make the connection betweenthe RG and the FPD/T, this home
networking architecture assumes that all premises distribution technologies are capable of supporting IP
packets encapsulated by IEEE 802.3 Ethernet frames. The switching of Ethernet traffic between the
various premises distribution media is also a role of the premises distribution function.

R# 39 The home network MUST be capable of supporting IP packets encapsulated by IEEE 802.3
Ethernet frames.

R# 40 Any intra-home connectivity SHOULD be implemented using LAN switch technology in order
to provide the best possible application perfonnance. Shared media hub devices SHOULD
NOT be used.

R# 41 LAN switches used for home networks SHOULD provide multiple physical connections for

connected devices within the home network allowing the DSL access to be shared by multiple

end users and applications within the home.

R# 42 LAN switches used for home networks SHOULD support 10/100BaseT connections and

include automatic speed as well as duplex (half or full) negotiation.

R# 43 Cascading of multiple LAN switches SHOULD be avoided to prevent congestion and poor
application perfonnance that could result from overloaded "uplink” network segments.

R# 44 LAN switches for home use SHOULD support Q08 features.

R# 45 Any premises distribution technology used to support a L2 QoS aware device MUST be
capable of providing the necessary support to maintain the distinction between traffic with
var_ying_typesof/QoS.
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4.2.4.3 New Network Wiring

The application of network cabling solutions commonly found in business LAN installations can also be
applied within the home. These cabling solutions involve "structured" wiring techniques that create a
physical hub and spoke design. Figure 9 below illustrates the structured wiring concept.

Structured wiring dictates that a centralized point (hub) be selected on the premises where communication
services (i.e., DSL) terminate. Media connectors (typically RJ-45 jacks) are installed throughout the home
where required. A cable is then run from each installed connector back to the central wiring point. An
Ethernet switch is located at the central wiring point to provide the interconnection of the devices throughout
the home.

Figure 9 - Structured Wiring for Home Networks

Category 5 (Cat 5) cable is typically used for new structured wiring in a home network. The latest version of
Cat 5 is the Cat 5e. although other variations are equally as useful. Cat 5 cabling represents the best option
for new home network connections from a QoS perspective. This is due to the relatively high data speeds

possible (100 Mbps) and the fact that each connected device has its own dedicated path (not shared with
other devices) to the Ethernet switch. These advantages of a structured wiring solution cannot be over-
emphasized.

R# 46 Structured wiring SHOULD be used for the home network whenever possible.

4.2.4.4 No New Network Wiring

in many situations, practical limitations, both physical and fiscal, exist in the home that preclude the use of
standard LAN cabling for connecting devices. In these situations, a number of technology solutions exist to
support in-home connectivity for devices without the need to install new wires. The choice of which one to
use will depend on the factors that include application needs (especially in the area of Q08), the home
environment and the consumer wishes.

Some of the technologies available to avoid the installation of new wiring for the home network include:

- IEEE 802.11x Wireless

- HomeP|ugT""

- HomePNAT"'
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0 Data over CATV or Satellite COAX.

(The actual Data over Coax implementation can take one of a number of different forms.
These include HomeP|ug, HPNA & IEEE 802.11 running over the coax in parallel with the
analog or digital cable TV signals.]

These technologies can be combined with ‘'local’' Ethernet wired connections for total flexibility and best
performance. Refer to Appendix C — Premises Network Technologies for example applications and
associated physical networking technologies.

4.2.5 FPD — Functional Processing Device

The FPD is a component within the home network that processes voice, video or data for its intended

use/application. There can be multiple FPD’s within a single home network.

R# 47 All FPD’s MUST be lP aware and will function as an application specific IP host on the home

network. This does not preclude the implementation of multiple FPD entities within a single
physical device.

In many cases. the FPD will provide functionality to permit home devices not designed for IP connection to
take advantage of network based content and services.

As an example in the figure below, an MP3 player has been designed to permit MP3 source material to be
played on the existing stereo system. The material might originate from the Internet or be part of a personal
MP3 library that is stored on a PC. The existing stereo receiver has not been designed to connect to the
home network but it is the device that the end user normally uses to enjoy music. The MP3 player is the

Functional Processing Device in that it is IP aware and processes the MP3 audio material to a form (analog

right and left stereo channels) that the stereo receiver can use.

Existing
Stereo

Reciever

  
 

 
Premises

Distribution Maul" 
Functional

Processing '1E.::_1ml:::lr
Device

Figure 10 - A Functional Processing Device Example

Other examples of physical devices with FPD functionality include Video Set Top Boxes, streaming audio
adapters and Vo|P phone adapters for analog phones.

Management of the FPD will be application specific and is outside the scope of the home network
architecture.

R# 48 The connectivity services provided by the home network and broadband access MAY be used
by the application to manage the FPD.

4.2.6 EUT — End User Terminal

The EUT is a common home appliance that can indirectly take advantage of the home network connectivity

but has not been specifically designed to do so. Referring to the previous example of a FPD in Figure 10,
the stereo receiver is the End User Terminal. In this example, the stereo can play the analog music
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generated by the MP3 player but it cannot be connected directly to the home network. Other examples of
EUT’s include standard television sets, analog telephones and printers with serial or parallel interfaces.

An EUT will connect to the home network using a FPD as described above.

4.2.7 FPD/T— Functional Processing Device and Terminal

The FPD/'l' is a FPD used directly by the end user. There is no EUT associated with an FPD/'|'. Examples
include PC's, PDA’s, IP Phones, printers with direct network attachment capability.

4.2.8 ASG — Application Service Gateway

It is recognized that there are and will continue to be non-IP based networks within a home. Examples
include home automation networks based on technologies like Lonworks, CEBus, X.10 networks, IEEE

1394 Firevvire and even analog based key telephone systems. Home entertainment system components
can also be connected together with proprietary links for control purposes.

An ASG is a special instance of a FPD that acts as a gateway between the IP/QoS enabled home network
defined by this architecture and these non-IP aware networks. As identified in Section 4.2, the ASG may be
implemented in the same physical device as the RG or as a separate physical device.

The OSGi Service Gateway [7] is an example of an ASG device implemented on the home network with
the external (WAN) connectivity and associated QoS provided by the home network.

4.2.9 Supplementary Application Network

Supplementary networks, specific to certain applications will exist within the home. The goal of this
architecture is to recognize the existence of these networks and to provide these networks and their
applications with access to the functionality provided by the home network as described in section 3 -
Home Network Operational Functionality. Examples of some supplementary application networks include
today’s home security, climate control and telemetry systems. Home networking support of these
supplementary networks will be via an ASG.

R# 49 The ASG MAY support a Home Distribution function running in addition to the Premises
Distribution function already supported by the Home Network. In addition, the Supplementary
Application Network MAY utilize the Premises Distribution network if the latter supports
transport of non-IP traffic."
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4.3 Interfaces

This section describes the interfaces between the functional components of the home networking architecture

as illustrated in Figure 7 - The Home Network Functional Architecture.

Some of the sub-interfaces of the U, T and R interfaces, might not be physically discemable, as they could be

integrated within home network devices. Examples of sub-interfaces are U—R, U-R2, TPDN I and TON. In cases
where the sub-interfaces are not discernable, the interface is comprised of the union of the individual sub-
interface definitions.

4.3.1 U-R Interface

This is the interface presented by the specific access technology towards the customer premise. In most
instances, it will be from the customer side of the customer/network demarcation device. The interface will
take different forms depending on the access technology used to deliver the service. Some examples are:

- Single copper pair running ADSL

- Single copper pair running VDSL

- Single fibre running PON

R# 50 The B-NT MUST terminate at a single broadband U-interface.

4.3.2 U-R2 Interface

The U-R2 interface will be present in situations when the access technology delivers broadband and POTS
access services on the same physical media. In cases where the access technology is dedicated to
broadband access only (i.e., no POTS service is supported). the U-R and U-R2 interfaces are one and the
same. No splitter is required in these circumstances.

4.3.3 TPDN Interface

The TPDN interface is physically discernable when the B-NT and RG are implemented in separate devices.

R# 51 In these situations, the TPDN interface MUST be limited to being a point to point layer 1+2
connection between the RG and the B-NT.

Use of shared media hubs in conjunction with this interface is discouraged. This will ensure that the RG
has knowledge of the total traffic between the home network and the B-NT and pennit the RG to maintain
the integrity of the QoS for the external connections.

When present, the TPDN interface has the following characteristics:

Data Link Layer

R# 52 The data link layer MUST support Ethernet in accordance with IEEE 802.2/ IEEE 802.3
(Ethernet)

R# 53 The data link layer MUST support the bidirectional delivery of PPP over Ethernet frames in
accordance with IETF RFC 2516.

R# 54 The data link layer MUST support the operation of DHCP.

) ——R#65 ————The—data |ink—|ayer SHOULD—support—Ethernet—virtua|—LANs—(l EEE—802+1.Q—)._ 772

R# 56 The data link layer SHOULD support Ethernet precedence of LAN traffic (IEEE 802.1 D Annex
H).
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R# 57 The data link layer SHOULD support the bidirectional delivery of IP packets.

Logical Link Controller (LLC) Sublayer

R# 58 The logical link controller sublayer subinterface MUST support Ethernet in accordance with
IEEE 802.2.

Medium Access Control (MAC) Sublayer

R# 59 The medium access control sublayer subinterface MUST support Ethernet in accordance with
IEEE 802.3.

Physical Layer

R# 60 The physical layer for the TPDN interface MUST be a 10l100BaseT interface, using an RJ45
connector.

R# 61 The TPDN interface MUST support the automatic negotiation of the speed without customer
intervention.

R# 62 The TPDN interface MUST support full duplex operation to ensure that traffic in the

downstream or upstream direction does not affect traffic in the opposite direction.

4.3.4 To" Interface

The TCN Interface defines the interface between the RG and the various premises distribution technologies.

R# 63 There MUST be a minimum of one TCN interface presented by an RG for connection to the

premises distribution network.

The above does not preclude an RG device from integrating premises distribution functions as described in
section 4.2.4 Premises Distribution; however, at least one such interface must be available.

The TCN Interface will have the following characteristics:

Network Layer

R# 64 The network layer MUST support IP version 4 in accordance with IETF RFC 1042.

R# 65 The network layer SHOULD support IP version 6 in accordance with IETF RFC 2460.

R# 66 The network layer interface SHOULD support IP precedence based on differentiated service
(Diffserv) code points in accordance with IETF RFC 3140.

R# 67 The DiffServ requirements defined in TR-059 SHOULD be supported.

R# 68 The home network MUST support DHCP functions.

R# 69 The home network MUST support DNS functions.

R# 70 The home network MUST support NAPT functions.
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R# 71 The home network MUST support UDP and TCP.

Data Link Layer

R# 72 The data link layer MUST support Ethernet in accordance with IEEE 802.2/ IEEE 802.3
(Ethernet).

R# 73 The data link layer MUST support the transport of PPP over Ethernet frames in accordance
with IETF RFC 2516.

R# 74 The data link layer SHOULD support Ethernet precedence of LAN traffic (IEEE 802.1 Q and
IEEE 802.1d Annex H).

Logical Link Controller (LLCI Sublayer

R# 75 The logical link controller sublayer subinterface MUST support Ethernet in accordance with
IEEE 802.2.

Medium Access Control (MAC) sublayer

R# 76 The medium access control sublayer subinterface MUST support Ethernet in accordance with
IEEE 802.3.

Physical Layer

R# 77 The TCN interface MUST support 10/100BaseT.

R# 78 The TCN interface MUST support both full and half duplex operation.

R# 79 The TCN interface MUST support the automatic negotiation of both the speed and duplex
without customer intervention.
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The following table illustrates some of the interfaces that EUT's will present and that an FPD might support
to provide connectivity for a particular EUT.

June 2004

Tip/Ring Telephone line

Ethernet  
 

  
Coaxial Cable (RF modulated composite video)

L/R Stereo

IEEE 1394

5-channel analogue audio

SCSI

LPDT parallel

RS-232 serial

IR Emitter (for control of IR controlled devices)

Table 2 - End User Terminal Interfaces

 

   
  
 

 
 

   
  

   
 

-28-

329 DIRECTV Exhibit 1017

VV'|'-094v4



DIRECTV    Exhibit 1017330

EXHIBIT A

Multi-Service Delivery Framework for Home Networks. WT-094v4

5 HOME NETWORK MANAGEMENT FUNCTIONALITY

5.1 Home Network Management Reference Model

Figure 11 illustrates the management model for the home network. For the purposes of the following
discussion, the term “Service Provider" (SP) will be used to refer to either or both an Internet Service Provider

(ISP) and an Application Service Provider (ASP).

33 Access End Customer

Network Networkl PremisesCustomer

Demarcation Ome N etwork)
l ISP

SP Managed spww Customer
(M) Domain °°s':'T'““. Managed

‘“‘“"‘“‘ (U) Domain

Access Network

Q
Access Network

Management  
|:|| .;:.;.,:.Management

(Asp
I I

BE Service
Management

Figure 11 - The Home Network Management Model

5.2 DSL Access Network Management

The BB access network is managed by the provider/operator of the BB access to the home. The focus of this
management is on the physical connectivity and switching network between the end customer premises and
multiple SP’s using the access.

As such, this management is done independent of both the customer and the SP; however, the effects of the
management could be monitored by either the customer or the SP. (e.g., a change in the MAX sync speed of
the line might be reported by a management entity within the SP or customer managed domains.

The BB management nonnally stops at the point where the BB access is terminated (the XTU-R) and does not
extend into the home network.

5.3 Home Network Management

Management of the home network is a shared activity between the broadband SP and the customer. Figure 11
illustrates this overlap of the home network management responsibilities. The degree of responsibility for
management of the home network will be based on an agreement between the customer and the service
provider. For example, in cases of a customer purchased device, the customer can enable, disable and control
the extent of service provider management of the device, if any. For those cases where a service provider
supplies a device as part of the service, the service provider might restrict a customer‘s ability to manage that
device.

5.3.1 Service Provider Managed [M] Domain

The M domain ofthe home network is part of the_more_ general auto-configuration architecture described in DSL
Forum TR-046. With the service provider managed domain of the home network as part of this architecture, the
home network can be monitored and controlled by the broadband SP. This allows the broadband SP to

configure and support the customer's consumption of their service.
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In order to realize this management, devices associated with particular services and connected to the home
network, will be accessed by the SP using remote connectivity to some form of back end infrastructure
(management servers).

R# 80 Prime aspects of the home network that MAY be managed within the M domain include:

- B-NT configuration

- RG configuration including:

0 Connection mapping

0 NAPT configuration

o QoS policy configuration

- Content security and digital rights management (DRM)

- Home network access security

R# 81 It is anticipated that the RG will be a prime component of the home network involved in the SP
management domain. The interaction of the RG with the network SHOULD be in line with the
recommendations described in DSL Forum TR-69.

5.3.2 Customer Managed (U) Domain

Management within the U domain of the home network is performed either directly by the customer themselves,
(e.g., using a management GUI provided by a device) or indirectly by a software "agent" (e.g., a management
application running on a PC, driving a LAN management interface like that described in TR-64 or another device
discovery and configuration technology such as UPnPT'“, or Rendezvous”").

In cases where customer management is provided, the home networking devices might present either a
management GUI (preferably web based) for direct access by the human client, a software interface (XML
based as suggested in [3]) for use by a machine client or both.

Some customer management will be local to the home network only and will not be visible or controllable by the
SP. In the case where the service permits some form of customer control/monitoring, user control will be limited

to bounds set by the SP. This could be as simple as providing read only access to service configuration/status
resident within the M domain or as complex as full user configuration/modification of service attributes within the
M domain.

Given the preference for XML based technologies for remote management access within the M domain, it is
also preferable to use XML based technologies within the U domain in order to facilitate inter-working between
customer and SP management.

R# 82 XML based technologies SHOULD be employed within the U domain in order to facilitate
inter-working between customer and SP management.

R# 83 Prime aspects of the home network that MAY be managed within the U domain include:

- RG configuration including

0 Mapping configuration

o NAPT configuration

o IP Addressing

- Home network access security

- Static and dynamic application configuration
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5.4 IP Address Management

R# 84 The home network MUST support IPv4 addressing.

R# 85 The home network SHOULD be ready to support IPv6.

R# 86 When the RG supports bridged connections, IP address assignment for FPD's associated with
these connections MUST be performed by mechanisms (DHCP, static) from within the ISP or
ASP’s network.

R# 87 Any use of private IP addressing MUST be done in accordance with [6].

5.4.1 RG WAN Side

On the WAN side of the RG, the following IP address management requirements apply:

R# 88 The RG SHOULD support the following IP address assignment techniques on WAN
interfaces:

o lPCPwithin PPPoE

o DHCP

o Static IP configuration

R# 89 The RG MUST accept any and all IP address assignments from the network.

R# 90 The RG MAY be capable of accepting a subnet range of IP addresses from the WAN side for
re-assignment to the LAN side of the home network.

R# 91 When IPv6 support is available, the RG SHOULD be capable of accepting a subnet range of
IP addresses from the WAN side for re-assignment to the LAN side of the home network.

5.4.2 RG LAN Side

When using routed lP connections, the following requirements apply:

R# 92 DHCP MUST be available for end users to assign addresses for those devices using the

routing functions of the RG.

R# 93 Static IP addresses SHOULD NOT be used.

R# 94 Persistent IP address assignment (i.e., the same IP address is always assigned to a particular

device) SHOULD be supported because it will be required by some applications.

R# 95 IP addresses on the TCN side of the RG SHOULD be assigned within a default IP address
subnet.

R# 96 A home network MAY support multiple IP subnets within itself and the routing between them.
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R# 97 In multiple PVC situations where bridged connections could be utilized, FPDs on the home
network associated with those bridged connections will be assigned IP addresses from the
network. This will normally be done using DHCP.

5.4.3 PPPoE FPD

Some devices will be capable of initiating and supporting their own IP connections using built-in PPPoE
functionality. Examples include customer purchased DSL routers and game consoles. IP address
assignment will have the following characteristics for these devices:

R# 98 IP addresses SHOULD be assigned using IPCP within the device specific PPPoE session by

the responding BRAS based on service description (dynamic or persistent).

R# 99 1 IP address SHOULD be assigned per PPPoE session initiated.

R# 100 The IP address assigned to the PPPoE FPD MUST NOT conflict with any IP addresses on the
WAN or LAN side of the RG.

5.5 Domain Name Services

DNS addresses will be communicated as part of the IP address assignment mechanism used for PPPoE
enabled devices (RG & PPPoE FPDs). In the case of the RG, it is recommended that the RG act as the
DNS server for the default IP subnet.

R# 101 Dynamic DNS update capabilities MAY be implemented by RG's and PPPoE enabled FPD's
to communicate IP address assignments to Dynamic DNS services.

Any local host naming (i.e., naming of hosts within a private IP subnets) will be left to the customer.

5.6 Quality of Service (003)

Quality of service policy configuration will be done on the RG within the SP domain, with or without
customer modification from the U domain.‘ This will determine how the RG maps the relative Q08 of the

home network with the WAN QoS. The actual criteria and policies used to do the mapping are outside the

scope of this architecture document. More information on how an RG may implement Q08 can be found in
[12] and [13].
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6 HOME NETWORK SECURITY

The following aspects of security are addressed by devices and applications running on the home network.
Together with these devices and applications:

R# 102 The home network MUST provide protection from unwanted connection to the home network
from outside. The two main aspects of this include:

1. Undesired connection from the WAN access into the home network as well as restricting

specific LAN devices from accessing the WAN. This protection is usually provided by a
device providing firewall functions between the home network and the WAN.

2. Unwanted access to the home network infrastructure itself when that infrastructure

includes premises distribution media that are susceptible to unwanted access from outside
the home. Examples of these types of media include 802.11 wireless and HomeP|ug.
Protection from this type of unwanted access is achieved by the use of technologies such
as the Wired Equivalency Protocol (\NEP), Wi-Fi Protected Access (\NPA), WPA v2,
802.11i and DES.

R# 103 The home network SHOULD protect against and aid other security functions to protect

against the following threats:

Trojan horse programs

Back door and remote administration programs

1.

2

3. Denial of service

4 Being an intermediary for another attack

5 Unprotected Windows shares

R# 104 The home network SHOULD provide protection from unauthorized device configuration from
within the home network; either by unauthorized users or rogue software (e.g., Trojan horse
applications).

R# 105 The home network MAY provide filtering and parental control of content; however, SP based

filtering/control can also be applied.

R# 106 The home network SHOULD support conditional access (CA) and digital rights management

(DRM) mechanisms to prevent unauthorized use of content.

R# 107 The home network MUST support remote access VPN clients. This support MUST be
available to multiple FPD’s operating simultaneously on the home network.

R# 108 The home network MUST support the use of encryption both within the home network and
toward the broadband network.
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334 DIRECTV Exhibit 1017



DIRECTV    Exhibit 1017335

EXHIBIT A

335 DIRECTV Exhibit 1017



DIRECTV    Exhibit 1017336

Multi-Service Delivery Framework for Home Networks.

7 G L 0 S S A R Y

AAA Authentication, Authorization, and Accounting

AAL5 ATM Adaptation Layer 5

ADSL Asymmetric Digital Subscriber Line
ADSL2Plus

AF Assured Forwarding

API Application Program Interface
APON ATM Passive Optical Network
ARP Address Resolution Protocol

ASG Application Service Gateway
ASP Application Service Provider
ATM Asynchronous Transfer Mode
ATU-C ADSL Termination Unit - Central Office (at Access Network end)
ATU-R ADSL Termination Unit - Remote (at customer end)
BB Broadband

BE Best Effort

B-NT Broadband Network Termination
BoD Bandwidth on Demand

BRAS Broadband Remote Access Server
CA Conditional Access

CAC Call Admission Control

Cat5 Category 5
CATV Cable TV
CBR Constant Bit Rate

CE Consumer Electronic
CO Central Office

COAX Co-axial cable
CoS Class of Service

CPE Customer Premises Equipment
CPN Customer Premises Network

DBV Digital Broadcast Video
DES Digital Encryption Standard

DHCP Dynamic Host Configuration Protocol
Diffserv Differentiated Services

DLC Digital Loop Carrier
DNS Domain Name Service

DRM Digital Rights Management

DSL Digital Subscriber Line

DSLAM Digital Subscriber Line Access Multiplexer
DTH Direct to Home

EF Expedited Forwarding
EPON Ethernet Passive Optical Network
EUT End User Terminal

FPD Functional Processing Device
FPD/T Functional Processing Device and Terminal
GPON Gigabit Passive Optical Network
GQoS Guaranteed QoS

GUI Graphical User Interface
HFC Hybrid Fiber Coax
HN Home Network

HPNA Home Phoneline Networking Alliance
IEEE Institute of Electrical and Electronics Engineers

IETF Internet Engineering Task Force
IGMP Internet Group Management Protocol
IKE Internet Key Exchange
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IP
IPCP
IPsec
IPv4
IR

ISP
JPEG
L/R
L2
L3

LAN
LD

LLC
LPDT
MAC

MOV
MP3
MPEG

MPLS
MTU
NAPT
NAT

NG—DLC
NOS
NSP
nVod
nVoD

OSGi
PC
PDN
PON

POTS
PPP

PPPoE
PS
PVC
PVR

QoS
RADIUS
RAM

RF

RFC
RG

RQoS
RSVP
RT—DSLAM
SCART

SCSI
SIP
SLA
SLO
SM
SONET
SP
STB
SVC
TCP

June 2004

Internet Protocol
IP Control Protocol

Secure Internet Protocol
IP Version 4
Infrared

Internet Service Provider

Joint Photographic Experts Group
Left/Right
Layer 2
Layer 3
Local Area Network

Long Distance

Logical Link Control
Line Printing Data Terminal
Medium Access Control
Movie

MPEG Audio Layer 3
Motion Pictures Expert Group
Multi-Protocol Label Switching

Message Transfer Unit
Network Address and Port Translation
Network Address Translation

Next Generation Digital Loop Carrier
Network Operating System
Network Service Provider
Near Video on Demand
Near Video on Demand

Open Services Gateway Initiative
Personal Computer
Premises Distribution Network

Passive Optical Network
Plain Old Telephone Service
Point-to—Point Protocol
Point-to-Point Protocol over Ethernet

POTS Splitter
Permanent Virtual Circuit
Personal Video Recorder

Quality of Service
Remote Access Dial-In User Service

Remote Access Multiplexer

Radio Frequency
Request For Comments
Routing Gateway
Relative QoS
ReSource reserVation Protocol

Remote Digital Subscriber Line Access Multiplexer

Syndicat des Constructeurs d'Appareils Radiorécepteurs et Téléviseurs
Small Computer Systems Interface
Session Initiation Protocol

Service Level Agreement

Service Level Objective
Service Module

Synchronous Optical Network
Service Provider

Set Top Box
Switched Virtual Circuit
Transmission Control Protocol
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TV Television

UBR Unspecified Bit Rate
UDP User Datagram Protocol
UPnP Universal Plug and Play
USB Universal Serial Bus
UTP Untwisted Pair

VAC Volts Alternating Current
VBR-nrt Variable Bit Rate - non-Real Time
VBR-rt Variable Bit Rate - Real Time
VC Virtual Circuit
VDC Volts Direct Current

VDSL Very high speed DSL
VLAN Virtual Local Area Network
VoD Video on Demand

VoIP Voice over Internet Protocol

VTP VDSL Termination Processing
WAN Wide Area Network

WEP Wireless Encryption Protocol
WMV Windows Media Video
WPA Wi-Fi Protective Access

XML Extensible Markup Language
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9 APPENDIX C —PREMlSES NETWORK TECHNOLOGIES

The following tables list example applications identified in TR-O58 and a rough estimate of the downstream
bandwidth required to them. This information can then be used with Table 4 to gauge the appropriate
technologies to deploy in a particular environment.

 
 

 

 
 
 

 

Typical bandwidth
TV Focused Services (downstream

Broadcast TV — (e.g., MPEG2) 2 to 6 Mb/S

High definition TV- HDTV 12 to 19 Mb/S

Pa Per View and NVOD e. 2 to 6 Mb/S
2 to 6 Mb/s

Less than 0.5 Mb/s

Service T 1- e‘
Parameterized QoS

Parameterized QoS

‘ Prioritized QoS
Prioritized QoS
Best Effort

 

 
 
 
 

 

 

 
 

 

., MPEG2)

 
 

Navigator and EPG (can be locally launched and
u dated in non real time)
Picture in Picture —two MPEG2 channels Up to 12 Mb/s Parameterized QoS

Picture in Browser— one MPEG2 Up to 9 Mb/s Prioritized QoS
Personal \fideo Records PVR — replay MPEG2 file off 2 to 6 Mb/s local Prioritized QoS
hard disk
ITV - TV tele hon features Less than 64 Kb/s Best Effort

- TV browser Up to 3 Mb/s Best Effort
- TV e-mail U to 3 Mb/s Best Effort

 

 
  

  
  

 
 

 

  
 

 

 

 

 
 

 

 
 

 
 

 

 
  

— TV Instant Messaging Up to 3 Mb/s- TV Chat Up to 3 Mb/S _ Best Effort

- TV on-screen notification Less than 64 Kb/s- TV interactive games Up to 3 Mb/s Best Effort
 - TV Audio Juke Box Less than 128 Kb/s Prioritized QoS

Table 3 : TV Delivered Applications and Their Traffic Characteristics

Typical bandwidth

PC Focused Services (downstream) Service Type‘
High Speed lntemet Access (browsing, IM, Chat, FTP, Up to 3 Mb/s Best Effort
VPN. access, etc)
Server based E-Mail As above Best Effort
Live TV on PC 300 to 750 kb/s Prioritized QOS
Video on Demand 300 to 750 kb/s Prioritized Q08

Video Conferencing 300 to 750 kb/s Prioritized QoS
Voice/\fideo telephony 64 to 750 kb/s Prioritized QoS
Interactive Games 10 to 750 kb/s Prioritized QoS

Remote Education I 300 to 750 kb/s Prioritized QoS

 
Table 4 : PC Delivered Applications and Their Traffic Characteristics

Notes:

1. Service types are those listed in Table 1 - Home Network Traffic Classes.
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The following table shows rough rules of thumb, intended to provide an estimation of how well the different
technologies might work in homes. Actual speeds and ranges will vary considerably based on many factors
including (but not limited to) vendor selection, installation as well as the caveats included in the “Notes"
section.

The last column in the table notes whether a standard to support QoS exists for the networking technology.

Even in cases where a technology exists, equipment that supports the Q08 standard does not tend to be

widely available at this time. It should never be assumed that equipment supports QoS, unless it is explicitly

  
  
 

 
  
  

 
 
 

  

  
 

 

  
  

 
  
 
  
  

  
  

 

 
 

 
 

stated.

90Mbps 00$
+ Standard

100bT Ethernet V 802.1d

over CAT5 cable I Annex H.2
10bT Ethernet No 802.1d
over CAT5 cable Annex H.2
802.11b #, 1 No 802.11e

35m or1 room no
walls

802.11g /40- v’ 30- /1 #1 No No 802.11e
50m or 2 room, no room, no

walls walls walls

802.11a I 30- I 20- »/1 #1 No No 802.11e
35m or 25m or 1 room, no room, no
1.5 wall walls

HomePlug 1.0 No HomePlug
Q08

mapped to
802.1d

Annex H.2

HPNA 2.0 No

HPNA 3.0 V

Table 5 : Rate/Reach Distances for Home Networking Premises Distribution Technologies

Notes:

+ = speeds shown represent approximate application throughput achievable after physical, link and IP
overheads are taken into consideration.

# = this rate can be achieved in a few homes

% = this rate can be achieved in a majority of homes

/ = can generally cover an entire average house at this rate
1 = claims higher bit rate possible, but that is generally not achievable
2 = without 802.11b present

3 = 802.11a is not currently allowed outside North America and Japan

4 = in chart, wall = regular inside wall; floor = 2 inside walls; outside wall = 4 inside walls
5 = assumes not plugged in through surge protector or UPS, circuit not overloaded
6 = assumes minimum of CAT3 wiring

7 = wireless performance is heavily influenced by materials used in home construction, the position of walls,
mirrors, fireplace, closets, furniture, presence of Bluetooth, 2.4GHz phones, microwave ovens, etc.

8 = HomePlug and HomePNA have traffic classification features but they are not accessible by applications.
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Contact Us
  Investor Relations __ News Center

WebSTAR User's Guides
Consumers Home

Note: You will need Adobe Acrobat Reader in order to view these documents.
E"9'°"°" “nub Click on the Acrobat Reader graphic to get it if you don't have it.
FAQ:

Downloads
 

High Speed Data

 
DP>(100[120 Cable DPX110 Cable DL30 DPX[EPX2100 DPC[EPC2100

Modern Modem  , Cable Modem Cable Modem
 

Voice over IP (VoIP)

' DPX[EPX2203 - 
DPX213 VoIP VoIP Cable DPX PX22 V 1" DPC[EPC2203 VoIP DPX[EPX2213 VoIP
Cable Modem Modem  Cable Modem Cable Modem

I l

Home Gateways

' DPR(EPR2§2Q Cable Modem, I
 'Bm£ DPR(EPR2325 Cable Modem

Router Point Gateway

 

 

Home Networking

Eifixfl
DPW700 Wireless LAN DPW730 USB Wireless

’Ada'pter’PCMCIA’Ca’rd" Networking Adapter DPW939'USB’Wire|ess DPW941 Wireless’ *
User's Guide Quick User's Guide Quick Networking Adapter Ethernet Adapter

Install Guide Install Guide User's Guide User's Guide
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Introduction

Welcome to the exciting world of digital home and office networking. Your new WebSTAR”" DPR2320”‘ or
DPR2325T'“ Cable Modem Gateway combines a cable modem, router, and an 802.11g wireless access point in a
single device to provide a cost-effective solution for both home and small office networking. This combination
allows several users to share one high-speed broadband connection across multiple PCs, laptops, digital
cameras, personal data assistants (PDAs), and Internet devices, thereby make sharing files and photos with your
family and friends hassle free. With a WebSTAR Cable Modem Gateway, your Internet enjoyment and business
productivity will surely soar.

This guide provides procedures and recommendations for placing, installing, configuring, operating, and
troubleshooting your cable modem gateway for Internet access and for high-speed wired or wireless broadband
networking for your home or office. Refer to the appropriate section in this guide for the specific information you
need for your situation. Contact your cable service provider for more information about subscribing to these
services.

Benefits and Features

Your new cable modem gateway offers the following outstanding benefits and
features:

o Provides a high-speed broadband Internet connection that energizes your
online experience, and makes downloading and sharing files and photos with
your family and friends hassle free

0 Allows you to attach multiple devices in your home or office to the cable
modem gateway for high-speed networking and sharing of files and folders
without first copying them onto a CD or diskette

o Facilitates high-speed wireless networking of PCs, laptops, and PDAs using
the built-in 802.11g wireless access point

- Offers an integrated router (gateway) to simplify setting up a home or office
network

0 Includes dual antennas (one internal and one external) to provide more
uniform wireless coverage in the service area

o Features Plug and Play operation for easy set up and installation

0 Provides parental control and advanced firewall technology

o Includes four Ethernet connections (one connection on the DPR2320) and a
USB connection for enhanced versatility and flexibility

a Utilizes an attractive compact design that allows for vertical, horizontal, or
wall-mount placement

0 Allows automatic software upgrades by your cable service provider

—— mo W Assures_a_broad_range43feinteroperabi|ity_with_ most _cab|e_s,eI:v_ic,e_pr_o_viders_

by complying with Data Over Cable System Interface Specifications
(DOCSIS) 1.0, 1.1, and 2.0 standards along with Cab|eHome 1.1
specifications
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Notice for CATV Installers

Notice for CATV Installers

If you are a CATV installer, read the information in the box below.

Note to CATV System Installer CAUT]0N

(USNCanada Only)
This reminder is provided to call the CATV °° "°T °"E"
system installers attention to Article 820-40 AVIS
of the NEC (Section 54, Part I of the Canadian “WE DE mm ELEWMUE
Electrical Code), that provides guidelines for —
proper grounding and, in particular, NE momma
specifies that the CATV cable ground shall CAUTION: To reduce the risk of electric
be connected to the grounding system of $h°°k- d0 '10‘ '9m°Ve °0Ve" (OT back)-
the building as close to the point of cable N° “3e"'se“’i°eab'e parts inside“ Refer
entry as pra’ctica|_ servicing to qualified service personnel.WARNING

TO PREVENT FIRE OH ELECTRIC SHOCK,
DO NOT EXPOSE THIS UNIT TO RAIN OR
MOISTURE.

This symbol is intended to alert you that
uninsulated voltage within this product may This symbol is intended to alert you of the
have sufficient magnitude to cause electric shock. presence of important operating and
Therefore, it is dangerous to make any kind of maintenance (servicing) instructions in the
contact with any inside part of this product. literature accompanying this product.
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IMPORTANT SAFETY INSTRUCTIONS

  /T‘--. WARNING:

To avoid electric

shock and fire hazard,

match the plug and
outlet connections

carefully, then fully
insert. If the plug and
outlet do not match, or

you cannot fully insert
the plug, contact an
electrician to update

your power outlets.

 

 
 
 

 

 
  

Heed Warnings

Adhere to all warnings on the product and in the operating instructions.

Read, Retain, and Follow These Instructions

Read all of the instructions before you operate this product. Follow all operating
instructions that accompany this product. Retain the instructions for future use.

Give particular attention to all safety precautions.

Comply With Warnings

Avoid electric shock. Comply with all warnings and cautions in the operating
instructions, as well as those that are affixed to this product.

Power Warnings

Providing a Power Source

A label on this product indicates the correct power source for this product.

Operate this product only from an electrical outlet with the voltage and frequency
indicated on the product label.

If you are uncertain of the type of power supply to your home or business,
consult your cable service provider or your local power company.

Grounding This Product (U.S.A and Canada Only)

If this product is equipped with either a three-prong (grounding pin) safety plug or
a two-prong (polarized) safety plug, follow these safety guidelines to properly
ground this product:

- For a 3-prong plug (one prong on this plug is a protective grounding pin),
insert the plug into a grounded mains, 3-prong outlet.

Note: This plug fits only one way. If you are unable to insert this plug fully
into the outlet, contact your electrician to replace your obsolete outlet.

o For a 2-prong plug (a polarized plug with one wide blade and one narrow

blade), insert the plug into a polarized mains, 2-prong outlet in which one
socket is wider than the other.

Note: If you are unable to insert this plug fully into the outlet, try reversing the
plug. If the plug still fails to fit, contact an electrician to replace your obsolete
outlet.
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A WARNING:
Avoid electric shock
and fire hazard! Do not

overload mains AC
outlets and extension

cords. For products
that require battery
power or other power
sources to operate
them, refer to the

operating instructions
for those products.

 

&WARNlNG:
Avoid personal injury
and damage to this
product! An unstable
surface may cause

this product to fall.
 

EXHIBIT A

Important Safety Instructions

Overloading

Do not overload electrical outlets, extension cords, or integral convenience

receptacles as this can result in a risk of fire or electric shock. For products that
require battery power or other sources to operate, refer to the operating
instructions for that product.

Preventing Power Cord Damage

Arrange all power cords so that people or pets cannot walk on the cords. Do not
place objects on the cords. Do not lean objects against the cords. Placing objects
on or leaning objects against cords can damage the cords. Give particular
attention to cords at the point at which the cord connects to plugs, at the
electrical outlets, and where the cords exit the product.

Usage Warnings

Providing Ventilation

This product has openings for ventilation that protect it from overheating. To
ensure the reliability of this product, do the following:

0 Do not block or cover these openings.

0 Do not place entertainment devices (such as VCRs or DVDs), lamps, books,
vases with liquids, or other objects on top of this product.

o Do not place this product in any of the following locations:

— On a bed, sofa, rug, or similar surface

— Near heat sources such as radiators, heat registers, stoves, or other

products (including amplifiers) that produce heat

— In an enclosure, such as a bookcase or rack, unless the installation

provides proper ventilation

Selecting a Proper Location

Place this product in a location that is close enough to an electrical outlet and
where the power cord is easily accessible to be disconnected from the wall outlet
or from the rear panel of the product.

important: The power cord is the mains power supply disconnect device.

Place this product on a stable surface. The surface must support the size and
weight of this product.

Cleaning This Product

Before cleaning this product, unplug it from the electrical outlet. Use a damp cloth
to clean this product. Do not use a liquid cleaner or an aerosol cleaner. Do not
use a magnetic/static cleaning device (dust remover) to clean this product.
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