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Example A message sequence on a control channel for sending a short data
message from one radio unit to another radio unit on the same site.
In this example, the data message comprises an address codeword and
two appended data codewords.

4. HEAD + data

5. HEAD + data

1. ALH

2. RQC

3. AHYC

6. ACK

7. ACK

General Aloha invitation (three-slot frame).

Random access request to transmit a short data message.
(The request indicates the number of timeslots required
for the data message: in this case, two slots.)

Short data invitation message
acknowledges the RQC message
instructs the calling unit to send the data
message in the next two slots
inhibits random access in the next slot.

The calling radio unit sends its short data
message to the TSC. In this example the
message comprises an address codeword (HEAD)
and two appended data codewords.

The TSC forwards the short data message to
the called radio unit.

The second data codeword contains a flag (RSA)
which is set to '0' to inhibit random access
in the following slot, thus reserving the slot
for a response from the called unit.

Acknowledgement ACK(QUAL=O) from the called radio
unit - data message accepted.

Acknowledgement ACK(QUAL=O) sent to the calling unit
to indicate that the called unit has accepted the
data message. In this example the TSC immediately
repeats the ACK message, for added reliability.
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14.1 TSC Procedures for Short Data Messages

14.1.1 Responses to a short addressing Roe message

A radio unit requests to send a short data message by generating an
RQC message, complying with the random acceSB protocol. On receiving a
short addressing RQC message (with EXT = 1, or with EXT 0 and IDENT1 set
to a valid called party ident), the TSC shall send one of the following
responses:

•••

a.

b.

c.

ACKI(QUAL=l), ACKQ(QUAL=l), ACKX or ACKV, with PFIX/IOENT2 as the
calling unit's individual addresB and IDENTl as the called ident
(or PABXI for a call to a PABX extension).

ACKT(QUAL=D), with PFIX/IDENT2 as the calling unit's individual
address.

An AHYC message instructing the calling unit to send its data message.

• For acceptable delay, see 7.2.4. See also 14.1.4 and 14.1.5.

14.1.2 Responses to an extended addressing Roe message

A radio unit requests to send a short data message by generating an
RQC message, complying with the random access protocol. On receiving an
extended addressing RQC message (with EXT = 0 and IDENTl = IPFIXI, PSTNGI
or PABXI), the TSC shall send one of the following responses:

•••••
a.

b.

c.

ACKI(QUAL=l), ACKX or ACKV(QUAL=O), with the same prefix and
idents as the RQC.

An AHYC message instructing the calling unit to send the full called
address information.

An AHYC message instructing the calling unit to send its data message.

•••••••••

For acceptable delay, see 7.2.4. See also 14.1.3 to 14.1.5.

14.1.3 Instruction to send extended address information

After receiving an extended addressing RQC message, the TSC may demand
the full called address (if appropriate), by sending the AHYC message with:

the same prefix and idents as the RQC
(i.e. IDENT1 set to IPFIXI, PSTNGI or PABXI as appropriate, and

PFIX/IDENT2 set to the calling unit's address)
DESC set to indicate the appropriate gateway (see 5.5.3.2.8)
SLOTS set to correspond to the RQC
(i.e. if IDENT1=PSTNGI and FLAGl=l then SLOTS='lO' else

SLOTS='Ol').

The AHYC message instructs the calling unit to send the called party
address information in the following SLOTS slot(s) (see 9.2.2.1). If the
TSC does not successfully decode the address information, it may repeat the
AHYC message or transmit ACKV(QUAL=O) to indicate failure of the
transaction.
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Note that, when the radio unit sends its short data message, it
supplies the called address (prefixjident) in the data message header.
Therefore, for an interprefix call, the TSC need not demand the called
address separately unless it is required for operational convenience.

••
14.1.4 Instruction to send the short data message

14.1.5 Acknowledgements sent to indicate progress of ROC transaction

For maximum acceptable delay of repeats of acknowledgements ACKX, ACKV,
ACKT and ACK, see time-out TB in 14.2.4.

After receiving an RQC message, the TSC may demand the short data
message from the calling radio unit by sending the AHYC message, with:

•

••

••
••

•••

•

•
••

••

•

•

Intermediate acknowledgement; more signalling to
follow.
System is busy. Wait for further signalling.
Called party engaged. Wait for further signalling.
Invalid call e.g. TSC does not support short data

messages, or called party is not
equipped to accept the message.

System or called unit overload; message rejected.
Called unit not in radio contact or transaction
abandoned.
Called party engaged (and TSC will not hold the
request) or called unit does not wish to accept the
message.
Called party's data calls have been diverted.
Transaction has been successfully completed.

ACKI (QUAL=l )

ACKQ (QUAL=O)
ACKQ (QUAL=l)
ACKX (QUAL=O)

ACKX (QUAL=l )
ACKV (QUAL=O)

ACKV (QUAL=l )

ACKT (QUAL=D)
ACK (QUAL=O)

IDENT1 set to SDMI
PFIXjIDENT2 set to the calling unit's address
DESC set to '000'
SLOTS equal to SLOTS from the RQC.

The AHYC message instructs the calling unit to send its short data message
in the following SLOTS slots (see 9.2.2.1). If the TSC does not
successfully decode the short data message, it may repeat the AHYC message
or transmit ACKV(QUAL=O) to indicate failure of the transaction.

The TSC may send acknowledgement messages to indicate to a calling
radio unit the progress of its short data transaction - for idents, see
5.5.2.1. (For an extended addressing call, acknowledgements ACKQ,
ACKV(QUAL=l), ACKT(QUAL=O) and ACK(QUAL=O) are not appropriate until the
called address has been obtained. Acknowledgements ACKQ(QUAL=O) and
ACK(QUAL=O) are not appropriate until the short data message has been
obtained.)

Note that AHYC bars random access only in the first following return
slot. When demanding a short data message, the TSC shall take appropriate
action to reserve the subsequent return slot(s) if they are within a frame
(e.g. by sending the AHY message with both idents set to DUMMYI).
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14.1.6 Availability check on called radio unit

Before transmitting a short data message to a radio unit, the TSC may
check that the unit is in radio contact (and suitably equipped). It uses
the AMY message, with:

bit POINT set to '0'
bit CHECK set to '0'
bit D set to '1'
bit E set to '0'
bit AD set to '0'
PFIX/IDENTl as the called unit's address
IDENT2 set to SDMI.

The AHY message demands a response in the following slot from the called
unit (see 9.2.2.26).

The TSC may indicate the result of the availability check to a calling
radio unit by sending appropriate acknowledgement(s) (see 14.1.5).

14.1.7 Informing called party

The TSC transmits a short data message to a radio unit, a group or all
units in the system by sending the HEAD message on a control channel (see
5.6.2). The data message may have originated from the TSC itself, or from
a radio unit (using RQC etc.), a line unit, a PABX extension or the PSTN.

The HEAD address codeword indicates the number of appended data
codewords (up to four), and contains two 20-bit addresses: the called
address and calling address (or gateway). The user data is contained in
the data codewords. For an individually addressed short data message sent
within a frame, the TSC shall set the RSA flag in the last data codeword
(or in the "filler" data codeword) to '0', to inhibit random access in the
next slot.

For an individually addressed short data message, the HEAD message
demands a response from the called unit (see 14.3.1.1). If the response is
ACK(QUAL=O), ACKX or ACKV(QUAL=l), the TSC may send appropriate
acknowledgement(s) to a calling radio unit (see 14.1.5). If the TSC does
not successfully decode a response, or if the response is ACKB(QUAL=1), it
may repeat the HEAD message. If the called unit cannot be contacted, the
TSC may indicate the failure to the calling unit by sending ACKV(QUAL=O).

For a short data message addressed to a group (or system-wide), the
called units do not respond; the TSC may repeat the data message, to
increase the probability of successful receipt. After transmitting the
short data message, the TSC may send ACK(QUAL=O) to a calling radio unit.

14.1.8 Aborting the transaction

A calling radio unit may abort its short data transaction by
generating an RQX message (see 5.5.3.1.3), complying with the random access
protocol. On receiving an RQX message aborting a short data transaction,
the TSC shall send a response: ACK(QUAL=l) with the same prefix and idents
as the RQX.

Page 14-5

Petitioner Cox Communications - Exhibit 1005 Page 207f 

 

Find authenticated court documents without watermarks at docketalarm.com. 

https://www.docketalarm.com/


14.1.9 TSC time-out

The TSC may operate a time-out on the maximum time for which it holds
a short data message (for example, waiting for the called party to be
free).

The TSC may instruct a calling radio unit to restart its waiting timer
TJ or TW, by sending the AHY message with bit POINT set to '1'; see 9.1.1.7
and 9.2.2.3. If a time TJ or TW, minus the tolerance on the radio unit's
timer, elapses since the last message it received for a short data
transaction (from the calling unit), the TSC shall not send any further
signalling for the transaction. See also 14.2.6.
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