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1              Deposition of RICHARD BENNETT

                     April 28, 2016

2

3             (Reporter disclosure made pursuant to

4        Article 8.B of the Rules and Regulations of the

5        Board of Court Reporting of the Judicial

6        Council of Georgia.)

7

8        RICHARD BENNETT, having been first duly sworn,

9   was examined and testified as follows:

10        EXAMINATION

11        BY-MR. RITCHESON:

12        Q.   Could you state and spell your name for

13   the record, please?

14        A.   Richard Bennett, B-E-N-N-E-T-T.

15        Q.   Thank you, Mr. Bennett.  My name is Steven

16   Ritcheson.  I introduced myself earlier.  I'm one of

17   the attorneys representing a company known as Joao

18   Control and Monitoring Systems.

19             Do you understand that?

20        A.   Yes.

21        Q.   Okay.  I'm going to refer to that entity

22   as "JCMS" today.

23             Is that all right with you?

24        A.   That's fine.

25        Q.   Okay.  My understanding is that you are
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1   a -- an expert that has been retained by Cox

2   Communications; is that accurate?

3        A.   That's correct.

4        Q.   Were you actually retained by Cox or by a

5   law firm on behalf of Cox?

6        A.   By a law firm on behalf of Cox.

7        Q.   And what law firm is that?

8        A.   Kilpatrick Townsend & Stockton.

9        Q.   Have you been retained by any other law

10   firms to act as an expert on behalf of any entity

11   with respect to a JCMS patent?

12        A.   Yes, I have.

13        Q.   What other entities?

14        A.   Venable and K&L Gates.

15        Q.   And who is or was Venable's client?

16        A.   Theirs was Verizon and some entities

17   associated with Verizon.

18        Q.   Does Terremark sound familiar?

19        A.   Yeah, Terremark.

20        Q.   And that's T-E-R-R-E-M-A-R-K?

21        A.   I believe so.

22        Q.   And who is or was the K&L client?

23        A.   Time Warner Cable or some entity

24   affiliated with Time Warner Cable.

25        Q.   Have you heard of a company named Icontrol
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1   Networks?

2        A.   Yes, I have.

3        Q.   Is that one of the entities that you were

4   also --

5        A.   Could be.

6        Q.   Okay.  One of the things that -- you've

7   been deposed before; correct?

8        A.   Yes.

9        Q.   And, in fact, you've been deposed with

10   respect to some of the JCMS patents before?

11        A.   Yes, I have.

12        Q.   One of the key things I'd like to remind

13   you of, and it's for our sake, as well as the court

14   reporter's, make sure we give each other time to

15   finish our questions and answers before we start

16   again; okay?

17        A.   That's great.

18        Q.   Okay.  Roughly how many times have you

19   been deposed before?

20        A.   Just the times that -- on the two patents

21   that I was deposed on relative to JCMS.

22        Q.   Okay.  Do you have any -- do you have any

23   questions about the -- this process that I can

24   answer for you?

25        A.   No.
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1        Q.   Okay.  During the day today, we're going

2   to take breaks occasionally, and tomorrow.  We'll

3   take breaks occasionally, but you're not allowed to

4   speak with counsel about your testimony, either the

5   testimony you've given or the testimony you expect

6   to give.

7             Do you understand that?

8             MR. RITCHESON:  Objection.  Form.

9             THE WITNESS:  I wasn't aware of that.

10        Q.   (By Mr. Ritcheson)  Okay.  If -- in light

11   of that, will you follow my instruction not to speak

12   with your counsel about your testimony or would you

13   like me to inquire about it as we go ahead?

14             MR. HOLLOWAY:  There's no bar.  If you

15        want to ask him questions after the break if we

16        talked about stuff, you're allowed to do that.

17             MR. RITCHESON:  There is a bar, as you

18        probably know or you may not know.  There is a

19        bar that prohibits you from speaking with

20        Mr. Bennett regarding his testimony.

21             MR. HOLLOWAY:  There is a rule that states

22        if I talk to him while he's on the stand, you

23        are allowed to ask him about that.

24             MR. RITCHESON:  We'll find the rule for

25        you.
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1             MR. HOLLOWAY:  Okay.

2        Q.   (By Mr. Ritcheson)  With respect to any

3   breaks we take, I'll ask you what you said to your

4   attorneys if you spoke with him; okay?  Okay?

5        A.   You're welcome to ask me that.

6        Q.   Now, this isn't your first time acting as

7   an expert; correct?

8        A.   Correct.

9        Q.   How many times have you acted as an expert

10   before?

11        A.   I acted as an expert in two previous cases

12   with Kilpatrick Townsend and I filed expert

13   declarations, and I've -- yeah, that's it as an

14   expert.  I've worked as a consultant with law firms,

15   as well.

16        Q.   It's true that you've never testified at a

17   trial before?

18        A.   That's correct.

19        Q.   Okay.  Are you paid hourly for your

20   services as an expert in this case?

21        A.   Yes, I am.

22        Q.   And how much do you charge for an hour?

23        A.   I don't actually remember the rate for

24   this case.  I think it's 5- to $600 an hour,

25   something like that.
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1        Q.   Is that the same amount that was

2   applicable to the other proceedings that you

3   mentioned involving the JCMS patents?

4        A.   On JCMS, yes, it's the same rate as the

5   previous JCMS cases.

6        Q.   We're here today to discuss two IPRs.  Do

7   you understand what I mean by "IPR," inter partes

8   review?

9        A.   Yes.

10        Q.   So if I say "IPR," you understand what I'm

11   talking about?

12        A.   Yes, although it's ambiguous.

13   Intellectual property rights also means IPRs.

14        Q.   Okay.  For the purposes of today, let's

15   have it be inter partes view.

16        A.   Yeah.

17        Q.   There's two IPRs that we're here to talk

18   about today.

19             You understand that; correct?

20        A.   Uh-huh (affirmative).

21        Q.   That's a "yes"?

22        A.   Yes.

23        Q.   One of the other rules, by the way, is to

24   give an actual verbal response so that she knows

25   what to write down; okay?
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1        A.   Okay.

2        Q.   You understand that those IPRs relate to

3   the '130 patent and the '363 patent?

4        A.   Yes, I do.

5        Q.   With respect to those two matters, you

6   submitted a declaration?

7        A.   Yes, I did.

8        Q.   Two declarations --

9        A.   Yes.

10        Q.   -- one for each?

11        A.   Yes.

12        Q.   Roughly how much time did you spend

13   preparing those two declarations?

14             I should ask a foundational question.  Did

15   you prepare those declarations?

16        A.   Yes.

17        Q.   How much time did you spend preparing

18   those declarations?

19        A.   I think it was roughly on the order of 20

20   hours.

21        Q.   20 hours each or 20 hours total?

22        A.   I think probably about 20 hours total.  It

23   could have been more.  I'd have to check my records.

24        Q.   And how much time have you spent in --

25   with respect to the '363 and '130 IPRs?
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1        A.   About the same.

2        Q.   So you haven't done anything since you did

3   your declaration?

4        A.   You mean how much time did I spend, say,

5   preparing for this deposition?

6        Q.   Or anything you've done in the interim

7   since you completed the declaration.

8        A.   Since I completed those, the only thing

9   I've done is prepared for this deposition, which I

10   did by simply rereading all the exhibits that were

11   filed.

12        Q.   And how much time did you spend in

13   preparing for today's deposition?

14        A.   I spent about 10 to 15 hours.

15        Q.   That's total, right, not per IPR?

16        A.   Yes.

17        Q.   When were you actually retained by an

18   entity with respect to the JCMS patents?

19        A.   With respect to the ones we're dealing

20   with today?

21        Q.   Yes.

22        A.   That would have been last July.

23        Q.   And who initially retained you last July?

24        A.   I believe it was Mr. Holloway, wasn't it?

25             MR. RITCHESON:  What was the question?

Page 12

Veritext Legal Solutions
800-567-8658 973-410-4040 

12 of 223
 
JCMS - EXHIBIT 2005 
CoxCom, LLC v. JCMS



1        I'm sorry.

2             THE WITNESS:  Were you the one who

3        retained me?

4             MR. HOLLOWAY:  My name may have been on

5        the letter.

6             THE WITNESS:  Yeah, I got an e-mail from

7        somebody in the -- in the office here.

8        Q.   (By Mr. Ritcheson)  And that was on behalf

9   of Cox Communications; is that correct?

10        A.   Yes.

11        Q.   Were you then subsequently retained by the

12   Venable and K&L firms?

13        A.   That was a previous matter.

14        Q.   That was a previous matter.  Okay.

15             When were you retained by those firms?

16        A.   That was some months prior to being

17   retained on this matter.

18        Q.   With respect to the declaration that you

19   provided in this case, did you provide copies of

20   that, drafts of that, for comment to Venable and

21   K&L?

22             MR. HOLLOWAY:  Could you read that back?

23             (Whereupon, the record was read by the

24        reporter as follows:

25                       Question, "With respect to the
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1        declaration that you provided in this case, did

2        you provide copies of that, drafts of that, for

3        comment to Venable and K&L?")

4             THE WITNESS:  So you're asking me about

5        the process and the preparation of my expert

6        declaration and what sort of communication I

7        had with the attorney?

8        Q.   (By Mr. Ritcheson)  I'm asking you if you

9   had communication with attorneys at the Venable and

10   K&L firm with respect to your declarations?

11             MR. HOLLOWAY:  You can answer that "yes"

12        or "no."

13             THE WITNESS:  Yes.

14        Q.   (By Mr. Ritcheson)  Who?

15             MR. HOLLOWAY:  Wait, wait, wait.  Just so

16        we're clear, he's asking about the declarations

17        in the Cox-only IPRs.

18             THE WITNESS:  Okay.

19             MR. RITCHESON:  Yes.

20             MR. HOLLOWAY:  So I just want to make sure

21        the question's clear.

22        Q.   (By Mr. Ritcheson)  Yes.  Do you

23   understand what I'm getting at?

24        A.   You want to know who I talked to at

25   Kilpatrick about the --
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1        Q.   Well, first I want to make sure that any

2   ambiguity is clarified.

3             With respect to the declarations that you

4   submitted in these IPRs that we're here to talk

5   about today -- you know what, strike that.  We've

6   had these marked, so let's actually --

7             MR. HOLLOWAY:  Let's use numbers or names

8        for them.

9             MR. RITCHESON:  Exactly.  Exactly.

10             MR. HOLLOWAY:  Thank you.

11        Q.   (By Mr. Ritcheson)  With respect to -- and

12   I've got -- I'm sorry it's disorganized, but there's

13   a pile in front of you that --

14             MR. HOLLOWAY:  Is this for me?

15             MR. RITCHESON:  That is for you.

16             MR. HOLLOWAY:  Okay.

17             MR. RITCHESON:  It was arranged hastily.

18             MR. HOLLOWAY:  That's fine.  Thank you.

19             (Patent Owner's Exhibit 2 was marked for

20        identification.)

21        Q.   (By Mr. Ritcheson)  With respect to

22   Exhibit No. 2, this is a Declaration of Richard

23   Bennett in Support of Petition for Inter Partes

24   Review of U.S. Patent No. 6,549,130.

25             Let me hand this to you and ask you if you
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1   recognize that?

2        A.   Yes, I do.

3        Q.   Okay.  As a matter of convention, we

4   frequently refer to patents by the last three

5   numbers.

6        A.   Yes, I'm familiar with that.

7        Q.   So we'll refer to this, okay, as the '130

8   declaration.

9        A.   That's fine.

10        Q.   Okay.  So with respect to Exhibit 2, did

11   you provide Exhibit 2 in draft form to the attorneys

12   at Venable or K&L Gates for comment?

13        A.   Yes, I did.

14        Q.   Okay.  There's also another declaration

15   that you provided with respect to the '363 patent.

16   I don't think we marked that.  We might as well take

17   care of that while we're here.

18             (Patent Owner's Exhibit 8 was marked for

19        identification.)

20        Q.   (By Mr. Ritcheson)  Exhibit 8 that we've

21   had marked for identification is the Declaration of

22   Richard Bennett in Support of Petition for Inter

23   Partes Review of U.S. Patent No. 7,397,363.

24             Have you seen this document before?

25        A.   Yes, I have.
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1        Q.   Okay.  And are Exhibit 2 and Exhibit 8,

2   are those the declarations that you submitted with

3   respect to the '130 and '363 patents, respectively?

4        A.   They appear to be.

5        Q.   With respect to Exhibit 8, did you provide

6   drafts of Exhibit 8 to attorneys at Venable and/or

7   K&L Gates for comment?

8        A.   Yes, I did.

9        Q.   Did you actually receive comments from

10   Venable and K&L Gates attorneys with respect to

11   Exhibits 2 and 8?

12        A.   Yes, I did.

13        Q.   And did you incorporate those comments

14   into the final version of the declaration that you

15   submitted in this matter?

16        A.   Some I did; some I didn't.

17        Q.   Okay.

18             MR. HOLLOWAY:  I'm going to object to this

19        entire line because the witness is actually

20        wrong.

21             THE WITNESS:  Oh.

22             MR. RITCHESON:  Well, I object to your

23        objection.

24        Q.   (By Mr. Ritcheson)  With respect to the --

25   strike that.
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1             With respect to the Venable and K&L Gates

2   attorneys, do you remember which attorneys you

3   interacted with with respect to Exhibit 2 and

4   Exhibit 8?

5             MR. HOLLOWAY:  Objection.  Foundation.

6             THE WITNESS:  What's the question?

7        Q.   (By Mr. Ritcheson)  Who at K&L Gates

8   and/or Venable did you --

9        A.   K&L Gates and Venable, what does that have

10   to do with this case?

11             MR. HOLLOWAY:  Objection.  Foundation.

12        Q.   (By Mr. Ritcheson)  You can answer my

13   question.

14        A.   Huh?

15        Q.   You can answer my question.

16        A.   I don't see the relevance of it.

17        Q.   It's all right.  You don't have to.

18             The process, just so you're clear, is I

19   get to ask questions and you get to answer them.

20   There are certain occasions where your attorney may

21   instruct you not to answer, but at all other times,

22   you're required to answer.

23        A.   Oh.  So the attorney at K&L Gates is

24   Jackson Ho and at Venable was Megan Woodworth, I

25   think it is.
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1        Q.   Are you aware that there was a petition

2   for inter partes review that was submitted with your

3   declaration to the Patent Trial and Appeal Board?

4        A.   Yes, I was.

5        Q.   Did you review that document before it was

6   submitted?

7        A.   I don't believe I did.

8        Q.   Okay.  With respect to the two other

9   matters -- and this is just foundational -- with

10   respect to the two other matters that you -- where

11   you acted as an expert, those were cases in which

12   you provided expert reports?

13             MR. HOLLOWAY:  Objection.  Form.

14             THE WITNESS:  I'm not clear about what

15        you're asking.

16             MR. HOLLOWAY:  Can I request that we

17        identify these by IPR number or, at the very

18        least, petitioner party?  Because the witness

19        is confused as to what you are asking him about

20        the declaration.

21             MR. RITCHESON:  Okay.  You don't have to

22        have a speaking objection.  It's clear.

23             MR. HOLLOWAY:  I know, but the record

24        isn't clear at all.  You're using pronouns and

25        numbers and not identifying the actual IPR
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1        number or the petitioners.

2             MR. RITCHESON:  With respect to the

3        declarations, you're wrong.  I identified it

4        exactly by exhibit number.  Your objections are

5        inappropriate.  You need to stop.

6             MR. HOLLOWAY:  Okay.  I'm just objecting

7        to all of this --

8             MR. RITCHESON:  Okay.

9             MR. HOLLOWAY:  -- because there's no

10        clarity in what we're talking about.

11             MR. RITCHESON:  That's fine.

12        Q.   (By Mr. Ritcheson)  And if I'm unclear at

13   any point, let me know.  I'm not here to trick you

14   or surprise you or anything; I'm just trying to get

15   your testimony.  Okay?  Trust me.

16             When I was talking about the two other

17   matters, I'm sorry, I don't know what they're

18   called.  You testified that there were two cases

19   that you were retained by -- by K&L -- by Kilpatrick

20   previously --

21        A.   Uh-huh (affirmative).

22        Q.   -- is that correct?

23        A.   Yes.

24        Q.   And those aren't IPRs, were they?

25        A.   One -- well, I worked with Kilpatrick on a
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1   previous expert report on JCMS in which I was

2   deposed by Mr. Joao --

3        Q.   Right.  Okay.

4        A.   -- in Washington when -- a month or two

5   ago.

6        Q.   Okay.

7        A.   And before that, I worked on some other

8   cases that were for Kilpatrick Townsend clients that

9   are not relevant to JCMS.

10        Q.   Those were the ones that I was talking

11   about.  What were those cases --

12             MR. HOLLOWAY:  Objection.  Form.

13        Q.   (By Mr. Ritcheson)  -- that did not have

14   anything to do with JCMS?  I don't know what else to

15   call them.

16             MR. HOLLOWAY:  Objection.  Form.

17             THE WITNESS:  They were about Ethernet

18        patents.

19        Q.   (By Mr. Ritcheson)  And did you submit --

20   those were two cases?

21        A.   Well, it was -- it was actually -- there

22   was one case that went through two phases, so -- and

23   the initial -- it was an Ethernet patents case that

24   dealt with some patents that had originally been

25   granted to 3Com, to some people that I worked with
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1   at 3Com.

2             And in the initial phase, there was a

3   joint defense group of, oh, at least eight different

4   law firms that had different clients who had been

5   charged by the current patent owner.  The patent's

6   been through two or three different owners and the

7   current one is -- was about to expire, and so they

8   were trying to extract some license fees from

9   various companies, including clients of Kilpatrick

10   Townsend.

11        Q.   Who was the patent owner?

12             MR. HOLLOWAY:  Objection.  Form.

13             THE WITNESS:  I don't recall.  I mean, the

14        patent was originally a 3Com patent and 3Com

15        was acquired by HP.  It became an HP patent and

16        HP sold it to a patent assertion entity --

17        Q.   (By Mr. Ritcheson)  Okay.

18        A.   -- who was the -- and -- that had some

19   obscure name that it's hard for me to remember.

20        Q.   Have you ever had any of your opinions

21   stricken by a court or other judicial or

22   quasi-judicial body?

23        A.   No.

24        Q.   Have you ever had your testimony or

25   declarations limited by any court or judicial or
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1   quasi-judicial body?

2        A.   No.

3        Q.   Have you had any -- other than in this

4   case, have you had any occasion when a court or a

5   judicial or quasi-judicial body has found your

6   testimony to be insufficient?

7        A.   No.

8        Q.   With respect to -- I'd like to talk about

9   a couple of things having to do with -- let me back

10   up.

11             MR. RITCHESON:  Let me just for the record

12        so, Clay, you can maybe mark on your copies,

13        you know, what we have done with respect to

14        marking of documents, Exhibit 1 is Notice of

15        Deposition of Richard Bennett.

16             (Patent Owner's Exhibit 1 was marked for

17        identification.)

18        Q.   (By Mr. Ritcheson)  Have you seen this

19   document before?

20        A.   Yes, I have.

21        Q.   What do you understand that document to

22   be?

23        A.   Huh?

24        Q.   What do you understand that document to

25   be?
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1        A.   It's a notice that the deposition -- wait

2   a minute.  At the top, it says "Notice of Deposition

3   of Scott Andrews," so I'm a bit confused.

4             No, I haven't seen this before.

5        Q.   Okay.  Let me look.

6             The cover page reads "Notice of Deposition

7   of Richard Bennett."  In the body of it, it says

8   that "patent owner, by and through its attorneys,

9   will conduct cross-examination by deposition of

10   Richard Bennett..."; correct?

11        A.   That's what it says.

12        Q.   And you're Richard Bennett?

13        A.   Yes, I am.

14        Q.   Do you understand this -- notwithstanding

15   a -- apparently a typographical error that appears

16   at the very top of the second page, you understand

17   this to be the notice of deposition that required

18   you to come here and appear today?

19        A.   Yes.

20        Q.   Okay.  With respect to Exhibit 2, we've

21   previously identified that as the declaration you

22   submitted in the '130 IPR; correct?

23        A.   Correct.

24             MR. HOLLOWAY:  Objection.  Form.  It's

25        a -- can we not call it the '130 IPR?  Let's
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1        call it by its IPR number or the '130 patent in

2        IPR number blank, because he has another '130

3        IPR declaration, which is the source of all of

4        this confusion.

5             MR. RITCHESON:  I don't think anybody's

6        confused.

7             MR. HOLLOWAY:  Okay.

8             (Patent Owner's Exhibit 3 was marked for

9        identification.)

10        Q.   (By Mr. Ritcheson)  With respect to

11   Exhibit No. 3, have you seen this document before?

12             MR. HOLLOWAY:  Which one's Exhibit 3?

13             THE WITNESS:  It's the --

14             MR. HOLLOWAY:  I got it.

15             THE WITNESS:  What is this?  The initial

16        application?  Is that what this is?

17             Yes.  Yeah.  This is an application, a

18        patent disclosure, for -- that was the --

19        apparently the initial document that became the

20        '130 patent, but unlike the actual '130 patent,

21        the initial disclosure related solely to a

22        vehicle monitoring system, and I believe what I

23        have here is the initial filing.

24        Q.   (By Mr. Ritcheson)  Okay.  And this is the

25   filing dated -- am I reading this correctly on the
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1   front page -- March 27, 1996?

2        A.   Yes.

3        Q.   Okay.  And in your declaration, you state

4   that you believe that there is no disclosure of

5   premises control in this application; is that

6   accurate?

7        A.   That's correct.

8        Q.   Okay.  With respect to Exhibit No. 3, is

9   it true that there is disclosure of the remote

10   access by a -- an owner, there's remote access to a

11   central office computer?

12             MR. HOLLOWAY:  Objection.  Form.

13             THE WITNESS:  "Central office computer,"

14        I'm not sure what that means.

15        Q.   (By Mr. Ritcheson)  A computer at the --

16   let's call it the central security office.

17        A.   As I recall, this disclosure primarily

18   deals with systems that are inside a motor vehicle

19   or a vehicle that relate to a server computer that

20   hosts the website.  Figure 5B shows a website.

21        Q.   Just for clarification, there are a couple

22   of numbers that appear.  Let's use the -- you see at

23   the very bottom of the page, it says, "Petitioner

24   Coxcom, LLC - Exhibit 1004," and I think it says

25   "page 8"?
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1             Do you see that?

2        A.   Yes, I do.

3        Q.   Let's use that number, because later on

4   there's other numbers on pages.  Let's use that

5   number.

6             So on page 8 at 5B, you said?

7        A.   Yes.

8        Q.   Okay.  With respect to the disclosures in

9   Exhibit 3, is this a three-control device system?

10             MR. HOLLOWAY:  Objection.  Form.

11             THE WITNESS:  Is this a three-device

12        system?

13        Q.   (By Mr. Ritcheson)  Three-control device.

14        A.   Three-control device.

15             MR. HOLLOWAY:  Same objection.

16             THE WITNESS:  I'm not really sure how to

17        answer that, because it -- primarily, it -- it

18        appears that there are two control device.

19        There's a control device, a sensing -- there's

20        sensing that takes place in the vehicle and

21        reporting to this website through a

22        communication mechanism, and I think the

23        communication mechanism is said to include a

24        communication processor that facilitates

25        communication between the vehicle system and
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1        the website.

2             So like -- essentially, any process

3        control system that involves a controller and a

4        control device that are separate and distinct

5        from each other physically, where there is a

6        communication that takes place between the

7        controller and the control device, we can say

8        there are three parts to that system.  In fact,

9        I'd be hard pressed to describe a process

10        control system that operates from afar that

11        does not have three components.

12        Q.   (By Mr. Ritcheson)  With respect to the

13   specific disclosures here, looking at, for example,

14   the figure you pointed us to, Figure 5B on page 8,

15   is it true that the vehicle systems can be

16   controlled by a communication pathway that goes from

17   the home or personal computer 150 to the server

18   computer 510, obviously through the website, to the

19   CPU 4?  Is that what's disclosed in Exhibit 3?

20        A.   I believe --

21             MR. HOLLOWAY:  Objection.  Form.

22             THE WITNESS:  -- that is disclosed in this

23        exhibit.

24        Q.   (By Mr. Ritcheson)  Okay.  With respect to

25   the -- the control device -- strike that.
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1             Is the home and/or personal computer 150 a

2   control device as that term is used in this exhibit?

3             MR. HOLLOWAY:  Objection.  Form.

4             THE WITNESS:  I understand a home or

5        personal computer to be the controller.

6        Q.   (By Mr. Ritcheson)  Okay.  Or control

7   device?  Is that the term that's used in Exhibit 3?

8        A.   Yeah.  It's the same thing.

9        Q.   Okay.  And is the home and/or personal

10   computer presumably located at a home?

11             MR. HOLLOWAY:  Objection.  Form.

12             THE WITNESS:  I don't see any reason why

13        it would have to be.  Home computer and

14        personal computer are essentially synonyms --

15        Q.   (By Mr. Ritcheson)  Understood.

16             With respect to --

17        A.   -- so home computer could travel.

18        Q.   Okay.  With respect to the server computer

19   510, where is that located?

20             MR. HOLLOWAY:  Objection.  Form.

21             THE WITNESS:  It's -- it is located

22        wherever it's located.  It's not inside the

23        vehicle.

24        Q.   (By Mr. Ritcheson)  If you add to the --

25   our discussion the Figure 11B on page 15, you see a
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1   similar group of images, and I'd like to

2   particularly talk about the on-line service and/or

3   Internet processing site.

4             Do you see that?

5        A.   Yes, I do.

6        Q.   And next to it there is a central security

7   office.

8             Do you see that?

9        A.   Yes, I do.

10        Q.   Do you understand that those are two

11   alternative forms of providing an intermediary

12   control device between the personal computer 150 and

13   the vehicle controller CPU 4?

14             MR. HOLLOWAY:  Objection.  Form.

15             THE WITNESS:  I'm not sure that I do

16        understand that.

17        Q.   (By Mr. Ritcheson)  Okay.  Do you

18   understand -- is it your understanding that the home

19   and/or personal computer 150 can transmit control

20   signals to computer 970 in the central security

21   office?

22             MR. HOLLOWAY:  Objection.  Form.

23             THE WITNESS:  There -- it's -- the

24        diagram's a bit unclear, because there are --

25        okay.  I see there are the jagged lines with
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1        the arrows on them that interconnect these

2        three major boxes.  So in the top left, we have

3        the on-line service and/or Internet processing

4        site; on the top right, we have the central

5        security office; and then on the lower left, we

6        have both a home and personal computer inside a

7        box with a CPU and a number of vehicle systems.

8             And it's not clear from the diagram

9        whether that is meant to depict the home and/or

10        personal computer as being inside the vehicle

11        or outside the vehicle.  We have a number of

12        communication pathways.  We have communication

13        pathways between the home and personal computer

14        and/or personal computer.  There's one

15        communication pathway that is -- that connects

16        the personal -- let's just call it the personal

17        computer to the vehicle positioning and

18        locating system device.

19             We have another one that is connected to a

20        transmitter -- I mean to a receiver, but there

21        is no transmitter -- oh, the transmitter does

22        not seem to be connected to the home and/or

23        personal computer.  So the transmitter points

24        in the general direction of the on-line service

25        and/or Internet processing site, but it doesn't
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1        actually cross the boundary around this

2        combination of the computer -- the personal

3        computer and the vehicle.

4             But then there is another set of

5        communication pathways between this box in the

6        lower left that encompasses both the computer

7        and the car with the server computer, there's a

8        communication pathway that connects this entire

9        collection of devices with the central security

10        office, and then there's a stray line labeled

11        950 that looks like a communication pathway but

12        there's no head on that arrow.  So the figure,

13        it's not abundantly clear what 950 is supposed

14        to represent.

15             And then we have a communication pathway

16        between the on-line service and/or Internet

17        processing site and the central security

18        office.

19             So what we have here appears to be a

20        depiction of a system of four elements, not

21        three, because we have on-line service and/or

22        Internet processing, server computer.  We

23        have -- that's one.

24             The second is central security office,

25        which also has a computer, transmitter,
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1        receiver, a special position data system

2        receiver, display device, output device, and

3        user interface device.

4             And then third we have the home and/or

5        personal computer and then fourth we have the

6        vehicle system, which includes the CPU, the

7        ignition system interface, fuel pump system

8        interface, ROM, RAM, voice synthesizer, and a

9        transmitter and a receiver.

10             So this appears to describe a system of

11        four elements that communicate with each other.

12        Q.   (By Mr. Ritcheson)  Have you read

13   Exhibit 3 before?

14        A.   I've -- I have read it, but I -- I've

15   certainly skimmed it, I'd say that.  I haven't

16   studied it in depth.

17        Q.   Do you understand how the system is

18   disclosed as operating from your review of

19   Exhibit 3?

20        A.   In a general way.

21        Q.   Is it consistent with the testimony you

22   just provided?

23        A.   My testimony is not actually about this

24   disclosure; my testimony is about the actual patent,

25   the '130 patent.
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1             And this is an early -- this document, as

2   I understand it, was the initial document in a

3   process in which the inventor had extraordinary

4   interaction with the patent examiner and modified

5   his initial disclosure several times before the '130

6   patent was issued.  In this document, there's no

7   description of a premises system.  This is a vehicle

8   system.

9        Q.   Well, that's what I'm trying to get to,

10   actually, is where is the computer -- regardless of

11   the testimony you just gave with respect to three

12   devices or four devices, focusing on device 970,

13   where's that located?

14        A.   970 is inside a box that says "Central

15   Security Office."

16        Q.   Is it a fair conclusion, then, that the

17   computer 970 is located at the central security

18   office premises?

19        A.   I think --

20             MR. HOLLOWAY:  Objection.  Form.

21             THE WITNESS:  -- that's the intent -- that

22        appears to be the intent of the diagram.

23        Q.   (By Mr. Ritcheson)  Is it true that the

24   patent discloses control of computer 970 from the

25   personal computer 150?
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1             MR. HOLLOWAY:  Objection.  Form.

2             THE WITNESS:  You said "the patent."  This

3        is not a patent.  This is an initial disclosure

4        that did not become a patent.

5        Q.   (By Mr. Ritcheson)  If I said "patent,"

6   I'm sorry, but isn't it true that the application --

7   that Exhibit 3 discloses the fact that computer 150

8   controls the computer 970, which is located at a

9   premises known as the central security office?

10             MR. HOLLOWAY:  Objection.  Form.

11             THE WITNESS:  I don't believe that the

12        personal computer controls the central security

13        office.

14        Q.   (By Mr. Ritcheson)  What do you think the

15   personal computer does with respect to the computer

16   970 at the central security office?

17             MR. HOLLOWAY:  Objection.  Form.

18             THE WITNESS:  I believe the personal

19        computer reports status to the central security

20        office.

21        Q.   (By Mr. Ritcheson)  I'm sorry.  You think

22   what?

23        A.   It reports status.

24        Q.   The home computer reports status?

25             MR. HOLLOWAY:  Objection.  Form.
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1             THE WITNESS:  Well, it's really not clear

2        because, like I said, the -- because the home

3        computer is inside the vehicle box and a

4        communication -- we have a communication

5        pathway that goes to the central -- to and from

6        the central security office from the vehicle

7        box.

8             The diagram itself doesn't make it clear

9        whether the communication from this lower

10        left-hand box to the upper right-hand box, what

11        that communication consists of and whether it

12        comes from the vehicle system itself or whether

13        it comes from the home and/or personal

14        computer.

15        Q.   (By Mr. Ritcheson)  I'm not asking --

16        A.   The diagram is not helpful with respect to

17   that.

18        Q.   I'm not asking you to rely solely on the

19   diagram; I'm asking you to rely on your review of

20   Exhibit 3.

21        A.   I did not --

22             MR. HOLLOWAY:  Objection.  Form.  If you

23        need to look at the documents to answer his

24        questions, you can do that.

25             MR. RITCHESON:  You've got to stop
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1        objecting like that, Mr. Holloway.  You don't

2        get to object like that.

3             THE WITNESS:  Well, the thing is my expert

4        declaration didn't deal with this petition.  It

5        dealt with the patent.

6        Q.   (By Mr. Ritcheson)  It dealt with the

7   petition, too.

8             MR. HOLLOWAY:  That's not even a question.

9             MR. RITCHESON:  You mean this -- you mean

10        the application.

11             THE WITNESS:  Yeah.

12             MR. HOLLOWAY:  Objection.  Form.

13        Q.   (By Mr. Ritcheson)  Okay.  You -- you have

14   said in your declaration, am I not correct, that you

15   believe that control of premises equipment is not

16   disclosed in the -- in Exhibit 3; correct?

17             MR. HOLLOWAY:  Objection.  Form.

18             THE WITNESS:  Could you tell me where I

19        did that?  I'm looking at the -- at the

20        declaration.  This initial petition is not

21        something I spent an enormous amount of time

22        on.

23        Q.   (By Mr. Ritcheson)  And it's certainly

24   listed on page I as being a -- one of the documents

25   that you considered, correct, Exhibit 104?
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1        A.   Well, page I lists exhibits that I

2   understand to have been attached to my declaration

3   as part of the petition for the IPR.

4        Q.   Okay.  With respect --

5        A.   That doesn't say that I studied it.

6        Q.   With respect to the '130 patent, what is

7   your understanding that -- of the priority date?

8             MR. HOLLOWAY:  Objection to form.

9        Q.   (By Mr. Ritcheson)  Do you know what a

10   priority date is?

11        A.   Yes, I do.

12        Q.   What is a priority date?

13        A.   It's the date at which -- that we are to

14   consider -- it's essentially the cutoff point for

15   prior art.

16        Q.   And what is your understanding of the

17   priority date of the '130 patent?

18             MR. HOLLOWAY:  Objection.  Form.

19             THE WITNESS:  So there is a -- I believe

20        there's an explicit statement in my declaration

21        about that.  On page 4 of my declaration in

22        paragraph 16, I said, "I have been told to

23        assume that the date of invention for the

24        claims of the '130 patent is July 18, 1996."

25        Q.   (By Mr. Ritcheson)  Is that the date that
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1   you assumed was the priority date for your

2   declaration?  That's actually the date you used;

3   correct?

4        A.   Yes, July 18, 1996.

5        Q.   So that means that any prior art that's

6   used to challenge the '130 patent has to be after

7   July 18, 1996; is that your understanding?

8             MR. HOLLOWAY:  Objection.

9             THE WITNESS:  No.  That means any prior

10        art that's used to challenge the '130 patent

11        would be before that date, hence the term

12        "prior."

13        Q.   (By Mr. Ritcheson)  What is that based on,

14   the July 18, 1996, date?

15             MR. HOLLOWAY:  Objection.  Form.

16             THE WITNESS:  I was told to assume that

17        date by the lawyers --

18        Q.   (By Mr. Ritcheson)  Okay.

19        A.   -- I think as a result of their analysis

20   of the -- the patent.

21        Q.   If the prior --

22        A.   And that's a legal matter, as far as I'm

23   concerned, and I'm not an expert on legal matters.

24        Q.   Okay.  Fair enough.

25             Let's talk just a little bit more about
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1   the -- about the disclosures of the Exhibit 3,

2   because it's relevant to your assumption that

3   July 18, 1996, is the priority date.

4             With respect to -- turning to the -- back

5   to the -- well, I guess 11B, is it your

6   understanding of the disclosures of Exhibit 3 that a

7   user can access and control computer 970 at the

8   central security office?

9             MR. HOLLOWAY:  Objection.  Form.

10             THE WITNESS:  I don't have an opinion

11        about that.

12        Q.   (By Mr. Ritcheson)  Okay.  Drawing your

13   attention to page 32 of the same document, reads in

14   the middle of the second -- the middle paragraph

15   there, the bottom half of it reads, "The apparatus

16   which is utilized at the central security office

17   and/or other entity has the same control

18   capabilities over the vehicle as that of the

19   apparatus utilized in the vehicle"; correct?

20             MR. HOLLOWAY:  Objection.  Form.

21             THE WITNESS:  "The -- the apparatus which

22        is utilized at the central security office

23        and/or other entity has the same control

24        capabilities over the vehicle as that of the

25        apparatus...."  The sentence is unclear.
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1        Q.   (By Mr. Ritcheson)  Okay.  Is it your

2   understanding based on the disclosures that the

3   server at the central security office has control

4   over the vehicle systems?

5        A.   I don't have an opinion about that.

6        Q.   Do you dispute that that is, in fact, the

7   case?

8             MR. HOLLOWAY:  Objection.  Form.

9             THE WITNESS:  I have no opinion about

10        that.

11        Q.   (By Mr. Ritcheson)  Do you dispute the

12   fact that the prior sentence here says that "upon

13   the occurrence of a vehicle theft, or the discovery

14   thereof, the authorized user or operator can access

15   the apparatus so as to provide control over same

16   while, at the same time, providing for a monitoring

17   and/or controlling function to be performed by the

18   central security office or other entity"?

19             MR. HOLLOWAY:  Objection.  Form.

20        Q.   (By Mr. Ritcheson)  Did I read that

21   correctly?

22        A.   Where did you read that from?

23        Q.   Immediately preceding sentence.

24             MR. HOLLOWAY:  Same objection.

25             THE WITNESS:  So what's the question?
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1        Q.   (By Mr. Ritcheson)  Did I read that

2   correctly?

3        A.   Did you read it correctly?  "Upon the

4   occurrence of a vehicle theft, or the discovery

5   thereof, the authorized user or operator can access

6   the apparatus...."

7             What's the apparatus?

8        Q.   Do you have an understanding of what the

9   apparatus is that is referenced in this document?

10        A.   No.  The apparatus is a -- that's a very

11   broad term.

12        Q.   Do you have an understanding of the fact

13   that the -- that a user can access the server at the

14   central security office?

15             MR. HOLLOWAY:  Objection.  Form.

16        Q.   (By Mr. Ritcheson)  Just "yes" or "no."

17        A.   The question -- I don't know that there is

18   a server at the central security office.  There's a

19   server at the online service and/or Internet

20   processing site, but --

21        Q.   Is computer 970 not frequently referred to

22   as the server?

23             MR. HOLLOWAY:  Objection.  Form.

24             THE WITNESS:  I don't know why it would be

25        referred to as the server.  A server performs
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1        certain functions and I don't know that the

2        central security office computer performs the

3        functions that I would identify with a server.

4        Q.   (By Mr. Ritcheson)  You don't know what

5   the 970 does --

6             MR. HOLLOWAY:  Objection.  Form.

7        Q.   (By Mr. Ritcheson)  -- correct?

8        A.   No.

9        Q.   Okay.  The bottom of page 32, there's a

10   paragraph.  Could you read that into the record,

11   please, and tell me when you're done -- or read that

12   to yourself and tell me when you're done.

13        A.   The final paragraph on page 32?

14        Q.   Yes.  Actually, just so there's no

15   confusion, why don't you read that into the record,

16   please.

17        A.   Okay.  "Figure 2 illustrates the vehicle

18   positioning and locating device 13 of Figure 1" --

19        Q.   I'm sorry.  Are you at the bottom of

20   page 32?

21        A.   Yes.

22        Q.   I asked you to read that into the record.

23   Is that possible?

24        A.   Yes.  "...Figure 1, illustrating the main

25   components thereof in block diagram" --
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1        Q.   I'm sorry.  The bottom of page 32.  At the

2   very bottom of the page, it says "Petitioner CoxCom,

3   LLC" --

4             MR. HOLLOWAY:  He means this page number.

5             THE WITNESS:  Oh, "Petitioner Coxcom,

6        LLC - Exhibit 1004 Page 37"?

7             MR. HOLLOWAY:  He wants page 32.

8        Q.   (By Mr. Ritcheson)  32.

9        A.   Page 32?

10             MR. HOLLOWAY:  Right.  This page No. 32.

11             THE WITNESS:  Oh, okay.

12             MR. HOLLOWAY:  It's page No. 17 of the

13        spec.

14             THE WITNESS:  So, "The apparatus which is

15        utilized at the central security office may

16        also be utilized in connection with an on-line

17        service and/or on, or over, the Internet and/or

18        the World Wide Web so as to provide for a means

19        by which the authorized user or operator may

20        utilize the apparatus in conjunction with a

21        home and/or a personal computer."

22        Q.   (By Mr. Ritcheson)  Is it your

23   understanding from reading that that the intention

24   expressed there was to allow a user to access the

25   central security office computer on or over the
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1   Internet?

2             MR. HOLLOWAY:  Objection.  Form.

3             THE WITNESS:  "May also" -- let's see.

4        The central security office apparatus may be

5        utilized in connection with an on-line service

6        or over the Internet or over the Worldwide Web

7        so -- provide -- yeah, an authorized user or

8        operator may utilize the central security

9        apparatus in conjunction with a home or

10        personal computer.

11             I believe -- it's -- yeah, the thing

12        that's throwing me off here is the -- the use

13        "in conjunction with."  So I -- I don't exactly

14        know what behavior would -- does that mean that

15        the -- the authorized user of the central

16        security -- at the central security office

17        would use the personal computer to access this

18        apparatus through the home or personal computer

19        or from the home or personal computer?

20             So it's -- I'd have to say that I'm -- I'm

21        confused about what this sentence is -- what

22        this paragraph is trying to say.  I mean, it

23        implies there's some connection between the

24        central security office and the home and/or

25        personal computer and an apparatus which
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1        apparatus seems to be distinct from the

2        vehicle.

3             So we have an apparatus at the central

4        security office and then we have -- the word

5        "apparatus" occurs again in the -- at the end

6        of the paragraph.  Is the "apparatus" that is

7        the second word of this paragraph and the

8        "apparatus" on the second-to-the-last line in

9        the paragraph the same apparatus or are these

10        different apparatuses?

11        Q.   (By Mr. Ritcheson)  Do you know?

12        A.   I don't know.

13        Q.   It refers to "the apparatus."

14             Does it not make sense that we refer to

15   the preceding reference to an apparatus?

16        A.   Well, you have an --

17             MR. HOLLOWAY:  Objection.  Form.

18             THE WITNESS:  -- apparatus in the central

19        security office, but it's my understanding that

20        you designate the control systems inside the

21        vehicle also as "apparatus."

22        Q.   (By Mr. Ritcheson)  In this paragraph?

23             MR. HOLLOWAY:  Objection.  Form.

24             THE WITNESS:  As I said, this paragraph is

25        unclear to me.
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1        Q.   (By Mr. Ritcheson)  What does the phrase

2   "in conjunction with" mean as that term is used in

3   that paragraph?

4             MR. HOLLOWAY:  Objection.  Form.

5             THE WITNESS:  As I said, it -- it implies

6        there's some sort of communication, but it

7        doesn't tell me specifically what kind of

8        activities are enabled by that communication.

9        Q.   (By Mr. Ritcheson)  Isn't it true that in

10   response to the owner's interaction with the central

11   control -- or central security office, that the

12   central security office can thereafter send control

13   signals to the vehicle?

14             MR. HOLLOWAY:  Objection.  Form.

15             THE WITNESS:  Could you repeat the

16        question?

17             MR. RITCHESON:  Could you read it back?

18             (Whereupon, the record was read by the

19        reporter as follows:

20                       Question, "Isn't it true that in

21        response to the owner's interaction with the

22        central control -- or central security office,

23        that the central security office can thereafter

24        send control signals to the vehicle?")

25             MR. HOLLOWAY:  Same objection.
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1             THE WITNESS:  I suppose -- I suppose it

2        could.  I don't -- I mean, I'd have to -- to

3        read this in detail to determine whether that's

4        the case.

5        Q.   (By Mr. Ritcheson)  Is it your

6   understanding from your review of Exhibit 3, "yes"

7   or "no," that the user computer that we've been

8   discussing is located at a place that is remote from

9   the vehicle?

10             MR. HOLLOWAY:  Objection.  Form.

11             THE WITNESS:  As I've already said, it's

12        unclear where the home and/or personal

13        computer's located, because in Figure 5 --

14        Q.   (By Mr. Ritcheson)  I'm not talking about

15   the figures.

16        A.   -- b --

17        Q.   I'm talking about from the actual

18   specification.

19             MR. HOLLOWAY:  Objection.  Form.

20             THE WITNESS:  From the specification, I

21        don't know -- I don't have an opinion about

22        that.

23        Q.   (By Mr. Ritcheson)  Is it true -- is it

24   your understanding, according to the specification,

25   that the computer at the central security office is
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1   located at a place that is remote from the vehicle

2   and remote from the user PC?

3             MR. HOLLOWAY:  Objection.  Form.

4             THE WITNESS:  It's my understanding that a

5        central security office is not a motor vehicle,

6        so it would be -- it would be distinct.

7        Q.   (By Mr. Ritcheson)  And it's a premises,

8   correct --

9             MR. HOLLOWAY:  Objection.  Form.

10        Q.   (By Mr. Ritcheson)  -- as that term is

11   used?

12             MR. HOLLOWAY:  Objection.  Form.

13             THE WITNESS:  Is an office a premises?

14        Q.   (By Mr. Ritcheson)  Yes.

15        A.   I think in terms of the general structure

16   of the English language, you would say an office is

17   a premises.

18        Q.   And is the server or the computer that's

19   located at that office, is that equipment located at

20   a premises?

21             MR. HOLLOWAY:  Objection.  Form.

22             THE WITNESS:  I think it's fair to say

23        that a computer in the central security office

24        would be a computer in a premises.

25        Q.   (By Mr. Ritcheson)  Turning to page 96 --
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1   again, this is at the bottom -- not at the bottom of

2   the document --

3        A.   Okay.

4        Q.   -- the bottom -- the Coxcom designation --

5   is it true that on page 96, the patent applicant

6   discloses the use of the apparatus in premises?

7             MR. HOLLOWAY:  Objection.  Form.

8             THE WITNESS:  In which paragraph?

9        Q.   (By Mr. Ritcheson)  The second paragraph,

10   first full paragraph.

11        A.   Well, there are three paragraphs on this

12   page.

13        Q.   First full paragraph.

14        A.   "In the above manner" --

15        Q.   Oh, I'm sorry.  I cut it off.  Second

16   paragraph.  "It is also envisioned that the

17   apparatus and method of the present invention may

18   find applications in areas other than in vehicle

19   antitheft and/or recovery -- vehicle recovery.  For

20   example, the present invention may also find

21   application in home, boat and/or other security

22   systems, and the like, wherein a long-range

23   remote-controlled and interactive system may be

24   utilized in order to provide an immediate, or a

25   deferred, response to a theft situation and/or to
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1   provide control over desired items or devices from a

2   remote location."

3             Did I read that correctly?

4        A.   I believe you did, yes.

5        Q.   Is a -- is a boat a vehicle?

6             MR. HOLLOWAY:  Objection.  Form.

7             THE WITNESS:  Is a boat a vehicle?  I

8        don't know.

9        Q.   (By Mr. Ritcheson)  In 1996, would a

10   person of ordinary skill in the art have understood

11   that a houseboat was a premises?

12             MR. HOLLOWAY:  Objection.  Form.

13             THE WITNESS:  I have no opinion about

14        that.

15        Q.   (By Mr. Ritcheson)  In 1996, would one

16   have understood -- a PHOSITA have understood that a

17   boat was a premises?

18             MR. HOLLOWAY:  Objection.  Form.

19             THE WITNESS:  A person in the -- of

20        ordinary skill in which art?

21        Q.   (By Mr. Ritcheson)  The art that is --

22   that is the subject matter of this application.

23        A.   I can't recall -- I mean, in 30 years of

24   doing product development and engineering, I can't

25   recall a single conversation I had with any of my
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1   colleagues on the question of whether a boat is a

2   premises.

3        Q.   Is a motor home a premises?

4             MR. HOLLOWAY:  Objection.  Form.

5             THE WITNESS:  I -- it's a premises, yeah,

6        in the sense that people can live in it.

7        Q.   (By Mr. Ritcheson)  Is it also a vehicle?

8             MR. HOLLOWAY:  Objection.  Form.

9             THE WITNESS:  Yes.

10        Q.   (By Mr. Ritcheson)  Would a person of

11   ordinary skill in the art in 1996 -- and we'll get

12   into the exact definition of that, but would a

13   person of ordinary skill in the art in 1996 have

14   understood how to take a vehicle control system and

15   modify it to provide premises control?

16             MR. HOLLOWAY:  Objection.  Form.

17             THE WITNESS:  Yes, I think so.  Some of

18        the -- some of the features wouldn't map,

19        obviously, like there's not an ignition switch

20        in a home.  There's not a fuel pump.  There --

21        there are -- I mean, there are things that are

22        sort of -- in terms of the abstract idea of a

23        vehicle control system, the abstract idea and

24        that being an instance of the abstract idea of

25        control systems, there are certain common
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1        properties in all control systems such that if

2        one started with control system A, through a

3        series of modifications, a person could

4        transform control system A into control system

5        B.

6             But that would involve discarding the

7        features that made control system A uniquely

8        useful for controlling a vehicle, discarding

9        those features and then replacing them with a

10        new set of features that were applicable in a

11        home context.

12        Q.   (By Mr. Ritcheson)  Would one of ordinary

13   skill in the art have known how to do that?

14             MR. HOLLOWAY:  Objection.  Form.

15             THE WITNESS:  If one had -- if one starts

16        with a system that controls a motor vehicle, a

17        regular car, and it has features that allow for

18        control over the ignition system, say turn the

19        car off in case it's stolen, it would be

20        trivial for that person to apply that system to

21        a motor home, because the motor home shares

22        certain characteristics in common with other

23        motor vehicles.  So that would be

24        straightforward.

25             And I think a person of ordinary skill
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1        could create additional features to add to the

2        system.  I think this is one of the things that

3        engineers are really good at.  If you start

4        with a system that does A, B, and C, probably

5        the most common tasks performed by engineers is

6        to add support for features D, E, and F to that

7        system.

8             (Patent Owner's Exhibit 4 was marked for

9        identification.)

10        Q.   (By Mr. Ritcheson)  Thank you.

11             With respect to the '130 patent, we've had

12   that marked as Exhibit 4.

13             You've seen that document before; correct?

14        A.   Yes, I have.

15        Q.   One of the things I'm trying to understand

16   is -- do you understand the term "claim

17   construction"?

18        A.   Yes, I do.

19        Q.   Okay.  One of the things I want to

20   understand from you are the constructions that you

21   used in -- that you relied on in preparing your

22   declaration; okay?

23        A.   Okay.

24        Q.   Now, my understanding when you start,

25   sir -- one at a time -- my understanding is that
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1   Claim 1 of the '130 patent is at issue in this

2   proceeding; correct?

3             And just so I'm clear, besides giving Clay

4   a hard time, by "this proceeding," I mean -- when

5   I'm talking about the '130 -- the '130 IPR in this

6   case, let's call it by the designation provided,

7   which is the --

8             MR. RITCHESON:  Stand by.

9             MR. HOLLOWAY:  What do you want, the IPR

10        number?

11             MR. RITCHESON:  Yeah.  1760, is that what

12        you have?

13             MR. HOLLOWAY:  This is the 1760.

14        Q.   (By Mr. Ritcheson)  Okay.  The IPR itself

15   is actually -- we're going to refer to it as the

16   1760 so that we distinguish this proceeding from the

17   other proceeding involving the '130; okay?

18        A.   Uh-huh (affirmative).

19        Q.   "Yes"?

20        A.   Yes.

21        Q.   Okay.  With respect to the 1760

22   proceeding, I understand that, for example, Claim 1

23   is at issue.

24             Is that your understanding?

25        A.   Yes.
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1        Q.   And going to Claim 1, which I can't tell

2   what page it is.  It's approximately 59 -- page 59.

3   If I could ask you to turn to that.

4        A.   Page 59 of what?

5        Q.   Of the '130 patent, which I believe I just

6   said was Exhibit 4.

7             Do you have that?

8        A.   Yes.

9        Q.   Okay.  Unfortunately, patents don't seem

10   to provide page numbers, unhelpfully.  So it's -- if

11   you just --

12        A.   Well, we have column numbers and line

13   numbers.

14        Q.   We do.  I didn't want to jump the gun for

15   you there.

16             It's Column 74.  Are you with me so far?

17        A.   Yes, I am.

18        Q.   All right.  You see Claim 1 that begins at

19   the bottom of Column 74?

20        A.   Yes, I do.

21        Q.   With respect to the language used in the

22   first line, do you understand that that's called a

23   preamble?

24        A.   In the -- "What is claimed is:  A control

25   apparatus, comprising"?
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1        Q.   Yeah.  You see the "control apparatus,

2   comprising"?  Do you see that?

3        A.   Yes.

4        Q.   And that's referred to as a preamble.

5             Do you understand that?

6        A.   Yes.

7        Q.   When it refers -- when -- the language

8   control apparatus then lists three control devices,

9   is that correct, that the comprise the apparatus?

10        A.   Yes.  We have a first control device,

11   second control device, and a third control device

12   all within the body of Claim 1.

13        Q.   Okay.  With respect to the preamble, did

14   you consider the term "control" as it's used there

15   to be a limitation?

16             MR. HOLLOWAY:  Objection.  Form.

17             THE WITNESS:  A limitation?

18        Q.   (By Mr. Ritcheson)  Do you understand what

19   a limitation is of a claim?

20             MR. HOLLOWAY:  Objection.  Form.

21             THE WITNESS:  No, I don't.

22        Q.   (By Mr. Ritcheson)  Did you understand

23   that the "control" as it's used in the preamble was

24   a term that was required to be met in order for

25   there to be infringement?
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1             MR. HOLLOWAY:  Objection.  Form.

2        Q.   (By Mr. Ritcheson)  That is, that the

3   apparatus had to provide control?

4        A.   The apparatus -- I -- I really didn't

5   think about that.

6        Q.   Were you advised what claim construction

7   to use with respect to the 1760 IPR?

8        A.   I was advised to use the plain, ordinary

9   meaning.

10        Q.   Are you familiar with the phrase "broadest

11   reasonable interpretation"?

12        A.   I am familiar with that phrase.

13        Q.   What does that phrase mean?

14        A.   It means the broadest meaning of the term

15   that would be used by a reasonable person.

16        Q.   Do you understand that to be different

17   than "plain and ordinary meaning"?

18        A.   Not necessarily different.  I think in

19   many instances, the -- the issue here is that a

20   reasonable person, I think, would tend to use the

21   plain and ordinary meaning of a term unless the term

22   is defined in a particular way as a term of art.

23             So the plain and ordinary meaning to a

24   person of ordinary skill in the art would be

25   different from the plain and ordinary meaning to
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1   a -- to a person who is unskilled, for example.

2        Q.   Did you -- just "yes" or "no," did you

3   discuss your -- the constructions you intended to

4   use with counsel?

5        A.   Yes.

6        Q.   Do you understand that Cox has taken

7   the -- took the position in their petition that the

8   proper standard for construction was the broadest

9   reasonable interpretation?

10        A.   Did I -- I don't recall.  I would have to

11   look at their petition and see if they did that.

12             I have read the institution decision by

13   the PTO on this matter in which they address the

14   question of claim construction, and there was a -- I

15   think an inconsistency between some of the

16   constructions that had been requested on behalf of

17   the inventor and what the file history showed.

18             And what the Court -- the Court

19   essentially ruled that for a number of terms, the

20   plain and ordinary meaning was adequate.  There were

21   a few terms that needed to be construed by the -- by

22   the Court, and their constructions were consistent

23   with the ones that I used in my analysis.

24        Q.   Those constructions aren't in your

25   declaration, though, are they?
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1             MR. HOLLOWAY:  Objection.  Form.

2             THE WITNESS:  Are they?

3        Q.   (By Mr. Ritcheson)  You said that you used

4   the same constructions that were adopted by the --

5        A.   By the petition in Section 4.

6        Q.   What?

7        A.   "As part of my analysis of the prior art,"

8   I say in paragraph 20, "I have adopted the claim

9   constructions described in Section IV of the

10   Petition to the challenged claims of the '130

11   patent."

12        Q.   Okay.  I thought you just testified that

13   you adopted the claim construction -- that you used

14   the claim constructions that were adopted by the

15   PTAB or the Patent Trial and Appeal Board in the

16   institution decision.

17             MR. HOLLOWAY:  Objection.  Form.

18        Q.   (By Mr. Ritcheson)  Did you not testify to

19   that?

20             MR. HOLLOWAY:  Objection.  Form.

21             THE WITNESS:  These -- the claim

22        constructions that I used, which are initially

23        described in Section IV of the petition to the

24        challenged claims, are, I believe, consistent

25        with the constructions that the PTAB issued in
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1        the institution decision.

2             One of the specific issues was the

3        definition of the term "premises," and my use

4        of the term "premises" in this expert

5        declaration is completely consistent with the

6        definition -- the construction of "premises"

7        that the PTAB issued, in which it can refer to

8        a portion of a building or a portion of a room.

9        Q.   (By Mr. Ritcheson)  You noted that the --

10   you noted that the patentee proposed certain

11   constructions or definitions during prosecution;

12   correct?

13        A.   Yes.

14        Q.   And that wasn't prosecution of this

15   application or the prosecution that led to the '130

16   patent; is that correct?

17        A.   That's not what I meant.  What I meant was

18   that they had --

19        Q.   No, no, no.  I'm just trying to get a

20   foundational point.

21             That was a different application; correct?

22             MR. HOLLOWAY:  Objection.  Form.

23             THE WITNESS:  The -- the patent owner has

24        used two different definitions of the term

25        "premises" at various stages in the life of
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1        this patent.

2        Q.   (By Mr. Ritcheson)  With respect to the

3   prosecution that led up to the '130 patent -- let's

4   talk about that for a moment; okay?

5        A.   Okay.

6        Q.   -- did the patentee provide a definition

7   of the term "premises" in that prosecution; that is,

8   the application that ultimately issued as the '130

9   patent?

10             MR. HOLLOWAY:  Objection.  Form.

11             THE WITNESS:  I believe that we should

12        look at the PTAB institution decision to answer

13        that question.

14        Q.   (By Mr. Ritcheson)  Do you have an answer

15   independent of that decision?

16        A.   My recollection --

17             MR. HOLLOWAY:  Objection.  Form.

18             THE WITNESS:  -- is that he did.

19        Q.   (By Mr. Ritcheson)  That he did offer

20   the --

21        A.   He offered a construction of "premises"

22   while he was negotiating with the patent examiner to

23   find out what the patent examiner would allow, and

24   then he offered a different -- in the -- in the

25   defense against this PTAB motion, offered a
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1   different definition.

2        Q.   What PTAB motion are you talking about?

3        A.   The petition -- in response to the

4   petition for PTAB institution.

5        Q.   You think that Mr. Joao offered a

6   different definition of "premises"?

7        A.   Yes.  In the second instance, he wanted

8   "premises" to be defined as -- by a parcel of land,

9   a structure that was on a parcel of land.

10             And in the prior history, there was no --

11   the parcel of land issue was not there and, in fact,

12   the initial construction that the patent examiner

13   bought off on was -- could be a portion of a

14   building, structure, room, et cetera.

15        Q.   Sir, I'm just drilling down, because there

16   seems to be sort of a drifting of issues here.

17             With respect to your testimony that the

18   definition of "premises" was offered during the '130

19   prosecution, if you could turn to page 6 of -- let

20   me give it to you -- Exhibit 5.

21             (Patent Owner's Exhibit 5 was marked for

22        identification.)

23             THE WITNESS:  Is this the institution

24        decision?  Yes.

25        Q.   (By Mr. Ritcheson)  That is the
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1   institution decision for the 1760 IPR; correct?

2        A.   Uh-huh (affirmative).

3        Q.   "Yes"?

4        A.   Yes.

5        Q.   With respect to page 6, does that say that

6   the definition of "premises" was made during the

7   '130 patent or at some other time?

8        A.   It describes an ancestor of the '130

9   patent, which would be the '1 -- the '010 patent.

10        Q.   Okay.  So your testimony that it was

11   during the '130 was incorrect; is that true?

12             MR. HOLLOWAY:  Objection.  Form.

13             THE WITNESS:  No.  My statement was

14        correct.  My statement was based on the file

15        history.

16        Q.   (By Mr. Ritcheson)  Okay.  Drawing your

17   attention to the second-to-last sentence of that

18   paragraph reads, "This statement" -- which is the --

19   the definition -- "This statement was made several

20   years after the issuance of the '130 patent."

21             Did I read that correctly?

22        A.   Yes.

23        Q.   So is it not true that your testimony that

24   the definitions were provided during the '130

25   prosecution was not inaccurate?
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1             MR. HOLLOWAY:  Objection.  Form.

2             THE WITNESS:  I think there would be

3        definitions offered at every one of these

4        stages.  I don't think one precludes the other.

5        Q.   (By Mr. Ritcheson)  And is that the

6   understanding you relied on in issuing the

7   declaration that you have provided in the 1760 IPR?

8             MR. HOLLOWAY:  Objection.  Form.

9             THE WITNESS:  Again, I'm -- there seems to

10        be some sort of a false dichotomy behind your

11        question.  Could you rephrase the question?

12        Q.   (By Mr. Ritcheson)  Is your understanding

13   that the term "premises" was defined during the '130

14   patent an underlying fact that you relied upon in

15   providing the declaration in the 1760 IPR?

16             MR. HOLLOWAY:  Objection to form.

17             THE WITNESS:  It was not an underlying

18        fact, no.

19        Q.   (By Mr. Ritcheson)  Isn't it true that the

20   definition of "premises" was provided in the

21   prosecution of a patent other than the '130 patent?

22             MR. HOLLOWAY:  Objection.  Form.

23             THE WITNESS:  I'm sure the definition of

24        the term "premises" has been offered in

25        connection with hundreds of patents.
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1        Q.   (By Mr. Ritcheson)  I'm talking about the

2   specific definition provided by Mr. Joao.

3             MR. HOLLOWAY:  Same objection.

4             THE WITNESS:  That -- in the prosecution

5        of the '010 patent, whether or not "premises"

6        was defined there, I don't know.

7        Q.   (By Mr. Ritcheson)  I'm talking about

8   '130.

9        A.   '130?  In the file -- it's my recollection

10   of the file history for the '130 patent is that

11   there was a construction of the term "premises"

12   issued in connection with that patent, which we see

13   on the -- on the following page.  On page 7, we see

14   the Court's construction of the term "premises."

15        Q.   When you say "Court," what do you mean?

16        A.   The PTAB.

17        Q.   Okay.  I just want to make sure I

18   understand.

19        A.   Administrative -- yeah, Patent Trial and

20   Appeal Board.

21        Q.   Okay.  In providing the -- whenever

22   Mr. Joao provided the definitions, did he provide

23   definitions that were consistent with the plain and

24   ordinary meaning of the terms?

25             MR. HOLLOWAY:  Objection.  Form.
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1        Q.   (By Mr. Ritcheson)  If your answer is no,

2   we can do it separately.

3             MR. HOLLOWAY:  Objection.  Form.

4             THE WITNESS:  It's the whenever.

5        That's -- that's the word.  Because I think

6        Mr. Joao has offered constructions of "premise"

7        multiple times.

8        Q.   (By Mr. Ritcheson)  Let me just -- the

9   definition of "premises" that appears on page 7 of

10   the institution decision -- you see that?

11        A.   Uh-huh (affirmative).

12        Q.   "Yes"?

13        A.   Yes.

14        Q.   -- is that construction consistent with

15   the plain and ordinary meaning that one of ordinary

16   skill in the art in 1996 would have understood that

17   term to mean?

18             MR. HOLLOWAY:  Objection.  Form.

19             THE WITNESS:  You're asking me if the

20        construction of the term "premises" is

21        consistent with plain and ordinary meaning?

22        Q.   (By Mr. Ritcheson)  Yes.

23             MR. HOLLOWAY:  Same objection.

24             THE WITNESS:  Yes, I believe this

25        construction is consistent with the plain and
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1        ordinary meaning.  I believe it's also

2        consistent with the broadest reasonable

3        interpretation.

4        Q.   (By Mr. Ritcheson)  With respect to the

5   term "remote," is that definition that's on that

6   same page right underneath the definition of

7   "premises," is that consistent with the plain and

8   ordinary meaning that a person of ordinary skill in

9   the art would have had in 1996?

10        A.   Yes, I believe it is consistent.

11        Q.   And with respect to the term "located at,"

12   is the definition that is provided there consistent

13   with the plain and ordinary meaning that a person of

14   ordinary skill in the art at the time -- that is,

15   1996 -- would have had?

16             MR. HOLLOWAY:  Objection.  Form.

17             THE WITNESS:  I believe it's -- it's

18        consistent, "located at," "situated at."  It's

19        a synonym.

20             MR. HOLLOWAY:  You doing okay or do you

21        want a break?

22             THE WITNESS:  I'm doing okay.  Actually, I

23        could use a bathroom break.

24             MR. RITCHESON:  Okay.  Take five minutes.

25             MR. HOLLOWAY:  Sure.
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1             (Thereupon, there was an interruption in

2        the proceedings.)

3        Q.   (By Mr. Ritcheson)  Mr. Bennett, did you

4   speak with your counsel about the testimony that you

5   provided or that you anticipate providing?

6        A.   No, I did not.

7        Q.   Okay.

8        A.   We did, however, discuss the Warriors and

9   the Braves.

10             MR. HOLLOWAY:  Go Braves.

11             MR. RITCHESON:  Go Warriors.  California.

12        I take responsibility for it.

13        Q.   (By Mr. Ritcheson)  With respect to --

14   start at Claim 1, at least, of the '130 patent.

15   Were there any terms that are used -- if you look at

16   Column 74 and Column 75, were there any terms that

17   you had to define in a special -- or in a way other

18   than the plain and ordinary meaning of the term?

19             MR. HOLLOWAY:  Objection.  Form.

20             THE WITNESS:  Were there any terms -- the

21        terms that were most relevant, I think, are

22        "premises," "remote," "located at" that were

23        construed by the PTAB, the administrative

24        judges.  Those weren't difficult.

25             The other terms like "control," "control
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1        system," "control apparatus," they didn't raise

2        any particular issues, no.

3        Q.   (By Mr. Ritcheson)  Okay.  So you used a

4   plain and ordinary meaning of a person of ordinary

5   skill in the art in 1996 with respect to each of the

6   terms in Claim 1, for example?

7             MR. HOLLOWAY:  Objection.  Form.

8             THE WITNESS:  Yeah.  I used the

9        definitions that I or my colleagues, I think,

10        would have -- would have used.

11        Q.   (By Mr. Ritcheson)  And when you say

12   "colleagues," who are you referring to?  Do you mean

13   work --

14        A.   The engineers that I worked with.

15        Q.   Okay.  So let's -- let's start talking

16   about one of the pieces of -- of art that you have

17   relied upon, which is the Koether reference.

18             MR. RITCHESON:  Koether is K-O-E-T-H-E-R.

19             (Patent Owner's Exhibit 6 was marked for

20        identification.)

21        Q.   (By Mr. Ritcheson)  I'm handing you

22   Koether, which has been marked as Exhibit 6.

23             Do you recognize that as the Koether

24   reference that you're relying on in your

25   declaration?

Page 70

Veritext Legal Solutions
800-567-8658 973-410-4040 

70 of 223
 
JCMS - EXHIBIT 2005 
CoxCom, LLC v. JCMS



1             MR. HOLLOWAY:  It's going to be hard with

2        a different pronunciation.

3             THE WITNESS:  Yeah, we usually pronounce

4        it Koether.

5             MR. RITCHESON:  K-O-E-T-H-E-R.

6             MR. HOLLOWAY:  It's going to throw me off

7        all day.

8             THE WITNESS:  It's German.  We could say

9        Koether, but there's no umlaut, so --

10        Q.   (By Mr. Ritcheson)  I'll go with Koether.

11             Generally speaking -- and we'll get to

12   it -- what is generally disclosed in the Koether

13   reference?

14        A.   Koether describes or discloses a system

15   for managing kitchens -- well, as the title says,

16   "smart commercial kitchen network."  So it's a

17   system that consists of sensors that are located in

18   kitchens that communicate status information and

19   permit control of various kitchen appliances, such

20   as deep fryers and ovens and heating and cooling

21   systems for the buildings.

22             It's typically -- these apparatuses that

23   are integrated with the kitchen appliances

24   communicate typically wirelessly through a base

25   station, cellular base station or a wireless base

Page 71

Veritext Legal Solutions
800-567-8658 973-410-4040 

71 of 223
 
JCMS - EXHIBIT 2005 
CoxCom, LLC v. JCMS



1   station, that has limited coverage.

2             And those base stations, in turn, are

3   connected to a data network that allows the base

4   stations to communicate with a central control

5   office that is able to view the status of the

6   various appliances in the various kitchens and to

7   turn devices on and off, to dispatch repair

8   personnel when a device is deemed to be in a state

9   of disrepair, and perform various accounting

10   functions.

11             It actually provides for the -- an

12   optional connection to an ATM network, so it can not

13   only dispatch a repair person to make a repair, but

14   also get him paid.

15        Q.   And drawing your attention to Figure 1,

16   can you describe those elements?  Because I think

17   it's consistent with what you just said, but just so

18   I can get an understanding of what Figure 1 is and

19   how it relates to your testimony there.

20             MR. HOLLOWAY:  Objection.  Form.

21             THE WITNESS:  So in Figure 1, we have a --

22        sort of a high-level overview of the system in

23        which we have a local area network that's

24        designated No. 225.  Local area network would

25        be -- for each kitchen, there would be a
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1        distinct one.  It has a number of devices

2        attached to it.

3        Q.   (By Mr. Ritcheson)  I'm sorry, Figure 1.

4   It's on the next page.  Yeah, there's a different

5   figure on the cover page.

6        A.   Oh, I'm looking at the -- yeah, on the

7   cover page.

8        Q.   You started to use numbers I just wasn't

9   seeing.

10        A.   Yeah.  Good point.

11             Okay.  So Figure 1, yeah, actually gives a

12   more reasonable overview of the system.  So we

13   have -- at the top of the diagram labeled 100, we

14   have a number of cells, 105 cells, which are --

15   cells are defined by the coverage area of a wireless

16   base station, and with any cell we have various

17   kitchen appliances and the appliances are As, Bs,

18   and Cs.

19             Each of these base stations connects

20   through 175, which I don't recall what that is at

21   the moment, through a data network to a control

22   center.  Control center has a database point of sale

23   ATM network interface and then the second -- that

24   specialized network is designated under 210.  It has

25   terminals for operators to view.  It has a database,
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1   a mobile kitchen center, and service vehicles.

2   Service vehicles are connected wirelessly to the

3   control center.

4        Q.   So I'm trying to understand the lines

5   here.

6             Where is the control center generally?

7   Where is that located?

8        A.   That would be separate and apart from the

9   restaurants and the kitchens.

10        Q.   And maybe if there's a part of your

11   declaration that can help or there's a part of the

12   specification of Koether that can help.

13             I'm just trying to get sort of placed in

14   my mind where that is and what that has attached to

15   it, just so I can tell you exactly where I'm headed;

16   okay?

17             MR. HOLLOWAY:  Objection.  Form.

18        Q.   (By Mr. Ritcheson)  The question is:  The

19   control center, where is that located?

20        A.   So in paragraph 29 of my declaration, I

21   say --

22        Q.   Hold on.  Let us all get there.  29.

23   Okay.

24        A.   I say the control center of Koether is in

25   a separate or remote physical location from the
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1   kitchens, the restaurants and the kitchens.

2        Q.   All right.  Let me break this down a

3   little bit.

4             And I think that with respect to Koether,

5   what are the three elements of Koether that

6   correspond to the first, second, and third control

7   devices of Claim 1?

8             MR. HOLLOWAY:  Objection.  Form.

9             THE WITNESS:  So this is -- I address that

10        question in paragraph 27 of my declaration on

11        the previous page from where we were.

12             So there's -- "As the figures and

13        description of Koether make clear, there are

14        three critical devices that make up the system.

15        First, [there's] a microprocessor controller

16        140 that's in -- that is a part of, or

17        connected to, a specific kitchen appliance."

18        And I'll skip the parenthetical.

19             Second, we have a base station, a kitchen

20        base station 150, which may be wirelessly

21        connected to the microprocessor controller.

22             And third, the third part is the control

23        center 170 that monitors, processes, and

24        responds to signals from the kitchen appliances

25        and base stations.
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1             So those are the three elements of the

2        control system.

3        Q.   (By Mr. Ritcheson)  So we have 140, 150,

4   and 170; is my recollection correct?

5        A.   Yes, 140, 150, and 170.

6             And this would be -- they are relative to

7   the diagram on page 10 of my declaration, which is

8   taken from the Koether patent and Figure 8 on

9   page 10 of the exhibit that consists of the Koether

10   patent.  Those are the numbers in the paragraph that

11   I just read.

12        Q.   Okay.  With respect to Figure 2 of the

13   Koether patent, can you describe for us what you

14   believe is depicted in Figure 2?

15        A.   Well, in Figure 2 at the top, we have a

16   kitchen appliance and a microprocessor-based

17   controller, a receiver, and transmitter, and so this

18   is the appliance 110 that would -- yeah, the

19   appliance -- yeah.  It uses the same numbers.  So

20   appliance 110, the 140 controller, and the 120 and

21   130 transmitter receivers.

22             And in the previous, those wireless

23   transmitters and wireless transmitter receivers are

24   identified as infrared.  In this one they're not

25   identified by a technology, so it could -- it is
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1   generally understood to be preferably wireless for

2   all the obvious reasons that you would want devices

3   in a kitchen to be wireless, say you don't want

4   people tripping over cables and that sort of thing.

5        Q.   So using, I guess -- you referred to

6   Figure 8 of Koether, the appliance is connected to

7   the controller, which is connected to a transmitter

8   receiver, which connects to base station 150 --

9        A.   Uh-huh (affirmative).

10        Q.   -- is that correct?

11        A.   Yes.

12        Q.   And the arrow connecting infrared

13   transmitter receiver 820 to element 810, what is

14   that?

15        A.   That's a communication pathway.

16        Q.   Is there a reason there's a person there?

17        A.   I think it's an indication that a person

18   could view status locally, as well as at the control

19   center.  You have a wireless network and so

20   anything -- you can connect various other devices,

21   personal computers.  In 1996, it was possible to

22   connect personal computers to wireless networks.  It

23   was actually possible in the late '80s to connect

24   personal computers to wireless networks using

25   infrared.
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1        Q.   Okay.  Now, using the language of -- Claim

2   1 indicates that the first control device is, if you

3   look at the bottom of Column 74, is located at the

4   premises.

5             Do you see that?

6        A.   Yes.

7        Q.   Okay.  With respect to your mapping of

8   Koether onto the Claim 1, what is the premises of

9   Koether?

10             MR. HOLLOWAY:  Objection to form.

11             THE WITNESS:  The premises of Koether

12        would be portions of the kitchen in which

13        appliances were located.

14        Q.   (By Mr. Ritcheson)  What do you mean by

15   "portions"?

16        A.   Well, an appliance doesn't occupy the

17   entire kitchen in most instances.  An appliance is

18   distinct from contained in, situated at, a kitchen.

19        Q.   In your reading, then, there are multiple

20   premises in the single kitchen?

21        A.   As consistent with the PTAB construction

22   of the term "premises."  They said --

23        Q.   It's okay.  I don't have a question.

24             With respect to the term or phrase -- the

25   terms or phrases "activating, deactivating,
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1   disabling, and reenabling" -- do you see that in

2   Claim 1?

3        A.   Yes, I do.

4        Q.   It's true that you used the plain and

5   ordinary meaning of those terms in reaching the

6   conclusions expressed in your declaration?

7        A.   Yes.

8        Q.   Okay.  What is -- what does "activate"

9   mean to you?

10        A.   In the context of, say, a kitchen

11   appliance or, say, a heating or cooling system, is

12   cycling -- cycling on.

13        Q.   And is "deactivate," then, cycling off?

14        A.   Cycling off.

15        Q.   Okay.  With respect to those two terms,

16   what does the term "cycling" mean?

17        A.   Well, when you -- you understand how a

18   kitchen oven works, you have a heating element --

19   say an electric kitchen oven, there's a heating

20   element in the kitchen oven that can be in one of

21   two states.  It can be either fully on or fully off.

22             And so the control system that enables the

23   oven to come to the temperature that you set it at

24   through the controls on the oven includes a

25   temperature sensor that -- that detects what the
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1   temperature is inside the oven, and it turn -- and

2   when that temperature's -- the sensed temperature is

3   below the threshold that the user has selected by

4   some number of degrees, the heating element will be

5   turned on.  Once it reaches the desired set point or

6   perhaps exceeds it by a few degrees, then the

7   heating element will be turned off.

8             So activation is turning it on;

9   deactivation is turning it off.

10        Q.   My question actually had to do with the

11   word you used, which was "cycling."  I was just

12   trying to understand "cycling."

13        A.   Well, in the course of -- say you're

14   baking a loaf of bread and it takes 30 minutes to

15   bake.  In the course of that baking, that -- of that

16   30 minutes, the heating element will cycle -- go

17   between off and on and on and off several times.

18   And so "cycling" means going between -- changing

19   state.

20        Q.   Changing state.

21        A.   Changing state.

22        Q.   And just for clarification, in

23   paragraph 34 of your declaration for the 1760 IPR,

24   if you could turn to that, I have a question about

25   the first two sentences in particular --

Page 80

Veritext Legal Solutions
800-567-8658 973-410-4040 

80 of 223
 
JCMS - EXHIBIT 2005 
CoxCom, LLC v. JCMS



1        A.   Which page?

2        Q.   -- as a cause of confusion.

3             Paragraph 34.

4        A.   Of my declaration?

5        Q.   Yes.

6        A.   Okay.

7        Q.   Just one second.

8             First two sentences of 34 say that "Claim

9   1 requires" -- or "also requires that the second

10   control device be remote from the premises," and

11   then the next sentence is, "In Koether, this would

12   mean the kitchen base station would be remote from

13   kitchen appliance."

14             Do you see that?

15        A.   Yes, I do.

16        Q.   Okay.  That seemed to suggest that the

17   kitchen appliance was the premises.

18             That's not an accurate reading; correct?

19   That's not what you're saying?

20        A.   Well, remote from the -- the premises

21   would be the portion of the kitchen in which the

22   appliance is located.

23        Q.   Not the appliance itself; is that correct?

24   You see why I'm confused; right?

25        A.   Well, the -- there's sort of a larger
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1   disconnect here, in that the -- the way that the

2   term "premises" is used in the '130 patent is

3   with -- is somewhat different from the way -- well,

4   there's -- there's -- there's sort of a very poor

5   fit between the notion of "premises" and the nature

6   of wireless networks.

7             So wireless -- a wireless base station has

8   a certain coverage area; right?  The signal

9   propagates from a wireless base station and --

10   according to a certain pattern, and the pattern of

11   propagation, you know, you can graphically map it

12   for any given radio transmitter.

13             And while we -- ideally, we like to

14   portray that as like a series of hexagons or

15   something that kind of looks like a beehive, which

16   is the way that the diagrams are done in the Koether

17   patent.  That's sort of a conventional way of

18   depicting it.

19             But in reality, it's never that perfect

20   propagation pattern, so -- because there are

21   different sources of interference that can cause the

22   signal -- can block the signal or can reflect the

23   signal.

24             So signals don't always propagate

25   according to where the walls are in a building, so
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1   you could have -- I could have a wireless base

2   station against this wall and if there were a

3   wireless station on the other side of the wall, that

4   wireless station would have a closer proximity to

5   the wireless base station in this room than it might

6   have to a wireless base station in the room with the

7   device that was on the other side of the room.

8             So the geographic proximity of a wireless

9   device and a -- the base station and antenna that

10   serves it doesn't correspond to where the walls are

11   in buildings.

12             So the thing that Koether is concerned

13   about is that he wants to have as many base stations

14   as are required to obtain coverage over all the

15   wireless transmitters and receivers in a coverage

16   region, irrespective of where the walls are in the

17   structure.

18        Q.   With respect to your conclusions regarding

19   Koether, all I'm trying to find out is if the

20   appliance -- if your position is the appliance is

21   the premises or whether it's the appliance located

22   in the room -- that is in a portion of a room that

23   is the premises.  That's all I'm trying to find out.

24             MR. HOLLOWAY:  Objection to form.

25             THE WITNESS:  I think the way I would
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1        apply the term "premises" as found in the '130

2        patent in the Koether context would be the

3        radio coverage area that is defined by the

4        wireless transmitter, the base station.

5        Q.   (By Mr. Ritcheson)  Okay.

6        A.   And the '130 patent also includes wireless

7   communication, so it would actually have to be, you

8   know, viewed in that -- in a similar light.

9        Q.   Understood.  And I'm sorry to -- the horse

10   is dead, but there's still twitching.

11        A.   Okay.

12        Q.   Because I just want to have it absolutely

13   clear that, for example, the blender in the -- the

14   blender itself in the kitchen is not the premises as

15   you're understanding that term?

16        A.   The premises would be the portion of the

17   room in which the blender is located at any given

18   time.

19        Q.   Thank you.

20        A.   The blender could be movable, though.

21        Q.   Understood.  Understood.  I just needed to

22   get some clarification on those first two sentences

23   because of the way the language was used there.

24             With respect to the -- I think it's called

25   the -- strike that.
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1             Is it your understanding that the

2   transmission of data is the same as a control

3   signal?

4             MR. HOLLOWAY:  Objection.  Form.

5             THE WITNESS:  Transmission of data is a

6        much larger abstraction than control signal.

7        Control signal would be a particular form of

8        data, a data that is -- that is transmitted in

9        order to perform a particular purpose.

10        Q.   (By Mr. Ritcheson)  Okay.  Sorry.  Just

11   one moment.

12             With respect to -- this is from

13   paragraph 3, the discussion of the kitchen base

14   station, which you've designated as a second control

15   device.

16        A.   Paragraph 3 in my declaration?

17        Q.   I'm sorry.  33.

18        A.   Oh, okay.

19        Q.   You read there that -- it reads there that

20   "a person of ordinary skill in the art prior to July

21   1996, would have understood that the kitchen base

22   station (the second control device) provided a

23   signal to the appliance, which when received

24   executes an operation."

25             Do you see that?
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1        A.   Yes.

2        Q.   And then you have a citation to Koether,

3   Column 5, lines 20 to 35 --

4        A.   Uh-huh (affirmative).

5        Q.   -- is that correct?

6        A.   Yes.

7        Q.   What is the -- what do you mean by

8   "execute an operation" as it's used there?

9             And if you want to look at your Koether

10   cite, that's fine, too, but what do you mean by

11   "executes an operation"?

12        A.   Well, what Koether says in the -- in the

13   cited portion is that a bidirectional communication

14   takes place at -- as he puts it, "so as to monitor

15   and track the maintenance, repair, and energy

16   management of kitchen appliances by means of

17   information transmitted to and received from those

18   appliances."

19             So -- and then he clarifies or expands it,

20   "Information may include cooking parameters, billing

21   information, appliance ID, diagnostic info,

22   maintenance instructions."  So the operations would

23   include a request for status, would include a

24   request for diagnostics, would include instructions

25   of a operational or diagnostic nature.
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1             One of the things that Koether describes

2   is cooking parameters, which I would think would be

3   temperature profiles.  Say in the case of an oven,

4   it would be temperature profiles to use while a

5   particular food item is being cooked.

6        Q.   That's one of my questions, is that -- and

7   I may be misreading this, but the citation that you

8   gave us at Column 5, lines 20 to 35, appear to be

9   relating to monitoring functionality.

10             Is that not correct?

11             MR. HOLLOWAY:  Objection.  Form.

12             THE WITNESS:  It's not limited to

13        monitoring functionality; it includes

14        monitoring functionality.  So it's monitoring

15        and tracking in this particular citation.

16        Q.   (By Mr. Ritcheson)  Okay.  With respect to

17   the control center, the control center is the remote

18   facility that's overseeing all this.

19             Am I generally getting it right?

20        A.   Uh-huh (affirmative).

21        Q.   "Yes"?

22        A.   Yes.

23        Q.   The -- I think we have -- paragraph 36 I

24   have some questions about.  It says, "The Koether

25   system was designed to allow for automatic
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1   monitoring and control" --

2        A.   Yes.

3        Q.   -- is that correct?

4        A.   Yes.

5        Q.   And there's a citation to Column 2, lines

6   23 through 36.

7        A.   Yes.

8        Q.   And turning to that, there's a description

9   of the base station -- it's not designated as 150,

10   but the base station interrogating the appliance.

11             Do you see that?

12        A.   Yes.

13        Q.   And that's the request to transmit

14   diagnostic information?

15        A.   Yes.

16        Q.   Okay.  Where is the -- what is the control

17   functionality that you're relying on in this

18   passage?

19        A.   In the control -- one example of the

20   control functionality was cited in the previous

21   paragraph, cooking parameters.

22        Q.   That's from somewhere else, not in this

23   patent.  I'm just trying to tie it -- your statement

24   that "the Koether system was designed to allow for

25   automatic monitoring and control," and you cite to
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1   this passage.  I'm wondering if, in this passage,

2   there's something that I may have missed that you're

3   relying on for the "control," as opposed to

4   "monitoring."

5        A.   So the kitchen --

6             MR. HOLLOWAY:  Objection to form.

7             THE WITNESS:  The kitchen base station,

8        when -- the act of interrogating the appliance

9        is exercising control over the appliance.  It's

10        telling -- when the base station interrogates

11        the appliance for diagnostic information

12        relative to operating conditions, that is --

13        that's an act of control.

14        Q.   (By Mr. Ritcheson)  Okay.  So is it a true

15   statement, then, that "monitoring" and "control" are

16   the same thing, in your opinion?

17             MR. HOLLOWAY:  Objection.  Form.

18             THE WITNESS:  No, they're not the same

19        thing.

20        Q.   (By Mr. Ritcheson)  How are they

21   different?

22        A.   Monitoring is -- monitoring can be

23   performed either actively or passively.  So a

24   monitor can request -- monitoring can be

25   accomplished by interrogating -- by actively
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1   interrogating the device and saying, "What is your

2   state," and getting a response.

3             It can also be accomplished by the device

4   that is being monitored having triggers set in which

5   when a certain parameter exceeds a threshold or

6   crosses a threshold -- it could be either up or

7   down -- that it will automatically -- without --

8   without interrogation, it will voluntarily, of its

9   own initiative or according to its own operational

10   logic, send a message, an unsolicited message.

11             So these reports of state can take place

12   in response to an actual request immediately

13   preceding the response or it can be accomplished

14   through operational parameters that are programmed

15   into the device that causes it to report certain

16   conditions.

17        Q.   With respect to the interrogation that

18   you -- that you discussed and that's referenced in

19   this section, does that change the state of the base

20   station?

21             MR. HOLLOWAY:  Objection.  Form.

22             THE WITNESS:  It doesn't inherent --

23        intrinsically necessarily change the

24        operational state, other than, you know,

25        it's -- it may cause a subtle change.
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1             For example, the device may be programmed

2        to report its temperature every 10 seconds and

3        if it's interrogated about its temperature say

4        at second six, then that may reset the timer so

5        that the next report takes place 10 seconds

6        after the interrogation rather than, say, 10 --

7        rather than at the time in which it would have

8        taken place without the interrogation.

9        Q.   (By Mr. Ritcheson)  Other than with

10   respect to that particular circumstance that you

11   just discussed -- well, strike that.

12             It's true that with respect to the passage

13   that you cited, that there isn't any change in state

14   contemplated at the base station by virtue of the --

15   I'm sorry, at the appliance by virtue of the

16   interrogation by the base station?

17        A.   The interrogation may be -- may be

18   something that takes place in order for some control

19   function to follow it.

20             So, for example -- I mean, if you continue

21   to read in the -- in the Koether patent after -- at

22   line 25 -- line 27, "The control center may take

23   action as appropriate, including, among others,

24   downloading updated, operating and/or diagnostic

25   software," et cetera.
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1             Before the control center downloads the

2   software, it wants to see -- it wants to make sure

3   that the appliance is in a state of good repair so

4   that the -- it's very important that the download is

5   successful.  So you don't want to download software

6   to a device in which -- in such a condition that you

7   may fear that the download would destroy the

8   operational software in the device and fail to

9   supply it with a completely operational software

10   image.

11        Q.   And you're relying on your experience, as

12   opposed to anything that's actually disclosed in

13   Koether?

14        A.   No.  I'm reading the patent.  This is what

15   the patent -- I mean, the patent says you can do

16   this and then after you've done that, you can -- you

17   may want to do things like downloads.

18        Q.   Okay.  In your opinion, is downloading

19   information exercising control?

20        A.   Yes, it is.

21             MR. HOLLOWAY:  Objection.  Form.

22        Q.   (By Mr. Ritcheson)  And what aspect of the

23   device 140 is controlled by a download?

24             MR. HOLLOWAY:  Objection.  Form.

25             THE WITNESS:  The -- the operational
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1        software in the device is affected by the

2        download.  That's the operational software

3        which defines the capabilities of the device,

4        its operating parameters.  It could be all

5        these other things, like cooking parameters

6        could be part of that download.  So it's the

7        entire body of logic that controls the way the

8        device operates.

9        Q.   (By Mr. Ritcheson)  But just to be clear,

10   you're equating downloading of data with control?

11             MR. HOLLOWAY:  Objection.  Form.

12             THE WITNESS:  I'm equating downloading of

13        software with control.  The software controls

14        the operation of the --

15        Q.   (By Mr. Ritcheson)  Oh, I understand the

16   software controls the operation.

17        A.   Yeah.

18        Q.   My question was whether the -- within this

19   context, the control center that is downloading

20   software is controlling, for example, a base

21   station.

22             MR. HOLLOWAY:  Objection.  Form.

23             THE WITNESS:  Well, I think we're talking

24        about downloading software to the appliance,

25        right, to the controller that's part of the
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1        appliance?

2        Q.   (By Mr. Ritcheson)  Well, it says the

3   control center, which is 170 --

4        A.   Oh, base station?

5        Q.   You tell me.

6        A.   Well, the base station interrogates the

7   appliance and it may request -- the base station may

8   interrogate the appliance or the appliance may

9   request to transmit diagnostic, so there's the

10   two-way communication.

11        Q.   Sure.

12        A.   And that diagnostic information may be

13   immediately communicated to the control center.

14        Q.   Right.

15        A.   So we have the three parts of the

16   system --

17        Q.   Sure.

18        A.   -- and then the control center can take

19   action as appropriate, including, among others,

20   downloading updated operating and/or diagnostic

21   software to the appliance, and it can also take

22   other -- other action such as dispatching a service

23   vehicle or updating the accounting and inventory.

24        Q.   Okay.

25        A.   And it says most of these functions are
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1   automatically controlled by the control center that

2   may also be performed manually by a control center

3   operator.

4             So the patent, I mean, it explicitly

5   describes this as exercising control over the

6   appliance.

7        Q.   No, I -- I hear your -- I see the use of

8   the word "control."  I'm just trying to figure out

9   whether it's your understanding that control, as you

10   understood it -- when you're thinking about -- you

11   said that this allows for automated monitoring or

12   control.  All I want to know is whether the control

13   functionality that you were referring to by your --

14   by your reference here was to the downloading of

15   updated operating and/or diagnostic software to the

16   appliance or whether there was something else you

17   were pointing to as supporting that?

18             MR. HOLLOWAY:  Objection.  Form.

19             THE WITNESS:  I think the operational

20        software, which would include device parameters

21        in most -- in most instances, and as well as

22        these cooking parameters.

23        Q.   (By Mr. Ritcheson)  I'm just looking at

24   this citation that you provided.  The cooking

25   parameters, device parameters, that's not mentioned
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1   here; correct?

2        A.   Well, when you're telling the device that

3   you're going to download software to it and it has

4   to be ready for that, you're controlling the device.

5             And the device, in response to that --

6   that command, really, from the control center, will

7   put itself in a state where it can accept a download

8   and will replace its operating software and will

9   reboot to a new image and, you know, get the update.

10   It's like, you know, when you apply patches to your

11   personal computer.

12        Q.   I'm not arguing with you whether you're

13   right or wrong; I'm just trying to make sure I

14   understand --

15        A.   Right.

16        Q.   -- the totality of the control

17   functionality that you're referring to --

18        A.   In this particular.

19        Q.   Hold on.

20             -- in paragraph 36 of your declaration.

21        A.   Yeah.

22        Q.   Okay.  With respect to -- I have a

23   question here on the next sentence in that same

24   paragraph 36 of your declaration in 1760 proceeding,

25   which talks about "automatic control of the system
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1   by the control center, which is claimed in the '130

2   patent Claim 1, as the third control device, as well

3   as Koether's -- the Koether patent's...base

4   station."

5             This is control by the control center.  If

6   we could just turn briefly to your citation,

7   Column 5, line 60 to 67.

8             Am I correct that the portion of the

9   Koether patent that you cited as control was the

10   interrogation of the controller 140 by base station

11   150?

12             MR. HOLLOWAY:  Objection to form.

13        Q.   (By Mr. Ritcheson)  Do you have them side

14   by side?

15        A.   Yeah.  Kitchen base station 150 --

16        Q.   Okay.  That's the intermediate, the second

17   device; right?

18        A.   Second device.

19        Q.   Okay.

20        A.   -- interrogates the corresponding

21   controller 140, which is the first or third.  I

22   mean, the --

23        Q.   The appliance?

24        A.   Yeah, it's the appliance.  The '130 patent

25   uses the first and third device in different ways.
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1   It flip-flops them.  So --

2        Q.   So base station interrogates the

3   appliance?

4        A.   Uh-huh (affirmative).

5        Q.   "Yes"?

6        A.   Yes.

7        Q.   Okay.  And then that information is -- am

8   I reading this correctly, may be communicated to the

9   control device 170?

10        A.   Yes.

11        Q.   What I'm trying to do is match up the

12   statement you made in paragraph 36 about automatic

13   control of the system by the control center.  And my

14   specific question is:  Is it your opinion that the

15   receipt -- by receiving diagnostic information,

16   control center 170 is exercising control over the

17   system?

18        A.   I wouldn't consider the receipt of

19   information to constitute control.

20        Q.   Is there any other part of this passage

21   that you've cited us to that demonstrates control of

22   the system by 170?  And I'm limiting it to this

23   citation.

24             MR. HOLLOWAY:  Objection.  Form.

25             THE WITNESS:  So we don't want to talk
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1        about the control that was in the previous

2        citation, where in the previous citation --

3        Q.   (By Mr. Ritcheson)  I just want to talk

4   about this citation that you provided for this

5   statement.

6        A.   So you want to know the --

7             MR. HOLLOWAY:  Objection.  Form.

8             THE WITNESS:  -- the boundaries of this

9        citation?

10        Q.   (By Mr. Ritcheson)  This is the citation I

11   have a question about because I'm trying to match it

12   up to what you said in your declaration.

13             You understand?

14             So in your declaration, you talked about

15   "automatic control of the system by the control

16   center"; correct?

17        A.   Yes.

18        Q.   And then you cite to this passage; yes?

19   So I'm just trying to tie off what it is in this

20   passage that leads you to believe that there is

21   control of the system by the control center, just

22   this passage.  I just want to know what this passage

23   says to you.

24             MR. HOLLOWAY:  Objection.  Form.

25             THE WITNESS:  So in this passage, what you
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1        have is the base station interrogating the

2        appliance for diagnostic, and it may -- that

3        interrogation may include -- may be a request

4        of -- to transmit diagnostic information, but

5        it comes back to the base station -- well, no,

6        it -- well, it says it may be immediately

7        communicated to control center 170, and that

8        information would have to pass through the base

9        station 150.

10             So the automatic control of the system by

11        the control center -- so the control center

12        always has to go through the base station to

13        get to the controller that's on the appliance

14        so that the overall controller, for -- well,

15        there isn't -- there isn't any control being

16        exercised by the control center in the case

17        where the base station has, of its own accord,

18        requested diagnostic information from the

19        appliance.

20             But if the request for diagnostic

21        information originated at the control center,

22        was passed to the base station because the base

23        station is the gateway to the appliance, and

24        then the base station forwarded that to the

25        appliance and, in response to that, the
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1        appliance responded with its status and that

2        response would go through the base station and

3        then back to the control center.

4             So in that instance, there is an exercise

5        of control originating at the control center.

6        Q.   (By Mr. Ritcheson)  That's not disclosed

7   in this passage, though; right?

8             MR. HOLLOWAY:  Objection.  Form.

9             THE WITNESS:  It's neither disclosed

10        nor -- I mean, it's -- it's -- this passage

11        relates to the automatic character of -- of a

12        transaction that takes -- that these -- it's

13        saying that these kinds of transactions take

14        place automatically without human -- without

15        human intervention.

16             So the pertinence of this particular

17        passage is on the notion of automatic.  The

18        emphasis would be on automatic resident

19        control, but, I mean, there are control

20        operations -- I mean, a request for status is a

21        control.

22        Q.   (By Mr. Ritcheson)  I understand.  I'm

23   justify trying to drill down into your statement

24   that the control of the system by the control center

25   is disclosed here.
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1             And that's just not the case; right?

2             MR. HOLLOWAY:  Objection.  Form.

3             THE WITNESS:  Well, the beginning the

4        first sentence in paragraph 36, what I said

5        was, "The Koether system was designed to allow

6        for automatic monitoring and control."

7        Q.   (By Mr. Ritcheson)  Yes, and we talked

8   about that.

9        A.   And in some instances, monitoring is

10   control.  I mean, it's sort of light control, but

11   when I request your status, I'm exercising control

12   over you.

13        Q.   I understand your argument, but that isn't

14   in the reference that you provided to support the

15   position that the control center is disclosed at

16   Column 5, line 60 to 67, as exercising control over

17   the system --

18             MR. HOLLOWAY:  Objection.  Form.

19        Q.   (By Mr. Ritcheson)  -- correct?

20        A.   There's nothing in that sentence that is

21   inconsistent with what you're suggesting.

22        Q.   I'm not suggesting anything.  You stated

23   that the -- this passage supports your conclusion

24   that the control center 170 exercises control, but

25   in reality, all the control center's doing in this
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1   passage is receiving information.

2             MR. HOLLOWAY:  Objection.  Form.

3             THE WITNESS:  No, that's not true, because

4        why does the -- why does the base station ask

5        the -- ask the appliance for its state?  It

6        does that because the control center has

7        downloaded software to the base station that

8        tells it to do that.

9        Q.   (By Mr. Ritcheson)  I thought you said

10   that somebody could interact with it directly.

11             MR. HOLLOWAY:  Objection.  Form.

12        Q.   (By Mr. Ritcheson)  Did you previously say

13   that?

14             MR. HOLLOWAY:  Objection.  Form.

15             THE WITNESS:  They can operate with it

16        directly; they can also program it to operate

17        automatically, which is the primary mode in

18        which this automatic system would operate.

19        Q.   (By Mr. Ritcheson)  Okay.  Have you

20   answered the question regarding this passage to the

21   best of your ability?

22             MR. HOLLOWAY:  Objection.  Form.

23             THE WITNESS:  I'm not sure you're hearing

24        what I'm saying.

25        Q.   (By Mr. Ritcheson)  I've heard exactly
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1   what you've said.

2        A.   So the passage says the basis --

3        Q.   I don't have a question pending anymore

4   other than have you -- let me ask --

5             MR. HOLLOWAY:  Objection.  Form.

6        Q.   (By Mr. Ritcheson)  -- are you done with

7   your answer?

8             MR. HOLLOWAY:  Objection.  Form.

9             THE WITNESS:  I'm prepared to move on.

10        Q.   (By Mr. Ritcheson)  And this is an

11   unsupported statement and I understand why it may

12   be, but at the last sentence -- I just have a small

13   flag here on the end of 36 of your declaration in

14   the 1760 proceeding.

15             It says, "Even in Koether's discussion of

16   the network types for data transmission, there is no

17   discussion of human or user intervention in the

18   access or receipt of the communications between

19   various devices."

20             Is that sentence accurate?

21             MR. HOLLOWAY:  Objection.  Form.

22             THE WITNESS:  Yes, I think that's an

23        accurate sentence, "in the discussion of

24        network types," which would include wireless

25        and wired networks.  The network types are
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1        independent of whether there is human

2        intervention or not.

3        Q.   (By Mr. Ritcheson)  So what did you mean

4   to -- what did you mean to convey with this

5   sentence?

6        A.   The automatic nature of the system.  This

7   whole paragraph is really on the fact that this is a

8   system designed to allow for automatic monitoring

9   and control, and so there are two examples.  The

10   following two sentences are both examples of the

11   automatic nature of this system, which does both

12   monitoring and control.

13             So it's able to function automatically,

14   because the control center puts software in the base

15   stations that have them do various things

16   autonomously, but -- they're acting autonomously,

17   but in accordance with the operational parameters

18   dictated by the control center and the operation of

19   the networks doesn't depend on human intervention.

20   So the networks function as networks wherever the --

21   whatever the humans are doing.

22        Q.   Okay.  It may not be entirely dispositive.

23   It's just that whenever there are absolutes, my

24   alarm bells go off.

25             And you say that there's no discussion of
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1   human or user intervention in the access or receipt

2   of communications between various devices, and I'm

3   just trying to just internally square that with the

4   depiction in Figure 8 of the individual that is

5   connected wirelessly to the appliance.

6             MR. HOLLOWAY:  Is that a question?

7        Q.   (By Mr. Ritcheson)  How would you help me

8   square that?

9             MR. HOLLOWAY:  Objection.  Form.

10             THE WITNESS:  The human is not the

11        network; the human is the user of the network.

12        It's not -- the human is not the network.

13        Q.   (By Mr. Ritcheson)  Understood.

14        A.   The network does not depend on the human.

15        Q.   Understood.  It says there is no

16   discussion of human intervention in the access of

17   the communications.

18        A.   Yeah.  It's in the context of Koether's

19   discussion of network types.  So where Koether --

20   where and in the context of Koether's discussion of

21   network types, human is not one of the network

22   types.

23        Q.   That's what you intend to convey?

24        A.   That's what I was trying to say.  It's an

25   automatic system that is subject to manual override.
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1        Q.   Okay.  And in Figure 8, the human here --

2   the human interaction is via a handheld terminal

3   having, for example, a palm/laptop computer linked

4   to 140 --

5        A.   Right.

6        Q.   -- correct?

7             But you didn't mean that humans are

8   completely out of the equation, only that what?

9        A.   We have a network that supports both

10   automatic and manual operation.

11        Q.   Okay.  That's what I would have thought

12   you'd said there.

13        A.   We have an automatic network that supports

14   both human and -- I mean, the human is not actually

15   on the network.  The palm is on the network.

16        Q.   It's not plugged into his head.

17             MR. HOLLOWAY:  Objection.  Form.

18             THE WITNESS:  Right.  Right.  I'm sure

19        there's prior art about that, but maybe not in

20        this time frame.

21             MR. RITCHESON:  It's 12:15.  Why don't we

22        take a break.

23             MR. HOLLOWAY:  Okay.

24             (Thereupon, there was an interruption in

25        the proceedings.)
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1        Q.   (By Mr. Ritcheson)  Mr. Bennett, did you

2   speak with anybody about your testimony that you

3   gave or that you expect to give in this case?

4        A.   No, I did not.

5        Q.   Okay.  With respect to the institution

6   decision for the '130 that's actually the 1760

7   proceeding, if you could turn to page 11 of that.

8   I'm sorry.  I've forgotten the exhibit number.  Can

9   you read that off the front?

10        A.   That would be Exhibit 5.

11        Q.   Okay.  Page 11.

12             Okay.  You there?

13        A.   Yes.

14        Q.   It's the -- starting with the second full

15   paragraph, which begins --

16        A.   "We are persuaded..."?

17        Q.   Yes, relating to Claim 8.

18             Do you see that?

19        A.   Yes.

20        Q.   It says there that Koether's

21   microprocessor 140 communicates with the kitchen

22   appliance using RF communications.

23             Do you see that?

24        A.   Yes.

25        Q.   Where is that -- where is the support for
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1   that in Koether?

2        A.   It's all over it.

3        Q.   Well, let's -- while we're -- before we

4   get to that, can you verify for me, looking at the

5   '130 patent, Claim 1 -- Claim 8, rather, that the --

6   that claim, 8, requires the first control device to

7   communicate with the appliance via a wireless

8   device?

9        A.   So Claim 8 is, "The apparatus of Claim 1,

10   wherein the first signal is transmitted from the

11   first control device to at least one of," a list of

12   many types of devices, "via a wireless device."

13        Q.   Okay.

14        A.   So it's a wireless device.

15        Q.   And so then we have the institution

16   decision, then, that says that they're persuaded

17   that Koether discloses a microprocessor 140

18   communicating with kitchen appliance 110 using RF

19   communications.

20             Do you see that?

21        A.   Yes.

22        Q.   And it cites to Figures 1 and 2 and to

23   Column 4, lines 25 to 26.

24             Do you see that?

25        A.   Yes.
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1        Q.   Taking that out of order for a second,

2   looking at Column 4, lines 25 to 26, that reads,

3   "Each kitchen appliance...is preferably provided

4   with a RF transmitter..., RF receiver... and

5   microprocessor based controller 140, as illustrated

6   in Figure 2."

7             Did I read that correctly?

8        A.   Yes, "Each kitchen appliance...is

9   preferably provided with an RF transmitter...."

10        Q.   Okay.  But in Figure 2, I only have one

11   set of transmitters and receivers by which the

12   controller communicates with the base station; isn't

13   that true?

14             MR. HOLLOWAY:  Objection.  Form.

15             THE WITNESS:  Figure 1 and 2, and -- I

16        don't understand the question.

17        Q.   (By Mr. Ritcheson)  Sure.  Let's look at

18   Figure 2 --

19        A.   Okay.

20        Q.   -- by way of example.

21             What is the significance of the box that's

22   drawn around the kitchen appliance controller and

23   transmitter receiver elements?

24             MR. HOLLOWAY:  Objection.  Form.

25             THE WITNESS:  The box -- kitchen appliance
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1        controller and transmitter receiver, I think

2        that's the -- you have one-to-one relationship

3        between an appliance and a controller and you

4        have a one-to-one relationship between

5        controller and transmitter receiver, and the

6        collection of those three elements would

7        constitute a device or an apparatus or a

8        system.  That's the way I'd read that diagram.

9        Q.   (By Mr. Ritcheson)  And is the CPU or the

10   controller 140, is that a part of the kitchen

11   appliance?

12             MR. HOLLOWAY:  Objection.  Form.

13             THE WITNESS:  It's a -- in a one-to-one

14        relationship.  The patent makes it clear that

15        the microprocessor controller could be

16        integrated into the kitchen appliance or it

17        could be connected to the kitchen appliance.

18        But for every microprocessor controller,

19        there's one and only one kitchen appliance.

20        Q.   (By Mr. Ritcheson)  Okay.  So my question

21   is not whether the controller 140 communicates with

22   the base station via RF receiver -- RF transmitter

23   120 and receives from RF receiver 130, my question

24   is:  Where is it disclosed that the microprocessor

25   140 communicates to the appliance 110 via RF?
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1             MR. HOLLOWAY:  Objection.  Form.

2             THE WITNESS:  I don't know that the

3        microprocessor controller would communicate

4        with the appliance itself using RF.

5        Q.   (By Mr. Ritcheson)  Okay.

6        A.   I think what the diagram illustrates is

7   there's an antenna on the controller that's pointed

8   in the direction of the base station.

9        Q.   And that's using RF to connect the

10   controller 140 to the base station 150?

11        A.   Right.

12        Q.   Okay.

13        A.   But in the case where the controller is

14   integrated with the kitchen appliance, then you

15   could effectively say that the kitchen appliance is

16   communicating over RF with the base station, because

17   in that instance, the controller and the appliance

18   would be indistinguishable.

19        Q.   Okay.

20        A.   Yeah.  I think what this diagram is meant

21   to represent is the functional decomposition of a

22   system --

23        Q.   I understand.

24        A.   -- in a -- you know, a circuit diagram.

25        Q.   I appreciate that.
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1             Okay.  With respect to Claim 12, which is,

2   I believe, the next one down, if you look at

3   page 11, it says that "we are persuaded that the

4   present record supports the contention that

5   Koether's control center receiving diagnostic

6   information...teaches the limitations of Claim 12."

7        A.   Uh-huh (affirmative).

8        Q.   Do you see that?

9        A.   Yes.

10        Q.   So let's unpack that a little bit.

11             Claim 12, let's go to Claim 12 so that we

12   can have a common understanding of that.

13             Can you read that to yourself?

14        A.   I've read it.

15        Q.   Okay.  And that claim is where the

16   system -- that is 110; correct?  If we're looking at

17   Koether, Koether 110 is the system?

18             MR. HOLLOWAY:  Object to form.

19        Q.   (By Mr. Ritcheson)  Do you know what I

20   mean?

21        A.   So we're on -- in the '130 patent, Claim

22   12 of the '130 patent, and your question is?

23        Q.   What element of Koether are you calling

24   the premises appliance for the purposes of Claim 12?

25   If you want to look at your declaration, that's
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1   fine.

2        A.   The combination of the appliance, the

3   microprocessor controller, and the RF communication

4   system would be the -- the element that corresponds

5   to the premises system, a device, equipment,

6   et cetera.

7        Q.   Okay.  Now, that is -- is that the same

8   device that you're calling a control device, the

9   first control device?

10             MR. HOLLOWAY:  Objection.  Form.

11             THE WITNESS:  That's the device I'm

12        calling the premises device.

13        Q.   (By Mr. Ritcheson)  Do you understand

14   the -- the term "dependent claim"?

15        A.   Yes.

16        Q.   Okay.  Is it your understanding that a

17   dependent claim includes limitations from another

18   claim?

19        A.   It would include the limitations in the

20   primary claim, the independent claim.

21        Q.   And in this case --

22        A.   Claim 1 is an independent claim; Claim 12

23   is a dependent claim.

24        Q.   Depending from Claim 1?

25        A.   Yes.
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1        Q.   So in Claim 1, we've got a first control

2   device that generates a signal to control -- and I'm

3   alighting this -- a premises appliance --

4             MR. HOLLOWAY:  Objection.  Form.

5        Q.   (By Mr. Ritcheson)  -- is that correct?

6             MR. HOLLOWAY:  Same objection.

7             THE WITNESS:  Yeah.  Control device --

8        well, we have a first control device --

9        Q.   (By Mr. Ritcheson)  Yes.

10        A.   -- we have a second control device, and

11   then we have a third control device.

12        Q.   Yes.

13             With respect to the first control device,

14   it's true that the first control device generates or

15   transmits a signal to a premises appliance, for

16   example?

17             MR. HOLLOWAY:  Objection.  Form.

18             THE WITNESS:  Well, it at least one of

19        generates and transmits a first signal for at

20        least one of activating, deactivating,

21        disabling, and reenabling at least one of a

22        premises system, a premises device.

23             So that implies that it is different from

24        a premises system.

25        Q.   (By Mr. Ritcheson)  Okay.
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1        A.   The premises system in Claim 1 is also

2   held to be a control device.  The premises system, I

3   think, would be the third control device, which is

4   held to be a control device.

5        Q.   So with respect to Claim 12, it says that

6   the premises device is a monitoring device.

7             Do you see that?

8             MR. HOLLOWAY:  Objection.  Form.

9             THE WITNESS:  "Where the third control

10        device is a monitoring device."  So when --

11        Q.   (By Mr. Ritcheson)  Where do you see,

12   "Where the third control" --

13        A.   Well, it refers back -- "the apparatus of

14   Claim 1."  The apparatus of Claim 1 consists of

15   three control devices.

16        Q.   And -- and an appliance?

17             MR. HOLLOWAY:  Objection.  Form.

18             THE WITNESS:  I don't think Claim 1

19        uses -- does Claim 1 use the term "appliance"?

20        Q.   (By Mr. Ritcheson)  It's the third-to-last

21   line.

22        A.   Oh, "premises appliance."

23        Q.   Okay.

24        A.   Yeah.  Okay.  So the premises appliance.

25             So you're asking about Claim 12.  "The
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1   apparatus of Claim 1, wherein the at least one

2   of" -- this is -- the sentence is obscure --

3   "wherein the at least one of a premises system, a

4   premises device, a premises equipment, a premises

5   equipment system, and a premises appliance, is a

6   monitoring device for at least one of" -- multiple

7   purposes.

8             So we've identified the appliance of Claim

9   1, and I believe the intent of this very awkward

10   paragraph is to limit Claim 1 to one of the

11   components in which it's doing monitoring of various

12   parameters and, as a result of that monitoring, the

13   apparatus provides information regarding -- either

14   information -- either data and information that's

15   either recorded or read by the monitoring device.

16             So there is some sense of an appliance.

17        Q.   This is where the appliance is a

18   monitoring device; correct?

19             MR. HOLLOWAY:  Objection.  Form.

20             THE WITNESS:  Yes.

21        Q.   (By Mr. Ritcheson)  Okay.  In Koether,

22   what is the monitoring device of Koether?

23             MR. HOLLOWAY:  Objection.  Form.

24             THE WITNESS:  The monitoring device -- I

25        don't really understand Koether as having a

Page 117

Veritext Legal Solutions
800-567-8658 973-410-4040 

117 of 223
 
JCMS - EXHIBIT 2005 
CoxCom, LLC v. JCMS



1        single monitoring device.

2        Q.   (By Mr. Ritcheson)  I agree.

3             MR. HOLLOWAY:  Is that a question?

4             MR. RITCHESON:  Nope.

5        Q.   (By Mr. Ritcheson)  Thank you.

6             With respect to Claim 15, your

7   understanding is that the PTAB is -- declined to

8   institute a review of Claim 15; is that correct?

9        A.   I believe that's -- that's the way -- I'm

10   not a lawyer, but that's what it -- that's what --

11   my reading of the -- of this document, this

12   institution decision.  Well, it says they don't

13   believe there's a high likelihood of success in a

14   challenge to 15.

15        Q.   Where are you reading from?

16        A.   On page 14 of the institution decision,

17   the first paragraph, the Court says, "...we have

18   reviewed the proposed ground challenging Claim 15 as

19   obvious over Koether and level of ordinary

20   skill...," and the conclusion is, "...we are not

21   persuaded, that petitioner has established a

22   reasonable likelihood of prevailing in its challenge

23   to Claim 15 on this ground."

24             I don't know whether that means they've

25   declined -- they've declined to consider Claim 15 or
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1   simply that their preliminary judgment is they're

2   not persuaded as of yet that Claim 15 is disputable.

3        Q.   You understand that Claim 15 is not within

4   the 1760 proceeding?

5             MR. HOLLOWAY:  Objection.  Form.

6             THE WITNESS:  I don't know whether that's

7        the case or not.  If you tell me -- is it the

8        case?

9        Q.   (By Mr. Ritcheson)  I'm just wondering

10   what your understanding is.

11             MR. HOLLOWAY:  Same objection.

12             THE WITNESS:  I'm unsure.

13        Q.   (By Mr. Ritcheson)  Okay.  Drawing your

14   attention to '130, the '130 patent, Claim 17, can

15   you read that to yourself?

16        A.   Okay.  I've read it.

17        Q.   So is it your understanding that this is

18   also a dependent claim depending from Claim 1?

19        A.   It says -- yes, begins with, "The

20   apparatus of Claim 1...."

21        Q.   And this claim requires that the first

22   control device generate a confirmation or

23   notification signal; is that correct?

24        A.   That's correct.

25        Q.   And this signal is to provide information
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1   regarding, and then there's a list of -- of events;

2   correct?

3        A.   That's correct.

4        Q.   With respect to your -- your declaration,

5   you say -- and it's the first time that I saw it in

6   your declaration, which is why it jumped out at me.

7             I believe it's -- paragraph 42 and 43 deal

8   with Claim 17; is that accurate?

9             MR. HOLLOWAY:  Objection.  Form.

10             THE WITNESS:  Paragraph 42 begins with the

11        word "claim" and the number 17, yes.

12        Q.   (By Mr. Ritcheson)  And 43 also relates to

13   Claim 17?

14        A.   Yes, it does.

15        Q.   Okay.  And the reason that it jumped out

16   at me is paragraph 42 doesn't have any citations to

17   the Koether patent, does it?

18             MR. HOLLOWAY:  Object to the form.

19             THE WITNESS:  It refers to -- paragraph 42

20        refers to Koether's discussion of, for example,

21        the realtime control of the kitchen appliance

22        by the remote control center.  So there's not a

23        specific -- there's not a specific reference,

24        there's a general reference to the Koether

25        discussion of the -- of that topic.
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1        Q.   (By Mr. Ritcheson)  With respect to

2   Koether, are you aware of -- do you know if the word

3   "confirmation" appears anywhere in that entire

4   patent?

5             MR. HOLLOWAY:  Objection.  Form.

6             THE WITNESS:  "Confirmation"?

7        Q.   (By Mr. Ritcheson)  Yep.

8        A.   I would have to look for the -- I didn't

9   look for the word "confirmation."

10        Q.   "Confirmation" or "notification," either

11   one.  I've searched.  I didn't find it.

12             MR. HOLLOWAY:  Object to form.

13             THE WITNESS:  "Notification" -- there's

14        bidirectional communication, and in my

15        experience as a designer of network protocols,

16        notification -- there's a common network

17        technique called automatic request repeat, ARQ,

18        in which --

19        Q.   (By Mr. Ritcheson)  AR- --

20        A.   ARQ, automatic repeat request.

21        Q.   ARQ is automatic repeat request?

22        A.   Yeah.

23        Q.   ARQ?

24        A.   ARQ.  You can look it up in Wikipedia.

25   Repeat request, yeah.
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1             So -- in which a transmitter sends a unit

2   of information, a packet or a frame, to a receiver

3   and the receiver sends an acknowledgment saying that

4   it received it correctly, and it knows it received

5   it correctly because there's a checksum that's

6   computed on the transmitted packet before

7   transmission that allows the receiver to verify

8   correct reception.

9        Q.   And this says, "I received your message

10   with no errors."

11        A.   "I received your message without an

12   error," and there are some instances in which

13   there's a negative response that says, "I've

14   received a message, I think it's from you, but I

15   can't decode it."

16             And then there's another scenario in

17   which -- and you have a point to multipoint network

18   like this wireless network in Koether, where there's

19   no negative response, to where essentially the

20   negative response is the absence of a positive

21   response.

22             And so because wireless networks have a

23   high error rate -- the typical error rate for an

24   Ethernet, for example, is one lost frame out of

25   every million frames, but in a Wi-Fi network, for
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1   example, the typical error rate is about one lost

2   frame out of 100.

3             So Wi-Fi has an automatic repeat request

4   designed into the structure of Wi-Fi, so you can't

5   really communicate across it -- a Wi-Fi network

6   without getting notifications from the receiver of

7   the message it received when it received -- whenever

8   it receives it correctly.

9             And so it's so basic to the notion of

10   wireless networks that when someone describes a

11   network that is bidirectional and wireless, I would

12   assume that unless he says otherwise, there's a

13   system of acknowledgments.

14        Q.   Is that what you're relying on to support

15   the declaration that you've provided in this 1760

16   proceeding?

17        A.   That's part of it.  That's part of it, and

18   the other part is the notion of sending queries,

19   asking for status, and then getting a response to

20   the query that asked for status.

21             So when I -- if the controller sends a

22   message to the appliance that disables it, I would

23   expect a -- an acknowledgment at both the network

24   and the application layer saying it's been disabled.

25   But in the absence of that, the controller would be
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1   able to find out that the device had disabled itself

2   in response to that command by querying its status

3   subsequently.

4        Q.   So you have two instances --

5        A.   Three.

6        Q.   Sorry?

7        A.   Three instances.

8        Q.   Tell me.  The query, the ARQ --

9        A.   The network-level acknowledgment that the

10   message was received correctly, a potential concrete

11   response from the device saying that it is now going

12   to disable itself, and then a third, which would be

13   a request for status that either doesn't get a

14   response or gets a response that says the device has

15   been disabled.

16             And each of these would occur without

17   human intervention.  Each of these could be an

18   automatic.

19        Q.   That's fine.  There's no question.

20             So the network-level message, is that also

21   the ARQ?  Is that the same thing?

22        A.   Yes.

23        Q.   Okay.  And then the response to status?

24        A.   Would be a response to a --

25        Q.   Okay.  Got it.
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1        A.   Well, it's a response to a control

2   request, to a command.

3        Q.   And then, I'm sorry, what was the third

4   one?

5        A.   A non-response or an elicited response.

6        Q.   And that's different than a query as to

7   status?

8        A.   No, it's a query as to status.  That's a

9   query as to status.

10        Q.   So I still end up with two, query as to

11   status and ARQ.

12        A.   The third one is a response to the

13   request, an application layer response to the

14   request to disable from the device saying, "I am now

15   going to disable myself."

16             Presumably, a disabled system is not

17   capable of notifying that it is now disabled.  The

18   closest you could get to that in the real world

19   would be the device saying, "I'm now going -- I'm

20   going to try to disable myself."

21        Q.   Okay.  With respect to ARQ, where in

22   Koether is ARQ disclosed?

23        A.   He doesn't go into that level of detail on

24   describing the wireless network, because what he's

25   doing is he's trying to describe an application that
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1   uses a wireless network.

2        Q.   The application --

3        A.   So he has references.  There's a textbook

4   that he references that describes the design of

5   wireless networks, and in that textbook, which I

6   haven't read, I'd be willing to bet that ARQs are

7   described in that textbook.

8        Q.   But it's true, isn't it, that in

9   paragraphs 42 and 43, none of what you just

10   testified to is present in there, is it?

11        A.   In those particular paragraphs?

12        Q.   Right.

13        A.   I wouldn't say that.  He describes the

14   method of requesting status from a device.

15        Q.   Let's have a look at that.  What citation

16   are you looking at?

17        A.   Where does Koether describe the

18   diagnostic -- the capability for the controller to

19   request status?

20        Q.   No, where did you point the PTAB to in

21   paragraph 43?

22             MR. HOLLOWAY:  Objection.  Form.

23             THE WITNESS:  Well, this follows a

24        discussion of the status monitoring and status

25        requesting, so I didn't -- there's not a
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1        repetition of -- okay.  So there is, however,

2        in 43, a reference to Column 13, lines 2

3        through 8, of Koether.

4        Q.   (By Mr. Ritcheson)  Okay.  And that

5   section, 2 through 8, reads, "Inasmuch as controller

6   140 and thus control center 170 knows whether the

7   appliance is in idle or cook mode, the appliance can

8   judiciously be turned off without affecting the

9   operation of the appliance."

10        A.   Yes.

11        Q.   "Alternatively, base station 105 may place

12   the appropriate kitchen appliance in the power cycle

13   'off' state and inform control center 170 of its

14   actions."

15             Did I read that correctly?

16        A.   Yes.

17        Q.   And that's the section you're relying on?

18             MR. HOLLOWAY:  Objection.  Form.

19             THE WITNESS:  Yes.

20        Q.   (By Mr. Ritcheson)  Any other section of

21   Koether that is identified by you in paragraph 43?

22        A.   I also refer to Column 4, lines 60 through

23   63, and to Column 12, lines 5 through 8.

24        Q.   And those are at the bottom of that

25   paragraph; correct?
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1        A.   Yeah, the last line.

2        Q.   Okay.  And if we look at those sections,

3   is there an explicit discussion of the control

4   device, the first control device, sending a

5   notification or confirmation signal?

6             MR. HOLLOWAY:  Objection.  Form.

7        Q.   (By Mr. Ritcheson)  We can start with

8   paragraph -- Column 4.

9             MR. HOLLOWAY:  Same objection.

10             THE WITNESS:  Column 4 --

11        Q.   (By Mr. Ritcheson)  I believe that's,

12   "Moreover, such controllers may include built-in

13   intelligence sensing and diagnostic equipment, which

14   coupled through an interface board, detect and

15   identify various types of failures."

16             Did I read that correctly?

17        A.   Yes.

18        Q.   And then Column 12, lines 5 through 8 is

19   part of a sentence.  "In accordance with principles

20   of the invention, it is further contemplated that

21   the control center may, if desired, alternatively

22   control in realtime the peak power demand of the

23   kitchen appliances...."

24             Did I read that portion of the sentence

25   correctly?
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1             MR. HOLLOWAY:  Objection.  Form.

2             THE WITNESS:  Yes.

3        Q.   (By Mr. Ritcheson)  Other than those two

4   passages, is it true that no other support for your

5   position is taken in paragraph 43 of your

6   declaration?

7             MR. HOLLOWAY:  Objection.  Form.

8             THE WITNESS:  It's true that paragraph 43

9        only includes three specific references to the

10        Koether patent.  Those would be the Column 13

11        reference, the Column 4 reference, and the

12        Column 12 reference.

13             But it is also true that the discussion of

14        notifications that spans paragraph 42 and 43

15        refers to the discussion of realtime control of

16        kitchen appliances by the remote control

17        center, as well as the bidirectional

18        communication between the elements of the

19        Koether system.

20        Q.   (By Mr. Ritcheson)  Okay.

21        A.   So the Koether system enables the control

22   center to inquire about status, to query the device

23   about status -- the appliance device, the appliance

24   controller, about status and receive a variety of

25   information, which is really what I say in my
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1   concluding sentence, that the -- "...it would have

2   been obvious to a person of ordinary skill in the

3   art prior to [the priority date] to incorporate such

4   a confirmation signal from the kitchen appliance

5   controller upon such an occurrence given the express

6   sensing and diagnostic capabilities of the

7   controllers, as well as the stated benefits,"

8   et cetera.

9        Q.   Okay.  I didn't have any question, but I

10   appreciate you reading that again.  I was pausing to

11   look at the claim again.

12             Now, those claims that we've discussed I

13   think are claims where you have said that the

14   disclosure of Koether, when combined with the

15   knowledge of one of ordinary skill in the art, is

16   sufficient to render the '103 [sic] claims obvious;

17   is that correct?

18             MR. HOLLOWAY:  Objection.  Form.

19             THE WITNESS:  '103 claims?

20        Q.   (By Mr. Ritcheson)  '130.  Sorry.

21             MR. HOLLOWAY:  Same objection.

22        Q.   (By Mr. Ritcheson)  Let me just -- that

23   was botched up.  I apologize.

24             With respect to Claims 1, 8, 12, 17, 98,

25   145, and 149, your position is that Koether,
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1   combined with the knowledge of one of ordinary skill

2   in the art, renders those claims obvious; is that

3   correct?

4             MR. HOLLOWAY:  Objection.  Form.

5             Can you read that back one more time?

6        Sorry.

7             (Whereupon, the record was read by the

8        reporter as follows:

9                       Question, "With respect to

10        Claims 1, 8, 12, 17, 98, 145, and 149, your

11        position is that Koether, combined with the

12        knowledge of one of ordinary skill in the art,

13        renders those claims obvious; is that

14        correct?")

15             MR. HOLLOWAY:  Same objection.

16             THE WITNESS:  My position is that Claims

17        1, 8, 12, 15, 17, 98, and 145 and not 149, as

18        you put in your question, are rendered obvious

19        to a person of ordinary skill in the art by

20        Koether, in combination with the knowledge that

21        I would expect a person of ordinary skill in

22        the art to have in the subject matter of the

23        claims.  So I don't know about whether -- did

24        you mean to include 149 or is that --

25        Q.   (By Mr. Ritcheson)  If you want to say not
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1   149, that's fine.

2             MR. HOLLOWAY:  Objection.  Form.

3             MR. RITCHESON:  If he says not 149 --

4             MR. HOLLOWAY:  You know, I'm getting tired

5        of you just like blatantly making

6        misrepresentations --

7             MR. RITCHESON:  About what?

8             MR. HOLLOWAY:  -- and mistakes as actual

9        testimony.  So --

10             MR. RITCHESON:  You know what, I'm getting

11        tired of you interrupting, Clay, so keep your

12        mouth shut.

13             MR. HOLLOWAY:  Well, you make comments

14        constantly and I have to ask you if you're

15        asking a question, and several times it's been

16        no.

17             MR. RITCHESON:  You don't have to, and, in

18        fact, this whole thing you're doing right now

19        is inappropriate and you need to stop.  Pretend

20        you're in court.  Can you remember that?

21             MR. HOLLOWAY:  I would make the same

22        objection on your questions that are really

23        statements.

24             MR. RITCHESON:  Okay.  You've got to stop

25        talking now.
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1             MR. HOLLOWAY:  Okay.

2        Q.   (By Mr. Ritcheson)  Okay.  Do you have an

3   opinion as to 149, Claim 149?

4             MR. HOLLOWAY:  Objection.  Form.

5             THE WITNESS:  I don't believe I've offered

6        one.  Did I offer one in my declaration.

7        Q.   (By Mr. Ritcheson)  I'm asking you.

8        A.   I don't recall offering an opinion on 149.

9        Q.   Do you have any opinion as to whether

10   Claim 149 is invalid?

11             MR. HOLLOWAY:  Objection.  Form.

12             THE WITNESS:  I haven't offered one.

13             Now, I did review Claim 149.  On page 1 of

14        my declaration, in paragraph 2 I did list 149.

15        Q.   (By Mr. Ritcheson)  I agree.

16             MR. RITCHESON:  There's no question

17        pending, Clay.  Don't throw your hands up.

18             MR. HOLLOWAY:  Then don't talk.  If he's

19        giving an answer, you don't need to say, "I

20        agree," or, "That's right."

21             MR. RITCHESON:  If there is no question

22        pending, there is, by definition, no answer.

23             MR. HOLLOWAY:  Well, that's --

24             MR. RITCHESON:  Yes.  It's called English;

25        all right?  Okay.  There's no question pending.
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1             MR. HOLLOWAY:  He was giving an answer.

2             MR. RITCHESON:  There is no answer.  I

3        asked him if he had an opinion as to 149.

4             MR. HOLLOWAY:  You may continue your

5        answer to the question as to whether you have

6        an opinion on Claim 149.

7        Q.   (By Mr. Ritcheson)  Have you expressed an

8   opinion in your declaration as to Claim 149,

9   Mr. Bennett?

10             MR. HOLLOWAY:  Were you done answering the

11        question the first time?

12             THE WITNESS:  I don't recall -- I mean, I

13        said I don't recall giving -- rendering an

14        opinion on 149, and looking through my

15        declaration, I don't see anything that

16        refreshes my memory on that.

17        Q.   (By Mr. Ritcheson)  One way or the other?

18        A.   Well, let me keep paging through here.

19             So, no, I didn't offer an opinion on 149.

20   I said I was going to, but I didn't.

21        Q.   Okay.  Thank you.

22             There are a number of claims that you

23   believe are obvious over Koether in combination with

24   another reference, I believe, called Crater; is that

25   correct?
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1        A.   That's correct.

2             (Patent Owner's Exhibit 7 was marked for

3        identification.)

4        Q.   (By Mr. Ritcheson)  Let's look at Crater,

5   which we've marked as Exhibit 7.

6             Are you familiar with that reference?

7        A.   Yes, I am.

8        Q.   Generally speaking, as you did for the

9   Koether reference, can you tell us what the Crater

10   patent is directed to?

11        A.   The Crater patent describes an integrated

12   control system that includes sensors, controllers,

13   storage media, and a communications module for

14   facilitating communication between control devices

15   and a web server.

16        Q.   How is Koether different from -- or is

17   Crater different from Koether?

18             MR. HOLLOWAY:  Objection.  Form.

19             THE WITNESS:  The answer to that question

20        would be very long.  I think a complete

21        analysis of how --

22        Q.   (By Mr. Ritcheson)  Not thorough, just

23   from a high level.

24             MR. HOLLOWAY:  Objection.  Form.

25             THE WITNESS:  At a high level, the utility
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1        of the Crater patent in terms of prior art is

2        the -- it's very explicit in describing a web

3        server as a portion of a three-part control

4        system.

5        Q.   (By Mr. Ritcheson)  Okay.

6        A.   There are references in -- there are

7   places where Koether gets very close to describing a

8   web server, but he doesn't use the term -- the terms

9   "Internet" and "web."

10             For example, he has an ISDN system and he

11   says "the ISDN," which is a digital telephony

12   system.

13        Q.   This isn't in Crater; right?

14        A.   No.  I'm telling you what -- where -- the

15   boundary.  You asked me the differences between the

16   two patents.

17        Q.   Fair enough.

18        A.   And so what Koether does is he describes

19   an ISDN system, which is a digital telephone

20   networking technology, and he says the ISDN system

21   could use X.25, and X.25 is a network-layer protocol

22   that is similar in function to TCP/IP.

23        Q.   It's an alternative to TCP/IP.

24             MR. HOLLOWAY:  Object to form.

25             THE WITNESS:  Yeah.  And at the time in
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1        the 1990s, especially in the early '90s, from

2        the early '90s to the mid '90s to the --

3        actually, to the time of the filing of these

4        patents, there was quite an active competition

5        going on in the networking community between

6        X.25 and TCP/IP in terms of deciding what the

7        future standard protocol would be for the

8        worldwide public network, digital data network.

9             And actually there was a lot of politics

10        in it.  X.25 was preferred by the telephone

11        companies because it gave them a position of

12        control and TCP/IP was more preferred by

13        computer people because they believed it

14        allowed them greater flexibility for

15        experimentation, and then there was a third

16        effort called the Open Systems Interconnection

17        standards process that was sponsored by the

18        International Standards Organization, ISO, that

19        charted a middle ground where they proposed to

20        move forward with a network layer called the

21        connection-oriented network layer, CONS, that

22        was based on the design of X.25 and a

23        connectionless network layer, CLNS, that was

24        based on the datagram model that IP implements

25        and it also had been implemented in previous

Page 137

Veritext Legal Solutions
800-567-8658 973-410-4040 

137 of 223
 
JCMS - EXHIBIT 2005 
CoxCom, LLC v. JCMS



1        networks such as Secloud and DECnet -- Secloud,

2        DECnet, and Xerox Network Systems, XNS.

3             And so when a networking person sees a

4        reference in the mid '90s to a system that says

5        it could use X.25 on top of ISDN, then that --

6        then I think the thought that would come to

7        mind is that, well, if it could use X.25, it

8        could also use TCP/IP, and if it uses TCP/IP,

9        then it would typically be a member of the

10        public Internet.

11        Q.   (By Mr. Ritcheson)  So the question was:

12   How is Crater different?  You seem to be

13   defending --

14        A.   So Crater very explicitly endorses TCP/IP

15   as the option of choice to perform the function that

16   could also be performed by X.25.

17        Q.   Any other differences between Crater and

18   Koether?

19             MR. HOLLOWAY:  Objection.  Form.

20             THE WITNESS:  There are many other

21        differences, some major and some minor, but

22        the -- the primary significance of Crater is

23        that it's very explicit about web pages and the

24        Internet.

25        Q.   (By Mr. Ritcheson)  Are they directed --
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1   are those two references directed to different

2   industries?

3             MR. HOLLOWAY:  Objection.  Form.

4             THE WITNESS:  Those two references?

5        Q.   (By Mr. Ritcheson)  Crater and Koether.

6        A.   Well, you know, the question of how you

7   define an industry is always interesting, but if

8   we -- if -- one of the industry -- if the industry

9   in question is the control systems industry, then I

10   think they're both directed at the control systems

11   industry.

12             Koether is very obviously very

13   specifically directed at food service control

14   systems --

15        Q.   Right.

16        A.   -- but Koether -- the principles in the

17   system that Koether teaches are generally applicable

18   across an entire range of industries in which

19   control systems can perform a meaningful role.

20        Q.   I understand where you're trying to get.

21   I'm just trying to find out on a fundamental level

22   whether these patents are directed to different

23   industries.

24             Assuming for the sake of argument that

25   Koether is directed to the food services industry,
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1   what is the industry that Crater is directed to?

2             MR. HOLLOWAY:  Objection.  Form.

3             THE WITNESS:  Well, the title of the

4        Crater patent is, "Distributed interface

5        architecture for programmable industrial

6        control systems," so the industry that -- and

7        Crater was apparently an employee of Control

8        Technology Corporation, the assignee of the

9        patent.  So this is directed at the industry

10        that provides control systems.

11        Q.   (By Mr. Ritcheson)  And is it true that

12   Crater is directed to specific industrial

13   applications, such as, you know, hostile

14   environments like oil rigs?

15             MR. HOLLOWAY:  Object to the form.

16             THE WITNESS:  I don't think there is

17        anything in Crater that would preclude it from

18        being utilized across a general range of

19        industries.

20        Q.   (By Mr. Ritcheson)  I didn't mean to

21   suggest preclude; I'm just asking if it was true

22   that it was directed to those specific types of

23   industrial applications?

24             MR. HOLLOWAY:  Same objection.

25             THE WITNESS:  I think it's directed at
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1        industrial control systems generally.  And the

2        reason that I think that is that in -- the

3        title of his patent uses the term

4        "architecture," and so architecture is a

5        synonym, more or less, for design or structure.

6        And the architecture of a control system tells

7        us how broad its application can be, and the --

8        rather than a specific use case.

9             And so you design a system according to an

10        architecture to allow it to expand and to be

11        improved upon and to become more robust than it

12        is, perhaps, in its initial embodiment.  The

13        architecture has to have enough flexibility

14        designed into it to allow that to happen, and I

15        believe that's his intent.  It's a very brief

16        patent.  He doesn't try to confuse us with

17        excessive ornamentation and detailing, he

18        simply gives a straightforward description of a

19        control system that would utilize the Worldwide

20        Web.

21        Q.   (By Mr. Ritcheson)  Right.

22             But looking at the --

23             MR. HOLLOWAY:  Were you done with your

24        answer?

25             THE WITNESS:  What?
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1             MR. HOLLOWAY:  Were you done with your

2        answer?

3             THE WITNESS:  Yeah.

4             MR. HOLLOWAY:  Okay.

5             MR. RITCHESON:  Are you happy now?

6             MR. HOLLOWAY:  If he was done with his

7        answer, I'm happy.

8             MR. RITCHESON:  Well, then stop

9        interrupting.

10             THE WITNESS:  Well, you interrupted me.

11             MR. HOLLOWAY:  That's my point.

12             THE WITNESS:  That's why he did it.

13        Q.   (By Mr. Ritcheson)  No, you paused.  It

14   was fairly --

15        A.   Well, I pause a lot.

16        Q.   Me too.

17             With respect to Crater, the very first

18   sentence in the "Background of Invention"

19   indicates -- or reads, "Sophisticated industrial

20   processes, such as oil refining, automobile assembly

21   or power generation, require the cooperative

22   execution of numerous interdependent tasks by many

23   different pieces of equipment."

24             Did I read that correctly?

25        A.   Yes, you did.
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1        Q.   Do you think Crater was patentable when

2   the patent issued?

3             MR. HOLLOWAY:  Objection.  Form.

4             THE WITNESS:  It's hard to say.  I mean, I

5        haven't really looked at it -- I haven't really

6        examined it from that standpoint and I don't

7        have an enormous expertise in patentability.

8             I mean, most of what I learned about

9        patentability, frankly, came up in reading the

10        recent District Court decision on the '363

11        patent that deemed it unpatentable.

12        Q.   (By Mr. Ritcheson)  Do you understand

13   there's a difference between patentability and

14   patent eligibility?

15             MR. HOLLOWAY:  Objection.  Form.

16             THE WITNESS:  I can't say that I do, no.

17        Q.   (By Mr. Ritcheson)  Let me ask it in a

18   different form.

19        A.   So were you asking me about

20   patentability --

21        Q.   Yes.

22        A.   -- or about patent eligibility?

23        Q.   Patentability.  That is, for example,

24   is -- was -- in your opinion, was Crater novel?

25             MR. HOLLOWAY:  Objection.  Form.
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1             THE WITNESS:  I'm not aware of a prior

2        patent that addresses the use of the Worldwide

3        Web in a control system.

4             It strikes me as it would have been rather

5        obvious to use the Worldwide Web as a portion

6        of a control system in terms of the goals and

7        general aspirations that the designers of the

8        Web -- and I don't mean just Tim Berners-Lee,

9        but the people from the broader Internet

10        community who developed the RFC for HTTP/1.1.

11        It was -- some of the people I worked with at

12        Enterprise Integration Technologies worked on

13        that -- to develop that standard to improve the

14        original Tim Berners-Lee design for the Web

15        protocol into something that used network

16        resources more efficiently.

17             They had broad aspirations for the

18        application of web technology, so I think it

19        would have been a fairly -- it would have been

20        fairly intuitive for someone who was a student

21        or a practitioner of control systems to have

22        considered incorporating the web into the

23        control system in some fashion.

24        Q.   (By Mr. Ritcheson)  Which is what you

25   stated in your declaration?
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1        A.   Uh-huh (affirmative).

2        Q.   "Yes"?

3        A.   Yes.

4        Q.   With respect to the Internet, you have

5   some familiarity with the use of the Internet in

6   1996; correct?

7        A.   Yes.

8        Q.   Okay.

9        A.   I personally used the Internet and worked

10   on the design of Internet protocols since the mid

11   '80s.

12        Q.   Okay.  So are you aware of any concerns

13   regarding the security of the Internet in 1996?

14             MR. HOLLOWAY:  Objection.  Form.

15             THE WITNESS:  There were concerns about

16        the security of the Internet from the very

17        beginning that persist until this very day.

18        Q.   (By Mr. Ritcheson)  In 1996, were you

19   aware of any teachings by any industry leaders that

20   suggested that the use of the Internet should be

21   avoided because it was insecure?

22             MR. HOLLOWAY:  Objection.  Form.

23             THE WITNESS:  There were concerns about

24        the resiliency of the Internet in the 1990s

25        that were expressed by prominent figures such
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1        as Bob Metcalfe, who predicted famously that

2        the Internet would rapidly grind to a halt

3        because it couldn't deal with congestion.  Was

4        that in -- that may have been in the '80s.

5             There was an incident that occurred in

6        the -- in 1985 time frame called Internet

7        congestion collapse, in which the -- what

8        happened was the Internet -- when Internet --

9        TCP/IP and the public Internet was first rolled

10        out, the long-haul links were all provided by

11        ARPANET, by the ARPANET NCP in particular,

12        which is a communications -- it was called a

13        gateway at the time, we used the term "gateway"

14        and now we would call devices like that

15        routers -- as a communication processor that

16        interconnects sites that are distant from each

17        other.

18             And the ARPANET had a flow control

19        mechanism that prevented an ARPANET node

20        gateway from receiving more information than it

21        could process in any given unit of time, so it

22        was a self-limiting system with respect to

23        congestion.

24             But when people stopped using ARPANET

25        nodes to connect from -- oh, and the design of
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1        ARPANET is very similar to X.25, as a matter of

2        fact.  X.25 is based on the ARPANET design.

3             When the Lawrence Livermore National Lab

4        stopped using ARPANET to connect to the

5        Berkeley campus -- the Lawrence Livermore Lab's

6        in Livermore, California and Berkeley's some

7        70 miles away, more or less -- they discovered

8        a situation in which a -- the data link between

9        the two sites would slow to a crawl.  So it was

10        a high capacity, had at least -- was at least a

11        T1 capacity, 1-1/2 megabit per second line,

12        maybe more, maybe BS3, and it would -- it would

13        crawl to a halt because data was being offered

14        to the data link so much faster than it could

15        process it that packets were constantly being

16        discarded.

17             And the response of those systems to a

18        lost packet when they didn't receive their

19        positive acknowledgment, the ARQ that I was

20        talking about earlier, it would immediately

21        resend the packet.  And so if packets are being

22        lost because of congestion and then they're

23        being immediately resent, then the congestion

24        situation will never resolve because every- --

25        everyone who's lost a packet is slamming the
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1        network with more traffic.

2             So the only way to actually resolve the

3        situation was to turn -- was to unplug the

4        computers from the network and reboot them so

5        that they came up in a state where they weren't

6        trying to retransmit a packet that had already

7        been -- had failed several times.

8             And so this is called Internet congestion

9        collapse, and so it was sort of a crisis in the

10        Internet engineering community and there were a

11        couple of proposals that were put forward for

12        how to resolve it, one by Ross, Jeng of DEC and

13        another by a fellow named Van Jacobson, who

14        worked at the Livermore lab, in which

15        essentially -- and the Jacobson approach won.

16             And so what he did was he developed a

17        software patch that went into BSD, and it

18        switches the operating system that most folks

19        were using on the Internet at this time -- this

20        is like '85 -- such that when a -- when a

21        computer started to transmit using TCP, that at

22        the beginning, it would go in -- begin in a

23        state called slow start and then it would

24        gradually ramp up the rate in which it

25        transmitted information in response to each
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1        successful acknowledgment, and then if it

2        failed to get an acknowledgment, it would

3        radically reduce its transmission rate.  So the

4        radical reduction in the transmission rate

5        allowed the congestion scenario to resolve.

6             And so this is one of the instances in

7        which it was found that the design of TCP/IP

8        was lacking in terms of -- of this one

9        particular scenario, congestion management, as

10        TCP/IP had not really been designed with the

11        intention of becoming the worldwide global

12        network that everybody and his brother, you

13        know, uses for everything.

14             But the response of the Internet community

15        was to improve the protocols.  And so while

16        there were -- there were similar concerns --

17        the security was known to be weak in the early

18        days of the Internet.  Security was known to be

19        weak at that time because the way you secure

20        endpoints on a network is through encryption

21        and authentication, and encryption is a highly

22        CPU-intensive activity and the CPUs that we had

23        to work with in the 1970s and '80s were so much

24        less powerful than the ones we have today that

25        while the computer scientists who designed the
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1        Internet knew what was necessary to secure it,

2        they literally did not have the physical

3        computation resources available at a reasonable

4        price to do it.

5             But what's happened is as we've gone

6        along, we've been able to improve the security

7        by leaps and bounds from what it was initially

8        so that there's very -- today, for example, a

9        majority of the traffic that traverses the

10        public Internet is encrypted, and in 1996,

11        virtually none of it was encrypted.

12             I mean, even passwords would go across the

13        Internet in plain text, and that doesn't happen

14        anymore.  It's pretty much impossible to find a

15        system that sends passwords in clear text.

16             So there have always been concerns about

17        security and there have been various efforts to

18        solve security as a -- not as an

19        industry-specific problem, but as a general

20        problem -- well, actually in both ways.  The

21        banking industry has always been in the --

22        taken the leadership position on Internet

23        security.

24        Q.   (By Mr. Ritcheson)  Are you familiar with

25   a Morgan Stanley report called the Internet report?
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1        A.   No, I'm not.

2        Q.   Do you know if in 1996, X.25 was

3   considered to be more secure than the Internet?

4        A.   It was marketed as being more secure.

5        Q.   Why?  I think I intuitively understand,

6   but I would love to know why.

7        A.   Well, it was a telephone company product,

8   so the telephone companies had a great deal of

9   control over the X.25.  Certainly, the initial wave

10   of X.25 networks were all telephone company devised

11   and developed and supported.

12             And it was widely believed, certainly at

13   the time, that the scientists working at Bell Labs

14   knew more about networking than anybody else did.  I

15   mean, they certainly believed that and there were a

16   lot of bright people working at Bell Labs in the

17   '80s and '90s, and they were probably -- probably

18   had more resources to work with.  And the more

19   resources you have -- and it's a more centralized

20   system, so it was possible to exercise control over

21   points of the network and to limit the behavior of

22   bad actors.

23        Q.   What would have been the reason that you

24   would have combined Koether with Crater?  What were

25   the -- what do you see as the advantages?
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1        A.   Well, X.25 -- I mean, Koether uses --

2   teaches X.25 as a network layer protocol for the

3   distribution of his functions.  And while X.25 was

4   very aggressively promoted by the phone companies,

5   X.25 is not as well distributed or as inexpensive as

6   TCP/IP is.

7             And so the -- the belief that -- if you

8   were inclined to believe that TCP/IP was going to

9   win over X.25 and you were inclined to believe that

10   the web was a truly transformative technology that

11   would soon be built into every device, then you

12   would be attracted to take the option -- the other

13   path that Koether refers to but doesn't explore,

14   which is to use the Internet and the web as the

15   vehicle for -- in which to incorporate the control

16   functions that he teaches.  You'd be inclined to

17   follow Crater's advice on incorporating the web into

18   the -- or incorporating the control system into the

19   web.

20             For convenience, he -- Koether also -- he

21   discusses the formatting of messages and that the

22   messages that flow to the control center from the

23   base stations have to have a specific syntax and a

24   specific kind of formatting in order for them to

25   display on the screens in the control center.
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1             And the question of the syntax that these

2   messages -- these operator-oriented messages had to

3   have a particular form of presentation is also

4   discussed in Crater.  So they both talk about the

5   syntax of the messages that flow.

6        Q.   When you speak about a convenience, let me

7   drill into that a little bit, if you'll pardon the

8   pun.

9             Did more people in 1996 have phone lines

10   or Internet connections?

11        A.   In 1996, way more people had phone lines

12   than had Internet connections.

13        Q.   When did Internet become more -- as

14   popular as it is today?  Is there something that

15   happened that caused it to become --

16        A.   Well, there were two things that happened

17   that made the Internet -- that transformed the

18   Internet from its original incarnation in which it

19   was a research network to the general-purpose

20   network that it is today.

21             And the first of those was a decision by

22   the Clinton administration to decommission NSFNET,

23   which is the backbone that the research Internet

24   used.  It was encumbered by an acceptable use policy

25   that forbade the use of -- forbade commercial
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1   activities.

2             So in decommissioning NSFNET, the Clinton

3   administration opened the Internet to the public

4   because it could only run on commercial facilities.

5        Q.   When was that?

6        A.   This was in the 1994, '5, '6 -- mid '90s.

7             And the plan was -- this was when Al Gore

8   is alleged to have said he invented the Internet.

9   What he was talking about is that he took the

10   initiative within the Clinton administration to

11   enact this policy of making the Internet open to the

12   public and he did secure some funding for -- you

13   know, for that to happen, so he's kind of been

14   maligned for that.  So there was a policy decision

15   that was made by the White House and accepted by the

16   Congress.

17             There was a technology that made something

18   like the Internet necessary, and that was the

19   personal computer.  Because before, people -- if you

20   don't have a computer in your home, you certainly

21   don't -- aren't going to achieve much benefit from

22   having an Internet connection --

23        Q.   Right.

24        A.   -- which the Internet being a

25   computer-oriented network, unlike the telephone
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1   network.

2        Q.   Right.

3        A.   And the third thing was the advent of --

4   actually, the third thing is the advent of broadband

5   networking capabilities like DSL and cable modem and

6   high-speed wireless that also made it more useful by

7   increasing the bandwidth.

8        Q.   And if we put sort of a timeline of that

9   together, what are we talking about in terms of when

10   those events happened?

11        A.   Well, so the Worldwide Web was invented in

12   the very early '90s and could really only be used in

13   research institutions because nobody else was

14   connected to the Internet.

15             The Clinton administration decision was

16   made around -- let's say they started talking it up

17   publicly around '93.

18             The personal computer, the IBM personal

19   computer was introduced in 1981 and was initially

20   designed to be a home computer, achieved its first

21   wave of popularity actually as a business computer

22   and then -- because it's too expensive for people to

23   have at home.  The original design used a television

24   display and had 40 characters on a line and used an

25   audiotape for storage medium, didn't have a floppy
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1   disk.

2             They became cheaper, so they became more

3   plentiful, so more people had them in their homes

4   and more people were dialing up to services like

5   CompuServe and the Source and America On-Line and

6   doing networking kinds of things.

7             And then those services ultimately opened

8   up to the public Internet after the White House

9   decision.

10             So America On-Line, I mean, that would

11   have been -- and CompuServe -- I mean, I got my

12   first Macintosh in 1984 and the first thing I did

13   was connected it to CompuServe with a modem.

14        Q.   So we've talked a little bit about Crater

15   and Koether together.

16             What are the disadvantages that would come

17   from combining those?

18             MR. HOLLOWAY:  Objection.  Form.

19             THE WITNESS:  The security thing would be

20        a disadvantage.

21        Q.   (By Mr. Ritcheson)  And any other

22   disadvantages that you can think of?

23        A.   Not in a meaningful sense.  I think

24   actually -- even if you -- if you built a system

25   like the Koether system, even if you didn't want to
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1   be part of the public Internet for security reasons,

2   you might want to have a private Internet like the

3   one that Ford Aerospace built in the '80s, when Ford

4   Aerospace wanted to use TCP/IP to connect all of

5   their facilities.  But because it was a commercial

6   activity, there was -- they couldn't use the same

7   facilities that the actual Internet used, the

8   NSFNET, so they leased their own lines and simply

9   used TCP/IP to run a private network.

10        Q.   Thinking about those sorts of options, let

11   me ask you a question this way:  What cost impact

12   would there be to introducing -- in 1996 to

13   introducing -- or combining, rather, Crater with

14   Koether?

15        A.   It would be less expensive to use a

16   combination of Crater and Koether than to use ISDN

17   and a strictly closed network.

18        Q.   That would include the costs of a leased

19   line?

20        A.   The leased line and the equipment, the

21   interconnection equipment to get you on the -- ISDN

22   coverage was pretty spotty.

23             I would think as a designer, the primary

24   benefit of going with the web was the fact that it

25   made user interface design very easy.
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1             So the -- in the -- in the mid to late

2   '90s and early 2000s, I did a lot of contract

3   programming work involving the creation of network

4   diagnostics and equipment diagnostics.  I worked for

5   companies like Cisco and -- 3Com and Cisco and

6   Network Equipment Technologies.

7             And at -- the system that I created for

8   Network Equipment Technologies, I used HTML to lay

9   out the operator screens that the diagnostic ran

10   under, just because it was easier to describe those

11   screens with HTML and use the tools for page

12   creation that had been created for the web than to

13   code all that stuff by hand, which is the way we

14   would have done it before the web.

15        Q.   How important is user interface to

16   Koether?

17             MR. HOLLOWAY:  Objection.  Form.

18             THE WITNESS:  It's sort of an open-ended

19        question, isn't it?  Certainly, user interface

20        is part of the system.  He describes the

21        requirements of user interface, of how to

22        implement it in terms of formatting the

23        messages and that the messages have to have a

24        particular syntax, but it's not a teaching on

25        what makes one user interface preferable to
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1        another.

2        Q.   (By Mr. Ritcheson)  Is the -- is the --

3   the user that is interfacing with the Koether system

4   is an employee of the -- the rental company --

5             MR. HOLLOWAY:  Objection.  Form.

6        Q.   (By Mr. Ritcheson)  -- am I right?

7        A.   Koether describes a number of different

8   users.  I think even a franchise owner is one of the

9   users that he -- so you have people that work in the

10   kitchen, people that work at the central office that

11   are monitoring a number of different kitchens, and

12   he even has franchise owners, if I'm not

13   misremembering that.

14        Q.   Let's look back at Koether.

15        A.   So in the background of the invention,

16   Column 1, Koether mentions a concern about a labor

17   shortage and the low efficiency of people in the

18   food service industry to perform the tasks that are

19   essentially necessary for just about any industry,

20   that aren't specific to food service, that when

21   they -- he seems to suggest that once people in the

22   food service industry get away from simply preparing

23   food, their efficiency drops and they're 20 percent

24   as efficient as they might be.  So his concern is

25   about work allocation, primarily, so he devised a
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1   system to allocate labor more effectively for this

2   industry.

3             And he -- in that connection, he -- I do

4   recall that he described a number of different

5   users.  So on -- in paragraph -- in Column 2, line

6   60, he has some -- so line 63, "Advantageously, this

7   allows service personnel as well as control center

8   operators" to perform various functions.  So --

9        Q.   I'm not seeing the user.

10        A.   Well, I would consider those personnel to

11   be users.

12        Q.   Oh.  Why do you understand that to be

13   true?  It says that "The service" -- I mean,

14   continuing on, "[The] service personnel may request

15   the control center to generate and transmit various"

16   messages.  I just -- it's a minor point, but I'm

17   trying to figure out who the intended user is of the

18   Koether system.  It seems to be the control -- the

19   control center --

20        A.   I remember reading a paragraph

21   specifically on your -- on your question.

22        Q.   Okay.

23        A.   I have to -- and it wasn't something I

24   opined on --

25        Q.   Right.
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1        A.   -- so I don't have a specific reference.

2   I have to search for it.

3        Q.   I'm with you.

4        A.   But it's my understanding that -- it's my

5   recollection, anyway, that Koether -- Koether refers

6   to a number of different users --

7        Q.   Okay.

8        A.   -- including -- including, I do recall, a

9   reference to franchise owners.  If I had -- if I

10   could do a text search for "franchise."

11        Q.   I did a text search for "franchise" and

12   it's not coming up.

13        A.   Oh, really?

14             MR. HOLLOWAY:  Objection.  Form.

15        Q.   (By Mr. Ritcheson)  Is there something

16   else?  Let me try "owner."

17        A.   But I would -- you know, look at his

18   diagrams.  I mean, he's got pictures of terminals,

19   and my assumption is that anywhere where you have a

20   terminal, you have a user.

21        Q.   I concede that there's a user somewhere.

22   My question --

23        A.   So he has a terminal that's attached to a

24   base station and he has another terminal that's

25   attached to the control center, and we also --
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1        Q.   Where are you looking at?

2        A.   He also describes people walking around

3   with these handheld devices --

4        Q.   Right.

5        A.   -- that are in the kitchen.

6        Q.   Right.  But they're not connected via the

7   Internet; right?

8        A.   Yeah, it's unclear.

9             MR. RITCHESON:  All right.  Why don't we

10        take a break.  Maybe if you have a chance, you

11        can have a peek and see if you can find the

12        section you're referring to.  I didn't

13        immediately see it and I'm curious if we can

14        tie a bow around it.

15             MR. HOLLOWAY:  Objection.  If you want to

16        do it on the record, that's fine.

17             MR. RITCHESON:  Okay.  Stay on the record.

18             MR. HOLLOWAY:  So do you want him to look

19        for this?

20             MR. RITCHESON:  Sure.

21             MR. HOLLOWAY:  Okay.  He wants you to find

22        the section that talks about the multiple

23        users.

24             THE WITNESS:  Okay.  The system primary --

25        the most common references I find users in
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1        referring to the portions of this -- of the

2        Koether patent that precede the recitation of

3        claims address service personnel.

4        Q.   (By Mr. Ritcheson)  Where are you pointing

5   to?

6        A.   Well, he talks -- in Column 2, line 2,

7   "Maintenance and repair, once initialized, are

8   monitored...."  So those are -- that maintenance and

9   repair are performed by maintenance and repair

10   people, who are dispatched by the system.

11             He says in Column 2, lines 32, 33, the

12   following, "Most of the functions are automatically

13   controlled by the control center, but may also be

14   performed manually by a control center operator."

15   The control center operator is one of the users that

16   is described as using the system.

17             We have service personnel again on line

18   56, service personnel and control center operators

19   in the previous lines that I referenced at 66 or so

20   following.

21             Then there is -- there's some discussion

22   of the kitchen personnel.

23        Q.   Where?

24        A.   Column 6, lines 47, and following we have

25   a -- well, line -- beginning with line 49, "Data
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1   transmitted through communication controller...can

2   be displayed on a communication display...The

3   display controller...is provided with a map display

4   which displays information regarding the kitchen

5   appliances in a graphical manner" -- graphical

6   manner the way a web page might -- "preexisting maps

7   of arbitrarily large" -- so it's Google Maps circa

8   1996 with the location so that people could be

9   dispatched to it.

10             (Thereupon, there was an interruption in

11        the proceedings.)

12             THE WITNESS:  Column 10, line 1,

13        "Referring to Figure 8 on-site repair is

14        enhanced through the...portable" -- so there's

15        a user there, the portable -- the user of the

16        portable device that interrogates the system

17        and gets various information so it helps the

18        repair person do their thing.

19             We have -- also, when we drop down here to

20        lines -- well, lines 53 and following, we're

21        talking about transfers of funds from the

22        customers' and subscribers' financial

23        institution to the service agency.  I don't

24        know that there's a -- if that really means

25        that the -- the customers' or the subscribers'
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1        accounting people are users.  I mean, they're

2        sort of implicated.  There's money transfers

3        taking place that would otherwise have to be

4        done immediately by humans.  So I guess you

5        wouldn't technically call them users.

6        Q.   (By Mr. Ritcheson)  Anything else?

7        A.   So -- and there is in here -- somewhere

8   there's -- when the system has decided that a piece

9   of equipment in the kitchen is defective, it puts up

10   a notice to the kitchen personnel not to use that

11   appliance.  I forget where I saw that, but it's in

12   this portion that precedes the claims.

13        Q.   Anything else?

14        A.   The discussion of cooking profiles leads

15   me to believe that the --

16        Q.   Where are you looking?

17        A.   Cooking profiles are, for example,

18   mentioned in Claim 18, where a cooking profile can

19   be -- can be modified -- cooking profiles are

20   mentioned maybe a half dozen times, if not more, in

21   this -- in the Koether patent, suggests that when

22   a -- when a kitchen personnel is using an appliance

23   that has had a cooking profile installed in it,

24   unbeknownst to the user, they're actually using the

25   system, because the cooking profile would be
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1   controlling the device.

2             So presumably -- there's not much detail

3   on what a cooking profile is, but if it's what I

4   think it is, it's like the "popcorn" button on a

5   microwave that -- you know, that just runs the

6   microwave for some period of time that it thinks is

7   correct for cooking popcorn.  So I'm using a cooking

8   profile every time I punch that button.

9             But, yeah, I think actually the best

10   answer is that as the diagrams -- in every place

11   where there's a terminal in a diagram, there's a

12   user.

13        Q.   Okay.

14        A.   So the overview diagram, the Diagram 1,

15   Diagram -- I mean Figure 2, Figure 3.  Figure 4 is a

16   graphical description of the map with a location,

17   which would be used by the service personnel.

18        Q.   When we're talking about the display

19   controller 220, where is that located?  That's on

20   Figure 3.  I think you referenced it earlier.

21        A.   This is in the control center.

22        Q.   And the terminals 185 are also in the

23   control center?

24             MR. HOLLOWAY:  Objection.  Form.

25             THE WITNESS:  Yeah.  In Figure 1, we have
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1        a terminal 185 that it has a direct line to the

2        control center, and in Figure 3 we have

3        terminals 185 that are on a local area network

4        that attaches to a communication controller and

5        a display controller.

6             MR. RITCHESON:  Okay.  All right.  Why

7        don't we take a break.

8             (Thereupon, there was an interruption in

9        the proceedings.)

10        Q.   (By Mr. Ritcheson)  All right.  Let's

11   continue with Claim 10 of the '130 patent.

12             I believe the portion of your -- you treat

13   them together, 10 and 119, I believe, in

14   paragraph 52 of your declaration; is that correct?

15        A.   Let me get the right document here.

16             Yep.  Paragraph 52?

17        Q.   Yeah.  And I think that deals collectively

18   with Claims 10 and 119.

19        A.   Yeah.

20        Q.   And in this case, if you turn to -- I'm at

21   119 of the '130 patent so that you can actually see

22   the language that's involved.  I have that at

23   Column 95.

24        A.   Okay.

25        Q.   And this is a dependent claim depending
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1   from Claim 98; correct?

2        A.   Yes.

3        Q.   All right.  Seems to be a similar

4   configuration of three control devices.

5        A.   But this is where the roles have been

6   reversed, and so the first control device is the

7   thing that used to be called the third control

8   device.

9        Q.   Okay.  So the first control device is used

10   for activating the premises equipment?

11        A.   It's the control center.

12        Q.   You sure?

13        A.   Wait a minute.  No, no.  It's at the

14   premises.

15        Q.   Okay.

16        A.   Well, it's capable -- yeah, capable of

17   operating on a premises device.  Let me see.  You

18   can't ever take anything for granted.

19        Q.   Yeah, right.  All right.

20        A.   Oh, yeah, and the third control device is

21   at the remote location.  So, yeah, the first one is

22   at the premises and then the intermediate system is

23   some unknown location and the third is remote, is

24   basically the control center.

25        Q.   Okay.
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1        A.   And so when you get to --

2        Q.   119?

3        A.   -- 119, we've presumed all of that, and on

4   the premises we have a video recording device

5   instead of some other kind of sensor, video

6   recording device and a camera -- oh, one of -- oh,

7   one of A and B.  It would have been easier just to

8   say one to be either A or B, but that's what we

9   have, either video recording device or camera for

10   obtaining video information at the premises.

11        Q.   Okay.

12        A.   Yeah.

13        Q.   And that feature -- that is, the video

14   recording device -- is not in Koether; correct?

15             MR. HOLLOWAY:  Objection to form.

16             THE WITNESS:  Koether -- Koether has the

17        typical kind of open-ended claim that -- what

18        he's describing is an architecture that is

19        built on certain principles, and he's given us

20        one embodiment of it.

21             But if we substitute in a video camera for

22        a temperature sensor, we haven't really changed

23        the principles in the architecture; we've just

24        changed the embodiment.

25        Q.   (By Mr. Ritcheson)  Right.  And I probably

Page 169

Veritext Legal Solutions
800-567-8658 973-410-4040 

169 of 223
 
JCMS - EXHIBIT 2005 
CoxCom, LLC v. JCMS



1   asked a poor question, but it seems, from my reading

2   of your declaration, that you're adding Crater to

3   Koether in order to get Claim 119.

4             Am I misreading that?

5             MR. HOLLOWAY:  Objection.  Form.

6             THE WITNESS:  It is kind of a belt and

7        suspender situation.  I think Koether actually

8        covers 119, but the addition of Crater covers

9        it twice.

10        Q.   (By Mr. Ritcheson)  And I don't know this.

11   In your report for 119, do you rely solely on the

12   combination of Koether and Crater?

13        A.   Knowledge of person of ordinary skill of

14   the art is also something that my report's based on.

15        Q.   Okay.  I'm sorry.  It's the end of the

16   day.  I'm asking bad questions.

17             My reading of your declaration is that

18   Claim 119 is addressed only in paragraph 52.

19             Is that accurate?

20             MR. HOLLOWAY:  Objection.  Form.

21             THE WITNESS:  Paragraph 52 addresses Claim

22        119 more directly than the rest of my report

23        does.

24        Q.   (By Mr. Ritcheson)  I mean, I'm trying to

25   pin this down.
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1        A.   No, I don't think there's a specific

2   reference to 119 in my report other than in

3   paragraph 52.

4        Q.   Okay.  And paragraph 52 relies on Crater

5   in order to provide the video --

6        A.   In order to make the -- in order to

7   make -- oh, go ahead and ask your question.  I'm

8   sorry.  I interrupted you.

9        Q.   No, it's okay.

10        A.   Go ahead and ask the question.

11        Q.   -- to add the camera for obtaining video

12   information or video recording device; correct?

13        A.   I rely on Crater to make that crystal

14   clear.  The video -- I say Crater teaches the --

15   expressly teaches the transmission of realtime video

16   to the monitoring station, because Crater's very

17   heavy on the multimedia aspect.  But it is

18   multimedia for a purpose, it's not entertainment

19   multimedia, so Crater, as I explain towards the end

20   of -- on page 25 on the third line, that he has a

21   motivation for this.  The reason that he wants video

22   at the premises is for monitoring purposes.

23             So the video camera enables the personnel

24   in the control center to be able to see what's going

25   on in the monitored station, which is, you know,
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1   additional information to what they would know with

2   the Koether system as it's described.

3        Q.   So why would you combine -- why would you

4   add Crater to Koether?

5             MR. HOLLOWAY:  Objection.  Form.

6             THE WITNESS:  Because Crater mentions the

7        word "video."  119 tries to distinguish itself

8        from the other claims by mentioning video.

9             But video is a particular -- it's a

10        sensor.  A video camera is a sensor, just like

11        a temperature sensor is a sensor, only instead

12        of sensing heat, it senses light.

13             So if you design the architecture of the

14        system that enables you to sense temperature,

15        it's a fairly trivial modification of that

16        system to have it sense light.

17        Q.   (By Mr. Ritcheson)  In the smart kitchen

18   environment, why would you want to have -- I could

19   understand why you want to have appliances that you

20   could -- that you could monitor, but why would you

21   want to have video?

22        A.   I think there are some -- well, it's

23   always a good idea to have multiple sensors if you

24   can, because sensors are prone to failure.  And so

25   if you wanted to have another level of
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1   confirmation -- if you have a sensor that says

2   there's been a particular kind of failure in the --

3   in the deep fryer and you can look at it, you can

4   discern whether the visual evidence confirms the

5   sensor evidence.

6        Q.   What sort of visual indicia of that

7   failure would you see?

8        A.   Oh, bubbling oil, an absence of oil in the

9   deep fat fryer, maybe the presence of a cat in it.

10   I mean, there are lots of things that you can see

11   that would tell you things that your sensor wasn't

12   designed to report.

13        Q.   Sort of an operational issue?

14        A.   Uh-huh (affirmative).

15        Q.   "Yes"?

16        A.   Yes.

17        Q.   Isn't that the sort of thing that a cook

18   would see, the cat in the deep fryer?

19             MR. HOLLOWAY:  Objection.  Form.

20             THE WITNESS:  Well, I think anything the

21        eye can perceive through a video camera, the

22        eye can perceive directly, unless it's a

23        infrared or something like that.  There's a

24        spectra of light that are not visible to the

25        human eye.

Page 173

Veritext Legal Solutions
800-567-8658 973-410-4040 

173 of 223
 
JCMS - EXHIBIT 2005 
CoxCom, LLC v. JCMS



1        Q.   (By Mr. Ritcheson)  Other than the cat in

2   the deep fryer -- and I know that was a joke --

3        A.   Well, I mean, this -- you know, Koether

4   teaches fast food restaurants and kids that work in

5   fast food restaurants have been known to do some

6   weird things.

7        Q.   Would the addition of a video camera make

8   the equipment more reliable than, for example, using

9   the controller that's already disclosed in Koether?

10             MR. HOLLOWAY:  Objection.  Form.

11             THE WITNESS:  More?  I don't believe it

12        would make it more reliable.  I don't think

13        that's the motivation.  I think the motivation

14        is to make the repairs and maintenance more

15        efficient.

16             The efficient allocation of personnel is

17        Koether's goal.  The more information you have,

18        the more efficiently you can assign the

19        personnel.

20        Q.   (By Mr. Ritcheson)  Any other reason for

21   combining Koether with adding a video --

22        A.   Additional information.  It makes the

23   video thing crystal clear.

24        Q.   It makes what?

25        A.   The video thing crystal clear.
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1        Q.   What other observable conditions do you

2   believe might be visible through a video camera in

3   the kitchen?

4             MR. HOLLOWAY:  Objection.  Form.

5             THE WITNESS:  That's a totally open-ended

6        question.

7        Q.   (By Mr. Ritcheson)  Okay.

8        A.   I mean, I've already said anything you can

9   see with the eye, you can see through a video

10   camera.

11        Q.   Is there anything that you can see through

12   the eye that you couldn't also detect through

13   sensors at the equipment?  I'm trying to find the

14   reason to add the video camera to all of this.

15             MR. HOLLOWAY:  Objection.  Form.

16             THE WITNESS:  I think I've already

17        answered that.

18        Q.   (By Mr. Ritcheson)  It's additional

19   information?

20        A.   Additional information.

21        Q.   Okay.  Let's leave it there, then.

22             And I think this is true, that -- let me

23   just double check -- Claim 10 is a similar -- yes.

24             If you look at Claim 10, you'll agree, I

25   think, that this is a claim that depends from Claim
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1   1 and includes the same language with respect to

2   video recording device or a camera?

3        A.   It does appear to be the case that Claim

4   10 and 119 are redundant.

5        Q.   Well, similar.

6        A.   Extremely similar.

7        Q.   Okay.  Let me double check here.  I think

8   I've got one more, Claim 124.  Does that sound

9   right?  I believe it's Claim -- paragraph 55 of your

10   declaration.

11        A.   124.  Yep, paragraph 55 addresses 124,

12   storage media.

13        Q.   Now, this is a -- 124, I have is a

14   dependent -- a dependent dependent claim.  This

15   is -- if you look at it, I believe -- we've talked

16   about Claim 119, which depends from Claim 98.  I

17   believe this says that 124 depends also from Claim

18   119, which depends from Claim 98.

19        A.   Why make it straightforward when you can

20   make it complicated?

21             Yeah, the apparatus of 119 where, in

22   addition to the video recording device or camera,

23   there's a storage medium for recording videos or

24   pictures --

25        Q.   Okay.
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1        A.   -- translating that into English.

2        Q.   Now, that means that there's some --

3   there's not just a broadcast of the image to the

4   control center, but there's also a -- some sort of

5   storage media at the camera itself?

6        A.   Yeah.  So this is your security camera in

7   7-Eleven that the cops look at to figure out who

8   robbed you.

9        Q.   Now, it's true that the -- that the

10   Koether patent discloses sending information to the

11   control center so that the control center can, for

12   example, send repair personnel, maintenance people;

13   yes?

14        A.   Yes.

15             MR. HOLLOWAY:  Objection.  Form.

16        Q.   (By Mr. Ritcheson)  Why, then, would you

17   want to have storage medium at the kitchen, which is

18   not where the repair and maintenance people are

19   being sent from?

20             MR. HOLLOWAY:  Objection.  Form.

21             THE WITNESS:  Why would I want -- why

22        would I want to record the video --

23        Q.   (By Mr. Ritcheson)  Yes.

24        A.   -- at the kitchen?

25        Q.   Yes.
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1        A.   There's plenty of reasons.  One of them is

2   for redundancy.  So it's good to have a copy of all

3   the video that's captured at the site so that people

4   can play it back and look at it, even though it may

5   not have been completely and correctly transferred

6   to the control center.  So we have a distributed

7   network here, and the value of distributed networks

8   is resiliency, right, among other things.

9             There are going to be situations in which

10   the communications link between the kitchen and the

11   control center is down or is overloaded or has

12   got -- experiencing some sort of problem.  In any

13   case like that, you wouldn't want information that

14   was captured in the kitchen to be lost.

15             So you retain that information so that

16   whenever the link is restored, you can upload the

17   information to the control center and get the

18   control center up to date on what's happening in the

19   kitchen.

20             Or if, say, there's an earthquake, it may

21   be a long time until service is restored at the

22   control center, but you still need to have that --

23   it's good to have that information at the kitchen so

24   that you can make immediate repairs.

25        Q.   But Koether has all that information --

Page 178

Veritext Legal Solutions
800-567-8658 973-410-4040 

178 of 223
 
JCMS - EXHIBIT 2005 
CoxCom, LLC v. JCMS



1   that is, the information that's gathered at the

2   kitchen -- stored at the base station; correct?

3        A.   It's -- I think that's an optional

4   scenario.

5        Q.   There isn't any disclosure in Koether of

6   storage of any of the information elsewhere -- I

7   mean, in the kitchen, for example, is there?

8        A.   So you're making a distinction between

9   storing it on the base station versus storing it on

10   the microprocessor controller in Koether?

11        Q.   Well, we know that the base station is

12   remote from the kitchen, or at least from the

13   kitchen appliance.

14        A.   It's remote from the appliance, yes, but

15   it could be just at the far end of the kitchen.

16        Q.   But in this case, the video camera is

17   actually in the kitchen --

18        A.   Okay.

19        Q.   -- because it's -- isn't that how --

20        A.   Yes.

21        Q.   -- am I reading that correctly?

22        A.   Yes.

23        Q.   And the camera would be storing this

24   information at the kitchen even though all the other

25   information is stored at the base station --
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1             MR. HOLLOWAY:  Objection.  Form.

2        Q.   (By Mr. Ritcheson)  -- is that true?

3        A.   As a general -- I mean, I don't think that

4   limitation necessarily applies.

5        Q.   Which one?

6        A.   That Koether -- Koether's pretty flexible

7   in terms of allocating functions to devices; right?

8   So you have these three devices and a lot of the

9   functions that are performed by the individual

10   devices can be performed also as easily by another

11   one of the devices.

12             So in real life, you often tend to let --

13   if the chip that you built your base station out of

14   has some sort of storage interface built into it,

15   then it would be natural to just sort of plug a hard

16   drive into that and let that be your storage.

17             But if you had some other kind of flash

18   memory or something that you wanted to use on an

19   appliance controller, you might store a video there.

20   I mean, cameras nowadays store video internally, so

21   it could very well be that you had a camera that's

22   stored -- where the storage was done by the camera

23   itself.

24        Q.   For how long?

25             MR. HOLLOWAY:  Objection.  Form.
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1             THE WITNESS:  Well, today it could be

2        hours.

3        Q.   (By Mr. Ritcheson)  In 1996?

4             MR. HOLLOWAY:  Same.

5             THE WITNESS:  In 1996, it was not that

6        long.  But with low-resolution pictures, it

7        could be long enough to be useful.

8        Q.   (By Mr. Ritcheson)  In this scenario where

9   you've added the video camera of Crater to Koether,

10   that's -- that's a redundancy, as well, isn't it?

11        A.   Uh-huh (affirmative).  In control systems,

12   there's nothing wrong with redundancy.  Redundancy's

13   how we achieve our reliability.

14        Q.   At what -- from an engineering perspective

15   in 1996, at what point is there a cost/benefit

16   analysis of -- why would I add this level of

17   redundancy?

18             MR. HOLLOWAY:  Objection.  Form.

19             THE WITNESS:  Well, I think that question

20        actually comes up in the -- in Claim 124

21        itself.  In 124, you have a video recording

22        device and a camera, as well as a storage

23        medium for storing the video -- the recorded

24        video.

25        Q.   (By Mr. Ritcheson)  Okay.
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1        A.   So "video recording device" implies the

2   storage media.  You don't have a -- you don't have a

3   VCR without a tape.

4             So is the -- is the intent of 124 to

5   distinguish the videotape from the video recording,

6   the VCR?

7        Q.   Which one's the VCR?  I'm sorry.

8        A.   The video recording device.

9        Q.   That's -- VCR is --

10        A.   Video recording device.  A VCR is a video

11   recording device.

12        Q.   You think that within the context of the

13   '130 patent that the video recording device is a

14   VCR?

15        A.   I'm using the term as an equivalent for a

16   video -- as an example of a video recording device.

17   So I don't know, "video recording device," does it

18   have a special meaning?

19        Q.   Does it have a special meaning?

20        A.   I don't see a special meaning defined to

21   it.  I don't see it defined anywhere.  So we're just

22   to take video recording device according to its

23   plain and ordinary meaning or broadest possible

24   reasonable interpretation, so we have a recording

25   device and then we also have a storage medium.
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1             So how is the storage medium -- how is

2   that distinguishable from a video recording device?

3   Recording is storage.  Committing information to

4   storage, that's recording.

5             So I -- I can only guess as to what the

6   purpose of having a storage medium added to a

7   storage -- a device that already has a storage

8   medium.  When I have a storage medium, then we're

9   not realtime anymore, are we?

10        Q.   That's correct.

11             What does "realtime" mean to you?

12             MR. HOLLOWAY:  Objection.  Form.

13             THE WITNESS:  What does "realtime" mean to

14        me in the context of?

15        Q.   (By Mr. Ritcheson)  Is it Crater?

16        A.   The field of invention that we're talking

17   about here?

18        Q.   In the context of Crater.  Wasn't Crater

19   the one that you said had -- yes, "realtime video

20   information," paragraph 55 of your declaration.

21             What did you mean when you called that

22   realtime video information?

23        A.   Realtime video is video information that's

24   transmitted from the point of capture to the point

25   of viewing with minimal delay over the propagation
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1   inherent in the speed of light and which can be

2   processed and viewed at the same rate at which it's

3   recorded.

4             MR. RITCHESON:  Wow.  Could you read that

5        back?

6             (Whereupon, the record was read by the

7        reporter as follows:

8                       Answer, "Realtime video is video

9        information that's transmitted from the point

10        of capture to the point of viewing with minimal

11        delay over the propagation inherent in the

12        speed of light and which can be processed and

13        viewed at the same rate at which it's

14        recorded.")

15        Q.   (By Mr. Ritcheson)  There's a reason I

16   couldn't hear that the first time.

17             MR. RITCHESON:  Let me take a break and

18        see if we're -- if we can wrap for the

19        afternoon.

20             MR. HOLLOWAY:  Okay.

21             (Thereupon, there was an interruption in

22        the proceedings.)

23             MR. RITCHESON:  We're done for the day.

24             (Whereupon, the deposition was suspended

25        at 3:37 p.m.)
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1             (Pursuant to Rule 30(e) of the Federal

2        Rules of Civil Procedure and/or O.C.G.A.

3        9-11-30(e), signature of the witness has been

4        reserved.)

5

6

7

8

9

10

11

12

13

14

15

16

17

18

19

20

21

22

23

24

25
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1                  C E R T I F I C A T E

2

3

  STATE OF GEORGIA:

4

  COUNTY OF FULTON:

5

6

  I hereby certify that the foregoing transcript was

7   taken down, as stated in the caption, and the

  questions and answers thereto were reduced to

8   typewriting under my direction; that the foregoing

  pages represent a true, complete, and correct

9   transcript of the evidence given upon said hearing,

  and I further certify that I am not of kin or

10   counsel to the parties in the case; am not in the

  regular employ of counsel for any of said parties;

11   nor am I in anywise interested in the result of said

  case.

12

13

14

15  <%Signature%>

16

  LEE ANN BARNES, CCR B-1852, RPR, CRR

17

18

19

20

21

22

23

24

25

Page 186

Veritext Legal Solutions
800-567-8658 973-410-4040 

186 of 223
 
JCMS - EXHIBIT 2005 
CoxCom, LLC v. JCMS



1                COURT REPORTER DISCLOSURE
2
3   Pursuant to Article 10.B. of the Rules and

  Regulations of the Board of Court Reporting of the
4   Judicial Council of Georgia which states: "Each

  court reporter shall tender a disclosure form at the
5   time of the taking of the deposition stating the

  arrangements made for the reporting services of the
6   certified court reporter, by the certified court

  reporter, the court reporter's employer, or the
7   referral source for the deposition, with any party

  to the litigation, counsel to the parties or other
8   entity. Such form shall be attached to the

  deposition transcript," I make the following
9   disclosure:

10
11   I am a Georgia Certified Court Reporter. I am here

  as a representative of Veritext Legal Solutions.
12   Veritext Legal Solutions was contacted to provide

  court reporting services for the deposition.
13   Veritext Legal Solutions will not be taking this

  deposition under any contract that is prohibited by
14   O.C.G.A. 9-11-28 (c).
15
16   Veritext Legal Solutions has no contract/agreement

  to provide reporting services with any party to the
17   case, any counsel in the case, or any reporter or

  reporting agency from whom a referral might have
18   been made to cover this deposition. Veritext Legal

  Solutions will charge its usual and customary rates
19   to all parties in the case, and a financial discount

  will not be given to any party to this litigation.
20
21
22    <%Signature%>
23   LEE ANN BARNES, CCR B-1852, RPR, CRR
24
25
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1                 ERRATA SHEET
        VERITEXT LEGAL SOLUTIONS

2                 800-567-8658
ASSIGNMENT NO. CS2300074

3 CASE NAME: Coxcom LLC  v. Joao Control & Monitoring  Systems LLC
DATE OF DEPOSITION: 4/28/2016

4 WITNESS' NAME: Richard Bennett
5

PAGE/LINE(S)/    CHANGE           REASON
6 ____/_______/_________________/__________

____/_______/_________________/__________
7 ____/_______/_________________/__________

____/_______/_________________/__________
8 ____/_______/_________________/__________

____/_______/_________________/__________
9 ____/_______/_________________/__________

____/_______/_________________/__________
10 ____/_______/_________________/__________

____/_______/_________________/__________
11 ____/_______/_________________/__________

____/_______/_________________/__________
12 ____/_______/_________________/__________

____/_______/_________________/__________
13 ____/_______/_________________/__________

____/_______/_________________/__________
14 ____/_______/_________________/__________

____/_______/_________________/__________
15 ____/_______/_________________/__________

____/_______/_________________/__________
16 ____/_______/_________________/__________

____/_______/_________________/__________
17 ____/_______/_________________/__________

____/_______/_________________/__________
18 ____/_______/_________________/__________

____/_______/_________________/__________
19 ____/_______/_________________/__________
20             ________________________

                  Richard Bennett
21 (Notary not required in California)

SUBSCRIBED AND SWORN TO
22 BEFORE ME THIS______DAY

OF_______________, 2016.
23

_______________________
24     NOTARY PUBLIC
25 MY COMMISSION EXPIRES__________________
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1                         Veritext Legal Solutions

                  290 W. Mt. Pleasant Ave. - Suite 3200

2                       Livingston, New Jersey 07039

                Toll Free: 800-227-8440  Fax: 973-629-1287

3

4 ______________, 2016

5 To:  Clay Holloway, Esq.

6 Case Name: Coxcom LLC  v. Joao Control & Monitoring  Systems LLC

7 Veritext Reference Number: 2300074

8 Witness:  Richard Bennett        Deposition Date:  4/28/2016

9

Dear Sir/Madam:

10

Enclosed please find a deposition transcript.  Please have the witness

11 review the transcript and note any changes or corrections on the

included errata sheet, indicating the page, line number, change, and

12 the reason for the change.  Have the witness’ signature at the bottom

of the sheet notarized except in California where they are signing

13 under penalty of perjury and forward the errata sheet back to us at

the address shown above.

14

15 If the jurat is not returned within thirty days of your receipt of

16 this letter, the reading and signing will be deemed waived.

17

18

19

20 Sincerely,

21

22 Production Department

23

24 Encl.

25 cc:    Steven Ritcheson, Esq.

Page 189

Veritext Legal Solutions
800-567-8658 973-410-4040 

189 of 223
 
JCMS - EXHIBIT 2005 
CoxCom, LLC v. JCMS



&

& 1:6 2:4 4:8,19 6:8
188:3 189:6

0

010 64:9 66:5
07039 189:2
08/622,749 4:9

1

1 4:3 23:14,16 43:18
43:24 55:1,22 56:1
56:18 57:12 64:9
69:14 70:6 72:15,18
72:21 73:3,11 75:7
78:2,8 79:2 81:9
97:2 109:5,9,22
110:15 114:22,24
115:1 116:1,14,14
116:18,19 117:1,9
117:10 119:18,20
130:24 131:10,17
133:13 159:16
164:12 166:14,25
176:1

1-1/2 147:11
1.1. 144:10
10 12:14 76:7,9 91:2

91:5,6 164:12
167:11,13,18
175:23,24 176:4

10.b. 187:3
100 73:13 123:2
1004 26:24 44:6
103 130:16,19
104 37:25
105 73:14 127:11
11 108:7,11 113:3
110 76:18,20 109:18

111:25 113:16,17
1100 1:16,16 2:5
119 167:13,18,21

169:2,3 170:3,8,11
170:18,22 171:2
172:7 176:4,16,18

176:21
11b 29:25 40:5
12 113:1,6,11,11,22

113:24 114:22
116:5,25 127:23
128:18 129:12
130:24 131:10,17

120 76:20 111:23
123 4:8,19
124 176:8,11,11,13

176:17 181:20,21
182:4

12:15 107:21
13 43:18 127:2

129:10
130 11:3,25 16:7

17:3 24:22,25 25:1
25:2,20,20 33:25
34:5 38:6,17,24
39:6,10 54:11 55:1
55:5,5,17 56:5
60:10 61:15 62:3,8
63:18 64:7,8,11,20
64:24 65:13,21 66:8
66:9,10 69:14 76:21
82:2 84:1,6 97:1,24
108:6 109:5 111:23
113:21,22 119:14
119:14 130:20
167:11,21 182:13

135 4:15
14 118:16
140 75:16 76:3,5,20

92:23 97:10,21
107:4 108:21
109:17 110:5
111:10,21,25
112:10 127:6

145 130:25 131:10
131:17

149 130:25 131:10
131:17,24 132:1,3
133:3,3,8,10,13,14
134:3,6,8,14,19

15 4:5 12:14 29:25
118:6,8,14,18,23,25
119:2,3 131:17

150 28:17 29:1
30:12,19 34:25 35:7
75:20 76:3,5 77:8
88:9 97:11,15 100:9
112:10

16 4:16 38:22
17 44:12 119:14

120:8,11,13 130:24
131:10,17

170 75:23 76:4,5
94:3 98:9,16,22
100:7 102:24 127:6
127:13

175 73:20
1760 55:11,13,16,21

58:7 64:1 65:7,15
80:23 96:24 104:14
108:6 119:4 123:15

18 38:24 39:4,7,14
40:3 165:18

185 166:22 167:1,3
1852 1:18 186:16

187:23
1970s 149:23
1981 155:19
1984 156:12
1985 146:6
1990s 137:1 145:24
1994 154:6
1996 26:1 38:24

39:4,7,14 40:3 51:9
51:15 52:11,13
67:16 68:9,15 70:5
77:21 85:21 145:6
145:13,18 150:10
151:2 153:9,11
157:12 164:8 181:3
181:5,15

2

2 4:5 15:19,22 16:10
16:11 17:1,11 18:3

24:20 43:17 76:12
76:14,15 88:5
109:22 110:6,10,15
110:18 127:2,5
133:14 160:5 163:6
163:6,11 166:15

20 11:19,21,21,22
60:8 86:3 87:8
159:23

2000s 158:2
2016 1:14 5:1

188:22 189:4
210 73:24
220 166:19
225 72:24
23 4:3 88:6
2300074 189:7
25 4:9 91:22 109:23

110:2 171:20
26 109:23 110:2
27 26:1 75:10 91:22
28 1:14 5:1
2800 2:5
29 74:20,22
290 189:1

3

3 4:9 25:8,11,12
26:8 27:9 28:19
29:7 33:13,19 35:7
36:20 37:16 40:1,6
48:6 85:13,16
166:15,20 167:2

30 51:23 80:14,16
185:1

30309-4528 2:6
311-319 4:7,18
32 40:13 43:9,13,20

44:1,7,8,9,10
163:11

3200 189:1
33 85:17 163:11
34 80:23 81:3,8
347 2:12

[& - 347] Page 1

Veritext Legal Solutions
800-567-8658 973-410-4040 

190 of 223
 
JCMS - EXHIBIT 2005 
CoxCom, LLC v. JCMS



35 4:7,18 86:3 87:8
36 87:23 88:6 96:20

96:24 98:12 102:4
104:13

363 11:3,25 16:15
17:3 143:10

37 4:7,12,18 44:6
3:37 184:25
3com 21:25 22:1,14

22:14 158:5

4

4 4:10 28:19 30:13
38:21 54:8,12 56:6
60:5 109:23 110:2
127:22 128:8,10
129:11 166:15

4/28/2016 188:3
189:8

40 155:24
404.541.3484 2:7
404.815.6537 2:6
42 120:7,10,16,19

126:9 129:14
42.1 4:8,19
42.100 4:8,19
42.108 4:13
43 120:7,12 126:9

126:21 127:2,21
129:5,8,14

47 163:24
49 163:25

5

5 3:3 4:12 9:24
48:13 63:20,21 86:3
87:8 97:7 102:16
108:10 127:23
128:18 154:6

5,805,442 4:15
5,875,430 4:14
510 28:18 29:19
52 167:14,16 170:18

170:21 171:3,4
53 164:20

54 4:10
55 176:9,11 183:20
56 163:18
59 56:2,2,4
5b 26:20 27:6 28:14

6

6 4:14 63:19 64:5
70:19,22 154:6
163:24

6,549,130 1:5 4:7,11
15:24

60 97:7 102:16
127:22 160:6

600 9:24
63 4:12 127:23

160:6
66 163:19
67 97:7 102:16

7

7 4:15 66:13 67:9
135:2,5 177:7

7,397,363 4:18
16:23

70 4:14 147:7
74 56:16,19 69:16

78:3
75 69:16

8

8 4:16 16:18,20 17:1
17:5,6,11 18:4
26:25 27:6 28:14
76:8 77:6 106:4
107:1 108:17 109:5
109:6,9 127:3,5,23
128:18 130:24
131:10,17 164:13

8.b 5:4
80 4:8,19
800-227-8440 189:2
800-567-8658 188:2
80s 77:23 145:11

146:4 149:23
151:17 157:3

810 77:13
818.882.1030 2:13
820 77:13
85 148:20

9

9-11-28 187:14
9-11-30 185:3
90s 137:1,2,2 138:4

151:17 154:6
155:12 158:2

91311 2:12
93 155:17
95 167:23
950 32:11,13
96 49:25 50:5
970 30:20 34:12,14

34:17,24 35:8,16
40:7 42:21 43:5

973-629-1287 189:2
98 130:24 131:10,17

168:1 176:16,18
9800d 2:12
9:44 1:15

a

a.m. 1:15
ability 103:21
able 72:5 105:13

124:1 150:6 171:24
absence 122:20

123:25 173:8
absolutely 84:12
absolutes 105:23
abstract 52:22,23,24
abstraction 85:6
abundantly 32:13
accept 96:7
acceptable 153:24
accepted 154:15
access 26:10,10 40:7

41:14 42:5,13 44:24
45:17 104:18 106:1
106:16

accomplished 89:25
90:3,13

accord 100:17
accounting 72:9

94:23 165:1
accurate 6:2 26:6

81:18 104:20,23
120:8 170:19

achieve 154:21
181:13

achieved 155:20
acknowledgment

122:3 123:23 124:9
147:19 149:1,2

acknowledgments
123:13

acquired 22:15
act 6:10 89:8,13
acted 9:9,11 19:11
acting 9:6 105:16
action 91:23 94:19

94:22
actions 127:14
activate 79:8
activating 78:25

115:20 168:10
activation 80:8
active 137:4
actively 89:23,25
activities 47:8 154:1
activity 149:22

157:6
actors 151:22
actual 10:24 19:25

25:20 33:24 48:17
90:12 132:8 157:7

add 29:24 54:1,6
171:11 172:4
175:14 181:16

added 181:9 183:6
adding 170:2 174:21
addition 170:8

174:7 176:22
additional 54:1

172:1 174:22
175:18,20

[35 - additional] Page 2

Veritext Legal Solutions
800-567-8658 973-410-4040 

191 of 223
 
JCMS - EXHIBIT 2005 
CoxCom, LLC v. JCMS



address 59:13 75:9
163:3 189:13

addressed 170:18
addresses 144:2

170:21 176:11
adequate 59:20
administration

153:22 154:3,10
155:15

administrative
66:19 69:23

adopted 60:4,8,13
60:14

advantageously
160:6

advantages 151:25
advent 155:3,4
advice 152:17
advised 58:6,8
aerospace 157:3,4
afar 28:10
affiliated 6:24
affirmative 10:20

20:21 55:18 64:2
67:11 77:9 86:4
87:20 98:4 113:7
145:1 173:14
181:11

afternoon 184:19
agency 164:23

187:17
aggressively 152:4
ago 21:5
agree 118:2 133:15

133:20 175:24
agreement 187:16
ahead 8:13 171:7,10
al 154:7
alarm 105:24
alighting 115:3
alleged 154:8
allocate 160:1
allocating 180:7
allocation 159:25

174:16

allow 44:24 53:17
62:23 87:25 88:24
102:5 105:8 141:10
141:14

allowed 8:3,16,23
137:14 149:5

allows 72:3 95:11
122:7 160:7

alternative 30:11
136:23

alternatively 127:11
128:21

ambiguity 15:2
ambiguous 10:12
america 156:5,10
amount 10:1 37:21
analysis 39:19 59:23

60:7 135:21 181:16
ancestor 64:8
andrews 24:3
ann 1:18 186:16

187:23
answer 7:24 14:11

18:12,15,19,21,22
27:17 36:23 62:12
62:14 67:1 104:7
133:19,22 134:1,2,5
135:19 141:24
142:2,7 166:10
184:8

answered 103:20
175:17

answering 134:10
answers 7:15 186:7
antenna 83:9 112:7
anticipate 69:5
antitheft 50:19
anybody 108:2

151:14
anybody's 25:5
anymore 104:3

150:14 183:9
anyway 161:5
anywise 186:11

apart 74:8
apologize 130:23
apparatus 40:15,19

40:21,25 41:15 42:6
42:7,9,10 44:14,20
45:4,9,18,25 46:1,3
46:5,6,8,9,13,15,18
46:21 50:6,17 56:25
57:1,8,9 58:3,4 70:1
109:9 111:7 116:13
116:14 117:1,13
119:20 176:21

apparatuses 46:10
71:22

apparently 24:15
25:19 140:7

appeal 1:2 19:3
60:15 66:20

appear 17:4 24:18
26:22 87:8 176:3

appearances 2:1
appears 24:15 27:18

32:19 33:10 34:22
67:9 121:3

appliance 75:17
76:16,18,19,20 77:6
78:16,17 79:11
81:13,17,22,23
83:20,20,21 85:23
86:21 88:10 89:8,9
89:11 91:15 92:3
93:24 94:1,7,8,8,21
95:6,16 97:23,24
98:3 100:2,13,19,23
100:25 101:1 103:5
106:5 108:22 109:7
109:18 110:3,8,22
110:25 111:3,11,16
111:17,19,25 112:4
112:14,15,17
113:24 114:2 115:3
115:15 116:16,19
116:22,24 117:5,8
117:16,17 120:21
123:22 127:7,7,9,12

129:23,23 130:4
165:11,22 179:13
179:14 180:19

appliances 71:19,23
72:6 73:17,17 75:24
78:13 86:16,18
128:23 129:16
164:5 172:19

applicable 10:2
53:10 139:17

applicant 50:5
application 4:9

25:16,17 26:5 35:6
37:10 50:21 51:22
61:15,21 62:8
123:24 125:13,25
126:2 141:7 144:18

applications 50:18
140:13,23

applies 180:4
apply 53:20 84:1

96:10
appreciate 112:25

130:10
approach 148:15
appropriate 91:23

94:19 127:12
approximately 56:2
april 1:14 5:1
ar 121:19
arbitrarily 164:7
architecture 140:5

141:4,4,6,10,13
169:18,23 172:13

area 72:23,24 73:15
82:8 84:3 167:3

areas 50:18
arguing 96:12
argument 102:13

139:24
arpanet 146:11,11

146:18,19,24 147:1
147:2,4

arq 121:17,20,21,23
121:24 124:8,21

[address - arq] Page 3

Veritext Legal Solutions
800-567-8658 973-410-4040 

192 of 223
 
JCMS - EXHIBIT 2005 
CoxCom, LLC v. JCMS



125:11,21,22
147:19

arqs 126:6
arranged 15:17
arrangements 187:5
arrow 32:12 77:12
arrows 31:1
art 38:15 39:5,10

51:10,20,21 52:11
52:13 53:13 58:22
58:24 60:7 67:16
68:9,14 70:5,16
85:20 107:19 130:3
130:15 131:2,12,19
131:22 136:1
170:14

article 5:4 187:3
asked 43:22 123:20

134:3 136:15 170:1
asking 14:4,8,16

19:15,19 36:15,18
36:19 67:19 116:25
123:19 132:15
133:7 140:21
143:19 170:16

aspect 92:22 171:17
aspirations 144:7,17
assembly 142:20
assertion 22:16
assign 174:18
assignee 140:8
assignment 188:2
associated 6:17
assume 38:23 39:16

123:12
assumed 39:1
assuming 139:24
assumption 40:2

161:19
atlanta 1:17 2:6
atm 72:12 73:23
attached 4:20 38:2

73:2 74:14 161:23
161:25 187:8

attaches 167:4
attention 40:13

64:17 72:15 119:14
attorney 14:7 18:20

18:23
attorneys 5:17 9:4

14:9 16:11 17:6,10
18:2,2 24:8

attracted 152:12
audiotape 155:25
authentication

149:21
authorized 41:14

42:5 44:19 45:7,15
automated 95:11
automatic 87:25

88:25 96:25 98:12
99:15 100:10
101:11,17,18 102:6
103:18 105:6,8,11
106:25 107:10,13
121:17,20,21 123:3
124:18

automatically 90:7
95:1 101:14 103:17
105:13 163:12

automobile 142:20
autonomously

105:16,16
available 150:3
ave 189:1
avoided 145:21
aware 8:9 19:1

121:2 144:1 145:12
145:19

awkward 117:9

b

b 5:14 48:16 53:5
54:4 169:7,8 186:16
187:23

b1 4:11
back 13:22 23:9

40:4 47:17 100:5
101:3 116:13 131:5

159:14 178:4 184:5
189:13

backbone 153:23
background 142:18

159:15
bad 151:22 170:16
bake 80:15
baking 80:14,15
bandwidth 155:7
banking 150:21
bar 8:14,17,19
barnes 1:18 186:16

187:23
base 71:24,25,25

72:2,3 73:16,19
75:19,20,25 77:8
81:12 82:7,9 83:1,5
83:6,9,13 84:4
85:13,21 88:9,10
89:7,10 90:19 91:14
91:16 93:20 94:4,6
94:7 97:3,10,15
98:2 100:1,5,8,12
100:17,22,22,24
101:2 103:4,7
105:14 110:12
111:22 112:8,10,16
127:11 152:23
161:24 179:2,9,11
179:25 180:13

based 39:13 41:2
64:14 76:16 110:5
137:22,24 147:2
170:14

basic 123:9
basically 168:24
basis 104:2
bathroom 68:23
becoming 149:11
beehive 82:15
beginning 102:3

145:17 148:22
163:25

begins 56:18 108:15
119:19 120:10

behalf 2:3,10 6:5,6
6:10 13:8 59:16

behavior 45:14
151:21

belief 152:7
believe 6:21 12:24

19:7 25:22 26:4
28:20 35:11,18
37:15 38:19 45:11
51:4 56:5 60:24
62:11 67:24 68:1,10
68:17 76:14 99:20
113:2 117:9 118:9
118:13 120:7
128:11 133:5
134:23,24 141:15
152:8,9 165:15
167:12,13 174:11
175:2 176:9,15,17

believed 137:13
151:12,15

bell 151:13,16
bells 105:24
belt 170:6
benefit 154:21

157:24 181:15
benefits 130:7
bennett 1:13 3:2 4:4

4:5,16 5:1,8,14,15
8:20 15:23 16:22
23:15 24:7,10,12
69:3 108:1 134:9
188:4,20 189:8

berkeley 147:5
berkeley's 147:6
berners 144:8,14
best 103:21 166:9
bet 126:6
bidirectional 86:13

121:14 123:11
129:17

billing 86:20
bit 24:3 30:24 39:25

75:3 113:10 153:7
156:14

[arq - bit] Page 4

Veritext Legal Solutions
800-567-8658 973-410-4040 

193 of 223
 
JCMS - EXHIBIT 2005 
CoxCom, LLC v. JCMS



blank 25:2
blatantly 132:5
blender 84:13,14,17

84:20
block 43:25 82:22
board 1:2 5:5 19:3

60:15 66:20 128:14
187:3

boat 50:21 51:5,7,17
52:1

bob 146:1
body 22:22 23:1,5

24:7 57:12 93:7
botched 130:23
bottom 26:23 40:15

43:9,19 44:1,2 50:1
50:1,4 56:19 78:3
127:24 189:12

bought 63:13
boulevard 2:12
boundaries 99:8
boundary 32:1

136:15
bounds 150:7
bow 162:14
box 31:7 32:5 34:14

36:3,7,10,10 110:21
110:25

boxes 31:2
braves 69:9,10
bread 80:14
break 8:15 68:21,23

75:2 107:22 162:10
167:7 184:17

breaks 8:2,3 9:3
brief 141:15
briefly 97:6
bright 151:16
broad 42:11 141:7

144:17
broadband 155:4
broadcast 177:3
broader 144:9
broadest 58:10,14

59:8 68:2 182:23

brother 149:12
bs 73:17
bs3 147:12
bsd 148:17
bubbling 173:8
building 61:8 63:14

82:25
buildings 71:21

83:11
built 128:12 152:11

156:24 157:3
169:19 180:13,14

business 155:21
button 166:4,8

c

c 54:4 186:1,1
187:14

c.f.r. 4:7,13,18
cable 6:23,24 155:5
cables 77:4
california 2:12

69:11 147:6 188:21
189:12

call 21:15 24:25
25:1 26:16 31:16
55:6 146:14 165:5

called 20:18 56:22
84:24 121:17
133:24 134:24
137:16,20 146:6,12
148:8,23 150:25
168:7 183:21

calling 113:23 114:8
114:12

camera 169:6,9,21
171:11,23 172:10
173:21 174:7 175:2
175:10,14 176:2,22
177:5,6 179:16,23
180:21,22 181:9,22

cameras 180:20
campus 147:5
canyon 2:12

capabilities 40:18
40:24 93:3 130:6
155:5

capability 126:18
capable 125:17

168:16,16
capacity 147:10,11
caption 186:7
capture 183:24

184:10
captured 178:3,14
car 32:7 53:17,19
care 16:17
case 1:5 9:20,24

13:19 14:1 18:10
21:22,23 23:4 41:7
48:4 53:19 55:6
87:3 100:16 102:1
108:3 112:13
114:21 119:7,8
141:8 167:20 176:3
178:13 179:16
186:10,11 187:17
187:17,19 188:3
189:6

cases 9:11 10:5
19:11 20:18 21:8,11
21:20

cat 173:9,18 174:1
cause 81:2 82:21

90:25
caused 153:15
causes 90:15
cc 189:25
ccr 1:18 186:16

187:23
cell 73:16
cells 73:14,14,15
cellular 71:25
center 73:22,22 74:1

74:3,6,19,24 75:23
77:19 87:17,17
91:22 92:1 93:19
94:3,13,18 95:1,2
96:6 97:1,5 98:13

98:16 99:16,21
100:7,11,11,16,21
101:3,5,24 102:15
102:24 103:6
105:14,18 113:5
120:22 127:6,13
128:21 129:17,22
152:22,25 160:7,15
160:19 161:25
163:13,14,15,18
166:21,23 167:2
168:11,24 171:24
177:4,11,11 178:6
178:11,17,18,22

center's 102:25
central 26:11,13,16

30:6,20 31:4 32:9
32:17,24 34:14,17
35:9,12,16,19 36:5
36:6 40:8,16,22
41:3,18 42:14,18
43:2 44:15,25 45:4
45:8,15,16,24 46:3
46:18 47:10,11,12
47:22,22,23 48:25
49:5,23 72:4 159:10

centralized 151:19
certain 18:20 43:1

52:25 53:22 61:10
82:8,10 90:5,15
169:19

certainly 33:15
37:23 151:9,12,15
154:20 158:19

certified 187:6,6,11
certify 186:6,9
cetera 63:14 91:25

114:6 130:8
challenge 39:6,10

118:14,22
challenged 60:10,24
challenging 118:18
chance 162:10
change 90:19,23,25

91:13 188:5 189:11

[blank - change] Page 5

Veritext Legal Solutions
800-567-8658 973-410-4040 

194 of 223
 
JCMS - EXHIBIT 2005 
CoxCom, LLC v. JCMS



189:12
changed 169:22,24
changes 189:11
changing 80:18,20

80:21
character 101:11
characteristics

53:22
characters 155:24
charge 9:22 187:18
charged 22:5
charted 137:19
chatsworth 2:12
cheaper 156:2
check 11:23 175:23

176:7
checksum 122:5
chip 180:13
choice 138:15
cholloway 2:7
circa 164:7
circuit 112:24
circumstance 91:10
cisco 158:5,5
citation 86:2 87:7,15

88:5 95:24 97:6
98:23 99:2,2,4,9,10
126:15

citations 120:16
cite 86:10 88:25

99:18
cited 86:13 88:20

91:13 97:9 98:21
cites 109:22
civil 185:2
claim 54:16 55:1,22

56:1,18 57:12,19
58:6 59:14 60:8,13
60:14,21 69:14 70:6
75:7 78:1,8 79:2
81:8 97:2 108:17
109:5,5,6,9,9 113:1
113:6,11,11,15,21
113:24 114:14,17
114:18,20,20,22,22

114:22,23,24 115:1
116:1,5,14,14,18,19
116:25 117:1,8,10
118:6,8,18,23,25
119:2,3,14,18,18,20
119:21 120:8,11,13
130:11 133:3,10,13
134:6,8 165:18
167:11,25 168:1
169:17 170:3,18,21
175:23,24,25,25
176:3,8,9,14,16,16
176:17,18 181:20

claimed 56:24 97:1
claims 38:24 60:10

60:24 130:12,13,16
130:19,24 131:2,10
131:13,16,23
134:22 163:3
165:12 167:18
172:8

clarification 26:21
80:22 84:22

clarified 15:2
clarifies 86:19
clarity 20:10
clay 2:4 23:12 55:3

132:11 133:17
189:5

clear 14:16,21 18:18
19:14,22,24 31:8
32:13 36:1,8 55:3
75:13 84:13 93:9
111:14 150:15
171:14 174:23,25

client 6:15,22
clients 21:8 22:4,9
clinton 153:22 154:2

154:10 155:15
clns 137:23
close 136:7
closed 157:17
closer 83:4
closest 125:18

code 158:13
collapse 146:7 148:9
colleagues 52:1 70:9

70:12
collection 32:9

111:6
collectively 167:17
column 56:12,16,19

69:16,16 78:3 86:3
87:8 88:5 97:7
102:16 109:23
110:2 127:2,22,23
128:8,10,18 129:10
129:11,12 159:16
160:5 163:6,11,24
164:12 167:23

combination 32:2
114:2 131:20
134:23 157:16
170:12

combine 172:3
combined 130:14

131:1,11 151:24
combining 156:17

157:13 174:21
come 24:18 79:23

138:6 156:16
comes 36:12,13

100:5 181:20
coming 161:12
command 96:6

124:2 125:2
comment 13:20 14:3

16:12 17:7
comments 17:9,13

132:13
commercial 71:16

153:25 154:4 157:5
commission 188:25
committing 183:3
common 52:25

53:22 54:5 113:12
121:16 162:25

communicate 33:11
71:18,24 72:4 109:7

112:3 123:5
communicated

94:13 98:8 100:7
communicates

108:21 110:12
111:21,25

communicating
109:18 112:16

communication
14:6,9 27:22,23,24
27:25 28:6,16 31:12
31:12,15 32:5,8,11
32:15 36:4,4,9,11
47:6,8 77:15 84:7
86:13 94:10 114:3
121:14 129:18
135:14 146:15
164:1,2 167:4

communications 6:2
13:9 104:18 106:2
106:17 108:22
109:19 135:13
146:12 178:10

community 137:5
144:10 148:10
149:14

companies 22:9
137:11 151:8 152:4
158:5

company 5:17 6:25
151:7,10 159:4

competition 137:4
complete 135:20

186:8
completed 12:7,8
completely 61:5

92:9 107:8 178:5
complicated 176:20
components 28:11

43:25 117:11
comprise 57:9
comprising 56:25

57:2
compuserve 156:5

156:11,13

[change - compuserve] Page 6

Veritext Legal Solutions
800-567-8658 973-410-4040 

195 of 223
 
JCMS - EXHIBIT 2005 
CoxCom, LLC v. JCMS



computation 150:3
computed 122:6
computer 26:11,13

26:15,19 28:17,18
29:1,5,10,13,14,17
29:18 30:12,19,20
31:6,10,13,14,17,23
32:2,3,6,7,22,25
33:5 34:10,17,24,25
35:7,8,12,15,15,19
35:24 36:3,14 40:7
42:21 43:2 44:21,25
45:10,17,18,19,25
48:7,25 49:18,23,24
96:11 107:3 137:13
148:21 149:25
154:19,20,25
155:18,19,20,21

computer's 48:13
computers 77:21,22

77:24 148:4
concede 161:21
concern 159:16,24
concerned 39:23

83:12
concerns 145:12,15

145:23 149:16
150:16

concluding 130:1
conclusion 34:16

102:23 118:20
conclusions 79:6

83:18
concrete 124:10
condition 92:6
conditions 89:12

90:16 175:1
conduct 24:9
configuration 168:4
confirmation

119:22 121:3,6,9,10
128:5 130:4 173:1

confirms 173:4
confuse 141:16

confused 19:19 24:3
25:6 45:21 81:24

confusion 25:4
43:15 81:2

congestion 146:3,7
146:23 147:22,23
148:8 149:5,9

congress 154:16
conjunction 44:20

45:9,13 47:2
connect 77:20,22,23

112:9 146:25 147:4
157:4

connected 31:19,22
72:3 74:2 75:17,21
77:6,7 106:5 111:17
155:14 156:13
162:6

connecting 77:12
connection 44:16

45:5,23 65:25 66:12
72:12 137:21
154:22 160:3

connectionless
137:23

connections 153:10
153:12

connects 31:15 32:8
73:19 77:8

cons 137:21
consider 38:14

57:14 98:18 118:25
160:10

considered 37:25
144:22 151:3

consistent 33:21
59:22 60:24 61:5
66:23 67:14,21,25
68:2,7,10,12,18
72:17 78:21

consists 36:11 71:17
76:9 116:14

constantly 132:14
147:15

constitute 98:19
111:7

construction 54:17
58:6 59:8,14 60:13
61:6 62:21 63:12
66:11,14 67:14,20
67:25 78:21

constructions 54:20
59:3,16,22,24 60:4
60:9,14,22,25 61:11
67:6

construed 59:21
69:23

consultant 9:14
contacted 187:12
contained 78:18
contemplated 91:14

128:20
contention 113:4
context 53:11 79:10

84:2 93:19 106:18
106:20 182:12
183:14,18

continue 91:20
134:4 167:11

continuing 160:14
contract 158:2

187:13,16
control 1:6 5:18

26:5 27:9,13,14,18
27:19 28:3,4,7,10
28:25 29:2,6 30:12
30:19 34:24 37:15
40:7,17,23 41:3,15
46:20 47:11,12,22
47:24 51:1 52:14,15
52:23,25 53:1,2,4,4
53:7,18 56:24 57:1
57:8,8,10,11,11,14
57:23 58:3 69:25,25
70:1 71:19 72:4
73:21,22 74:3,6,19
74:24 75:6,22 76:2
77:18 78:2 79:22
81:10 85:2,6,7,14

85:22 87:17,17 88:1
88:16,19,20,25 89:3
89:9,13,15 91:18,22
92:1,19 93:10,13,19
94:3,13,18 95:1,2,5
95:8,9,12,12 96:6
96:16,25 97:1,2,5,5
97:9 98:9,13,13,16
98:16,19,21 99:1,15
99:15,21,21 100:7
100:10,11,11,15,16
100:21 101:3,5,5,19
101:19,21,24,24
102:6,10,10,11,15
102:16,24,24,25
103:6 105:9,12,14
105:18 109:6,11
113:5 114:8,9 115:1
115:2,7,8,10,11,13
115:14 116:2,3,4,9
116:12,15 119:22
120:21,22 125:1
127:6,13 128:3,4,21
128:22 129:15,16
129:21 135:12,14
136:3 137:12 139:9
139:10,13,19 140:6
140:7,10 141:1,6,19
144:3,6,21,23
146:18 151:9,20
152:15,18,22,25
160:7,15,18,19
161:25 163:13,14
163:15,18 166:21
166:23 167:2 168:4
168:6,7,9,11,20,24
171:24 177:4,11,11
178:6,11,17,18,22
181:11 188:3 189:6

controlled 28:16
50:23 92:23 95:1
163:13

controller 28:3,7
29:5 30:13 75:15,21
76:17,20 77:7 93:25

[computation - controller] Page 7

Veritext Legal Solutions
800-567-8658 973-410-4040 

196 of 223
 
JCMS - EXHIBIT 2005 
CoxCom, LLC v. JCMS



97:10,21 100:13,14
110:5,12,22 111:1,3
111:5,10,15,18,21
112:3,7,10,13,17
114:3 123:21,25
126:18 127:5
129:24 130:5 164:1
164:3 166:19 167:4
167:5 174:9 179:10
180:19

controllers 128:12
130:7 135:12

controlling 41:17
53:8 93:20 96:4
166:1

controls 35:8,12
53:16 79:24 93:7,13
93:16

convenience 152:20
153:6

convention 16:3
conventional 82:17
conversation 51:25
convey 105:4 106:23
cook 127:7 173:17
cooked 87:5
cooking 86:20 87:2

88:21 93:5 95:22,24
165:14,17,18,19,23
165:25 166:3,7,7

cooling 71:20 79:11
cooperative 142:21
copies 13:19 14:2

23:12
cops 177:7
copy 178:2
corporation 140:8
correct 6:3 7:7 9:7,8

9:18 10:19 13:9
20:22 24:10,22,23
26:7 37:14,16,25
39:3 40:19 43:7
49:8 54:13 55:2
57:9 61:12,16,21
64:1,14 76:4 77:10

81:18,23 86:5 87:10
88:3 96:1 97:8
99:16 102:19 107:6
113:16 115:5
117:18 118:8
119:23,24 120:2,3
122:8 127:25
130:17 131:3,14
134:25 135:1 145:6
166:7 167:14 168:1
169:14 171:12
179:2 183:10 186:8

corrections 189:11
correctly 25:25

41:21 42:2,3 51:3
64:21 98:8 110:7
122:4,5 123:8
124:10 127:15
128:16,25 142:24
178:5 179:21

correspond 75:6
83:10

corresponding
97:20

corresponds 114:4
cost 157:11 181:15
costs 157:18
council 5:6 187:4
counsel 2:1 8:4,12

59:4 69:4 186:10,10
187:7,17

county 186:4
couple 23:9 26:21

148:11
coupled 128:14
course 80:13,15
court 5:5 7:13 22:21

22:25 23:4 59:18,18
59:22 66:15 118:17
132:20 143:10
187:1,3,4,6,6,6,11
187:12

court's 66:14
cover 24:6 73:5,7

187:18

coverage 72:1 73:15
82:8 83:14,15 84:3
157:22

covers 170:8,8
cox 6:1,4,5,6 13:9

14:17 59:6
coxcom 1:3 26:24

44:2,5 50:4 188:3
189:6

cpu 28:19 30:13
31:7 33:6 111:9
149:22

cpus 149:22
crater 134:24 135:4

135:9,11,17 136:1
136:13 138:12,14
138:17,22 139:5
140:1,4,7,12,17
142:17 143:1,24
151:24 153:4
156:14 157:13,16
170:2,8,12 171:4,13
171:14,19 172:4,6
181:9 183:15,18,18

crater's 152:17
171:16

crawl 147:9,13
create 54:1
created 158:7,12
creation 158:3,12
crisis 148:9
critical 75:14
cross 24:9 32:1
crosses 90:6
crr 1:18 186:16

187:23
crystal 171:13

174:23,25
cs 73:18
cs2300074 1:25

188:2
curious 162:13
current 22:5,7
customary 187:18

customers 164:22
164:25

cut 50:15
cutoff 38:14
cycle 80:16 127:12
cycling 79:12,12,13

79:14,16 80:11,12
80:18

d

d 2:4 54:6
data 33:1 72:3 73:21

85:2,5,8,8 93:10
104:16 117:14
137:8 147:8,13,14
163:25

database 73:22,25
datagram 137:24
date 38:7,10,12,13

38:17,23,25 39:1,2
39:11,14,17 40:3
130:3 178:18 188:3
189:8

dated 25:25
day 8:1 71:7 145:17

170:16 184:23
188:22

days 149:18 189:15
deactivate 79:13
deactivating 78:25

115:20
deactivation 80:9
dead 84:10
deal 37:4 120:7

146:3 151:8
dealing 12:19
deals 26:18 167:17
dealt 21:24 37:5,6
dear 189:9
dec 148:12
decided 165:8
deciding 137:6
decision 4:12 59:12

60:16 61:1 62:12,15
63:24 64:1 67:10

[controller - decision] Page 8

Veritext Legal Solutions
800-567-8658 973-410-4040 

197 of 223
 
JCMS - EXHIBIT 2005 
CoxCom, LLC v. JCMS



108:6 109:16
118:12,16 143:10
153:21 154:14
155:15 156:9

declaration 4:5,16
11:6 12:3,7 13:18
14:1,6 15:22 16:8
16:14,21 17:14 19:3
19:20 24:21 25:3
26:3 37:4,14,20
38:2,20,21 39:2
54:22 59:25 61:5
65:7,15 70:25 74:11
74:20 75:10 76:7
79:6 80:23 81:4
85:16 96:20,24
99:12,14 104:13
113:25 120:4,6
123:15 129:6 133:6
133:14 134:8,15
144:25 167:14
170:2,17 176:10
183:20

declarations 9:13
11:8,13,15,18 14:10
14:16 15:3 17:2
20:3 22:25

declined 118:7,25
118:25

decnet 138:1,2
decode 122:15
decommission

153:22
decommissioning

154:2
decomposition

112:21
deemed 72:8 143:11

189:16
deep 71:20 173:3,9

173:18 174:2
defective 165:9
defending 138:13
defense 22:3 62:25

deferred 50:25
define 69:17 139:7
defined 58:22 63:8

65:13 66:6 73:15
84:3 182:20,21

defines 93:3
definition 52:12

61:3,6 62:6 63:1,6
63:18 64:6,19 65:20
65:23 66:2 67:9
68:5,6,12 133:22

definitions 61:11,24
64:24 65:3 66:22,23
70:9

degrees 80:4,6
delay 183:25 184:11
demand 128:22
demonstrates 98:21
department 189:22
depend 105:19

106:14
dependent 114:14

114:17,23 119:18
167:25 176:14,14
176:14

depending 114:24
119:18 167:25

depends 175:25
176:16,17,18

depict 31:9
depicted 76:14
depicting 82:18
depiction 32:20

106:4
deposed 7:7,9,19,21

21:2
deposition 1:13 4:3

5:1 12:5,9,13 23:15
24:1,2,6,9,17
184:24 187:5,7,8,12
187:13,18 188:3
189:8,10

depth 33:16
describe 28:9 33:10

72:16 76:13 125:25

126:17 158:10
described 60:9,23

126:7 160:4 163:16
172:2

describes 64:8 71:14
87:1 95:5 123:10
126:4,13 135:11
136:18 158:20
159:7 162:2

describing 125:24
136:2,7 169:18

description 4:2 34:7
75:13 88:8 141:18
166:16

design 126:4 137:22
141:5,9 144:14
145:10 146:25
147:2 149:7 155:23
157:25 172:13

designate 46:20
designated 72:24

73:24 85:14 88:9
designation 50:4

55:6
designed 87:25

88:24 102:5 105:8
123:4 141:14
149:10,25 155:20
173:12

designer 121:15
157:23

designers 144:7
desired 51:1 80:5

128:21
destroy 92:7
detail 48:3 125:23

166:2
detailing 141:17
detect 128:14

175:12
detects 79:25
determine 48:3
develop 144:13
developed 144:10

148:16 151:11

development 51:24
device 27:9,11,13,14

27:18,19 28:4,7,25
29:2,7 30:12 31:18
33:2,2,3 34:12
43:18 57:10,11,11
72:8 78:2 81:10
83:7,9 85:15,22
90:1,3,15 91:1 92:6
92:8,23 93:1,3,8
95:20,25 96:2,4,5
97:2,17,18,25 98:9
109:6,8,11,12,14
111:7 114:5,8,8,9
114:11,12 115:2,7,8
115:10,11,13,14,22
116:2,3,4,6,6,10,10
117:4,6,15,18,22,24
118:1 119:22 124:1
124:11,14 125:14
125:19 126:14
128:4,4 129:22,23
152:11 164:16
166:1 168:6,8,9,17
168:20 169:4,6,9,14
171:12 176:2,22
181:22 182:1,8,10
182:11,13,16,17,22
182:25 183:2,7

devices 32:9 34:12
34:12 51:1 57:8
72:7 73:1 75:7,14
77:2,20 104:19
106:2 109:12
116:15 135:14
146:14 162:3 168:4
180:7,8,10,11

devised 151:10
159:25

diagnostic 86:21,25
88:14 89:11 91:24
94:9,12,20 95:15
98:15 100:2,4,18,20
113:5 126:18
128:13 130:6 158:9

[decision - diagnostic] Page 9

Veritext Legal Solutions
800-567-8658 973-410-4040 

198 of 223
 
JCMS - EXHIBIT 2005 
CoxCom, LLC v. JCMS



diagnostics 86:24
158:4,4

diagram 31:8 34:22
36:8,16,19 43:25
73:13 76:7 111:8
112:6,20,24 166:11
166:14,14,15

diagram's 30:24
diagrams 82:16

161:18 166:10
dialing 156:4
dichotomy 65:10
dictated 105:18
difference 143:13
differences 136:15

138:17,21
different 22:3,4,6

46:10 58:16,18,25
61:21,24 62:24 63:1
63:6 71:2 73:4 82:3
82:21 89:21 97:25
115:23 125:6
135:16,17 138:12
139:1,22 142:23
143:18 159:7,11
160:4 161:6

difficult 69:24
digital 136:11,19

137:8
direct 167:1
directed 135:10

138:25 139:1,10,13
139:22,25 140:1,9
140:12,22,25

direction 31:24
112:8 186:8

directly 103:10,16
170:22 173:22

disable 124:12
125:14,15,20

disabled 123:24
124:1,15 125:16,17

disables 123:22
disabling 79:1

115:21

disadvantage
156:20

disadvantages
156:16,22

discarded 147:16
discarding 53:6,8
discern 173:4
disclosed 28:19,22

33:18 37:16 71:12
92:12 101:6,9,25
102:15 111:24
125:22 174:9

discloses 34:24 35:7
50:6 71:14 109:17
177:10

disclosure 5:3 25:18
25:21 26:4,9,17
33:24 34:5 35:3
130:14 179:5 187:1
187:4,9

disclosures 27:8
28:13 40:1,6 41:2

disconnect 82:1
discount 187:19
discovered 147:7
discovery 41:13

42:4
discuss 10:6 59:3

69:8
discussed 90:18

91:11 130:12 153:4
discusses 152:21
discussing 48:8
discussion 29:25

85:13 104:15,17,23
105:25 106:16,19
106:20 120:20,25
126:24 128:3
129:13,15 163:21
165:14

disk 156:1
disorganized 15:12
dispatch 72:7,13
dispatched 163:10

164:9

dispatching 94:22
display 33:2 152:25

155:24 164:2,3,3
166:18 167:5

displayed 164:2
displays 164:4
dispositive 105:22
disputable 119:2
dispute 41:6,11
disrepair 72:9
distant 146:16
distinct 28:4 46:1

49:6 73:1 78:18
distinction 179:8
distinguish 55:16

172:7 182:5
distinguishable

183:2
distributed 140:4

152:5 178:6,7
distribution 152:3
district 143:10
document 16:24

19:5 23:19,21,24
25:11,19 34:1,2,6
40:13 42:9 50:2
54:13 118:11
167:15

documents 23:14
36:23 37:24

doing 51:24 68:20
68:22 102:25
105:21 117:11
125:25 132:18
156:6

double 175:23 176:7
download 92:4,5,7

92:23 93:2,6 96:3,7
downloaded 103:7
downloading 91:24

92:18 93:10,12,19
93:24 94:20 95:14

downloads 92:1,17
dozen 165:20

draft 16:11
drafts 13:20 14:2

17:6
drawing 40:12

64:16 72:15 119:13
drawn 110:22
drifting 63:16
drill 101:23 153:7
drilling 63:15
drive 180:16
drop 164:19
drops 159:23
dsl 155:5
duly 5:8

e

e 5:14,14 6:20,20
13:6 54:6 70:18,18
71:5,5 185:1,3
186:1,1

earlier 5:16 147:20
166:20

early 34:1 137:1,2
149:17 155:12
158:2

earthquake 178:20
easier 158:10 169:7
easily 180:10
easy 157:25
effectively 112:15

160:1
efficiency 159:17,23
efficient 159:24

174:15,16
efficiently 144:16

174:18
effort 137:16
efforts 150:17
eight 22:3
either 8:4 79:21

89:23 90:6 117:13
117:14,15 121:10
124:13 169:8,9

electric 79:19

[diagnostics - electric] Page 10

Veritext Legal Solutions
800-567-8658 973-410-4040 

199 of 223
 
JCMS - EXHIBIT 2005 
CoxCom, LLC v. JCMS



element 77:13 79:18
79:20 80:4,7,16
113:23 114:4

elements 32:20
33:11 72:16 75:5
76:1 110:23 111:6
129:18

eleven 177:7
elicited 125:5
eligibility 143:14,22
embodiment 141:12

169:20,24
emphasis 101:18
employ 186:10
employee 140:7

159:4
employer 187:6
enabled 47:8
enables 79:22

129:21 171:23
172:14

enact 154:11
encl 189:24
enclosed 189:10
encompasses 32:6
encrypted 150:10

150:11
encryption 149:20

149:21
encumbered 153:24
ended 158:18

169:17 175:5
endorses 138:14
endpoints 149:20
energy 86:15
engineering 51:24

148:10 181:14
engineers 54:3,5

70:14
english 49:16

133:24 177:1
enhanced 164:14
enormous 37:21

143:7

enterprise 144:12
entertainment

171:18
entire 17:19 32:8

78:17 93:7 121:3
139:18

entirely 105:22
entities 6:13,16 7:3
entity 5:21 6:10,23

12:18 22:16 40:17
40:23 41:18 187:8

environment 172:18
environments

140:14
envisioned 50:16
equating 93:10,12
equation 107:8
equipment 37:15

49:19 114:5 117:4,5
128:13 142:23
157:20,21 158:4,6,8
165:9 168:10 174:8
175:13

equivalent 182:15
errata 188:1 189:11

189:13
error 24:15 122:12

122:23,23 123:1
errors 122:10
especially 137:1
esq 2:4,11 189:5,25
essentially 28:2

29:14 38:14 59:19
122:19 148:15
159:19

established 118:21
et 63:14 91:25 114:6

130:8
ethernet 21:17,23

122:24
events 120:1 155:10
everybody 149:12
evidence 173:4,5

186:9

exact 52:12
exactly 15:9,9 20:4

45:13 74:15 103:25
examination 3:1,3

5:10 24:9
examined 5:9 143:6
examiner 34:4

62:22,23 63:12
example 28:13

50:20 55:22 59:1
70:6 84:13 88:19
91:1,20 93:20 107:3
110:20 115:16
120:20 122:24
123:1 136:10
143:23 150:8
165:17 174:8
177:12 179:7
182:16

examples 105:9,10
exceeds 80:6 90:5
excessive 141:17
execute 86:8
executes 85:24

86:11
execution 142:22
exercise 101:4

151:20
exercised 100:16
exercises 102:24
exercising 89:9

92:19 95:5 98:16
102:11,16

exhibit 4:2,3,5,9,10
4:12,14,15,16 15:19
15:22 16:10,11,18
16:20 17:1,1,5,6
18:3,4 20:4 23:14
23:16 24:20 25:8,11
25:12 26:8,24 27:9
28:19,23 29:2,7
33:13,19 35:7 36:20
37:16,25 40:1,6
44:6 48:6 54:8,12
56:6 63:20,21 70:19

70:22 76:9 108:8,10
135:2,5

exhibits 4:1,20
12:10 17:11 38:1

expand 141:10
expands 86:19
expect 8:5 108:3

123:23 131:21
expensive 155:22

157:15
experience 92:11

121:15
experiencing 178:12
experimentation

137:15
expert 6:1,10 9:7,9

9:11,12,14,20 14:5
19:11,12 21:1 37:3
39:23 61:4

expertise 143:7
expire 22:7
expires 188:25
explain 171:19
explicit 38:20 128:3

136:2 138:23
explicitly 95:4

138:14
explore 152:13
express 130:5
expressed 44:24

79:6 134:7 145:25
expressly 171:15
extract 22:8
extraordinary 34:3
extremely 176:6
eye 173:21,22,25

175:9,12

f

f 54:6 186:1
facilitates 27:24
facilitating 135:14
facilities 154:4

157:5,7

[element - facilities] Page 11

Veritext Legal Solutions
800-567-8658 973-410-4040 

200 of 223
 
JCMS - EXHIBIT 2005 
CoxCom, LLC v. JCMS



facility 87:18
facsimile 2:7
fact 7:9 28:8 35:7

41:6,12 42:12 63:11
65:14,18 105:7
132:18 147:2
157:24

fail 92:8
failed 148:7 149:2
failure 172:24 173:2

173:7
failures 128:15
fair 34:16 39:24

49:22 136:17
fairly 142:14 144:19

144:20 172:15
false 65:10
familiar 6:18 16:6

58:10,12 135:6
150:24

familiarity 145:5
famously 146:1
far 39:22 56:16

179:15
fashion 144:23
fast 174:4,5
faster 147:14
fat 173:9
fax 189:2
fear 92:7
feature 169:13
features 52:18 53:7

53:9,10,17 54:1,6
federal 185:1
fees 22:8
fellow 148:13
fi 122:25 123:3,4,5
field 183:16
figure 26:20 28:14

28:14 29:25 32:12
43:17,18,24 48:13
72:15,18,21 73:3,5
73:11 76:8,12,14,15
77:6 95:8 106:4
107:1 110:6,10,15

110:18 160:17
164:13 166:15,15
166:15,20,25 167:2
177:7

figures 48:15 75:12
109:22 145:25

file 59:17 64:14 66:9
66:10

filed 9:12 12:11
filing 25:23,25

137:3
final 17:14 43:13
financial 164:22

187:19
find 8:24 50:18,20

62:23 83:19,23
121:11 124:1
139:21 150:14
162:11,21,25
175:13 189:10

fine 5:24 15:18 16:9
20:11 86:10 114:1
124:19 132:1
162:16

finish 7:15
firm 6:5,6,7 14:10
firms 6:10 9:14

13:12,15 22:4
first 5:8 9:6 15:1

50:10,13 56:22
57:10 75:6,15 78:2
80:25 81:8 84:22
97:21,25 102:4
109:6,10,11 114:9
115:1,8,13,14,19
118:17 119:21
120:5 128:4 134:11
142:17 146:9
153:21 155:20
156:12,12 168:6,9
168:21 184:16

fit 82:5
five 68:24
flag 104:13

flash 180:17
flexibility 137:14

141:13
flexible 180:6
flip 98:1
floppy 155:25
flops 98:1
flow 146:18 152:22

153:5
focusing 34:12
folks 148:18
follow 8:11 91:19

152:17
following 66:13

105:10 163:12,20
163:24 164:20
187:8

follows 5:9 13:24
47:19 126:23 131:8
184:7

food 87:5 139:13,25
159:18,20,22,23
174:4,5

forbade 153:25,25
ford 157:3,3
foregoing 186:6,8
forget 165:11
forgotten 108:8
form 8:8 16:11

19:13 21:12,16
22:12 24:24 26:12
27:10 28:21 29:3,11
29:20 30:14,22
34:20 35:1,10,17,25
36:22 37:12,17 38:8
38:18 39:15 40:9,20
41:8,19 42:15,23
43:6 45:2 46:17,23
47:4,14 48:10,19
49:3,9,12,21 50:7
51:6,12,18 52:4,8
52:16 53:14 57:16
57:20 58:1 60:1,17
60:20 61:22 62:10
62:17 64:12 65:1,8

65:16,22 66:25 67:3
67:18 68:16 69:19
70:7 72:20 74:17
75:8 78:10 83:24
85:4,7 87:11 89:6
89:17 90:21 92:21
92:24 93:11,22
95:18 97:12 98:24
99:7,24 101:8 102:2
102:18 103:2,11,14
103:22 104:5,8,21
106:9 107:17
110:14,24 111:12
112:1 113:18
114:10 115:4,17
116:8,17 117:19,23
119:5 120:9,18
121:5,12 126:22
127:18 128:6 129:1
129:7 130:18 131:4
132:2 133:4,11
135:18,24 136:24
138:19 139:3 140:2
140:15 143:3,15,18
143:25 145:14,22
153:3 156:18
158:17 159:5
161:14 166:24
169:15 170:5,20
172:5 173:19
174:10 175:4,15
177:15,20 180:1,25
181:18 183:12
187:4,8

formatting 152:21
152:24 158:22

forms 30:11
forward 137:20

148:11 189:13
forwarded 100:24
found 23:5 84:1

149:7
foundation 18:5,11
foundational 11:14

19:9 61:20

[facility - foundational] Page 12

Veritext Legal Solutions
800-567-8658 973-410-4040 

201 of 223
 
JCMS - EXHIBIT 2005 
CoxCom, LLC v. JCMS



four 32:20 33:11
34:12

fourth 33:5
frame 107:20 122:2

122:24 123:2 146:6
frames 122:25
franchise 159:8,12

161:9,10,11
frankly 143:9
free 189:2
frequently 16:4

42:21
front 15:13 26:1

108:9
fryer 173:3,9,18

174:2
fryers 71:20
fuel 33:7 52:20
full 50:10,13 108:14
fully 79:21,21
fulton 186:4
function 41:17

91:19 105:13,20
136:22 138:15

functional 112:21
functionality 87:9

87:13,14 88:17,20
95:13 96:17

functions 43:1,3
72:10 94:25 152:3
152:16 160:8
163:12 180:7,9

fundamental 139:21
funding 154:12
funds 164:21
further 128:20

186:9
future 137:7

g

gates 6:14 16:12
17:7,10 18:1,7,9,23

gateway 100:23
146:13,13,20

gathered 179:1
general 31:24 33:20

49:15 120:24
140:18 144:7
150:19 153:19
180:3

generally 71:11,12
74:6 77:1 87:19
135:8 139:17 141:1

generate 119:22
160:15

generates 115:2,14
115:19

generation 142:21
geographic 83:8
georgia 1:17 2:6 5:6

186:3 187:4,11
german 71:8
getting 14:23 87:19

90:2 123:6,19 132:4
132:10

give 7:14 8:6 10:24
63:20 108:3

given 8:5 82:12
84:17 130:5 146:21
169:19 186:9
187:19

gives 73:11 141:18
giving 55:3 133:19

134:1,13
global 149:11
go 8:13 69:10,11

71:10 80:16 100:12
101:2 105:24
113:11 125:23
148:22 150:12
171:7,10

goal 174:17
goals 144:6
goes 28:16 36:5
going 5:21 8:1 17:18

55:15 56:1 71:1,6
80:18 96:3 124:11
125:15,19,20
134:20 137:5 152:8

154:21 157:24
171:24 178:9

good 54:3 73:10
92:3 172:23 178:2
178:23

google 164:7
gore 154:7
gradually 148:24
granted 21:25

168:18
graphical 164:5,5

166:16
graphically 82:11
great 7:17 151:8
greater 137:14
grind 146:2
ground 118:18,23

137:19
group 22:3 30:1
guess 40:5 77:5

165:4 183:5
gun 56:14

h

h 70:18 71:5
half 40:15 165:20
halt 146:2 147:13
hand 15:25 36:10,10

158:13
handheld 107:2

162:3
handing 70:21
hands 133:17
happen 141:14

150:13 154:13
happened 146:8

150:5 153:15,16
155:10

happening 178:18
happy 142:5,7
hard 22:19 28:9

55:4 71:1 143:4
180:15

hastily 15:17

haul 146:10
head 32:12 107:16
headed 74:15
hear 95:7 184:16
heard 6:25 103:25
hearing 103:23

186:9
heat 172:12
heating 71:20 79:11

79:18,19 80:4,7,16
heavy 171:17
held 116:2,4
help 74:11,12 106:7
helpful 36:16
helps 164:17
hexagons 82:14
high 72:22 118:13

122:23 135:23,25
147:10 155:6

highly 149:21
history 59:17 63:10

64:15 66:10
ho 18:24
hold 74:22 96:19
holloway 2:4 8:14

8:21 9:1 12:24 13:4
13:22 14:11,15,20
15:7,10,14,16,18
17:18 18:5,11 19:13
19:16,23 20:6,9
21:12,16 22:12
24:24 25:7,12,14
26:12 27:10,15
28:21 29:3,11,20
30:14,22 34:20 35:1
35:10,17,25 36:22
37:1,8,12,17 38:8
38:18 39:8,15 40:9
40:20 41:8,19,24
42:15,23 43:6 44:4
44:7,10,12 45:2
46:17,23 47:4,14,25
48:10,19 49:3,9,12
49:21 50:7 51:6,12
51:18 52:4,8,16

[four - holloway] Page 13

Veritext Legal Solutions
800-567-8658 973-410-4040 

202 of 223
 
JCMS - EXHIBIT 2005 
CoxCom, LLC v. JCMS



53:14 55:9,13 57:16
57:20 58:1 60:1,17
60:20 61:22 62:10
62:17 64:12 65:1,8
65:16,22 66:3,25
67:3,18,23 68:16,20
68:25 69:10,19 70:7
71:1,6 72:20 74:17
75:8 78:10 83:24
85:4 87:11 89:6,17
90:21 92:21,24
93:11,22 95:18
97:12 98:24 99:7,24
101:8 102:2,18
103:2,11,14,22
104:5,8,21 106:6,9
107:17,23 110:14
110:24 111:12
112:1 113:18
114:10 115:4,6,17
116:8,17 117:19,23
118:3 119:5,11
120:9,18 121:5,12
126:22 127:18
128:6,9 129:1,7
130:18,21 131:4,15
132:2,4,8,13,21
133:1,4,11,18,23
134:1,4,10 135:18
135:24 136:24
138:19 139:3 140:2
140:15,24 141:23
142:1,4,6,11 143:3
143:15,25 145:14
145:22 156:18
158:17 159:5
161:14 162:15,18
162:21 166:24
169:15 170:5,20
172:5 173:19
174:10 175:4,15
177:15,20 180:1,25
181:4,18 183:12
184:20 189:5

home 28:17 29:1,4,9
29:10,13,17 30:18
31:6,9,13,22 33:4
35:24 36:2,13 44:21
45:9,18,19,24 48:12
50:21 52:3,20 53:11
53:21,21 154:20
155:20,23

homes 156:3
horse 84:9
hostile 140:13
hosts 26:20
hour 9:22,24
hourly 9:19
hours 11:20,21,21

11:22 12:14 181:2
house 154:15 156:8
houseboat 51:11
hp 22:15,15,16
html 158:8,11
http 144:10
huh 10:20 18:14

20:21 23:23 55:18
64:2 67:11 77:9
86:4 87:20 98:4
113:7 145:1 173:14
181:11

human 101:14,15
104:17 105:1,19
106:1,10,11,12,14
106:16,21 107:1,2
107:14,14 124:17
173:25

humans 105:21
107:7 165:4

hundreds 65:25

i

ibm 155:18
icontrol 6:25
idea 52:22,23,24

172:23
ideally 82:13
identification 15:20

16:19,21 23:17 25:9

54:9 63:22 70:20
135:3

identified 20:3
24:21 76:24,25
117:8 127:21

identify 19:17 43:3
128:15

identifying 19:25
idle 127:7
ignition 33:7 52:19

53:18
illustrated 110:5
illustrates 43:17

112:6
illustrating 43:24
image 92:10 96:9

177:3
images 30:1
immediate 50:24

178:24
immediately 41:23

90:12 94:13 100:6
147:20,23 162:13
165:4

impact 157:11
implement 158:22
implemented

137:25
implements 137:24
implicated 165:2
implies 45:23 47:5

115:23 182:1
important 92:4

158:15
impossible 150:14
improve 144:13

149:15 150:6
improved 141:11
inaccurate 64:25
inappropriate 20:5

132:19
inasmuch 127:5
incarnation 153:18
incident 146:5

inclined 152:8,9,16
include 27:23 86:20

86:23,23,24 95:20
100:3 104:24
114:19 128:12
131:24 157:18

included 189:11
includes 33:6 79:24

84:6 87:13 114:17
129:9 135:12 176:1

including 22:9
91:23 94:19 161:8,8

inconsistency 59:15
inconsistent 102:21
incorporate 17:13

130:3 152:15
incorporating

144:22 152:17,18
incorrect 64:11
increasing 155:7
independent 62:15

105:1 114:20,22
index 3:1 4:1
indicates 78:2

142:19
indicating 189:11
indication 77:17
indicia 173:6
indistinguishable

112:18
individual 106:4

180:9
industrial 140:5,12

140:23 141:1
142:19

industries 139:2,18
139:23 140:19

industry 139:7,8,8,9
139:11,25 140:1,6,9
145:19 150:19,21
159:18,19,22 160:2

inexpensive 152:5
info 86:21
inform 127:13

[holloway - inform] Page 14

Veritext Legal Solutions
800-567-8658 973-410-4040 

203 of 223
 
JCMS - EXHIBIT 2005 
CoxCom, LLC v. JCMS



information 71:18
86:17,20,21 88:14
89:11 92:19 94:12
98:7,15,19 100:4,8
100:18,21 103:1
113:6 117:13,14,14
119:25 122:2
129:25 146:20
148:25 164:4,17
169:10 171:12
172:1 174:17,22
175:19,20 177:10
178:13,15,17,23,25
179:1,6,24,25 183:3
183:20,22,23 184:9

infrared 76:24
77:12,25 173:23

infringement 57:25
inherent 90:22

184:1,11
initial 21:23 22:2

25:15,19,21,23 34:2
34:5 35:3 37:20
63:12 141:12 151:9

initialized 163:7
initially 12:23 60:22

150:7 155:19
initiative 90:9

154:10
inquire 8:13 129:22
insecure 145:21
inside 26:18 29:22

31:6,10 34:14 36:3
46:20 80:1

insight 2:11
insightplc.com 2:13
installed 165:23
instance 52:24 63:7

101:4 112:17
instances 58:19

78:17 95:21 102:9
122:12 124:4,7
149:6

institute 118:8

institution 4:12
59:12 60:16 61:1
62:12 63:4,23 64:1
67:10 108:5 109:15
118:12,16 164:23

institutions 155:13
instruct 18:21
instruction 8:11
instructions 86:22

86:24
insufficient 23:6
integrated 71:23

111:16 112:14
135:11

integration 144:12
intellectual 10:13
intelligence 128:13
intend 106:23
intended 59:3

160:17
intensive 149:22
intent 34:21,22

117:9 141:15 182:4
intention 44:23

149:11
inter 4:6,12,17 10:7

10:15 15:23 16:22
19:2

interact 103:10
interacted 18:3
interaction 34:4

47:10,21 107:2
interactive 50:23
interconnect 31:1
interconnection

137:16 157:21
interconnects

146:16
interdependent

142:22
interested 186:11
interesting 139:7
interface 33:3,7,8

73:23 128:14 140:4
157:25 158:15,19

158:21,25 180:14
interfacing 159:3
interference 82:21
interim 12:6
intermediary 30:11
intermediate 97:16

168:22
internally 106:3

180:20
international

137:18
internet 30:3 31:3

31:25 32:16,22
42:19 44:17 45:1,6
136:9 138:10,24
144:9 145:4,5,9,10
145:13,16,20,24
146:2,6,8,8,9 148:8
148:10,19 149:14
149:18 150:1,10,13
150:22,25 151:3
152:14 153:10,12
153:13,17,18,23
154:3,8,11,18,22,24
155:14 156:8 157:1
157:2,7 162:7

interpretation 58:11
59:9 68:3 182:24

interrogate 94:8
interrogated 91:3
interrogates 89:10

94:6 97:20 98:2
164:16

interrogating 88:10
89:8,25 90:1 100:1

interrogation 90:8
90:17 91:6,8,16,17
97:10 100:3

interrupted 142:10
171:8

interrupting 132:11
142:9

interruption 69:1
107:24 164:10
167:8 184:21

intervention 101:15
104:17 105:2,19
106:1,16 124:17

intrinsically 90:23
introduced 5:16

155:19
introducing 157:12

157:13
intuitive 144:20
intuitively 151:5
invalid 133:10
invented 154:8

155:11
invention 38:23

50:17,20 128:20
142:18 159:15
183:16

inventor 34:3 59:17
inventory 94:23
involve 53:6
involved 167:22
involves 28:3
involving 10:3 55:17

158:3
ip 136:22,23 137:6

137:12,24 138:8,8
138:14 146:9 149:7
149:10 152:6,8
157:4,9

ipr 10:7,10 12:15
19:17,25 24:22,25
25:1,2,3 38:3 55:5,9
55:14 58:7 64:1
65:7,15 80:23

ipr2015-01760 1:5
iprs 10:6,13,17 11:2

11:25 14:17 15:4
20:24

irrespective 83:16
isdn 136:10,11,19

136:20 138:5
157:16,21

iso 137:18
issuance 64:20

[information - issuance] Page 15

Veritext Legal Solutions
800-567-8658 973-410-4040 

204 of 223
 
JCMS - EXHIBIT 2005 
CoxCom, LLC v. JCMS



issue 55:1,23 58:19
63:11 173:13

issued 34:6 60:25
61:7 62:8 66:12
143:2

issues 61:2 63:16
70:2

issuing 65:6
item 87:5
items 51:1
iv 60:9,23

j

jackson 18:24
jacobson 148:13,15
jagged 30:25
jcms 5:22 6:11 7:10

7:21 10:3,4,5 12:18
21:1,9,14

jeng 148:12
jersey 189:2
joao 1:6 2:16 5:17

21:2 63:5 66:2,22
67:6 188:3 189:6

job 1:25
joint 22:3
joke 174:2
judges 69:24
judgment 119:1
judicial 5:5 22:21

22:22,25 23:1,5,5
187:4

judiciously 127:8
july 12:22,23 38:24

39:4,7,14 40:3
85:20

jump 56:14
jumped 120:6,15
jurat 189:15
justify 101:23

k

k 6:20 70:18 71:5
k&l 6:14,22 13:12

13:21 14:3,10 16:12
17:7,10 18:1,7,9,23

20:19
keep 132:11 134:18
key 7:12
kids 174:4
kilpatrick 2:4 6:8

9:12 14:25 20:19,25
21:8 22:9

kin 186:9
kind 47:7 82:15

152:24 154:13
169:5,17 170:6
173:2 180:17

kinds 101:13 156:6
kitchen 71:16,19,23

72:25 73:17 74:1
75:17,19,24 76:16
77:3 78:12,17,18,20
79:10,18,19,20
81:12,13,17,21
84:14 85:13,21
86:16 89:5,7 97:15
108:21 109:18
110:3,8,22,25
111:10,16,17,19
112:14,15 120:21
127:12 128:23
129:16 130:4
159:10 162:5
163:22 164:4 165:9
165:10,22 172:17
175:3 177:17,24
178:10,14,19,23
179:2,7,12,13,15,17
179:24

kitchens 71:15,18
72:6 74:9 75:1,1
159:11

knew 150:1 151:14
know 8:18,18 14:24

15:5 19:23 20:13,17
21:14 23:13 38:9
42:17,24 43:1,4
45:14 46:11,12
48:21 51:8 66:6
82:11 84:8 90:24

95:12 96:9,10 99:6
99:22 112:2,24
113:19 118:24
119:6 121:2 131:23
132:4,10 139:6
140:13 149:13
151:2,6 154:13
161:17 164:24
166:5 170:10
171:25 172:1 174:2
174:3 179:11
182:17

knowledge 130:15
131:1,12,20 170:13

known 5:17 35:9
53:13 149:17,18
174:5

knows 10:24 122:4
127:6

koether 70:17,18,22
70:23 71:4,9,10,12
71:14 74:12,24 75:4
75:5,13 76:8,9,13
77:6 78:8,9,11
81:11 82:16 83:12
83:19 84:2 86:2,9
86:12 87:1,24 88:24
91:21 92:13 97:3,9
102:5 106:19 109:1
109:17 113:17,17
113:23 117:21,22
117:25 118:19
120:17,24 121:2
122:18 125:22
126:17 127:3,21
129:10,19,21
130:14,25 131:11
131:20 134:23
135:9,16,17 136:7
136:18 138:18
139:5,12,16,17,25
151:24 152:1,13,20
156:15,25 157:14
157:16 158:16
159:3,7,14,16

160:18 161:5,5
163:2 165:21
169:14,16,16 170:3
170:7,12 172:2,4
174:3,9,21 177:10
178:25 179:5,10
180:6 181:9

koether's 97:3
104:15 106:18,20
108:20 113:5
120:20 174:17
180:6

ktslaw.com 2:7

l

lab 147:3 148:14
lab's 147:5
labeled 32:10 73:13
labor 159:16 160:1
labs 151:13,16
lacking 149:8
land 63:8,9,11
language 49:16

56:21 57:7 78:1
84:23 167:22 176:1

laptop 107:3
large 164:7
larger 81:25 85:6
late 77:23 158:1
law 6:5,6,7,9 9:14

22:4
lawrence 147:3,5
lawyer 118:10
lawyers 39:17
lay 158:8
layer 123:24 125:13

136:21 137:20,21
137:23 152:2

leaders 145:19
leadership 150:22
leads 99:20 165:14
leaps 150:7
learned 143:8
leased 157:8,18,20

[issue - leased] Page 16

Veritext Legal Solutions
800-567-8658 973-410-4040 

205 of 223
 
JCMS - EXHIBIT 2005 
CoxCom, LLC v. JCMS



leave 175:21
led 61:15 62:3
lee 1:18 144:8,14

186:16 187:23
left 31:2,5 32:6

36:10
legal 39:22,23

187:11,12,13,16,18
188:1 189:1

letter 13:5 189:16
level 72:22 118:19

124:9,20 125:23
135:23,25 139:21
172:25 181:16

license 22:8
life 61:25 180:12
light 8:10 84:8

102:10 172:12,16
173:24 184:1,12

likelihood 118:13,22
limit 117:10 151:21
limitation 57:15,17

57:19 180:4
limitations 113:6

114:17,19
limited 22:25 72:1

87:12
limiting 98:22

146:22
line 17:19 30:2 31:3

31:24 32:10,16,21
44:16 45:5 46:8
56:12,22 91:22,22
97:7 102:16 116:21
128:1 147:11
155:24 156:5,10
157:19,20 160:5,6
163:6,17,25,25
164:12 167:1
171:20 188:5
189:11

lines 30:25 74:4
86:3 87:8 88:5
109:23 110:2 127:2
127:22,23 128:18

153:9,11 157:8
163:11,19,24
164:20,20

link 147:8,14 178:10
178:16

linked 107:3
links 146:10
list 109:11 120:1

133:14
listed 37:24
lists 38:1 57:8
literally 150:2
litigation 187:7,19
little 39:25 75:3

113:10 153:7
156:14

live 52:6
livermore 147:3,5,6

148:14
livingston 189:2
llc 1:3,7 26:24 44:3

44:6 188:3,3 189:6
189:6

llp 2:4
loaf 80:14
local 72:23,24 167:3
locally 77:18
located 29:10,19,21

29:22 34:13,17 35:8
48:8,13 49:1,19,19
68:11,18 69:22
71:17 74:7,19 78:3
78:13 81:22 83:21
84:17 166:19

locating 31:18 43:18
location 51:2 74:25

164:8 166:16
168:21,23

logic 90:10 93:7
long 50:22 135:20

146:10 178:21
180:24 181:6,7

look 24:5 36:23
59:11 62:12 69:15
78:3 86:9 110:17

113:2,25 121:8,9,24
126:15 128:2
130:11 135:4
159:14 161:17
162:18 173:3
175:24 176:15
177:7 178:4

looked 143:5
looking 28:13 37:19

73:6 95:23 109:4
110:2 113:16
126:16 134:14
141:22 162:1
165:16

looks 32:11 82:15
lost 122:24 123:1

147:18,22,25
178:14

lot 137:9 142:15
151:16 158:2 180:8

lots 173:10
love 151:6
low 159:17 181:6
lower 31:5 32:6 36:9

m

m 6:20
macintosh 156:12
madam 189:9
mail 13:6
main 43:24
maintenance 86:15

86:22 163:7,8,9
174:14 177:12,18

major 31:2 138:21
majority 150:9
making 132:5

154:11 179:8
maligned 154:14
management 86:16

149:9
managing 71:15
manner 50:14 164:5

164:6

manual 106:25
107:10

manually 95:2
163:14

map 52:18 82:11
164:3 166:16

mapping 78:7
maps 164:6,7
march 26:1
mark 23:12
marked 15:6,19

16:16,18,21 23:16
25:8 54:8,12 63:21
70:19,22 135:2,5

marketed 151:4
marking 23:14
match 98:11 99:11
matter 13:13,14,17

16:3 17:15 39:22
51:22 59:13 131:22
147:1

matters 11:5 19:9
19:10 20:17 39:23

mean 10:7 12:4
22:13 31:20 37:9,9
45:14,22 47:2 48:2
51:23 52:21 55:4
58:13 66:15 67:17
70:12 78:14 79:9,16
81:12 86:7,10 91:20
92:15 95:4 97:22
101:10,19,20
102:10 105:3,4
107:7,14 113:20
131:24 134:12
140:20 143:4,8
144:8 150:12
151:15 152:1
156:10,11 160:13
161:18 165:1
166:15 170:24
173:10 174:3 175:8
179:7 180:3,20
183:11,13,21

[leave - mean] Page 17

Veritext Legal Solutions
800-567-8658 973-410-4040 

206 of 223
 
JCMS - EXHIBIT 2005 
CoxCom, LLC v. JCMS



meaning 58:9,14,17
58:21,23,25 59:20
66:24 67:15,21 68:1
68:8,13 69:18 70:4
79:5 182:18,19,20
182:23

meaningful 139:19
156:23

means 10:13 26:14
39:5,9 44:4,18
58:14 80:18 86:16
118:24 164:24
177:2

meant 31:9 61:17,17
112:20

mechanism 27:22
27:23 146:19

media 135:13
176:12 177:5 182:2

medium 155:25
176:23 177:17
181:23 182:25
183:1,6,8,8

megabit 147:11
megan 18:24
member 138:9
memory 134:16

180:18
mentioned 10:3

95:25 165:18,20
mentioning 172:8
mentions 159:16

172:6
message 90:10,10

122:9,11,14 123:7
123:22 124:10,20

messages 152:21,22
153:2,2,5 158:23,23
160:16

met 57:24
metcalfe 146:1
method 50:17

126:14
microprocessor

75:15,21 76:16

108:21 109:17
110:5 111:15,18,24
112:3 114:3 179:10

microwave 166:5,6
mid 137:2 138:4

145:10 154:6 158:1
middle 40:14,14

137:19
miles 147:7
million 122:25
mind 74:14 138:7
minimal 183:25

184:10
minor 138:21

160:16
minute 24:2 168:13
minutes 68:24 80:14

80:16
misreading 87:7

170:4
misremembering

159:13
misrepresentations

132:6
missed 89:2
mistakes 132:8
mobile 74:1
mode 103:17 127:7
model 137:24
modem 155:5

156:13
modification 172:15
modifications 53:3
modified 34:4

165:19
modify 52:15
module 135:13
moment 62:4 73:21

85:11
money 165:2
monitor 86:14 89:24

172:20
monitored 90:4

163:8 171:25

monitoring 1:6 5:18
25:22 41:16 87:9,13
87:14,14 88:1,25
89:4,15,22,22,24
95:11 102:6,9 105:8
105:12 116:6,10
117:6,11,12,15,18
117:22,24 118:1
126:24 159:11
171:16,22 188:3
189:6

monitors 75:23
month 21:4
months 13:16
morgan 150:25
motion 62:25 63:2
motivation 171:21

174:13,13
motor 26:18 49:5

52:3 53:16,21,21,23
mouth 132:12
movable 84:20
move 104:9 137:20
mt 189:1
multimedia 171:17

171:18,19
multiple 67:7 78:19

117:6 162:22
172:23

multipoint 122:17

n

n 5:14,14
name 5:12,15 13:4

22:19 188:3,4 189:6
named 6:25 148:13
names 15:7
national 147:3
natural 180:15
nature 82:5 86:25

105:6,11
ncp 146:11
ne 1:16 2:5
necessarily 58:18

90:23 180:4

necessary 150:1
154:18 159:19

need 20:5 36:23
132:19 133:19
178:22

needed 59:21 84:21
negative 122:13,19

122:20
negotiating 62:22
neither 101:9
network 71:16 72:3

72:12,23,24 73:21
73:23,24 77:19
104:16,24,25
106:11,11,12,14,19
106:21,21 107:9,13
107:15,15 121:15
121:16 122:17,18
122:25 123:5,11,23
124:9,20 125:24
126:1 136:21 137:8
137:8,20,21,23
138:2 144:15 148:1
148:4 149:12,20
151:21 152:2
153:19,20 154:25
155:1 157:9,17
158:3,6,8 167:3
178:7

networking 136:20
137:5 138:3 151:14
155:5 156:6

networks 7:1 77:22
77:24 82:6 104:25
105:19,20,20
122:22 123:10
126:5 138:1 151:10
178:7

never 9:16 82:19
147:24

new 53:10 96:9
189:2

node 146:19
nodes 146:25

[meaning - nodes] Page 18

Veritext Legal Solutions
800-567-8658 973-410-4040 

207 of 223
 
JCMS - EXHIBIT 2005 
CoxCom, LLC v. JCMS



non 125:5
nope 118:4
notarized 189:12
notary 188:21,24
note 189:11
noted 61:9,10
notice 4:3 23:14

24:1,2,6,17 165:10
notification 119:23

121:10,13,16 128:5
notifications 123:6

129:14
notifying 125:17
notion 82:5 101:17

123:9,18
notwithstanding

24:14
novel 143:24
nowadays 180:20
nsfnet 153:22 154:2

157:8
number 19:17 20:1

20:4 25:1,2 27:3,5
31:7,11 44:4 55:10
59:19 73:1,14 80:4
108:8 120:11
134:22 159:7,11
160:4 161:6 189:7
189:11

numbers 15:7 16:5
19:25 26:22 27:4
56:10,12,13 73:8
76:10,19

numerous 142:22

o

o 70:18 71:5
o.c.g.a. 185:2 187:14
object 17:18,22 37:2

113:18 120:18
121:12 136:24
140:15

objecting 20:6 37:1
objection 8:8 17:23

18:5,11 19:13,22

21:12,16 22:12
24:24 26:12 27:10
27:15 28:21 29:3,11
29:20 30:14,22
34:20 35:1,10,17,25
36:22 37:12,17 38:8
38:18 39:8,15 40:9
40:20 41:8,19,24
42:15,23 43:6 45:2
46:17,23 47:4,14,25
48:10,19 49:3,9,12
49:21 50:7 51:6,12
51:18 52:4,8,16
53:14 57:16,20 58:1
60:1,17,20 61:22
62:10,17 64:12 65:1
65:8,16,22 66:3,25
67:3,18,23 68:16
69:19 70:7 72:20
74:17 75:8 78:10
83:24 85:4 87:11
89:6,17 90:21 92:21
92:24 93:11,22
95:18 97:12 98:24
99:7,24 101:8 102:2
102:18 103:2,11,14
103:22 104:5,8,21
106:9 107:17
110:14,24 111:12
112:1 114:10 115:4
115:6,17 116:8,17
117:19,23 119:5,11
120:9 121:5 126:22
127:18 128:6,9
129:1,7 130:18,21
131:4,15 132:2,22
133:4,11 135:18,24
138:19 139:3 140:2
140:24 143:3,15,25
145:14,22 156:18
158:17 159:5
161:14 162:15
166:24 169:15
170:5,20 172:5
173:19 174:10

175:4,15 177:15,20
180:1,25 181:18
183:12

objections 20:4
obscure 22:19 117:2
observable 175:1
obtain 83:14
obtaining 169:10

171:11
obvious 77:2 118:19

130:2,16 131:2,13
131:18 134:23
144:5

obviously 28:18
52:19 139:12

occasion 23:4
occasionally 8:2,3
occasions 18:20
occupy 78:16
occur 124:16
occurred 146:5
occurrence 41:13

42:4 130:5
occurs 46:5
offer 62:19 133:6

134:19
offered 62:21,24,25

63:5,18 65:3,24
67:6 133:5,12
147:13

offering 133:8
office 1:1 13:7 26:11

26:13,16 30:7,21
31:5 32:10,18,24
34:15,18 35:9,13,16
35:20 36:6 40:8,16
40:22 41:3,18 42:14
42:18 43:2 44:15,25
45:4,16,24 46:4,19
47:11,12,22,23
48:25 49:5,13,16,19
49:23 72:5 159:10

oh 17:21 18:23 22:3
31:21 44:5,11 50:15
73:6 85:18 93:15

94:4 116:22 146:25
160:12 161:13
168:20 169:6,6
171:7 173:8

oil 140:14 142:20
173:8,8

okay 5:21,25 7:6,16
7:18,22 8:1,10 9:1,4
9:4,19 10:14,25
11:1 13:14 14:18
15:16 16:3,7,10,14
17:1,17 19:8,21
20:6,8,15 21:3,6
22:17 24:5,20 25:7
25:24 26:3,8 27:8
28:24 29:6,9,18
30:17,25 37:13 38:4
39:18,24 40:12 41:1
43:9,17 44:11 50:3
54:19,22,23 55:14
55:17,21 56:9 57:13
60:12 62:4,5 64:10
64:16 66:17,21
68:20,22,24 69:7
70:3,15 73:11 74:16
74:23 76:12 78:1,7
78:23 79:8,15 81:6
81:16 84:5,11 85:10
85:18 87:16 88:16
89:14 92:18 94:24
96:22 97:16,19 98:7
103:19 105:22
107:1,11,23 108:5
108:11,12 109:13
110:10,19 111:20
112:5,12,19 113:1
113:15 114:7,16
115:25 116:23,24
117:21 119:13,16
120:15 124:23,25
125:21 127:1,4
128:2 129:20 130:9
132:24 133:1,2,25
134:21 136:5 142:4
145:8,12 160:22

[non - okay] Page 19

Veritext Legal Solutions
800-567-8658 973-410-4040 

208 of 223
 
JCMS - EXHIBIT 2005 
CoxCom, LLC v. JCMS



161:7 162:17,21,24
166:13 167:6,24
168:9,15,25 169:11
170:15 171:4,9
175:7,21 176:7,25
179:18 181:25
184:20

once 80:5 159:21
163:7

one's 25:12 182:7
ones 12:19 21:10

59:23 149:24
online 42:19
open 137:16 154:11

158:18 169:17
175:5

opened 154:3 156:7
operate 103:15,16

103:18
operates 28:10 93:8
operating 33:18

89:12 91:24 93:4
94:20 95:15 96:8
148:18 168:17

operation 85:24
86:8,11 93:14,16
105:18 107:10
127:9

operational 86:25
90:9,14,24 92:8,9
92:25 93:2 95:19
105:17 173:13

operations 86:22
101:20

operator 41:14 42:5
44:19 45:8 95:3
153:2 158:9 163:14
163:15

operators 73:25
160:8 163:18

opined 160:24
opinion 40:10 41:5

41:9 48:21 51:13
89:16 92:18 98:14
133:3,8,9 134:3,6,8

134:14,19 143:24
opinions 22:20
opposed 89:3 92:12
option 138:15

152:12
optional 72:12

179:3
options 157:10
order 11:19 50:24

57:24 85:9 91:18
110:1 152:24 170:3
171:5,6,6

ordinary 51:10,20
52:11,13 53:12,25
58:8,17,21,23,24,25
59:20 66:24 67:15
67:15,21 68:1,8,8
68:13,14 69:18 70:4
70:4 79:5 85:20
118:19 130:2,15
131:1,12,19,21
170:13 182:23

organization 137:18
oriented 137:21

153:2 154:25
original 4:20,21

144:14 153:18
155:23

originally 21:24
22:14

originated 100:21
originating 101:5
ornamentation

141:17
output 33:2
outside 31:11
oven 79:18,19,20,23

79:24 80:1 87:3
ovens 71:20
overall 100:14
overloaded 178:11
override 106:25
overseeing 87:18
overview 72:22

73:12 166:14

owner 1:8 2:10 22:5
22:11 24:8 26:10
61:23 159:8 161:16

owner's 4:2 15:19
16:18 23:16 25:8
47:10,21 54:8 63:21
70:19 135:2

owners 22:6 159:12
161:9

p

p.m. 184:25
packet 122:2,6

147:18,21,25 148:6
packets 147:15,21
page 3:3 4:2 24:6,16

26:1,23,25 27:6
28:14 29:25 37:24
38:1,21 40:13 43:9
43:13,20 44:1,2,4,6
44:7,9,10,12 49:25
50:5,12 56:2,2,4,10
63:19 64:5 66:13,13
67:9 68:6 73:4,5,7
75:11 76:7,9 81:1
108:7,11 113:3
118:16 133:13
158:11 164:6
171:20 188:5
189:11

pages 27:4 138:23
186:8

paging 134:18
paid 9:19 72:14
palm 107:3,15
paragraph 38:22

40:14 43:10,13
45:22 46:6,7,9,22
46:24 47:3 50:8,9
50:10,13,16 60:8
64:18 74:20 75:10
76:10 80:23 81:3
85:13,16 87:23
88:21 96:20,24
98:12 102:4 105:7

108:15 117:10
118:17 120:7,10,16
120:19 126:21
127:21,25 128:8
129:5,8,14 133:14
160:5,20 167:14,16
170:18,21 171:3,4
176:9,11 183:20

paragraphs 50:11
126:9,11

parameter 90:5
parameters 86:20

87:2 88:21 90:14
93:4,5 95:20,22,25
95:25 105:17
117:12

parcel 63:8,9,11
pardon 153:7
parenthetical 75:18
part 38:3 60:7 74:10

74:11 75:16,22 93:6
93:25 98:20 111:10
123:17,17,18
128:19 136:3 157:1
158:20

partes 4:6,12,17
10:7,15 15:23 16:23
19:2

particular 58:22
70:2 80:25 85:7,9
87:5,15 91:10 96:18
101:16 126:11
146:11 149:9 153:3
158:24 172:9 173:2

particularly 30:2
parties 186:10,10

187:7,19
parts 28:8 94:15
party 19:18 187:7

187:16,19
pass 100:8
passage 88:18 89:1

89:1 91:12 98:20
99:18,20,22,22,25
101:7,10,17 102:23

[okay - passage] Page 20

Veritext Legal Solutions
800-567-8658 973-410-4040 

209 of 223
 
JCMS - EXHIBIT 2005 
CoxCom, LLC v. JCMS



103:1,20 104:2
passages 129:4
passed 100:22
passively 89:23
passwords 150:12

150:15
patch 148:17
patches 96:10
patent 1:1,2,5,8 2:10

4:2,6,9,10,14,15,17
6:11 11:3,3 15:19
15:24 16:15,18,23
19:3 22:5,11,14,14
22:15,16 23:16 24:8
25:1,8,18,20,20
33:24,25 34:4,6,24
35:2,3,4,5 37:5 38:6
38:17,24 39:6,10,20
50:5 54:8,11 55:1
56:5 60:11,15 61:16
61:23 62:1,3,9,22
62:23 63:12,21 64:7
64:9,9,20 65:14,21
65:21 66:5,10,12,19
69:14 70:19 76:8,10
76:13 82:2,17 84:2
84:6 88:23 91:21
92:14,15,15 95:4
97:2,9,24 109:5
111:14 113:21,22
119:14 120:17
121:4 129:10 135:2
135:10,11 136:1
140:4,9 141:3,16
143:2,11,14,22
144:2 163:2 165:21
167:11,21 177:10
182:13

patent's 22:5 97:3
patentability 143:7

143:9,13,20,23
patentable 143:1
patentee 61:10 62:6
patents 7:10,20 10:3

12:18 16:4 17:3

21:18,23,24 56:9
65:25 136:16 137:4
139:22

path 152:13
pathway 28:16

31:15 32:8,11,15
36:5 77:15

pathways 31:12,13
32:5

pattern 82:10,10,20
pause 142:15
paused 142:13
pausing 130:10
pc 49:2
peachtree 1:16 2:5
peak 128:22
peek 162:11
penalty 189:13
pending 104:3

133:17,22,25
people 21:25 52:6

77:4 137:13 144:9
144:11 146:24
151:16 153:9,11
154:19 155:22
156:3,4 159:9,10,17
159:21 162:2
163:10 164:8 165:1
177:12,18 178:3

perceive 173:21,22
percent 159:23
perfect 82:19
perform 72:9 85:9

138:15 139:19
159:18 160:8

performed 41:17
54:5 89:23 95:2
138:16 163:9,14
180:9,10

performs 42:25 43:2
period 166:6
perjury 189:13
permit 71:19
persist 145:17

person 51:10,19
52:10,13 53:3,20,25
58:15,20,24 59:1
68:8,13 70:4 72:13
77:16,17 85:20
130:2 131:19,21
138:3 164:18
170:13

personal 28:17 29:1
29:5,9,14 30:12,19
31:6,10,13,14,16,16
31:23 32:2 33:5
34:25 35:12,15,18
36:13 44:21 45:10
45:17,18,19,25
48:12 77:21,22,24
96:11 154:19
155:18,18

personally 145:9
personnel 72:8

160:7,10,14 163:3
163:17,18,22
165:10,22 166:17
171:23 174:16,19
177:12

perspective 181:14
persuaded 108:16

109:16 113:3
118:21 119:2

pertinence 101:16
petition 4:6,17

15:23 16:22 19:1
37:4,7,20 38:3 59:7
59:11 60:5,10,23
63:3,4

petitioner 1:4 2:3
19:18 26:23 44:2,5
118:21

petitioners 20:1
phase 22:2
phases 21:22
phone 152:4 153:9

153:11
phosita 51:16

phrase 47:1 58:10
58:12,13 78:24

phrases 78:25
physical 74:25

150:2
physically 28:5
pictures 161:18

176:24 181:6
piece 165:8
pieces 70:16 142:23
pile 15:13
pin 170:25
place 27:20 28:6

48:8 49:1 86:14
90:11 91:5,8,18
101:14 127:11
165:3 166:10

placed 74:13
places 136:7
plain 58:8,17,21,23

58:25 59:20 66:23
67:15,21,25 68:7,13
69:18 70:4 79:4
150:13 182:23

plan 154:7
play 178:4
plc 2:11
pleasant 189:1
please 5:13 43:11,16

189:10,10
plentiful 156:3
plenty 178:1
plug 180:15
plugged 107:16
point 20:13 38:14

61:20 73:10,22 80:5
122:17 126:20
142:11 160:16
181:15 183:24,24
184:9,10

pointed 28:14 112:7
pointing 95:17

163:4
points 31:23 151:21

[passage - points] Page 21

Veritext Legal Solutions
800-567-8658 973-410-4040 

210 of 223
 
JCMS - EXHIBIT 2005 
CoxCom, LLC v. JCMS



policy 153:24
154:11,14

politics 137:9
poor 82:4 170:1
popcorn 166:4,7
popular 153:14
popularity 155:21
portable 164:14,15

164:16
portion 61:8,8 63:13

81:21 83:22 84:16
86:13 97:8 128:24
136:3 144:5 165:12
167:12

portions 78:12,15
163:1

portray 82:14
position 33:1 59:7

83:20 102:15 129:5
130:25 131:11,16
137:11 150:22

positioning 31:17
43:18

positive 122:20
147:19

possible 43:23 77:21
77:23 151:20
182:23

potential 124:10
power 127:12

128:22 142:21
powerful 149:24
practitioner 144:21
preamble 56:23

57:4,13,23
precede 163:2
precedes 165:12
preceding 41:23

46:15 90:13
preclude 140:17,21
precludes 65:4
predicted 146:1
preexisting 164:6
preferable 158:25

preferably 77:1
110:3,9

preferred 137:10,12
preliminary 119:1
premise 67:6
premises 26:5 34:7

34:18 35:9 37:15
49:7,13,17,20,24
50:6 51:11,17 52:2
52:3,5,15 61:3,4,6
61:25 62:7,21 63:6
63:8,18 64:6 65:13
65:20,24 66:5,11,14
67:9,20 68:7 69:22
78:4,8,11,20,22
81:10,17,20 82:2,5
83:21,23 84:1,14,16
113:24 114:5,12
115:3,15,22,22,24
116:1,2,6,22,24
117:3,4,4,4,5
168:10,14,17,22
169:4,10 171:22

preparation 14:5
prepare 11:15
prepared 12:9 104:9
preparing 11:13,17

12:5,13 54:21
159:22

presence 173:9
present 2:16 50:17

50:20 113:4 126:10
presentation 153:3
pressed 28:9
presumably 29:10

125:16 166:2
presumed 169:3
pretend 132:19
pretty 150:14

157:22 180:6
prevailing 118:22
prevented 146:19
previous 9:11 10:5

13:13,14 21:1 75:11
76:22 88:20 99:1,2

137:25 163:19
previously 20:20

24:21 103:12
price 150:4
primarily 26:17

27:17 159:25
primary 103:17

114:20 138:22
157:23 162:24

principles 128:19
139:16 169:19,23

prior 13:16 38:15
39:5,9,12,21 41:12
60:7 63:10 85:20
107:19 130:3 136:1
144:1

priority 38:7,10,12
38:17 39:1 40:3
130:3

private 157:2,9
probably 8:18 11:22

54:4 151:17,17
169:25

problem 150:19,20
178:12

procedure 185:2
proceeding 55:2,4

55:16,17,22 96:24
104:14 108:7 119:4
123:16

proceedings 10:2
69:2 107:25 164:11
167:9 184:22

process 7:23 14:5
18:18 28:2,9 34:3
137:17 146:21
147:15

processed 184:2,12
processes 75:23

142:20
processing 30:3

31:3,25 32:17,22
42:20

processor 27:24
146:15

product 51:24 151:7
production 189:22
profile 165:18,23,25

166:3,8
profiles 87:3,4

165:14,17,19
program 103:16
programmable

140:5
programmed 90:14

91:1
programming 158:3
prohibited 187:13
prohibits 8:19
prominent 145:25
promoted 152:4
prone 172:24
pronounce 71:3
pronouns 19:24
pronunciation 71:2
propagate 82:24
propagates 82:9
propagation 82:11

82:20 183:25
184:11

proper 59:8
properties 53:1
property 10:13
proposals 148:11
proposed 61:10

118:18 137:19
prosecution 61:11

61:14,15 62:3,7
63:19 64:25 65:21
66:4

protocol 136:21
137:7 144:15 152:2

protocols 121:15
145:10 149:15

provide 13:19 14:2
16:11 17:5 41:15
44:18 45:7 50:24
51:1 52:15 56:10
58:3 62:6 66:22
119:25 171:5

[policy - provide] Page 22

Veritext Legal Solutions
800-567-8658 973-410-4040 

211 of 223
 
JCMS - EXHIBIT 2005 
CoxCom, LLC v. JCMS



187:12,16
provided 13:19 14:1

16:15 19:12 33:22
55:6 64:24 65:7,20
66:2,22 68:12 69:5
85:22 95:24 99:4
102:14 110:3,9
123:15 146:10
164:3

provides 72:11
117:13 140:10

providing 30:11
41:16 65:15 66:21
69:5

proximity 83:4,8
ptab 60:15,25 61:7

62:12,25 63:2,4
66:16 69:23 78:21
118:7 126:20

pto 59:13
public 137:8 138:10

146:9 150:10 154:3
154:12 156:8 157:1
188:24

publicly 155:17
pump 33:7 52:20
pun 153:8
punch 166:8
purpose 85:9 153:19

171:18 183:6
purposes 10:14

113:24 117:7
171:22

pursuant 5:3 185:1
187:3

put 96:7 131:18
148:11 155:8

puts 86:14 105:14
165:9

q

quasi 22:22 23:1,5
queries 123:18
query 123:20 124:8

125:6,8,9,10 129:22

querying 124:2
question 11:14

12:25 13:25 18:6,13
18:15 37:8 41:25
42:17 47:16,20 52:1
59:14 62:13 65:11
65:11 74:18 75:10
78:23 80:10,24
93:18 96:23 98:14
99:11 103:20 104:3
106:6 110:16
111:20,23 113:22
118:3 124:19 130:9
131:9,18 132:15
133:16,21,25 134:5
134:11 135:19
138:11 139:6,9
153:1 157:11
158:19 160:21
161:22 170:1 171:7
171:10 175:6
181:19

question's 14:21
questions 7:15,23

8:15 18:19 36:24
87:6,24 132:22
170:16 186:7

quite 137:4

r

r 6:20,20,20 70:18
71:5 186:1

radical 149:4
radically 149:3
radio 82:12 84:3
raise 70:1
ram 33:8
ramp 148:24
ran 158:9
range 50:22 139:18

140:18
rapidly 146:2
rate 9:23 10:4

122:23,23 123:1
148:24 149:3,4

184:2,13
rates 187:18
raymond 2:16
reaches 80:5
reaching 79:5
read 13:22,23 33:12

33:14 41:20,22 42:1
42:3 43:10,11,15,22
47:17,18 48:3 51:3
59:12 64:21 76:11
85:19 91:21 108:9
110:7 111:8 113:13
113:14 117:15
119:15,16 126:6
127:15 128:16,24
131:5,7 142:24
184:4,6

reading 25:25 44:23
78:19 81:18 92:14
98:8 118:11,15
130:10 143:9
160:20 170:1,17
179:21 189:16

reads 24:6 40:13,15
64:18 85:19 110:2
127:5 142:19

ready 96:4
real 125:18 180:12
reality 82:19 102:25
really 27:16 36:1

54:3 58:4 96:6
105:7 117:25 123:5
129:25 132:22
143:5,5 149:10
155:12 161:13
164:24 169:22

realtime 120:21
128:22 129:15
171:15 183:9,11,13
183:19,22,23 184:8

reason 29:12 77:16
120:15 141:2
151:23 171:21
174:20 175:14
184:15 188:5

189:12
reasonable 58:11,15

58:20 59:9 68:2
73:12 118:22 150:3
182:24

reasons 77:2 157:1
178:1

reboot 96:9 148:4
recall 22:13 26:17

51:23,25 59:10
73:20 133:8 134:12
134:13 160:4 161:8

receipt 98:15,18
104:18 106:1
189:15

receive 17:9 129:24
147:18

received 85:23
86:17 122:4,4,9,11
122:14 123:7,7
124:10

receiver 31:20 33:1
33:2,9 76:17 77:8
77:13 110:4,23
111:1,5,22,23 122:2
122:3,7 123:6

receivers 76:21,23
83:15 110:11

receives 111:23
123:8

receiving 98:15
103:1 113:5 146:20

reception 122:8
recitation 163:2
recognize 16:1

70:23
recollection 62:16

66:9 76:4 161:5
record 5:13 13:23

19:23 23:11 43:10
43:15,22 47:18
113:4 131:7 162:16
162:17 177:22
184:6

[provide - record] Page 23

Veritext Legal Solutions
800-567-8658 973-410-4040 

212 of 223
 
JCMS - EXHIBIT 2005 
CoxCom, LLC v. JCMS



recorded 117:15
181:23 184:3,14

recording 169:4,6,9
169:14 171:12
176:2,22,23 181:21
182:1,5,8,10,11,13
182:16,17,22,24
183:2,3,4

records 11:23
recovery 50:19,19
reduce 149:3
reduced 186:7
reduction 149:4
redundancy 178:2

181:10,12,17
redundancy's

181:12
redundant 176:4
reenabling 79:1

115:21
refer 5:21 16:4,7

46:14 55:15 61:7
127:22

reference 46:15
70:17,24 71:13
95:14 102:14
120:23,24 127:2
129:11,11,12
134:24 135:6,9
138:4 161:1,9 171:2
189:7

referenced 42:9
90:18 163:19
166:20

references 126:3,4
129:9 136:6 139:1,4
162:25

referral 187:7,17
referred 42:21,25

57:4 77:5
referring 70:12

95:13 96:17 162:12
163:1 164:13

refers 46:13 57:7
116:13 120:19,20

129:15 152:13
161:5

refining 142:20
reflect 82:22
refreshes 134:16
regarding 8:20

83:18 103:20
117:13 120:1
145:13 164:4

regardless 34:10
region 83:16
regular 53:17

186:10
regulations 5:4

187:3
relate 11:2 26:19
related 25:21
relates 72:19 101:11

120:12
relating 87:9 108:17
relationship 111:2,4

111:14
relative 7:21 76:6

89:12
relevance 18:16
relevant 21:9 40:2

69:21
reliability 181:13
reliable 174:8,12
relied 54:21 65:6,14

70:17
relies 171:4
rely 36:18,19 170:11

171:13
relying 70:24 88:17

89:3 92:11 123:14
127:17

remember 9:23 18:2
22:19 132:20
160:20

remind 7:12
remote 26:9,10 48:8

49:1,2 50:23 51:2
68:5 69:22 74:25
81:10,12,20 87:17

120:22 129:16
168:21,23 179:12
179:14

render 130:16
rendered 131:18
rendering 134:13
renders 131:2,13
rental 159:4
repair 72:7,13,13

86:15 92:3 163:7,9
163:9 164:13,18
177:12,18

repairs 174:14
178:24

repeat 47:15 121:17
121:20,21,25 123:3

repetition 127:1
rephrase 65:11
replace 96:8
replacing 53:9
report 21:1 90:15

91:2,5 150:25,25
170:11,22 171:2
173:12

report's 170:14
reporter 5:3 13:24

47:19 131:8 184:7
187:1,4,6,6,11,17

reporter's 7:14
187:6

reporting 5:5 27:21
187:3,5,12,16,17

reports 19:12 35:19
35:23,24 90:11

represent 32:14
112:21 186:8

representative
187:11

representing 5:17
request 19:16 86:23

86:24 88:13 89:24
90:12 94:7,9 100:3
100:20 101:20
102:11 121:17,20
121:21,25 123:3

124:13 125:2,13,14
126:19 160:14

requested 59:16
100:18

requesting 126:14
126:25

require 142:21
required 18:22

24:17 57:24 83:14
188:21

requirements
158:21

requires 81:9,9
109:6 119:21

rereading 12:10
research 153:19,23

155:13
resend 147:21
resent 147:23
reserved 185:4
reset 91:4
resident 101:18
resiliency 145:24

178:8
resolution 181:6
resolve 147:24

148:2,12 149:5
resources 144:16

150:3 151:18,19
respect 6:11 7:10

9:2 11:5,25 12:18
12:19 13:18,25
14:10 15:3,11,21
16:10,15 17:3,5,10
17:24 18:1,3 19:8
19:10 20:2 23:8,13
24:20 25:10 26:8
27:8 28:12,24 29:16
29:18 34:11 35:15
36:16 38:4,6 40:4
54:11 55:21 56:21
57:13 58:7 62:2
63:17 64:5 68:4,11
69:13 70:5 75:4
76:12 78:7,24 79:15

[recorded - respect] Page 24

Veritext Legal Solutions
800-567-8658 973-410-4040 

213 of 223
 
JCMS - EXHIBIT 2005 
CoxCom, LLC v. JCMS



83:18 84:24 85:12
87:16 90:17 91:10
91:12 96:22 108:5
113:1 115:13 116:5
118:6 120:4 121:1
125:21 130:24
131:9 142:17 145:4
146:22 176:1

respectively 17:3
responded 101:1
responds 75:24
response 10:24

47:10,21 50:25 63:3
90:2,12,13 96:5
100:25 101:2
122:13,19,20,21
123:19 124:2,11,14
124:14,23,24 125:1
125:5,5,12,13
147:17 148:25
149:14

responsibility 69:12
rest 170:22
restaurants 74:9

75:1 174:4,5
restored 178:16,21
result 39:19 117:12

186:11
retain 178:15
retained 6:1,4,9

12:17,23 13:3,11,15
13:17 20:19

retransmit 148:6
returned 189:15
reversed 168:6
review 4:6,12,17

10:8 15:24 16:23
19:2,5 33:18 36:19
48:6 118:8 133:13
189:11

reviewed 118:18
rf 108:22 109:18

110:4,4,9 111:22,22
111:23,25 112:4,9
112:16 114:3

rfc 144:10
richard 1:13 3:2 4:4

4:5,16 5:1,8,14
15:22 16:22 23:15
24:7,10,12 188:4,20
189:8

right 5:23 12:15
18:17 21:3 31:4
36:10 44:10 56:18
68:6 75:2 81:24
82:8 87:19 93:25
94:14 96:13,15
97:17 101:7 102:1
107:5,18,18 112:11
126:12 132:18
133:20,25 136:13
139:15 141:21
154:23 155:2 159:6
160:25 162:4,6,7,9
167:6,10,15 168:3
168:19,19 169:25
176:9 178:8 180:7

rights 10:13
rigs 140:14
ritcheson 2:11 3:3

5:11,16 8:8,10,17
8:24 9:2 12:25 13:8
14:8,14,19,22 15:9
15:11,15,17,21
16:20 17:22,24 18:7
18:12 19:21 20:2,8
20:11,12 21:13,19
22:17 23:11,18 25:5
25:10,24 26:15
27:13 28:12,24 29:6
29:15,24 30:17
33:12 34:23 35:5,14
35:21 36:15,25 37:6
37:9,13,23 38:9,25
39:13,18 40:12 41:1
41:11,20 42:1,16
43:4,7 44:8,22
46:11,22 47:1,9,17
48:5,14,23 49:7,10
49:14,25 50:9 51:9

51:15,21 52:7,10
53:12 54:10 55:8,11
55:14 57:18,22 58:2
60:3,18 61:9 62:2
62:14,19 63:25
64:16 65:5,12,19
66:1,7 67:1,8,22
68:4,24 69:3,11,13
70:3,11,18,21 71:5
71:10 73:3 74:18
76:3 78:14 84:5
85:10 87:16 89:14
89:20 91:9 92:22
93:9,15 94:2 95:23
97:13 99:3,10 101:6
101:22 102:7,19
103:9,12,19,25
104:6,10 105:3
106:7,13 107:21
108:1 110:17 111:9
111:20 112:5
113:19 114:13
115:5,9,25 116:11
116:20 117:21
118:2,4,5 119:9,13
120:12 121:1,7,19
127:4,20 128:7,11
129:3,20 130:20,22
131:25 132:3,7,10
132:17,24 133:2,7
133:15,16,21,24
134:2,7,17 135:4,22
136:5 138:11,25
139:5 140:11,20
141:21 142:5,8,13
143:12,17 144:24
145:18 150:24
156:21 159:2,6
161:15 162:9,17,20
163:4 165:6 167:6
167:10 169:25
170:10,24 172:17
174:1,20 175:7,18
177:16,23 180:2
181:3,8,25 183:15

184:4,15,17,23
189:25

robbed 177:8
robust 141:11
role 139:19
roles 168:5
rolled 146:9
rom 33:8
room 61:8 63:14

83:5,6,7,22,22
84:17

ross 148:12
roughly 7:18 11:12

11:19
routers 146:15
rpr 1:18 186:16

187:23
rule 8:21,24 185:1
ruled 59:19
rules 5:4 10:23

185:2 187:3
run 154:4 157:9
runs 166:5

s

s 188:5
sake 7:13 139:24
sale 73:22
saw 120:5 165:11
saying 81:19 90:1

101:13 103:24
122:3 123:24
124:11 125:14,19

says 24:2,7,11 26:23
26:24 34:14 41:12
44:2 71:15 86:12
87:24 92:15 94:2,25
99:23 100:6 104:2
104:15 106:15
108:20 109:16
113:3 116:5 118:12
118:17 119:19
122:9,13 123:12
124:14 132:3
136:11,20 138:4

[respect - says] Page 25

Veritext Legal Solutions
800-567-8658 973-410-4040 

214 of 223
 
JCMS - EXHIBIT 2005 
CoxCom, LLC v. JCMS



160:13 163:11
173:1 176:17

scenario 122:16
149:5,9 179:4 181:8

scientists 149:25
151:13

scott 24:3
screens 152:25

158:9,11
search 161:2,10,11
searched 121:11
secloud 138:1,1
second 24:16 32:24

40:14 46:7,8 50:9
50:15 57:11 63:7
64:17 73:23 75:6,19
81:7,9 85:14,22
91:4 97:16,18
108:14 110:1
115:10 147:11

seconds 91:2,5
section 60:5,9,23

90:19 127:5,17,20
162:12,22

sections 128:2
secure 149:19 150:1

151:3,4 154:12
security 26:16 30:6

30:20 31:5 32:9,17
32:24 34:15,17 35:9
35:12,16,19 36:6
40:8,16,22 41:3,18
42:14,18 43:2 44:15
44:25 45:4,8,16,16
45:24 46:4,19 47:11
47:12,22,23 48:25
49:5,23 50:21
145:13,16 149:17
149:18 150:6,17,18
150:23 156:19
157:1 177:6

see 18:16 26:22 27:1
29:12,25 30:4,8,25
45:3 56:18 57:1,2
59:11 66:12,13

67:10 78:5 79:1
81:14,24 85:25
88:11 92:2 95:7
108:18,23 109:20
109:24 113:8 116:7
116:11 134:15
151:25 162:11,13
167:21 168:17
171:24 173:7,10,18
175:9,9,11 182:20
182:21 184:18

seeing 73:9 160:9
seen 16:24 23:18

24:4 25:11 54:13
sees 138:3
selected 80:3
self 146:22
send 47:12,24 90:10

177:12
sending 123:18

128:4 177:10
sends 122:1,3

123:21 150:15
sense 46:14 52:6

117:16 156:23
172:14,16

sensed 80:2
senses 172:12
sensing 27:19,20

128:13 130:6
172:12

sensor 79:25 169:5
169:22 172:10,10
172:11,11 173:1,5
173:11

sensors 71:17
135:12 172:23,24
175:13

sent 177:19
sentence 40:25

41:12,23 45:21
64:17 81:11 96:23
102:4,20 104:12,20
104:23 105:5 117:2
128:19,24 130:1

142:18
sentences 80:25

81:8 84:22 105:10
separate 28:4 74:8

74:25
separately 67:2
series 53:3 82:14
server 26:19 28:17

29:18 32:7,22 41:3
42:13,18,19,22,25
42:25 43:3 49:18
135:15 136:3,8

serves 83:10
service 30:2 31:3,24

32:16,21 42:19
44:17 45:5 74:1,2
94:22 139:13
159:18,20,22 160:7
160:13,14 163:3,17
163:18 164:23
166:17 178:21

services 9:20 139:25
156:4,7 187:5,12,16

set 32:4 53:10 79:23
80:5 90:4 110:11

shares 53:21
sheet 188:1 189:11

189:12,13
shortage 159:17
showed 59:17
shown 189:13
shows 26:20
shut 132:12
sic 130:16
side 83:3,7 97:13,14
signal 82:8,22,22,23

85:3,6,7,23 109:10
115:2,15,19 119:23
119:25 128:5 130:4

signals 30:20 47:13
47:24 75:24 82:24

signature 185:3
186:15 187:22
189:12

significance 110:21
138:22

signing 189:12,16
similar 30:1 84:8

136:22 147:1
149:16 168:3
175:23 176:5,6

simply 12:10 119:1
141:18 157:8
159:22

sincerely 189:20
single 51:25 78:20

118:1
sir 54:25 63:15

189:9
site 30:3 31:4,25

32:17 42:20 164:13
178:3

sites 146:16 147:9
situated 68:18 78:18
situation 50:25

147:8,24 148:3
170:7

situations 178:9
six 91:4
skill 51:10,20 52:11

52:13 53:13,25
58:24 67:16 68:8,14
70:5 85:20 118:20
130:2,15 131:1,12
131:19,21 170:13

skimmed 33:15
skip 75:18
slamming 147:25
slow 147:9 148:23
small 104:12
smart 71:16 172:17
software 91:25 92:2

92:5,8,9 93:1,2,13
93:13,16,20,24
94:21 95:15,20 96:3
96:8 103:7 105:14
148:17

sold 22:16

[says - sold] Page 26

Veritext Legal Solutions
800-567-8658 973-410-4040 

215 of 223
 
JCMS - EXHIBIT 2005 
CoxCom, LLC v. JCMS



solely 25:21 36:18
170:11

solutions 187:11,12
187:13,16,18 188:1
189:1

solve 150:18
somebody 13:7

103:10
somewhat 82:3
soon 152:11
sophisticated

142:19
sorry 13:1 15:12

20:17 35:6,21 43:19
44:1 50:15 73:3
84:9 85:10,17 91:15
108:8 124:6 125:3
130:20 131:6
170:15 171:8 182:7

sort 14:6 47:6 52:22
63:16 65:10 72:22
74:13 77:4 81:25
82:4,17 102:10
148:9 155:8 158:18
165:2 173:6,13,17
177:4 178:12
180:14,15

sorts 157:10
sound 6:18 176:8
source 25:3 156:5

187:7
sources 82:21
spans 129:14
speak 8:4,11 69:4

108:2 153:6
speaking 8:19 19:22

71:11 135:8
spec 44:13
special 33:1 69:17

182:18,19,20
specialized 73:24
specific 28:13 61:2

66:2 75:17 98:14
120:23,23 129:9
140:12,22 141:8

150:19 152:23,24
159:20 161:1 171:1

specifically 47:7
139:13 160:21

specification 48:18
48:20,24 74:12

spectra 173:24
speed 155:6 184:1

184:12
spell 5:12
spend 11:12,17 12:4

12:12
spent 11:24 12:14

37:21
spoke 9:4
sponsored 137:17
spotty 157:22
square 106:3,8
stages 61:25 65:4
stand 8:22 55:8
standard 59:8 137:7

144:13
standards 137:17,18
standpoint 143:6
stanley 150:25
start 7:15 54:3,24

69:14 70:15 128:7
148:23

started 53:2 73:8
148:21 155:16

starting 108:14
starts 53:15
state 5:12 26:3 72:8

80:19,20,21 90:2,11
90:19,24 91:13 92:3
96:7 103:5 127:13
148:5,23 186:3

stated 102:22 130:7
144:25 186:7

statement 38:20
64:13,14,18,19
88:23 89:15 98:12
99:5 101:23 104:11

statements 132:23

states 1:1 4:10 8:21
79:21 187:4

stating 187:5
station 71:25,25

72:1 73:16 75:19,20
77:8 81:12 82:7,9
83:2,3,4,5,6,9 84:4
85:14,22 88:9,10
89:7,10 90:20 91:14
91:16 93:21 94:4,6
94:7 97:4,10,15
98:2 100:1,5,9,12
100:17,22,23,24
101:2 103:4,7
110:12 111:22
112:8,10,16 127:11
161:24 171:16,25
179:2,9,11,25
180:13

stations 72:2,4
73:19 75:25 83:13
105:15 152:23

status 35:19,23,24
71:18 72:5 77:18
86:23 101:1,20
102:11 123:19,20
124:2,13,23 125:7,8
125:9,11 126:14,19
126:24,24 129:22
129:23,24

stay 162:17
steven 2:11 5:15

189:25
stockton 2:4 6:8
stolen 53:19
stop 20:5 36:25

132:19,24 142:8
stopped 146:24

147:4
storage 135:13

155:25 176:12,23
177:5,17 179:6
180:14,16,22
181:22 182:2,25
183:1,3,4,6,7,7,8

store 180:19,20
stored 179:2,25

180:22
storing 179:9,9,23

181:23
straightforward

53:24 141:18
176:19

stray 32:10
street 1:16 2:5
stricken 22:21
strictly 157:17
strike 15:5 17:25

28:25 84:25 91:11
strikes 144:4
structure 49:15 63:9

63:14 83:17 123:4
141:5

student 144:20
studied 33:16 38:5
stuff 8:16 158:13
subject 51:22

106:25 131:22
submit 21:19
submitted 11:6 15:4

17:2,15 19:2,6
24:22

subscribed 188:21
subscribers 164:22

164:25
subsequently 13:11

124:3
substitute 169:21
subtle 90:25
success 118:13
successful 92:5

149:1
sufficient 130:16
suggest 81:16

140:21 159:21
suggested 145:20
suggesting 102:21

102:22
suggests 165:21

[solely - suggests] Page 27

Veritext Legal Solutions
800-567-8658 973-410-4040 

216 of 223
 
JCMS - EXHIBIT 2005 
CoxCom, LLC v. JCMS



suite 1:16 2:5 189:1
supply 92:9
support 4:5,16

15:23 16:22 54:6
102:14 108:25
123:14 129:4

supported 151:11
supporting 95:17
supports 102:23

107:9,13 113:4
suppose 48:1,1
supposed 32:13
sure 7:14 14:20 15:1

26:14 27:16 30:15
65:23 66:17 68:25
92:2 94:11,17 96:13
103:23 107:18
110:17 162:20
168:12

surprise 20:14
suspended 184:24
suspender 170:7
switch 52:19
switches 148:18
sworn 5:8 188:21
swritcheson 2:13
synonym 68:19

141:5
synonyms 29:14
syntax 152:23 153:1

153:5 158:24
synthesizer 33:8
system 25:22 27:9

27:12,25 28:3,8,10
31:18 32:20 33:1,6
33:7,7,10,17 34:7,8
36:12 50:23 52:14
52:23 53:2,4,4,7,16
53:18,20 54:2,4,7
70:1 71:14,17 72:22
73:12 75:14 76:2
79:11,22 87:25
88:24 94:16 96:25
98:13,17,22 99:15
99:21 100:10

101:24 102:5,17
103:18 105:6,8,11
106:25 111:8
112:22 113:16,17
114:4,5 115:22,24
116:1,2 117:3,5
123:13 125:16
129:19,21 135:12
136:4,10,12,19,20
138:4 139:17 141:6
141:9,19 144:3,6,23
146:22 148:18
150:15 151:20
152:18 156:24,25
158:7,20 159:3
160:1,18 162:24
163:10,16 164:16
165:8,25 168:22
172:2,14,16

systems 1:7 5:18
26:18 28:15 31:7
41:4 46:20 50:22
52:25 53:1 71:21
137:16 138:2 139:9
139:10,14,19 140:6
140:10 141:1
144:21 147:17
181:11 188:3 189:6

t

t 5:14,14 6:20 70:18
71:5 186:1,1

t1 147:11
take 8:2,3 9:3 16:16

52:14 68:24 69:12
90:11 91:22 94:18
94:21 101:13
107:22 152:12
162:10 167:7
168:18 182:22
184:17

taken 59:6 76:8 91:8
129:5 150:22 186:7

takes 27:20 28:6
80:14 86:14 91:5,18

101:12
talk 8:22 10:17 15:4

23:8 30:2 39:25
62:4 98:25 99:3
133:18 153:4

talked 8:16 14:24
99:14 102:7 156:14
176:15

talking 10:11 20:10
20:16 21:10 48:14
48:17 55:5 63:2
66:1,7 70:15 93:23
132:25 147:20
154:9 155:9,16
164:21 166:18
183:16

talks 96:25 162:22
163:6

tape 182:3
tasks 54:5 142:22

159:18
tcp 136:22,23 137:6

137:12 138:8,8,14
146:9 148:21 149:7
149:10 152:6,8
157:4,9

teaches 113:6
139:17 152:2,16
171:14,15 174:4

teaching 158:24
teachings 145:19
technically 165:5
technique 121:17
technologies 144:12

158:6,8
technology 76:25

136:20 140:8
144:18 152:10
154:17

telephone 136:19
137:10 151:7,8,10
154:25

telephony 136:11
television 155:23

tell 37:18 43:11,12
47:7 56:1 74:15
94:5 119:7 124:8
135:9 173:11

telling 89:10 96:2
136:14

tells 103:8 141:6
temperature 79:23

79:25 80:1,2 87:3,4
91:2,3 169:22
172:11,14

temperature's 80:2
tend 58:20 180:12
tender 187:4
term 29:2,7 39:11

42:11 47:2 49:10
54:16 57:14,24
58:14,21,21,22 61:3
61:4,24 62:7 65:13
65:24 66:11,14
67:17,20 68:5,11
69:18 78:22,24
79:16 82:2 84:1,15
114:14 116:19
136:8 141:3 146:13
182:15

terminal 107:2
161:20,23,24
166:11 167:1

terminals 73:25
161:18 166:22
167:3

terms 49:15 52:22
59:19,21 66:24
69:15,16,20,21,25
70:6 78:25 79:5,15
136:1,8 137:6 144:6
149:8 155:9 158:22
180:7

terremark 6:18,19
testified 5:9 9:16

20:18 60:12 126:10
testify 60:18
testimony 8:4,5,5,12

8:20 20:15 22:24

[suite - testimony] Page 28

Veritext Legal Solutions
800-567-8658 973-410-4040 

217 of 223
 
JCMS - EXHIBIT 2005 
CoxCom, LLC v. JCMS



23:6 33:21,23,24
34:11 63:17 64:10
64:23 69:4 72:19
108:2 132:9

text 150:13,15
161:10,11

textbook 126:3,5,7
thank 5:15 15:10,18

54:10 84:19 118:5
134:21

theft 41:13 42:4
50:25

theirs 6:16
thereof 41:14 42:5

43:25
thereto 186:7
thing 12:8 29:8 37:3

45:11 77:4 83:12
89:16,19 124:21
132:18 155:3,4
156:12,19 164:18
168:7 173:17
174:23,25

things 7:6,12 23:9
52:21 54:2,15,19
87:1 92:17 93:5
105:15 153:16
156:6 173:10,11
174:6 178:8

think 9:24 11:19,22
16:16 18:25 25:5
26:24 27:22 34:19
35:14,21 39:19
49:15,22 52:17
53:25 54:2 58:5,18
58:20 59:15 63:5
65:2,4 67:5 69:21
70:9 72:16 75:4
77:17 83:25 84:24
87:2,23 93:23 95:19
104:22 111:1 112:6
112:20 116:3,18
122:14 130:13
135:20 138:6
139:10 140:16,25

141:2 143:1 144:18
151:5 156:22,23
157:23 159:8 166:4
166:9,20 167:17
170:7 171:1 172:22
173:20 174:12,13
175:16,22,25 176:7
179:3 180:3 181:19
182:12

thinking 95:10
157:10

thinks 166:6
third 33:4 57:11

75:6,22,22 97:2,21
97:25 115:11 116:3
116:9,12,20 124:12
125:3,12 137:15
155:3,4 168:7,20,23
171:20

thirty 189:15
thorough 135:22
thought 60:12 103:9

107:11 138:6
three 16:4 22:6 27:9

27:11,13,14 28:8,11
31:2 32:21 34:11
50:11 57:8 75:5,14
76:1 94:15 111:6
116:15 124:5,7
129:9 136:3 168:4
180:8

threshold 80:3 90:5
90:6

throw 71:6 133:17
throwing 45:12
tie 88:23 99:19

162:14
tim 144:8,14
time 6:23,24 7:14

9:6 11:12,17,24
12:4,12 37:21 41:16
54:25 55:4 64:7
68:14 84:18 91:7
107:20 120:5 131:5
134:11 136:25

137:3 146:6,13,21
148:19 149:19
151:13 166:6,8
178:21 184:16
187:5

timeline 155:8
timer 91:4
times 7:18,20 9:9

18:21 34:5 67:7
80:17 132:15 148:7
165:20

tired 132:4,11
title 71:15 140:3

141:3
today 5:22 8:1 10:6

10:14,18 12:20 15:5
24:18 149:24 150:8
153:14,20 181:1

today's 12:13
told 38:22 39:16
toll 189:2
tomorrow 8:2
tools 158:11
top 24:2,16 31:2,4

73:13 76:15 138:5
topanga 2:12
topic 120:25
total 11:21,22 12:15
totality 96:16
totally 175:5
townsend 2:4 6:8

9:12 21:8 22:10
track 86:15
tracking 87:15
trademark 1:1
traffic 148:1 150:9
transaction 101:12
transactions 101:13
transcript 4:21

186:6,9 187:8
189:10,11

transferred 178:5
transfers 164:21

165:2

transform 53:4
transformative

152:10
transformed 153:17
translating 177:1
transmission 85:2,5

104:16 122:7 149:3
149:4 171:15

transmit 30:19
88:13 94:9 100:4
148:21 160:15

transmits 115:15,19
transmitted 85:8

86:17 109:10 122:6
148:25 164:1
183:24 184:9

transmitter 31:20
31:21,21,23 32:25
33:9 76:17,21,23
77:7,13 82:12 84:4
110:4,9,23 111:1,5
111:22 122:1

transmitters 76:23
83:15 110:11

travel 29:17
traverses 150:9
treat 167:12
trial 1:2 9:17 19:3

60:15 66:19
trick 20:13
tries 172:7
triggers 90:4
tripping 77:4
trivial 53:20 172:15
true 9:16 26:9 28:15

34:23 35:6 47:9,20
48:23 50:5 64:11,23
65:19 79:4 89:14
91:12 103:3 110:13
115:14 126:8 129:4
129:8,13 140:11,21
160:13 175:22
177:9 180:2 186:8

truly 152:10

[testimony - truly] Page 29

Veritext Legal Solutions
800-567-8658 973-410-4040 

218 of 223
 
JCMS - EXHIBIT 2005 
CoxCom, LLC v. JCMS



trust 20:15
try 125:20 141:16

161:16
trying 20:14 22:8

34:9 45:22 54:15
61:19 74:4,13 80:12
83:19,23 88:23 95:8
96:13 98:11 99:11
99:19 101:23 106:3
106:24 125:25
139:20,21 148:6
160:17 170:24
175:13

turn 53:18 56:3
63:19 72:2,7 80:1
80:24 97:6 108:7
148:3 167:20

turned 80:5,7 127:8
turning 40:4 49:25

80:8,9 88:8
twice 170:9
twitching 84:10
two 7:20 9:11 10:6

10:17 11:5,8,13
19:8,10 20:16,18
21:4,20,22 22:6
27:18 30:10 61:24
79:15,21 80:25 81:8
84:22 94:10 105:9
105:10 124:4
125:10 129:3
136:16 139:1,4
147:9 153:16

types 104:16,24,25
106:19,21,22
109:12 128:15
140:22

typewriting 186:8
typical 122:23 123:1

169:17
typically 71:22,24

138:9
typographical 24:15

u

u.s. 4:6,9,14,15,17
15:24 16:23

u.s.c. 4:7,18
uh 10:20 20:21

55:18 64:2 67:11
77:9 86:4 87:20
98:4 113:7 145:1
173:14 181:11

ultimately 62:8
156:7

umlaut 71:9
unbeknownst

165:24
unclear 20:12 30:24

40:25 46:25 48:12
162:8

underlying 65:14,17
underneath 68:6
understand 5:19 8:7

10:7,10,19 11:2
14:23 23:21,24
24:14,16 29:4 30:10
30:16,18 33:17 34:2
38:2 54:15,16,20
55:22 56:22 57:5,18
57:22 58:16 59:6
66:18 74:4 79:17
80:12 93:15 96:14
99:13 101:22
102:13 104:11
110:16 112:23
114:13 117:25
119:3 139:20
143:12 151:5
160:12 172:19

understanding 5:25
30:18 38:7,16 39:7
40:6 41:2 42:8,12
44:23 46:19 48:6,24
49:4 54:24,25 55:24
65:6,12 72:18 84:15
85:1 95:9 113:12
114:16 118:7

119:10,17 161:4
understood 29:15

51:10,16,16 52:14
67:16 77:1 84:9,21
84:21 85:21 95:10
106:13,15

unfortunately 56:9
unhelpfully 56:10
uniquely 53:7
unit 122:1 146:21
united 1:1 4:10
unknown 168:23
unpack 113:10
unpatentable

143:11
unplug 148:3
unskilled 59:1
unsolicited 90:10
unsupported 104:11
unsure 119:12
update 96:9
updated 91:24

94:20 95:15
updating 94:23
upload 178:16
upper 36:10
use 15:7 26:22 27:3

27:4 45:12,17 50:6
58:7,8,20 59:4 61:3
68:23 73:8 87:4
95:7 116:19 136:8
136:21 138:5,7,8
141:8 144:2,5 145:5
145:20 152:14
153:24,25 157:4,6
157:15,16 158:11
165:10 180:18

useful 53:8 155:6
181:7

user 33:3 40:7 41:14
42:5,13 44:19,24
45:7,15 48:7 49:2
80:3 104:17 106:1
106:11 157:25
158:15,19,21,25

159:3 160:9,17
161:20,21 164:15
164:15 165:24
166:12

users 159:8,9 160:5
160:11 161:6
162:23,25 163:15
165:1,5

uses 76:19 97:25
116:19 126:1 138:8
141:3 149:13 152:1

usual 187:18
usually 71:3
utility 135:25
utilize 44:20 45:8

141:19
utilized 40:16,19,22

44:15,16 45:5 50:24
140:18

v

v 188:3 189:6
value 178:7
van 148:13
variety 129:24
various 22:9 61:25

71:19 72:6,6,9
73:16 77:20 104:19
105:15 106:2
117:11 128:15
150:17 160:8,15
164:17

vcr 182:3,6,7,9,10
182:14

vehicle 25:22 26:18
26:19 27:20,25
28:15 29:23 30:13
31:7,10,11,17 32:3
33:6 34:7 36:3,6,12
40:18,19,24 41:4,13
42:4 43:17 46:2,21
47:13,24 48:9 49:1
49:5 50:18,19 51:5
51:7 52:7,14,23
53:8,16 94:23

[trust - vehicle] Page 30

Veritext Legal Solutions
800-567-8658 973-410-4040 

219 of 223
 
JCMS - EXHIBIT 2005 
CoxCom, LLC v. JCMS



152:15
vehicles 53:23 74:1

74:2
venable 6:14 13:12

13:20 14:3,9 16:12
17:6,10 18:1,8,9,24

venable's 6:15
verbal 10:24
verify 109:4 122:7
veritext 187:11,12

187:13,16,18 188:1
189:1,7

verizon 6:16,17
version 17:14
versus 179:9
video 169:4,5,9,10

169:13,21 171:5,11
171:12,14,15,21,23
172:7,8,9,10,21
173:21 174:7,21,23
174:25 175:2,9,14
176:2,22 177:22
178:3 179:16
180:19,20 181:9,21
181:23,24 182:1,5,8
182:10,10,13,16,16
182:17,22 183:2,19
183:22,23,23 184:8
184:8

videos 176:23
videotape 182:5
view 10:15 72:5

73:25 77:18
viewed 84:8 184:2

184:13
viewing 183:25

184:10
virtually 150:11
virtue 91:14,15
visible 173:24 175:2
visual 173:4,6
voice 33:8
volume 1:12
voluntarily 90:8

vs 1:5

w

w 189:1
wait 14:15,15,15

24:1 168:13
waived 189:16
walking 162:2
wall 83:2,3
walls 82:25 83:10,16
want 8:15 14:20,24

15:1 54:19 55:9
56:14 66:17 68:21
77:2,3 84:12 86:9
92:5,17 95:12 98:25
99:3,6,22 113:25
131:25 156:25
157:2 162:15,18
172:18,19,21
177:17,21,22
178:13

wanted 63:7 157:4
172:25 180:18

wants 44:7 83:13
92:2,2 162:21
171:21

warner 6:23,24
warriors 69:8,11
washington 21:4
wave 151:9 155:21
way 10:23 33:20

58:22 69:17 82:1,3
82:16,17 83:25
84:23 93:7 94:10
110:20 111:8 118:9
134:17 148:2
149:19 153:11
157:11 158:13
164:6

ways 97:25 150:20
we've 15:5 16:20

24:20 48:7 54:11
115:1 117:8 130:12
135:5 150:5,6
156:14 169:3,23

176:15
weak 149:17,19
web 44:18 45:6

135:15 136:2,8,9
138:23 141:20
144:3,5,8,14,18,22
152:10,14,17,19
155:11 157:24
158:12,14 164:6

website 26:20,20
27:21 28:1,18

weird 174:6
welcome 9:5
went 21:22 148:17
white 154:15 156:8
wi 122:25 123:3,4,5
wide 44:18
widely 151:12
wikipedia 121:24
willing 126:6
win 152:9
wired 104:25
wireless 71:25 73:15

76:22,23 77:1,3,19
77:22,24 82:6,7,7,9
83:1,3,4,5,6,8,15
84:4,6 104:24 109:7
109:12,14 122:18
122:22 123:10,11
125:24 126:1,5
155:6

wirelessly 71:24
74:2 75:20 106:5

witness 3:2 8:9 13:2
13:6 14:4,13,18
17:19,21 18:6 19:14
19:18 21:17 22:13
25:13,15 26:13
27:11,16 28:22 29:4
29:12,21 30:15,23
34:21 35:2,11,18
36:1 37:3,11,18
38:19 39:9,16 40:10
40:21 41:9,25 42:24
44:5,11,14 45:3

46:18,24 47:5,15
48:1,11,20 49:4,13
49:22 50:8 51:7,13
51:19 52:5,9,17
53:15 57:17,21 60:2
60:21 61:23 62:11
62:18 63:23 64:13
65:2,9,17,23 66:4
67:4,19,24 68:17,22
69:20 70:8 71:3,8
72:21 75:9 78:11
83:25 85:5 87:12
89:7,18 90:22 92:25
93:12,23 95:19
98:25 99:8,25 101:9
102:3 103:3,15,23
104:9,22 106:10
107:18 110:15,25
111:13 112:2
114:11 115:7,18
116:9,18 117:20,24
119:6,12 120:10,19
121:6,13 126:23
127:19 128:10
129:2,8 130:19
131:16 133:5,12
134:12 135:19,25
136:25 138:20
139:4 140:3,16,25
141:25 142:3,10,12
143:4,16 144:1
145:15,23 156:19
158:18 162:24
164:12 166:25
169:16 170:6,21
172:6 173:20
174:11 175:5,16
177:21 181:1,5,19
183:13 185:3 188:4
189:8,10

witness’ 189:12
won 148:15
wondering 89:1

119:9

[vehicle - wondering] Page 31

Veritext Legal Solutions
800-567-8658 973-410-4040 

220 of 223
 
JCMS - EXHIBIT 2005 
CoxCom, LLC v. JCMS



woodworth 18:24
word 46:4,7 67:5

80:11 95:8 120:11
121:2,9 172:7

work 70:13 149:23
151:18 158:3 159:9
159:10,25 174:4

worked 9:14 20:25
21:7,25 70:14
144:11,12 145:9
148:14 158:4

working 151:13,16
works 79:18
world 44:18 125:18
worldwide 45:6

137:8 141:19 144:2
144:5 149:11
155:11

wow 184:4
wrap 184:18
write 10:25
wrong 17:20 20:3

96:13 181:12

x

x.25 136:21,21
137:6,10,22 138:5,7
147:1,2 151:2,10
152:1,2,3,5,9

x.25. 138:16 151:9
xerox 138:2
xns 138:2

y

yeah 6:19 9:13
10:16 13:6 25:17
29:8 37:11 45:7,11
52:5 55:11 57:1
66:19 70:8 71:3
73:4,6,10,11 76:18
76:19 93:17 96:21
97:15,24 106:18
112:20 115:7
116:24 121:22,25
128:1 136:25 142:3
162:8 166:9,25

167:17,19 168:16
168:19,20,21
169:12 176:21
177:6

years 51:23 64:20
yep 121:7 167:16

176:11

[woodworth - yep] Page 32

Veritext Legal Solutions
800-567-8658 973-410-4040 

221 of 223
 
JCMS - EXHIBIT 2005 
CoxCom, LLC v. JCMS



 

Federal Rules of Civil Procedure

Rule 30

(e) Review By the Witness; Changes.

(1) Review; Statement of Changes. On request by the 

deponent or a party before the deposition is 

completed, the deponent must be allowed 30 days 

after being notified by the officer that the 

transcript or recording is available in which:

(A) to review the transcript or recording; and

(B) if there are changes in form or substance, to 

sign a statement listing the changes and the 

reasons for making them.

(2) Changes Indicated in the Officer's Certificate. 

The officer must note in the certificate prescribed 

by Rule 30(f)(1) whether a review was requested 

and, if so, must attach any changes the deponent 

makes during the 30-day period.

DISCLAIMER:  THE FOREGOING FEDERAL PROCEDURE RULES 

ARE PROVIDED FOR INFORMATIONAL PURPOSES ONLY.  

THE ABOVE RULES ARE CURRENT AS OF SEPTEMBER 1, 

2014.  PLEASE REFER TO THE APPLICABLE FEDERAL RULES 

OF CIVIL PROCEDURE FOR UP-TO-DATE INFORMATION.   
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VERITEXT LEGAL SOLUTIONS 

COMPANY CERTIFICATE AND DISCLOSURE STATEMENT 

 

Veritext Legal Solutions represents that the 

foregoing transcript is a true, correct and complete 

transcript of the colloquies, questions and answers 

as submitted by the court reporter. Veritext Legal 

Solutions further represents that the attached 

exhibits, if any, are true, correct and complete 

documents as submitted by the court reporter and/or  

attorneys in relation to this deposition and that 

the documents were processed in accordance with 

our litigation support and production standards. 

 

Veritext Legal Solutions is committed to maintaining 

the confidentiality of client and witness information, 

in accordance with the regulations promulgated under 

the Health Insurance Portability and Accountability 

Act (HIPAA), as amended with respect to protected 

health information and the Gramm-Leach-Bliley Act, as 

amended, with respect to Personally Identifiable 

Information (PII). Physical transcripts and exhibits 

are managed under strict facility and personnel access 

controls. Electronic files of documents are stored 

in encrypted form and are transmitted in an encrypted 

fashion to authenticated parties who are permitted to 

access the material. Our data is hosted in a Tier 4 

SSAE 16 certified facility. 

 

Veritext Legal Solutions complies with all federal and  

State regulations with respect to the provision of 

court reporting services, and maintains its neutrality 

and independence regardless of relationship or the 

financial outcome of any litigation. Veritext requires 

adherence to the foregoing professional and ethical 

standards from all of its subcontractors in their 

independent contractor agreements. 

 

Inquiries about Veritext Legal Solutions' 

confidentiality and security policies and practices 

should be directed to Veritext's Client Services  

Associates indicated on the cover of this document or 

at www.veritext.com. 
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UNITED STATES PATENT AND TRADEMARK OFFICE 


BEFORE THE PATENT TRIAL AND APPEAL BOARD 


COXCOM, LLC 


Petitioner, 


v. 


JOAO CONTROL & MONITORING SYSTEMS, LLC 


Patent Owner 


Case IPR2015 -01760 


Patent 6,549,130 


NOTICE OF DEPOSITION OF RICHARD BENNETT 


EXHI T ' 
WIT: 


DATE: ::/ct_ 
Lee Ann Barnes, CCR, RPR, CRR 







Notice of Deposition of Scott Andrews 


Patent Owner, by and through its attorneys, will conduct cross -examination 


by deposition of Richard Bennett ( "Mr. Bennett") in connection with IPR2015- 


01760 and IPR2015- 01762. Mr. Bennett's deposition will take place on April 28, 


2016 commencing at 9:30 AM EST and on April 29, 2016 commencing at 9:30 


AM EST at the offices of Kilpatrick Townsend & Stockton LLP, 1100 Peachtree 


Street NE, Suite 2800, Atlanta, GA 30309. In accordance with 37 C.F.R. § 


42.53(d)(1), the parties have conferred and have agreed upon this date and time. 


The deposition will take place before a notary public or other officer authorized by 


law to administer oaths. It will be recorded by stenographic and /or videographic 


means, including real -time transcription. 


Date: April 18, 2016 Respectfully submitted, 
Sinergia Technology Law Group, PLLC 


BY: /René A. Vazquez/ 
Raymond A. Joao (Lead Counsel) 


Reg. No. 35,907 
René A. Vazquez (Backup Counsel) 
Reg. No. 38,647 
Counsel for Patent Owner 
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Notice of Deposition of Scott Andrews 


CERTIFICATION OF SERVICE 


I hereby certify service of the foregoing Notice of Deposition of Richard 


Bennett to counsel for petitioner on April 18, 2016 via electronic service at: 


Mitchell G. Stockwell (Lead Counsel), Reg. No. 39,389 
D. Clay Holloway (Backup Counsel), Reg. No. 58,011 
Shayne O'Reilly (Backup Counsel), Reg. No. 58,765 
Kilpatrick Townsend & Stockton LLP 
1100 Peachtree Street NE, Suite 2800 
Atlanta, GA 30309 -4528 
Phone: 404 -532 -6959 
Email: mstockwell @,,kilpatricktownsend.com; 
colloway@kilpatricktownsend.com; soreilly @kilpatricictownsend.com 


Date: April 18, 2016 Respectfully submitted, 


Sinergia Technology Law Group, PLLC 


BY: /René A. Vazquez/ 
Raymond A. Joao (Lead Counsel) 
Reg. No. 35,907 
René A. Vazquez (Backup Counsel) 
Reg. No. 38,647 
Counsel for Patent Owner 
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Declaration of Richard Bennett Petition for Inter Partes Review of 
U.S. Patent No. 6,549,130 


UNITED STATES PATENT AND TRADEMARK OFFICE 


BEFORE THE PATENT TRIAL AND APPEAL BOARD 


COXCOM, LLC, 
Petitioner 


v. 


JOAO CONTROL & MONITORING SYSTEMS, LLC, 
Patent Owner 


CASE IPR: Unassigned 


DECLARATION OF RICHARD BENNETT IN SUPPORT OF 
PETITION FOR INTER PARTES REVIEW OF U.S. PATENT NO. 6,549,130 UNDER 35 U.S.C. § §311 -319 AND 37 C.F.R. §§ 42.1 -.80 & 42.100 -.123 


IEXHIBIT 


WIT: Pìe/1/l 
DATE. 41-"16 
Lee Ann Barnes, CCR, RPR, CRR 
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Declaration of Richard Bennett Petition for Inter Partes Review of 
U.S. Patent No. 6,549,130 


LIST OF EXHIBITS 


The following is a list of exhibits that I understand have been attached to the 


accompanying petition for Inter Partes Review that I have cited below in this 


Declaration: 


EX -1001 U.S. Patent No. 6,549,130 


EX -1003 Curriculum Vitae of Richard Bennett 


EX -1004 March 1996 Application 


EX -1005 File History Excerpts from the `130 Patent 
EX -1006 Excerpt from Merriam- Webster Dictionary (10th ed. 


1995) 


EX -1007 Excerpt from Concise Dictionary of Engineering: A 


Guide to the Language of Engineering (2014)EX- 


1008 U.S. Patent No. 5,875,430 to Koether et al., 


( "Koether ") 


EX -1009 U.S. Patent No. 5,805,442 to Crater et al., ( "Crater ") 
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U.S. Patent No. 6,549,130 


I, Richard Bennett, declare as follows: 


1. I have been retained by CoxCom LLC to provide my opinions in an inter 


partes review proceeding that involves U.S. Patent No. 6,549,130 ( "the `130 


patent "). I am being compensated for my time in preparing this declaration, but 


my compensation is not tied to the outcome of this matter, and my compensation is 


not based on the substance of the opinions rendered here. 


2. I have reviewed and am familiar with the specification and claims 1, 8, 10, 


12, 15, 17, 98, 124, 145, and 149 ( "the Challenged Claims ") of the `130 Patent. 


3. I have reviewed and am familiar with the following prior art, which I 


understand is used in the petition of the `363 patent: 


The Koether patent (Ex. 1008 -U.S. Patent 5,875,430) 


The Crater patent (Ex. 1009 - U.S. Patent 5,805,442) 


4. My opinions are based on my years of education, research and experience, 


as well as my investigation and study of the Exhibits in the above List of Exhibits. 


I may rely upon these materials and /or additional materials to rebut arguments 


raised by Patent Owner. I reserve the right to revise, supplement, and /or amend 


my opinions stated herein based on new information and on my continuing 


analysis of the materials already provided. 
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cables emanate from a shared hub or switch. I also contributed mechanisms to the 


IEEE 802.11 (Wi -FiTM) and 802.15.3a (Ultra -Wideband) standards. 


9. As an invited witness, I have provided technical expert testimony on 


networking subjects to the Federal Communications Commission, the United 


States House of Representatives, and the Infocomm Development Authority of the 


Republic of Singapore, where I am currently analyzing net neutrality policies for 


their potential impact on real -time applications such as video conferencing, video 


streaming, and gaming over the Internet. 


10. I am currently a Visiting Fellow at the American Enterprise Institute where I 


research the intersection of emerging network technologies and public policy. My 


work address is 1150 17«' Street, NW, Washington, DC 20036. 


11. I am an inventor or co- inventor of four issued patents which cover aspects of 


video streaming across networks, security and setup in Local Area Networks 


(LAN), and Quality of Service on LANs. 


12. At the time of the invention in question, I was a software developer working 


on a video -on- demand server at Hewlett- Packard. 


II. MY UNDERSTANDING OF THE LAW 


13. It is my understanding also that a patent claim is unpatentable if the claimed 


invention as a whole would have been obvious to a person having ordinary skill in 


the art ( "POSITA ") at the time of the invention, in view of the prior art in the field 


3 


Petitioner ComCox, LLC - Exhibit 1002 Page 5 







Declaration of Richard Bennett Petition for Inter Partes Review of 
U.S. Patent No. 6,549,130 


and analogous fields. I understand that a patent claim can be found unpatentable as 


obvious where the differences between the subject matter sought to be patented 


and the prior art are such that the subject matter as a whole would have been 


obvious at the time the invention was made to a person having ordinary skill in the 


relevant field. I understand that an obviousness analysis involves a consideration 


of (1) the scope and content of the prior art; (2) the differences between the 


claimed invention and the prior art; (3) the level of ordinary skill in the pertinent 


field; and (4) secondary considerations of non -obviousness. 


14. I understand that when considering the obviousness of a patent claim, one 


should consider whether a teaching, suggestion, or motivation to combine the 


references exists so as to avoid impermissibly applying hindsight when considering 


the prior art. I understand this consideration should not be rigidly applied, but that 


the consideration can be important to avoid such hindsight. 


15. In addition, it is my understanding that one must consider whether or not 


there is objective evidence of non -obviousness, which is also referred to as the 


"secondary considerations of non -obviousness." 


III. PERSON OF ORDINARY SKILL IN THE ART 


16. I have been told to assume that the date of invention for the claims of the 


`130 patent is July 18, 1996. 
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17. I believe that a person of ordinary skill in the art ( "POSITA ") in the field of 


the `130 patent in July 1996 would have had a bachelor's degree in engineering or 


equivalent coursework and at least two years of experience in networked systems. 


18. I believe that I would qualify as a POSITA, and I have a sufficient level of 


knowledge, experience, and education to provide an expert opinion in the field of 


the '130 Patent. In July 1996, I would have considered myself to be a POSITA 


and my review of the '130 Patent and related prior art confirms that belief. 


19. My opinions below are based on the perspective of a person of ordinary skill 


in the art at the time of the assumed invention date. 


IV. CLAIM CONSTRUCTION 


20. As part of my analysis of the prior art, I have adopted the claim 


constructions described in Section IV of the Petition to the challenged claims of the 


`130 Patent. 


V. THE STATE OF THE ART AT THE TIME OF THE INVENTION 


21. I believe that those of ordinary skill in the art in 1996 would at least be 


aware of the general history of programmable logic devices, automation, and 


remote control systems. The highlights of this body of work include the following: 
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a. The demonstration of a radio controlled toy boat by Nikola Tesla in 


1898;1 


b. The demonstration of a radio -controlled robot in 1903;2 


c. The use of remotely controlled missiles in World War II;3 


d. The use of television remote controls using a variety of 


communication means since the 1930s;4 


e. The use of multi -step, remotely controlled electronic switching 


systems in the public switched telephone network since 1965; 


f. The nature of programmable logic controllers (PLCs) and their use in 


automobiles since the 1969 General Motors Hydramatic 


transmission;5 


g. The multi -step remote control elements of computer networks such as 


ARPANET, the Internet, and the World Wide Web such as congestion 


control, email read requests, and web browsing;678 


1 "Remote Control - Wikipedia, the Free Encyclopedia," Wikipedia, accessed June 
19, 2015, https: / /en. wikipedia .org /wiki/Remote_control. 
21d. 
3 Id. 
4 Id. 


Allison Dunn, "The Father of Invention: Dick Morley Looks Back on the 40th 
Anniversary of the PLC," Manufacturing Automation, September 12, 2008, 
http: / /www.automationmag. com /features /the- father -of- invention- dick -morley- 
looks- back -on- the -40th- anniversary-of- the -plc.html. 


6 


Petitioner ComCox, LLC - Exhibit 1002 Page 8 







Declaration of Richard Bennett Petition for Inter Partes Review of 
U.S. Patent No. 6,549,130 


h. The Trojan Room Coffee Camera at Cambridge University that 


enabled coffee drinkers to detect freshly brewed coffee in 1991.9 


i. The existence of multi -step, video -on- demand remote control systems 


from the mid- 90s.'0 


j. The use of wireless data networks such as CDPD, ARDIS, and RAM 


Mobile Data for repair person dispatch from the 1980s onward. 1112 


22. Hence, those of ordinary skill in the art would have been aware that the field 


of invention around remotely operated control systems was well tilled by 1996. 


G Van Jacobson, "Congestion Avoidance and Control," Computer Communication 
Review, ACM Special Interest Group on Data Communication, 25, no. 1 (1995): 
157. 
7 David Crocker, "RFC 822 - Standard for the Format of ARPA Internet Text 
Messages," August 13, 1982, https : / /tools.ietf.org /html /rfc822. 
8 T Berners -Lee, R Fielding, and H Frystyk, "RFC 1945 - Hypertext Transfer 
Protocol -- HTTP /1.0" (Network Working Group), accessed June 19, 2015, 
http://tools.ietf.org/html/rfc1945. 
9 Quentin Stafford- Fraser, "The Life and Times of the First Web Cam: When 
Convenience Was the Mother of Invention," July 2001, 
http: / /www.cl. cam. ac .uk /coffee /qsf /cacm200107.html. 
10 "Video on Demand," accessed June 19, 2015, 
https://en.wikipedia.org/wiki/Video_on_demand#History. 
11 Peter Rysavy, "Wide -Area Wireless Computing," Network Computing: 
Network Design Manual, accessed August 18, 2015, 
littp://www.networkcomputing.com/netdesign/wireless6.html. 
'Bart Ziegler, "IBM, Motorola Announce Nationwide Radio -Based Computer 
Network," Associated Press Archive, January 30, 1990, 
http://www.apnewsarchive.com/1990/IBM- Motorola -Annouce- Nationwide -Radio- 
Based- Computer- Network/id -e3 627934c3617735305d2f4e812bb7c3. 
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VI. THE PRIOR ART REFERENCES 


23. I have been asked to assume that all of the references discussed below 


qualify as prior art to the Challenged Claims. 


A. Koether - Petition Exhibit No. 1008 


24. The Koether patent was applied for on May 2, 1996. I am informed that this 


filing date, as it is before the date I have presumed is the earliest effective date for 


the Challenged Claims, makes Koether prior art to the Challenged Claims. 


25. The Koether patent is titled "Smart Commercial Kitchen Network" and 


describes "a bi- directional communication network which provides real -time 


computer -aided diagnostics ... maintenance records and energy management." 


(Abstract.) Koether graphically depicts how such a network would look in Figures 


1 and 8: 
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26. As Koether details, "the system monitors and tracks the maintenance and 


repair of kitchen appliances by means of information transmitted to and received 


from those appliances over the data network." (Col. 2, 11. 13 -16.) Koether also 


explains that "The control center may, if desired, control in real -time the normal 


operation for some or all of the kitchen or restaurant appliances." (Col. 3, 11. 5 -7.) 


27. As the figures and description of Koether make clear, there are three critical 


devices that make up the system. First, a microprocessor controller 140 that is a 
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part of, or connected to, a specific kitchen appliance. (Col. 4:26 -27; 4:37 -51 


(which makes reference to U.S. Patent No. 5,875,430 and describes an oven 


controller for multiple oven appliances in Column 7 of that patent).) Second, the 


Koether system has a kitchen base station 150 which may be wirelessly connected 


to the microprocessor controller. (Col. 5, 11. 3 -19.) Third, the Koether system has 


a control center 170 that monitors, processes, and responds to signals from the 


kitchen appliances and base stations. (Col. 5, 11. 37 -49.) 


28. In Koether, communication between the kitchen appliances, the kitchen base 


stations, and the control center(s) is bi- directional and can be wireless using 


cellular communication channels. (Col. 5, 11. 20 -35.) Koether specifically 


describes using data networks to communicate between the components of the 


system, such as an ISDN network or a network using data packets such as a 


TDMA technique. (Col. 5,11.37 -45; Col. 6,11.34 -37.) 


29. This communication system allows the control center of Koether to 


automatically control maintenance, repair, and function of a kitchen appliance 


from a separate, or remote, physical location. (Col. 2, 11. 23 -36; Col. 5, 11. 55 -59; 


8:56 -9:2.) 


30. I will now explain how the Koether patent describes the same devices and 


signals as claimed in the Challenged Claims. 
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Claims 1, 8, 12, 15, 17, 98, and 145 


31. It is my opinion that a person of ordinary skill in the art prior to July of 1996 


would recognize Koether as expressly teaching each element of claim 1, 8, 12, 15, 


17, 98, and 145, or at the very least, suggesting to a person of ordinary skill in the 


art every element of those claims based on the teachings of Koether and the 


knowledge of the skilled person. 


32. Koether teaches a microprocessor controller at a kitchen appliance that can, 


for example, regulate temperature or energy use. (Col. 4, 11. 26 -27; Col. 4, 11. 30- 


32; Col. 4, 11. 37 -59.) This microprocessor controller is the first control device of 


claim 1. The claim states that the first control device generates and transmits a 


first signal for the activation, deactivation, or re- enabling of, for example, a 


premises appliance. The microprocessor controller of Koether can activate and 


deactivate the kitchen appliance, for example, when needed for heating and cooling 


or temperature regulation. (Col. 2, 11. 25-27; Col. 2, 11. 37-59.) 


33. Koether also teaches the relaying of information about the status of the 


kitchen appliance to a kitchen base station. (Col. 5, 11. 3 -8.) The Koether kitchen 


base station can be connected to the microprocessor controller of the appliance 


wirelessly. (Col. 5, 11. 3 -8.) The kitchen base station is the second control device 


of claim 1. Claim 1 requires that first control device responds to a second signal, 


generated by the second control device. Koether makes clear that the kitchen base 
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station makes decisions based on information received from the microprocessor 


controller at the appliance and the control center 170. (Col. 7, 11. 54 -59.) Figure 6 


of Koether also depicts the operations of the kitchen base station in the form of a 


flow diagram. This figure shows that the if the kitchen base station receives 


control data from the control center, it responds by transmitting the data to the 


kitchen appliance. (Col. 8, 11. 7 -10). A person of ordinary skill in the art prior to 


July 1996, would have understood that the kitchen base station (the second control 


device) provided a signal to the appliance, which when received executes an 


operation. (Col. 5, 11. 20 -35.) This is made express when the Koether patent 


describes the bidirectional communication cellular channel between the kitchen 


base station and the appliance. (Col. 5, 11. 20 -35.) 


34. Claim 1 also requires that the second control device be remote from the 


premises. In Koether, this would mean the kitchen base station would be remote 


from kitchen appliance. Because Koether teaches the use of "cells" and "cellular" 


links between the various devices, a person of ordinary skill in the art would 


understand that the kitchen base station can be geographically remote from the 


kitchen appliance. This could be scaled anywhere from room size remoteness to 


multiple miles given the use of cellular link. Koether itself confirms this "Mt 


should be clearly understood that these cells may be located within the same or 


different buildings." (Col: 4, 11. 15 -19.) Koether expressly teaches that the kitchen 
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base station is connected via a cellular connection. (Col. 5, 11. 20 -35.) Koether 


also claims that each "base station is associated with a radio coverage area or cell, 


such that restaurant appliances located within the same cell communicate with the 


same base station." (Col. 15, 11. 20 -23). A person of ordinary skill in the art 


reading the disclosure of Koether would understand that in situations where a cell 


is located in different buildings, and a single base station is associated with that 


cell, the base station is remote from the kitchen appliances located within the 


various buildings of the cell. Furthermore, Koether describes satellite 


communication as an option for transmitting information between the kitchen base 


station and the kitchen appliance. A person of ordinary skill in the art would 


understand that satellite communication is provided so that the kitchen base station 


and kitchen appliances can communicate over significant distances, such as when 


they are remotely located from one another. Given the disclosure of Koether 


regarding providing a control system covering a large geographical area, prior to 


July 1996 a person of ordinary skill in the art would understand that the Smart 


Commercial Kitchen could be deployed with a single kitchen base station within a 


cell that communicates with multiple remotely located restaurants containing 


kitchen appliances. This would take advantage of the cellular and satellite 


communication links described in Koether and would be more cost effective than 


providing a dedicated kitchen base station for each kitchen premises. 
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35. Koether also teaches that each cell possess its own cellular radio channel for 


bidirectional communication between the appliances, kitchen base station, and 


control center. (Col. 5, Il. 55 -59.) The control center of Koether is the third 


control device of claim 1. 


36. The Koether system was designed to allow for automatic monitoring and 


control. (Col. 2, 23 -36.) This includes the automatic control of the system by the 


control center, which is claimed in the `130 patent claim 1, as the third control 


device, as well as the Koether patent's kitchen base station. (Col. 5, 11. 60-67.) 


Even in Koether's discussion of the network types for the data transmission, there 


is no discussion of human or user intervention in the access or receipt of the 


communications between various devices. 


37. The Koether patent details that the data communications that make the 


detailed monitoring and control possible is effectuated by packet -based data 


communication. (Col. 5,11. 37 -45; Col. 6, 11. 67 - col. 7,11. 15.) A person of 


ordinary skill in the art in July 1996 would have understood that such packet -based 


transmission would include the Internet or World Wide Web. The Internet is, and 


was, the quintessential packet -based transmission network made possible by the 


Internet Protocol for packet routing. Moreover, Koether expressly describes using 


ISDN. (Col. 5, 11. 42-44.) A person of ordinary skill in the art would have 


recognized the disclosure of ISDN to refer to an all- digital circuit -switched 
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network that provides access to packet switched networks and that ISDN is capable 


of transporting packets of information. Furthermore, prior to 1996, digital circuit - 


switcing had become the primary means of carriage for Internet packets. 


Therefore, a person of ordinary skill in the art prior to July 1996 would have 


known to use the Internet as the network for transmitting signals from the kitchen 


base station to the control center, as ISDN and Internet services were commonly 


available and would have yielded a predictable result of successful signal 


transmission. Moreover, no discussion of human or user intervention, would 


confirm to a person of ordinary skill in the art at the time of the invention that the 


generation and receipt of data between the devices of Koether was automatic. 


38. In claim 8 of the `130 patent, there is an element that states the first signal 


between the first control device and the premises appliance is via a wireless device. 


As Koether makes clear, the kitchen appliance can communicate through a 


wireless device and thus one of ordinary skill in the art at the time would have 


understood that the controller would communicate with the appliance though 


signals such as RF or wireless link. (Col 4, 11. 28 -29.) Moreover, the Koether 


patent describes prior art controllers that could work with multiple appliances. See 


Paragraph 27 above. Combined with Koether's discussion of using the cellular 


channel for all communications with the Koether system, a person of ordinary skill 
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in the art would have understood that the signal between the first control device 


and the appliance could advantageously be wireless. (Col. 7, 11. 46 -49.) 


39. In claim 12 of the `130 patent, there is an element that recites that the 


premises appliance is a monitoring device for one of fuel supply, electrical 


generator, water usage, heat usage, air conditioning usage, electricity usage, and so 


on. The Koether patent makes clear that the microprocessor controller "may 


include built in intelligent sensing and diagnostic equipment, which coupled 


through an interface board, detect and identify various types of failures." (Col. 4, 


11. 60 -67.) For example, Koether explains that the controller monitors and thus 


"regulates the percentage of time power is applied to the heating (or cooling) 


element in accordance with the cooking parameters selected by the user." (Col. 4, 


11. 52 -54.) Koether also explains how the controller can pulse the power supply 


when needed. (Col. 4, II. 55 -59.) This includes operation in an on/off manner 


similar to a thermostat. Koether also teaches various forms of diagnostic 


information transmitted by the appliance, including statistical cooking data such as 


hours of operation. (COI. 9, 11. 7 -43.). Given the intelligent sensing and diagnostic 


capabilities of the kitchen appliance controllers, a person of ordinary skill in the art 


would understand that this diagnostic information is monitored and recorded by 


kitchen appliance controller. Based on this disclosure, it would have been obvious 
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for a person of skill in the art to use the microprocessor controller of Koether to 


monitor for uses such as fuel, electricity, and heating and air. 


40. Claim 15 specifies a monitoring device that detects an occurrence that 


warrants providing notice to, for example, a user. The Koether patent teaches this 


when it describes the microprocessor controller using its intelligent sensing to 


identify types of failures, which would be a condition that warrants providing 


notice to a user. (Col. 4, 11. 60 -67.) Accordingly, the kitchen appliances of 


Koether are monitoring devices that provide information that a user may need to 


know. 


41. Further, in claim 15, once the monitoring device detects an occurrence 


warranting notice, the apparatus as a whole provides information about the 


occurrence via one of a telephone call, a voice message, a pager message, an 


electronic mail message, or a fax transmission. There is no requirement of the 


destination of the information about the occurrence, only the medium for the 


transmission. Koether teaches providing notice of appliance failures through a 


telephone call in order to dispatch a repair person, who is authorized operator of 


the appliance. (Col. 9. 11. 61 -67.) Examples of other persons for whom notice of 


an occurrence touching on an appliance may be the operator of the appliance, 


kitchen staff, management of the kitchen, or even the franchise owner. Each of 


these classes of persons may be users of the appliance and are likely to need to be 
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informed of gross degradation as the Koether patent explains can be provided 


directly to the appliance. (Col. 8, 11. 61 -67.) Accordingly, one of ordinary skill in 


the art in July, 1996 would have understood that providing such notice by phone or 


electronic mail message (as electronic message is expressly described at Column 8, 


lines 61 -67) would be an obvious way of effecting the claimed notice, and would 


be beneficial in order to provide notice that a repair person has been dispatched 


and efforts to rectify the situation are under way. 


42. Claim 17 adds that a signal containing information about either confirmation 


or notification be generated by the first control device. Because of Koether's 


discussion of, for example, the real -time control of the kitchen appliance by the 


remote control center 170, as well as the bidirectional communication between the 


kitchen appliance, kitchen base station, and control center, a person of ordinary 


skill in the art in July, 1996, would have understood that the kitchen appliance 


(monitoring or first control device) needed to provide notification or confirmation 


signals that actions, or in actions, have taken place. This was commonly 


understood by a person of skill in the art prior to July 1996 because there is 


otherwise no way for any remote monitoring or control device to know if its 


instructions have been followed through. 


43. Furthermore, Koether expressly teaches that the kitchen appliance controller 


knows if the appliance is in an idle or cook mode, and that the kitchen base station 
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informs the control center of actions such as placing an appliance in the off state. 


(Col. 13. 11. 2 -8.). Thus, a person of ordinary skill in the art reading Koether would 


understand that a confirmation signal is generated by the kitchen appliance upon 


receiving a control command from the kitchen base station to turn the appliance 


off At the very least, given the disclosure of Koether, it would have been obvious 


to a person of ordinary skill in the art prior to July 1996 to incorporate such a 


confirmation signal from the kitchen appliance controller upon such an occurrence 


given the express sensing and diagnostic capabilities of the controllers, as well as 


the stated benefits of controlling, in real -time, power demand of kitchen 


appliances. (Col. 4, 11. 60 -63; Col. 12, 11. 5 -8). 


B. Crater 


44. The Crater patent was applied for on May 30, 1996. I am informed that this 


filing date, as it is before the date I have presumed is the earliest effective date for 


the Challenged Claims, makes Crater prior art to the Challenged Claims. 


45. The Crater patent is titled "Distributed Interface Architecture for 


Programmable Industrial Control Systems." The Crater patent describes a system 


where "an integrated control system comprises one or more controllers each 


equipped to perform a control function and to gather data (ordinarily from sensors) 


relevant to the control function." (Col. 2, 11. 56 -59.) "For example, a chemical 


synthesis process may be carried out at a temperature controlled to stay within an 
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operating range, but the optimal temperature may depend on the output of a 


previous process feeding into the synthesis; in this case, the temperature of the 


synthesis process as well as the output of the previous process are relevant control 


parameters with respect to the synthesis process." (Col. 2, 11. 65 - Col. 3, 11. 4.) 


46. As the Crater patent goes on to detail, this remote monitoring and control 


system "utilizes the capabilities of the Internet and, more particularly, the 


interactive capabilities made available by resources such as the World Wide Web 


to shift the burden of providing user interfaces for changing forms of data from 


monitoring computers to the controllers that actually gather and report the data." 


(Col. 2, 11. 40 -45.) An example of the interconnected controllers, monitors, and 


user interfaces is shown Figure 2 of the Crater patent: 
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47. As Crater details, "Mt should be stressed that the system may include more 


than one remote monitoring computers, and any of these may not, in fact, be 


`remote' (in terms of distance) at all; instead, they may reside at the same site as 


the controlled process or equipment." (Col. 3, 11. 27 -33.) This discussion 


confirms, along with the use of the Internet, that the various devices for control and 


monitoring of the Crater patent can be geographically distributed from the 


machinery. 


48. Crater makes clear that the remote monitoring and control devices "can 


monitor the efficiency or overall behavior of the equipment, perform diagnostic 


checks, or even effect certain maintenance operations." (Col. 3, 11. 36 -39.) 


49. I will now explain how the Koether patent can be combined with the Crater 


patent to describe the same devices and signals as claimed in the Challenged 


Claims. 


Claims 10, 15, 119, and 124 


50. It is my opinion that a person of ordinary skill in the art in July of 1996 


would recognize Koether could be combined with Crater because of the similarities 


in what those references teach. Both teach the remote monitoring and control of 


machinery using the relay of signals from processing devices both co- located and 


geographically disperse from the machine to be monitored and controlled. Both 


references recognize the need for such remote monitoring and control. For 
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example, Crater states [t]he enormous complexity of ensuring proper task 


sequencing and management, which requires not only procedural logic but constant 


monitoring of equipment states to organize and distribute operations and detect 


malfunction, has resulted in the widespread adoption of programmable 


controllers." (Col. 1, 11. 15 -20.) Crater further adds "the program causes the 


controller to examine the state of the controlled machinery by evaluating signals 


from one or more sensing devices(e.g., temperature or pressure sensors), and to 


operate the machinery (e.g. by energizing or deengergizing operative components) 


based on procedural framework, the sensor signals, and, if necessary, more 


complex processing." (Col. 1, 11. 23 -28.) This is exactly what ICoether describes: 


"The inventive Smart Commercial Kitchen (SCK) network has the ability, among 


other things, in real -time to monitor and control the maintenance, repair and energy 


management of kitchen or restaurant appliances located a wide geographical area." 


(Col. 3, 11. 50 -54.) Koether also explains that "[t]he control center may, if desired, 


control in real -time the normal operation for some or all of the kitchen or 


restaurant appliances." (Col. 3, II. 5 -7.) 


51. Given the same problem being addressed by both the Koether and Crater 


patents, it is my opinion that a person of ordinary skill in the art prior to July 1996 


would have been motivated to combine those teachings should one offer a solution 


or modification not expressly described in the other. For example, the express 
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disclosure in Crater of the Internet and the World Wide Web confirms that a 


person of skill in the art prior to July 1996 would have understood using those 


specific networks was acceptable, and in fact beneficial, when the Koether patent 


describes using an ISDN network. Benefits include the user friendly nature of the 


World Wide Web, the off -loading of processing in distributed systems, and 


security - all of which are detailed in Crater. (Col. 4, 11. 1 -17; Col. 4, 11. 50 -57; 8, 


11. 53 - Col. 9, 11. 14.) Additional benefits included the enhanced ability to add 


audio and video transmission to the control and data transmission functions 


described Koether. I am informed that from a legal perspective, the expected 


function as described in prior art reference as between two references can 


demonstrate nothing more than the application of the common sense of the person 


of ordinary skill in the art. It is my opinion that the use of precise mechanisms 


detailed in the Koether and Crater patents would be used exactly as described in a 


way as intended in each reference. 


52. Claims 10 and 119 both contain an element that adds that the premises 


appliance possesses a video recording device for obtaining video information of 


the premises. Crater expressly teaches the transmission of real -time video to the 


monitoring station. (Col. 4, 11. 58 - Col. 5, 11. 12.) The monitoring station can in 


turn be equipped with a display for viewing such data. (Col. 3, 11. 19 -26.) In light 


of this disclosure, the ability to transmit and view real -time video data would make 
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it obvious to have the video capturing device located at the machinery the Crater 


patent describes. Crater's description of multi -media applications further confirms 


this. (Col. 2, 11. 40 -55.) The motivation for this is clear. If the remote monitoring 


station of Crater is supervising and controlling complex machinery, for example in 


a chemical process, being able to visualize any error or disrepair for maintenance 


would increase the efficacy of such geographically disperse monitoring. (Col. 2, 11. 


65 - Col. 3, 11. 45.) Thus, adding a camera and recording function using the 


underlying multimedia technology of the web -based network of Crater would have 


provided obvious advantages to the Koether patent's kitchen system for the same 


reasons it benefitted Crater, as would have been understood by a person of 


ordinary skill in the art prior to July 1996. This functionality in the commercial 


kitchen context would further facilitate repair because video would add to the 


diagnostic information being relayed from the appliance to the control center. 


53. Claim 15 adds that the monitoring device detects an occurrence warranting 


notice and the apparatus provides notice via one of telephone call, voice message, a 


pager message, an electronic mail message, or a fax transmission. Crater expressly 


teaches use of the multimedia aspects of a web -based architecture to relay the 


various signals and messaging of that system. (Col. 9, 11. 3 -7.) More specifically, 


Crater describes providing audio segments to the monitoring device, which is 


remote from the machinery. (Col. 4, 11. 63 -67.) As of July, 1996, one of ordinary 
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skill in the art would have under stood that providing audio segments from the 


machinery to the monitoring station would have included a voice message 


transmission. This would be common sense to the ordinary skilled artisan because 


relaying of information concerning a process or maintenance operation directed by 


Crater would include voice message describing the maintenance issue through the 


web -based architecture described. 


54. It would have been likewise obvious to use the audio segments (voice 


messaging) notice function of Crater in the Koether patent's dispersed kitchen 


appliance monitoring station. As the Koether patent is express in the providing of 


control and diagnostic information to the control center, the inclusion of voice 


message information regarding disrepair would have been obvious to provide 


additional alerts and information to the recipient. 


55. Claim 124 adds to the element of a video recording device or camera the 


existence of storage media. Crater expressly teaches this describing the use of 


storage facilities. (Col. 6, 11.29 -35.) These storage media would permit the 


recording and then transmission of video information from the machinery of Crater 


to the remote monitoring device. A person of ordinary skill in the art prior to July, 


1996 would have understood that for the transmission of video information, 


including real -time video information, for the operation and maintenance of 
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equipment some amount of memory storage would be required for the acquisition, 


packaging, and transmission of video data. 


56. I, Richard Bennett, do hereby declare and state that all statements made 


herein are of my own knowledge, are true and that all statements made on 


information and belief are believed to be true; and further that these statements 


were made with the knowledge that willful false statements and the like so made 


are punishable by fine or imprisonment, or both, under Section 1001 of Title 18 of 


the United States Code. 


Date: 18 August, 2015 
/c4/ 1 lt),.. .---"'""_ 
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FIELD OF THE INVENTION 


The present invention pertains to a remote - controlled 


anti -theft and vehicle recovery apparatus and method for motor 


vehicles and, in particular, to a remote -controlled anti -theft and 
vehicle recovery apparatus which provides for an instantaneous, as 


well as for a deferred, anti -theft and /or theft deterrent response 


to a motor vehicle theft and for locating and /or recovering a motor 


vehicle. 


BACKGROUND OF THE INVENTION 


Anti -theft devices for motor vehicles are known, in the 


prior art, for preventing and /or thwarting the theft of a motor 
vehicle. Vehicle recovery devices or systems are also known for 


recovering a motor vehicle. These known anti -theft and vehicle 


recovery devices may be of the active or passive variety and are 


typically available in many forms (i.e. steering wheel locks, hood 


locks, ignition system cut -off devices, alarms, vehicle homing 
devices with associated receiving devices, etc.). In some cases, 


these devices may be of a very simple design, while in other cases, 


they may be of a more sophisticated design. However, as is well 


known, these known anti -theft and vehicle recovery devices or 


systems may be easily defeated by car thieves, and especially, by 


professional car thieves and /or have other disadvantages associated 
with their use. Experience has shown that even the most 


sophisticated of anti -theft devices may be defeated by an 


experienced, and determined, vehicle thief, and that vehicle 


recovery systems also have drawbacks associated with their use. 


In the case of some vehicle recovery devices, their use 


may be limited by the availability or lack thereof of the 
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corresponding tracker or receiver device(s) in the particular 


locality, or the lack of same by the police department in a given 


area. 


In recent times, an even more disturbing criminal 


practice involving the theft of motor vehicles has rendered most 


anti -theft devices virtually useless. This criminal practice, 


known as car -jacking, has gained widespread attention Car -jacking 


usually occurs when a thief or thieves confront a motorist or motor 


vehicle operator, when the motor vehicle engine is running, or when 


the car thief obtains easy access to the motor vehicle ignition 


keys and to the motor vehicle, either by force or by the threat of 


force, thereby bypassing, and rendering useless, any of the widely 


known anti -theft and /or theft -deterrent devices, thereby gaining 


control and /or possession of the motor vehicle. In these 


instances, the motorist or motor vehicle operator is well advised 


to surrender the motor vehicle. However, once surrendered, the 


motor vehicle is virtually lost to the car thief. 


Anti -theft and /or theft- deterrent devicés which attempt 


to defeat the ultimate vehicle theft, such as caused by car - 


jacking, by disabling the motor vehicle during the "getaway ", such 


as by shutting off power to the motor vehicle engine, have major 


disadvantages and drawbacks in that they could shut -off the vehicle 


engine at an inopportune instant in time, thereby causing a 


dangerous condition to exist which could lead to an accident and 


resulting injuries to individuals as well as damage to property. 


These accidents may arise when the motor vehicle power is suddenly 


shut -off while the vehicle is in motion, which condition could 


cause the vehicle to suddenly, or even gradually, lose power on a 


roadway or highway, while traveling at a moderate or at a high rate 


of speed and /or when a power steering and /or a power braking 
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system, which derives 


loses power upon the 


accidents such as 


inside and outside the vehicle, as well 


its power from the vehicle engine, suddenly 
loss of the engine power. As noted above, 


these may result in injuries to people, both 


as property damage caused 
by, and to, the vehicle. 


The above described disadvantages and drawbacks of the 
prior art devices may also pose accident liability concerns to 
those manufacturers and /or sellers of these devices, as well as to 
the owner or operator of the motor vehicle, as these entities 
and /or individuals may be held liable for the injuries and /or the 
damages sustained as a result of the above described accidents. 


Vehicle recovery systems are known which include a 
vehicle homing device, which is activated and which emits homing 
signals which are used to home in on, or to locate, the vehicle. 
These vehicle recovery systems usually require that the law 
enforcement agency have corresponding homing signal receivers and 
that they be kept in operating condition, in order to effectively 
home in on, or locate, the vehicle. Unless the local police or law 
enforcement authorities have such equipment, the homing signal 
recovery device serves little purpose in recovering the vehicle in 
that locale. Other vehicle recovery systems require that a police 
report be made prior to an activation of the homing and /or recovery 
equipment, which practice could result in the loss of valuable time, 
in the vehicle recovery process. 


SUMMARY OF THE INVENTION 


The present invention provides an apparatus and a method 
for overcoming the disadvantages and drawbacks which are associated 
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with the known prior art anti -theft and vehicle recovery devices 


and systems. 


The apparatus of the present invention comprises a 


transmitter system for transmitting an electrical, an electronic, 


an electromagnetic or other suitable signal, upon an activation by 


a vehicle owner or authorized user or operator. The transmitter 


should also consist of a user interface device and a transmitting 


device. The transmitter may also have a receiver for receiving 


signals. The transmitter transmits a signal, in response to an 


authorized user or operator accessing or activating the apparatus. 


The transmitter system is a remote system, which is not 


physically connected to the remainder of the apparatus. Further, 


the transmitter system is not located in the motor vehicle, but 


rather, is located external from, and separate and apart from, the 


motor vehicle. 


The apparatus also comprises a receiver for receiving the 


signals which are transmitted by the transmitter system. The 


receiver receives the signal(s) which is transmitted by the 


transmitter and provides an indication, in the form of a signal 


transmission, back to the transmitter and, in particular, the 


transmitter receiver, which signifies that a signal has been 


received by the apparatus. The receiver also generates data which 


is indicative of the signal, or a portion thereof, which has been 


received. The receiver should also be provided with its own 


transmitter. 


The transmitter /receiver combination should provide for 


the transmission and reception of a multitude of remote electrical, 


electronic, electromagnetic, and /or other suitable signals, over 
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long distances and /or in a mobile and /or a wireless communications 
environment. Upon receiving the signal, the receiver generates a 
distinct signal which is indicative of the signal transmitted from 
the transmitter. 


At least a portion of the transmitted signal may include 
a valid access code, which accesses the receiver and the apparatus. 
The access code serves to provide for security measures which may 
be taken in conjunction with the use of the apparatus. 


The apparatus also comprises a controller or a central 
processing unit CPU, which is electrically connected with the 
receiver and which receives, or reads, whichever the case may be, 
the signal or signals, or portions thereof, which are generated by 
the receiver. The CPU also has associated therewith a read only 
memory device(s) (ROM) and random access memory device(s) (RAM). 
The data which is received by the receiver is processed by the 
apparatus. 


The CPU may also have a transmitter associated therewith 
for transmitting signals to the transmitter receiver. In this 
manner, the CPU of the apparatus may respond to a user data 
transmission, command, or inquiry with a transmitted signal. 


The CPU is electrically connected to the motor vehicle 
ignition system, which is located externally from the apparatus. 
The CPU may or may not be connected with the vehicle ignition 
system through an ignition system interface. The CPU may transmit 
signals to, as well as receive signals from, the vehicle ignition 
system. In this manner, the CPU and the vehicle ignition system 
may exchange information between each other. 
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The CPU, upon receiving an appropriate signal from the 
receiver, and upon the completion of a data processing routine, may 
issue a suitable signal, to the vehicle ignition system. This 
signal may be one which will disable the vehicle ignition system or 
one which will re- enable or reset the vehicle ignition system. The 
CPU may also interrogate the ignition system and /or receive data 
from the ignition system which is indicative of ignition system 
status. 


The CPU may also be electrically connected to the motor 
vehicle fuel pump system which is also located externally from the 
apparatus. The CPU may or may not be connected with the vehicle 
fuel pump system through a fuel pump system interface. The CPU is 
capable of issuing a signal, to disable or to re- enable or reset 
the vehicle fuel pump system. The CPU may also interrogate and /or 
receive data from the fuel pump system which is indicative of fuel 
pump system status. The CPU may also provide control over the 
vehicle exhaust system. 


The CPU may also be electrically connected to at least 
one or more of a variety of vehicle equipment systems. The vehicle 
equipment system or systems are located externally from the 
apparatus and may or may not be connected to the CPU, via a 
respective vehicle equipment system or systems interface. The 
vehicle equipment' system or systems may include a loud siren or 
alarm, an external siren or alarm, a horn, a vehicle external light 
system(s), a power door lock system, a hood locking system, and any 
one or more of the widely known vehicle anti -theft systems and may 
also include a stolen vehicle or other type of vehicle recovery 
system or device. Each of the vehicle equipment systems, if 
utilized in conjunction with the apparatus, may be activated, de- 
activated, or in some other way controlled and /or monitored by the 
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apparatus of the present invention. The use of any one or more of 
the vehicle equipment system or systems is optional. 


The vehicle equipment system or systems receives signals 
from the CPU, which signals serve to activate or de- activate, or 
vice' versa, whichever the case may be, the respective vehicle 
equipment system(s). 


The apparatus also comprises a vehicle position and 
locating device which can be utilized in order to determine the 
position and /or the location of the vehicle. The vehicle position 
and locating device can be utilized so as to determine the position 
of the vehicle anywhere in the world and provide for the 


transmission of vehicle position and /or location data via an 


associated transmitter to an appropriate system receiver so that 
the vehicle may be located and /or tracked and recovered. 


The apparatus also comprises a vehicle position and 
locating system receiver, which is employed for receiving and /or 
processing the data which is transmitted from the vehicle position 
and locating device. 


The vehicle position and locating device comprises a 


positioning system computer and a global positioning device with 
associated global positioning system receiver. The vehicle 
position and locating device also comprises a position data 
transmitter for transmitting the vehicle position and /or location 
data to the vehicle position system receiver. The vehicle position 
and locating device may also comprise a data base which contains 
digital and /or digitized map data, which can be utilized in order 
to determine the geographical position of the vehicle from the 
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calculated "raw" position data obtained from the global positioning 


device. In this manner, vehicle position on a map may be obtained. 


Vehicle position and /or location data can be transmitted 


to the vehicle position system receiver which may be located at, or 


accessible to, the authorized user or operator and /or at the 


location of an authorized office or agency, such as at a central 


security office or agency or local or regional law enforcement 


office or agency, which is duly authorized to receive the vehicle 


position and /or location data for the vehicle. 


The vehicle position and locating device may also perform 


updated global positioning calculations so as to provide for a 


tracking of a vehicle movement. The apparatus may also ascertain 


vehicle movement by monitoring and /or tracking vehicle position 


data as it is updated. 


The vehicle position system receiver may be equipped with 


an appropriate computer system and a receiver for receiving the 


data transmitted by the transmitter of the vehicle position and 


locating device. 


The vehicle position system receiver comprises a CPU for 


controlling the operation of the system receiver which CPU is 


connected to the receiver for receiving and /or for reading the 


vehicle position and /or location data. The system receiver may 


also comprise a user interface device, a display device, an output 


device and a database containing digital map data for use in 


determining geographical position of a vehicle. The system 


receiver may also comprise a transmitter for sending data and /or 


signals to the vehicle position and locating device and /or for 


transmitting signals to the CPU and /or to the transmitter receiver. 
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The system receiver may also be utilized in conjunction 
with a home and /or a personal computer which may be utilized with 
an associated receiver or equivalent peripheral device(s). 


A home and /or personal computer may also be utilized for 
performing the functions of the transmitter and the vehicle 
position and locating system receiver. The apparatus may also be 
utilized in conjunction with a computer network such as an on -line 
service and /or on, or over, the Internet and /or the World Wide Web 
by employing an appropriate server computer and /or an associated 
Web Site in conjunction with an appropriate communication medium. 


Upon the occurrence, or the discovery thereof, of the 
theft of a vehicle, or simply in order to monitor vehicle status or 
location, the authorized user or operator may activate the 
apparatus by entering an access code into the transmitter 
interface. Entry of a valid access code will activate a signal 
transmission from the transmitting device. The transmitter 
transmits a signal to access the apparatus. 


The authorized user or operator can then transmit a 
command code from the transmitter to the receiver of the apparatus. 
In a case when the vehicle has been stolen, the command code may be 
a vehicle disable command code. It should also be noted that a 
vehicle re- enable or reset command code, or any other suitable 
command code, which would represent a function or operation to be 
performed by the apparatus, may also be entered. The command code 
is then transmitted to, and received by, the receiver. 


The command code data is then transmitted to, or read by, 
the CPU for command code identification and for further processing, 
if necessary. In this manner, an authorized user or operator, upon 
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learning of the theft of the vehicle, or simply attempting to 
ascertain the status and /or location of the vehicle, may easily 
access or activate the apparatus by simply "calling up" the 
apparatus. 


In the case where the motor vehicle has been stolen, and 
the authorized user or operator wants to prevent or thwart the 
theft of the vehicle and recover the vehicle, the command code 
which may be entered is a vehicle disable command code (disable 
code) which will disable the vehicle and activate the vehicle 
position and /or locating device. If the authorized user or 
operator desires to re- enable the vehicle, such as when the motor 
vehicle has been found or recovered, so as to render the vehicle 
re- enabled or operational, the command code to be entered may be a 
vehicle re- enable or reset command code. 


If a valid disable code is transmitted to the apparatus, 
the vehicle position and locating device is activated and various 
vehicle systems, including the vehicle ignition system, fuel pump 
system and /or at least one or more of a variety of utilized vehicle 
equipment system(s) are either activated or de- activated, depending 
upon the circumstances. 


The operation of the vehicle position and locating device 
will proceed and continue simultaneously and /or concurrently with 
the operation of the apparatus and the CPU. Any one or more of a 
vehicle equipment systems, including a vehicle alarm and /or homing ' 


device may also be activated. 


Upon the vehicle being found or recovered, such as in a 
manner resulting from utilizing the vehicle position and locating 
device, the authorized user or operator may once again access the 
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apparatus by entering the valid access code and then by entering 
the valid re- enabling or reset command code. 


The CPU may then issue a control signal to re- enable or 
reset the vehicle ignition system and /or the vehicle fuel pump 
system and /or de- activate or re- activate, any one or more of the 
various vehicle equipment systems which are utilized. The vehicle 
position and /or locating device may also be de- activated. 


Safeguards may be employed in order to prevent a wrong or 
a mis- dialed number from accidently accessing. and activating the 
apparatus, and further, may serve to prevent an unauthorized or an 
unwanted disabling or re- enabling or setting or resetting of the 
vehicle ignition system, and /or the vehicle fuel pump system and /or 
the activation or the de- activation of the vehicle exhaust system 
and /or any one or more of the various vehicle equipment systems 
which may be utilized. 


As noted above, a disable command code causes the 
apparatus to activate a vehicle position and locating device which 
operates simultaneously and /or concurrently with, and independently 
of, the operation of the apparatus and the CPU. Once activated, 
the vehicle position and locating device activates the global 
positioning device which calculates vehicle position data by using 
well known global positioning calculation methods and /or 
techniques. 


Once the vehicle position data has been calculated, the 
position data can then be transmitted, to the vehicle position 
system receiver which is located at the location of the authorized 
user or operator, or at the authorized office, agency or other 
entity. Geographic position and /or location data (i.e. street 


NY2-63212.1 


12 


Petitioner CoxCom, LLC - Exhibit 1004 Page 27 







location, location on a map, etc.) for the vehicle may also be 


obtained by processing the position and /or location data in 


conjunction with digital map data. The transmission of position 


data may be repeated for a predetermined time interval, after which 


the global positioning device may calculate updated position data. 


The vehicle position data which is received by the vehicle position 


system receiver may then be employed to find and /or recover the 


vehicle. Vehicle position data may be updated, continuously or in 


some other suitable manner, by repeating the global positioning 


calculations. 


position 


monitor 


Vehicle position data, along with updated vehicle 


data, may also be utilized in order to track and /or 


vehicle movement. Vehicle position data 


displayed 


vehicle. 


may also be 


and /or output for use in finding and /or recovering the 


The authorized user or operator may discontinue operation 


of and /or de- activate the global 


vehicle position system receiver, 


found or recovered. 


positioning device and /or the 


such as when the vehicle has been 


The global positioning device may 


and /or track vehicle movement anywhere in 


manner, the apparatus 


be utilized to locate 


the world. In this 


of the present invention may be utilized to 


disable or de- activate vital vehicle systems and /or to find and /or 


recover a stolen vehicle and /or to monitor vehicle operation and /or 


vehicle location and /or movement. 


Further, the present invention provides for an apparatus 


and a method for disabling and /or re- enabling various systems of 


the vehicle, when the vehicle is not in use, simply by "calling up" 
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the apparatus so as to disable the vehicle and, thereby, provide 
added security against vehicle theft. In this manner, an 
authorized user or operator may disable the vehicle ignition 
system, fuel pump system, exhaust system and /or any one or more of 
a variety of the vehicle equipment systems, of a vehicle which may 
be parked and /or in use, from any location and /or at any time. 


An authorized user or operator may also access the 
apparatus at any time and, with the use of an appropriate command 
code, may determine the operating status of the vehicle, the 
apparatus, and /or any one or more of the various vehicle systems so 
as to determine if, for example, the ignition system or fuel pump 
system is activated or on, thereby alerting the authorized user or 
operator that someone is operating the vehicle. An authorized user 
or operator may also access the apparatus so as to determine 
vehicle position and /or location and /or the geographic location of 
the vehicle.. In this manner, the authorized user or operator can 
determine the status and /or the location of his or her vehicle at 
any time and for any reason. In this regard, a safe and an 
effective anti -theft and /or vehicle recovery apparatus and method 
is provided by the present invention. 


The apparatus of the present invention may be utilized in 
conjunction with a multitude and /or a variety of valid command 
codes, wherein each different command code may selectively disable 
or re- enable or reset any one or any combination of the vehicle 
systems, such as the vehicle ignition system, the vehicle fuel pump 
system, the vehicle exhaust system and /or any one or more of the 
various vehicle equipment systems which may be utilized. In this 
manner, the authorized user or operator may utilize the present 
invention to selectively disable, re- enable, de- activate or re- 
activate any one or more of the vehicle systems, or a combination 
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thereof, at his or her discretion at any time, and from any 
location. 


As noted above, an authorized user or operator may also 
utilize command codes for determining status of the apparatus or of 
the vehicle, or of any one or more of the vehicle systems. A 
command code may also be employed to simply determine vehicle 
position data. 


The apparatus may also be programmable by the user or 
operator via the transmitter or at the vehicle so that certain 
parameters, such as the timing, and /ór the degree of disabling or 
re- enabling, of the various vehicle systems may be programmed. 


By utilizing a multitude of command codes, including 
disable codes and /or re- enable or reset codes, which codes affect 
different vehicle systems, or combinations thereof, it is also 
possible to selectively control the vehicle systems from a remote 
location. The apparatus may also be programmed for automatic 
activation, via a command code, so that the apparatus may become 
activated upon a certain occurrence, or lack thereof, and 
thereafter, provide for the disabling and /or the re- enabling of any 
one or more of the vehicle systems along with activating the 
vehicle position and /or locating device. The apparatus may also 
provide information pertaining to vehicle theft, status and /or 
position. 


In an alternate embodiment of the present invention, an 
arming device and an activation device may be utilized in 
conjunction with the apparatus in place of the transmitter/ 
receiver combination so as to provide for an automatic activation 
of the apparatus. In such an embodiment the command code may be a 
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default code and /or be user selectable and /or programmable. 
Automatic activation may also be programmed by the user or operator 
via a command code with apparatus operation activated upon the 
occurrence, or lack thereof, of a specified event. 


In this manner, the arming device /activation device 
combination may be utilized so as to activate the apparatus and /or 
any one or more of the vehicle systems, including the ignition 
system, the fuel pump system, the exhaust system and any one or 
more of the various vehicle equipment systems which are utilized in 
conjunction with the apparatus. The vehicle position and locating 
device may also be activated via the automatic activation of the 
apparatus. 


In yet another alternate embodiment of the present 
invention, the vehicle position and locating device may comprise a 
plurality of global positioning devices which may be strategically 
located at various points and /or locations in or on the vehicle. 
Each of the global positioning devices should be placed at a 
different point and /or location in or on the vehicle with the 
distances between each of the respective devices being recorded and 
stored. Upon the activation of the global positioning devices and 
the calculation of each position or location of each device, any 
change in distance between any two or more of the respective 
devices could be utilized to determine if the vehicle, or any 
portion thereof, has been dismantled or structurally altered, at 
least in part, or possibly to a greater extent. 


The apparatus and the method of the present invention may 
also be utilized in conjunction with a central security office or 
agency, such as a private security service, or by a local or 
regional law enforcement office or agency, in order to provide a 
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prompt means by which to report a vehicle theft, provide for a 


manner in which to disable and /or re- enable a vehicle or vehicle 


system, and to determine vehicle position and /or location so as to 


facilitate the locating and the recovery of the vehicle. The 


present invention may also be utilized so as to provide for a 


prompt law enforcement theft reporting, law enforcement response to 


the theft report and recovery of the vehicle. 


An authorized user or operator may register their vehicle 


and apparatus with a central security office or agency such as by 


registering vehicle identification information along with vehicle 


access and command code data along with any other pertinent 


information. Upon the occurrence of a vehicle theft, or the 


discovery thereof, the authorized user or operator can access the 


apparatus so as to provide control over same while, at the same 


time, providing for a monitoring and /or a controlling function to 


be performed by the central security office or other entity. The 


apparatus which is utilized at the central security office and /or 


other entity has the same control capabilities over the vehicle as 


that of the apparatus utilized in the vehicle. In this regard, 


status of the apparatus, the vehicle, any one or more of the 


various vehicle systems, and /or the vehicle position and /or 


location data may be obtained by the apparatus located at the 


central security office or other entity. 


The apparatus which is utilized at the central security 


office may also be utilized in connection with an on -line service 


and /or on, or over, the Internet and /or the World Wide Web so as to 


provide for a means by which the authorized user or operator may 


utilize the apparatus in conjunction with a home and /or a personal 


computer. 
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In another embodiment, an access code may be only 
transmitted to, and received by, the central security office 
apparatus and the vehicle may be accessed and controlled via access 
and command codes which are transmitted by and from the central 
security office apparatus. 


In yet another embodiment, the access code may only be 
transmitted to, and received at, the vehicle. In this embodiment, 
the apparatus which is located in the vehicle may then transmit 
data to the apparatus located at the central security office 
thereby alerting the central security office or agency of the 
vehicle theft or status inquiry. The apparatus at the central 
security office may thereafter provide control over and /or monitor 
the functions of, the vehicle apparatus for a plurality of 
vehicles. Further, the central security office apparatus also 
provides the means by which to allow a central security office or 
local or regional law enforcement office or agency to provide 
security monitoring over the vehicle(s) which are registered 
therewith. In the case were the apparatus may be automatically 
activated, the vehicle apparatus may transmit a signal, indicative 
of vehicle theft'and /or an unauthorized use or operation of the 
vehicle, to the central security office apparatus thereby reporting 
the unauthorized use or operation, or theft, before the authorized 
user or operator is able to discover same. 


The central security office apparatus may also be 
utilized so as to verify and monitor apparatus accessing and /or 
activation by the authorized user or operator. The authorized user 
or operator may "call" the central security office simply to 
determine the status and /or the whereabouts or location of his or 
her vehicle. Both the vehicle apparatus and the central security 


NY2-63212.1 


18 


Petitioner CoxCom, LLC - Exhibit 1004 Page 33 







office apparatus can provide the same functions and /or exercise the 
same control over the vehicle. 


Accordingly, it is an object of the present invention to 


provide a vehicle anti -theft and /or vehicle recovery apparatus and 
method which is activatable and /or controllable from a remote 


location. 


It is another object of the present invention to provide 


a vehicle anti -theft and /or vehicle recovery apparatus and method 
which provides for the selective activation and /or de- activation of 
any one or more of a vehicle. ignition system, fuel system, exhaust 


system and /or any one or more of various vehicle equipment systems. 


It is another object of the present invention to provide 
a vehicle anti -theft and /or vehicle recovery apparatus and method 
which is utilized in conjunction with a global positioning system 
or other positioning system and which provides for a determination 
of vehicle position and /or location. 


It is another object of the present invention to provide 


a vehicle anti -theft and /or vehicle recovery apparatus and method 
which provides information regarding vehicle and /or apparatus 


status, status of various vehicle systems and /or vehicle position 


or location and /or geographic location of the vehicle. 


It is another object of the present invention to provide 


a vehicle anti -theft and /or vehicle recovery apparatus and method 


which it utilized in conjunction with a home and /or a personal 


computer. 
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It is yet another object of the present invention to 
provide a vehicle anti -theft and /or vehicle recovery apparatus and 
method which may be utilized,. operated and /or controlled via, or 
with, an on -line service, and /or on, or over, the Internet and /or 
the World Wide Web. 


It is still another object of the present invention to 
provide a vehicle anti -theft and /or vehicle recovery apparatus and 
method which provides for the automatic activation of the 
apparatus. 


It is still another object of the present invention to 
provide a vehicle anti -theft and /or vehicle recovery apparatus and 
method which utilizes multiple global and /or other positioning 
devices for use in ascertaining if a vehicle has been structurally 
altered. 


It is still another object of the present invention to 
provide a vehicle anti -theft and /or vehicle recovery apparatus and 
method which is utilized in conjunction with a central security 
office and /or agency. 


It is yet another object of the present invention to 
provide a vehicle anti -theft and /or vehicle recovery apparatus and 
method which is utilized in conjunction with a central security 
office and /or agency and /or with an on -line service and /or on, or 
over, the Internet and /or the World Wide Web. 


Other objects and advantages of the present invention 
will be apparent to those individuals skilled in the art upon a 


review of the Description Of The Preferred Embodiment taken in 
conjunction with the Drawings which follow. 


NY2-63212.1 


20 


Petitioner CoxCom, LLC - Exhibit 1004 Page 35 







BRIEF DESCRIPTION OF THE DRAWINGS 


In the Drawings: 


Figure 1 illustrates a block diagram of the apparatus 
which is the subject of the present invention; 


Figure 2 illustrates the vehicle position and locating 
device of Figure 1 illustrating the main components thereof in 
block diagram form; 


Figure 3 illustrates the vehicle position and locating 
system receiver of Figure 1 illustrating the components thereof in 
block diagram form; 


Figure 4 illustrates a block diagram of a computer system 
which is utilized in an alternate embodiment of Figure 1 for 
performing the functions of, and for, the transmitter and the 
vehicle position and locating system receiver of the apparatus of 
the present invention; 


Figure SA illustrates the apparatus of Figure 1 wherein 
the computer of Figure 4 is utilized in an alternate embodiment in 
order to replace and to perform the functions of the transmitter 
and the vehicle position and locating system receiver of the 
apparatus of the present invention. 


Figure SB illustrates an alternate embodiment of the 
apparatus of the present invention wherein the apparatus is 
utilized in conjunction with an on -line service and /or on, or over, 
the Internet and /or the World Wide Web; 
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Figure 6 illustrates a flow diagram illustrating the 
preferred embodiment operational steps and /or sequences of 
operation of the apparatus and the method of the present invention; 


Figure 7 illustrates the preferred embodiment operation, 
in flow diagram form, of the vehicle position and locating device 
which is utilized in the apparatus of the present invention; 


Figure 8 illustrates the preferred embodiment operation, 
in flow diagram form, of the vehicle position system receiver which 
is utilized in the apparatus of the present invention; 


Figure 9 illustrates an alternate embodiment of the 
present invention wherein an arming device and an activation device 
are utilized in conjunction with, and for, an automatic activation 
of the apparatus of the present invention; 


Figure 10 illustrates an alternate embodiment of the 
vehicle position and locating device which comprises a plurality of 
global positioning devices and corresponding global positioning 
receivers; 


Figure 11A illustrates another alternate embodiment of 
the present invention wherein the apparatus is utilized in 
conjunction with a central security office or agency; and 


Figure 11B illustrates yet another alternate embodiment 
of the present invention wherein the apparatus of Figure 11A is 
utilized in conjunction with an on -line service and /or on, or over, 
the Internet and /or the World Wide Web. 


NY2-63212.1 


22 


Petitioner CoxCom, LLC - Exhibit 1004 Page 37 


------ 







DESCRIPTION OF THE PREFERRED EMBODIMENT 


Figure 1 illustrates a block diagram of the apparatus 
which is the subject of the present invention and which is denoted 
generally by the reference numeral 1. As illustrated in Figure 1, 


the apparatus 1 comprises a transmitter system 2, for transmitting 
an electrical, an electronic, an electromagnetic or other suitable 
signal, upon an activation by a motor vehicle owner or authorized 
user or operator, hereinafter referred to collectively as the 
"authorized user or operator ". 


In the preferred embodiment, the transmitter system 2 


consists of a user interface device 2A and a transmitting device or 
transmitter 2B. The transmitter 2 also has a receiver 2C for 
receiving signals as will be described below. The user interface 
device 2A provides the means by which the authorized user or 
operator may access or activate the apparatus 1, as well as the 
means by which the authorized user or operator may enter access 
and /or command codes into the transmitter system 2. The 
transmitter 2B transmits a signal, in response to the authorized 
user or operator accessing or activating the apparatus 1. The user 
interface device 2A also comprises a device (not shown) for 
providing an audio and /or a video indication of system operation 
and /or status as well as providing information indicative of data 
received by the receiver 2C. 


The transmitter system 2 is a remote system, which is not 
physically connected to the remainder of the apparatus 1. Further, 
the transmitter system 2, in the preferred embodiment, is not 
located in the motor vehicle, but rather, is located external from, 
and separate and apart from, the motor vehicle. In the preferred 
embodiment, the transmitter system 2, is designed to be capable of 
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transmitting signals over long distances, i.e. tens, hundreds, 
and /or thousands of miles or farther. The transmitter system 2, in 


the preferred embodiment, is also capable of transmitting a 


multitude of signals. As will be described below, this capability 
to transmit a multitude of signals allows for the transmission of 
a variety of command codes, and of multiple command codes, to the 


apparatus 1, which in turn, provides for an apparatus which may 
provide for a multitude of responses in the control and operation 
thereof. 


In the preferred embodiment, the transmitter system 2 is 
a touch tone telephone which may be a line - connected telephone, a 


cordless telephone and /or a cellular or mobile telephone. As 


described hereinafter, the transmitter system 2 may also be a home 
and /or a personal computer, having associated telecommunication 
devices or other suitable peripheral device(s) such as a modem 
and /or a fax /modem, or other personal communication device, which 
can operate over an appropriate telecommunications system, and /or 
other suitable communications systems, including radio signal, 
optical, satellite and /or other communications systems. The 
communications system utilized may operate anywhere in the 


electromagnetic and /or radio spectrum. In this regard, personal 
communication service (PCS) systems may also be utilized. Digital 
signal communications devices and systems may also be utilized. 


Applicant hereby incorporates by reference herein the 
subject matter of U.S. Patent No. 5,081,667 which teaches a system 
for integrating a cellular telephone with a vehicle security 
system. Applicant also hereby incorporates by reference herein the 
subject matter of U.S. Patent No. 5,276,728 which teaches a 


remotely activated automobile disabling system. Applicant further 
hereby incorporates by reference herein the subject matter of U.S. 
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Patent No. 5,113,427 which teaches a radio signal responsive 


vehicle device control system, and further, use of a personal 


paging unit in a paging system for receiving a radio signal. 


Referring once again to Figure 1, the apparatus 1 also 


comprises a receiver 3, for receiving the signals which are 


transmitted by the transmitter system 2. The receiver 3 may be any 


receiver which is capable of receiving the remote electrical, 


electronic, electromagnetic, and /or other signals, which may be 


transmitted by the transmitter 'system 2. In the preferred 


embodiment, the receiver 3 is also capable of receiving any of a 


wide variety of signals, and multitude of signals, which may be 
transmitted by the transmitter system 2. 


The transmitter system 2 /receiver 3 combination, of the 


apparatus 1 is implemented, in the preferred . embodiment, by a 


telephone /telephone beeper or pager system which systems and 


related techniques are well known in the telecommunications art. 


In such a telephone /telephone beeper or pager system, the 


transmitter 2 can be any touch -tone telephone which provides a user 


interface, in the form of the touch -tone keypad or buttons, or the 


like, for entering a data code or sequence, and which may provide 


a means by which to transmit a signal, in response to the entered 


data, to an appropriate receiver device which is typically a 


telephone beeper or pager which may be serviced by an appropriate 


communications system or service. 


The receiver 3 or beeper or pager, or the communication 


system which services same, in turn, provides an indication, in the 
form of a signal transmission, back to the transmitter and, in 


particular, the transmitter receiver 2C, which signifies that a 


signal has been received by the apparatus 1. The receiver 3 also 
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generates data which is indicative of the signal, or a portion 
thereof, which has been received. In this regard, in the preferred 
embodiment, the receiver 3 is provided with its own transmitter 3A, 
or the communication system or service which services the receiver 
3 may provide a transmitter (not shown) as may be the case with 
certain pager systems, such as and including two -way pager systems, 
for transmitting signals back to the transmitter system 2. The 
receiver 3 may also be a cellular or mobile telephone which can 
receive and transmit. signals at and from a mobile location. 


It should be noted that the telephone /telephone beeper or 
pager system, including two -way pager systems, may be replaced with 
any other type of transmitter /receiver combination, electronic or 
otherwise, which provides for the transmission and reception of a 
multitude of remote electrical, electronic, electromagnetic, and /or 
other suitable signals, over long distances and /or in a mobile 
and /or wireless communications environment. As noted abové, a 


personal computer system which may be adapted to such operation, or 
a personal communicating device(s) or personal communication 
services (PCS) device(s) may also be utilized for, or in, any of 
the transmitter /receiver system combinations described hereinabove 
and hereinbelow. Two way pagers may also be utilized for any, or 
in any, of the transmitter /receiver system combinations described 
hereinabove or hereinbelow. 


In the preferred embodiment, upon receiving the signal, 
the receiver 3, generates a distinct signal which may be a digital, 
an electrical, an electronic and /or an electromagnetic or other 
suitable signal, which signal is indicative of the signal 
transmitted from the transmitter 2S of the transmitter system 2 and 
received by the receiver 3. 
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At least a portion of the signal transmitted from the 
transmitter system 2 to the receiver 3 may include a valid access 
code, which accesses the receiver 3, and the apparatus 1, which 
access code serves to provide for security measures which may be 
taken in conjunction with the use of the apparatus 1. 


The apparatus 1 also comprises a controller or a central 
processing unit CPU 4, which is electrically connected with the 
receiver 3 and which receives, or reads, whichever the case may be, 
the digital signal or signals,. or portions thereof, which are 
generated by the receiver 3. The CPU 4 may be any type of digital 
processing device. In the preferred embodiment, the CPU 4 is 
implemented by a microprocessor. The CPU 4 also has associated 
therewith a read only memory device (ROM) 5 and a random access 
memory device (RAM) 6 for storing data which is utilized by the 
apparatus 1. The data which is received by the receiver 3 is 
processed by the apparatus 1 in the manner described below. 


The use of a microprocessor as the CPU 4 provides for 
versatility in apparatus programmability, as well as facilitates an 
apparatus which can be made as small in size as possible. It is 
important to note that the CPU 4 may also be implemented by a 
micro -computer, a mini - computer or any other digital computer 
device or system, along with the requisite associated memory 
devices and other necessary and /or selected peripheral devices. 
The functions of the CPU 4 may also be performed by appropriately 
integrating the apparatus 1 with the electronic command computer of 
the vehicle. 


It should be noted that the provision of an apparatus 1, 


which is as small as possible, allows for an apparatus which may be 
more easily installed and concealed in the vehicle, so as to 
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prevent its being located and defeated by a car thief. It is also 
envisioned that the apparatus 1 may be installed in the motor 
vehicle during the vehicle's manufacture and /or assembly process so 
as to insure that it will not be easily detectable or accessible by 
a car thief. The more concealable the apparatus, the less 
likelihood that it could be located and defeated. It is envisioned 
that the apparatus 1 and any associated circuitry and /or wiring, 
may be designed into the motor vehicle so as to be inaccessible to 
a thief. 


The CPU 4 also has a transmitter 4A associated therewith 
for transmitting signals to the transmitter system 2. In this 
manner, the CPU 4 of the apparatus 1 may respond to a user data 
transmission, command, or inquiry with a transmitted signal which 
may include digital as well as other data and may also include 
electronically synthesized voice data which is generated by a voice 
synthesizer 4B which is connected to the CPU 4 and the transmitter 
4A as shown in Figure 1. The transmitter 4A and optional voice 
synthesizer 4B may be utilized so as to provide information to'an 
authorized user or operator which may include, but not be limited 
to, apparatus status, vehicle operation status, status of each 
vehicle system which is utilized in conjunction with the apparatus 
as well as vehicle position data. 


The CPU 4 is electrically connected to the motor vehicle 
ignition system 7, which is located externally from the apparatus 
1. The CPU 4 may or may not be connected with the vehicle ignition 
system 7 through an ignition system interface 8 which is also shown 
in Figure 1. The CPU 4 may transmit signals to, as well as receive 
signals from, the vehicle ignition system 7. In'this manner, the 
CPU 4 and the vehicle ignition system 7, may exchange information 
between each. other. In this manner, the CPU 4, upon receiving an 


NY2-63212.1 


28 


Petitioner CoxCom, LLC - Exhibit 1004 Page 43 







appropriate signal from the receiver 3, and upon the completion of 
the requisite data processing routine, which will be described 
below, may issue an electrical, an electronic, and /or any other 
suitable signal, including a digital command signal, to the vehicle 
ignition system 7. This electrical, electronic and /or other 
suitable signal or digital command signal may be one which will 
disable the vehicle ignition system 7 or one which will re- enable 
or reset the vehicle ignition system 7. The CPU 4 may also 
interrogate the ignition system 7 and /or receive data from the 
ignition system 7 which is indicative of ignition system status 
(i.e., whether the ignition system 7 is on or off). 


In the preferred embodiment, the CPU1 4 is also 
electrically connected to the motor vehicle fuel pump system 9 
which is also located externally from the apparatus 1. The CPU 4 
may or may not be connected with the vehicle fuel pump system 9 
through a fuel pump system interface 10 which is also shown in 
Figure 1. In the case of an electrical or an electronic fuel pump 
system, the CPU 4 may provide an electrical, an electronic, and /or 
other suitable signal, including a digital signal, which will 
disable or re- enable the vehicle fuel pump system 9. 


In the case of a.mechanical fuel pump system, the CPU 4 
may provide an electrical, electronic, and /or other suitable 
signal, including a digital signal, which will disable or re- enable 
an electrical valve system, which may be used to control the 
operation of the mechanical fuel pump system. Whichever the case 
may be, the CPU 4 will be capable of issuing an electrical, 
electronic and /or other suitable signal, including a digital 
signal, to disable or to re- enable the vehicle fuel pump system 9. 
The CPU 4 may also interrogate and /or receive data from the fuel 
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pump system 9 which is indicative of fuel pump system status (i.e., 


whether the fuel pump system 9 is on or off). 


The CPU 4 may also be electrically connected to an 


appropriate device (not shown) for controlling the operation of a 


vehicle exhaust system. 


The CPU 4, in the preferred embodiment, is also 


electrically connected to at least one or more of a vehicle 


equipment system or systems il. The vehicle equipment system or 


systems 11 are located externally from the apparatus 1 and may or 


may not be connected to the CPU 4, via a vehicle equipment system 


or systems interface 12 which may or may not be required for each 


one of the variety or multitude of the vehicle equipment systems 


which may be utilized in conjunction with the apparatus. 


The vehicle equipment system or systems 11 may include a 


loud siren or alarm, which may be located in the passenger 


compartment of the motor vehicle and, which may produce a loud 


piercing sound so as to make it unbearable for an intruder to 


remain inside the motor vehicle passenger compartment. The vehicle 


equipment system 11 may also include an external siren or alarm, 


which may produce a loud piercing sound, which may be utilized to 


draw attention to the motor vehicle. The vehicle equipment system 


11 may also include a horn, which may blare continuously or 


intermittently, so as to also draw attention to the motor vehicle. 


The vehicle external light system(s), which may include 


the vehicle head lights, tail lights or flashers, which may be 


constantly illuminated or which may blink on and off repeatedly so 


as to draw attention to the motor vehicle, may also be utilized as 


a vehicle equipment system 11. The vehicle equipment system 11 may 
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also include a power door lock system, for securing the vehicle 


passenger compartment so as to prevent an entry thereinto or an 


exit therefrom. In addition, the vehicle equipment system 11 may 


include a hood locking system, such as a mechanical hood locking 


system, for locking the vehicle hood so as to prevent an 


unauthorized access into the vehicle engine compartment so as to 


prevent any tampering with the apparatus 1 or with other systems 


and /or components of the motor vehicle. 


The vehicle equipment system(s) 11 may also include any 


one or more of the widely known vehicle anti -theft systems and may 


also include a vehicle recovery system or device, including a 


homing and /or a tracking system, each of which system(s) may be 


activated by the apparatus 1 of the present invention. 


'As noted above, the use of any one or more of the vehicle 


equipment system or systems 11, and their associated interface 


devices 12, may be optional. 


The vehicle equipment system or systems 11 receives 


signals from the CPU 4, which signals serve to activate or de- 


activate, or vice versa, whichever the case may be, the respective' 


vehicle equipment system(s) which are utilized in conjunction with 


the apparatus 1. The vehicle equipment systems 11 may also include 


any other suitable vehicle system or equipment feature which may be 


utilized to draw attention to the motor vehicle and /or in some 


other way impede the vehicle theft. It should be noted that any of 


the interface devices 8, 10 and 12 may include any of the requisite 


interfacing circuitry which may be necessary to facilitate CPU 4 


control over the respective systems which may be utilized. 
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The apparatus 1 also comprises a vehicle position and 
locating device 13 which can be utilized in order to determine the 
position and /or the location of the vehicle. The vehicle position 
and locating device 13 can be utilized so as to determine the 
position of the vehicle anywhere in the world and provide for the 
transmission of vehicle position and /or location data to any 
appropriate system receiver so that the vehicle may be located 
and /or tracked and recovered. In the preferred embodiment, the 
vehicle position and locating device 13 comprises and utilizes a 
global positioning device and an associated transmitter for 
transmitting position and /'or location data to the authorized user 
or operator and /or to an authorized office or agency authorized to 
receive and /or to monitor such data transmissions. 


The apparatus 1 also comprises a vehicle position and 
locating system receiver 14, which may be employed by the 
authorized user or operator and /or by the authorized office or 
agency, for receiving and /or processing the data which is 
transmitted from the vehicle position and locating device 13 as 
will be described in more detail hereinbelow. The apparatus 1 may 
also comprise a user interface device (not shown). 


Figure 2 illustrates the vehicle position and locating 
device 13 of Figure 1 illustrating the main components thereof in 
block diagram form. The vehicle position and locating device 13, 
in the preferred embodiment, comprises a positioning system 
computer 21 and a global positioning device 22 with associated 
global positioning system receiver 23. The positioning system 
computer 21 comprises a central processing unit (CPU) (not shown) 
and associated read only memory (ROM) device (not shown) and random 
access memory access memory (RAM) device (not shown). The vehicle 
position and locating device 13 also comprises a position data 
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transmitter 24, for transmitting the vehicle position and /or 
location data to the vehicle position system receiver 14. The 
vehicle position and locating device 13 also comprises a data bise 
25 which contains digital and /or digitized map data, which can be 
utilized to determine the geographical position of the vehicle from 
the calculated "raw" position data obtained from the global 
positioning device 22. In this regard, vehicle location on a map 
and /or street location may be obtained. 


As will be described in more detail below, the 
positioning system computer 21 controls the operation of the 
vehicle position and locating device 13, including the operation of 
the global positioning device 22. The global positioning system 
receiver 23 receives the necessary signals from the global 
positioning satellites which are located in orbit above and around 
the earth. The signals which are received by the receiver 23 are 
processed by the global positioning device 22, in a manner which is 
well -known to those skilled in the global positioning art. Once 
the vehicle position data or "raw" data is calculated, the data is 
transmitted to, or read by, the positioning system computer 21. 


Vehicle position and /or location data can then be 
transmitted to the vehicle position system receiver 14 which may be 
located at, or accessible to, the authorized user or operator 
and /or at the location of an authorized office or agency, such as 
at a central security office or agency or local or regional law 
enforcement office or agency, which is duly authorized to receive 
the vehicle position and /or location data for the vehicle. 


Vehicle position and /or location data is transmitted by 
the transmitter 24 which, in the preferred embodiment, is a radio 
signal transmitter or a broadcast transmitter. The transmitter 24 
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may also be a cellular or mobile telephone or wireless or other 
communication device which is programmed to call and transmit the 
data to the vehicle position system receiver 14. The transmitter 
24 may also be a digital signal transmitter or any other suitable 
transmitter. The global positioning data could also be obtained by 
the user or operator by directly "calling" the system' receiver 14 
and /or the CPU 4 of the apparatus 1. 


In the preferred embodiment, the transmitter 24 comprises 
a radio signal transmitter for transmitting vehicle position and /or 
location data to the vehicle position system receiver 14, which may 
be at a location of the authorized user or operator and /or at a 
central security office or agency or at a local or regional law 
enforcement office or agency as will be described in more detail 
hereinbelow. In this regard, the vehicle position system receiver 
14 comprises a radio signal receiver which is tuned to receive the 
signals which are transmitted by the transmitter 24. If the 
transmitter 24 is a cellular or mobile telephone or other personal 
communication device, the system receiver 14 could be equipped with 
an associated cellular or mobile telephone or personal 
communication device or other suitable device, which can be used in 
conjunction with the cellular or mobile telephone transmitter. 
Digital communication transmitter /receiver combinations may also be 
utilized. 


The vehicle position and locating device 13 may also have 
its operation programmed so as to perform updated global 
positioning calculations, continuously, intermittently, at regular 
intervals and /or in any other suitable manner, so as to provide for 
a tracking of a vehicle movement. The vehicle positioning system 
computer 21, in the preferred embodiment, contains digital and /or 
digitized map data stored in database 25 for ascertaining the 
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geographical position of the vehicle from the calculated global 


positioning data ( "raw" data) which is calculated by the global 


positioning device 22. In this manner, the calculated global 


positioning data, and /or processed geographical position data, can 


be provided for ascertaining vehicle position and /or location and, 


if appropriate,, for ascertaining vehicle movement such as by 


monitoring and /or tracking vehicle position as it is updated. 


The vehicle position system receiver 14 may be equipped 


with an appropriate computer system which also comprises a digital 


and /or digitized map database for determining geographical location 


(i.e. map location, street location, etc.), from the received 


global positioning data, at the location of the receiver 14. The 


system receiver 14' may also be equipped with an alphanumeric pager 


device which can simply receive the position data and /or the 


geographical position data from an appropriately designed 


transmitter 24. 


Figure 3 illustrates the vehicle position and locating 


system receiver 14 of Figure 1 illustrating the components thereof 


in block diagram form. In Figure 3, the system receiver 14 


comprises a receiver 30 for receiving the data transmitted by the 


transmitter 24 of the vehicle position and locating device 13. In 


the preferred embodiment, the receiver 30 may be a radio signal 


receiver, a telephone, telecommunication and /or other system 


receiver, depending upon the type of transmitter which utilized for 


the transmitter 24. It is also important to note that the receiver 


30 may be a personal communication system or personal communication 


services (PCS) receiver or device. The receiver 30 may also be a 


satellite dish or a digital signal receiver. 
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The vehicle position and locating system receiver 14 also 


comprises a computer 31 for controlling the operation of the system 


receiver 14. The positioning system receiver computer 31 comprises 


a central processing unit (CPU) (not shown) and associated read 


only memory (ROM) device(s) (not shown) and random access memory 


(RAM) device(s) (not shown). The computer 31 is connected to the 


receiver 30 for receiving and /or for reading the vehicle position 


and /or location data which is transmitted by the transmitter 24 and 


received by the receiver 30. The system receiver 14 also comprises 


a user interface device 32, which may include a keyboard or a 


pointing device such as a mouse, a display device 33 such as a 


display 


database 


map data 


monitor, an output device 34 such as a printer and a 


35 such as a data base containing digital and /or 


for use in determining geographical position 


from the "raw" position data. The system receiver 


of 


14 


digitized 


a vehicle 


may also 


comprise a transmitter 36 for sending data and /or signals to the 


vehicle position and locating device 13 and /or for transmitting 


signals to the CPU 4 and /or to the transmitter receiver 2C. 


It is important to note, at this point, that the system 


receiver 14 may also be implemented by utilizing a home and /or a 


personal computer which may be utilized with an associated receiver 


30 or equivalent peripheral 


and /or 


device(s). In the case of a home 


a personal computer, the data received from the vehicle 


position and locating device 13 may be input into the computer, 


from the receiver 30, by any one of the well known methods and 


techniques for inputting data into a home and /or a personal 


computer from such an appropriate peripheral device(s). In cases 


wherein a telephone signal and /or a personal communication device 


or personal communication services (PCS) devices are utilized, a 


fax /modem or other suitable device may be utilized to send, and /or 


to receive, data to, and from, the vehicle position and locating 
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device 13. A television, appropriately equipped to receive and /or 


to transmit signals may also be utilized. It is also envisioned 


that digital televisions may also be utilized. 


It is also important to note that the transmitter system 


2 and the vehicle position and locating system receiver 14 may be 


implemented by utilizing, and therefore replaced by, a home and /or 


a personal computer having the configuration illustrated in Figure 


4. Figure 4 illustrates a block diagram of a computer system which 


provides all of the functions of, and /or for, the transmitter 2 and 


the vehicle position and locating system receiver 14. In Figure 4, 


the home and /or personal computer which is denoted by the reference 


numeral 150 cómprises a CPU 151 with associated read only memory 


(ROM) device 161 and random access memory (RAM) device 162, a user 


interactive or interface device 152 which includes a keyboard 


and /or a pointing device, a display device 153 which may be a 


display monitor, an output device 154 which may be a printer, and 


a database 155 which may contain access code and command code data 


as well as digital and /or digitized map data. 


The computer 150 also comprises a transmitter 156 for 


transmitting data to the receiver 3 and /or the CPU 4 and a receiver 


157 for receiving data from the receiver transmitter 3A and /or the 


CPU 4. The computer 150 also comprises a receiver 158 for 


receiving data from the vehicle position and locating device 13 and 


a transmitter 159 for transmitting data to the vehicle position and 


locating device 13. In the embodiment of Figure 4, data may be 


transmitted to and received from the computer 150 by using any of 


the conventionally known communication systems such as by utilizing 


radio signal communication devices, telecommunication devices, 


optical communication devices, satellite communication devices, 


and /or personal communication devices and /or personal communication 
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services (PCS) devices, or any other suitable communications 
devices, including any of the types of devices described above. In 
the case of telecommunication devices, a fax /modem for sending and 
receiving data may be utilized in the computer 150. Digital 
communication devices may also be utilized. 


Figure 5A illustrates the apparatus of Figure 1 wherein 
the computer 150 of Figure 4 is utilized as a substitute device 
for, and for performing the functions of, the transmitter 2 and the 
vehicle position and locating system receiver 14. 


It is also envisioned that the apparatus 1 may be 
utilized in conjunction with a computer so that the authorized user 
or operator can utilize the apparatus over an on -line service 
and /or on, or over, the Internet and /or the World Wide Web. 


Figure 5B illustrates an alternate embodiment wherein the 
apparatus 1 is utilized in conjunction with an on -line service 
and /or on, or over, the Internet and /or the World Wide Web. In 
Figure 513, the various transmitters of the apparatus 1, including 
the receiver transmitter 3A, the CPU transmitter 4A and the vehicle 
position and locating device transmitter 24, transmit their 
respective data transmissions to a receiver 500 associated with an 
on -line service or internet computer system or computer server 510 
(hereinafter "server") which is specifically dedicated to the task 
of providing control over and /or monitoring of the vehicle, the 
apparatus and /or any one or more of the vehicle systems which are 
controlled and /or monitored by the apparatus 1. The server 510 can 
also perform vehicle monitoring, tracking and /or recovery. The 
server 510 also has associated therewith, and connected thereto, a 
receiver 511 and a transmitter 512, for receiving and transmitting, 
respectively, all of the respective signals utilized for the 
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complete operation of the apparatus 1. The server 510 may be 


utilized in conjunction with an associated Web Site 520. 


In the embodiment of Figure 5B, the authorized user or 


operator may transmit data directly to the apparatus 1 via the home 


and /or personal computer 150. The authorized user or operator may 


also transmit data directly to the server 510 over an appropriate 


communication medium. 


By using the computer 150 in conjunction with an 


appropriate communication medium, the authorized user or operator 


may then access the dedicated server 510 such as on -line and /or via 


the Web Site 520 and thereby receive any and all of the above - 


described data from the server 510 over the on -line service and /or 


on., or over, the Internet and /or the World Wide Web. The 


authorized user or operator may also enter command codes and other 


data so as to provide control over the apparatus 1 via the server 


510. The dedicated server 510 may be accessed via the associated 


Web Site 520. The dedicated server 510 may also process the data 


obtained by the apparatus 1 in any appropriate manner, if desired. 


The authorized user or operator may also access and provide control 


over the apparatus 1 via the server 510. 


Applicant also hereby incorporates by reference herein 


all of the methods and /or techniques for providing information 


and /or data over on -line service's and /or on, or over the Internet 


and /or the World Wide Web, along with client /server and /or Web Site 


technology and methods and /or techniques utilized in conjunction 


therewith, which are known as of the filing date of this 


application. In this regard, the authorized user or operator may 


utilize the apparatus to its fullest capabilities over an on -line 


service and /or on, or over, the Internet and /or the World Wide Web. 
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In this manner, the embodiment of Figure 512. may allow the 
authorized user or operator to utilize the apparatus and /or to 
monitor the operation of the apparatus over the on -line service 
and /or on, or over, the Internet and /or the World Wide Web from any 
suitable computer and /or from any location. 


The operation of the apparatus 1 of the present invention 
is described below with reference to the flow diagram illustrated 
in Figure 6, which flow diagram illustrates a preferred embodiment 
method for utilization of the apparatus 1. The method of the 
present invention may be implemented as a computer program or 
software program which is utilized in conjunction with the CPU 4. 


Upon the occurrence, or the discovery thereof, of the 
theft of a motor vehicle, or simply to monitor vehicle status or 
location, the authorized user or operator of the vehicle may 
activate the apparatus 1 by entering an access code into the 
transmitter interface 2A which, as noted above, may be a touch tone 
telephone keypad. The entry of a valid access code will activate 
a signal transmission from the transmitting device 28 in a manner 
similar to that of making a telephone call. In the preferred 
embodiment, the above sequence of events may occur by the 
authorized user or operator simply utilizing a touch -tone 
telephone, which may be a public pay telephone, a private 
telephone, a line telephone, a cordless or wireless telephone, or 
a cellular or mobile telephone, and by entering in the pre- 
determined access code which is assigned to the particular 
apparatus 1. 


In the case of a touch-tone telephone /telephone beeper or 
pager system, wherein the beeper or pager is the receiver 3 in the 
apparatus 1, this access code would typically be a code which would 
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comprise a given telephone area code and telephone number assigned 


to, or programmed for, the beeper or pager (receiver 3). 


Upon receiving the transmitted signal, the receiver 3, or 


beeper or pager, or the communication system servicing the beeper 


or pager, will typically generate, via transmitter 3A or by another 


appropriate device, which may or may not be an integral part of the 


receiver 3, a signal, electrical or otherwise, which is indicative 


of the receiver 3 having received the signal from the transmitter 


2 and which further ïndicates that the receiver 3 has been 


accessed. In the case of a communication system or service which 


services the beeper or pager, the transmitter 3A may be located 


externally from the apparatus 1 and may be linked to the receiver 


3 via the communication link which services the receiver 3 (i.e., 


the beeper or pager communications service system). 


The received access signal is also sent to, or read by, 


the CPU 4 so as to alert the CPU 4 that the receiver 3, and the 


apparatus 1 have been accessed. The receiver 3, or the 


communication system servicing the receiver (beeper or pager), will 


then transmit a signal, via its transmitter 3A, to the transmitter 


receiver 2C which is indicative of the fact that the receiver 3, 


and the apparatus 1, have been accessed. This signal which is 


transmitted to the transmitter receiver 2C usually takes the form 


of an audible tone at the telephone headset which typically occurs 


when it is desired to communicate with a beeper or pager device. 


The above sequence is analogous to the operation of a 


telephone /telephone beeper or pager system wherein, when the beeper 


or pager, or the communication system servicing the beeper or 


pager, has answered the call, the beeper awaits entry of a 


telephone number or code by the caller. The signal indication by 
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the receiver 3 will then be followed by a period of silence during 


which period, the authorized user or operator may enter the desired 


command code data or command code, which may include a vehicle 


disable command code, a vehicle re- enable or reset command code, a 


cancel code, or any other suitable command code by which the 


authorized user or operator may exercise control over the apparatus 


1. The authorized user or operator may then enter the code or 


number sequence into the transmitter interface 2A or, in this case, 


the telephone keypad. 


In a case when the motor vehicle has been stolen, the 


command code may be a vehicle disable command code. It should also 


be noted that a vehicle re- enable or reset command code, or any 


other suitable command code, which would represent a function or 


operation to be performed by the apparatus 1, may also be entered, 


as the circumstances may require, at this time. The command code 


is then transmitted from the transmitting device 2B of the 


transmitter system 2 and is received by the receiver 3 or beeper or 


pager. In the preferred embodiment, a command code received signal 


is then transmitted back to the transmitter system 2, via the 


receiver 3, or communication system, transmitter 3A, which provides 


an indication, to the authorized user or operator, that the command 


code has been received by the apparatus 1. 


The command code data is then transmitted to, or read by, 


the CPU 4 for command code identification and for further 


processing, if necessary. In this manner, an authorized user or 


operator, upon learning of the theft of the vehicle, or simply 


attempting to ascertain the status and /or location of the vehicle, 


may easily access or activate the apparatus 1 by simply utilizing 


the nearest touch -tone telephone and by "calling up" the apparatus 


1. 
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It is important to note that the telephone /telephone 


beeper system, described above, may be replaced with any remote 


transmitter /receiver system, such as by a remote transmitter, i.e., 


a television -type remote control unit, which control unit would 


require a user interface feature and which has the capability to 


remotely transmit a multitude of signals over long distances to an 


associated receiver. A two -way pager, or other appropriate two -way 


communication device may also be utilized. A home and /or personal 


computer, with requisite peripheral devices, a personal 


communication device and /or a personal communication services (PCS) 


device may also be utilized. Digital communications devices, 


interactive televisions and /or digital televisions may also be 


utilized. 


By utilizing a telephone /telephone beeper or pager 


system, in the preferred embodiment, a long range, remote - 


controlled system may be achieved which systems are usually very 


well maintained by telecommunication companies or carriers and are 


also very reliable. By using a telephone /telephone beeper or pager 


system, the authorized user or operator does not have to keep track 


of a separate remote control unit. In this manner, a reliable and . 


efficient apparatus communication system is achieved. The 


apparatus 1 may also be equipped with an alternate and /or an 


auxiliary transmitter device(s), such as a remote control unit or 


home and /or personal computer system, which could be employed in 


addition to a telephone. In this manner, if the authorized user or 


operator should leave the remote control unit in the vehicle, or 


should lose it, the apparatus 1 may still be accessed by the 


authorized user or operator. Still further, some 


telephone /telephone beeper or pager systems may have effective 


distance ranges on the order of hundreds or thousands of miles 
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which may be economical and reliable for long range signal 
transmission. 


In the case where the motor vehicle has been stolen, and 
the authorized user or operator wants to prevent or thwart the 
theft of the vehicle and recover the vehicle, the command code 
which is to be entered is a vehicle disable command code (disable 
code) which will disable the vehicle in the manner described below. 
Similarly, if the authorized user or operator desires to re- enable 
or reset the apparatus 1, such as when the motor vehicle has been 
recovered or found, so as to render the vehicle re- enabled or 
operational, the command code to be entered will be a vehicle re- 
enable or reset command code (re- enable or reset code). 


Once the command code has been entered, the receiver 3, 
via its transmitter 3A, may provide a signal indication to the 
transmitter system 2, which may take the form of audible tones to 
a headset, such as is known in beeper or pager systems, which serve 
to confirm receipt of the command code by the receiver 3 and the 
apparatus 1. The data entered into, and transmitted from, the 
transmitter system 2, and received by the receiver 3, will then be 
transmitted to, or read by, the CPU 4 for command code 
identification and for subsequent processing, if necessary. 


If the authorized user or operator merely wants to 
determine the status of the vehicle (i.e., is the ignition system 
on, is the engine running, is a burglar alarm system armed, etc.), 
a status code may be entered and the CPU 4, after monitoring the 
vehicle systems, may report back to the authorized user or operator 
via the receiver transmitter 3A or the CPU transmitter 4A. If the 
authorized user or operator wants to determine the location of the 
vehicle and /or if it is in motion, a location request code may be 
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entered whereupon the vehicle position and locating device 13 may 


be actuated so as to determine vehicle position and /or location 


data, which data may then be transmitted to the user or operator 


via transmitter 24. The CPU transmitter 4A may also transmit 


vehicle portion data as the CPU 4 may also have access to said 


data. 


Figure 6 illustrates a flow diagram of a preferred 


embodiment of the operational steps and /or sequence of operation of 


the apparatus and method of the present invention. With reference 


to Figure 6, the receiver 3, upon receipt of the access code, will 


generate an interrupt in the CPU 4 which will activate an 


operational program or an interrupt service routine, at step 60, of 


the flow diagram. At step 61, the command code data is received by 


the apparatus 1. Upon receipt of the command code by the receiver 


3, the command code is then transmitted to, or read by, the CPU 4 


at step 62. The CPU 4 will then, at step 62A, perform a processing 


routine in order to identify the command code which has been 


entered. 


In the preferred embodiment, the command. code should be 


of a pre- determined length and should be chosen to be one of a 


variety of codes which may be chosen so as to provide for the 


controlling of the apparatus 1 to perform any number of functions 


and /or to control the vehicle and /or any of the vehicle systems 


utilized in conjunction with the apparatus 1. The command code may 


be a valid disable code, a valid re- enable or reset code, a cancel 


code, a vehicle status code, a vehicle position and locating code, 


or any other suitable code which may be recognized by the CPU 4 so 


as to provide control over and /or monitoring of the apparatus 1. 


A command code may be utilized to indicate a cancel operation, or 


to identify a previous transmission as a false alarm. An 
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incomplete code, an invalid code, or the absence of a command code 
after the apparatus 1 has been accessed, may be deemed to be a 
false alarm. 


The cancel and false alarm categories are utilized in 
order to enable an authorized user or operator to cancel access to 
and /or activation of the apparatus 1, or to prevent an unauthorized 
access or unauthorized attempt to enter a command code into the 
apparatus 1. Such an identification processing routine may be 
performed in a very simple manner, such as by testing the command 
code or code data against pre- determined or pre -defined codes 
and /or against any other code data which may be stored in apparatus 
program memory. Such testing may be performed by any one of the 
widely known software testing and identification routines and /or 
techniques. 


' At step 63, the CPU 4 will determine if the code is a 
valid code. If the code is valid, then the processing will proceed 
to step 64. If the code is invalid, the CPU 4 will return to step 
76 thereby exiting the operational program or interrupt service 
routine and the apparatus 1 will await a next access code and 
command code transmission. Once a valid command code has been 
entered, the CPU 4, at step 64, will determine if a valid disable 
code has been entered, which disable code signifies that the car 
has been stolen and /or is under the control of an unauthorized user 
Or operator or simply that the authorized user or operator wishes 
to render the vehicle unoperational. Once the command code, if 
entered, is identified, the CPU 4, under the control of the 
apparatus operational program or interrupt service routine, will 
perform the appropriate apparatus control functions. 


NY2-63212.1 


46 


Petitioner CoxCom, LLC - Exhibit 1004 Page 61 







If a valid disable code is identified as having been 
transmitted, at step 64 (which may designate that the vehicle has 
been stolen), the CPU 4 will initiate and /or actuate the operation 
of the vehicle position and locating device 13 at step 65. The 
vehicle position and locating device 13 will then begin to, and 
continue to, perform the necessary routines in order to determine 
vehicle position and /or location as will be described below. The 
operation of the vehicle position and locating device 13 will 
proceed and continue simultaneously and /or concurrently with the 
operation of the apparatus 1 and the CPU 4 as described below. 


The CPU 4, which is connected to the vehicle ignition 
system 7, so as to send and receive data to and from the vehicle 
ignition system 7, will perform a software test, at step 66, in 
order to determine whether the vehicle ignition system 7 is 
activated or is on (i.e. the vehicle is operating or is in motion). 
This will require a monitoring of the vehicle ignition system 7 by 
the CPU 4. 


As noted above, a vehicle ignition system interface 8 is 
optional and may or may not be employed in order to facilitate this 
function of monitoring and controlling the vehicle ignition system 
7 by the CPU 4. 


If the vehicle ignition system 7 is determined to be 
activated or on, the CPU 4 will enter into a delay loop, at step 
67. The purpose of the delay loop, at step 67, is to prevent the 
vehicle ignition system 7 from being de- activated or shut down 
while the vehicle engine is still on or running. Such a test and 
delay loop routine serves to prevent accidents and resulting 
personal injury and property damage, such as may be caused when a 
vehicle suddenly looses power while in motion and /or is travelling 
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at a moderate, or at a high, rate of speed or when such a loss of 


engine power may result in the failure of the vehicle power 


steering and /or power brake systems. In this manner, the CPU 4 


will continue to interrogate the vehicle ignition system 7 after a 


pre -determined delay period, and will continue to do so until the 


vehicle ignition system 7 is determined to be shut -off and /or is 


non -operational. 


While any delay period may be employed, at step 67, and 


may be programmed into the program software of the apparatus 1, it 


is important to choose a delay period which can detect even the 


shortest duration of a vehicle ignition system shut -down. In the 


preferred embodiment, a delay period of one (1) second is utilized. 


This delay period, of course, may be changed in the program 


software, as desired, by utilizing known system programming methods 


and /or techniques. 


After the delay period has elapsed, at step 67, the CPU 


4 will again interrogate the ignition system 7, at step 66, and 


will continue to do so in the above described delay loop routine 


until the ignition system 7 is determined to be shut -off and /or is 


non -operational. Once it has been determined that the vehicle 


ignition system 7 is shut -off and /or is non -operational, the CPU 4, 


at step 68, will issue a disable signal to the vehicle ignition 


system 7. 


The disable signal which is issued by the CPU 4, at step 


68, will disable the vehicle ignition system 7, thereby preventing 


a restarting of the vehicle engine. The disabling function may be 


performed by the CPU 4 by issuing a data signal, which causes the 


vehicle ignition system circuitry to be shut -off or be "opened ", 


such as by opening a switching device and /or a series of switching 
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devices i.e. a switch or relay (not shown), which are located in, 
or designed into, the ignition'system circuitry, the starter motor, 
or at any other location in the ignition system 7, or by issuing a 
disabling signal to the digital or logic devices, which may be 
utilized in connection with the vehicle electronic command computer 
and /or other electrical components or systems. 


It should be noted that any number of methods may be 
used, in conjunction with the apparatus 1, for disabling the 
vehicle ignition system 7. The CPU 4 can be utilized to provide 
control signals, to disable or re- enable, the vehicle ignition 
system 7 just as any microprocessor -based digital system provides 
control over the operation of the components and /or peripheral 
devices utilized in conjunction therewith. The techniques 
utilized, in order to provide such control over the vehicle 
ignition system 7 may be determined on a vehicle -by- vehicle basis. 


Once the vehicle ignition system 7 has been disabled, 
only the issuance of a valid re- enable or reset command code, to 
the apparatus 1, may be utilized to re- enable or reset the vehicle 
ignition system 7. In this manner, a carefully concealed and 
installed placement of the apparatus 1, within the vehicle, will 
provide for a completely disabled vehicle until such time as a 
valid access'code, followed by a valid re- enable or reset command 
code, is entered by the authorized user or operator in a manner 
consistent with the operation of the apparatus 1. As can be 
readily appreciated, a carefully concealed apparatus 1, along with 
a strategically placed ignition cut -off circuitry or system, would 
render it most difficult, if not impossible, for the thief or 
thieves to practically defeat the apparatus 1. 
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With reference once again to Figure 6, the CPU 4, at step 


69, will then issue a disabling signal to the vehicle fuel pump 


system 9 thereby de- activating the vehicle fuel pump system 9 and 


prohibiting the supply of fuel to the vehicle engine. The 


disabling signal from the CPU 4 can disable the vehicle fuel pump 


system 9 by any one of the well known methods for disabling a fuel 


pump system. In the case of electric fuel pump systems, said 


systems may be disabled by any one of the known methods for 


shutting -off or "opening" an electrical circuit which provides 


power to, or control over, the fuel pump system 9, such as by a 


cut -off switch or relay, which methods and /or techniques may be 


similar to and /or analogous to those methods and /or techniques 


utilized in connection with disabling the vehicle ignition system 


7. 


In the case where electronic components are utilized, the 


digital components or logic gates in the control circuitry may also 


be disabled. In the case where a mechanical fuel pump is utilized, 


an electric valve assembly, which may provide a fuel pump operation 


cut -off or disconnect, may also be utilized thereby allowing any 


appropriate method for disabling an electrical fuel pump system to 


be utilized in order to disable the electric valve assembly, and 


ultimately, to shut -off or disable the mechanical fuel pump system. 


The vehicle fuel pump system interface 10 may be utilized, if 


necessary, in order to facilitate the above described disabling 


technique(s). 


The CPU 4 can be utilized in order to provide control 


signals to disable or re- enable the vehicle fuel pump system 9 just 


as any microprocessor -based digital system provides control over 


the operation of components and peripheral devices utilized in 


conjunction therewith. It should be noted that the techniques 
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utilized in order to provide control over (disable or re- enable) 
the vehicle fuel pump system 9 may be determined on a vehicle -by- 
vehicle or fuel pump -by -fuel pump basis. 


Upon the disabling of the vehicle ignition system 7, at 
step 68, and /or the vehicle fuel pump system 9, at step 69, the CPU 
4, at step 70, if so commanded, will then issue a control signal(s) 
to activate or de- activate, whichever the case may be, any one or 
more of the various vehicle equipment systems 11 which are utilized 
in conjunction with the apparatus 1. As noted above, the vehicle 
equipment system(s) 11, if employed, may include an alarm or siren, 
which has a piercing sound and which is placed in the interior of 
the passenger compartment. The alarm or siren would serve to make 
it unbearable for the thief or thieves to remain inside the 
vehicle. External alarms or sirens may also be utilized in order 
to draw attention to the vehicle. A horn or horns, which could 
blare continuously or intermittently, could also be utilized to 
draw attention to the vehicle. 


A vehicle light system, i.e. head lights, tail lights, 
parking lights, etc. may also be activated so as to illuminate 
continuously or intermittently, such as by blinking, in order to 
draw attention to the vehicle. Other vehicle equipment systems, 
such as a power door locking system, may be activated, immediately 
or after a delay, for securing the vehicle passenger compartment so 
as to prevent an entry thereinto or an exit therefrom. It is also 
envisioned that there may be a delay between the disabling of the 
vehicle ignition system 7 and the activation of the power door lock 
system so as to allow the thief or thieves to get out of the car 
before the locking operation takes place. 
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It is also envisioned that a medhanical hood locking 
system may be utilized and activated so as to lock the hood and 
prevent an unauthorized access into the vehicle engine compartment. 
Such a vehicle hood locking feature could prevent tampering with 
the apparatus 1 or with other systems and /or components of the 
vehicle. A vehicle alarm system or anti -theft system(s), such as 
any one or more of the well known types of anti -theft and /or theft 
deterrent systems or devices may also be activated, and /or de- 
activated, when and if desired, by the CPU 4. The CPU 4 may also 
activate a vehicle homing and /or tracking or recovery device system 
such as a LoJacke Stolen Vehicle Recovery System and /or any other 
type of vehicle recovery system. 


The CPU 4can be utilized in order to provide control 
signals to activate and /or to de- activate any one or more of the 
vehicle equipment systems 11 just as a microprocessor -based digital 
system provides control over components and /or over peripheral 
devices utilized in conjunction therewith. Such methods and /or 
techniques may be similar to those methods and /or techniques 
utilized to provide control by the CPU 4 over the vehicle ignition 
system 7 and the vehicle fuel pump system 9. It should be noted 
that the techniques utilized, in order to provide control over the 
vehicle equipment system(s) 11, may be determined on a vehicle -by- 
vehicle and /or system -by- system basis. It is also envisioned that 
a vehicle exhaust system may be de- activated and /or similarly 
controlled by the apparatus 1'. 


Once disabled, the vehicle ignition system 7, and the 
vehicle fuel pump system 9, will remain disabled even if the 
vehicle power supply should be drained. This is due to the fact 
that the digital circuitry, which is utilized in the apparatus 1, 
and in the vehicle ignition system 7 and the vehicle fuel pump 
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system 9, may include digital "memory" devices such as logic gates, 
flip- flops, etc. and /or electro- magnetic devices, such as switches 
or relays, which may be chosen so as to remain in their state 
unless altered or activated in a predefined fashion, electrically, 
electronically or otherwise, or under the power of an electrical 
signal or stimulus which is controllable only by an authorized user 
or operator. Further, even if the vehicle power is completely 
drained, these above mentioned devices, which may be chosen so as 
to require a predefined application of electrical or electronic 
power in order to change their state, or their operating mode or 
operation, would have their re- activation prevented, and thus, the 
vehicle ignition system 7, and.the vehicle fuel pump system 9, will 
remain in a disabled state. 


It is also envisioned that back -up and /or supplemental 
power supplies, such as batteries, etc., (not shown) may also be 
utilized in conjunction with the apparatus 1 so as to prolong the 
continued activation or de- activation of the vehicle ignition, fuel 
pump and /or vehicle equipment system(s) 11 which are utilized. 
Supplemental power systems are optional and may also be employed 
with the apparatus 1 so as to provide power for any unusual power . 


requirements which may be required by the vehicle.in which the 
apparatus 1 may be installed. The back -up and /or supplemental 
power supplies may also be solar powered and /or be constantly 
chargeable by a vehicle recharging and /or alternator system. 


Upon the completion of apparatus 1 operation, at step 70, 
the CPU 4 will then exit the operational program or interrupt 
service routine at step 76. This signifies the completion of the 
operational program or interrupt service routine in the case of 
receiving a disable command code. The CPU 4 will then await the 
next accessing and /or activation of the apparatus 1 by the 
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authorized user or operator, via entry of a valid access code into 


the transmitter system 2 as described above. Unless a valid access 


code, followed by a valid re- enable or reset command code, is 


entered into the transmitter interface 2A, the vehicle ignition 


system 7, and the vehicle fuel pump system 9, will remain disabled 


and the vehicle equipment system(s) 11, will remain in their 


activated or de- activated states. 


Upon the vehicle being found or recovered, such as in a 


manner resulting from utilizing the vehicle position and locating 


device 13, in the manner described hereinbelow, the authorized user 


or operator may once again access the apparatus 1 by entering the 


valid access code into the transmitter interface 2A and then by 


entering the valid re- enabling or reset command code. As described 


above, a valid access code will once again initiate the operation 


of the operational program or interrupt service routine, at step 


60, which is described above and illustrated in Figure 6. The 


valid re- enable or reset command code will then be received by the 


receiver 3, in the manner described above at step 61. 


The command code data will then be transmitted to, or 


read by, the CPU 4, at step 62 and processed and identified at step 


62A. The CPU 4, at step 63, will then determine whether the re- 


enable or reset command code, which was entered, is a valid code. 


The CPU 4, at step 64, will then determine if the command code is 


a valid disable code. Since a valid re- enable or reset code has 


been entered, the CPU 4 will determine that the command code is not 


a disable code. The CPU 4 will then proceed to step 71 and will 


determine whether the command code is a valid re- enable or reset 


command code. 
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If the command code is not a valid re- enable or reset 
command code, the CPU 4 will exit the operational program or 
interrupt service routine, at step 76, and will await entry of the 
next valid access code and command code. It should be noted that, 
as an added security measure, the apparatus 1 may be programmed so 
that, upon the receipt of one or more invalid access and /or command 
codes, the apparatus 1 may require that the authorized user or 
operator re- program a new access code for the apparatus 1 through 
a central office or agency or maintenance service which provides 
service and /or maintenance for the apparatus 1. In any event, the 
apparatus 1 may be accessed by a valid access code with such 
accessing resetting the apparatus 1 and initiating the operation of 
the apparatus 1. 


If, however, the entered command code is identified as a 
valid re- enable or reset code, at step 71, the CPU 4, subsequent to 
such determination,-but prior to actually re- enabling or resetting 
the vehicle ignition system 7, re- enabling the vehicle fuel pump 
system 9, and de- activating or re- activating, whichever the case 
may be, any one or more of the various vehicle equipment systems 11 
which are utilized, will perform a test, at step 72, in order to 
verify that the vehicle ignition system 7 is, in fact, still 
disabled. If, at step 72, the vehicle ignition system is still 
enabled or on, the CPU 4 will exit the operational program or 
interrupt service routine and will await entry of the next valid 
access code and command code. This test, at step 72, is a safety 
feature which serves to ensure that no re- enabling or resetting 
signal will be issued by the apparatus 1 if the vehicle ignition 
system 7 is not disabled. In this manner, the operation of the 
vehicle ignition system 7 will not -be interrupted or affected, 
which interruption may be unsafe if the vehicle is already in 
operation or in motion. 
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It should be noted that neither the vehicle fuel pump 
system 9 nor any of the various vehicle equipment systems 11, which 
may be utilized, should have their status of operation altered as 
any interruption of the status quo of each of the respective 
systems, during normal vehicle operation, may also be unsafe. 


If the vehicle ignition system 7 is determined to be 
disabled, at step 72, the CPU 4 will, at step 73, issue a control 
signal which will re- enable or reset the vehicle ignition system 7. 
This may be accomplished by any method and /or technique which would 
re- enable or re- activate the vehicle ignition system circuitry. 
The CPU 4, at step 74, will then issue a control signal to re- 
enable or reset the vehicle fuel pump system 9, if so desired, 
which may also be accomplished by re- enabling or re- activating the 
vehicle fuel pump system circuitry. 


The CPU 4 will then, at step 75, issue control signals to 
each of the various vehicle equipment systems 11 which are 
utilized, so as to de- activate or re- activate the respective 
system(s) which had been activated or de- activated, respectively, 
earlier at step 70 or otherwise. Upon the completion of the above - 
described events, the vehicle will then be ready for operation, 
barring any need for service and /or for repairs. The CPU 4, upon 
the completion of step 75, will then exit the operational program 
or interrupt service routine, at step 76, and will await the next 
valid accessing and /or activation of the apparatus 1. 


As noted above, if the re- enable or reset command code is 
not a valid code, the CPU 4 will ignore the received data, will 
exit the operational program or interrupt service routine, at step 
76, and will await the next valid accessing and /or activation of 
the apparatus 1. In this regard, if an invalid command code should 
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be entered into the transmitter interface 2A, such as by an 


authorized user or operator who has made a mistaken entry, or who 


is trying to cancel the accessing and activation of the apparatus 


1, or by an unauthorized person attempting to gain unauthorized 


access to the apparatus 1, the CPU 4, upon identifying the code as 


an invalid command code, will ignore the command code transmission, 


and will exit the operational program or interrupt service routine, 


at step 76. The CPU 4 will then await the next valid accessing 


and /or activation of the apparatus 1. 


Any subsequent accessing of the apparatus 1 will reset 


the apparatus 1 thereby preventing the apparatus 1 from being left 


in a state of "limbo ". In this manner, the apparatus 1 serves to 


prevent an unauthorized accessing and /or an unwanted disabling or 


re- enabling or resetting of the vehicle ignition system 7 and /or 


the vehicle fuel pump system 9 along with the activation or the de- 


activation of any of the various vehicle equipment systems 11 which 


may be utilized, unless and until all valid codes are utilized. 


The above safeguards. will also prevent a wrong or mis- 


dialed number from accidently accessing and activating the 


apparatus 1 which may result in an unwanted disabling or re- 


enabling, or the activation or de- activation, of the respective 


vehicle systems. These safeguards may be provided at the access 


code level of transmission and /or at the command code level of 


transmission. Such safeguards also prevent the apparatus 1 from 


being accessed and left in a state of "limbo" which may compromise 


the ability of an authorized user or operator to access and utilize 


the apparatus 1. It is important to note that the entry of an 


invalid access code will simply fail to access the apparatus 1. 
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In this manner, the apparatus 1 serves to prevent an 


unauthorized or an unwanted disabling or re- enabling or setting or 


resetting of the vehicle ignition system 7 and /or the vehicle fuel 


pump system 9 along with the activation or the de- activation of any 


of the various vehicle equipment systems 11 which may be utilized. 


As noted above, with reference to Figure 6, once a valid 


disable code has been recognized by the CPU 4, at step 64, the 


apparatus 1 will, at step 65, activate the vehicle position and 


locating device 13. The operation of the vehicle position and 


locating device 13 will then be initiated, at step 65, and will 


operate simultaneously and /or concurrently with, and independently 


of, the apparatus 1 and the CPU 4 in the performance of the 


operational steps 66 -76 and 71 -76 as described above. In this 


manner, the vehicle position and locating device 13 is utilized to 


calculate, determine and transmit vehicle position data in a manner 


independently of apparatus control over the vehicle ignition 


system, fuel pump system and /or vehicle equipment systems. 


Figure 7 illustrates the operation, in flow diagram form, 


of the vehicle position and locating device 13. As noted above, 


the operation of the vehicle position and locating device 13 


commences at step 65 as shown in Figure 6 and thereafter operates 


simultaneously and /or concurrently with, and independently of, the 


operation of the apparatus 1 and the CPU 4. With reference to 


Figure 7, the operation of the vehicle position and locating device 


13 is initiated at step 200 of Figure 7. At step 201, the computer 


21 of the vehicle position and locating device 13 activates the 


global positioning device 22, which is any one of the widely known 


global positioning devices. Once activated, the global positioning 


device 22 calculates vehicle position data at step 202 by using 
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well known global positioning calculation methods and /or 


techniques. 


Once the vehicle position data has been calculated at 


step 202, a test is performed at step 203 in order to determine if 


the geographical position data (i.e., specific vehicle location 


identified on a map, location on identified roadway, etc.) has been 


requested. If geographical position or location data has been 


requested, the computer 21 will, at step 204, calculate the 


geographical position or location data of the vehicle in 


conjunction with the digital and /or digitized map data which is 


stored in the database 25. The calculated geographical position 


data of the vehicle will then be transmitted, at step 205, by the 


transmitter 24, of the vehicle position and locating device 13, to 


the vehicle position system receiver 14 which is located at the 


location of the authorized user or operator, or at the authorized 


office, agency or other entity. 


If, at step 203, geographic position data has not been 


requested, then the . position data which is calculated by the global 


positioning system 22 is transmitted, at step 205, to the vehicle 


position system receiver 14. In the preferred embodiment, the 


calculated vehicle position data is transmitted repeatedly for a 


predefined time interval which time interval is facilitated by 


utilizing the time delay at step 206. 


In the preferred embodiment, the position data is 


transmitted repeatedly for a time period of five (5) minutes, which 


time period is'monitored by utilizing the time delay function at 


step 206. Once the pre- defined time delay period has elapsed, the 


computer 21 will, at step 207, determine whether the vehicle 


position and location device 13 has been de- activated, such as 
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would occur once the vehicle has been found and /or recovered and /or 


if the apparatus 1 has been reset. If the vehicle position and 


location device 13 has not been de- activated, operation of the 


vehicle position and locating device 13 will return to step 202 and 


will once again calculate vehicle position data. In this manner, 


vehicle position and /or location data may be updated. If the 


vehicle position device 13 has been de- activated, the computer 21 


will, at step 208, exit the operational routine or interrupt 


service routine and will await its next re- activation. 


Figure 8 illustrates the operation, in flow diagram form, 


of the vehicle position system receiver 14 which, as noted above, 


is located at the location of the authorized user or operator or at 


an office, agency. or other entity which is authorized to receive 


the vehicle position and /or location data. The vehicle position 


system receiver 14 receives the vehicle position data which is 


transmitted by the vehicle position transmitter 24 of the vehicle 


position and locating device 13. In the preferred embodiment, the 


operation of the vehicle position system receiver 14.is activated 


upon receipt of a valid access code transmitted by the transmitter 


3A. In this regard, the above - described access code, which is 


transmitted by the transmitter 3A, is also received by.the receiver 


30 of the vehicle position system receiver 14 thereby activating 


same. 


In this regard, the access code is also utilized to 


activate the vehicle position system receiver 14. The vehicle 


position system receiver 14 may also be manually and /or in some 


other way activated by the authorized user or operator or by the 


authorized agency, office or entity. 
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Operation of the vehicle position system receiver 14 is 


initiated at step 250. The computer 31 will, upon receipt of the 


activate signal, activate the receiver 30, at step 251, which will 


await transmission of the vehicle position or location data, from 


the vehicle position and locating device 13. Upon transmission of 


the vehicle position data from the vehicle position and locating 


device 13, the receiver 30 will, at step 252, receive the vehicle 


position data. 


The computer 31 will then, at step 253, determine if the 


received data is geographic position data. If geographic position 


data is obtained, the computer 31 will, at step 254, store the 


position data in memory and will, at step 255, display the position 


data on the display 33. If geographic position data has not been 


received, the computer 31, at step 256, will generate an inquiry on 


the display 33 to determine if geographic position data is desired. 


The system will then await operator response via the user interface 


32. If the user selects to receive geographic position data, the 


computer 31 will proceed to step 257 and calculate geographic 


position data from the received "raw" position data. 


The computer 31 will then, at step 254, store the data 


for the vehicle position and will, at step,255, display the vehicle 


position data on the display 33. If, at step 256, the user does 


not want to obtain geographic position data, the computer 31 will, 


at step 254, store the "raw" position data and display it on the 


display 33 in a latitude and /or longitude format, or in any other 


suitable and /or conventional format and /or manner which is utilized 


in conjunction with the global positioning device 22. 


At step 258, the computer 31 will determine if more than 


one vehicle position data point has been stored. If only one 
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vehicle position data point has been stored, the computer 31 will 


instruct the receiver 30 to receive the next vehicle position data 


transmission at step 252. If, at step 258, more than one vehicle 


position data point has been stored, the computer 31 will, at step 


259, calculate the track of vehicle movement and display the 


vehicle movement track on the display 33 at step 260. The computer 


31, at step 261, will then determine if the authorized user or 


operator desires to continue operation of the vehicle position 


system receiver 14. 


If, the user or operator desires operation of the vehicle 


receiver system receiver 14 to continue, such as is the case when 


the vehicle has not yet been found or recovered, the computer 31 


will return to operation, at step 252, and the receiver 30 will 


receive the next vehicle position data transmission and operation 


of the vehicle position system receiver 14 will continue. If, 


however, it is determined, at step 261, that the user or operator 


desires to discontinue operation of the vehicle position system 


receiver 14, such as is the case when the vehicle has been found or 


recovered, the vehicle position system receiver 14 will be de- 


activated and its operation will cease at step 262. Thereafter, 


the vehicle position system receiver 14 will await its next 


activation. 


It is important to note that the above described 


operation of the vehicle position and locating device 13 and the 


vehicle position system receiver 14 will continue to operate, and 


continuously update vehicle position data until the vehicle is 


found and /or recovered, at which point these systems may be de- 


activated. It is envisioned that the apparatus 1 of the present 


invention may track and /or locate the vehicle anywhere in the 


world. It is also important to note that vehicle position data, 
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which is received at the vehicle position system receiver 14, may 
be output via a printer, via the computer display monitor and /or 
via a voice synthesized audio output via a speaker (not shown) 
which is connected to the vehicle position receiver system 14. 


In this manner, the apparatus 1 of the present invention 
may be utilized to find and /or recover a stolen vehicle and /or to 
monitor vehicle operation and /or vehicle location and /or movement. 


In the above described manner, the present invention 
provides for an apparatus and a method for allowing an authorized 
user or operator of a vehicle to prevent vehicle theft, to 
facilitate stolen vehicle recovery, and /or to safely surrender the 
vehicle under force, or threat of force, while affording the 
authorized user or operator the opportunity to prevent or seriously 
thwart the vehicle theft from a safe location or vantage point and 
facilitate vehicle recovery. The present invention may also be 
utilized to thwart, or prevent a vehicle theft even if the vehicle 
theft was discovered at a later time or from a location remote from 
the vehicle. 


Further, the present invention provides for an apparatus 
and a method for disabling and /or re- enabling various systems of 
the vehicle, when the vehicle is not in use, simply by "calling up" 
the apparatus 1, so as to disable the vehicle and provide added 
security against theft. In this manner, an authorized user or 
operator may disable the vehicle ignition system, fuel pump system 
and /or any of a variety of the vehicle equipment systems, of a 
vehicle which may be parked or in use from any location and /or at 
any time. 
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An authorized user or operator may also access the 
apparatus 1 at any time and, with the use of an appropriate command 
code, may determine the operating status of the vehicle and /or any 
one or more of the various vehicle systems so as to determine if, 
for example, the ignition system or fuel pump system is activated 
or on, thereby alerting the, authorized user or operator that 
someone is operating the vehicle. An authorized user or operator 
may also access the apparatus 1 so as to determine vehicle position 
and /or location and /or the geographic location of the vehicle. In 
this manner, the authorized user or operator can determine the 
status and /or location of his or her vehicle at any time and for 
any reason. In this regard, a safe and an effective anti -theft 
and /or vehicle recovery apparatus and method is provided by the 
present invention. 


While, in the above description, the operation of the 
present invention has been described and illustrated in conjunction 
with the use of a valid disable command code and a valid re- enable 
or reset command code, it is also envisioned that any number of 
valid disable command codes and /or any number of valid re- enable or 
reset command codes may be utilized, wherein each different disable 
code or re- enable or reset code may selectively disable or re- 
enable or reset any one or any combination of the vehicle systems, 
such as the vehicle ignition system 7, the vehicle fuel pump system 
9, and /or any one or more of the various vehicle auxiliary 
equipment systems 11 which may be utilized. In this manner, the 
authorized user or operator may utilize the present invention to 
selectively disable, re- enable, de- activate or re- activate any one 
or more of the vehicle systems, or a combination thereof, at-his or 
her discretion at any time, wherever he or she may be. It is 
important to note that the operational program and /or interrupt 
service routine may be altered, modified and /or supplemented in 
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order to service the multitude of command codes which may be 


utilized in conjunction with the apparatus 1. 


As noted above, an authorized user or operator may also 


utilize command codes for determining status of the apparatus 1, or 


of the vehicle, or any one or more of the vehicle systems. A 


command code may also be employed to simply determine vehicle 


position data. In any of the above cases, however, the operational 


program or interrupt service routine would have to be modified so 


as to identify and service each of the possible command codes. The 


operational program or interrupt service routine would also have to 


be modified so as to identify each of the possible valid command 


codes so as to provide for the appropriate CPU 4 and apparatus 1 


response thereto. 


The apparatus 1 may also be programmable by the user or 


operator via the transmitter 2, and /or at the vehicle in an 


appropriate manner and by an appropriately secured device, so that 


certain 'parameters, such as the timing, and /or the degree of 


disabling or re- enabling, of the various vehicle systems may be 


programmed. By utilizing a multitude of command codes, including 


disable codes and /or re- enable or reset codes, which codes affect 


different vehicle systems, or combinations thereof, it is also 


possible to selectively control the vehicle systems from a remote 


location. This feature provides for greater versatility in the 


utilization of the apparatus 1. 


By providing the capability for utilizing different 


disable codes and /or re- enable or reset codes, the authorized user 


or operator may utilize the apparatus 1 of the present invention so 


as to disable or re- enable or reset the vehicle ignition system 7 


and the vehicle fuel pump system 9, at any time, so as to disable 
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the vehicle without activating or de- activating any of the vehicle 
equipment systems 11, and therefore, without drawing attention to 
the vehicle. 


This feature would enable an authorized user or operator 
to disable or re- enable or reset the vehicle ignition system 7, the 
vehicle fuel pump system 9, and /or activate or de- activate any one 
or more of the various vehicle equipment systems 11, so as to 
disable the vehicle at any time and from any location. In this 
manner, the authorized user or operator may disable the vehicle 
daily and /or nightly, while at work or before going to sleep at 
night, or at any other time, simply by accessing and activating the 
apparatus 1 by using the transmitter 2 which may simply be a touch - 
tone telephone. 


Since the vehicle ignition system. 7 is usually off at 
these times, the disabling, and the subsequent re- enabling of other 
vehicle systems will occur as described above with regards to 
Figure 6. In this manner, the present invention may provide for an 
effective device by which to "lock -up" a vehicle, at any time, even 
when the vehicle is in the rightful possession, or under the 
control, of the vehicle owner and /or authorized operator. 


Figure 9 illustrates an alternate embodiment of the 
present invention, wherein an arming device 15 and an activation 
device 16 are utilized in conjunction with the components of the 
apparatus 1 of Figure 1. In Figure 9, the arming device 15 is 
utilized to arm, activate, or access the apparatus 1 and provides 
a means by which to access the apparatus 1 separate and apart from 
the transmitter 2 /receiver 3 combination. 
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The arming device 15 may be a remote transmitter such as 


those utilized in conjunction with anti -theft devices or systems 


and /or alarm systems. The arming device 15 may also be a switch, 


a card reader, including stripe card readers, proximity card 


readers, turnstile card readers, insertion card readers, key and 


key insertion devices and readers, magnetic card readers and /or 


optical cards and /or card readers. The arming device 15 may also 


be a key switch, a key pad, a keyless activation device with 


associated key, and /or any other suitable device. The arming 


device 15 may or may not be directly connected to the CPU 4. 


It is also envisioned that, with a suitable arming device 


15, such as a keypad or other device for data input, the authorized 


user or operator may arm the apparatus 1 with a desired command 


code. In this manner, a programmable arming device may be utilized 


wherein apparatus operation, under the command of any of the 


variety of possible command codes, can be made automatic and /or 


programmable. It is important to note that an automatic activation 


may also be performed by an appropriate code being transmitted to 


the apparatus 1 via the transmitter 2. 


The activation device 16 is chosen to correspond with the 


arming device 15. In this regard, the activation device 16 may be 


a switch, a key switch, a keypad, a suitable card reader, including 


stripe card readers, proximity card readers, turnstile card 


readers, insertion card readers, key and key insertion devices and 


readers, magnetic card readers, optical card readers, insertion 


card readers, optical readers as well as a keyless security device. 


The activation device 16 is connected directly to the CPU 4 as 


shown in Figure 9. 
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It is important to note that, in certain circumstances, 
such as when a keypad, key switch and /or any of the various cards 
and card readers are employed, the arming device 15 and the 
activation device 16 may be one and the same device and /or comprise 
one and the same combination of devices. 


The embodiment of Figure 9 provides a mechanism by which 
an authorized user or operator may arm, activate, and /or access the 
apparatus 1. Upon the arming, activation or accessing of the 
apparatus 1, the CPU 4 will, upon the activation of the vehicle 
ignition system 7, monitor the activation device 16. After a 
selected and predetermined time interval, chosen in the preferred 
embodiment to be ten (10) seconds, has elapsed, if the user or 
operator of the vehicle has failed to successfully activate the 
activation device 16, either by activating the switch, by using the 
associated key, by inputting a predetermined code into the keypad, 
or by utilizing the appropriate card or key or other device 
corresponding to the utilized card reader or other associated 
device, the CPU 4 will issue an appropriate disabling and /or 
command signal to activate the apparatus 1 automatically so as to 
thereby disable the vehicle as described above and so as to also 
activate the vehicle position and locating device 13. 


The command code may be pre -programmed as a default code 
and /or may be operator selected and programmed in any manner 
described above for user or operator entry of such a code. In this 
regard, if an unauthorized user or operator fails to properly 
activate the activation device 16, within the predetermined time 
period, the CPU 4 will recognize such failure as that which results 
from an unauthorized use or operation of the vehicle. 
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In the above -described manner, the embodiment of Figure 


9 provides a mechanism by which the apparatus 1, may be activated 


automatically. By utilizing the embodiment. of Figure 9, the 


authorized user or operator, after arming the apparatus 1, need not 


perform a transmission of an access code and a command code to the 


apparatus 1, as a default code, which is previously chosen and /or 


programmed into the apparatus 1 will provide a command signal to 


the CPU 4. As noted above, with an appropriate arming device 15, 


the command code may be user selectable and /or programmable. 


It is also important to note that the arming device 15/ 


activation device 16 may be utilized to activate the apparatus 1 


and /or any one or more of the vehicle systems, including the 


ignition system 7, the fuel pump system 9, any one or more of the 
various vehicle equipment systems 11 which are utilized in 


conjunction with the apparatus 1, and /or the vehicle position and 


locating device 13. In this regard, the arming device 15 and the 


activation device 16 provide a mechanism by which to automatically 


activate the apparatus 1 along with any other anti -theft system 


utilized in the vehicle which may be controlled by the apparatus 1. 


The vehicle position and locating device 13 may also be activated 
by an automatic activation of the apparatus 1. 


It is important to note that it is also possible to 


program the apparatus 1 with a command code so that the apparatus 
will be programmed to become activated automatically such as upon 
the occurrence, or lack thereof, of a pre- defined event or 


occurrence. If the apparatus 1 has been programmed to become 


activated automatically, the transmitter 4A of the CPU 4 can 


transmit data relating to vehicle status, apparatus status, the 


status of each of the vehicle systems utilized, as well as vehicle 


position data, to a respective receiver which is utilized by the 
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authorized user or operator and /or at the receiver located at a 
central security office. 


In this regard, the apparatus 1, when in the automatic 
activation mode, or simply when being monitored and /or during a 
status check, may transmit data to the appropriate and respective 
devices. Further, in this regard, the apparatus 1 of the present 
invention may be utilized to report and /or to prevent a vehicle 
theft and /or determine vehicle position and /or location in 
instances when the authorized user or operator is unaware of the 
theft and /or does not have access to the apparatus. 


In yet another alternate embodiment of the present 
invention, the vehicle position and locating device 13 comprises a 
plurality of global positioning devices which are strategically 
located at various points and /or locations in or on the vehicle. 
Figure 10 illustrates an alternate embodiment of the vehicle 
position .and locating device which is denoted by the reference 
numeral 130. In Figure 10, the vehicle position and /or locating 
device 130 comprises five (5) global positioning devices 22A, 22B, 
22C, 22D and 22E with corresponding global positioning receivers 
23A, 23B, 23C, 23D and 23E, respectively, associated therewith. 
The vehicle position and /or locating device 130 also comprises 
position data transmitter 24 and a digital map database 25. 


Each of the global positioning devices 22A -22E is placed 
at a different point and /or location in or on the vehicle. The 
distances between each of the global positioning devices is 
recorded and stored in the computer 21. Upon the activation of the 
global positioning devices 22A -22E and the calculation of each 
position or location of each device, the position data is 
transmitted to, or read by, the computer 21, and a determination is 
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made as to whether the initially stored distances between the 
devices have changed. 


Any change in distance between any two or more of the 
respective global positioning devices 22A -22E would represent that 
the vehicle, or at least a portion thereof, has been dismantled, at 
least in part, and possibly to a greater extent, depending upon the 
resulting disparity in the respective distances. This information 
may then be transmitted via transmitter 24 to the vehicle position 
system receiver 14. and the authorized user or operator can be 
notified of this condition. In this manner, it can be ascertained 
if a vehicle has been dismantled, "chopped ", or stripped, which 
information may be vital in the recovery process, and in the 
insurance claims process. The embodiment of Figure lO can also be 
utilized in order to ascertain if the vehicle has been compacted or 
"boxed." In this manner, the present invention may also be 
utilized in order to determine if the vehicle has been structurally 
altered in any manner. 


The apparatus and the method of the present invention may 
also be utilized in conjunction with a central security office or 
agency, such a private security service, or by local or regional 
law enforcement offices or agencies, in order to provide a prompt 
means by which to report a vehicle theft, provide for a manner in 
which to disable and /or re- enable a vehicle system, and /or to 
determine vehicle position and /or location so as to facilitate the 
recovery of the vehicle. In such an embodiment, vehicle owners 
will register their vehicles and any and all necessary information 
pertaining thereto, including access and command codes, with the 
central security office. 
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The present invention may also be utilized so as to 


provide for a prompt law enforcement theft reporting, response to 


the theft report and recovery of the vehicle. Figure liA 


illustrates another alternate embodiment of the present invention 


wherein the apparatus 1 is utilized in conjunction with a central 


security office or agency, such as a private security service, or 


by a local or regional law enforcement office or agency. In Figure 


11A, the apparatus 1 is utilized in conjunction with an associated 


apparatus 950 which, in the preferred embodiment, is located at the 


central security office. 


The apparatus 950 comprises a receiver 955 which may, but 


need not, be identical to the receiver 3 which is utilized in the 


apparatus 1. The receiver 955 should be capable of receiving the 


various codes which can be transmitted by the transmitter 2 (i.e. 


access code(s) and command codes) for any one or for any number of 


vehicles which may be registered with the central security office. 


The receiver 955 should be capable of receiving the access code(s) 


and command codes for each registered apparatus. 


In the embodiment of Figure 11A, the apparatus 950 also 


comprises a computer 970, which is connected to the receiver 955. 


The apparatus 950 also comprises a vehicle position system receiver 


960 for receiving position data which is transmitted from the 


vehicle position and locating device 13. The position data system 


receiver 960 is also connected to the computer 970. The computer 


970 also comprises the requisite memory ROM and RAM devices (not 


shown). The apparatus 950 also comprises a display device 980, an 


user interface device 975 and an output device 985 which can be a 


printer, all of which devices are connected to the computer 970 and 


are utilized in conjunction therewith. 
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The apparatus 950 also comprises a transmitter 965 which 
is connected to the computer 970. The transmitter 965 serves to 
transmit data to the apparatus 1. The transmitter 965 may also be 
utilized to transmit data to the transmitter 2, to the vehicle 
position system receiver 14 and /or to the home and /or personal 
computer 150, if utilized. Such data which is transmitted from the 
transmitter 965 may include the various access and command codes 
and /or other codes, such as those codes for ascertaining the status 
of the vehicle, the apparatus 1, or any one or more of the vehicle 
systems which are controlled, monitored, and /or used in conjunction 
with the apparatus 1. 


It is important to note that, in the preferred 
embodiment, the receiver 955, the vehicle position system receiver 
960, and the transmitter 965 are the same types of devices as those 
utilized in the apparatus of Figure 1. In this regard, the 
receivers 955 and 960, and the transmitter 965, are devices for 
receiving, and transmitting, respectively, radio signals, satellite 
communication signals, telecommunications signals, optical 
communication signals and /or other signals and /or those signals, 
including digital signals which are utilized in conjunction with 
personal communication devices and /or personal communication 
services (PCS) devices. The devices utilized should, however, be 
of the same type and /or operate compatibly with the corresponding 
transmitters and receivers of the apparatus 1. 


It is envisioned that the authorized user or operator 
will register his or her vehicle with the apparatus 950 such as by 
registering vehicle identification information along with vehicle 
access and command code data along with any other pertinent 
information described hereinabove or hereinbelow. Further, the 
receiver 955 is programmed to receive any and all of the signals 
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transmitted from each one of the respective registered transmitters 
2 of the respectively registered vehicles. 


The vehicle position system receiver 960 is programmed to 
receive the vehicle position data which is transmitted by each one 
of the respectively registered vehicle position and locating 
devices 13 of each of the respectively registered vehicles. 


The apparatus 950 is utilized in conjunction with the 
apparatus 1 in the following manner. As noted above, the computer 
970 is capable of recognizing all of the possible access code(s) 
and command codes which are recognized by the apparatus 1 for a 


particular vehicle. The apparatus 950 is capable of storing 
vehicle identification information as well as access code and 
command code data for a plurality of registered vehicles. 


Upon the occurrence of a vehicle theft, or the discovery 
thereof, the authorized user or operator can access the apparatus 
1 in the manner described above. In a first embodiment, the access 
code is transmitted to and received at, the receiver 3 of apparatus 
1 and at the receiver 955 of apparatus 950. Upon receipt of the 
access code by both the receiver 3 and the receiver 950, both the 
apparatus 1 and the apparatus 950, respectively, will be accessed. 


Applicant hereby incorporates by reference herein the 
subject matter of U.S. Patent No. 4,882,579 which teaches a code 
division multiplexed acknowledge back (ack -back) paging system 
which includes a central station which transmits a group of message 
signals to a group of ack -back pagers which are addressed as a 


group. 
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The signal received at the receiver 955 is transmitted 


to, or read from, the computer 970 of the apparatus 950. The 


computer 970 will then identify the vehicle which is stolen and /or 


which has been accessed. When the authorized user or operator 


transmits the command code, the command code is received at the 


receiver 955 of the apparatus 950 as well as at the receiver 3 of 


the apparatus 1. In this regard, when the apparatus 1 is 


processing the command code and performing the functions 


corresponding thereto, the computer 970 of the apparatus 950 is 


simultaneously and /or concurrently processing the command code data 


so that the authorized personnel monitoring the apparatus 950 will 


be aware of which command code has been transmitted by the 


authorized user or operator and which operations are being 


performed, or are to be performed, on the vehicle (i.e., vehicle 


ignition system and /or fuel pump system disabled, etc.). 


Upon the transmission of the vehicle position data from 


the vehicle position and locating device 13, the vehicle position 


data will be transmitted to, and received by, the vehicle position 


system receiver 960 of the apparatus 950 as well as by the vehicle 


position system receiver 14 of the apparatus 1. The computer 970 


of the apparatus 950 will process the received vehicle position 


data simultaneously and /or concurrently with the processing of said 


position data by the CPU 4 of the apparatus 1. 


In this regard, the vehicle position data can be 


processed by, and at, the apparatus 950. Vehicle position data can 


then be displayed to authorized personnel at the central security 


office on the display device 980 or output via the output device 


985 which may be a printer. While operation of the apparatus 950 


may be automatic, authorized personnel may enter commands so as to 
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provide control over, or operate, the apparatus 950 via the user 


interface 975, if desired. 


In this manner, vehicle location or movement may be 


displayed, and /or tracked, on the display device 980 or output via 


the output device 985 at the central security office. In this 


regard, authorized personnel at the central security office or 


agency could locate or track the vehicle and alert the proper 


authorities. 


In yet another embodiment, the access code may be only 


transmitted to, and received by, the receiver 955 of the apparatus 


950. The apparatus 1 may then be accessed and controlled via 


access and command codes which are transmitted by the transmitter 


965 of the apparatus 950 which access and command codes are 


received by the receiver 3 of the respective vehicle. In this 


embodiment, the authorized personnel may provide control over the 


apparatus 1 by inputting data and commands into the user interface 


975. In this embodiment, the vehicle position data and any data 


transmitted by the CPU 4 of the apparatus 1, is transmitted to, and 


received by, the vehicle position receiver system 960 and /or at the 


vehicle position system receiver 14, respectively. 


In yet another embodiment, the access code may be 


transmitted and received only at the receiver 3 thereby accessing 


the apparatus 1. The vehicle transmitter 3A then transmits a data 


signal to the receiver 955 of the apparatus 950 thereby alerting 


the apparatus 950 that the vehicle has been stolen. Command code 


data as well as other data may then be transmitted to the apparatus 


1 via the transmitter 965 of the apparatus 950. The apparatus 950 


may be designed to operate and perform any and all of the described 


functions automatically and without operator intervention. Vehicle 
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position data may then be received by the vehicle position receiver 


system 960 and /or at the vehicle position system receiver 14, 


respectively. 


The vehicle position data may then be processed at the 


computer 970 of the apparatus 950 and /or at the computer 31 of the 


vehicle position system receiver 14. 


In this manner, the apparatus 950 can serve to provide 


control over, and monitor the functions of, the apparatus 1 for a 


vehicle or for a plurality of vehicles, and further, the apparatus 


950 provides the means by which to allow a central security office 


or local or regional law,enforcement office or agency to provide 


control and /or security monitoring functions over the vehicles 


which are registered therewith. In the case were the apparatus 1 


is automatically activated, as described above, the apparatus 1 can 


transmit a signal, indicative of vehicle theft and /or an 


unauthorized use or operation of the vehicle, to the apparatus 950 


thereby reporting the unauthorized use or operation, or theft, 


before the authorized user or operator is able to discover same. 


The apparatus 950 may also be utilized so as to verify 


and monitor apparatus accessing and /or activation by the authorized 


user or operator. The authorized user or operator may "call" the 


central security office simply to determine the status' and /or the 


whereabouts or location of his or her vehicle. It is important to 


note that both the apparatus 1 and the apparatus 950 can provide 


the same functions and exercise the same control and /or monitoring 


functions over the vehicle. 


The above -described alternate embodiment, wherein the 


present invention is utilized in conjunction with a central 
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security office, such as a private security agency, or a local or 


regional law enforcement office, agency and /or authority, provides 


for and facilitates a prompt and an immediate reporting of a 


vehicle theft or unauthorized use, and /or provides for ascertaining 


the status and /or location monitoring of the vehicle. This 


embodiment also allows the authorized user or operator to take any 


of the possible steps by which to report and /or thwart the vehicle 


theft and activate a vehicle recovery system. Law enforcement 


efforts could be greatly assisted and enhanced as information 


which identifies the vehicle could then be immediately available to 


the central security office and /or to the local or regional law 


enforcement authorities. Such an embodiment could also greatly 


assist in processing insurance claims relating to stolen vehicles. 


The apparatus 950 may also be utilized in connection with 


an on -line service, and /or on, or over, the Internet and /or the 


World Wide Web in a manner analogous to that described above in 


connection with the utilization of a home and /or a personal 


computer 150. 


Figure 11B illustrates yet another alternate embodiment 


of the present invention wherein the apparatus of Figure 11A is 


utilized in conjunction with an on -line service and /or on, or over, 


the Internet and /or the World Wide Web. In Figure 11B, the home 


and /or personal computer 150 of Figure 5A is utilized in place of 


the transmitter 2 and the vehicle position system receiver 14. The 


apparatus 950 has associated therewith an on -line service and /or an 


Internet computer system or server 952 with an associated server 


receiver 953 and transmitter 957 for receiving and transmitting, 


respectively, any and all data utilized in conjunction with the 


operation of the server 952, the apparatus 1 and the apparatus 950. 
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The transmitter 957 transmits any and all appropriate 


signals to the appropriate and respective devices of the 


arrangement of Figure 11B during apparatus operation. In this 


regard, the server 952 can provide control over the apparatus 1 and 


the apparatus 950 and also provide for an apparatus which can be 


utilized, in its entirety, over an on -line service and /or on, or 


over, the Internet and /or the World Wide Web. In Figure 11B, a Web 


Site 954 is associated with the server 952. 


Any and all data received by the receiver 955 is also 


received by the server receiver 953. Data which is transmitted by 


the home and /or personal computer 150, the CPU transmitter 4A, the 


receiver transmitter 3A and the vehicle position and locating 


device transmitter 24 are received by the server receiver 953 as 


well as by the receivers 955 and 960, respectively. 


The server 952 will process the data received by the 


server receiver 953 and perform the same processing functions 


and /or computing functions as the computer 970, the CPU 4, and /or 


the computer 150. 


The user may transmit data, via the home and /or personal 


computer 150, directly to the apparatus 1, to the apparatus 950 


and /or to the server 952. By using the computer 150 in conjunction 


with an appropriate communications medium, the authorized user or 


operator may access the server 952 via the on -line service and /or 


via the associated Web site 954, or in any other appropriate 


manner, so as to provide control over, and /or obtain any and all of 


the above -described data and /or information about, his or her 


vehicle over the on -line server and /or on, or over, the Internet 


and /or the World Wide Web. 
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The authorized user or operator may also access and 


provide control over the apparatus 1, the apparatus 950 and /or the 


server 952 via the on -line service and /or via the Web Site 954. In 


this regard, the present invention enables an authorized user or 


operator to provide control over vehicle systems and /or monitor the 


vehicle system status and /or position and /or movement of the 


vehicle over an on -line service and /or on, or over, the Internet 


and /or the World Wide Web. It is important to note that the 


transmitters, of the transmitter 2, the receiver 3, the CPU 4, and 


the vehicle position and locating device 13, once the apparatus 1 


has been activated, may also transmit data directly to the receiver 


953 of the server 952 and /or to the Web Site 954. In this manner, 


all of the data transmitted by the apparatus 1 ánd /or by the 


apparatus 950 can be supplied to the server 952 of the on -line 


service and /or the Internet and /or the Web Site 954 of the World 


Wide Web. 


Data access and command code data, as well as other data, 


may also be transmitted by the authorized user or operator, via the 


respective apparatus transmitters to the receiver 953 of the server 


952 and /or to the Web Site 954. 


The server 952 can perform complete control and /or 


monitoring functions over the apparatus 1, the apparatus 950, the 


vehicle, and /or each of the vehicle systems. The server 


transmitter 957 can transmit control signals and /or other data, 


including information to the authorized user or operator and to the 


apparatus 1 and /or to the apparatus 950. It is also envisioned 


that the server 952 and the computer 970 may be combined into a 


single central computer system. 
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In the above manner, the apparatus and method of the 


present invention provides a vehicle anti -theft and /or vehicle 


recovery apparatus and method for use in conjunction with an on- 


line service and /or on, or over, the Internet and /or the World Wide 


Web. 


It is also envisioned that the apparatus and method of 


the present invention may find applications in areas other than in 


vehicle anti -theft and /or vehicle recovery. For example, the 


present invention may also find application in home, boat and /or 


other security systems, and the like, wherein a long -range remote - 


controlled and interactive system may be utilized in order to 


provide an immediate, or a. deferred, response to a theft situation 


and /or to provide control over desired items or devices from a 


remote location. 


While the present invention has been described and 


illustrated in various preferred and alternate embodiments, such 


descriptions are merely illustrative of the present invention and 


are not to be construed to be a limitations thereof. In this 


regard, the present invention encompasses any and all 


modifications, variations and /or alternate embodiments with the 


scope of the present invention being limited only by the claims 


which follow. 
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WHAT IS CLAIMED IS: 


.k4 
comprises: 


apparatus; 


CLAIMS 


1. An anti -theft -nd vehicle locating apparatus which 


a control device f.r controlling the operation of said 


an activation device for activating said control device; 


a vehicle positioning device for determining a location 


of said vehicle, 


said control devic 


-a-st one of gene 


vation -evice activates an operation of -_ 
urthe w erein said control device at 


ignal to o - of disable and re- enable at 


least one vehicle system and g= nerates a signal to activate said 


vehicle position 


2. The appar- us of aim 1, wherein said activation 


device further, comprises 


a transmitter device; and 


a receiver de ice. 


3. The app -ratus of claim 1, wherein said vehicle 


positioning device fury her comprises: 
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a global positioning device for alculating position data 


indicative of vehicle position; and 


a position data transmitter evice for transmitting said 


position data. 


4. The apparatus of clam 3, which further comprises: 


a receiver device for reeiving said position data. 


5. The apparatus of ci aim 1, wherein said activation 


device is a computer system. 


6. The apparatus 


system further comprise 


im 5, wherein said computer 


an activa 'on signal transmitter device for transmitting 


an activation signai to said . rol device; and 


r device for -- ceiving said 


position data from said vehi le positioning device. 


7. The apparatu- of claim 1, wherein said at least one 


vehicle system is one of a vehicle ignition system, a vehicle fuel 


pump system, a vehicle e aust system, a vehicle light system, a 


vehicle alarm system, - vehicle anti -theft system, a vehicle 


recovery system, a vehic e door lock system and a vehicle hood lock 


system. 
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a network computer receiver; and 


a network computer transmit er, 


wherein said network computer is linked to said 


activation device via a communicat'on medium, 


wherein said network co puter receiver receives a signal 


from at least one of said activ tion device, said control device 


and said vehicle positioning evice, and further wherein said 


network computer transmitter tr= nsmits a signal to at least one of 


said activation device, said control device and said vehicle 


positioning device, and f r ' er wherein' aid computer device at 


least one of controls 


said vehicle, and 


9. 


device is an 


said at 1 


itors at least one of said apparatus, 


ast one vehicle system. 


The apparat s 


automatic ac 


f claim 1, wherein said activation 


ion device. 


10 Th- appa atus of claim 1, wherein said vehicle 


positioning device com 


devices. 


comprises: 
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11. An anti theft and vehicle locating apparatus, which 


a first co trol device; 


a second ontrol device; 
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an activation device, wherein said activation device 


activates at least one of said first control device and said second 


control device; 


. a vehicle positioning devic 


wherein said vehicle posi ioning device is activated by 


at least one of said first control device and said second control 


device, and further wherein said least one vehicle system is at 


least one of disabled and re- enabled by. at least one of said first 


control device and said second control device, 


wherein - said vehicle. positioning device calculates 


position data of said vehicl - - . ur r wherein said position 


data is indicative of a ea.t one of vehic Le position and vehicle 


location. 


12. T 


device further 


e appara 


omprises: 


us of claim 11, wherein said activation 


an acti 


an activati 


device ransmitter; and 


device receiver. 


13. The =pparatus of claim 11, wherein said vehicle 


positioning device omprises: 


a global positioning device for calculating position data 


indicative of veh cle position; and 


a posi ion data transmitter device for transmitting said 


position data. 


NY2-63212.1 
85 


Petitioner CoxCom, LLC - Exhibit 1004 Page 100 







data. 


14. The apparatus of claim 11, which further comprises: 


a position data receiver for receiving said position 


15. The apparatus of aim 11, wherein said activation 


device is a computer system. 


16. The apparatus .f claim 15, wherein said computer 


system further comprises: 


an activation device transmitter for transmitting an 


activating signal to at lea -t one of said first control device and 


said second control device; and 


data. 


receiver for receiving said position 


17. The appar -tus of . laim 11, which further comprises: 


a ne work co p. er, w erein said network computer is 


linked to at le- t o of said fir control device, said second 


control device and sai activation device; 


a network .omputer receiver; and 


a network computer transmitter, 


wherein =aid network computer receiver receives signals 


from at least one of said activation device, said first control 


device, said second control device and said vehicle positioning 


device, and further wherein said network computer transmitter 
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transmits signals to at least one of said aétivation device, said 


first control device, said second control -evice and said vehicle 


positioning device, and further wherei said network computer 


device at least one of controls arid mon ors said apparatus, said 


vehicle and said at least one vehicle = stem. 


18. The apparatus of claim a1, wherein said at least one 


vehicle system is one of a vehicle icnition system, a vehicle fuel 


pump system, a vehicle exhaust system, a vehicle light system, a 


vehicle alarm system, a vehicle anti -theft system, a vehicle 


recovery system, a vehicle door lock system and a vehicle hood lock 


system. 


19. A method for v- isle anti -theft and vehicle 


locating, comprising the s 


system. 


of: 


activating 


activati a vehic - positioning device; 


calculating vehicle position data; and 


one of disabli g and re- enabling at least one vehicle 


20. The meth of claim 19, further comprising the step 


ascertaininí at least one of vehicle position and 


location from said v =hicle position data. 
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ABSTRACT OF THE DISCLOSURE 


An anti -theft and vehicle ocating apparatus is described 


which comprises a control device f r controlling the operation of 


the apparatus, an activation device for activating said control 


device, and a vehicle positioning device for determining a location 


of the vehicle. The activatio device activates an operation of 


the control device, and further, the control device at least one of 


generates a signal to one of d sable and re- enable a vehicle system 


and generates a signal to ac ivate the vehicle positioning device. 


A method for vehicle anti -t eft and vehicle locating is disclosed 


which comprises the steps of activating a control device of a 


vehicle anti -theft and v hicle locating apparatus, activating a 


vehicle positioning device, calculating vehicle position data, and 


one of disabling and re enabling at least one vehicle system. 
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CONTROL APPARATUS AND METHOD FOR and rendering useless, any of the widely known anti -theft 
VEHICLES AND /OR FOR PREMISES and /or theft -deterrent devices, thereby gaining control and/ 


or possession of the motor vehicle. In these instances, the 
RELATED APPLICATIONS motorist or motor vehicle operator is well advised to sur- 


5 render the motor vehicle. However, once surrendered, the This is a continuation application of U.S. patent applica- motor vehicle is virtually lost to the car thief. tion Ser. No. 08/683,828, filed Jul. 18, 1996, now U.S. Pat. Anti -theft and /or theft- deterrent devices which attempt to No. 5, 917, 405, which is a continuation- in - part application of defeat the ultimate vehicle theft, such as caused by car - U.S. patent application Ser. No. 08/587,628, filed Jan. 17, jacking, by disabling the motor vehicle during the 1996, abandoned, which is a continuation application of 
10 


"getaway", such as by shutting off power to the motor U.S. patent application Ser. No. 08/489,238, filed Jun. 12, vehicle engine, have major disadvantages and drawbacks in 1995, now U.S. Pat. No. 5,513,244, which is a continuation that they could shut -off the vehicle engine at an inopportune application of U.S. patent application Ser. No. 08/073,755, instant in time, thereby causing a dangerous condition to filed Jun. 8, 1993, abandoned, and which U.S. patent appli- exist which could lead to an accident and resulting injuries cation Ser. No. 08/683,828, filed Jul. 18, 1996, now U.S. Pat. 
15 to individuals as well as damage to property. These accidents No. 5,917,405, is also a continuation-in-part application of may arise when the motor vehicle power is suddenly shut -off U.S. patent application Ser. No. 08/622,749, filed Mar. 27, while the vehicle is in motion, which condition could cause 1996, abandoned. the vehicle to suddenly, or even gradually, lose power on a 


roadway or highway, while traveling at a moderate or at a 


20 high rate of speed and /or when a power steering and /or a 
The present invention pertains to a remote -controlled Power braking system, which derives its power from the 


control, monitoring and /or security apparatus and method vehicle engine, suddenly loses power upon the loss of the 
for vehicles, motor vehicles, marine vessels and vehicles, engine power. As noted above, accidents such as these may 
aircraft, recreational vehicles, residential premises and /or result in injuries to people, both inside and outside the 
commercial premises and, in particular, to a remote- 25 vehicle, as well as property damage caused by, and to, the 
controlled control, monitoring and /or security apparatus and vehicle. 
method for exercising and /or providing remote -controlled The above described disadvantages and drawbacks of the 
immediate, as well as deferred, control, monitoring, security, prior art devices may also pose accident liability concerns to 
anti -theft and /or theft deterrent functions for vehicles, motor those manufacturers and /or sellers of these devices, as well 
vehicles, marine vessels and vehicles, aircraft, recreational 30 as to the owner or operator of the motor vehicle, as these 
vehicles, residential premises and/or commercial premises. entities and /or individuals may be held liable for the injuries 


and /or the damages sustained as a result of the above 
described accidents. 


Anti -theft devices for vehicles and premises are known in 
Vehicle recovery systems are known which include a 


the prior art 
devices 


preventing and/or 
and 


d 
premises 


the 
known 


n a 35 
vehicle homing device, which is activated and which emits P P g thwarting homing signals which are used to home in on, or to locate, vehicle and /or of a premises. Vehicle recovery devices or the vehicle. These vehicle recovery systems usually require systems are also known for recovering a motor vehicle. that the law enforcement agency have corresponding hom- These known anti -theft and /or vehicle recovery devices may ing signal receivers and /or equipment and that they be kept be of the active or passive variety and are typically available 40 in operating condition, in order to effectively home in on, or in many forms (i.e. steering wheel locks, hood locks, igni- locate, the vehicle. Unless the local police or law enforce. tion system cut -off devices, alarms, vehicle homing devices ment authorities have such equipment, the homing signal with associated receiving devices, etc.). In some cases, these recovery device serves little purpose in recovering the devices may be of a very simple design, while in other cases, vehicle in that locale. Other vehicle recovery systems they may be of a more sophisticated design. However, as is 


45 require that a police report be made prior to an activation of well known, these known anti-theft and /or vehicle recovery the homing and /or recovery equipment, which practice devices or systems may be easily defeated by thieves, and could result in the loss of valuable time in the vehicle especially, by professional thieves and /or have other disad- recovery process. The above problems concerning vehicle vantages associated with their use. Experience has shown security am equally applicable to and present an equal or that even the most sophisticated of anti -theft devices may be 50 even greater problem in providing security for marine ves- defeated by an experienced, and determined, thief, and that sels and vehicles, aircraft and /or recreational vehicles. vehicle recovery systems also have drawbacks associated Providing security for residential premises and /or com- with their use. 
merciai premises is also of great concern, especially when In the case of some vehicle recovery devices, their use such premises are left vacant for hours and /or days at a time. may be limited by the availability, or lack thereof, of the ss The concerns may arise while residential premises are left corresponding tracker or receiver device(s) in the particular unoccupied during the working day, when second homes locality, or the lack of same by the law enforcement depart- and /or vacation homes are left unoccupied for days, weeks ment in a particular area. and months at a time, and in commercial premises which In recent times, an even more disturbing criminal practice, may also be left unoccupied for long periods of time such as involving the theft of motor vehicles, has rendered most 60 after working hours or during weekends or other prolonged anti -theft devices virtually useless. This criminal practice, periods of time when these premises may be closed and /or 


known as car-jacking, has gained widespread attention. unoccupied. While anti -theft and/or security systems exist Car -jacking usually occurs when a thief or thieves confront for residential and /or commercial premises, such systems 
a motorist or motor vehicle operator, when the motor vehicle fail to enable the owner or occupant and /or other authorized engine is running, or when the car thief obtains easy access 65 individual to conveniently and effectively exercise and /or to the motor vehicle ignition keys and to the motor vehicle, perform control, monitoring and/or security functions with either by force or by the threat of force, thereby bypassing, regards to these premises. The ability to conveniently and 


FIELD OP THE INVENTION 


BACKGROUND OF THE INVENTION 
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effectively enable one to exercise and /or to perform control, 
monitoring and /or security functions would prove to be 
invaluable in allowing owners, occupants and /or other 
authorized individuals to exercise and /or to provide control, 
monitoring and/or security functions over these premises, 
from a remote location and at any time. 


4 
The apparatus also comprises a controller or a central 


processing unit (CPU), which is electrically connected with 
the receiver and which receives, or reads, whichever the case 
may be, the signal or signals, or portions thereof, which are 


5 generated by the receiver. The CPU also has associated 
therewith a read only memory device(s) and random access 


SUMMARY OF THE INVENTION memory device(s). The data which is received by the 
The present invention provides an apparatus and a method receiver is processed by the apparatus. 


for overcoming the disadvantages and drawbacks which are The CPU may also have a transmitter associated therewith 
associated with the known prior art anti -theft and/or theft 10 for transmitting signals to the transmitter receiver or trans - 
deterrent systems and, in particular, anti -theft and /or theft- ceiver. In this manner, the CPU of the apparatus may 
deterrent systems for vehicles, marine vessels and vehicles, respond to a user data transmission, command, or inquiry 
aircraft and recreational vehicles as well as for residential with a transmitted signal. 
premises and /or for commercial premises. hi the case of vehicles, motor vehicles, marine vessels and 


The apparatus of the present invention comprises a trans- 15 vehicles, aircraft and recreational vehicles (hereinafter 
miller system for transmitting an electrical, an electronic, an referred to collectively as "vehicles "), the CPU is electri- 
electromagnetic or other suitable signal, transmittable over tally connected and/or linked to the vehicle ignition system, 
a communication system and /or medium, upon an activation which is located externally from the apparatus. The CPU 
by the owner or authorized user or operator of the vehicle, may or may not be connected with and /or linked to the 
motor vehicle, marine vessel, aircraft, recreational vehicle, 20 vehicle ignition system through an ignition system interface. 
and /or the owner, occupant and/or authorized individual of The CPU may transmit signals to, as well as receive signals 
and for the residential premises and /or the commercial from, the vehicle ignition system. In this manner, the CPU 
premises. The transmitter should also consist of a user and the vehicle ignition system may exchange information 
interface device and a transmitting device. The transmitter between each other. 
should also have a receiver associated therewith for receiv- The CPU, upon receiving an appropriate signal from the ing signals. In this regard, the transmitter /receiver combi- receiver, and upon the completion of a data processing nation may be replaced and /or implemented with and/or by routine, may issue a suitable signal, to the vehicle ignition a transceiver. The transmitter transmits a signal, in response system. This signal may be one which will disable, re- enable to an authorized user or operator accessing and/or activating 30 and /or reset the vehicle ignition system. The CPU may also the apparatus. interrogate the ignition system and /or receive data from the The transmitter system is a remote system, which may or ignition system which is indicative of ignition system status. may not be physically connected to the remainder of the The CPU may also be electrically connected and/or linked apparatus. Further, the transmitter system is not located in to the vehicle fuel system which is also located externally the vehicle, motor vehicle, marine vessel or vehicle, aircraft, 35 from the apparatus. The CPU may or may not be connected recreational vehicle, residential premises and /or commercial with and /or linked to the vehicle fuel system through a fuel premises, but rather, is located external from, and /or sepa- system interface. The CPU is capable of issuing a signal, to rate and apart from, the vehicle. disable, re- enable and/or reset the vehicle fuel system. The The apparatus also comprises a receiver for receiving the CPU may also interrogate and /or receive data from the fuel signals which are transmitted by the transmitter or trans- 40 system which is indicative of fuel system status. The CPU ceiver system. The receiver receives the signal(s) which is may also provide control over the vehicle exhaust system in transmitted by the transmitter or transceiver and provides an a similar fashion or in an analogous manner. indication, in the form of a signal transmission, back to the The CPU may also be electrically connected and /or linked transmitter or transceiver and, in particular, the transmitter to at least one or more of a variety of vehicle equipment receiver, which signifies that a signal has been received by 45 systems. The vehicle equipment system or systems are the apparatus. The receiver also generates data which is located externally from the apparatus and may or may not be indicative of the signal, or a portion thereof, which has been connected and /or linked to the CPU via a respective and /or received. The receiver should also be provided with its own associated vehicle equipment system or systems interface. transmitter. In this regard, this receiver /transmitter combi- The vehicle equipment system or systems, which varies for nation may also be replaced and /or implemented with and/or 50 each type of vehicle (i.e., vehicle, motor vehicle, marine by a transceiver. vessel or vehicle, aircraft and /or recreation vehicle) may The transmitter /receiver combination should provide for include, but is not limited to, an exterior and/or an interior the transmission and for the reception of a multitude of siren or alarm, a horn, a vehicle exterior light system(s), a remote electrical, electronic, electromagnetic, and /or other power door lock or other locking system or device, a hood suitable signals, over long distances and /or in a mobile ss locking system, a video recording device and /or a camera, and /or a wireless communications environment. Telephone and /or an audio recording device, for providing surveillance signals and telephone communication devices can be uti- of the vehicle interior and /or exterior, an intercom system, lized in the present invention as well as personal computers for providing communications between vehicle users and /or which can be utilized with telecommunications and/or other occupants and the owner, operator and /or authorized suitable communication systems and /or mediums. eo individual, cellular or mobile phones and/or any one or more Upon receiving the signal, the receiver generates a distinct of the widely known vehicle anti -theft systems, alarm sys- signal which is indicative of the signal transmitted from the terns and/or stolen vehicle and /or other type of vehicle transmitter. At least a portion of the transmitted signal may recovery systems and/or devices. 


include a valid access code, which accesses the receiver and Each of the vehicle equipment systems, if utilized in the apparatus. The access code serves to provide for security 65 conjunction with the apparatus, may be activated, measures which may be taken in conjunction with the use of de- activated, reset or in some other way controlled and /or the apparatus. monitored by the apparatus of the present invention. The use 
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of any one or more of the vehicle equipment system or A home and /or personal computer, and /or other personal 
systems is optional. communications device and /or apparatus may also be uti- 


The vehicle equipment system or systems receives signals lized for performing the functions of the transmitter and the 
from the CPU, which signals serve to activate, de- activate, vehicle position and locating system receiver. The apparatus 
or vice versa, whichever the case may be, the respective 5 may also be utilized in conjunction with a computer network 
vehicle equipment system(s). such as an on -line service and /or on, or over, the Internet 


The apparatus may also comprise a vehicle position and and /or the World Wide Web, by employing an appropriate 


locating device which can be utilized in order to determine server computer and /or an associated Web Site and /or Web 


the position and /or the location of the vehicle. The vehicle Site technology in conjunction with an appropriate commu- 


position and locating device can be utilized so as to deter- to nication medium. 


mine the position of the vehicle anywhere in the world and Upon the occurrence, or the discovery thereof, of the theft 
provide for the transmission of vehicle position and /or of a vehicle, or simply in order to monitor vehicle status or 
location data, via an associated transmitter, to an appropriate location, the authorized user or operator may activate the 
system receiver so that vehicle position would be available apparatus by entering an access code into the transmitter or 
to the owner, user and /or authorized individual and /or so that 15 transceiver interface. Entry of a valid access code will 
the vehicle may be located and /or tracked and recovered. activate a signal transmission from the transmitter or trans- 


The apparatus may also comprise a vehicle position and ceiver to access the apparatus. 


locating system receiver, which is employed for receiving The authorized user or operator can then transmit a 


and /or processing the data which is transmitted from the command code from the transmitter or transceiver to the 
vehicle position and locating device. 20 receiver of the apparatus. In a case when the vehicle has 


The vehicle position and locating device may comprise a been stolen, the command code may be a vehicle disable 
positioning system computer and a global positioning device command code. It should also be noted that a vehicle 
with associated global positioning system receiver. The re- enable or reset command code, or any other suitable 
vehicle position and locating device may also comprise a command code, monitoring code, etc., which would repre- 
position data transmitter for transmitting the vehicle position 25 sent a function or operation to be performed by the 
and /or location data to the vehicle position system receiver. apparatus, may also be entered. The command code is then 
The vehicle position and locating device may also comprise transmitted to, and received by, the receiver. 
a data base which contains digital and /or digitized map data, The command code data is then transmitted to, or read by, 
which can be utilized in order to determine the geographical the CPU for command code identification and for further 
position of the vehicle from the calculated "raw" position 


3e 
processing, if necessary. In this manner, an authorized user 


data obtained from the global positioning device. In this or operator, upon learning of the theft of the vehicle, or 
manner, vehicle position and /or location on a map may be simply attempting to ascertain the status and /or location of 
obtained. the vehicle, may easily access and /or activate the apparatus 


Vehicle position and /or location data can be transmitted to by simply "calling up" or transmitting a signal to the 
the vehicle position system receiver which may be located 


3s apparatus. 
at, or accessible to, the authorized user or operator and /or In the case where the motor vehicle has been stolen, and 
authorized individual at any location and /or at the location the authorized user or operator wants to prevent and /or 
of an authorized office or agency, such as at a central security thwart the theft of the vehicle and recover the vehicle, the 
office or agency or local or regional law enforcement office command code which may be entered may be a vehicle 
or agency, which is duly authorized to receive the vehicle disable command code (disable code) which will disable the 
position and /or location data for the vehicle. vehicle and activate the vehicle position and /or locating 


The vehicle position and locating device may also per- device. If the authorized user or operator desires to re -enable 
form updated global positioning calculations so as to pro- the vehicle, such as when the motor vehicle has been found 
vide for a tracking of a vehicle movement. The apparatus 45 or recovered, so as to render the vehicle re- enabled or 
may also ascertain vehicle movement by monitoring and /or operational, the command code to be entered may be a 


tracking vehicle position data as it is updated. vehicle re-enable or reset command code. 
The vehicle position system receiver may be equipped If a valid disable code is transmitted to the apparatus, the 


with an appropriate computer system and a receiver for vehicle position and locating device is activated and various 
receiving the data transmitted by the transmitter of the 50 vehicle systems, including the vehicle ignition system, fuel 
vehicle position and locating device. or fuel pump system and/or exhaust system, and/or at least 


The vehicle position system receiver may comprise a one or more of a variety of utilized vehicle equipment 
CPU for controlling the operation of the system receiver system(s), may either be activated, de- activated, or reset 
which CPU is connected and/or linked to the receiver for depending upon the circumstances. 
receiving and /or for reading the vehicle position and /or ss The operation of the vehicle position and locating device 
location data. The system receiver may also comprise a user may proceed and continue simultaneously and /or concur - 
interface device, a display device, an output device and a rently with the operation of the apparatus and the CPU. Any 
database containing digital map data for use in determining one or more of a vehicle equipment systems, including a 


geographical position of a vehicle. The system receiver may vehicle alarm and/or homing device may also be activated. 
also comprise a transmitter for sending data and /or signals to 60 Upon the vehicle being found or recovered, such as in a 
the vehicle position and locating device and /or for transmit- manner resulting from utilizing the vehicle position and 
ting signals to the CPU and /or to the transmitter receiver. locating device, the authorized user or operator may once 


The system receiver may also be utilized in conjunction again access the apparatus by entering a valid access code 
with a home and /or a personal computer and/or other and by then entering a valid re- enable or reset command 
personal communications device and /or apparatus which 6s code. 
may be utilized with an associated receiver or equivalent The CPU may then issue a control signal to re- enable or 
peripheral device(s). reset the vehicle ignition system, vehicle fuel or fuel pump 
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system and /or exhaust system and /or de- activate or command code, may determine the operating status of the 


re- activate, any one or more of the various vehicle equip- vehicle, the apparatus, and /or any one or more of the various 


ment systems which are utilized. The vehicle position and /or vehicle systems so as to determine if, for example, the 


locating device may also be de- activated. ignition system or fuel or fuel pump system is activated or 


Safeguards may be employed in order to prevent a wrong s on, thereby alerting the authorized user or operator that 


or a mis- dialed number or unauthorized transmission(s) someone is operating the vehicle. An authorized user or 


from accidently accessing and activating the apparatus, and operator may also access the apparatus so as to determine 
further, may serve to prevent an unauthorized or an vehicle position and /or location data or information and /or 
unwanted disabling or re- enabling or setting or resetting of the geographic location of the vehicle. In this manner, the 
the vehicle ignition system, the vehicle fuel or fuel pump ro authorized user or operator can determine the status and /or 
system and /or the vehicle exhaust system and /or the the location of his or her vehicle at any time and for any 
activation, de- activation, or resetting of any one or more of reason. In this regard, a safe and an effective anti-theft 
the various vehicle equipment systems which may be uti- 
lized. 


vehicle recovery apparatus and method is provided 
liud. by the present invention. 


As noted above, a disable command code may cause the 


apparatus to activate a vehicle position and locating device 15 The apparatus of the present invention may be utilized in 


which may operate simultaneously and /or concurrently with, conjunction with a multitude and /or a variety of valid 


and independently of, the operation of the apparatus and the command codes, wherein each different command code may 


CPU. Once activated, the vehicle position and locating selectively disable or re- enable or reset any one or any 


device may activate the global positioning device which combination of the vehicle systems, such as the vehicle 


calculates vehicle position data by using well known global 20 ignition system, the vehicle fuel or fuel pump system, the 


positioning calculation methods and /or techniques. vehicle exhaust system and/or any one or more of the 


Once the vehicle position data has been calculated, the various vehicle equipment systems which may be utilized. 


position data can then be transmitted to the vehicle position In this manner, the authorized user or operator may utilize 


system receiver which is located at the location of the the present invention to selectively disable, re- enable, 


authorized user or operator, or at the authorized office, 25 de- activate or re- activate any one or more of the vehicle 


agency or other entity. Geographic position and /or location systems, or a combination thereof, at his or her discretion, at 


data (i.e. street location, location on a map, etc.) for the any time, and from any location. 


vehicle may also be obtained by processing the position As noted above, an authorized user or operator may also 


and /or location data in conjunction with digital map and /or utilize command codes for determining status of the appa- 


other suitable data. The transmission of position data may be 30 ratus or of the vehicle, or of any one or more of the vehicle 


repeated for a predetermined time interval, after which the systems. A command code may also be employed to simply 


global positioning device may calculate updated position determine vehicle position. 


data. The vehicle position data which is received by the The apparatus may also be programmable by the user or 


vehicle position system receiver may then be employed to operator via the transmitter or transceiver, or at the vehicle, 


find and /or to recover the vehicle. Vehicle position data may 
35 


so that certain parameters, such as the timing, and/or the 


be updated, continuously and/or in some other suitable degree of disabling or re- enabling, of the various vehicle 


manner, by repeating the global positioning calculations. systems may be programmed. 


Vehicle position data, along with updated vehicle position By utilizing a multitude of command codes, including 


data, may also be utilized in order to track and /or to monitor disable codes and /or re- enable or reset codes, which codes 


vehicle movement. Vehicle position data may also be dis- affect different vehicle systems, or combinations thereof, it 


played and/or output for use in finding and /or recovering the is also possible to selectively control the vehicle systems 


vehicle. from a remote location. The apparatus may also be pro - 


The authorized user or operator may discontinue opera- grammed for automatic activation and /or self- activation 


lion of and /or de- activate the global positioning device 45 and /or automatic and/or programmed operation via a com- 


and/or the vehicle position system receiver, such as when the wand code(s), so that the apparatus may become activated 


vehicle has been found or recovered and /or at any other upon a certain occurrence, or lack thereof, and thereafter, 


time. provide for the disabling and /or the re- enabling of any one 


The global positioning device may be utilized to locate or more of the vehicle systems along with activating the 


and /or to track vehicle movement anywhere in the world. In 50 vehicle position and /or locating device. The apparatus may 


this manner, the apparatus of the present invention may be also provide information pertaining to vehicle theft, status 


utilized to disable or de- activate vital vehicle systems and /or and /or position. The apparatus may also be designed and /or 


to find and /or recover a stolen vehicle and /or to monitor programmed to detect its unauthorized use and /or its use by 


vehicle operation and /or vehicle location and /or movement. an unauthorized individual. In this regard, the vehicle is 


Further, the present invention provides for an apparatus 55 capable of reporting itself as being stolen. 


and a method for disabling and /or re- enabling various sys- In an alternate embodiment of the present invention, an 


terns of the vehicle, when the vehicle is not in use, simply arming device and an activation device may be utilized in 


by `balling up" the apparatus so as to disable the vehicle and, conjunction with the apparatus in place of the transmitter/ 


thereby, provide added security against vehicle theft and /or receiver combination so as to provide for an automatic 


to prevent damage to the vehicle and /or to any components ea monitoring and /or activation of the apparatus. In such an 


thereof. in this manner, an authorized user or operator may embodiment, the command code(s) may be a default code 


disable the vehicle ignition system, fuel or fuel pump and /or be user selected and /or programmable. Automatic 


system, exhaust system and /or any one or more of a variety activation may also be programmed by the user or operator 


of the vehicle equipment systems, of a vehicle which may be via a command code(s) with apparatus operation activated 


parked and /or in use, from any location and /or at any time. 65 upon the occurrence, or lack thereof, of a specified event. 


An authorized user or operator may also access the In this manner, the arming device /activation device com- 


apparatus at any time and, with the use of an appropriate bination may be utilized so as to activate the apparatus 
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and /or any one or more of the vehicle systems, including the 
ignition system, the fuel or fuel pump system, the exhaust 
system and /or any one or more of the various vehicle 
equipment systems which are utilized in conjunction with 
the apparatus. The vehicle position and locating device may 5 


also be activated via the automatic activation of the appa- 
ratus. 


In yet another alternate embodiment of the present 
invention, the vehicle position and locating device may 
comprise a plurality of global positioning devices which 10 


may be strategically located at various points and/or loca- 
tions in or on the vehicle. Each of the global positioning 
devices may be placed at different points and /or locations in, 
or on, the vehicle, with the distances between each of the 
respective devices being recorded and stored. Upon the 15 


activation of the global positioning devices and the calcu- 
lation of each position or location of each device, any 
change in distance between any two or more of the respec- 
tive devices could be utilized in order to determine if the 
vehicle, or any portion thereof, has been dismantled or 20 


structurally altered, at least in part, or possibly to a greater 
extent. 


The apparatus and the method of the present invention 
may also be utilized in conjunction with a central security 
office or agency, such as a private security service and /or by 25 


a local or regional law enforcement office or agency, in order 
to provide a prompt means by which to report a vehicle theft, 
provide for a manner in which to disable and /or re- enable a 


vehicle or vehicle system, and to determine vehicle position 
and /or location so as to facilitate the locating and the 30 


recovery of the vehicle. In this regard, the present invention 
may be utilized so as to allow control, monitoring and /or 
security functions to be exercised and /or performed by an 
authorized third party. The present invention may also be 
utilized so as to provide for a prompt law enforcement theft 35 


reporting, law enforcement response to the theft report and 
recovery of the vehicle. 


An authorized user or operator may register their vehicle 
and apparatus with a central security office or agency such 
as by registering vehicle identification information along 
with vehicle access and command code data and any other 
pertinent information. Upon the occurrence of a vehicle 
theft, or the discovery thereof, the authorized user or opera- 
tor can access the apparatus so as to exercise and /or to 


45 
perform control, monitoring and /or security functions over 
same while, at the same time, allowing for a control, 
monitoring and /or a security function to be exercised and /or 
performed by the central security office or other entity. The 
apparatus, which is utilized at the central security office 
and /or other entity, may have the same control capabilities 
over the vehicle as that of the apparatus utilized in the 
vehicle. In this regard, status of the apparatus, the vehicle, 
any one or more of the various vehicle systems, and /or the 
vehicle position and/or location data may be obtained by the 


55 
apparatus located at the central security office and /or other 
entity. 


The apparatus which is utilized at the central security 
office may also be utilized in connection with an on -line 
service and /or on, or over, the Internet and /or the World 60 
Wide Web so as to provide for a means by which the 
authorized user or operator may utilize the apparatus in 
conjunction with a home and /or a personal computer and /or 
a commercial or industrial computer system (i.e., an internet 
server computer) and/or any other appropriate device. 65 


In another embodiment, an access code may be only 
transmitted to, and received by, the central security office 


10 
apparatus and the vehicle may be accessed and controlled 
via an access and command code(s) which are transmitted 
by and from the central security office apparatus. Transmitter 
devices may also be located in the vehicle so as or to allow 
a vehicle occupant(s) to transmit signals directly to the 
central security office and /or agency and /or central 
equipment, (i.e., satellite, cellular communications site etc.) 
such as in instances where help may be required and /or in 


emergency situations. 
In yet another embodiment, the access code may only be 


transmitted to, and received at, the vehicle. In this 
embodiment, the apparatus which is located in the vehicle 
may then transmit data to the apparatus located at the central 
security office thereby alerting the central security office or 
agency of the vehicle theft or status inquiry. The apparatus 
at the central security office may thereafter exercise and /or 
provide control over and /or monitor the functions of, the 
vehicle apparatus for a plurality of vehicles. Further, the 
central security office apparatus may also provide the means 
by which to allow a central security office or local or 
regional law enforcement office or agency to provide secu- 
rity monitoring over the vehicle(s) which are registered 
therewith. 


In the case were the apparatus may be automatically 
activated, the vehicle apparatus may transmit a signal, 
indicative of vehicle theft and /or an unauthorized use or 
operation of the vehicle, to the central security office appa- 
ratus thereby reporting the unauthorized use or operation, or 
theft, of the vehicle before the authorized user or operator is 
able to discover same. 


The central security office apparatus may also be utilized 
so as to verify and/or monitor apparatus accessing and /or 
activation by the authorized user or operator. The authorized 
user or operator may also "call" the central security office 
from any location, via any communication means and /or 
device in order to determine the status and/or the where- 
abouts or location of his or her vehicle. Both the vehicle 
apparatus and the central security office apparatus can exer- 
cise and /or perform the same control, monitoring and /or 
security functions over the vehicle. 


In still another embodiment, the present invention may be 
utilized in conjunction with a residential premises, residen- 
tial building and /or a home and /or a household control, 
monitoring and /or security system. 


In the case where the present invention is utilized in 


conjunction with a residential premises, residential building 
and /or a home and /or a household control, monitoring and 
security system, the CPU may be electrically connected 
and/or linked to the home and /or household electrical 
system, which is located externally from the apparatus. The 
CPU may or may not be connected with and /or linked to the 
home electrical system through an electrical system inter- 
face. The CPU may transmit signals to, as well as receive 
signals from, the home electrical system. In this manner, the 
CPU and the home electrical system, may exchange infor- 
mation between each other. 


The CPU, upon receiving an appropriate signal from the 
receiver, and upon the completion of the requisite data 
processing routine may issue an electrical, an electronic, 
and /or any other suitable signal, including a digital com- 
mand signal, to the home electrical system. This electrical, 
electronic and /or other suitable signal or digital command 
signal may be one which will disable, re- enable or reset the 
home electrical system. The CPU may also interrogate the 
electrical system and/or receive data from the electrical 
system which is indicative of electrical system status (i.e., 
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whether the electrical system is on or off and /or to what individual room water valves, home fire detector equipment 
extent certain portions thereof may be on or off). and home fire extinguishment equipment, jacuzzis, hot tubs, 


The CPU may also be electrically connected and/or linked pet feeders and /or any other electrical and /or electronic 


to the home heating system which is also located externally devices and /or appliances and /or those devices and /or appli- 


from the apparatus. The CPU may or may not be connected 5 antes which may be electrically and /or electronically con - 


with and/or linked to the home heating system through a 
Home equipment systems may door and window 


heating system interface. The CPU is capable of issuing an 
closing, opening and locking devices. 


electrical, electronic and /or other suitable signal, including a The home equipment systems may also include any and 


digital signal, to disable or to re- enable the home heating 
all home appliances such as televisions, telephones, tele- 


digital 
The CPU may also interrogate and /or receive data 10 


wave 
answering door indi, VCRs, 


lights 
hts 


lamps, 
micro, 


wase oveno, s, compl individual ocess or,ampe, s, 
radios, from the home heating system which is indicative of home toasters, irons, computers, word processors, stereos, radios, 


heating system status (i.e., whether the heating system is on and any other home appliance and /or devices which may be 
or off and /or to what extent certain portions thereof may be electrically and /or electronically activated and /or control - 
on or off). lable. 


The CPU may also be electrically connected and /or linked 15 The home equipment systems may also include video 
to the home air conditioning system which is also located recording equipment, which may include video recording 
externally from the apparatus. The CPU may or may not be device(s) and /or a camera(s), such as those utilized in 
connected with and/or linked to the home air conditioning conjunction with personal computers, televisions, digital 
system through an air conditioning system interface. The televisions, interactive televisions, surveillance systems, 
CPU is capable of issuing an electrical, electronic and /or 20 


display telephones and /or other communication devices, 
other suitable signal, including a digital signal, to disable or including personal communication devices. 
to re- enable the home air conditioning system. The CPU The video recording device(s) and /or camera(s) may be 
may also interrogate and /or receive data from the home air digital recording devices or cameras or other suitable video 
conditioning system which is indicative of home air condi- 


25 recording and/or photography equipment. The video record - 
tioning system status (i.e., whether the air conditioning ing device(s) and /or camera(s) may be located at any loca- 
system is on or off and /or to what extent certain portions tion on and in the interior and /or at the exterior of the home 
thereof may be on or off). or premises and may have associated therewith transmitting 


The CPU may also be electrically connected and/or linked devices for transmitting the recorded video or photograph(s) 
to the home water system which is also located externally to the owner or occupant and /or other authorized individual 
from the apparatus. The CPU may or may not be connected so as to provide surveillance and /or monitoring capabilities 
and /or linked to the home water system through a home for the home and /or premises. 
water system interface (i.e., electrical shut -off valve). The The home equipment system may also include audio 
CPU is capable of issuing an electrical, electronic and /or recording equipment, which may include microphones and/ 
other suitable signal, including a digital signal, to disable or or tape recorders, such as those utilized in conjunction with 
to re-enable the home water system. The CPU may also personal computers, televisions, digital televisions, interac- 
interrogate and /or receive data from the home water system live televisions, display telephones and /or other communi- 
which is indicative of the water system status (i.e., whether cation devices, including personal communication devices. 
the home water system or any portion thereof is on or off). The audio recording device(s) may have a transceiver or 


The CPU may also be electrically connected and/or linked 4e transmitter /receiver system associated therewith for trans- 
to the home thermostat or environmental control system so mitting audio information to the owner or occupant and /or 
as to control and monitor interior temperature. In this authorized individual so as to provide for the monitoring 
manner, the home thermostat system may then be adjusted and /or the surveillance of the interior and /or the exterior of 
and /or controlled by the user or operator via the apparatus. the home. 
The home thermostat system may be connected to the home 45 The home equipment systems may also include an inter - 
heating system and /or to the home air conditioning system com system or device or telephone, cellular, digital or 
so as to activate, set and/or control the operation of these otherwise, for providing a means by which to allow the user 
systems so as to achieve the desired temperature and /or or operator, or other authorized individual, to communicate 
environmental conditions in the home. with the persons present in, or occupants of, the home or the 


The CPU may also be electrically connected and /or so premises. The home equipment systems may also include 
linked, via interfaces if needed, to any one or more of a monitoring device(s) for reading and /or monitoring the 
variety of home equipment systems which may include a home fuel supply, gas meter and /or gas usage, water supply, 
home anti -theft and /or burglary alarm system, an interior water meter and /or water usage, electrical generator and /or 
and /or exterior siren or alarm, interior and /or exterior light- alternator operation, electricity meter and /or electricity 
ing systems, electrical and /or electronically controlled lock- ss usage, heat and/or air conditioning usage, gas and/or oil or 
ing devices for doors and/or windows, including electrical other fuel supply and/or usage, telephone usage, appliance 
and /or electronic dead bolt locks and /or other types of usage, etc., a home control system and /or any other home 
locking devices, electrical systems and devices for control- operation and /or system function. The monitoring device(s) 
ling electrical circuits or systems room -by -room, device-by- may have associated therewith a transceiver or transmitter/ 
device, and /or appliance-by- appliance. 60 receiver system for transmitting data and /or information 


The home equipment system may also include devices for recorded and/or read by the monitoring device (s) to the user 
controlling any one or more of the electrical circuitry, such or operator and for receiving signals such as, for example, 
as circuits controlled by fuses, circuit breakers or equivalent control signals, by which the user or operator may exercise 
devices, devices for controlling and /or monitoring hot water control over the monitoring device(s) The monitoring 
heater(s), garage door opener(s), lawn sprinkler system(s), 6s devices and the corresponding devices which they monitor 
electric fences and/or fencing, in- ground or above- ground may be linked via wireless devices and /or over a wireless 
pool equipment, filters and /or heaters, home water valves, medium. 
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When used in conjunction with a residential premises, 
residential building and /or home or household system, the 
apparatus and method of the present invention may be 
utilized and /or operates in the same or in a similar and /or 
analogous manner as it is utilized and/or operates in con- s 
junction with vehicles so as to provide control, monitoring 
and /or security functions for and over a home and /or resi- 
dential premises. In this manner, a homeowner or occupant 
may access a home system at any time, and from any 
location, and thereby exercise and /or provide control, moni- 
toring 


to 
and/or security functions over any home system, 


equipment, device and/or appliance. The owner or occupant 
may also monitor the status, state, or operation of any home 
system, equipment, device and /or appliance. Lastly, the 
owner or occupant may exercise and /or perform security 


15 
related functions or operations on, and over, the home 
system, equipment, device and/or appliance. 


In still another embodiment, the apparatus and method of 
the present invention may be utilized in conjunction with a 
commercial building, commercial office and /or commercial 20 
premises control, monitoring and /or security system. In the 
case where the present invention is utilized in conjunction 
with a commercial building, commercial office and /or com- 
mercial premises control, monitoring and /or security 
system, the CPU may be electrically connected and /or 25 


linked to the commercial office and /or premises electrical 
system, heating system, air -conditioning system, water 
system, thermostat system, and /or to at least any one or more 
of a variety of commercial office and /or premises equipment 
systems, which may include an anti -theft and /or burglary 30 
alarm system, an interior and /or exterior siren or alarm, 
interior and /or exterior lighting and /or lighting system(s), 
electrical and /or electronically controlled locking devices 
for doors and /or windows, including electrical and /or elec- 
tronic dead -bolt locks and /or locking devices. 35 


The CPU may also be connected and /or linked to com- 
mercial office and /or premises equipment systems which 
include electrical systems for controlling electrical circuits 
or systems room -by -room, device -by- device, and /or 
appliance -by- appliance, devices for controlling any one or 40 
more of the electrical circuitry, such as circuits controlled by 
fuses, circuit breakers or equivalent devices, devices for 
controlling and /or monitoring hot water heaters, garage door 
openers, lawn sprinkler systems, electric fences and /or 
fencing, in- ground or above -ground pool and /or fountain 45 


equipment, filters and /or heaters, fire detector equipment, 
fire extinguishment equipment, and office equipment, power 
door and /or window closing, opening and locking equip- 
ment and any other electrical and /or electronic device or 
item or any device and/or item which is electrically or so 
electronically controllable. 


The commercial office and/or premises equipment sys- 
tems may also include any and all commercial office and /or 
premises appliances such as televisions, telephones, tele- 
phone answering machines, alarm systems, VCRs, stoves, 5s 
ovens, microwave ovens, door bells, individual lights or 
lamps, office equipment and appliances, computer and asso- 
ciated peripherals, word processors, stereos, radios, manu- 
facturing equipment and any other commercial office and /or 
premises equipment. 60 


The commercial office and /or premises equipment system 
may also include a video recording equipment, which may 
include video recording device(s) and /or a camera(s), such 
as those utilized in conjunction with personal computers, 
televisions, digital televisions, interactive televisions, dis- 65 


play telephones and /or other communication devices, 
including personal communication devices, and/or a still 


14 
picture camera(s). The video recording device(s) or camera 
(s) may be digital recording devices or cameras or other 
suitable devices or cameras, including typical video record- 
ing devices or cameras for providing video recording and /or 
surveillance. 


The video recording device(s) or camera(s) may have a 
transceiver or transmitter /receiver system associated there- 
with for transmitting video images and/or photographs, 
recorded by the video recording device(s) or camera(s), to 
the owner or occupant and /or authorized individual so as to 
provide for the monitoring and /or the surveillance of the 
interior and /or the exterior of the commercial office and /or 
premises. 


The commercial office and/or premises equipment system 
may also include audio recording equipment, which may 
include microphones and /or tape recorders, such as those 
utilized in conjunction with personal computers, televisions, 
digital televisions, interactive televisions, display telephones 
and /or other communication devices, including personal 
communication devices. 


The audio recording device(s) may have a transceiver or 
transmitter /receiver system associated therewith for trans- 
mitting audio information to the owner or occupant and /or 
authorized individual so as to provide for the monitoring 
and /or the surveillance of the interior and /or the exterior of 
the commercial office and/or premises. 


The commercial office and /or premises equipment system 
may also include an intercom system or device or telephone, 
cellular, digital or otherwise, for providing a means by 
which to allow the owner or occupant, or other authorized 
individual, to communicate with the persons present in, or 
occupants of, the commercial office and /or premises. The 
commercial office and/or premises equipment system may 
also include monitoring device(s) for reading and/or moni- 
toring the commercial office and/or premises fuel supply, 
fuel usage, water supply, water usage, electricity meter, 
electricity usage, electrical generator and /or alternator 
operation, heat and /or air conditioning usage, gas and /or oil 
or other fuel usage, telephone usage, commercial office 
and /or premises equipment and /or appliance usage, etc., 
and /or commercial office and/or premises control system 
and/or any other commercial office and /or premises opera- 
tion and /or system function. 


The monitoring device(s) may have associated therewith 
a transceiver or transmitter /receiver system for transmitting 
data and /or information recorded and /or read by the moni- 
toring device (s) to the user or operator and for receiving 
signals such as, for example, control signals, by which the 
user or operator may exercise control over the monitoring 
device(s). The monitoring devices and the corresponding 
equipment and /or devices to be monitored may be linked via 
wireless devices and /or over wireless communication sys- 
tems. 


The commercial office and/or premises equipment system 
or systems receives signals from the CPU, which signals 
serve to activate or de- activate, or vice versa, whichever the 
case may be, the respective commercial office and /or pre- 
mises equipment system(s) which are utilized in conjunction 
with the apparatus. 


When utilized in conjunction with a commercial office 
and /or premises, the apparatus and method of the present 
invention is utilized and /or operates in the same, or in a 


similar and/or analogous, manner as it is utilized and /or 
operates in conjunction with vehicles and /or with residential 
premises, etc., so as to allow control, monitoring and /or 
security functions to be exercised and /or performed on, and 
over, a commercial office and /or premises. 


Petitioner CoxCom, LLC - Exhibit 1001 Page 29 







US 6,549,130 B1 
15 


In this manner, an owner, occupant and /or authorized 
individual may access a commercial office and /or premises 
system at any time and from any location and thereby 
exercise and /or perform control, monitoring and /or security 
functions over any commercial office and /or premises s 
system, equipment, device and/or appliance. The owner, 
occupant or authorized individual may also monitor the 
status, state or operation of any commercial office and /or 
premises system, equipment, device and/or appliance. 


In any of the above described embodiments, the present 10 
invention may be utilized in conjunction with any suitable 
communication device(s) and /or communication system(s). 
In this manner, the present invention may be utilized in 
conjunction with a telephone, a touch tone telephone, a 
cordless telephone and /or a cellular or mobile telephone, a 15 
home and/or a personal computer having associated tele- 
communication devices or other suitable peripheral device 
(s) such as a modem and /or a fax /modem, personal com- 
munication devices which can operate over an appropriate 
telecommunications system, and /or other suitable commu- 20 


nications systems and /or mediums, including radio signal, 
optical, satellite and/or other communications systems and/ 
or mediums. Any suitable communication system and /or 
medium may be utilized. 


Personal communication service (PCS) systems and 25 
devices, including stationary, portable and/or hand -held 
devices, may also be utilized. Digital signal communications 
devices and systems may also be utilized. Interactive and /or 
digital televisions, personal communication devices, per- 
sonal communication services (PCS) devices, personal digi- ao 


tal assistants, cellular telephones, display telephones, dis- 
play cellular telephones and electronically equipped watches 
and /or other devices and /or effects may also be utilized for 
performing user interactive control, monitoring and /or secu- 
rity functions in conjunction with the present invention. 


The interface devices utilized in any of the various 
embodiment of the present invention may be wireless 
devices or modules which need not be directly connected to 
the CPU or to its respective equipment system in a hard- 
wired manner. In this regard, hard -wired electrical connec- 
tions may be unnecessary. In the case of wireless interface 
devices or modules, corresponding wireless technology and/ 
or systems should be utilized in order to provide for the 
wireless control and /or operation of the respective 


45 equipment(s). 
Accordingly, it is an object of the present invention to 


provide a remote- controlled control, monitoring and /or 
security apparatus and method for exercising and /or for 
performing remote controlled control, monitoring and /or so security functions for vehicles, motor vehicles, marine ves- 
sels and vehicles, aircraft, recreational vehicles, residential 
premises and /or commercial premises. 


It is another object of the present invention to provide a 
remote -controlled control, monitoring and /or security appa- 55 
ratus and method which provides for the selective control, 
activation and /or de- activation and/or for the programmed 
control of any one or more of an ignition system, a fuel 
system, an exhaust system and/or any one or more of various 
equipment systems of, and for, vehicles, motor vehicles, o 
marine vessels and vehicles, aircraft and /or recreational 
vehicles. 


It is another object of the present invention to provide a 
remote -controlled control, monitoring and /or security appa- 
ratus and method which provides for the selective control, 65 
activation and /or deactivation and /or for the programmed 
control of any one or more of an electrical system, heating 


16 
system, water system, air conditioning system, thermostat 
system and/or any one or more of the various systems, 
equipment systems, devices and /or appliances, etc., of, and 
for, residential premises and /or commercial premises. 


It is another object of the present invention to provide a 
remote -controlled control, monitoring and /or security appa- 
ratus and method which is utilized in conjunction with a 
global positioning system or other positioning system and 
which provides for a determination of the position and /or 
location of, and for, vehicles, motor vehicles, marine vessels 
and vehicles, aircraft, recreational vehicles, residential pre- 
mises and /or commercial premises. 


It is another object of the present invention to provide a 
remote- controlled control, monitoring and /or security appa- 
ratus and method which provides programming, information 
gathering, and monitoring capabilities for, and regarding, the 
status of and /or the operating state(s) of various systems of, 
and for, vehicles, motor vehicles, marine vessels and 
vehicles, aircraft, recreational vehicles, residential premises 
and /or commercial premises. 


It is still another object of the present invention to provide 
a remote -controlled control, monitoring and /or security 
apparatus and method for vehicles, motor vehicles, marine 
vessels and vehicles, aircraft, recreational vehicles, residen- 
tial premises and /or commercial premises which is utilized 
in conjunction with a home and /or a personal computer, a 
telephone, a display telephone, a cellular telephone, a 
television, an interactive television, a digital television, a 
personal digital assistant and /or a personal communications 
services device and /or other personal communications 
devices. 


It is yet another object of the present invention to provide 
a remote- controlled control, monitoring and /or security 
apparatus and method for vehicles, motor vehicles, marine 
vessels and vehicles, aircraft, recreational vehicles, residen- 
tial premises and/or commercial premises which may be 
utilized, operated and /or controlled via, over, or with, an 
on -line service, and /or on, or over, the Internet and /or the 
World Wide Web. 


It is still another object of the present invention to provide 
a remote -controlled control, monitoring and /or security 
apparatus and method for vehicles, motor vehicles, marine 
vessels and vehicles, aircraft, recreational vehicles, residen- 
tial premises and/or commercial premises which provides 
for an automatic activation, self -activation and /or pro- 
grammed activation of the apparatus. 


It is yet another object of the present invention to provide 
a remote-controlled control, monitoring and /or security 
apparatus and method for vehicles, motor vehicles, marine 
vessels and vehicles, aircraft, recreational vehicles, residen- 
tial premises and /or commercial premises which is utilized 
in conjunction with wireless devices and/or systems and /or 
with wireless communication technology. 


It is still another object of the present invention to provide 
a remote -controlled control, monitoring and /or security 
apparatus and method for vehicles, motor vehicles, marine 
vessels and vehicles, aircraft, recreational vehicles, residen- 
tial premises and /or commercial premises which is utilized 
in conjunction with a central security office and/or agency. 


It is yet another object of the present invention to provide 
a remote-controlled control, monitoring and /or security 
apparatus and method for vehicles, motor vehicles, marine 
vessels and vehicles, aircraft, recreational vehicles, residen- 
tial premises and /or commercial premises which is utilized 
in conjunction with a central security office and /or agency 
and /or with, or over, an on -line service and/or on, or over, 
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the Internet and/or the World Wide Web and /or other infor- 
mation structure, infra -structure, system and /or communi- 
cation system or medium. 


It is yet another object of the present invention to provide 
a remote -controlled control, monitoring and /or security 5 


apparatus and method which is programmable and which 
may be programmed for self- activation and /or programmed 
operation. 


Other objects and advantages of the present invention will 
be apparent to those individuals skilled in the art upon a 


10 


review of the Description Of The Preferred Embodiment 
taken in conjunction with the Drawings which follow. 


BRIEF DESCRIPTION OF THE DRAWINGS 


In the Drawings: 
FIG. 1 illustrates a block diagram of the apparatus which 


is the subject of the present invention; 
FIG. 2 illustrates the vehicle position and locating device 


of FIG. 1 illustrating the main components thereof in block 20 


diagram form; 
FIG. 3 illustrates the vehicle position and locating system 


receiver of FIG. 1 illustrating the components thereof in 
block diagram form; 


FIG. 4 illustrates a block diagram of a computer system 
25 


which is utilized in an alternate embodiment of FIG. 1 for 
performing the functions of, and for, the transmitter and the 
vehicle position and locating system receiver of the appa- 
ratus of the present invention; 


FIG. 5A illustrates the apparatus of FIG. 1 wherein the 
computer of FIG. 4 is utilized in an alternate embodiment in 
order to replace and to perform the functions of the trans- 
mitter and the vehicle position and locating system receiver 
of the apparatus of the present invention. 


FIG. 513 illustrates an alternate embodiment of the appa- 
ratus of the present invention wherein the apparatus is 
utilized in conjunction with an on -line service and /or on, or 
over, the Internet and /or the World Wide Web; 


FIGS. 6A and 6B illustrate flow diagrams illustrating the 40 


preferred embodiment operational steps and/or sequences of 
operation of the apparatus and the method of the present 
invention; 


FIG. 7 illustrates the preferred embodiment operation, in 
flow diagram form, of the vehicle position and locating 
device which is utilized in the apparatus of the present 
invention; 


FIGS. SA and SB illustrate the preferred embodiment 
operation, in flow diagram form, of the vehicle position 
system receiver which is utilized in the apparatus of the 
present invention; 


FIG. 9 illustrates an alternate embodiment of the present 
invention wherein an arming device and an activation device 
are utilized in conjunction with, and for, an automatic 
activation of the apparatus of the present invention; 


FIG. 10 illustrates an alternate embodiment of the vehicle 
position and locating device which comprises a plurality of 
global positioning devices and corresponding global posi- 
tioning receivers; 


60 
FIG. 11A illustrates another alternate embodiment of the 


present invention wherein the apparatus is utilized in con- 
junction with a central security office or agency; 


FIG. 11B illustrates yet another alternate embodiment of 
the present invention wherein the apparatus of FIG. 11A is 65 
utilized in conjunction with an on -line service and /or on, or 
over, the Internet and/or the World Wide Web. 


18 
FIG. 12 illustrates an alternate embodiment of the present 


invention, wherein the apparatus and method is utilized in 


conjunction with boat; 
FIG. 13 illustrates an alternate embodiment of the present 


invention, wherein the apparatus and method is utilized in 
conjunction with an airplane; 


FIG. 14 illustrates an alternate embodiment of the present 
invention wherein the apparatus is utilized in conjunction 
with a snowmobile; 


FIG. 15 illustrates an alternate embodiment of the present 
invention wherein the apparatus and method is utilized in 
conjunction with a home or residential premises control 
system; and 


15 
FIG. 16 illustrates an alternate embodiment of the present 


invention wherein the apparatus and method is utilized in 
conjunction with a commercial office and /or premises con- 
trol system. 


DESCRIPTION OF THE PREFERRED 
EMBODIMENT 


30 


35 


45 


50 


55 


FIG. 1 illustrates a block diagram of the apparatus which 
is the subject of the present invention and which is denoted 
generally by the reference numeral 1. As illustrated in FIG. 
1, the apparatus 1 comprises a transmitter system 2, for 
transmitting an electrical, an electronic, an electromagnetic 
or other suitable signal, upon an activation by a motor 
vehicle owner or authorized user or operator, hereinafter 
referred to collectively as the "authorized user or operator". 


While the foregoing description of the preferred embodi- 
ment is directed to a motor vehicle and, in particular, to an 
automobile, the term "motor vehicle" includes, but is not 
limited to, automobiles, trucks, buses, tractor trailers, con- 
struction equipment, farm equipment, commercial vehicles, 
recreational vehicles, motorcycles, recreational vehicles, 
motor and /or mobile homes, etc. Any of the above noted 
vehicles may be manned and/or unmanned and may also 
include law enforcement and /or military vehicles and /or 
equipment. The present invention may also be utilized in 
marine vehicles and /or vessels, boats, ships, aircraft, 
airplanes, jets, submersible and /or underwater vehicles and/ 
or vessels, space vehicles and /or vessels and satellites, all of 
which may be manned and /or unmanned. The present inven- 
tion may also be employed in conjunction with gasoline, 
diesel, alternate fuel and/or electrically powered and /or 
propelled vehicles. 


In the preferred embodiment, the transmitter system 2 
consists of a user interface device 2A and a transmitting 
device or transmitter 2B. The transmitter 2 also has a 
receiver 2C for receiving signals as will be described below. 
In this regard, the transmitter /receiver combination may also 
be implemented by utilizing a transceiver. The user interface 
device 2A provides the means by which the authorized user 
or operator may access or activate the apparatus 1, as well 
as the means by which the authorized user or operator may 
enter access and/or command codes into the transmitter 
system 2. The transmitter 2B transmits a signal, in response 
to the authorized user or operator accessing or activating the 
apparatus 1. The user interface device 2A also comprises a 
device (not shown) for providing an audio and /or a video 
indication of system operation and/or status as well as 
providing information indicative of data received by the 
receiver 2C. 


The transmitter system 2 is a remote system, which is not 
physically connected to the remainder of the apparatus 1. 
Further, the transmitter system 2, in the preferred 
embodiment, is not located in the motor vehicle, but rather, 
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is located external from, and separate and apart from, the 
motor vehicle. In the preferred embodiment, the transmitter 
system 2 or transceiver, is designed to be capable of trans- 
mitting signals over long distances, i.e. tens, hundreds, 
and /or thousands of miles or farther. The transmitter system 
2 or transceiver, in the preferred embodiment, is also capable 
of transmitting a multitude of signals. As will be described 
below, this capability to transmit a multitude of signals 
allows for the transmission of a variety of command codes, 
and of multiple command codes, to the apparatus 1, which 
in turn, provides for an apparatus which may provide for a 


multitude of responses in the control and operation thereof. 
In the preferred embodiment, the transmitter system 2 or 


transceiver is a touch tone telephone which may be a 


line- connected telephone, a cordless telephone and /or a 


cellular or mobile telephone. As described hereinafter, the 
transmitter system 2 may also be a home and/or a personal 
computer, having associated telecommunication devices or 
other suitable peripheral device(s) such as a modem and /or 
a fax /modem, or other personal communication device, 
which can operate over an appropriate telecommunications 
system, and/or other suitable communications systems, 
including radio signal, optical, satellite and /or other com- 
munications systems. The communications system utilized 
may operate anywhere in the electromagnetic and /or radio 
spectrum. In this regard, personal communication service 
(PCS) systems and devices, including stationary, portable 
and /or hand -held devices, may also be utilized. Digital 
signal communications devices and systems may also be 
utilized. Interactive and /or digital televisions, personal com- 
munication devices, personal communication services 
(PCS) devices, personal digital assistants, cellular 
telephones, display telephones, video telephones, display 
cellular telephones and electronically equipped watches 
and /or other devices and /or effects or accessories may also 
be utilized for user interactive and/or display or output 
applications and/or functions. 


Applicant hereby incorporates by reference herein the 
subject matter of U.S. Pat. No. 5,081,667 which teaches a 


system for integrating a cellular telephone with a vehicle 
security system. Applicant also hereby incorporates by ref- 
erence herein the subject matter of U.S. Pat. No. 5,276,728 
which teaches a remotely activated automobile disabling 
system. Applicant further hereby incorporates by reference 
herein the subject matter of U.S. Pat. No. 5,113,427 which 
teaches a radio signal responsive vehicle device control 
system, and further, use of a personal paging unit in a paging 
system for receiving a radio signal. Applicant also hereby 
incorporates by reference herein the subject matter of U.S. 
Pat. No. 4,882,746, which teaches a cordless telephone 
system. Applicant further hereby incorporates by reference 
herein the subject matter of U.S. Pat. No. 5,138,649 which 
teaches a portable telephone handset with remote control. 
Applicant further hereby incorporates by reference herein 
the subject matter of U.S. Pat. No. 5,195,126 which teaches 
an emergency alert and security apparatus and method. 


Referring once again to FIG. 1, the apparatus 1 also 
comprises a receiver 3, for receiving the signals which arc 
transmitted by the transmitter system 2. The receiver 3 may 
be any receiver which is capable of receiving the remote 
electrical, electronic, electromagnetic, and/or other signals, 
which may be transmitted by the transmitter system 2. In the 
preferred embodiment, the receiver 3 is also capable of 
receiving any of a wide variety of signals, and /or multitude 
of signals, which may be transmitted by the transmitter 
system 2. 


The transmitter system 2 /receiver 3 combination, of the 
apparatus 1 is implemented, in the preferred embodiment, by 


20 
a telephone /telephone beeper or pager system which systems 
and related techniques are well known in the telecommuni- 
cations art. In such a telephone /telephone beeper or pager 
system, the transmitter 2 can be any touch -tone telephone 


5 which provides a user interface, in the form of the touch - 
tone keypad or buttons, or the like, for entering a data code 
or sequence, and which may provide a means by which to 
transmit a signal, in response to the entered data, to an 


appropriate receiver device which is typically a telephone 
to beeper or pager which may be serviced by an appropriate 


communications system or service. 
The receiver 3 or beeper or pager, or the communication 


system which services same, in turn, provides an indication, 
in the form of a signal transmission, back to the transmitter 


15 2 and, in particular, to the transmitter receiver 2C, which 
signifies that a signal has been received by the apparatus 1. 
The receiver 3 also generates data which is indicative of the 
signal, or a portion thereof, which has been received. In this 
regard, in the preferred embodiment, the receiver 3 is 


20 provided with its own transmitter 3A, or the communication 
system or service which services the receiver 3 may provide 
a transmitter (not shown) as may be the case with certain 
pager systems, such as and including two -way pager 
systems, for transmitting signals back to the transmitter 


25 system 2. It is important to note that the receiver 
3 /transmitter 3A combination, in appropriate cases, may be 
replaced with and /or implemented by a transceiver. The 
receiver 3 and /or receiver 3 /transmitter 3A combination or 
transceiver may also be a cellular and /or mobile telephone 


30 which can receive and transmit signals at and from a mobile 
location. 


It should be noted that the telephone /telephone beeper or 
pager system, including two -way pager systems, may be 
replaced with any other type of transmitter /receiver 


35 combinat ion, electronic or otherwise, which provides for the 
transmission and reception of a multitude of remote 
electrical, electronic, electromagnetic, and/or other suitable 
signals, over long distances and/or in a mobile and/or a 


wireless communications environment. As noted above, a 


40 personal computer system which may be adapted to such 
operation, or a personal communication device(s) or per- 
sonal communication services (PCS) device(s) may also be 
utilized for, or in, any of the transmitter /receiver system 
combinations described hereinabove and hereinbelow. Two 


45 way pagers may also be utilized for any, or in any, of the 
transmitter /receiver system combinations described herein - 
above or hereinbelow. 


In the preferred embodiment, upon receiving the signal, 
the receiver 3, generates a distinct signal which may be a 


50 
digital, an electrical, an electronic and /or an electromagnetic 
or other suitable signal, which signal is indicative of the 
signal transmitted from the transmitter 2B of the transmitter 
system 2 and received by the receiver 3. 


55 At least a portion of the signal transmitted from the 
transmitter system 2 to the receiver 3 may include a valid 
access code, which accesses the receiver 3, and the appara- 
tus 1, which access code serves to provide for security 
measures which may be taken in conjunction with the use of 


60 the apparatus 1. 


The apparatus 1 also comprises a controller or a central 
processing unit CPU 4, which is electrically connected with 
the receiver 3 and transmitter 3A and which receives, or 
reads, whichever the case may be, the digital signal or 


6$ signals, or portions thereof, which are received by the 
receiver 3 and/or generated by the receiver 3 in response to 


the received signal. The CPU 4 may be any type of digital 
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processing device. In the preferred embodiment, the CPU 4 In the preferred embodiment, the CPU 4 is also clectri- 
is implemented by a microprocessor. The CPU 4 also has cally connected and /or linked to the motor vehicle fuel pump 
associated therewith a read only memory device (ROM) 5 system 9 which is also located externally from the apparatus 
and a random access memory device (RAM) 6 for storing 1. The CPU 4 may or may not be connected with the vehicle 
data which is utilized by the apparatus 1. The data which is 5 fuel pump system 9 through a fuel pump system interface 10 
received by the receiver 3 is processed by the apparatus 1 in which is also shown in FIG. 1. In the case of an electrical or 
the manner described below. an electronic fuel pump system, the CPU 4 may provide an 


The use of a microprocessor as the CPU 4 provides for electrical, an electronic, and /or other suitable signal, includ- 
versatility in apparatus programmability, as well as facili- ing a digital signal, which will disable, re- enable, or reset the 
tales an apparatus which can be made as small in size as ao vehicle fuel pump system 9. 
possible. It is important to note that the CPU 4 may also be 


In the case of a mechanical fuel pump system, the CPU 4 implemented by a micro-computer, a mini-computer, or any 
may provide an electrical, electronic, and /or other suitable other digital computer device or system, along with the 
signal, including a digital signal, which will disable or requisite associated memory devices and other necessary 
re-enable an electrical valve system, which may be used to and /or selected peripheral devices. The functions of the CPU 15 control the operation of the mechanical fuel pump system. 4 may also be performed by appropriately integrating the Whichever the case may be, the CPU 4 will be capable of apparatus 1 with the electronic command computer of the issuing an electrical, electronic and /or other suitable signal, vehicle. 
including a digital signal, to disable, to re- enable, or to reset 


It should be noted that the provision of an apparatus 1, the vehicle fuel pump system 9. The CPU 4 may also 
which is as small in size as possible, allows for an apparatus 20 interrogate and /or receive data from the fuel pump system 9 
which may be more easily installed and concealed in the which is indicative of fuel pump system status (i.e., whether 
vehicle, so as to prevent its being located and defeated by a the fuel pump system 9 is on or oft). The CPU 4 may also 
car thief. It is also envisioned that the apparatus 1 may be be electrically connected and /or linked to an appropriate 
installed in the motor vehicle during the vehicle's manufac- device (not shown) for controlling the operation of a vehicle 
lure and /or assembly process so as to insure that it will not 25 exhaust system device. The vehicle exhaust system device 
be easily detectable or accessible by a car thief. The more may be a device for blocking the flow of exhaust gases 
concealable the apparatus, the less likelihood that it could be through the exhaust system. 
located and defeated. It is envisioned that the apparatus 1 


The CPU 4, in the preferred embodiment, is also electri- and any associated circuitry and /or wiring, may be designed 
cally connected and/or linked to at least one or more of a into the motor vehicle so as to be inaccessible to a thief. 30 vehicle equipment system or systems 11. The vehicle equip - The CPU 4 also has a transmitter 4A associated therewith 
men[ system or systems 11 are located externally from the for transmitting signals to the transmitter system 2 or 
apparatus 1 and not be connected and /or linked transceiver. In this manner, the CPU 4 of the apparatus 1 PP may or may 


may respond to a user data transmission, command, or 
to the CPU 4, via a vehicle equipment system or systems 


inquiry with a transmitted signal which may include digital 35 
interface 12 which may or may not be required for each one 


as well as other data and may also include electronically of the variety or multitude of the vehicle equipment systems 


synthesized voice data which is generated by a voice syn- which may be utilized in conjunction with the apparatus. 


thesizer 4B which is connected to the CPU 4 and the The vehicle equipment system or systems 11 may include 
transmitter 4A as shown in FIG. 1. The transmitter 4A and a loud siren or alarm, which may be located in the passenger 
optional voice synthesizer 4B may be utilized so as to 40 compartment of the motor vehicle and, which may produce 
provide information to an authorized user or operator which a loud piercing sound so as to make it unbearable for an 


may include, but not be limited to, apparatus status, vehicle intruder to remain inside the motor vehicle passenger com- 
operation status, and the status of each vehicle system, partment. The vehicle equipment system ll may also 
equipment and /or device which is utilized in conjunction include an external siren or alarm, which may produce a 


with the apparatus as well as vehicle position data. a5 
loud piercing sound, which may be utilized to draw attention 


The CPU 4 is electrically connected and /or linked to the to the motor vehicle. The vehicle equipment system ll may 


motor vehicle ignition system 7, which is located externally also include a horn, which may blare continuously or 


from the apparatus 1. The CPU 4 may or may not be intermittently, so as to also draw attention to the motor 


connected and /or linked with the vehicle ignition system 7 vehicle. The vehicle equipment system(s) 11 may also 


through an ignition system interface 8 which is also shown 50 
include the vehicle external light systems(s), which may 


in FIG. 1. The CPU 4 may transmit signals to, as well as include the vehicle head lights, tail lights or flashers, which 


receive signals from, the vehicle ignition system 7. In this may be constantly illuminated or which may blink on and off 


manner, the CPU 4 and the vehicle ignition system 7, may repeatedly so as to draw attention to the motor vehicle. 


exchange information between each other. In this manner, The vehicle equipment system(s) 11 may also include a 


the CPU 4, upon receiving an appropriate signal from the 55 Power door lock system, for securing the vehicle passenger 
receiver 3, and upon the completion of the requisite data compartment so as to prevent an entry thereunto or an exit 
processing routine, which will be described below, may therefrom. In addition, the vehicle equipment system(s) 11 


issue an electrical, an electronic, and /or any other suitable may include a hood locking system, such as a mechanical 
signal, including a digital command signal, to the vehicle hood locking system, for locking the vehicle hood so as to 
ignition system 7. This electrical, electronic and /or other 60 Prevent an unauthorized access into the vehicle engine 
suitable signal or digital command signal may be one which compartment so as to prevent any tampering with the 
will disable the vehicle ignition system 7 or one which will apparatus 1 or with other systems and /or components of the 
re- enable or reset the vehicle ignition system 7. The CPU 4 motor vehicle. 
may also interrogate the ignition system 7 and/or receive The vehicle equipment system(s) 11 may also include any 
data from the ignition system 7 which is indicative of 65 one or more of the widely known vehicle anti -theft systems 
ignition system status (i.e., whether the ignition system 7 is and may also include a vehicle recovery system or device, 
on or oft). including a homing and /or a tracking device or system, each 
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of which system(s) may be activated and/or controlled by The vehicle equipment system(s) 11 may also include an 


the apparatus 1 of the present invention. intercom system or device or telephone, cellular, digital or 


The vehicle equipment system(s) 11 may also include otherwise, for providing a means by which to allow the user 
video recording and/or photographing equipment, which or operator, or other authorized operator, to communicate 
may include video recording device(s) and /or a camera(s), 5 with the operator and/or occupants of the vehicle over a 


such as those utilized in conjunction with personal designated communication line. 
computers, televisions, digital televisions, interactive The vehicle equipment system(s) 11 may also include 
televisions, display telephones, video telephones, and /or monitoring device (s) for reading and /or monitoring the 
other communication devices, including personal comma- vehicle fuel supply, water and /or coolant supply, electrical 


recording 
devices, or a still picture 


may 
camera(s). The video 10 generator and /or alternator operation, battery charge level, 


recording device(s) or camera(s) may be digital recording 
and/or or cameras or other suitable devices or cameras, nd /or engine temperature level and /or any other vehicle 


including typical video recording devices or cameras. The operation and /or system function. The monitoring device(s), 


video recording device(s) or camera(s), in a preferred in a preferred embodiment, has associated therewith a trans- 


embodiment, has associated therewith a transceiver or ceiver or transmitter /receiver system for transmitting data 


transmitter /receiver system for transmitting video images 15 and /or information recorded and /or read by the monitoring 


recorded by the video recording device(s) or camera(s) to device(s) to the user or operator and for receiving signals 
the user or operator and for receiving signals such as, for such as, for example, control signals, by which the user or 


example, control signals, by which the user or operator may operator may exercise control over the monitoring device(s). 
exercise control over the video recording device(s) or The vehicle equipment system(s) 11 may also include 
camera(s). 20 communication devices, such as two -way radios, radios, 


The video recording device(s) or camera(s) may be televisions, navigational devices and /or equipment, fire 
located at any location on the interior of the vehicle such as, extinguishing equipment, radar devices and equipment, 
for example, in the dashboard of the vehicle so that the user emergency and /or distress signal equipment, and any 
or operator, or any other authorized individual, may observe electrical, electronic and /or otherwise activated appliances 
and /or photograph the driver of the vehicle, or the occupants 25 and /or equipment which may be utilized in a vehicle. 
and /or cargo of the vehicle. The video recording(s) or Appliances m ay include household appliances such as 
camera(s) may also be located on the vehicle exterior. The 


refrigerators, stoves, air conditioners, ovens, microwave 
video recording device(s) or 


viewing and may also be ovens, lighting systems, etc. The vehicle equipment system 


pivotable and /or movable. The video recording device(s) or 30 
(s) 11 may also include electrical and/or electronically 


camera(s) may record and /or transmit the recorded video controlled dead bolt locking devices for use on doors, 


and /or the picture(s) in real time and/or live. The video windows, hood, trunk and /or in conjunction with any other 


recording device(s) or camera(s) may also be equipped with opening components and /or components for gaining access 


a storage medium, for storing the recorded video and /or to various locations on and /or in the vehicle. 


picture(s), and a transmitter or transceiver for transmitting 35 The vehicle equipment system(s) 11 may also include a 


the stored video and /or picture(s) to the user or operator at wheel and /or brake locking device or mechanism. The 


a later time. In this manner, real -time, as well as deferred, vehicle equipment systems may also include hydraulic and/ 


video and /or picture(s) transmissions may be provided. or pneumatic equipment and /or other equipment, including 


The vehicle equipment system(s) 11 may also include winches, etc, which may be remotely activated as described 


audio recording equipment, which may include audio 40 herein. The vehicle equipment system(s) 11 may also 


recording device(s) such as microphones and /or tape include vehicle communication devices including, but not 


recorders, such as those utilized in conjunction with per- limited to radios, televisions and entertainment devices, 


sonal computers, televisions, digital televisions, interactive two -way radios, cellular telephones and equipment, etc. The 


televisions, telephones, cellular telephones, display vehicle equipment system(s) 11 may also include systems 


telephones, video telephones, and /or other communication 45 
for detecting failures in any of the above, or any other, 


devices, including personal communication devices. The equipment systems and report such failure(s) to the user or 


audio recording device(s) may be digital audio recording operator whether he or she is operating the vehicle or is not 


devices or other suitable audio devices including typical in the vehicle and /or for reporting such failures to a central 


audio recording devices. The audio recording device(s), in a office. 


preferred embodiment, has associated therewith a trans- so In the case of commercial and /or farm and /or construction 


ceiver or transmitter /receiver system for transmitting the equipment, the vehicle equipment system(s) 11 may also 


recorded audio to the user or operator and for receiving include loading and /or unloading mechanisms, cutting 


signals such as, for example, control signals, by which the mechanisms, bailing mechanisms, winches and any and all 


user or operator may exercise control over the audio record- of the various systems and devices utilized in conjunction 


ing device(s). 55 with these vehicles and /or equipment. 


The audio recording device (s) may be located at any As noted above, the use of any one or more of the vehicle 


location on the interior and/or exterior of the vehicle so that equipment system or systems 11, and their associated inter - 


the user or operator, or any other authorized individual, may face devices 12, may be optional and may further include 


hear what is transpiring, and /or what has transpired, inside any other systems and /or devices which may, or are, utilized 


and /or outside the vehicle. The audio recording device(s) so in and /or in conjunction with any of the above noted or 


may also be pivotable and /or movable. The audio recording envisioned vehicles. The vehicle equipment system(s) 11, 


device(s) may record and /or transmit the recorded audio in especially when the apparatus is utilized in conjunction with 


real time and /or live. The audio recording device(s) may also law enforcement and /or military vehicles, may also include 


be equipped with a storage medium, for storing the recorded guns and/or weapon systems and /or self defense systems and 


audio, and a transmitter or transceiver for transmitting the 65 electronic warfare systems. 
stored audio at a later time. In this manner, real -time as well The vehicle equipment system or systems 11 receives 
as deferred audio transmissions may be provided. signals from the CPU 4, which signals serve to activate or 
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de- activate, or vice versa, whichever the case may be, the position and locating device 13, including the operation of respective vehicle equipment system(s) 11 which are utilized the global positioning device 22. The global positioning in conjunction with the apparatus 1. The vehicle equipment system receiver 23 receives the necessary signals from the system(s) U may also include any other suitable vehicle global positioning satellites and /or satellite system(s) which system or equipment, device or feature which may be 5 are located in orbit above and around the earth. The signals utilized to draw attention to the motor vehicle and /or in some which are received by the receiver 23 are processed by the other way impede the vehicle theft. It should be noted that global positioning device 22, in a manner which is well - any of the interface devices 5,10 and 12 may include any of known to those skilled in the global positioning art. Once the the requisite interfacing circuitry which may be necessary to vehicle position data or "raw" data is calculated, the data is facilitate CPU 4 control over the respective systems which 
in transmitted to, or read by, the positioning system computer may be utilized. 


21. The apparatus 1 also comprises a vehicle position and 
locating device 13 which may be utilized in order to deter- Vehicle position and/or location data can then be trans - 
mine the position and /or the location of the vehicle. The mitted to the vehicle position system receiver 14 which may 
vehicle position and locating device 13 can be utilized so as be located at, or accessible to, the authorized user or operator 
to determine the position of the vehicle anywhere in the 15 and /or at the location of an authorizcd office or agency, such 
world and provide for the transmission of vehicle position as at a central security office or agency or local or regional 
and /or location data to any appropriate system receiver so law enforcement office or agency, which is duly authorized 
that the vehicle may be located and/or tracked and recov- to receive the vehicle position and /or location data for the 
erect, In the preferred embodiment, the vehicle position and vehicle. 
locating device 13 comprises and utilizes a global position- 


2e Vehicle position and/or location data is transmitted by the 
ing device and an associated transmitter for transmitting transmitter 24 which, in the preferred embodiment, is a radio 
position and /or location data to the authorized user or signal transmitter or a broadcast transmitter. The transmitter 
operator and /or to an authorized office or agency authorized 24 may also be a cellular or mobile telephone or wireless or 
to receive and /or to monitor such data transmissions. other communication device which is programmed to call 


The apparatus 1 also comprises a vehicle position and 
25 and transmit the data to the vehicle position system receiver 


locating system receiver 14, which may be employed by the 14. The transmitter 24 may also be a digital signal trans- 
authorized user or operator and /or by the authorized office or ranter or any other suitable transmitter the global positioning 
agency, for receiving and /or processing the data which is data could also be obtained by the user or operator by 
transmitted from the vehicle position and locating device 13 directly "calling" the system receiver 14 and/or the CPU 4 
as will be described in more detail hereinbelow. The appa- 


3e of the apparatus 1. 
rats 1 may also comprise a corresponding user interface In the preferred embodiment, the transmitter 24 comprises 
device (not shown) for use in conjunction with the vehicle a radio signal transmitter for transmitting vehicle position 
position locating system. and /or location data to the vehicle position system receiver 


While the preferred embodiment, as illustrated in FIG. 1, 35 
14, which may be at a location of the authorized user or 


describes certain connections between various components operator and /or at a central security office or agency or at a 
and /or devices of the apparatus as being made by a direct local or regional law enforcement office or agency as will be 
and /or a wired electrical connection, it is noted that any described in more detail hereinbelow. In this regard, the 
direct and /or wired electrical connection(s) between any of vehicle position system receiver 14 comprises a radio signal 
the components and/or devices described herein, may be 40 receiver which is tuned to receive the signals which are 
replaced with wireless devices, wireless communication transmitted by the transmitter 24. If the transmitter 24 is a 
devices, equipment, links and /or linkups, along with their cellular or mobile telephone or other personal communica- 
respective and associated technologies and /or devices, tion device, the system receiver 14 could be equipped with 
which wireless devices and technologies are known and the an associated cellular or mobile telephone or personal corn - 
teachings of which are incorporated by reference herein. 45 munication device or other suitable device, which can be 


FIG. 2 illustrates the vehicle position and locating device used in conjunction with the cellular or mobile telephone 
13 of FIG. 1 illustrating the main components thereof in transmitter. Digital communication transmitter /receiver 
block diagram form. The vehicle position and locating combinations and /or transceivers may also be utilized. 
device 13, in the preferred embodiment, comprises a posi- The vehicle position and locating device 13 may also have tinning system computer 21 and a global positioning device so its operation programmed so as to perform updated global 22 with associated global positioning system receiver 23. positioning calculations, continuously, intermittently, at The positioning system computer 21 comprises a central regular intervals and /or in any other suitable manner, so as processing unit (CPU) (not shown) and associated read only to provide for a tracking of a vehicle movement. The vehicle 
memory (ROM) device (not shown) and random access positioning system computer 21, in the preferred memory (RAM) device (not shown). 55 embodiment, contains digital and /or digitized map data 


The vehicle position and locating device 13 also corn- stored in database 25 for ascertaining the geographical 
prises a position data transmitter 24, for transmitting the position of the vehicle from the calculated global positioning 
vehicle position and /or location data to the vehicle position data ( "raw" data) which is calculated by the global posi- 
system receiver 14. The vehicle position and locating device tinning device 22. In this manner, the calculated global 
13 also comprises a data base 25 which contains digital en positioning data, and /or processed geographical position 
and /or digitized map data, which can be utilized to deter- data, can be provided for ascertaining vehicle position 
mine the geographical position of the vehicle from the and /or location and, if appropriate, for ascertaining vehicle 
calculated "raw" position data obtained from the global movement such as by monitoring and/or tracking vehicle 
positioning device 22. In this regard, vehicle location on a position as it is updated. 
map and /or street location may be obtained. 65 The vehicle position system receiver 14 may be equipped As will be described in more detail below, the positioning with an appropriate computer system which also comprises system computer 21 controls the operation of the vehicle a digital and /or digitized map database for determining 
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27 
geographical location (i.e. map location, street location, or 
any other data which may be correlated and/or processed 
with the positioning data, etc.), from the received global 
positioning data, at the location of the receiver 14. The 
system receiver 14 may also be equipped with an alphanu- 5 


meric pager device which can simply receive the position 
data and /or the geographical position data from an appro- 
priately designed transmitter 24. 


FIG. 3 illustrates the vehicle position and locating system 
receiver 14 of FIG. 1 illustrating the components thereof in ra 
block diagram form. In FIG. 3, the system receiver 14 
comprises a receiver 30 for receiving the data transmitted by 
the transmitter 24 of the vehicle position and locating device 
13. In the preferred embodiment, the receiver 30 may be a 


radio signal receiver, a telephone, telecommunication and /or is 
other system receiver, depending upon the type of transmit- 
ter which utilized for the transmitter 24. It is also important 
to note that the receiver 30 may be a personal communica- 
tion system or personal communication services (PCS) 
receiver or device. The receiver 30 may also be a satellite 20 
dish receiver or a digital signal receiver. 


The vehicle position and locating system receiver 14 also 
comprises a computer 31 for controlling the operation of the 
system receiver 14. The positioning system receiver com- 
puter 31 comprises a central processing unit (CPU) (not P5 


shown) and associated read only memory (ROM) device(s) 
(not shown) and random access memory (RAM) device(s) 
(not shown). The computer 31 is connected to the receiver 
30 for receiving and /or for reading the vehicle position 
and/or location data which is transmitted by the transmitter 30 
24 and received by the receiver 30. The system receiver 14 
also comprises a user interface device 32, which may 
include a keyboard or a pointing device such as a mouse, a 


display device 33 such as a display monitor, an output device 
34 such as a printer and a database 35 such as a data base 95 


containing digital and /or digitized map data for use in 


determining geographical position of a vehicle from the 
"raw" position data. The system receiver 14 may also 
comprise a transmitter 36 for sending data and /or signals to 
the vehicle position and locating device 13 and /or for 40 


transmitting signals to the CPU 4 and/or to the transmitter 
receiver 2C. 


It is important to note, at this point, that the system 
receiver 14 may also be implemented by utilizing a home 
and /or a personal computer which may be utilized with an 45 


associated receiver 30 or equivalent peripheral device(s). In 
the case of a home and /or a personal computer, the data 
received from the vehicle position and locating device 13 
may be input into the computer, from the receiver 30, by any 
one of the well known methods and techniques for inputting 50 


data into a home and /or a personal computer from such an 
appropriate peripheral device(s). In cases wherein a tele- 
phone signal and/or a personal communication device or 
personal communication services (PCS) devices are utilized, 
a fax/modem or other suitable device may be utilized to ss 
send, and /or to receive, data to, and from, the vehicle 
position and locating device 13. A television, appropriately 
equipped to receive and /or to transmit signals may also be 


utilized. It is also envisioned that digital televisions, inter- 
active televisions, personal communications devices, per- 60 


sonal communications services (PCS) devices, personal 
digital assistants, display telephones, electronically 
equipped watches, cellular telephones and /or display cellu- 
lar telephones may also be utilized. 


It is also important to note that the transmitter system 2 or 6s 


transceiver and the vehicle position and locating system 
receiver 14 may be implemented by utilizing, and therefore 


28 
replaced by, a home and /or a personal computer having the 
configuration illustrated in FIG. 4. FIG. 4 illustrates a block 
diagram of a computer system which provides all of the 
functions of, and /or for, the transmitter 2 or transceiver and 
the vehicle position and locating system receiver 14. In FIG. 
4, the home and/or personal computer, which is denoted by 
the reference numeral 150 comprises a CPU 151 with 
associated read only memory (ROM) device 161 and ran- 
dom access memory (RAM) device 162, a user interactive or 
interface device 152 which includes a keyboard and /or a 


pointing device, a display device 153 which may be a 


display monitor, an output device 154 which may be a 


printer, and a database 155 which may contain access code 
and command code data as well as digital and /or digitized 
map data. 


The computer 150 also comprises a transmitter 156 for 
transmitting data to the receiver 3 and /or the CPU 4 and a 


receiver 157 for receiving data from the receiver transmitter 
3A and /or the CPU 4. The computer 150 also comprises a 


receiver 158 for receiving data from the vehicle position and 


locating device 13 and a transmitter 159 for transmitting 
data to the vehicle position and locating device 13. In the 


embodiment of FIG. 4, data may be transmitted to and 
received from the computer 150 by using any of the con- 
ventionally known communication systems such as by uti- 
lizing radio signal communication devices, telecommunica- 
tion devices, optic al communication devices, satellite 
communication devices, and /or personal communication 
devices and /or personal communication services (PCS) 
devices, or any other suitable communications devices, 
including any of the types of devices described above. In the 
case of telecommunication devices, a fax/modem for send- 
ing and receiving data may be utilized in the computer 150. 
Digital communication devices may also be utilized. 


FIG. SA illustrates the apparatus of FIG. 1 wherein the 
computer 150 of FIG. 4 is utilized as a substitute device for, 


and for performing the functions of, the transmitter 2 or 
transceiver and the vehicle position and locating system 
receiver 14. 


It is also envisioned that the apparatus 1 may be utilized 
in conjunction with a computer so that the authorized user or 
operator can utilize the apparatus over an on -line service 
and/or on, or over, the Internet and/or the World Wide Web 
and /or other suitable communication network or medium. 


FIG. 513 illustrates an alternate embodiment wherein the 
apparatus 1 is utilized in conjunction with an on-line service 
and /or on, or over, the Internet and/or the World Wide Web 
and /or other suitable communication network or medium. In 
FIG. 5B, the various transmitters of the apparatus 1, includ- 
ing the receiver transmitter 3A, the CPU transmitter 4A and 
the vehicle position and locating device transmitter 24, 
transmit their respective data transmissions to a receiver 500 
associated with an on -line service or internet computer 
system or computer server 510 (hereinafter "server') which 
is specifically dedicated to the task of providing control over 
and /or monitoring the vehicle, the apparatus 1 and /or any 
one or more of the vehicle systems which are controlled 
and /or monitored by the apparatus 1. The server 510 can also 
perform vehicle monitoring, tracking and /or recovery func- 
tions. The server 510 also has associated therewith, and 
connected and/or linked thereto, a receiver 511 and a trans- 
mitter 512, for receiving and transmitting, respectively, all of 
the respective signals utilized for the complete and effective 
operation of the apparatus 1. The server 510 may be utilized 
in conjunction with an associated Web Site 520. 


In the embodiment of FIG. 5B, the authorized user or 
operator may transmit data directly to the apparatus 1 via the 
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home and/or personal computer 150. The authorized user or 
operator may also transmit data directly to the server 510 
over an appropriate communication network or medium. 


By using the computer 150 in conjunction with an appro- 
priate communication medium, the authorized user or opera- 5 


for may then access the dedicated server 510 such as on -line 
and /or via the Web Site 520 and thereby receive any and all 
of the above -described data from the sewer 510 over the 
on -line service and /or on, or over, the Internet and /or the 
World Wide Web and/or other suitable communication net- 10 


work or medium. The authorized user or operator may also 
enter command codes and other data so as to provide control 
over the apparatus 1 via the server 510. The dedicated server 
510 may be accessed via the associated Web Site 520. The 
dedicated server 510 may also process the data obtained by 15 
the apparatus 1 in any appropriate manner, if desired. The 
authorized user or operator may also access and provide 
control over the apparatus 1 via the server 510. 


Applicant also hereby incorporates by reference herein all 
of the methods and /or techniques for providing information 20 


and /or data over on -line services and/or on, or over, the 
Internet and/or the World Wide Web or other suitable 
communication network or medium, along with client /server 
and /or Web Site technology and methods and /or techniques 
utilized in conjunction therewith, which are known as of the 25 


filing date of this application. In this regard, the authorized 
user or operator may utilize the apparatus to its fullest 
capabilities over an on -line service and /or on, or over, the 
Internet and /or the World Wide Web or other suitable 
communication network or medium. In this manner, the 30 
embodiment of FIG. 5B may allow the authorized user or 
operator to utilize the apparatus and /or to monitor the 
operation of the apparatus over the on -line service and /or on, 
or over, the Internet and/or the World Wide Web from any 
suitable computer and /or from any location. ss 


The operation of the apparatus 1 of the present invention 
is described below with reference to the flaw diagrams 
illustrated in PIGS. 6A and 613, which flow diagrams illus- 
trate a preferred embodiment method for utilization of the 


40 apparatus 1. The method of the present invention may be 
implemented as a computer program or software program 
which is utilized in conjunction with the CPU 4. The 
computer program or software program may be program- 
mable so as to provide for the modification of same, if 


45 desired. 
Upon the occurrence, or the discovery thereof, of the theft 


of a motor vehicle, or simply to monitor vehicle status or 
location, the authorized user or operator of the vehicle may 
activate the apparatus 1 by entering an access code into the 50 
transmitter interface 2A which, as noted above, may be a 
touch tone telephone keypad. The entry of a valid access 
code will activate a signal transmission from the transmit- 
ting device 213 in a manner similar to that of making a 
telephone call. In the preferred embodiment, the above ss 
sequence of events may occur by the authorized user or 
operator simply utilizing a touch -tone telephone, which may 
be a public pay telephone, a private telephone, a line 
telephone, a cordless or wireless telephone, or a cellular or 
mobile telephone, and by entering in the predetermined 60 
access code which is assigned to the particular apparatus 1. 


In the case of a touch -tone telephone /telephone beeper or 
pager system, wherein the beeper or pager is the receiver 3 
in the apparatus 1, this access code would typically be a code 
which would comprise a given telephone area code and 65 
telephone number assigned to, or programmed for, the 
beeper or pager (receiver 3). 


30 
Upon receiving the transmitted signal, the receiver 3, or 


beeper or pager, or the communication system servicing the 
beeper or pager, will typically generate, via transmitter 3A or 
by another appropriate device, which may or may not be an 
integral part of the receiver 3, a signal, electrical or 
otherwise, which is indicative of the receiver 3 having 
received the signal from the transmitter 2 and which further 
indicates that the receiver 3 has been accessed. In the case 
of a communication system or service which services the 
beeper or pager, the transmitter 3Amay be located externally 
from the apparatus 1 and may be linked to the receiver 3 via 
the communication link which services the receiver 3 (i.e., 
the beeper or pager communications service system). 


The received access signal is also sent to, or read by, the 
CPU 4 so as to alert the CPU 4 that the receiver 3, and the 
apparatus 1 have been accessed. The receiver 3, or the 
communication system servicing the receiver (beeper or 
pager), will then transmit a signal, via its transmitter 3A, to 
the transmitter receiver 2C which is indicative of the fact 
that the receiver 3, and the apparatus 1, have been accessed. 
This signal which is transmitted to the transmitter receiver 
2C usually takes the form of an audible tone at the telephone 
headset which typically occurs when it is desired to com- 
municate with a beeper or pager device. 


The above sequence is analogous to the operation of a 
telephone /telephone beeper or pager system wherein, when 
the beeper or pager, or the communication system servicing 
the beeper or pager, has answered the call, the beeper awaits 
entry of a telephone number or code by the caller. The signal 
indication by the receiver 3 will then be followed by a period 
of silence during which period, the authorized user or 
operator may enter the desired command code data or 
command code, which may include a vehicle disable com- 
mand code, a vehicle re- enable or reset command code, a 
cancel code, or any other suitable command code by which 
the authorized user or operator may exercise control over the 
apparatus 1. The authorized user or operator may then enter 
the code or number sequence into the transmitter interface 
2A or, in this case, the telephone keypad. 


In a case when the motor vehicle has been stolen, the 
command code may be a vehicle disable command code. It 
should also be noted that a vehicle re- enable or reset 
command code, or any other suitable command code, which 
would represent a function or operation to be performed by 
the apparatus 1, may also be entered, as the circumstances 
may require, at this time. The command code is then 
transmitted from the transmitting device 2B of the transmit- 
ter system 2 and is received by the receiver 3 or beeper or 
pager. In the preferred embodiment, a command code 
received signal is then transmitted back to the transmitter 
system 2, via the receiver 3, or communication system, 
transmitter 3A, which provides an indication, to the autho- 
rized user or operator, that the command code has been 
received by the apparatus 1. 


The command code data is then transmitted to, or read by, 
the CPU 4 for command code identification and for further 
processing, if necessary. In this manner, an authorized user 
or operator, upon learning of the theft of the vehicle, or 
simply attempting to ascertain the status and /or location of 
the vehicle, may easily access or activate the apparatus 1 by 
simply utilizing the nearest touch -tone telephone and by 
"calling up" the apparatus 1. 


It is important to note that the telephone /telephone beeper 
system, described above, may be replaced with any remote 
transmitter /receiver system, such as by a remote transmitter, 
i.e., a television -type remote control unit, which control unit 
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would require a user interface feature and which has the 
capability to remotely transmit a multitude of signals over 
long distances to an associated receiver. A two -way pager, or 
other appropriate two -way communication device may also 
be utilized. A home and/or personal computer, with requisite 5 
peripheral devices, a personal communication device and /or 
a personal communication services (PCS) device may also 
be utilized. Digital communications devices, interactive 
televisions and /or digital televisions may also be utilized. It 
is also envisioned that digital televisions, interactive io televisions, personal communications devices, personal 
communications services (PCS) devices, personal digital 
assistants, display telephones, video telephones, electroni- 
cally equipped watches and /or other effects or accessories, 
cellular telephones, display cellular telephones may also be 
utilized. 


By utilizing a telephone /telephone beeper or pager 
system, in the preferred embodiment, a long range, remote - 
controlled system may be achieved which systems are 
usually very well maintained by telecommunication core- 20 
panties or carriers and are also very reliable. By using a 
telephone /telephone beeper or pager system, the authorized 
user or operator does not have to keep track of a separate 
remote control unit. In this manner, a reliable and efficient 
apparatus communication system is achieved. The apparatus 25 
I may also be equipped with an alternate and /or an auxiliary 
transmitter device(s), such as a remote control unit or home 
and /or personal computer system, which could be employed 
in addition to a telephone. In this manner, if the authorized 
user or operator should leave the remote control unit in the 30 vehicle, or should lose it, the apparatus 1 may still be 
accessed by the authorized user or operator. Still further, 
some telephone /telephone beeper or pager systems may 
have effective distance ranges on the order of hundreds or 
thousands of miles which may be economical and reliable 35 for long range signal transmission. 


In the case where the motor vehicle has been stolen, and 
the authorized user or operator wants to prevent or thwart the 
theft of the vehicle and recover the vehicle, the command 
code which is to be entered is a vehicle disable command 40 
code (disable code) which will disable the vehicle in the 
manner described below. Similarly, if the authorized user or 
operator desires to re- enable or reset the apparatus 1, such as 
when the motor vehicle has been recovered or found, so as 
to render the vehicle re- enabled or operational, the command 45 
code to be entered will be a vehicle re- enable or reset 
command code (re- enable or reset code). 


Once the command code has been entered, the receiver 3, 
via its transmitter 3A, may provide a signal indication to the 
transmitter system 2, which may take the form of audible 50 
tones to a headset, such as is known in beeper or pager 
systems, which serve to confirm receipt of the command 
code by the receiver 3 and the apparatus 1. The data entered 
into, and transmitted from, the transmitter system 2, and 
received by the receiver 3, will then be transmitted to, or 55 
read by, the CPU 4 for command code identification and for 
subsequent processing, if necessary. 


If the authorized user or operator merely wants to deter- 
mine the status of the vehicle and /or of any of the vehicle 
equipment systems (i.e., is the ignition system on, is the 6a 
engine running, is a burglar alarm system armed, etc.), a 
status code may be entered and the CPU 4, after monitoring 
the vehicle systems, may report back to the authorized user 
or operator via the receiver transmitter 3A or the CPU 
transmitter 4A. If the authorized user or operator wants to 65 
determine the location of the vehicle and/or if it is in motion, 
a location request code may be entered whereupon the 


32 
vehicle position and locating device 13 may be actuated so 
as to determine vehicle position and/or location data, which 
data may then be transmitted to the user or operator via 
transmitter 24. The CPU transmitter 4A may also transmit 
vehicle portion data as the CPU 4 may also have access to 
said data. In this manner, the user or operator may exercise 
control over the vehicle and/or monitor the operational 
status and /or state of the vehicle and /or of any of the vehicle 
systems and /or components. The user or operator may also 
monitor the position and /or movement of the vehicle. 


FIGS. 6A and 6B illustrate flow diagrams of a preferred 
embodiment of the operational steps and /or sequence of 
operation of the apparatus and method of the present inven- 
tion. With reference to FIGS. 6A and 6B, the receiver 3, 
upon receipt of the access code, will generate an interrupt in 
the CPU 4 which will activate an operational program or an 
interrupt service routine, at step 60, of the flow diagram. At 
step 61, the command code data is received by the apparatus 
1. Upon receipt of the command code by the receiver 3, the 
command code is then transmitted to, or read by, the CPU 4 
at step 62. The CPU 4 will then, at step 62A, perform a 
processing routine in order to identify the command code 
which has been entered. 


In the preferred embodiment, the command code should 
be of a pre- determined length and should be chosen to be 
one of a variety of codes which may be chosen so as to 
provide for the controlling of the apparatus 1 to perform any 
number of functions and /or to control the vehicle and /or any 
of the vehicle systems utilized in conjunction with the 
apparatus L The command code may be a valid disable 
code, a valid re- enable or reset code, a cancel code, a vehicle 
status code, a vehicle position and locating code, or any 
other suitable code which may be recognized by the CPU 4 
so as to provide control over and /or monitoring of the 
apparatus 1. A command code may be utilized to indicate a 
cancel operation, or to identify a previous transmission as a 
false alarm. An incomplete code, an invalid code, or the 
absence of a command code after the apparatus 1 has been 
accessed, may be deemed to be a false alarm. 


The cancel and false alarm categories are utilized in order 
to enable an authorized user or operator to cancel access to 
and /or activation of the apparatus 1, or to prevent an 
unauthorized access or unauthorized attempt to enter a 
command code into the apparatus 1. Such an identification 
processing routine may be performed in a very simple 
manner, such as by testing the command code or code data 
against pre -determined or pre -defined codes and /or against 
any other code data which may be stored in apparatus 
program memory. Such testing may be performed by any 
one of the widely known software testing and identification 
routines and /or techniques. 


At step 63, the CPU 4 will determine if the code is a valid 
code. If the code is valid, then the processing will proceed 
to step 64. If the code is invalid, the CPU 4will return to step 
76 thereby exiting the operational program or interrupt 
service routine and the apparatus 1 will await a next access 
code and command code transmission. Once a valid com- 
mand code has been entered, the CPU 4, at step 64, will 
determine if a valid disable code has been entered, which 
disable code signifies that the car has been stolen and /or is 
under the control of an unauthorized user or operator or 
simply that the authorized user or operator wishes to render 
the vehicle inoperative. Once the command code, if entered, 
is identified, the CPU 4, under the control of the apparatus 
operational program or interrupt service routine, will per- 
form the appropriate apparatus control functions. 


If a valid disable code is identified as having been 
transmitted, at step 64 (which may designate that the vehicle 
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has been stolen), the CPU 4 will initiate and /or actuate the It should be noted that any number of methods may be 
operation of the vehicle position and locating device 13 at used, in conjunction with the apparatus 1, for disabling the 
step 65. The vehicle position and locating device 13 will vehicle ignition system 7. The CPU 4 can be utilized to 
then begin to, and continue to, perform the necessary provide control signals, to disable or re- enable, the vehicle 
routines in order to determina vehicle position and /or loca- s ignition system 7 just as any microprocessor -based digital 
tion as will be described below. The operation of the vehicle system provides control over the operation of the compo- 
position and locating device 13 will proceed and continue vents and /or peripheral devices utilized in conjunction there- 
simultaneously and/or concurrently with the operationof the with. The techniques utilized, in order to provide such 
apparatus 1 and the CPU 4 as described below. control over the vehicle ignition system 7 may be deter - 


The CPU 4, which is connected to the vehicle ignition 10 mined on a vehicle -by- vehicle basis. 
system 7, so as to send and receive data to and from the Once the vehicle ignition system 7 has been disabled, only 
vehicle ignition system 7, will perform a software test, at the issuance of a valid re- enable or reset command code, to 
step 66, in order to determine whether the vehicle ignition the apparatus 1, may be utilized to re- enable or reset the 
system 7 is activated or is on (i.e. the vehicle is operating or vehicle ignition system 7. In this manner, a carefully con - 
is in motion). This will require a monitoring of the vehicle 15 cealed and installed placement of the apparatus 1, within the 
ignition system 7 by the CPU 4. vehicle, will provide for a completely disabled vehicle until 


As noted above, a vehicle ignition system interface 8 is such time as a valid access code, followed by a valid 
optional and may or may not be employed in order to re-enable or reset command code, is entered by the autho- 
facilitate this function of monitoring and controlling the rized user or operator in a manner consistent with the 
vehicle ignition system 7 by the CPU 4. 20 operation of the apparatus 1. As can be readily appreciated, 


If the vehicle ignition system 7 is determined to be a carefully concealed apparatus 1, along with a strategically 
activated or on, the CPU 4 will enter into a delay loop, at placed ignition cut -off circuitry or system, would render it 
step 67. The purpose of the delay loop, at step 67, is to most difficult, if not impossible, for the thief or thieves to 
prevent the vehicle ignition system 7 from being practically defeat the apparatus 1. 
de- activated or shut -down while the vehicle engine is still on 25 With reference once again to FIGS. 6A and 6B, the CPU 
or running. Such a test and delay loop routine serves to 4, at step 69, will then issue a disabling signal to the vehicle 
prevent accidents and resulting personal injury and property fuel pump system 9 thereby de- activating the vehicle fuel 
damage, such as may be caused when a vehicle suddenly pump system 9 and prohibiting the supply of fuel to the 
looses power while in motion and /or is travelling at a vehicle engine. The disabling signal from the CPU 4 can 
moderate, or at a high, rate of speed or when such a loss of 3e disable the vehicle fuel pump system 9 by any one of the 
engine power may result in the failure of the vehicle power well known methods for disabling a fuel pump system. In 
steering and /or power brake systems. In this manner, the the case of electric fuel pump systems, said systems may be 
CPU 4 will continue to interrogate the vehicle ignition disabled by any one of the known methods for shutting -off 
system 7 after a pre- determined delay period, and will or "opening" an electrical circuit which provides power to, 
continue to do so until the vehicle ignition system 7 is 35 or control over, the fuel pump system 9, such as by a cut -off 
determined to be shut-off and /or is non -operational. switch or relay, which methods and /or techniques may be 


While any delay period may be employed, at step 67, and similar to and /or analogous to those methods and /or tech - 
may be programmed into the program software of the niques utilized in connection with disabling the vehicle 
apparatus 1, it is important to choose a delay period which ignition system 7. 
can detect even the shortest duration of a vehicle ignition In the case where electronic components are utilized, the 
system shut-down. In the preferred embodiment, a delay digital components or logic gates in the control circuitry 
period of one (1) second is utilized. may also be disabled. In the case where a mechanical fuel 


This delay period, of course, may be changed in the pump is utilized, an electric valve assembly, which may 
program software, as desired, by utilizing known system 45 provide a fuel pump operation cut -off or disconnect, may 
programming methods and /or techniques. also be utilized thereby allowing any appropriate method for 


After the delay period has elapsed, at step 67, the CPU 4 disabling an electrical fuel pump system to be utilized in 
will again interrogate the ignition system 7, at step 66, and order to disable the electric valve assembly, and ultimately, 
will continue to do so in the above described delay loop to shut -off or disable the mechanical fuel pump system. The 
routine until the ignition system 7 is determined to be 50 vehicle fuel pump system interface 10 may be utilized, if 
shut -off and /or is non -operational. Once it has been deter- necessary, in order to facilitate the above described disabling 
mined that the vehicle ignition system 7 is shut -off and /or is technique(s). 
non -operational, the CPU 4, at step 68, will issue a disable The CPU 4 can be utilized in order to provide control 
signal to the vehicle ignition system 7. signals to disable or re- enable the vehicle fuel pump system 


The disable signal which is issued by the CPU 4, at step ss 9 just as any microprocessor -based digital system provides 
68, will disable the vehicle ignition system 7, thereby control over the operation of components and peripheral 
preventing a restarting of the vehicle engine. The disabling devices utilized in conjunction therewith. It should be noted 
function may be performed by the CPU 4 by issuing a data that the techniques utilized in order to provide control over 
signal, which causes the vehicle ignition system circuitry to (disable or re- enable) the vehicle fuel pump system 9 may be 
be shut-off or be "opened", such as by opening a switching 60 determined on a vehicle -by- vehicle or fuel pump -by -fuel 
device and /or a series of switching devices (i.e. a switch or pump basis. 
relay (not shown)), which is or are located in, or designed Upon the disabling of the vehicle ignition system 7, at 
into, the ignition system circuitry, the starter motor, or at any step 68, and /or the vehicle fuel pump system 9, at step 69, 
other location in the ignition system 7, or by issuing a the CPU 4, at step 70, if so commanded, will then issue a 
disabling signal to the digital or logic devices, which may be 65 control signal(s) to activate or de- activate, whichever the 
utilized in connection with the vehicle electronic command case may be, any one or more of the various vehicle 
computer and/or other electrical components or systems. equipment systems 11 which are utilized in conjunction with 
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the apparatus 1. As noted above, the vehicle equipment 
system(s) 11, if employed, may include an alarm or siren, 
which has a piercing sound and which is placed in the 
interior of the passenger compartment. The alarm or siren 
would serve to make it unbearable for the thief or thieves to 5 
remain inside the vehicle. External alarms or sirens may also 
be utilized in order to draw attention to the vehicle. A horn 
or horns, which could blare continuously or intermittently, 
could also be utilized to draw attention to the vehicle. 


A vehicle light system, i.e. head lights, tail lights, parking 10 


lights, etc, may also be activated so as to illuminate con- 
tinuously or intermittently, such as by blinking, in order to 
draw attention to the vehicle. Other vehicle equipment 
systems, such as a power door locking system, may be 
activated, immediately or after a delay, for securing the 15 
vehicle passenger compartment so as to prevent an entry 
thereunto or an exit therefrom. It is also envisioned that there 
may be a delay between the disabling of the vehicle ignition 
system 7 and the activation of the power door lock system 
so as to allow the thief or thieves to get out of the car before 20 


the locking operation takes place. 
It is also envisioned that a mechanical hood locking 


system may be utilized and activated so as to lock the hood 
and prevent an unauthorized access into the vehicle engine 
compartment. Such a vehicle hood locking feature could 25 


prevent tampering with the apparatus 1 or with other sys- 
tems and/or components of the vehicle. A vehicle alarm 
system or anti -theft system(s), such as any one or more of 
the well known types of anti -theft and /or theft deterrent 
systems or devices may also be activated, and /or 30 


de- activated, when and if desired, by the CPU 4. The CPU 
4 may also activate a vehicle homing and /or tracking or 
recovery device system such as a LoJacke Stolen Vehicle 
Recovery System and /or any other type of vehicle recovery 
system. 35 


Any one or more of the above -described vehicle equip- 
ment system(s) 11 which may include a power door lock 
system, including electronic and /or electrical dead bolt lock- 
ing devices, for securing the vehicle passenger 40 
compartment, hood or trunk, so as to prevent an unautho- 
rized entry thereunto, video recording equipment, for 
recording and supplying video information, and /or audio 
recording equipment, for recording and supplying audio 
information, may also be activated or deactivated. 


The CPU 4 can be utilized in order to provide control 
signals to activate and/or to de- activate any one or more of 
the vehicle equipment systems 11 just as a microprocessor - 
based digital system provides control over components 
and /or over peripheral devices utilized in conjunction there- 50 
with. Such methods and/or techniques may be similar to 
those methods and /or techniques utilized to provide control 
by the CPU 4 over the vehicle ignition system 7 and the 
vehicle fuel pump system 9. It should be noted that the 
techniques utilized, in order to provide control over any of 55 
the vehicle equipment system(s) 11, may be determined on 
a vehicle -by- vehicle and/or system -by- system basis. It is 
also envisioned that a vehicle exhaust system may be 
de- activated and/or similarly controlled by the apparatus 1. 


Once disabled, the vehicle ignition system 7, and the 60 
vehicle fuel pump system 9, will remain disabled even if the 
vehicle power supply should be drained. This is due to the 
fact that the digital circuitry, which is utilized in the appa- 
ratus 1, in the vehicle ignition system 7, in the vehicle fuel 
pump system 9, and /or in any of the vehicle equipment 65 
system(s) 11, may include digital "memory" devices such as 
logic gates, flip -flops, etc. and/or electromagnetic devices, 


36 
such as switches or relays, which may be chosen so as to 
remain in their state unless altered or activated in a pre- 
defined fashion, electrically, electronically or otherwise, or 
under the power of an electrical signal or stimulus which is 
controllable only by an authorized user or operator. Further, 
even if the vehicle power is completely drained, these above 
mentioned devices, which may be chosen so as to require a 
predefined application of electrical or electronic power in 
order to change their state, or their operating mode or 
operation, would have their re- activation prevented, and 
thus, the vehicle ignition system 7, the vehicle fuel pump 
system 9, and /or any of the vehicle equipment system(s) 11, 
will remain in a disabled state. 


It is also envisioned that back -up and /or supplemental 
power supplies, such as batteries, etc., (not shown) may also 
be utilized in conjunction with the apparatus 1 so as to 
prolong the continued activation or de- activation of the 
vehicle ignition, fuel pump and /or any of the vehicle equip- 
ment system(s) 11 which are utilized. Supplemental power 
systems are optional and may also be employed with the 
apparatus 1 so as to provide power for any unusual power 
requirements which may be required by the vehicle in which 
the apparatus 1 may be installed. The back -up and /or supple- 
mental power supplies may also be solar powered and /or be 
constantly chargeable by a vehicle recharging and /or alter- 
nator system. 


Upon the completion of apparatus 1 operation, at step 70, 
the CPU 4 will then exit the operational program or interrupt 
service routine at step 76. This signifies the completion of 
the operational program or interrupt service routine in the 
case of receiving a disable command code. The CPU 4 will 
then await the next accessing and /or activation of the 
apparatus 1 by the authorized user or operator, via entry of 
a valid access code into the transmitter system 2 as described 
above. Unless a valid access code, followed by a valid 
re- enable or reset command code, is entered into the trans- 
mitter interface 2A, the vehicle ignition system 7, and the 
vehicle fuel pump system 9, will remain disabled and /or any 
of the utilized vehicle equipment system(s) 11, will remain 
in their activated or de- activated states. 


Upon the vehicle being found or recovered, such as in a 
manner resulting from utilizing the vehicle position and 
locating device 13, in the manner described hereinbclow, the 
authorized user or operator may once again access the 
apparatus 1 by entering the valid access code into the 
transmitter interface 2A and then by entering the valid 
re- enabling or reset command code. As described above, a 
valid access code will once again initiate the operation of the 
operational program or interrupt service routine, at step 60, 
which is described above and illustrated in FIGS. 6A and 6B. 
The valid re- enable or reset command code will then be 
received by the receiver 3, in the manner described above at 
step 61. 


The command code data will then be transmitted to, or 
read by, the CPU 4, at step 62 and processed and identified 
at step 62A. The CPU 4, at step 63, will then determine 
whether the re- enable or reset command code, which was 
entered, is a valid code. The CPU 4, at step 64, will then 
determine if the command code is a valid disable code. Since 
a valid re- enable or reset code has been entered, the CPU 4 
will determine that the command code is not a disable code. 
The CPU 4 will then proceed to step 71 and will determine 
whether the command code is a valid re- enable or reset 
command code. 


If the command code is not a valid re- enable or reset 
command code, the CPU 4 will exit the operational program 
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or interrupt service routine, at step 76, and will await entry 
of the next valid access code and command code. It should 
be noted that, as an added security measure, the apparatus 1 
may be programmed so that, upon the receipt of one or more 
invalid access and /or command codes, the apparatus 1 may 
require that the authorized user or operator re- program a 
new access code for the apparatus 1 through a central office 
or agency or maintenance service which provides service 
and /or maintenance for the apparatus 1. In any event, the 
apparatus 1 may be accessed by a valid access code with io 
such accessing resetting the apparatus 1 and initiating the 
operation of the apparatus 1. 


If, however, the entered command code is identified as a 
valid re- enable or reset code, at step 71, the CPU 4, 
subsequent to such determination, but prior to actually 
re- enabling or resetting the vehicle ignition system 7, 
re- enabling the vehicle fuel pump system 9, and 
de- activating or re- activating, whichever the case may be, 
any one or more of the various vehicle equipment systems 
11 which are utilized, will perform a test, at step 72, in order 
to verify that the vehicle ignition system 7 is, in fact, still 
disabled. If, at step 72, the vehicle ignition system is still 
enabled or on, the CPU 4 will exit the operational program 
or interrupt service routine and will await entry of the next 
valid access code and command code This test, at step 72, 
is a safety feature which serves to ensure that no re-enabling 
or resetting signal will be issued by the apparatus 1 if the 
vehicle ignition system 7 is not disabled. In this manner, the 
operation of the vehicle ignition system 7 will not be 
interrupted or affected, which interruption may be unsafe if 
the vehicle is already in operation or in motion. 


It should be noted that neither the vehicle fuel pump 
system 9 nor any of the various vehicle equipment systems 
11 which may be utilized, should have their status of 
operation altered as any interruption of the status quo of each 
of the respective systems, during normal vehicle operation, 
may also be unsafe. 


If the vehicle ignition system 7 is determined to be 
disabled, at step 72, the CPU 4 will, at step 73, issue a 
control signal which will re- enable or reset the vehicle 
ignition system 7. This maybe accomplished by any method 
and /or technique which would re- enable or re- activate the 
vehicle ignition system circuitry. The CPU 4, at step 74, will 
then issue a control signal to re- enable or reset the vehicle 
fuel pump system 9, if so desired, which may also be 
accomplished by re- enabling or re- activating the vehicle fuel 
pump system circuitry. 


The CPU 4 will then, at step 75, issue control signals to 
each of the various vehicle equipment systems 11 which are 
utilized, so as to de- activate or re- activate the respective 
system(s) which had been activated or de- activated, 
respectively, earlier at step 70 or otherwise. Upon the 
completion of the above -described events, the vehicle will 
then be ready for operation, barring any need for service 
and /or for repairs. The CPU 4, upon the completion of step 
75, will then exit the operational program or interrupt 
service routine, at step 76, and will await the next valid 
accessing and /or activation of the apparatus 1. 


As noted above, if the re- enable or reset command code 60 
is not a valid code, the CPU 4 will ignore the received data, 
will exit the operational program or interrupt service routine, 
at step 76, and will await the next valid accessing and /or 
activation of the apparatus 1. In this regard, if an invalid 
command code should be entered into the transmitter inter- 65 
face 2A, such as by an authorized user or operator who has 
made a mistaken entry, or who is trying to cancel the 
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38 
accessing and activation of the apparatus 1, or by an 
unauthorized person attempting to gain unauthorized access 
to the apparatus 1, the CPU 4, upon identifying the code as 
an invalid command code will ignore the command code 
transmission, and will exit the operational program or inter- 
rupt service routine, at step 76. The CPU 4 will then await 
the next valid accessing and /or activation of the apparatus 1. 


Any subsequent accessing of the apparatus 1 will reset the 
apparatus 1 thereby preventing the apparatus 1 from being 
left in a state of "limbo ". In this manner, the apparatus 1 
serves to prevent an unauthorized accessing and/or an 
unwanted disabling or re- enabling or resetting of the vehicle 
ignition system 7 and /or the vehicle fuel pump system 9 
along with the activation or the de- activation of any of the 
various vehicle equipment systems 11 which may be 
utilized, unless and until all valid codes are utilized. 


The above safeguards will also prevent a wrong or 
mis- dialed number from accidently accessing and activating 
the apparatus 1 which may result in an unwanted disabling 
or re- enabling, or the activation or de- activation, of the 
respective vehicle systems. These safeguards may be pro- 
vided at the access code level of transmission and /or at the 
command code level of transmission. Such safeguards also 
prevent the apparatus 1 from being accessed and left in a 
state of "limbo" which may compromise the ability of an 
authorized user or operator to access and utilize the appa- 
ratus 1. It is important to note that the entry of an invalid 
access code will simply fail to access the apparatus 1. 


In this manner, the apparatus 1 serves to prevent an 
unauthorized or an unwanted disabling or re- enabling or 
setting or resetting of the vehicle ignition system 7 and /or 
the vehicle fuel pump system 9 along with the activation or 
the de- activation of any of the various vehicle equipment 
systems 11 which may be utilized. 


As noted above, with reference to FIGS. 6A and 6B, once 
a valid disable code has been recognized by the CPU 4, at 
step 64, the apparatus 1 will, at step 65, activate the vehicle 
position and locating device 13. The operation of the vehicle 
position and locating device 13 will then be initiated, at step 
65, and will operate simultaneously and /or concurrently 
with, and independently of, the apparatus 1 and the CPU 4 
in the performance of the operational steps 66-76 and 71 -76 
as described above. In this manner, the vehicle position and 
locating device 13 is utilized to calculate, determine and 
transmit vehicle position data in a manner independently of 
apparatus control over the vehicle ignition system 7, fuel 
pump system 9, and /or any of the vehicle equipment system 
(s) 11. 


FIG. 7 illustrates the operation, in flow diagram form, of 
the vehicle position and locating device 13. As noted above, 
the operation of the vehicle position and locating device 13 
commences at step 65 as shown in FIGS. 6A and 6B and 
thereafter operates simultaneously and/or concurrently with, 
and independently of, the operation of the apparatus 1 and 
the CPU 4. With reference to FIG. 7, the operation of the 
vehicle position and locating device 13 is initiated at step 
200 of FIG. 7. At step 201, the computer 21 of the vehicle 
position and locating device 13 activates the global posi- 
tioning device 22, which is any one of the widely known 
global positioning devices. Once activated, the global posi- 
tioning device 22 calculates vehicle position data at step 202 
by using well known global positioning calculation methods 
and /or techniques. 


Once the vehicle position data has been calculated at step 
202, a test is performed at step 203 in order to determine if 
the geographical position data (i.e., specific vehicle location 
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identified on a map, location on identified roadway, etc.) has 
been requested. If geographical position or location data has 
been requested, the computer 21 will, at step 204, calculate 
the geographical position or location data of the vehicle in 
conjunction with the digital and /or digitized map data which 
is stored in the database 25. The calculated geographical 
position data of the vehicle will then be transmitted, at step 
205, by the transmitter 24, of the vehicle position and 
locating device 13, to the vehicle position system receiver 14 
which is located at the location of the authorized user or 
operator, or at the authorized office, agency or other entity. 


If, at step 203, geographic position data has not been 
requested, then the position data which is calculated by the 
global positioning system 22 is transmitted, at step 205, to 
the vehicle position system receiver 14. In the preferred 
embodiment, the calculated vehicle position data is trans- 
mitted repeatedly for a predefined time interval which time 
interval is facilitated by utilizing the time delay at step 206. 


In the preferred embodiment, the position data is trans- 
mitted repeatedly for a time period of five (5) minutes, 
which time period is monitored by utilizing the time delay 
function at step 206. Once the pre- defined time delay period 
has elapsed, the computer 21 will, at step 207, determine 
whether the vehicle position and location device 13 has been 
de- activated, such as would occur once the vehicle has been 
found and /or recovered and/or if the apparatus 1 has been 
reset. If the vehicle position and location device 13 has not 
been de- activated, operation of the vehicle position and 
locating device 13 will return to step 202 and will once again 
calculate vehicle position data. In this manner, vehicle 
position and /or location data may be updated. If the vehicle 
position device 13 has been de- activated, the computer 21 
will, at step 208, exit the operational routine or interrupt 
service routine and will await its next re- activation. 


PIGS. 8A and 813 illustrate the operation, in flow diagram 
form, of the vehicle position system receiver 14 which, as 
noted above, is located at the location of the authorized user 
or operator or at an office, agency or other entity which is 
authorized to receive the vehicle position and /or location 
data. The vehicle position system receiver 14 receives the 
vehicle position data which is transmitted by the vehicle 
position transmitter 24 of the vehicle position and locating 
device 13. In the preferred embodiment, the operation of the 
vehicle position system receiver 14 is activated upon receipt 
of a valid access code transmitted by the transmitter 3A. In 
this regard, the above -described access code, which is 
transmitted by the transmitter 3A, is also received by the 
receiver 30 of the vehicle position system receiver 14 
thereby activating same. 


In this regard, the access code is also utilized to activate 
the vehicle position system receiver 14. The vehicle position 
system receiver 14 may also be manually and /or in some 
other way activated by the authorized user or operator or by 
the authorized agency, office or entity. 


Operation of the vehicle position system receiver 14 is 
initiated at step 250. The computer 31 will, upon receipt of 
the activate signal, activate the receiver 30, at step 251, 
which will await transmission of the vehicle position or 
location data, from the vehicle position and locating device 
13. Upon transmission of the vehicle position data from the 
vehicle position and locating device 13, the receiver 30 will, 
at step 252, receive the vehicle position data. 


The computer 31 will then, at step 253, determine if the 
received data is geographic position data. If geographic 
position data is obtained, the computer 31 will, at step 254, 
store the position data in memory and will, at step 255, 
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display the position data on the display 33. If geographic 
position data has not been received, the computer31, at step 
256, will generate an inquiry on the display 33 to determine 
if geographic position data is desired. The system will then 


5 await operator response via the user interface 32. If the user 
selects to receive geographic position data, the computer 31 
will proceed to step 257 and calculate geographic position 
data from the received "raw" position data. 


The computer 31 will then, at step 254, store the data for 
to the vehicle position and will, at step 255, display the vehicle 


position data on the display 33. If, at step 256, the user does 
not want to obtain geographic position data, the computer 31 
will, at step 254, store the "raw" position data and display it 
on the display 33 in a latitude and/or longitude format, 


15 and /or in any other suitable and/or conventional format 
and /or manner which is utilized in conjunction with the 
global positioning device 22 or global positioning technol- 
ogy. 


At step 258, the computer 31 will determine if more than 
20 one vehicle position data point has been stored. If only one 


vehicle position data point has been stored, the computer 31 
will instruct the receiver 30 to receive the next vehicle 
position data transmission at step 252. If, at step 258, more 
than one vehicle position data point has been stored, the 25 computer 31 will, at step 259, calculate the track of vehicle 
movement and display the vehicle movement track on the 
display 33 at step 260. The computer 31, at step 261, will 
then determine if the authorized user or operator desires to 
continue operation of the vehicle position system receiver 30 14. 


If the user or operator desires operation of the vehicle 
receiver system receiver 14 to continue, such as is the case 
when the vehicle has not yet been found or recovered, the 


35 
computer 31 will return to operation, at step 252, and the 
receiver 30 will receive the next vehicle position data 
transmission and operation of the vehicle position system 
receiver 14 will continue. If, however, it is determined, at 
step 261, that the user or operator desires to discontinue 


40 
operation of the vehicle position system receiver 14, such as 
is the case when the vehicle has been found or recovered, the 
vehicle position system receiver 14 will be de- activated and 
its operation will cease at step 262. Thereafter, the vehicle 
position system receiver 14 will await its next activation. 


45 It is important to note that the above described operation 
of the vehicle position and locating device 13 and the vehicle 
position system receiver 14 will continue to operate, and 
continuously update vehicle position data until the vehicle is 
found and /or recovered, at which point these systems maybe 


50 dc- activated. It is envisioned that the apparatus 1 of the 
present invention may track and /or locate the vehicle any- 
where in the world. It is also important to note that vehicle 
position data, which is received at the vehicle position 
system receiver 14, may be output via a printer, via the 


55 computer display monitor and /or via a voice synthesized 
audio output via a speaker (not shown) which is connected 
to the vehicle position receiver system 14. 


In this manner, the apparatus 1 of the present invention 
maybe utilized to find and /or recover a stolen vehicle and /or 


50 to monitor vehicle operation and /or vehicle location and /or 
movement. 


In the above described manner, the present invention 
provides for an apparatus and a method for allowing an 
authorized user or operator of a vehicle to prevent vehicle 


65 theft, to facilitate stolen vehicle recovery, and /or to safely 
surrender the vehicle under force, or threat of force, while 
affording the authorized user or operator the opportunity to 
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prevent or seriously thwart the vehicle theft from a safe 
location or vantage point and facilitate vehicle recovery. The 
present invention may also be utilized to thwart, or prevent 
a vehicle theft even if the vehicle theft was discovered at a 
later time or from a location remote from the vehicle. 5 


Further, the present invention provides for an apparatus 
and a method for disabling and /or re- enabling various sys- 
tems of the vehicle, when the vehicle is not in use, simply 
by "calling up" the apparatus 1, so as to disable the vehicle 
and provide added security against theft. In this manner, an io 
authorized user or operator may disable the vehicle ignition 
system 7, fuel pump system 9 and /or any of a variety of the 
vehicle equipment systems 11, of a vehicle which may be 
parked or in use, from any location and /or at any time. 


An authorized user or operator may also access the 
rs apparatus 1 at any time and, with the use of an appropriate 


command code may determine the operating status of the 
vehicle and /or any one or more of the various vehicle 
systems so as to determine if, for example, the ignition 
system 7 or fuel pump system 9 is activated or on, thereby 
alerting the authorized user or operator that someone is 20 
operating the vehicle. An authorized user or operator may 
also access the apparatus 1 so as to determine vehicle 
position and/or location and /or the geographic location of 
the vehicle. In this manner, the authorized user or operator 
can provide monitoring and/or control over the vehicle zs 
and /or any of the vehicle equipment systems and/or devices, 
determine the status of the vehicle and /or of any of the 
vehicle equipment systems or devices, and /or determine 
and /or monitor the location of his or her vehicle at any time 
and for any reason. In this regard, a safe and an effective 30 
anti -theft and/or vehicle recovery apparatus and method is 
provided by the present invention. 


While, in the above description, the operation of the 
present invention has been described and illustrated in 
conjunction with the use of a valid disable command code 35 
and a valid re- enable or reset command code, it is also 
envisioned that any number of valid disable command codes 
and /or any number of valid re- enable or reset command 
codes may be utilized, wherein each different disable code 
or re- enable or reset code may selectively disable or 40 
re- enable or reset any one or any combination of the vehicle 
systems, such as the vehicle ignition system 7, the vehicle 
fuel pump system 9, and /or any one or more of the various 
vehicle auxiliary equipment systems 11 which may be 
utilized. In this manner, the authorized user or operator may 45 
utilize the present invention to selectively disable, re-enable, 
de- activate or re- activate any one or more of the vehicle 
systems, or a combination thereof, at his or her discretion, at 
any time, wherever he or she may be. It is important to note 
that the operational program and /or interrupt service routine 50 
may be altered, modified and /or supplemented in order to 
service the multitude of possible command codes which may 
be utilized in conjunction with the apparatus 1. 


As noted above, an authorized user or operator may also 
utilize command codes for determining status of the appa- 55 
ratus 1, or of the vehicle, or any one or more of the vehicle 
systems. A command code may also be employed to simply 
determine vehicle position data. In any of the above cases, 
however, the operational program or interrupt service rou- 
tine would have to be modified so as to identify and service 60 
each of the possible command codes. The operational pro- 
gram or interrupt service routine would also have to be 
modified so as to identify each of the possible valid com- 
mand codes so as to provide for the appropriate CPU 4 and 
apparatus 1 response thereto. 65 


The apparatus 1, the CPU 4, and /or any of the vehicle 
systems and/or devices and/or vehicle equipment systems, 


42 
and /or the respective interface devices associated therewith 
or corresponding thereto, may also be programmable by the 
user or operator via the transmitter 2, and /or at the vehicle 
in an appropriate manner and by an appropriately secured 
device, so that certain parameters, such as the timing, and /or 
the degree of disabling or re- enabling, of the various vehicle 
systems may be programmed and /or controlled. Any of the 
above- described systems and /or devices may be program- 
mable for timed enabling and /or disabling, for timed 
activation, and/or for deferred activation, etc. By utilizing a 
multitude of command codes, including disable codes and /or 
re- enable or reset codes, which codes affect different vehicle 
systems, or combinations thereof, it is possible to selectively 
control the vehicle systems from a remote location. This 
feature provides for greater versatility in the utilization of 
the apparatus 1. 


By providing the capability for utilizing different disable 
codes and /or re- enable or reset codes, the authorized user or 
operator may utilize the apparatus 1 of the present invention 
so as to disable or re- enable or reset the vehicle ignition 
system 7 and the vehicle fuel pump system 9, at any time, 
so as to disable the vehicle without activating or 
de- activating any of the vehicle equipment systems 11, and 
therefore, without drawing attention to the vehicle. 


This feature would enable an authorized user or operator 
to disable, re-enable, or reset the vehicle ignition system 7, 
the vehicle fuel pump system 9, and /or activate or 
de- activate any one or more of the various vehicle equip- 
ment systems 11, so as to disable the vehicle at any time and 
from any location. In this manner, the authorized user or 
operator may disable the vehicle, and /or any of the vehicle 
systems, daily and /or nightly, while at work, before going to 
sleep at night, or at any other time, simply by accessing and 
activating the apparatus 1 by using the transmitter 2 or 
transceiver which may simply be a touch -tone telephone. 


Since the vehicle ignition system 7 is usually off at these 
times, the disabling, and the subsequent re- enabling of other 
vehicle systems will occur as described above with regards 
to FIGS. 6A and 6B. In this manner, the present invention 
may provide for an effective device by which to "lock -up" 
a vehicle, at any time, even when the vehicle is in the rightful 
possession, or under the control, of the vehicle owner and /or 
authorized operator. 


FIG. 9 illustrates an alternate embodiment of the present 
invention, wherein an arming device 15 and an activation 
device 16 are utilized in conjunction with the components of 
the apparatus 1 of FIG. 1. In FIG. 9, the arming device 15 
is utilized to arm, activate, or access the apparatus 1 and 
provides a means by which to access the apparatus 1 
separate and apart from the transmitter 2 /receiver 3 combi- 
nation. 


The arming device 15 may be a remote transmitter such 
as those utilized in conjunction with anti -theft devices or 
systems and /or alarm systems. The arming device 15 may 
also be a switch, a card reader, including stripe card readers, 
proximity card readers, turnstile card readers, insertion card 
readers, key and key insertion devices and readers, magnetic 
card readers and /or optical cards and /or card readers. The 
arming device 15 may also be a key switch, a key pad, a 
keyless activation device with associated key, and /or any 
other suitable device. The arming device may also be, or 
include, a voice recognition device(s) or reader(s), voice 
signature device(s) or reader(s), fingerprint recognition 
device(s) or reader(s), handprint recognition device(s) or 
reader(s), hand scanners and/or hand geometry readers. As 
with any of the above devices and /or components, the 
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arming device(s) may be directly connected to the CPU 4 or 
may be linked to the CPU 4 via a wireless communication 
link or medium. 


It is also envisioned that, with a suitable arming device 15, 
such as a keypad or other device for data input, the autho- 5 


rized user or operator may arm the apparatus 1 with a desired 
command code. In this manner, a programmable arming 
device may be utilized wherein apparatus operation, under 
the command of any of the variety of possible command 
codes, can be made automatic and /or programmable. It is 10 


important to note that an automatic activation may also be 
performed by an appropriate code being transmitted to the 
apparatus 1 via the transmitter 2 or transceiver. 


The activation device 16 is chosen to correspond with the 
arming device 15. In this regard, the activation device 16 15 


may be a switch, a key switch, a keypad, a suitable card 
reader, including stripe card readers, proximity card readers, 
turnstile card readers, insertion card readers, key and key 
insertion devices and readers, magnetic card readers, optical 
card readers, insertion card readers, optical readers as well 20 


as a keyless security device. The activation device 16 is 
connected directly to the CPU 4 as shown in FIG. 9 or it may 
be connected to the CPU 4 via a wireless communication 
link or medium. 


It is important to note that, in certain circumstances, such 
25 


as when a keypad, key switch and/or any of the various cards 
and card readers are employed, the arming device 15 and the 
activation device 16 may be one and the same device and /or 
comprise one and the same combination of devices. 


30 
The embodiment of FIG. 9 provides a mechanism by 


which an authorized user or operator may arm, activate, 
and /or access the apparatus 1. Upon the arming, activation 
or accessing of the apparatus 1, the CPU 4 will, upon the 
activation of the vehicle ignition system 7, monitor the 35 


activation device 16. After a selected and predetermined 
time interval, chosen in the preferred embodiment to be ten 
(10) seconds, has elapsed, if the user or operator of the 
vehicle has failed to successfully activate the activation 
device 16, either by activating the switch, by using the 40 


associated key, by inputting a predetermined code (i.e. 
password or pass code) into the keypad, or by utilizing the 
appropriate card or key or other device corresponding to the 
utilized card reader or other associated device, the CPU 4 
will issue an appropriate disabling and /or command signal to 45 
activate the apparatus 1 automatically so as to thereby 
disable the vehicle as described above and so as to also 
activate the vehicle position and locating device 13. 


The command code may be pre -programmed as a default 
code and /or may be operator selected and programmed in so 
any manner described above for user or operator entry of 
such a code. In this regard, if an unauthorized user or 
operator fails to properly activate the activation device 16, 
within the predetermined time period, the CPU 4 will 
recognize such failure as that which results from an unau- ss 
thorized use or operation of the vehicle. 


In the above -described manner, the embodiment of FIG. 
9 provides a mechanism by which the apparatus 1, may be 
activated automatically or self- activated. By utilizing the 
embodiment of FIG. 9, the authorized user or operator, after o 
arming the apparatus 1, need not perform a transmission of 
an access code and a command code to the apparatus 1, as 
a default code, which is previously chosen and /or pro- 
grammed into the apparatus 1 will provide a command 
signal to the CPU 4. As noted above, with an appropriate 65 
arming device 15, the command code may be user selected 
and /or programmable. 


44 
It is also important to note that the arming device 


15 /activation device 16 may be utilized to activate the 
apparatus 1 and /or any one or more of the vehicle systems, 
including the ignition system 7, the fuel pump system 9, any 
one or more of the various vehicle equipment systems 11 
which are utilized in conjunction with the apparatus 1, 
and /or the vehicle position and locating device 13. In this 
regard, the arming device 15 and the activation device 16 
provide a mechanism by which to automatically activate the 
apparatus 1 along with any other anti -theft system utilized in 
the vehicle which may be controlled by the apparatus 1. The 
vehicle position and locating device 13 may also be acti- 
vated by an automatic activation of the apparatus 1. 


It is important to note that it is also possible to program 
the apparatus 1 with a command code so that the apparatus 
will be programmed to become activated, or de- activated, 
automatically, such as upon the occurrence, or lack thereof, 
of a pre- defined event or occurrence and /or at any desired 
time. If the apparatus 1 has been programmed to become 
activated automatically, the transmitter 4A of the CPU 4 can 
transmit data relating to vehicle status, apparatus status, the 
status of each of the vehicle systems utilized, as well as 
vehicle position data, to a respective receiver which is 
utilized by the authorized user or operator and /or at the 
receiver located at a central security office. In this regard, the 
present invention provides an apparatus and method by 
which a vehicle and /or a premises can report a theft situation 
and /or occurrence by itself. The apparatus can transmit a 
signal via transmitter 4A, or any other suitable apparatus 
transmitter, to a user, operator, owner, occupant or autho- 
rized office or individual of, and for, a respective vehicle or 
premises. 


The apparatus may also be designed or programmed to 
notify the user, operator, owner, occupant, authorized central 
office or individual with, or by, multiple communication 
devices, methods and /or efforts. The apparatus may be 
designed or programmed to telephone, telephone at an 
alternate phone and /or at a business phone, beep or page, 
send a facsimile (fax) message transmission to, send a voice 
message transmission to, send an electronic mail message 
transmission to, and /or send a message to an answering 
service for, a user, operator, owner, occupant, authorized 
central office or individual of, and for, the respective vehicle 
or premises. 


In this regard, the apparatus may be designed or pro- 
grammed to telephone an owner, user, operator, occupant, or 
other authorized central office individual or other authorized 
individual, at a primary phone number, at an alternate or 
forwarding phone number and /or at a business phone 
number, send a beeper or pager message to the individual or 
central office and /or send a facsimile, an electronic mail 
message, a voice mail message and /or an answering service 
message to, or for, the individual or central office. In this 
manner, the -apparatus may report a theft and /or a malfunc- 
tion situation to the interested individual(s) by utilizing 
multiple notification and /or reporting avenues so as to 
provide and ensure that the interested individual(s) are in 
fact notified as soon as possible. 


The user, operator, owner or occupant of the respective 
vehicle or premises may also activate the apparatus from the 
vehicle or premises and transmit a signal to the receiver 955 
of the apparatus 950 at the central office and /or to the 
receiver 2C, if necessary, so as to communicate with indi- 
viduals at these receiver locations and /or to report an 
emergency, a breakdown and /or some other occurrence. 


In this regard, the apparatus 1, when in the automatic 
activation mode, or simply when being monitored and /or 
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during a status check, may transmit data to the appropriate 
and respective devices. Further, in this regard, the apparatus 
1 of the present invention may be utilized to exercise and /or 
perform control, monitoring and/or security functions, to 
report and /or to prevent a vehicle theft and/or determine 5 
vehicle position and /or location, in instances when the 
authorized user or operator is unaware of the theft and /or 
does not have access to the apparatus or vehicle. 


46 
position and /or location so as to facilitate the recovery of the 
vehicle. In such an embodiment, vehicle owners will register 
their vehicles and any and all necessary information per- 
taining thereto, including access and command codes, with 
the central security office. 


The present invention may also be utilized so as to 
provide for a prompt law enforcement theft reporting, 
response to the theft report and recovery of the vehicle. FIG. 


The apparatus and method of the present invention may 11A illustrates another alternate embodiment of the present 
also be programmable for programmed and/or automatic 10 invention wherein the apparatus 1 is utilized in conjunction 
activation, self- activation, programmed and/or automatic with a central security office or agency, such as a private 
operation and/or self -operation. The apparatus and method security service, or by a local or regional law enforcement 
of the present invention may provide for an immediate, as office or agency. In FIG. 11A, the apparatus 1 is utilized in 
well as for a deferred, control, monitoring and /or security conjunction with an associated apparatus 950 which, in the 
function, and/or response thereto, so as to provide for the 15 preferred embodiment, is located at the central security 
immediate and /or the deferred control, activation, office. 
de- activation, programming, monitoring and /or security, The apparatus 950 comprises a receiver 955 which may, etc., of any one or more of the respective vehicle systems, but need not, be identical to the receiver 3 which is utilized equipment, devices, appliances, etc., which may be utilized in the apparatus 1. The receiver 955 should be capable of in the above described embodiments as well any of the 20 receiving the various codes which can be transmitted by the embodiments described hereinbelow. transmitter 2 or transceiver (i.e. access code(s) and corn- 


In yet another alternate embodiment of the present mand code(s)) for any one or for any number of vehicles 
invention, the vehicle position and locating device 13 corn- which may be registered with the central security office. The 
prises a plurality of global positioning devices which are receiver 955 should be capable of receiving the access 
strategically located at various points and /or locations in, or 25 code(s) and command code(s) for each registered apparatus. 
on, the vehicle. FIG. 10 illustrates an alternate embodiment In the embodiment of FIG. 11A, the apparatus 950 also of the vehicle position and locating device which is denoted comprises a computer 970, which is connected to the by the reference numeral 130. In FIG. 10, the vehicle receiver 955. The apparatus 950 also comprises a vehicle position and /or locating device 130 comprises five (5) global 


3n 
position system receiver 960 for receiving position data positioning devices 22A, 22B, 22C, 22D and 22E with which is transmitted from the vehicle position and locating corresponding global positioning receivers 23A, 23II, 23C, device 13. The position data system receiver 960 is also 23D and 23E, respectively, associated therewith. The vehicle connected to the computer 970. The computer 970 also position and/or locating device 130 also comprises position comprises the requisite memory ROM and RAM devices data transmitter 24 and a digital map database 25. (not. shown). The apparatus 950 also comprises a display 


Each of the global positioning devices 22A -22E is placed device 980, an user interface device 975 and an output 
at a different point and /or location in, or on, the vehicle. The device 985 which can be a printer, all of which devices are 
distances between each of the global positioning devices is connected to the computer 970 and are utilized in conjunc- 
recorded and stored in the computer 21. Upon the activation tion therewith. 
of the global positioning devices 22A -22E and the calcu- The apparatus 950 also comprises a transmitter 965 which lation of each position or location of each device, the is connected to the computer 970. The transmitter 965 serves position data is transmitted to, or read by, the computer 21, to transmit data to the apparatus 1. The transmitter 965 may and a determination is made as to whether the initially stored also be utilized to transmit data to the transmitter 2, to the distances between the devices have changed. vehicle position system receiver 14 and /or to the home 


Any change in distance between any two or more of the 45 and /or personal computer 150, if utilized. Such data which 
respective global positioning devices 22A -22E would rep- is transmitted from the transmitter 965 may include the 
resent that the vehicle, or at least a portion thereof, has been various access and command codes and /or other codes, such 
dismantled, at least in part, and possibly to a greater extent, as those codes for ascertaining the status of the vehicle, the 
depending upon the resulting disparity in the respective apparatus 1, or any one or more of the vehicle systems which 
distances. This information may then be transmitted via 50 are controlled, monitored, and /or secured or used in con - 
transmitter24 to the vehicle position system receiver 14 and junction with the apparatus 1. 
the authorized user or operator can be notified of this It is important to note that, in the preferred embodiment, condition. In this manner, it can be ascertained if a vehicle the receiver 955, the vehicle position system receiver 960, has been dismantled, "chopped ", or stripped, which infor- and the transmitter 965 are the same types of devices as mation may be vital in the recovery process, and in the ss those utilized in the apparatus of FIG. 1. In this regard, the insurance claims process. The embodiment of FIG. 10 can receivers 955 and 960, and the transmitter 965, are devices also be utilized in order to ascertain if the vehicle has been for receiving, and transmitting, respectively, radio signals, compacted or "boxed." In this manner, the present invention satellite communication signals, telecommunications may also be utilized in order to determine if the vehicle has signals, optical communication signals and /or other signals been structurally altered in any manner. 60 and /or those signals, including digital signals, which are 


The apparatus and the method of the present invention utilized in conjunction with personal communication 
may also be utilized in conjunction with a central security devices and /or personal communication services (PCS) 
office or agency, such as a private security service, or by devices. The devices utilized should, however, be of the 
local or regional law enforcement offices or agencies, in same type and /or operate compatibly with the corresponding 
order to provide a prompt means by which to report a vehicle e5 transmitters and receivers of the apparatus 1. 
theft, provide for a manner in which to disable and /or It is envisioned that the authorized user or operator will re- enable a vehicle system, and /or to determine vehicle register his or her vehicle with the apparatus 950 such as by 
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registering vehicle identification information along with In this regard, the vehicle position data can be processed vehicle access and command code data along with any other by, and at, the apparatus 950. Vehicle position data can then pertinent information described hereinabove or hereinbelow, be displayed to authorized personnel at the central security Further, the receiver 955 is programmed to receive any and office on the display device 980 or output via the output all of the signals transmitted from each one of the respective 5 device 985 which may be a printer. While operation of the registered transmitters 2 of the respectively registered apparatus 950 may be automatic, authorized personnel may vehicles. 
enter commands so as to provide control over, or operate, the The vehicle position system receiver 960 is programmed apparatus 950 via the user interface 975, if desired. to receive the vehicle position data which is transmitted by 


In this manner, vehicle location or movement may be each one of the respectively registered vehicle position and to displayed, and /or tracked, on the display device 980 or locating devices 13 of each of the respectively registered 
output via the output device 985 at the central security office. vehicles. P P Y 


The apparatus 950 is utilized in conjunction with the In this regard, authorized personnel at the central security 
apparatus 1 in the following manner. As noted above, the office or agency could locate or track the vehicle and alert 
computer 970 is capable of recognizing all of the possible the proper authorities. 
access code(s) and command code(s) which are recognized In yet another embodiment, the access code may be only 
by the apparatus l for a particular vehicle. The apparatus 950 transmitted to, and received by, the receiver 955 of the 
is capable of storing vehicle identification information as apparatus 950. The apparatus 1 may then be accessed and 
well as access code and command code data for a plurality controlled via access and command codes which are trans- 
of registered vehicles. witted by the transmitter 965 of the apparatus 950 which 


Upon the occurrence of a vehicle theft, or the discovery 
20 access and command codes are received by the receiver 3 of 


thereof, the authorized user or operator can access the the respective vehicle. In this embodiment, the authorized 
apparatus 1 in the manner described above. In a first personnel may provide control over the apparatus 1 by 
embodiment, the access code is transmitted to and received inputting data and commands into the user interface 975. In 
at, the receiver 3 of apparatus 1 and at the receiver 955 of this embodiment, the vehicle position data and any data 
apparatus 950. Upon receipt of the access code by both the 25 transmitted by the CPU 4 of the apparatus 1, is transmitted 
receiver 3 and the receiver 950, both the apparatus 1 and the to, and received by, the vehicle position receiver system 960 
apparatus 950, respectively, will he accessed. and /or at the vehicle position system receiver 14, respec- 


Applicant hereby incorporates by reference herein the lively. 
subject matter of U.S. Pat. No. 4,882,579 which teaches a 30 In yet another embodiment, the access code may be 
code division multiplexed acknowledge back (ack -back) transmitted and received only at the receiver 3 thereby 
paging system which includes a central station which trans- accessing the apparatus 1. The vehicle transmitter 3A then 
mits a group of message signals to a group of ack -back transmits a data signal to the receiver 955 of the apparatus 
pagers which are addressed as a group. 950 thereby alerting the apparatus 950 that the vehicle has 


The signal received at the receiver 955 is transmitted to, 35 
been stolen. Command code data as well as other data may 


or read from, the computer 970 of the apparatus 950. The then be transmitted to the apparatus 1 via the transmitter 965 
computer 970 will then identify the vehicle which is stolen of the apparatus 950. The apparatus 950 may be designed to 
and /or which has been accessed. When the authorized user operate and/or perform any and all of the described func - 
or operator transmits the command code, the command code lions automatically and without operator intervention. 
is received at the receiver 955 of the apparatus 950 as well 40 Vehicle position data may then be received by the vehicle 
as at the receiver 3 of the apparatus 1. In this regard, when position receiver system 960 and /or at the vehicle position 
the apparatus 1 is processing the command code and per- system receiver 14, respectively. The vehicle position data 
forming the functions corresponding thereto, the computer may then be processed at the computer 970 of the apparatus 
970 of the apparatus 950 is simultaneously and /or concur- 950 and /or at the computer 31 of the vehicle position system 
rently processing the command code data so that the autho- 4s receiver 14. 
rized personnel monitoring the apparatus 950 will be aware In this manner, the apparatus 950 can serve to provide of which command code has been transmitted by the autho- control over, and monitor the functions of, the apparatus 1 
rized user or operator and which operations are being for a vehicle or for a plurality of vehicles, and further, the 
exercised and/or performed, or are to be performed, on the apparatus 950 provides the means by which to allow a 
vehicle (i.e., vehicle ignition system and /or fuel pump so central security office or local or regional law enforcement 
system disabled, etc.). The authorized personnel monitoring office or agency to exercise and /or perform control, moni- 
the apparatus 950 will also be aware of which operations toring and /or security functions over the vehicles which are 
and /or systems, equipment, devices and /or appliances, are registered therewith. The apparatus and method of the 
being controlled, monitored and/or secured. The apparatus present invention may also be utilized to monitor the opera - 
950, in the preferred embodiment, may also be utilized to 55 tional status, operation and /or state or status of a one or more 
exercise and/or perform control, monitoring and /or security of the various vehicle systems, components and /or devices. 
functions on, or over, the vehicle and /or any of the vehicle In the case where the apparatus 1 is automatically activated, 
systems, equipment, devices and /or appliances. as described above, the apparatus 1 can transmit a signal, 


Upon the transmission of the vehicle position data from indicative of vehicle theft and /or an unauthorized use or 
the vehicle position and locating device 13, the vehicle 60 operation of the vehicle, to the apparatus 950 thereby 
position data will be transmitted to, and received by, the reporting the unauthorized use or operation, or theft, before 
vehicle position system receiver 960 of the apparatus 950 as the authorized user or operator is able to discover same. 
well as by the vehicle position system receiver 14 of the The apparatus 950 may also be utilized so as to verify and apparatus 1. The computer 970 of the apparatus 950 will monitor apparatus accessing and/or activation by the autho- process the received vehicle position data simultaneously 6s rized user or operator. The authorized user or operator may and /or concurrently with the processing of said position data "call" the central security office simply to determine the by the CPU 4 of the apparatus 1. status and /or the whereabouts or location of his or her 
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vehicle. It is important to note that both the apparatus 1 and 
the apparatus 950 can provide the same functions and 
exercise the same control, monitoring, and /or security func- 
tions over the vehicle. 


The above -described alternate embodiment, wherein the 
present invention is utilized in conjunction with a central 
security office, such as a private security agency, or a local 
or regional law enforcement office, agency and/or authority, 
provides for and facilitates a prompt and an immediate 
reporting of a vehicle theft or unauthorized use, and /or 
provides for ascertaining the status and /or the location of 
and /or the monitoring of the vehicle. This embodiment also 
allows the authorized user or operator to take any of the 
possible steps by which to report and/or to thwart the vehicle 
theft and activate a vehicle recovery system. Law enforce- 
ment efforts could be greatly assisted and enhanced as 
information which identifies the vehicle could then be 
immediately available to the central security office and/or to 
the local or regional law enforcement authorities. Such an 
embodiment could also greatly assist in processing insur- 
ance claims relating to stolen vehicles. 


The apparatus 950 may also be utilized in connection with 
an on -line service and /or on, or over, the Internet and /or the 
World Wide Web, or other suitable communication network 
or medium, in a manner analogous to that described above 
in connection with the utilization of a home and /or a 


personal computer 150. 
FIG. 11B illustrates yet another alternate embodiment of 


the present invention wherein the apparatus of FIG. 11A is 
utilized in conjunction with an on -line service and /or on, or 
over, the Internet and /or the World Wide Web or other 
suitable communication network or medium. In FIG. UB, 
the home and /or personal computer 150 of FIG. 5A is 
utilized in place of the transmitter 2 or transceiver and the 
vehicle position system receiver 14. The apparatus 950 has 
associated therewith an on -line service and /or an Internet 
computer system or server 952 with an associated server 
receiver 953 and transmitter 957 for receiving and 
transmitting, respectively, any and all data utilized in con- 
junction with the operation of the server 952, the apparatus 
1 and the apparatus 950. 


The transmitter 957 transmits any and all appropriate 
signals to the appropriate and respective devices of the 
arrangement of FIG. 11B during apparatus operation. In this 
regard, the server 952 can exercise and/or perform control, 
monitoring and /or security functions on, or over, the appa- 
ratus 1 and the apparatus 950 and also provide for an 
apparatus which can be utilized, in its entirety, over an 
on -line service and /or on, or over, the Internet and /or the 
World Wide Web or other suitable communication network 
or medium. In FIG. UB, a Web Site 954 is associated with 
the server 952. 


Any and all data received by the receiver 955 is also 
received by the server receiver 953. Data which is transmit- 
ted by the home and /or personal computer 150, the CPU 
transmitter 4A, the receiver transmitter 3A and the vehicle 
position and locating device transmitter 24 are received by 
the server receiver 953 as well as by the receivers 955 and 
960, respectively. 


The server 952 will process the data received by the server 
receiver 953 and perform the same processing functions 
and /or computing functions as the computer 970, the CPU 4, 
and /or the computer 150. 


The user may transmit data, via the home and /or personal 
computer 150, directly to the apparatus 1, to the apparatus 
950 and /or to the server 952. By using the computer 150 in 


50 
conjunction with an appropriate communications medium, 
the authorized user or operator may access the server 952 via 
the on-line service and /or via the associated Web site 954, or 
in any other appropriate manner, so as to provide control 


5 over, and /or obtain any and all of the above -described data 
and /or information regarding, his or her vehicle over the 
on -line service and /or on, or over, the Internet and /or the 
World Wide Web or other suitable communication network 
or medium. 


Io The authorized user or operator may also access and 
provide control over or exercise and /or perform control, 
monitoring and /or security functions on, or over, the appa- 
ratus 1, the apparatus 950 and /or the server 952 via the 
on -line service and/or via the Web Site 954. In this regard, 


35 the present invention enables an authorized user or operator 
to provide control over vehicle systems and /or monitor the 
vehicle system status and/or position and /or movement of 
the vehicle over an on -line service and /or on, or over, the 
Internet and /or the World Wide Web or other suitable 


20 communication network or medium. It is important to note 
that the apparatus transmitters, of the transmitter 2, the 
receiver 3, the CPU 4, and the vehicle position and locating 
device 13, once the apparatus 1 has been activated, may also 
transmit data directly to the receiver 953 of the server 952 


25 and /or to the Web Site 954. In this manner, all of the data 
transmitted by the apparatus 1 and /or by the apparatus 950 
can be supplied to the server 952 of the on -line service 
and /or the Internet and/or the Web Site 954 of the World 
Wide Web. 


30 Data access and command code data, as well as other data, 
may also be transmitted by the authorized user or operator, 
via the respective apparatus transmitters to the receiver 953 
of the server 952 and /or to the Web Site 954. 


3$ The server 952 can perform complete control, monitoring 
and /or security functions on, or over, the apparatus 1, the 
apparatus 950, the vehicle, and /or each of the vehicle 
systems. The apparatus and method of the present invention 
may be equipped with software and hardware for providing 


40 
a systematic check of any and all of the apparatus and 
vehicle systems, including the status or state of the vehicle 
equipment systems, equipment, devices and /or appliances 
and provide data relating thereto to the user or operator 
and /or to the authorized individual(s) at the above -described 


45 
central security office. The server transmitter 957 can trans- 
mit control signals and/or other data, including information 
to the authorized user or operator and to the apparatus 1 


and /or to the apparatus 950. It is also envisioned that the 
server 952 and the computer 970 may be combined into a 


so 
single central computer system. 


In the above manner, the apparatus and method of the 
present invention provides a remote -controlled control, 
monitoring and /or security system, or vehicle anti -theft 
and /or vehicle recovery apparatus and method, for use in 


55 conjunction with an on -line service and /or on, or over, the 
Internet and /or the World Wide Web or other suitable 
communication network or medium. In this manner, the 
apparatus and method of the present invention also provides 
for a remote -controlled control, monitoring and /or security 


o system which provides visual, video, graphical, audio and /or 
audible information to the user. Use over the Internet and /or 
the World Wide Web and /or other related communication 
systems and /or mediums and/or over on -line services pro- 
vides for global coverage, control, monitoring and /or secu- 


65 rity for the vehicle. 
In yet another alternate embodiment, the present inven- 


tion is utilized in conjunction with a marine vessel or 
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vehicle. EG. 12 illustrates an alternate embodiment of the 
present invention, wherein the apparatus and method is 
utilized in conjunction with a boat. In FIG. 12, the apparatus 
is denoted generally by the reference numeral 1200. While 
the boat described below is a motor -powered boat, it is 
important to note that any type of boat, including, but not 
limited to sailboats, may also be utilized in conjunction with 
the present invention. 


In FIG. 12, the components of the apparatus 1200 which 
are common to the apparatus 1 of FIG. 1 are designated by 
the same reference numerals. In FIG. 12, the CPU 4 is 
electrically connected and /or linked to the boat ignition 


52 
passenger compartment of the boat and, which may produce 
a loud piercing sound so as to make it unbearable for an 
intruder to remain inside the boat cabin and /or passenger 
compartment. The boat equipment system 1211 may also 


5 include an external siren or alarm, which may produce a 
loud piercing sound, which may be utilized to draw attention 
to the boat. The boat equipment system 1211 may also 
include a horn, which may blare continuously or 
intermittently, so as to also draw attention to the boat. 


in The boat external light system(s), which may include the 
boat head lights, tail lights or flashers, which may be 
constantly illuminated or which may blink on and off system 1207, which is located externally from the apparatus repeatedly so as to draw attention to the boat, may also be 1200. The CPU 4 may or may not be connected and/or utilized as a boat equipment system 1211. The boat equip - linked with the boat ignition system 1207 through an igni- 


is ment system 1211 may also include a power door or hatch Lion system interface 1208 which is also shown in FIG. 12. locking system, including electronic and /or electrical dead The CPU 4 may transmit signals to, as well as receive 
bolt locking devices, for securing the boat cabin, cockpit or signals from, the boat ignition system 1207. In this manner, passenger compartment so as to prevent an entry thereunto the CPU 4 and the boat ignition system 1207, may exchange 
or an exit therefrom. In addition, the boat equipment system information between each other. In this manner, the CPU 4, 


upon receiving an appropriate signal from the receiver 3, and z0 (s) 1211 may include an engine compartment locking 
upon the completion of the requisite data processing routine device, such as an electrical and /or mechanical locking 
(s), may issue an electrical, an electronic, and/or any other device, for preventing unauthorized access into the boat 
suitable signal, including a digital command signal, to the engine compartment, so as to prevent any tampering with the 
boat ignition system 1207. This electrical, electronic and /or apparatus 1 or with other systems and /or components of the 
other suitable signal, or digital command signal, may be one 25 boat. 
which will disable the boat ignition system 1207 or one The boat equipment system(s) 1211 may also include any which will re- enable or reset the boat ignition system 1207. one or more of the widely known boat anti -theft systems and The CPU 4 may also interrogate the boat ignition system may also include a boat recovery system or device, including 1207 and /or receive data from the boat ignition system 1207 a homing and /or a tracking system, each of which system(s) which is indicative of boat ignition system status (i.e., 30 may be activated by the apparatus 1200 of the present whether the boat ignition system 1207 is on or off). invention. The boat equipment system(s) 1211, may also In the preferred embodiment, the CPU 4 is also electri- include communication devices, such as two -way radios, cally connected and/or linked to the boat fuel pump system radios, televisions, navigational devices and /or equipment, 1209 which is also located externally from the apparatus 1. fire extinguishing equipment, pumping devices for pumping The CPU 4 may or may not be connected and /or linked with 35 water out of the boat, radar devices and equipment, emer- the boat fuel pump system 1209 through a fuel pump system gency and/or distress signal equipment, sonar devices and /or interface 1210 which is also shown in FIG. 12. In the case equipment, and any electrical, electronic and /or otherwise of an electrical or an electronic fuel pump system, the CPU activated appliances and /or equipment which may be uti- 4 may provide an electrical, an electronic, and /or other lined on a boat. Appliances may include household appli- suitable signal, including a digital signal, which will disable 40 antes such as refrigerators, stoves, air conditioners, ovens, or re-enable the boat fuel pump system 1209. microwave ovens, lighting systems, etc. The boat equipment In the case of a mechanical fuel pump system, the CPU 4 system(s) 1211 may also include systems for detecting may provide an electrical, electronic, and /or other suitable failures in any of the above or any other equipment systems signal, including a digital signal, which will disable or and report such failures to the user or operator whether he or re- enable an electrical valve system, which may be used to 4s she is operating the boat or is not onboard the boat and /or for control the operation of the mechanical fuel pump system. reporting such failures to a central office. 


Whichever the case may be, the CPU 4 will be capable of The boat equipment system(s) 1211 may also include issuing an electrical, electronic and /or other suitable signal, video recording and /or photographing equipment, which including a digital signal, to disable or to re- enable the boat may include video recording device(s) and /or a camera(s), fuel pump system 1209. The CPU 4 may also interrogate so such as those utilized in conjunction with personal and /or receive data from the boat fuel pump system 1209 computers, televisions, digital televisions, interactive which is indicative of boat fuel pump system status (i.e., televisions, display telephones, video telephones, and /or whether the boat fuel pump system 1209 is on or off. The other communication devices, including personal commu- CPU 4 may also be electrically connected and/or linked to nication devices, or a still picture camera(s). The video an appropriate device (not shown) for controlling the opera- 55 recording device(s) or camera(s) may be digital recording Lion of a boat exhaust system. devices or cameras or other suitable devices or cameras, The CPU 4, in the preferred embodiment, is also clectri- including typical video recording devices or cameras. The cally connected and /or linked to at least one or more of a video recording device(s) or camera(s), in a preferred boat equipment system(s) 1211. The boat equipment system embodiment, has associated therewith a transceiver or (s) 1211 are located externally from the apparatus 1 and may en transmitter /receiver system for transmitting video images or may not be connected and /or linked to the CPU 4, via a recorded by the video recording devices) or camera(s) to boat equipment system(s) interface device(s) 1212 which the user or operator and for receiving signals such as, for may or may not be required for each one of the variety or -example, control signals, by which the user or operator may multitude of the boat equipment systems which may be exercise control over the video recording devices) or utilized in conjunction with the apparatus. 65 camera(s). 
The boat equipment system(s) 1211 may include a loud The video recording device(s) or camera(s) may be siren or alarm, which may be located in the cabin or located at any location on the interior of the boat such as, for 
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example, in the cabin, cockpit, and /or passenger compart- 
ment of the boat so that the user or operator, or any other 
authorized individual, may observe and /or photograph the 
operator of the boat, or the occupants and /or cargo of the 
boat. The video recording(s) or camera(s) may also be 5 
located on the boat exterior. The video recording device(s) 
or camera(s) may have wide angles for maximum angular 
viewing and may also be pivotable and /or movable. The 
video recording device(s) or camera(s) may record and /or 
transmit the recorded video and /or the picture(s) in real time to and /or live. The video recording device(s) or camera(s) may 
also be equipped with a storage medium, for storing the 
recorded video and /or picture(s), and a transmitter or trans- 
ceiver for transmitting the stored video and /or picture(s) to 
the user or operator at a later lime. In this manner, real -time, 
as well as deferred, video and /or picture(s) transmissions 
may be provided. 


The boat equipment system(s) 1211 may also include 
audio recording equipment, which may include audio 
recording device(s) such as microphones and /or tape 20 recorders, such as those utilized in conjunction with per- 
sonal computers, televisions, digital televisions, interactive 
televisions, telephones, cellular telephones, display 
telephones, video telephones, and /or other communication 
devices, including personal communication devices. The 


25 audio recording device(s) may be digital audio recording 
devices or other suitable audio devices including typical 
audio recording devices. The audio recording device(s), in a 
preferred embodiment, has associated therewith a trans- 
ceiver or transmitter /receiver system for transmitting the 30 
recorded audio to the user or operator and for receiving 
signals such as, for example, control signals, by which the 
user or operator may exercise control over the audio record- 
ing device(s). 


The audio recording device (s) may be located at any 35 
location on the interior and /or exterior of the boat so that the 
user or operator, or any other authorized individual, may 
hear what is transpiring, and /or what has transpired, inside 
and /or outside the boat. The audio recording device(s) may 
also be pivotable and/or movable. The audio recording 40 
device(s) may record and /or transmit the recorded audio in 
real time and /or live. The audio recording device(s) may also 
be equipped with a storage medium, for storing the recorded 
audio, and a transmitter or transceiver for transmitting the 
stored audio at a later time. In this manner, real -time as well 4s 
as deferred audio transmissions may be provided. 


The boat equipment system(s) 1211 may also include an 
intercom system or device or telephone, cellular, digital or 
otherwise for providing a means by which to allow the user 
or operator, or other authorized operator, to communicate 50 
with the operator and /or occupants of the boat. The boat 
equipment system(s) 1211 may also include monitoring 
device(s) for reading and/or monitoring the boat fuel supply, 
water and /or coolant supply, electrical generator and /or 
alternator operation, battery charge level, and/or engine or 55 
motor temperature level, marine control system and /or any 
other boat operation and /or system function. The monitoring 
device(s), in a preferred embodiment, has associated there- 
with a transceiver or transmitter /receiver system for trans- 
mitting data and /or information recorded and /or read by the to 
monitoring device(s) to the user or operator and for receiv- 
ing signals such as, for example, control signals, by which 
the user or operator may exercise control over the monitor- 
ing device(s). 


As noted above, the use of any one or more of the boat 65 
equipment system(s) 1211, and their associated interface 
devices 1212, may be optional. Further, wireless devices 


54 
may be utilized for any of the devices utilized in conjunction 
with the apparatus 1200. 


The boat equipment system(s) 1211 receives signals from 
the CPU 4, which signals serve to activate or de- activate, or 
vice versa, whichever the case may be, the respective boat 
equipment system(s) which are utilized in conjunction with 
the apparatus 1200. The boat equipment system(s) 1211 may 
also include any other suitable boat system or equipment 
feature which may be utilized to draw attention to the boat 
and /or in some other way to impede boat theft. It should be 
noted that any of the interface devices 1208, 1210 and 1212 
may include any of the requisite interfacing circuitry which 
may be necessary to facilitate CPU 4 control over the 
respective systems which may be utilized. 


The apparatus 1200 also comprises a position and locating 
device 13 which can be utilized in order to determine the 
position and/or the location of the boat. The position and 
locating device 13 can be utilized so as to determine the 
position of the boat anywhere in the world and provide for 
the transmission of boat position and /or location data to any 
appropriate system receiver so that the boat may be located 
and /or tracked and recovered. In the preferred embodiment, 
the position and locating device 13 comprises and utilizes a 
global positioning device and an associated transmitter for 
transmitting position and /or location data to the authorized 
user or operator and /or to an authorized office or agency 
authorized to receive and)or to monitor such data transmis- 
sions. 


The apparatus 1200 of FIG. 12 also comprises a position 
and locating system receiver 14, which may be employed by 
the authorized user or operator and /or by the authorized 
office or agency, for receiving and /or processing the data 
which is transmitted from the position and locating device 
13 as described above. The apparatus of may also comprise 
a user interface device (not shown). 


The apparatus and method of the alternate embodiment of 
FIG. 12 may be utilized and/or operates in the same or in a 
similar and /or analogous manner as described above with 
regards to the embodiments of FIGS. 1 -11B and/or consis- 
tent with the description of the various embodiments and 
features of the present invention as described herein. The 
apparatus and method of the present invention may also 
provide for the immediate, and/or for the deferred, control, 
activation, deactivation, programming, monitoring and /or 
security of any one or more of the boat and /or marine vessel 
or vehicle systems, equipment, devices, appliances, etc., in 
the same, similar and /or analogous manner as described 
above with its use in conjunction with vehicles and /or motor 
vehicles. 


Although the present invention has been hereinabove 
described as being utilized in conjunction with a boat, it is 
noted that the present invention may be utilized in conjunc- 
tion with a ship, cruise ship, or any other boat, manned or 
unmanned, regardless of size, shape or form, private, com- 
mercial and /or military. The boat equipment systems may 
also include guns and /or weapon systems and /or self - 
defense systems and/or electronic warfare systems. The 
present invention may also be utilized in conjunction with 
submersible vehicles such as submarines. 


In yet another alternate embodiment, the present inven- 
tion is utilized in conjunction with an aircraft, airplane, jet 
or helicopter. FIG. 13 illustrates an alternate embodiment of 
the present invention, wherein the apparatus and method is 
utilized in conjunction with an airplane. The apparatus of 
FIG. 13 is denoted generally by the reference numeral 1300. 
In FIG. 13, the components of the apparatus which are 
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common to the apparatus 1 of FIG. 1 are designated by the 
same reference numerals. In HG. 13, the CPU 4 is electri- 
cally connected and /or linked to the airplane ignition system 
1307, which is located externally from the apparatus 1300. 
The CPU 4 may or may not be connected and/or linked with 
the airplane ignition system 1307 through an ignition system 
interface 1308 which is also shown in FIG. 13. 


The CPU 4 may transmit signals to, as well as receive 
signals from, the airplane igoilion system 1307. In this 
manner, the CPU 4 and the airplane ignition system 1307, 
may exchange information between each other. In this 
manner, the CPU 4, upon receiving an appropriate signal 
from the receiver 3, and upon the completion of the requisite 
data processing routine, may issue an electrical, an 
electronic, and /or any other suitable signal, including a 


digital command signal, to the airplane ignition system 
1307. This electrical, electronic and/or other suitable signal, 
or digital command signal, may be one which will disable 
the airplane ignition system 1307 or one which will 
re- enable or reset the airplane ignition system 7. The CPU 4 
may also interrogate the airplane ignition system 1307 
and /or receive data from the airplane ignition system 1307 
which is indicative of ignition system status (i.e., whether 
the airplane ignition system 1307 is on or off). 


In the preferred embodiment, the CPU 4 is also electri- 
cally connected and /or linked to the airplane fuel pump or 
supply system 1309 which is also located externally from 
the apparatus 1300. The CPU 4 may or may not be con- 
nected and /or linked with the airplane fuel pump system 
1309 through a fuel pump system interface 1310 which is 
also shown in FIG. 13. In the case of an electrical or an 
electronic fuel pump system, the CPU 4 may provide an 
electrical, an electronic, and /or other suitable signal, includ- 
ing a digital signal, which will disable or re- enable the 
airplane fuel pump or supply system 1309. 


In the case of a mechanical fuel pump system, the CPU 4 
may provide an electrical, electronic, and /or other suitable 
signal, including a digital signal, which will disable or 
re- enable an electrical valve system, which may be used to 
control the operation of the mechanical fuel pump system. 
Whichever the case may be, the CPU 4 will be capable of 
issuing an electrical, electronic and /or other suitable signal, 
including a digital signal, to disable or to re- enable the 
airplane fuel pump system 1309. The CPU 4 may also 
interrogate and /or receive data from the airplane fuel pump 
or supply system 1309 which is indicative of airplane fuel 
pump system status (i.e., whether the airplane fuel pump 
system 1309 is on or oft). The CPU 4 may also be electri- 
cally connected and /or linked to an appropriate device (not 
shown) for controlling the operation of a airplane exhaust 
system. 


The CPU 4, in the preferred embodiment, is also electri- 
cally connected to at least one or more of an airplane 
equipment system(s) 1311. The airplane equipment system 
(s) 1311 are located externally from the apparatus 1300 and 
may or may not be connected to the CPU 4, via an airplane 
equipment system(s) interface device(s) 1312 which mayor 
may not be required for each one of the variety or multitude 
of the airplane equipment systems which may be utilized in 
conjunction with the apparatus 1300. 


The airplane equipment system(s) 1311 may include a 
loud siren or alarm, which may be located in the cabin, 
passenger compartment and /or cockpit of the airplane and, 
which may produce a loud piercing sound so as to make it 
unbearable for an intruder to remain inside the airplane 
cabin, passenger compartment and/or cockpit. The airplane 


56 
equipment system(s) 1311 may also include an external siren 
or alarm, which may produce a loud piercing sound, which 
may be utilized to draw attention to the airplane. The 
airplane equipment system(s) 1311 may also include a horn, 


5 which may blare continuously or intermittently, so as to also 
draw attention to the airplane. 


The airplane external light system(s), which may include 
the airplane head lights, tail lights or flashers, which may be 
constantly illuminated or which may blink on and off 


in repeatedly so as to draw attention to the airplane, may also 
be utilized as a airplane equipment system 1311. The air- 
plane equipment system(s) 1311 may also include a power 
door or hatch locking system or device, for securing the 
airplane cabin, passenger compartment and /or cockpit so as 


15 to prevent an unauthorized entry thereunto or an exit there- 
from. In addition, the airplane equipment system(s) 1311 
may include a locking system, such as a mechanical locking 
system, for preventing an unauthorized access into the 
airplane engine compartment so as to prevent tampering 


20 with the apparatus 1300 or with other systems and /or 
components of the airplane. 


The airplane equipment system(s) 1311 may also include 
any one or more of the widely known airplane anti -theft 
systems and may also include an airplane recovery system or 


25 device, including a homing and /or a tracking system, each of 
which system(s) may be activated by the apparatus 1300 of 
the present invention. The airplane equipment system(s) 
1311 may also include landing gear, communication 
devices, such as two -way radios, radios, televisions, navi- 


3o gational devices and /or equipment, fire extinguishing 
equipment, radar devices and equipment, emergency and /or 
distress signal equipment, sonar devices and /or equipment, 
and any electrical, electronic and /or otherwise activated 
appliances and /or equipment which may be utilized on an 


35 airplane. Appliances may include household appliances such 
as refrigerators, stoves, air conditioners, ovens, microwave 
ovens, lighting systems, etc. The airplane equipment system 
(s) 1311 may also include systems for detecting failures in 
any of the above or any other equipment systems and report 


40 such failures to the user or operator whether he or she is 
operating the airplane or is not onboard the airplane and /or 
for reporting such failures to a central office. 


The airplane equipment system(s) 1311 may also include 
video recording and /or photographing equipment, which 


45 may include video recording device(s) and /or a camera(s), 
such as those utilized in conjunction with personal 
computers, televisions, digital televisions, interactive 
televisions, display telephones, video telephones, and /or 
other communication devices, including personal commu- 


se nication devices, or a still picture camera(s). The video 
recording device(s) or camera(s) may be digital recording 
devices or cameras or other suitable devices or cameras, 
including typical video recording devices or cameras. The 
video recording device(s) or camera(s), in a preferred 


ss embodiment, has associated therewith a transceiver or 
transmitter /receiver system for transmitting video images 
recorded by the video recording device(s) or camera(s) to 
the user or operator and for receiving signals such as, for 
example, control signals, by which the user or operator may 


62 exercise control over the video recording device(s) or 
camera(s). 


The video recording device(s) or camera(s) may be 
located at any location on the interior of the airplane such as, 
for example, in the dashboard, cabin, cockpit, and /or pas - 


65 senger compartment of the airplane so that the user or 
operator, or any other authorized individual, may observe 
and /or photograph the operator of the airplane, or the 
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occupants and /or cargo of the airplane. The video recording 
(s) or camera(s) may also be located on the airplane exterior. 
The video recording device(s) or camera(s) may have wide 
angles for maximum angular viewing and may also be 
pivotable and /or movable. The video recording device(s) or 5 


camera(s) may record and /or transmit the recorded video 
and /or the picture(s) in real time and /or live. The video 
recording device(s) or camera(s) may also be equipped with 
a storage medium, for storing the recorded video and /or 
picture (s), and a transmitter or transceiver for transmitting in 
the stored video and /or picture(s) to the user or operator at 
a later time. In this manner, real -time, as well as deferred, 
video and /or picture(s) transmissions may be provided. 


The airplane equipment system(s) 1311 may also include 
audio recording equipment, which may include audio 15 
recording device(s) such as microphones and /or tape 
recorders, such as those utilized in conjunction with per- 
sonal computers, televisions, digital televisions, interactive 
televisions, telephones, cellular telephones, display 
telephones, video telephones, and /or other communication 20 
devices, including personal communication devices. The 
audio recording device(s) may be digital audio recording 
devices or other suitable audio devices including typical 
audio recording devices. The audio recording device(s), in a 
preferred embodiment, has associated therewith a trans- 25 


ceiver or transmitter /receiver system for transmitting the 
recorded audio to the user or operator and for receiving 
signals such as, for example, control signals, by which the 
user or operator may exercise control over the audio record- 
ing device(s). 30 


The audio recording device (s) may be located at any 
location on the interior and/or exterior of the airplane so that 
the user or operator, or any other authorized individual, may 
hear what is transpiring, and /or what has transpired, inside 
and /or outside the airplane. The audio recording device(s) 35 
may also be pivotable and/or movable. The audio recording 
device(s) may record and /or transmit the recorded audio in 
real time and/or live. The audio recording device(s) may also 
be equipped with a storage medium, for storing the recorded 
audio, and a transmitter or transceiver for transmitting the 40 
stored audio at a later time. In this manner, real -time as well 
as deferred audio transmissions may be provided. 


The airplane equipment system(s) 1311 may also include 
an intercom system or device or telephone, cellular, digital, 


45 or otherwise for providing a means by which to allow the 
user or operator, or other authorized operator, to communi- 
cate with the operator and /or occupants of the airplane. The 
airplane equipment system(s) 1311 may also include moni- 
toring device(s) for reading and /or monitoring the airplane 


so fuel supply, water and /or coolant supply, electrical generator 
and /or alternator operation, battery charge level, and /or 
engine or motor temperature level, airplane flight control 
systems and /or any other airplane operation and /or system 
function. The monitoring device(s), in a preferred 


55 
embodiment, has associated therewith a transceiver or 
transmitter /receiver system for transmitting data and /or 
information recorded and /or read by the monitoring device 
(s) to the user or operator and for receiving signals such as, 
for example, control signals, by which the user or operator 


60 may exercise control over the monitoring device(s). 
As noted above, the use of any one or more of the airplane 


equipment system(s) 1311, and their associated interface 
devices 1312, maybe optional. Further, as described above, 
wireless devices may be utilized. 65 


The airplane equipment system(s) 1311 receives signals 
from the CPU 4, which signals serve to activate or 


58 
dc- activate, or vice versa, whichever the case may be, the 
respective airplane equipment system(s) which are utilized 
in conjunction with the apparatus 1300. The airplane equip- 
ment system(s) 1311 may also include any other suitable 
airplane system or equipment feature which may be utilized 
to draw attention to the airplane and/or in some other way to 
impede the airplane theft. It should be noted that any of the 
interface devices 1308, 1310 and 1312 may include any of 
the requisite interfacing circuitry which may be necessary to 
facilitate CPU 4 control over the respective systems which 
may be utilized. 


The apparatus 1300 also comprises a position and locating 
device 13 which can be utilized in order to determine the 
position and /or the location of the airplane. The position and 
locating device 13 can be utilized so as to determine the 
position of the airplane anywhere in the world and provide 
for the transmission of airplane position and /or location data 
to any appropriate system receiver so that the airplane may 
be located and /or tracked and recovered. In the preferred 
embodiment, the position and locating device 13 comprises 
and utilizes a global positioning device and an associated 
transmitter for transmitting position and /or location data to 
the authorized user or operator and /or to an authorized office 
or agency authorized to receive and /or to monitor such data 
transmissions. 


The apparatus 1300 also comprises a position and locating 
system receiver 14, which may be employed by the autho- 
rized user or operator and /or by the authorized office or 
agency, for receiving and /or processing the data which is 
transmitted from the position and locating device 13 as will 
be described above. The apparatus 1 may also comprise a 
user interface device (not shown). 


The apparatus and method of the alternate embodiment of 
FIG. 13 may be utilized and/or operates in the same or in a 
similar and /or analogous manner as described above with 
regards to the embodiments of FIGS. 1 -12 and /or consistent 
with the description of the various embodiments and fea- 
tures of the present invention as described herein. 


The apparatus and method of the present invention may 
also provide for the immediate, and /or for the deferred, 
control, activation, deactivation, programming, monitoring 
and /or security of any one or more of the airplane systems, 
equipment, devices, appliances, etc., in the same, similar 
and /or analogous manner as described herein. 


Although the present invention has been hereinabove 
described as being utilized in conjunction with an airplane, 
it is noted that the present invention may be utilized in 
conjunction with any aircraft, including airplanes, jets, 
gliders, spacecraft, space shuttles, satellites, manned or 
unmanned, regardless of size, shape or form, private, com- 
mercial and /or military. The airplane equipment systems 
may also include guns and/or weapon systems and /or self - 
defense systems and /or electronic warfare systems. 


In yet another alternate embodiment, the present inven- 
tion is utilized in conjunction with a snowmobile, jetski or 
recreational vehicle. FIG. 1.4 illustrates an alternate embodi- 
ment of the present invention wherein the apparatus is 
utilized in conjunction with a snowmobile. The apparatus of 
FIG. 14 is denoted generally by the reference numeral 1400. 
In FIG. 14, the components of the apparatus 1400 which are 
common to the apparatus 1 of FIG. 1 are designated by the 
same reference numerals. In FIG. 14, the CPU 4 is electri- 
cally connected and /or linked to the snowmobile ignition 
system 1407, which is located externally from the apparatus 
1. The CPU 4 may or may not be connected and /or linked 
with the snowmobile ignition system 1407 through an 
ignition system interface 1408 which is also shown in FIG. 
14. 
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The CPU 4 may transmit signals to, as well as receive The snowmobile light system(s), which may include the signals from, the snowmobile ignition system 1407. In this snowmobile head lights, tail lights or flashers, which may be manner, the CPU 4 and the snowmobile ignition system constantly illuminated or which may blink on and off 1407, may exchange information between each other. In this repeatedly so as to draw attention to the snowmobile, may manner, the CPU 4, upon receiving an appropriate signal 5 also be utilized as a snowmobile equipment system 1411. from the receiver 3, and upon the completion of the requisite The snowmobile equipment system(s) 1411 may also data processing routine, may issue an electrical, an include a power locking systems and /or devices as appro- electronic, and/or any other suitable signal, including a priate as well as steering mechanism locking devices, lock - digital command signal, to the snowmobile ignition system ing devices for preventing unauthorized access into or onto 1407. This electrical, electronic and/or other suitable signal, to the snowmobile, snowmobile track locking devices for or digital command signal, may be one which will disable preventing movement of the snowmobile and /or locking the snowmobile ignition system 1407 or one which will devices for preventing unauthorized access to the snowmo- re- enable or reset the snowmobile ignition system 1407. The bile engine, so as to prevent any tampering with the appa- CPU 4 may also interrogate the snowmobile ignition system ratus or with other systems and /or components of the 1407 and /or receive data from the snowmobile ignition is snowmobile. system 1407 which is indicative of ignition system status 
(i.e., whether the snowmobile ignition system 1407 is on or The snowmobile equipment system(s) 1411 may also 
08) include any one or more of the known snowmobile anti -theft 


In the preferred embodiment, the CPU 4 is also electri- systems and may also include a snowmobile recovery sys- 
cally connected and/or linked to the snowmobile fuel pump 20 


tem or device, including a homing and/or a tracking system, 
or supply system 1409 which is also located externally from each of which systems) may be activated by the apparatus 
the apparatus 1400. The CPU 4 may or may not be con- of the present invention. The snowmobile equipment system 
netted and/or linked with the snowmobile fuel pump system (s) 1411 may include any other equipment systems, includ- 
1409 through a fuel pump system interface 1410 which is 


ing any and all of the above -noted equipment systems 
also shown in FIG. 14. In the case of an electrical or an described herein for use in conjunction with vehicles, boats 


25 equip- electronic fuel pump system, the CPU 4 may provide an 
and airplanes, including evideo and /or audio recording equip - 


electrical, an electronic, and /or other suitable signal, includ- meat and /or intercom equipment and /or any of the herein- electrical, 
a digital signal, which will disable or re- enable the descrbed communications systems and /or devices. 


snowmobile fuel pump system 1409. The snowmobile equipment system(s) 1411 may also 
In the case of a mechanical fuel pump system, the CPU 4 30 include monitoring device(s) for reading and /or monitoring 


may provide an electrical, electronic, and /or other suitable the snowmobile fuel supply, water and /or coolant supply, 
signal, including a digital signal, which will disable or electrical generator and /or alternator operation, battery 
re-enable an electrical valve system, which may be used to charge level, and/or engine or motor temperature level, 
control the operation of the mechanical fuel pump system. snowmobile control system and /or any other snowmobile 
Whichever the case may be, the CPU 4 will be capable of 35 


operation and /or system function. Me monitoring device(s), 
issuing an electrical, electronic and /or other suitable signal, m a preferred embodiment, has associated therewith atrans- 
including a digital signal, to disable or to re-enable the ceiver o.r transmitter /receiver system for transmitting data 
snowmobile fuel pump system 1409. The CPU 4 may also and /or information recorded and /or read by the monitoring 
interrogate and /or receive data from the snowmobile fuel device (s) to the user or operator and for receiving signals 
pump system 1409 which is indicative of snowmobile fuel 4n 


such as for example, control signals, by which the user or 
pump system status (i.e., whether the snowmobile fuel pump operator may exercise control over the monitoring device(s). 
system 1409 is on or off). The CPU 4 may also be electri- As noted above, the use of any one or more of the 
tally connected and /or linked to an appropriate device (not snowmobile equipment system(s) 1411, and their associated 
shown) for controlling the operation of a snowmobile interface devices 1412, may be optional. Further, as 
exhaust system. described above, wireless devices may also be utilized. 


The CPU 4, in the preferred embodiment, is also electri- The snowmobile equipment system(s) 1411 receives sig- 
cally connected and /or linked to at least one or more of a nals from the CPU 4, which signals serve to activate or 
snowmobile equipment system or system(s) 1411. The de- activate, or vice versa, whichever the case may be, the 
snowmobile equipment system(s) 1411 are located exter- respective snowmobile equipment system(s) which are uti- 
nally from the apparatus 1400 and may or may not be so lized in conjunction with the apparatus 1400. The snowmo- connected to the CPU 4, via a snowmobile equipment bile equipment system(s) 1411 may also include any other 
system interface 1412 which may or may not be required for suitable snowmobile system or equipment feature which 
each one of the variety or multitude of the snowmobile may be utilized to draw attention to the snowmobile and /or 
equipment systems which may be utilized in conjunction in some other way impede the snowmobile theft. It should 
with the apparatus. as be noted that any of the interface devices 1408, 1410 and 


The snowmobile equipment system(s) 1411 may include 1412 may include any of the requisite interfacing circuitry 
a loud siren or alarm, which may be located in, or on, the which may be necessary to facilitate CPU 4 control over the 
passenger compartment of the snowmobile and, which may respective systems which may be utilized. 
produce a loud piercing sound so as to make it unbearable The apparatus 1400 also comprises a position and locating for an intruder to remain inside or on the snowmobile. The 60 device 13 which can be utilized in order to determine the snowmobile equipment system(s) 1411 may also include an position and /or the location of the snowmobile. The position external siren or alarm, which may produce a loud piercing and locating device 13 can be utilized so as to determine the sound, which may be utilized to draw attention to the position of the snowmobile anywhere in the world and snowmobile. The snowmobile equipment system(s) 1411 provide for the transmission of position and /or location data may also include a horn, which may blare continuously or 65 to any appropriate system receiver so that the snowmobile intermittently, so as to also draw attention to the snowmo- may be located and /or tracked and recovered. In the pre - bile. ferred embodiment, the position and locating device 13 
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comprises and utilizes a global positioning device and an 
associated transmitter for transmitting position and /or loca- 
tion data to the authorized user or operator and /or to an 
authorized office or agency authorized to receive and /or to 
monitor such data transmissions. 5 


The apparatus 1400 of FIG. 14 also comprises a position 
and locating system receiver 14, which may be employed by 
the authorized user or operator and/or by the authorized 
office or agency, for receiving and /or processing the data 
which is transmitted from the snowmobile position and 10 


locating device 13 as described above. The apparatus 1 may 
also comprise a user interface device (not shown). 


The apparatus and method of the alternate embodiment of 
FIG. 14 may be utilized and/or operates in the same or in a 
similar and/or analogous manner as described herein and /or IS 
consistent with the description of the various embodiments 
and features of the present invention. 


The apparatus and method of the present invention may 
also provide for the immediate, and /or for the deferred 


2u control, activation, deactivation, programming, monitoring 
and /or security of any one or more of the snowmobile and /or 
recreational vehicle systems, equipment, devices, 
appliances, etc., in the same, similar and /or analogous 
manner as described above in conjunction with the various 


25 embodiments of the present invention. 
Although the present invention has been hereinabove 


described as being utilized in conjunction with a 
snowmobile, it is noted that the present invention may also 
be utilized in conjunction with any type of recreational 


30 vehicle, including jetskis, scooters, motorcycles, minibikes, 
go-carts, mopeds, etc, manned or unmanned, regardless of 
size, shape or form, private, commercial and /or military. The 
recreational vehicle equipment systems may also include 
guns and /or weapon systems and/or self -defense systems 


35 and /or electronic warfare systems, if desired, and especially 
when used in law enforcement and /or military applications. 


It is important to note that the present invention can be 
utilized in conjunction with a motor home, a mobile home 
and /or a camper as the present invention may be utilized to 90 
provide control, monitoring and /or security functions per- 
taining to motor vehicle equipment and home systems, 
equipment and appliances. 


In still another alternate embodiment, the present inven- 
tion can be utilized in conjunction with a residential 45 
premises, residential building and/or a home or a household 
control system. FIG. 15 illustrates an alternate embodiment 
of the present invention wherein the apparatus and method 
is utilized in conjunction with a home control system. The 
apparatus of FIG. 15 is denoted generally by the reference se 
numeral 1500. It is understood that, while the embodiment 
of FIG. 15 is illustrated and described in conjunction with a 
home or a household system, the apparatus 1500 may be 
utilized in any residential premises and /or any residential 
building. 


55 
In FIG. 15, the components of the apparatus 1500 which 


are common to the apparatus 1 of FIG. 1 are designated by 
the same reference numerals. In FIG. 15, the CPU 4 is 
electrically connected and /or linked to the home and /or 
household central electrical system 1507, which is located 60 
externally from the apparatus 1500. The CPU 4 may or may 
not be connected and/or linked with the home central 
electrical system 1507 through a central electrical system 
interface 1508 which is also shown in FIG. 15. 


The CPU 4 may transmit signals to, as well as receive 65 
signals from, the home central electrical system 1507. In this 
manner, the CPU 4 and the home central electrical system 


62 
1507, may exchange information between each other. In this 
manner, the CPU 4, upon receiving an appropriate signal 
from the receiver 3, and upon the completion of the requisite 
data processing routine, may issue an electrical, an 
electronic, and /or any other suitable signal, including a 
digital command signal, to the home central electrical sys- 
tem 1507. This electrical, electronic and/or other suitable 
signal, or digital command signal, may be one which will 
disable the home central electrical system 1507 or one which 
will re- enable or reset the home central electrical system 
1507. The CPU 4 may also interrogate the central electrical 
system 1507 and /or receive data from the central electrical 
system 1507 which is indicative of central electrical system 
status (i.e., whether the central electrical system 1507, or 
any portion thereof, is on or off). 


In the preferred embodiment, the CPU 4 is also electri- 
cally connected and /or linked to the home central heating 
system 1509 which is also located externally from the 
apparatus 1500, The CPU 4 may or may not be connected 
and/or linked with the home central heating system 1509 
through a central heating system interface 1510 which is 
also shown in FIG. 15. The CPU 4 is capable of issuing an 
electrical, electronic and /or other suitable signal, including a 
digital signal, to disable or to re- enable the home central 
heating system 1509. The CPU 4 may also interrogate and /or 
receive data from the home central heating system 1509 
which is indicative of home central heating system status 
(i.e., whether the central heating system 1509, or any portion 
thereof, is on or o0). 


In the preferred embodiment, the CPU 4 is also electri- 
cally connected and /or linked to the home central air con- 
ditioning system 1511 which is also located externally from 
the apparatus 1500. The CPU 4 may or may not be con- 
nected and/or linked with the home central air conditioning 
system 1511 through a central air conditioning system 
interface 1512 which is also shown in FIG. 15. The CPU 4 
is capable of issuing an electrical, electronic and /or other 
suitable signal, including a digital signal, to disable or to 
re- enable the home central air conditioning system 1511. 
The CPU 4 may also interrogate and /or receive data from the 
home central air conditioning system 1511 which is indica- 
tive of home central air conditioning system status (i.e., 
whether the central air conditioning system 1511, or any 
portion thereof, is on or off). 


The CPU 4 may also be electrically connected and /or 
linked to the home water system 1513 which is also located 
externally from the apparatus 1500. The CPU 4 may or may 
not be connected and/or linked with the home water system 
1513 through a home water system interface 1514 which is 
also shown in FIG. 15. The home water system interface 
1514, in the preferred embodiment, is an electrically con- 
trolled water shut-off valve(s) or similar device(s). The CPU 
4 is capable of issuing an electrical, electronic and /or other 
suitable signal, including a digital signal, to disable or to 
re- enable the home water system 1513. The CPU 4 may also 
interrogate and /or receive data from the home water system 
1513 which is indicative of the state of the homo water 
system 1513 (i.e. whether the home water system 1513 , or 
any portion thereof, is on or off. The home water system 
1513 may then be controlled (i.e. turned on or off) and /or 
adjusted by the user or operator. 


The CPU 4 may also be electrically connected and /or 
linked to the home thermostat or environmental control 
system 1517 so as to control and/or monitor home interior 
temperature. The CPU 4 may or may not be connected 
and /or linked with the home thermostat system 1517 through 
a home thermostat system interface 1518 which is also 
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shown in FIG. 15. The CPU 4 is capable of issuing an 
electrical, electronic and /or other suitable signal, including a 
digital signal, to disable or to re- enable the home thermostat 
system 1517. The CPU 4 may also interrogate and /or receive 
data from the home thermostat system 1517 which is indica- 5 
tive of the state of the home thermostat system 1517 (i.e. 
home interior temperature and /or whether the temperature of 
the homo interior, or any portion thereof, is too hot, too cold, 
or acceptable). The home thermostat system 1517 may then 
be controlled and /or adjusted by the user or operator. In this 


to manner, the home thermostat system 1517 may then be 
adjusted and /or controlled by the user or operator via the 
apparatus 1500. The home Thermostat system 1517 may be 
connected and /or linked to the home central heating system 
1509 and /or to the home central air conditioning system example, control signals, by which the owner or occupant 1511 so as to activate, de- activate, set and/or control the a5 


may exercise control over the video recording device(s) or operation of these systems, as necessary, in order to, and so camera(s). as to, achieve the desired temperature and /or environmental 
conditions in the home. The video recording device(s) or camera(s) may be 


The CPU 4, in the preferred embodiment, is also electri- located at any location on the interior of the home such as, 
tally connected and /or linked to at least one or more of a 20 for example, in any room or rooms of the home so that the 
home equipment system(s) 1515. The home equipment owner or occupant, or any other authorized individual, may 
system(s) 1515 are located externally from the apparatus observe and /or photograph any portions and /or rooms in the 
1500 and may or may not be connected and /or linked to the interior of the home, or the occupants and /or anything which CPU 4, via a home system equipment system or systems may be located and /or stored in the home. The video interface 1516 which may or may not be required for each 25 recording device(s) or camera(s) may also be located on the one of the variety or multitude of the home equipment exterior of the home so that the owner or occupant, or any system(s) 1515 which may be utilized in conjunction with other authorized individual, may observe and /or photograph the apparatus 1500. the exterior of the home or residential premises, or portion The home equipment system(s) 1515 may include a home thereof, or the individuals or objects and /or anything which anti -theft and /or burglary alarm system, a loud siren or 30 may be present, located and /or stored on the premises of alarm, which may be located in the interior of the home, home and /or residential premises. which may produce a loud piercing sound so as to make it The video recording device(s) or camera(s) may have unbearable for an intruder to remain inside the home, an wide angles for maximum angular viewing and may also be exterior siren or alarm, which may produce a loud piercing pivotable and /or movable. The video recording device(s) or sound, which may be utilized to draw attention to the home 35 camera(s) may record and /or transmit the recorded video and exterior lighting system(s) and interior lighting systems, and /or the picture(s) in real time and /or live. The video which lighting systems may be turned oil or turned off at the recording device(s) or camera(s) may also be equipped with user or operator's discretion and which may be controlled to a storage medium, for storing the recorded video and /or blink on and off to draw attention to the home. picture(s), and a transmitter or transceiver for transmitting The home equipment system(s) 1515 may also include a 40 the stored video and /or picture(s) to the owner or occupant electrical and/or electronically controlled locking devices at a later time. In this manner, real -time, as well as deferred, for doors and /or windows, including electrical and /or oleo- video and /or picture(s) transmissions may be provided. Ironic deadbolt locking systems and devices, electrical sys- The home equipment system(s) may also include audio tems for controlling electrical circuits or systems room -by- recording equipment, which may include audio recording room, device-by- device, and /or appliance-by- appliance. The 45 device(s) such as microphones and/or tape recorders, such as home equipment system(s) 1515 may also include devices those utilized in conjunction with personal computers, for controlling any one or more of the electrical circuits, televisions, digital televisions, interactive televisions, such as circuits controlled by fuses, circuit breakers or telephones, cellular telephones, display telephones, video equivalent devices. The home equipment system(s) 1515 telephones, and/or other communication devices, including may also include devices for controlling and /or monitoring so personal communication devices. The audio recording hot water heaters, garage door openers, lawn sprinkler device(s) may be digital audio recording devices or other systems, electric fences and /or fencing, in -ground or above- suitable audio devices including typical audio recording ground pool equipment, filters and/or heaters, home central devices. The audio recording device(s), in a preferred water valve, individual room water valve, home fire detector embodiment, has associated therewith a transceiver or equipment and home fire extinguishment equipment. Home 55 transmitter /receiver system for transmitting the recorded equipment system(s) 1515 may also include power door and audio to the owner or occupant and for receiving signals window closing, locking and opening equipment. such as, for example, control signals, by which the owner or The home equipment system(s) 1515 may also include occupant may exercise control over the audio recording any and all of a wide variety of home appliances such as device(s). 


televisions, telephones, telephone answering machines, 60 The audio recording device (s) may be located at any alarm systems, VCRs, stoves, ovens, microwave ovens, door location on the interior and /or exterior of the home and /or bells, individual lights or lamps, blenders, toasters, personal residential premises so that the owner or occupant, or any computers, word processors, stereos, radios, and any other other authorized individual, may hear what is transpiring, home appliance and/or device which is electrically and /or and/or what has transpired, inside and /or outside the home electronically activated and /or controllable. 65 and /or residential premises. The audio recording device(s) The home equipment system(s) 1515 may also include may also be pivotable and /or movable. The audio recording video recording and /or photographing equipment, which device(s) may record and/or transmit the recorded audio in 


64 
may include video recording device(s) and/or a camcra(s), 
such as those utilized in conjunction with personal 
computers, televisions, digital televisions, interactive 
televisions, display telephones, video telephones, and /or 
other communication devices, including personal commu- 
nication devices, or a still picture camera(s). The video 
recording device(s) or camera(s) may be digital recording 
devices or cameras or other suitable devices or cameras, 
including typical video recording devices or cameras. The 
video recording device(s) or camera(s), in a preferred 
embodiment, has associated therewith a transceiver or 
transmitter /receiver system for transmitting video images 
recorded by the video recording device(s) or camera(s) to 
the owner or occupant and for receiving signals such as, for 
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real time and /or live. The audio recording device(s) may also 
be equipped with a storage medium, for storing the recorded 
audio, and a transmitter or transceiver for transmitting the 
stored audio at a later time. In this manner, real -time as well 
as deferred audio transmissions may be provided. 5 


The home equipment system(s) 1515 may also include an 
intercom system or device or a telephone, cellular, digital or 
otherwise for providing a means by which to allow the user 
or operator, or other authorized operator, to communicate 
with the persons present in, or occupants of, the home. The 
home equipment system(s) 1515 may also include monitor- 
ing device(s) for reading and /or monitoring the home fuel 
supply, water supply, electrical generator and/or alternator 
operation, water usage, heat and /or air conditioning usage, 
electricity usage, gas and/or oil or other fuel usage, tele- 15 
phone usage and charges, appliance usage, etc, a home 
control system and /or any other home operation and /or 
system function. The monitoring device(s), in a preferred 
embodiment, may have associated therewith a transceiver or 
transmitter /receiver system for transmitting data and /or 20 
information recorded and /or read by the monitoring device 
(s) to the user or operator and for receiving signals such as, 
for example, control signals, by which the user or operator 
may exercise control over the monitoring device(s). 


As noted above, the use of any one or more of the home 25 


equipment system(s) 1515 and/or appliances or devices and 
their associated interface devices 1516, may be optional. 
The interface devices 1516 my be wireless devices or 
modules which need not be directly connected to the CPU 4 
or to its respective equipment system. In this regard, hard- 30 


wired connections are not necessary. In the case of wireless 
interface devices or modules 1516, corresponding wireless 
technology and /or systems may be utilized to provide for the 
wireless control and operation of the respective equipment 
(s). 35 


In the case of a mobile home, the apparatus 1500 may also 
comprise a position and locating device 13 which can be 
utilized in order to determine the position and /or the location 
of the mobile home. The mobile home position and locating 


40 device 13 can be utilized so as to determine the position of 
the mobile home anywhere in the world and provide for the 
transmission of position and /or location data to any appro- 
priate system receiver so that the mobile home may be 
located and /or tracked and recovered. In a preferred 
embodiment, the mobile home position and locating device 
13 comprises and utilizes a global positioning device and an 
associated transmitter for transmitting position and /or loca- 
tion data to the authorized user, operator and /or authorized 
individual. 


50 
The apparatus 1500 may also comprise a mobile home 


position and locating system receiver 14, which may be 
employed by the authorized user, operator and /or authorized 
individual, for receiving and /or processing the data which is 
transmitted from the position and locating device 13 as 
described in the alternate embodiments above. The appara- 
tus 1 may also comprise a user interface device (not shown). 


The home equipment system(s) receives signals from the 
CPU 4, which signals serve to activate or de- activate, or vice 
versa, whichever the case may be, the respective home 60 
equipment system(s) which are utilized in conjunction with 
the apparatus 1500. The home equipment system(s) 1515 
may also include any other suitable home system or equip- 
ment feature which may be utilized to draw attention to the 
home and /or in some other way impede home theft. It should es 
be noted that any of the interface devices may include any 
of the requisite interfacing circuitry which may be necessary 


ro 


55 


66 
to facilitate CPU 4 control over the respective systems 
which may be utilized. It is understood that, while the 
embodiment of FIG. 15 is illustrated and described in 
conjunction with a home or a household system, the embodi- 
ment may also be utilized in any residential premises and /or 
any residential building. 


The apparatus and method of the alternate embodiment of 
FIG. 15 may be utilized and/or operates in the same or in a 
similar and /or analogous manner as described in conjunction 
with the embodiments described above, and /or consistent 
with the description of the various embodiments and fea- 
tures of the present invention as described herein, so as to 
provide control, monitoring and /or security functions for, 
and over, a home and /or residential premises. 


The apparatus and method of FIG. 15 can provide for an 
immediate, as well as for a deferred, control, activation, 
de- activation, programming, monitoring and /or security 
function and /or response thereto of, and for, any one or more 
of the home and/or residential premises systems, equipment, 
devices, appliances, etc., in the same, similar and/or analo- 
gous manner as described above in conjunction with its 
utilization in the embodiments described herein. 


As described above in conjunction with use of the appa- 
ratus and method of the present invention with vehicles, the 
present invention may, if desired, perform a test in order to 
determine the state or status of any particular system, 
equipment, device and /or appliance before exercising and /or 
performing a given control, monitoring and /or security 
function. Depending upon the outcome of the test, the 
apparatus and method of the present invention may execute, 
alter and /or defer the performance and/or execution of the 
control, monitoring and /or security function. For example, a 
command to shut -off a home central electrical system may 
be deferred until after the operation of a home security 
system, which security system may be deemed to have 
priority in performing a monitoring and shut -down proce- 
dure for the entire home, has been successfully completed. 


In this manner a homeowner or occupant may access a 
home system at any time and from any location and thereby 
exercise and /or perform control, monitoring and /or security 
functions on, or over, any home system, equipment and/or 
appliance. The owner or occupant may also monitor the 
status, state or operation of any home system, equipment, 
device and /or appliance. Lastly, the owner or occupant may 
perform security related functions or operations on, and 
over, the home system, equipment, device and /or appliance. 
As noted above, the present invention may be utilized in 
conjunction with a telephone, either analog or digital, a 
touch tone telephone, a cordless telephone and /or a cellular 
or mobile telephone, a home and /or a personal computer, 
having associated telecommunication devices or other suit- 
able peripheral device(s) such as a modem and /or a fax/ 
modem, or other personal communication devices, which 
may operate over an appropriate telecommunications 
system, and /or other suitable communications systems, 
including radio signal, optical, satellite and /or other com- 
munications systems. 


In still another alternate embodiment, the apparatus of the 
present invention is utilized in conjunction with a commer- 
cial building, commercial office and /or commercial premises 
control system. FIG. 16 illustrates an alternate embodiment 
of the present invention wherein the apparatus and method 
is utilized in conjunction with an commercial office and/or 
premises control system. It is understood that, while the 
embodiment of FIG. 16 is illustrated and described in 
conjunction with an commercial office and /or premises 
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control system, the embodiment may also be utilized in any 
commercial building and /or any commercial premises and/ 
or any type of building or premises. The apparatus of FIG. 
16 is denoted generally by the reference numeral 1600. In 
FIG. 16, the components of the apparatus which are com- 
mon to the apparatus of FIG. 1 are designated by the same 
reference numerals. 


In FIG. 16, the CPU 4 is electrically connected and /or 
linked to the commercial office and /or premises central 
electrical system 1607, which is located externally from the 
apparatus 1600. The CPU 4 may or may not be connected 
and /or linked with the central electrical system 1607 through 
a central electrical system interface 1608 which is also 
shown in FIG. 16. The CPU 4 may transmit signals to, as 
well as receive signals from, the central electrical system 
1607. In this manner, the CPU 4 and the central electrical 
system 1607, may exchange information between each 
other. In this manner, the CPU 4, upon receiving an appro- 
priate signal from the receiver 3, and upon the completion of 
the requisite data processing routine, may issue an electrical, 
an electronic, and /or any other suitable signal, including a 


digital command signal, to the central electrical system 
1607. 'Phis electrical, electronic and/or other suitable signal, 
or digital command signal, may be one which will disable 
the central electrical system 1607 or one which will 
re- enable or reset the central electrical system 1607. The 
CPU 4 may also interrogate the central electrical system 
1607 and /or receive data from the central electrical system 
1607 which is indicative of central electrical system status 
(i.e., whether the central electrical system 1607, or any 
portion thereof, is on or oft). 


In the preferred embodiment, the CPU 4 is also electri- 
cally connected and /or linked to the commercial office 
and /or premises central heating system 1609 which is also 
located externally from the apparatus 1600. The CPU 4 may 
or may not be connected and /or linked with the central 
heating system 1609 through a central heating system inter- 
face 1610 which is also shown in FIG. 16. The CPU 4 is 
capable of issuing an electrical, electronic and /or other 
suitable signal, including a digital signal, to disable or to 
re- enable the central heating system 1609. The CPU 4 may 
also interrogate and/or receive data from the central heating 
system 1609 which is indicative of central heating system 
status (i.e., whether the central heating system 1609, or any 
portion thereof, is on or oft). 


In the preferred embodiment, the CPU 4 is also electri- 
cally connected and /or linked to the commercial office 
and /or premises central air conditioning system 1611 which 
is also located externally from the apparatus 1600. The CPU 
4 may or may not be connected and/or linked with the 
central air conditioning system 1611 through a central air 
conditioning system interface 1612 which is also shown in 
FIG. 16. The CPU 4 is capable of issuing an electrical, 
electronic and /or other suitable signal, including a digital 
signal, to disable or to re- enable the central air conditioning 
system 1611. The CPU 4 may also interrogate and /or receive 
data from the central air conditioning system 1611 which is 
indicative of central air conditioning system status (i.e., 
whether the central air conditioning system 1611, or any 
portion thereof, is on or oft). 


The CPU 4 may also be electrically connected and /or 
linked to the commercial office and/or premises water sys- 
tem 1613 which is also located externally from the apparatus 
1600. The CPU 4 may or may not be connected and/or 
linked with the water system 1613 through a commercial 
office and /or premises water system interface 1614 which is 
also shown in FIG. 16. The water system interface 1614, in 
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the preferred embodiment, is an electrically controlled water 
shut -off valve(s) and /or device(s). The CPU 4 is capable of 
issuing an electrical, electronic and /or other suitable signal, 
including a digital signal, to disable or to re- enable the water 


5 system 1613. The CPU 4 may also interrogate and /or receive 
data from the water system 1613 which is indicative of the 
state of the water system (i.e. whether the water system, or 
any portion thereof, is on or oft). The commercial office 
and /or premises water system 1613 may then be adjusted 


10 
and /or controlled (i.e. turned on or oft) by the user or 
operator. 


The CPU 4 may also be electrically connected and /or 
linked to the commercial office and /or premises thermostat 
system 1617 which is also located externally from the 


15 
apparatus 1600. The CPU 4 may or may not be connected 
and /or linked with the thermostat system 1617 through a 


commercial office and /or premises thermostat system inter- 
face 1618 which is also shown in FIG. 16. The CPU 4 is 
capable of issuing an electrical, electronic and /or other 


20 
suitable signal, including a digital signal, to disable or to 


re- enable the thermostat system 1617. The CPU 4 may also 
interrogate and /or receive data from the thermostat system 
1617 which is indicative of the temperature of the commer- 
cial office and /or premises interior (i.e., the interior tam- 
perature and /or whether interior temperature, or any portion 
thereof, is too hot, too cold, or acceptable). The thermostat 
system 1617 may then be adjusted and/or controlled by the 
user or operator. The thermostat system 1617 may be 
connected and /or linked to the central heating system 1609 


30 
and to the central air conditioning system 1611 so as to 
activate and /or control the operation of these systems in 
order to, and so as to, achieve the desired temperature in the 
commercial office and /or premises. 


The CPU 4, in the preferred embodiment, is also electri- 


35 catty connected and /or linked to at least one or more of a 


commercial office and /or premises equipment system(s) 
1615. The commercial office and /or premises equipment 
system(s) 1615 are located externally from the apparatus 
1600 and may or may not be connected and /or linked to the 


40 CPU 4, via a commercial office and /or premises system 
equipment system(s) interface 1616 which may or may not 
be required for each one of the variety or multitude of the 
commercial office and /or premises equipment systems 
which may be utilized in conjunction with the apparatus. 


45 The commercial office and /or premises equipment system 
(s) 1615 may include a commercial office and /or premises 
anti -theft and /or burglary alarm system, loud siren or alarm, 
which may be located in the interior of the commercial office 
and /or premises, which may produce a loud piercing sound 


50 so as to make it unbearable for an intruder to remain inside 
the commercial office and/or premises, an exterior siren or 
alarm, which may produce a loud piercing sound, which 
may be utilized to draw attention to the commercial office 
and /or premises and exterior lighting system(s) and/or inte- 


55 rior lighting system(s), which lighting systems may be 
turned on or turned off at the user's or operator's discretion 
and which may be controlled to blink on and off to draw 
attention to the commercial office and/or premises. 


The commercial office and/or premises equipment system 
to (s) 1615 may also include electrical and /or electronically 


controlled locking devices for doors and /or windows, 
including electric or electronic dead -bolt locking devices or 
systems, electrical systems for controlling electrical circuits 
or systems room -by -room, device -by- device, and /or 


6s appliance -by- appliance. 
The commercial office and/or premises equipment system 


(s) 1615 may also include devices for controlling any one or 
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more of the electrical circuits, such as circuits controlled by 


fuses, circuit breakers or equivalent devices. The commer- 
cial office and /or premises equipment system(s) 1615 may 


also include devices for controlling and /or monitoring hot 


water heaters, garage door openers, lawn sprinkler systems, 5 


electric fences and/or fencing, in- ground or above -ground 
pool equipment, fountain equipment, filters and/or heaters, 
commercial office and /or premises fire detector equipment 
and commercial office and/or premises fire extinguishment 
equipment. Commercial office and /or premises equipment ro 
system(s) 1615 may also include power door and window 


closing, locking and opening equipment. 
The commercial office and /or premises equipment system 


(s) 1615 may also include any and all office equipment 
and/or premises appliances such as televisions, telephones, 25 


telephone answering machines, alarm systems, VCRs, 


stoves, ovens, microwave ovens, door bells, individual 
lights or lamps, blenders, toasters, computers and associated 


peripherals, word processors, stereos, radios, manufacturing 
equipment and any other commercial office and /or premises 20 


appliances and /or devices which are electrically and /or 


electronically activated and /or controllable. 
The commercial office and/or premises equipment system 


(s) 1615 may also include video recording and /or photo- 


graphing equipment, which may include video recording 25 


device(s) and /or a camera(s), such as those utilized in 


conjunction with personal computers, televisions, digital 


televisions, interactive televisions, display telephones, video 


telephones, and /or other communication devices, including 


personal communication devices, or a still picture camera(s). 30 


The video recording device(s) or camera(s) may be digital 
recording devices or cameras or other suitable devices or 


cameras, including typical video recording devices or cam- 


eras. The video recording device(s) or camera(s), in a 


preferred embodiment, has associated therewith a trans- 35 


ceiver or transmitter /receiver system for transmitting video 


images recorded by the video recording device(s) or camera 


(s) to the owner or occupant and for receiving signals such 


as, for example, control signals, by which the owner or 


occupant may exercise control over the video recording 40 


device(s) or camera(s). 
The video recording device(s) or camera(s) may be 


located at any location on the interior of the commercial 


office and /or premises such as, for example, in any room or 


rooms of the commercial office and /or premises so that the as 


owner or occupant, or any other authorized individual, may 


observe and /or photograph any portions and /or rooms in the 


interior of the commercial office and /or premises, or the 


occupants and /or anything which may be located and /or 


stored in the commercial office and/or premises. The video so 


recording device(s) or camera(s) may also be located on the 


exterior of the commercial office and/or premises so that the 


owner or occupant, or any other authorized individual, may 


observe and /or photograph the exterior of the commercial 
office and /or premises, or portion thereof, or the individuals ss 


or objects and /or anything which may be present, located 


and /or stored on the premises of commercial office and /or 
premises. 


The video recording device(s) or camera(s) may have 


wide angles for maximum angular viewing and may also be 60 


pivotable and /or movable. The video recording device(s) or 


camera(s) may record and /or transmit the recorded video 
and /or the picture(s) in real time and /or live. The video 


recording device(s) or camera(s) may also be equipped with 


a storage medium, for storing the recorded video and /or as 


picture(s), and a transmitter or transceiver for transmitting 


the stored video and /or picture(s) to the owner or occupant 
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at a later time. In this manner, real -time, as well as deferred, 


video and /or picture(s) transmissions may be provided. 


The commercial office and/or premises equipment system 


(s) 1615 may also include audio recording equipment, which 


may include audio recording device(s) such as microphones 
and /or tape recorders, such as those utilized in conjunction 


with personal computers, televisions, digital televisions, 


interactive televisions, telephones, cellular telephones, dis- 


play telephones, video telephones, and/or other communi- 


cation devices, including personal communication devices. 


The audio recording device(s) may be digital audio record- 


ing devices or other suitable audio devices including typical 


audio recording devices. The audio recording device(s), in a 


preferred embodiment, has associated therewith a trans- 


ceiver or transmitter /receiver system for transmitting the 


recorded audio to the owner or occupant and for receiving 


signals such as, for example, control signals, by which the 


owner or occupant may exercise control over the audio 


recording device(s). 


The audio recording device (s) may be located at any 


location on the interior and /or exterior of the commercial 


office and/or premises so that the owner or occupant, or any 


other authorized individual, may hear what is transpiring, 


and /or what has transpired, inside and/or outside the com- 


mercial office and /or premises. 


The audio recording device(s) may also be pivotable 


and /or movable. The audio recording device(s) may record 


and /or transmit the recorded audio in real time and/or live. 


The audio recording device(s) may also be equipped with a 


storage medium, for storing the recorded audio, and a 


transmitter or transceiver for transmitting the stored audio at 


a later time. In this manner, real -time as well as deferred 


audio transmissions may be provided. 


The commercial office and/or premises equipment system 


(s) 1615 may also include an intercom system or device or 


telephone, cellular, digital or otherwise, for providing a 


means by which to allow the user or operator, or other 


authorized individual, to communicate with the persons 


present in the, or occupants of the, commercial office and /or 


premises. 
The commercial office and /or premises equipment system 


(s) 1615 may also include monitoring device(s) for reading 


and /or monitoring the commercial office and/or premises 


fuel supply, water supply, electrical generator and /or alter- 


nator operation, water usage, heat and /or air conditioning 
usage, electricity usage, gas and /or oil or other fuel usage, 


telephone usage and charges, commercial office and /or pre- 


mises equipment and/or appliance usage, etc, a commercial 


office and /or premises control system and /or any other 


commercial office and/or premises operation and /or system 


function. The monitoring device(s), in a preferred 
embodiment, has associated therewith a transceiver or 


transmitter /receiver system for transmitting data and /or 


information recorded and /or read by the monitoring device 
(s) to the user or operator and for receiving signals such as, 


for example, control signals, by which the user or operator 
may exercise control, monitoring and /or security over the 


monitoring device(s). 
As noted above, the use of any one or more of the 


commercial office and /or premises equipment systems and/ 


or appliances or devices 1615 and their associated interface 
devices 1616, may be optional. The interface devices 1616 


my be wireless devices or modules which need not be 


directly connected to the CPU 4 or to its respective equip- 
ment system. In this regard, wired connections are not 


necessary. In the case of wireless interface devices or 
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modules 1616, corresponding wireless technology and /or 
systems must be utilized to provide for the wireless control 
and operation of the respective equipment(s). 


The commercial office and/or premises equipment system 
or system(s) 1615 receives signals from the CPU 4, which 5 


signals serve to activate or dc- activate, or vice versa, which- 
ever the case may be, the respective commercial office 
and /or premises equipment system(s) which are utilized in 
conjunction with the apparatus 1600. The commercial office 
and /or premises equipment system(s) 1615 may also include 10 


any other suitable commercial office and /or premises system 
or equipment feature which may be utilized to draw atten- 
tion to the commercial office and/or premises and/or in some 
other way impede commercial office and /or premises theft. 
It should be noted that any of the interface devices may 15 


include any of the requisite interfacing circuitry which may 
be necessary to facilitate CPU 4 control over the respective 
systems, equipment, devices and /or appliances which may 
be utilized. 


The apparatus and method of the alternate embodiment of 20 


FIG. 16 is utilized and operates in the manner described 
above in conjunction with the vehicle and/or the home 
embodiments so as to provide for a system for controlling, 
monitoring and/or providing security functions for and over 
a commercial office and /or premises. The apparatus and 25 


method of the alternate embodiment of FIG. 16 may be 
utilized and /or operates in the same or in a similar and /or 
analogous manner consistent with the description of the 
various embodiments and features of the present invention 
as described herein so as to provide control, monitoring 30 


and /or security functions over and with respect to the 
commercial office and/or premises with which the apparatus 
is utilized in conjunction with. 


In the case of mobile commercial office and/or premises, 
35 


the apparatus 1600 may also comprise a commercial office 
and /or premises position and locating device 13 which can 
be utilized in order to determine the position and/or the 
location of the commercial office and /or premises. The 
position and locating device 13 can be utilized so as to 
determine the position of the commercial office and /or 
premises anywhere in the world and provide for the trans- 
mission of position and /or location data to any appropriate 
system receiver so that the commercial office and /or pre- 
mises may be located and /or tracked and recovered. In the 


45 
preferred embodiment, the position and locating device 13 
comprises and utilizes a global positioning device and an 
associated transmitter for transmitting position and /or loca- 
tion data to the authorized user, operator, and /or authorized 
individual. 


50 
The apparatus 1600 also comprises a commercial offices 


and /or premises position and locating system receiver 14, 
which may be employed by the authorized user, operator, 
and /or authorized individual, for receiving and /or processing 
the data which is transmitted from the position and locating 55 
device 13 as described above. The apparatus 1 may also 
comprise a user interface device (not shown). 


The apparatus and method of the alternate embodiment of 
FIG. 16 is utilized and operates in the manner described 
above in conjunction with the vehicle and/or the home 60 


premises embodiments so as to provide for a system for 
controlling, monitoring and/or providing security functions 
for, and over, a commercial office and /or premises. The 
apparatus and method of the alternate embodiment of FIG. 
16 may be utilized and /or operates in the same or in a similar 65 


and /or analogous manner as described in conjunction with 
the various embodiments described herein and/or consistent 
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with the description of the various embodiments and fea- 
tures of the present invention as described herein, so as to 


provide control, monitoring and /or security functions for, 
and over, a commercial office and/or premises. 


In this manner, an owner, occupant, and/or authorized 
individual, may access a commercial office and/or premises 
system at any time and from any location and thereby 
exercise and /or perform control, monitoring and /or security 
functions over any commercial office and /or premises 
system, equipment, device and/or appliance. The owner, 
occupant, and/or authorized individual, may also monitor 
the status, state or operation of any commercial office and /or 
premises system, equipment, device and /or appliance. 
Lastly, the owner or authorized individual may perform 
security related functions or operations on and over the 
commercial office and /or premises system, equipment, 
device and /or appliance. 


The apparatus and method of FIG. 16 can provide for an 
immediate, as well as for a deferred, control, activation, 
de- activation, programming, monitoring and /or security 
functions and/or responses thereto, of, and for, any one or 
more of the commercial office and /or premises systems, 
equipment, devices, appliances, etc., in the same, similar 
and /or analogous manner as described above with in con- 
junction with the various embodiments. 


As described above in conjunction with use of the appa- 
ratus and method of the present invention with vehicles and 
residential premises, the present invention may, if desired, 
perform a test in order to determine the state or status of any 
particular system, equipment, device and /or appliance 
before exercising and/or performing a given control, moni- 
toring and /or security function. Depending upon the out- 
come of the test, the apparatus and method of the present 
invention may execute, alter, and /or defer, the performance 
and /or the execution of the control, monitoring and /or secu- 
rity function. For example, a command to shut-off a central 
electrical system may be deferred until after the operation of 
a security system, which security system may be deemed to 


have priority in performing a monitoring and shut -down 
procedure for the entire commercial office and /or premises, 
has been successfully completed. 


As noted above, the present invention, in any of the herein 
described embodiments, as well as modifications, variations 
and /or alternate embodiments thereof, may be utilized in 
conjunction with a telephone, including analog and digital 
telephones, a touch -tone telephone, a cordless telephone 
and /or a cellular or mobile telephone, a home and /or a 


personal computer having associated telecommunication 
devices or other suitable peripheral device(s) such as a 


modem and /or a fax /modem, or other personal communica- 
tion devices, which can operate over an appropriate tele- 
communications system, and/or other suitable communica- 
tions systems, including radio signal, optical, satellite and /or 
other communications systems. 


The communications system(s) utilized in any of the 
embodiments described herein may operate anywhere in the 
electromagnetic and /or the radio spectrum. In this regard, 
personal communication service (PCS) systems and devices, 
including stationary, portable and /or hand -held devices, may 
also be utilized. Digital signal communications devices 
and /or systems, including digital satellite systems, may also 
be utilized. Interactive and /or digital televisions, personal 
communication devices, personal communications services 
(PCS) devices, telephones, including telephones which uti- 
lize analog or digital technology, personal digital assistants, 
cellular telephones, display telephones, video telephones, 
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display cellular telephones and electronically equipped 
watches, beepers, pagers or paging systems, and /or other 
devices and/or personal effects and /or accessories may also 
be utilized for interactive use and /or for the display or output 
applications and /or functions. In this regard, the apparatus 5 


and method of the present invention may be utilized on, or 
over, the Internet and /or the World Wide Web, or other 
suitable communication network or medium, in order to 
control, monitor and /or provide security functions on, or for, 
any of the herein described vehicles, marine vessels or 
vehicles, aircraft, recreational vehicles, residential premises 
and /or commercial premises. 


It is also envisioned that the apparatus and method of the 


present invention may find applications in areas other than 
those described and illustrated above. The present invention 
may find application in any type of control, monitoring 
and /or security system or the like, wherein a long -range 
remote -controlled and/or interactive system may be utilized 
in order to provide an immediate, or a deferred, response to 


a control, monitoring and /or security function, or response 
20 


thereto, and /or to exercise and /or provide control, monitor- 
ing or security over desired items and /or devices from a 
remote location. The present invention may also be utilized 
to monitor and/or track the whereabouts or location of 
various objects and/or systems. In this regard, the apparatus 25 
and method of the present invention may be utilized so as to 


monitor the whereabouts and /or location of individuals and 
to provide for a means by which to communicate with them. 


The apparatus and method of the present invention may 
be utilized in conjunction with appropriate security devices 30 
for preventing access by unauthorized individuals. In this 
regard, the apparatus and method of the present invention 
may be utilized in conjunction with appropriate security 
access devices, secured and /or encrypted communication 
signals, linkups and mediums. Security measures may 35 


include utilization and processing of access codes, encrypted 
codes, personal identification codes and/or data, software - 
based security measures and /or devices, hardware -based 
security measures and /or devices, and /or any combination of 
software -based and hardware -based measures and /or 40 


devices. The security measures and /or methods utilized may 
also include the use of signal scramblers and associated 
de- scramblers, and /or any one or more of the widely known 
devices and /or methods for providing a secured communi- 
cation system and/or link. 45 


The present invention provides for an apparatus and 


method for exercising and /or performing remote -controlled 
control, monitoring and /or security functions and /or opera- 
tions for any type and variety of vehicles, motor vehicles, 
marine vessels and vehicles, aircraft, recreational vehicles, 50 


residential premises and /or commercial premises. 
The apparatus and method of the present invention may 


also be programmable for programmed and/or automatic 
activation, self- activation, programmed and/or automatic 
operation and /or self -operation. The apparatus and method 55 


of the present invention may provide for an immediate, as 


well as for a deferred, control, monitoring and /or security 
function, and/or response thereto, so as to provide for the 


immediate and /or for the deferred control, activation, 
de- activation, programming, monitoring and /or security, 60 


etc., of any one or more of the respective systems, 
equipment, devices, appliances, etc., which may be utilized 
in any of the above described embodiments and/or in any 
modifications, variations and /or alternate embodiments 
thereof. 65 


The present invention may also be equipped with, and be 


utilized with, hardware and software necessary for providing 
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self -monitoring functions, automatic control and /or 
responses to occurrences, providing automatic notice of an 


occurrence and /or a situation to an owner, user and /or 
authorized individual. In this regard, any and all of the 
embodiments described above may comprise a monitoring 
device, a triggering device and/or any other suitable device 
for detecting an occurrence and /or a situation which may 
warrant providing notice to an owner, user and /or authorized 
operator. In this regard, the apparatus may provide a trans- 
mission of any appropriate signal from a transmitter and, if 
desired, from a voice synthesizer to the owner, user and /or 
authorized individual, or to the location of the individual. 
The signal utilized could be in the form of a communication 
transmission, depending upon the, communication medium 
utilized, a telephone call, a voice message, a beeper and /or 


pager message, an Electronic mail message, a fax 
transmission, and/or any other mode of communication 
which may be utilized with any of the apparatuses, devices 
and /or components described herein. 


Any of the above -described embodiments may be utilized 
in conjunction with a central security office and /or agency 
for providing use in conjunction with such a central office 
and /or agency as described hereinabove. In this manner, 
each and every embodiment of the present invention may be 
utilized with a central security of ice and /or agency. The 


present invention may also provide a means for occupants of 
the vehicle, motor vehicle, marine vessel, aircraft, recre- 
ational vehicle, residential premises and /or commercial pre- 
mises to contact a central security office and/or agency 
and /or any other individual having corresponding commu- 
nication equipment and /or who is authorized and /or 
equipped to receive such transmissions. 


The present invention enables an owner, user and /or 
authorized individual, to exercise and /or perform convenient 
control, monitoring and /or security functions, as and /or 
operations, over any of the above described or similar 
objects, vehicles, vessels and /or premises, from a remote 
location. For example, an individual may conveniently pro- 
vide control over and monitor, the state and /or status of a 


vehicle parked at a location distant from his present location, 
and provide control over and monitor, a boat, an airplane, a 


vacation home which may be located in another locale, 
and /or to provide control over and monitor, a business office 
after hours or while absent therefrom. 


The present invention, in any of the embodiments 
described herein, may be designed to be user- friendly. In this 
regard, the present invention may be menu -driven, and /or its 
operation may be menu -selected, from audio menus, visual 
menus, or both audio and visual menus. 


While the present invention has been described and 
illustrated in various preferred and alternate embodiments, 
such descriptions are merely illustrative of the present 
invention and are not to be construed to be limitations 
thereof. In this regard, the present invention encompasses 
any and all modifications, variations and /or alternate 
embodiments with the scope of the present invention being 
limited only by the claims which follow. 


What is claimed is: 
1. A control apparatus, comprising: 
a first control device, wherein the first control device at 


least one of generates and transmits a first signal for at 


least one of activating, de- activating, disabling, and 
re- enabling, at least one of a premises system, a pre- 
mises device, a premises equipment, a premises equip- 
ment system, and a premises appliance, of a premises, 
wherein the first control device is located at the 
premises, 
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wherein the first control device is responsive to a second 
signal, wherein the second signal is at least one of 
generated by and transmitted from a second control 


device, wherein the second control device is located at 


a location which is remote from the premises, wherein 5 


the second signal is transmitted from the second control 
device to the first control device, and further wherein 


the second signal is automatically received by the first 


control device, 
wherein the second control device is responsive to a third to 


signal, wherein the third signal is at least one of 
generated by and transmitted from a third control 
device, wherein the third control device is located at a 


location which is remote from the premises and remote 
from the second control device, wherein the third signal is 


is transmitted from the third control device to the 


second control device, and further wherein the third 


signal is automatically received by the second control 
device. 


2. The apparatus of claim 1, wherein the at least one of a zo 


premises system, a premises device, a premises equipment, 


a premises equipment system, and a premises appliance, is 


at least one of a central electrical system, a central heating 


system, a central air conditioning system, a water system, a 


thermostat or environmental control system, an anti -theft 25 


system, a burglary alarm system, a siren, an alarm, an 


exterior lighting system, an interior lighting system, an 


electrical or electronically controlled locking device for at 


least one of a door and a window, an electrical or an 


electronic dead -bolt locking system or device, an electrical 30 


system for controlling an electrical circuit or system at least 


one of room -by -room, device -by- device, and appliance-by- 
appliance, a device for at least one of controlling and 


monitoring at least one ofa hot water heater, a garage door 


opener, a lawn sprinkler system, an electric fence or fencing, 35 


an in- ground or above -ground pool at least one of 


equipment, a filter, and a heater, a home central water valve, 


an individual room water valve, a home fire detector 
equipment, a home &re extinguishment equipment, power at 


least one of door and window at least one of closing, ao 


locking, and opening, equipment, a television, a telephone, 


a telephone answering machine, an alarm system, a VCR, a 


stove, an oven, a microwave oven, a door bell, a light, a 


lamp, a blender, a toaster, a personal computer, a word 


processor, a stereo, a radio, video recording equipment, as 


photographing equipment, a video recording device, a 


camera, a still picture camera, audio recording equipment, 


an audio recording device, a microphone, a tape recorder, an 


intercom system, a monitoring device for at least one of 


reading and monitoring at least one of a home fuel supply, so 


a water supply, an electrical generator or alternator 
operation, a water usage, at least one of a heat usage and an 


air conditioning usage, an electricity usage, at least one of a 


gas usage, an oil usage, and a fuel usage, at least one of a 


telephone usage and charges, an appliance usage, and a 55 


home control system, and wherein the premises is at least 


one of a residential premises, a residential building, and a 


home. 
3. The apparatus of claim 1, wherein the at least one of a 


premises system, a premises device, a premises equipment, so 


a premises equipment system, and a premises appliance, is 


a device for controlling an electrical circuit controlled by at 


least one of a fuse and a circuit breaker. 
4. The apparatus of claim 1, wherein the at least one of a 


premises system, a premises device, a premises equipment, 65 


a premises equipment system, and a premises appliance, is 


at least one of a central electrical system, a central heating 
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system, a central air conditioning system, a water system, a 


thermostat system, an anti -theft system, a burglary alarm 


system, a siren, an alarm, an exterior lighting system, an 


interior lighting system, an electrical or an electronically 


controlled locking device for at least one of a door and a 


window, an electric or an electronic dead -bolt locking device 


or system, an electrical system for controlling an electrical 


circuit at least one of room -by -room, device -by- device, and 


appliance -by- appliance, a device for at least one of control- 


ling and monitoring at least one of a hot water heater, a 


garage door opener, a lawn sprinkler system, an electric 


fence or fencing, an in- ground or above -ground pool at last 


one of equipment, fountain equipment, a filter, and a heater, 


fire detector equipment, fire extinguishment equipment, a 


power at least one of door and window at least one of 
closing, locking, and opening, equipment, a television, a 


telephone, a telephone answering machine, an alarm system, 


a VCR, a stove, an oven, a microwave oven, a door bell, a 


light, a lamp, a blender, a toaster, a computer, a peripheral, 


a word processor, a stereo, a radio, manufacturing 
equipment, video recording equipment, photographing 
equipment, a video recording device, a camera, a still picture 


camera, audio recording equipment, an audio recording 


device, a microphone, a tape recorder, an intercom system, 
a monitoring device for at least one of reading and moni- 


toring a premises fuel supply, a water supply, an electrical 


generator or alternator operation, a water usage, at least one 


of a heat usage and an air conditioning usage, an electricity 


usage, at least one of a gas usage, an oil usage, and a fuel 


usage, at least one of a telephone usage and charges, a 


commercial premises equipment usage, a commercial pre- 


mises appliance usage, and a commercial office or commer- 


cial premises control system, and wherein the premises is at 


least one of commercial premises, a commercial office, and 


a commercial building. 
5. The apparatus of claim 1, wherein the premises is at 


least one of a mobile home and a mobile premises, and 


further wherein the apparatus further comprises: 


a positioning device, wherein the positioning device 


determines a position or location of the premises, and 


further wherein the positioning device is activated by 


the first control device. 
6. The apparatus of claim 1, wherein the first control 


device disables or re-enables the premises. 
7. The apparatus of claim 1, wherein the first control 


device at least one of controls an operation of, monitors an 


operation of, and determines an operating status of, the at 


least one of a premises system, a premises device, a premises 


equipment, a premises equipment system, and a premises 


appliance. 
8. The apparatus of claim 1, wherein the first signal is 


transmitted from the first control device to the at least one of 


premises system, a premises device, a premises equipment, 
a premises equipment system, and a premises appliance, via 


a wireless device. 
9. The apparatus of claim 1, wherein the apparatus pro- 


vides information regarding at least one of apparatus status 


and status of the at least one of a premises system, a 


premises device, a premises equipment, a premises equip- 


ment system, and a premises appliance. 
10.11íe apparatus of claim 1, wherein the at least one of 


a premises system, a premises device, a premises equipment, 


a premises equipment system, and a premises appliance, is 


at least one of a video recording device and a camera for 


obtaining video information at the premises. 
11. The apparatus of claim 1, wherein the at least one of 


a premises system, a premises device, a premises equipment, 
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a premises equipment system, and a premises appliance, is 
at least one of an audio recording device, a microphone, and 
a tape recorder, for obtaining audio information at the 
premises. 


12. The apparatus of claim 1, wherein the at least one of 5 
a premises system, a premises device, a premises equipment, 
a premises equipment system, and a premises appliance, is 
a monitoring device for at least one of reading and moni- 
toring at least one of a home fuel supply, a commercial 
premises fuel supply, a water supply, an electrical generator to or alternator operation, a water usage, a heat usage, an air 
conditioning usage, an electricity usage, a gas usage, an oil 
usage, a fuel usage, at least one of a telephone usage and 
charges, an appliance usage, a commercial premises equip- 
ment usage, a commercial premises appliance usage, a home 
control system, and a commercial office or a commercial 15 


premises control system, wherein the apparatus provides response to the first signal. information regarding at least one of data and information at 
19. The apparatus of claim 18, wherein the first control least one of recorded by and read by the monitoring device. 


device is at least one of a server computer, a computer, and 13. The apparatus of claim 1, wherein the third control 
a network computer, wherein the second control device is at device at least one of activates, de- activates, disables, 20 


re-enables, controls the operation of, and monitors the least one of a stationary device, a portable device, a hand- 
operation of, the at least one of a premises system, a held device, a mobile device, a telephone, a cordless 
premises device, a premises equipment, a premises equip- telephone, a cellular telephone, a home computer, a personal 
ment system, and a premises appliance, via the second computer, a personal digital assistant, a television, an inter - 
control device and the first control device on or over at least 25 active television, a digital television, a personal communi- 
one of the Internet and the World Wide Web. cations device, a personal communications services device, 


14. The apparatus of claim 1, wherein the apparatus a display telephone, a video telephone, a watch, and a 
performs a systematic check of at least one of a status and two -way pager, and wherein the apparatus is utilized on or 
a state of the at least one of a premises system, a premises over at least one of the Internet and the World Wide Web. 


20. A control apparatus, comprising: 
a first control device, wherein the first control device is 


capable of at least one of activating, de- activating, 
disabling, and re- enabling, one or more of a plurality of 
at least one of a vehicle system, a vehicle component, 
a vehicle device, a vehicle equipment, a vehicle equip- 
ment system, and a vehicle appliance, of a vehicle, 
wherein the first control device at least one of generates 
and transmits a first signal for at least one of activating, 
de- activating, disabling, and re- enabling, the at least 
one of a vehicle system, a vehicle component, a vehicle 
device, a vehicle equipment, a vehicle equipment 
system, and a vehicle appliance, wherein the first 
control device is located at the vehicle, and further 
wherein the first control device is responsive to a 


second signal, wherein the second signal is at least one 
of generated by and transmitted from a second control 
device, 


wherein the second control device is located at a location 
which is remote from the vehicle, and wherein the 
second signal is transmitted from the second control 
device to the first control device, and further wherein 
the second signal is automatically received by the first 
control device, 


wherein the second control device is responsive to a third 
signal, wherein the third signal is at least one of 
generated by and transmitted from a third control 
device, wherein the third control device is located at a 
location which is remote from the vehicle and remote 
from the second control device, wherein the third signal 
is transmitted from the third control device to the 
second control device, and further wherein the third 
signal is automatically received by the second control 
device, 


wherein the vehicle is at least one of a boat, a marine 
vessel, a marine vehicle, a motor boat, a sailboat, a 
ship, a cruise ship, a commercial boat, a military boat, 
and an unmanned boat, 
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the second control device is located at a location which 
is remote from the first control device and remote from 
the premises, wherein the second signal is transmitted 
from the second control device to the first control 
device, and further wherein the second signal is auto- 
matically received by the first control device, 


wherein the first signal is transmitted from the first control 
device to a third control device, wherein the third 
control device is located at the premises, and further 
wherein the first signal is automatically received by the 
third control device, wherein the third control device at 
least one of generates and transmits a third signal for at 
least one of activating, de- activating, disabling, and 
re- enabling, the at least one of a premises system, a 
premises device, a premises equipment, a premises 
equipment system, and a premises appliance, in 


device, a premises equipment, a premises equipment system, 30 
and a premises appliance, and further wherein the apparatus 
provides information relating to the at least one of a status 
and a state of the at least one of a premises system, a 
premises device, a premises equipment, a premises equip- 
ment system, and a premises appliance. 


35 
15. The apparatus of claim 1, further comprising: 
a monitoring device for detecting an occurrence warrant- 


ing providing notice to at least one of an owner, a user, 
and an authorized operator, and further wherein the 
apparatus provides information regarding the occur- 40 
rence in at least one of a telephone call, a voice 
message, a pager message, an electronic mail message, 
and a fax transmission. 


16. The apparatus of claim 1, wherein the apparatus defers 
at least one of a control function, a monitoring function, and 45 
a security function, until after an operation of at least one of 
the at least one of a premises system, a premises device, a 
premises equipment, a premises equipment system, and a 
premises appliance, is completed. 


17. The apparatus of claim 1, wherein the first control so 
device generates at least one of a confirmation signal and a 
notification signal for providing information regarding that 
at least one of a control, a monitoring, a securing, a 
disabling, and a re- enabling, function has been carried out 
and is successful or unsuccessful. 55 


18. A control apparatus, comprising: 
a first control device, wherein the first control device at 


least one of generates and transmits a first signal for at 
least one of activating, de- activating, disabling, and 
re- enabling, at least one of a premises system, a pre- 60 
mises device, a premises equipment, a premises equip- 
ment system, and a premises appliance, of a premises, 
wherein the first control device is located at a location 
remote from the premises, and further wherein the first 
control device is responsive to a second signal, 65 


wherein the second signal is at least one of generated by 
and transmitted from a second control device, wherein 
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and further wherein the at least one of a vehicle system, 


a vehicle component, a vehicle device, a vehicle 
equipment, a vehicle equipment system, and a vehicle 
appliance, is at least one of a siren, a horn, a light 
system, head lights, tail lights, flashers, a power door or 
hatch locking system, an electronic or electrical dead 
bolt locking device, an engine compartment locking 
device, an electrical or mechanical locking device, a 


navigational device, navigational equipment, fire extin- 
guishing equipment, a pumping device for pumping 
water, a radar device, radar equipment, emergency or 
distress signal equipment, a sonar device, sonar 
equipment, a lighting system, a video recording device, 
a camera, a gun, a weapon system, a self- defense 
system, an electronic warfare system, and a monitoring 
device for at least one of reading and monitoring at 
least one of a fuel supply, a marine control system, and 
a boat operation. 


21. A method for providing control, comprising: 
transmitting a first signal from a first control device to a 


second control device, wherein the first control device 20 


is located at a location remote from a premises and 
remote from the second control device, wherein the 


second control device is located at a location remote 
from the premises, and further wherein the first signal 
is automatically received by the second control device; 25 


transmitting a second signal from the second control 
device to a third control device in response to the first 


signal, wherein the third control device is located at the 


premises, and wherein the second signal is automati- 
cally received by the third control device; 30 


generating a third signal with the third control device in 
response to the second signal; and 


at least one of activating, de- activating, disabling, and 
re- enabling, at least one of a premises system, a pre- 
mises device, a premises equipment, a premises equip- 
ment system, and a premises appliance. 


22. The method of claim 21, further comprising: 
at least one of controlling an operation of, monitoring an 


operation of, and determining an operating status of, 40 
the at least one of a premises system, a premises device, 
a premises equipment, a premises equipment system, 
and a premises appliance. 


23. The method of claim 21, further comprising: 
at least one of obtaining video information at the premises 45 


and obtaining audio information at the premises. 
24. The method of claim 21, further comprising: 
at least one of reading and monitoring at least one of a 


home fuel supply, a commercial premises fuel supply, 
a water supply, an electrical generator or alternator 50 
operation, a water usage, a heat usage, an air condi- 
tioning usage, an electricity usage, a gas usage, an oil 
usage, a fuel usage, at least one of a telephone usage 
and charges, an appliance usage, a commercial pre- 
mises equipment usage, a commercial premises appli- 55 
ance usage, a home control system, and a commercial 
office or commercial premises control system, with a 


monitoring device; and 
providing information regarding at least one of data and 


information at least one of recorded by and read by the 60 


monitoring device. 
25. The method of claim 21, further comprising: 
generating at least one of a confirmation signal and a 


notification signal for providing information regarding 
that at least one of a control, a monitoring, a securing, 6s 


a disabling, and a re- enabling, function has been carried 
out and is successful or unsuccessful. 


5 
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26. A control apparatus, comprising: 
a first control device, wherein the first control device at 


least one of generates and transmits a first signal for at 


least one of activating, de- activating, disabling, and 
re- enabling, at least one of a vehicle system, a vehicle 
component, a vehicle device, a vehicle equipment, a 


vehicle equipment system, and a vehicle appliance, of 
a vehicle, wherein the first control device is located at 


the vehicle, wherein the first control device is respon- 
sive to a second signal, wherein the second signal is at 


least one of generated by and transmitted from a second 
control device, wherein the second control device is 


located at a location which is remote from the vehicle, 
wherein the second signal is transmitted from the 


second control device to the first control device, and 
further wherein the second signal is automatically 
received by the first control device, 


wherein the second control device is responsive to a third 
signal, wherein the third signal is at least one of 
generated by and transmitted from a third control 
device, wherein the third control device is located at a 


location which is remote from the vehicle and remote 
from the second control device, wherein the third signal 
is transmitted from the third control device to the 
second control device, and further wherein the third 
signal is automatically received by the second control 
device, 


wherein the at least one of a vehicle system, a vehicle 
component, a vehicle device, a vehicle equipment, a 


vehicle equipment system, and a vehicle appliance, is at 


least one of a vehicle ignition system, a vehicle fuel 
pump system, a vehicle alarm system, a vehicle door 
locking device, a vehicle hood locking device, a vehicle 
trunk locking device, a wheel locking device, a brake 
locking device, a horn, a vehicle light, a vehicle light- 
ing system, a refrigerator, an air conditioner, an oven, 
a vehicle window locking device, a video recording 
device, an audio recording device, a camera, an inter- 
com device, a microphone, a locking device, a moni- 
toring device for monitoring at least one of fuel supply, 
water or coolant supply, generator operation, alternator 
operation, battery charge level, and engine temperature, 
fire extinguishing equipment, radar equipment, hydrau- 
lic equipment, pneumatic equipment, a winch, a self - 
defense system, a weapon system, a gun, an electronic 
warfare system, a pumping device, sonar equipment, a 


locking device for preventing unauthorized access to a 


vehicle compartment, and landing gear. 
27. The apparatus of claim 26, wherein the vehicle is at 


least one of a motor vehicle, an automobile, a truck, a bus, 
a tractor trailer, construction equipment, farm equipment, a 


commercial vehicle, a recreational vehicle, a motorcycle, an 


unmanned vehicle, a law enforcement vehicle, a military 
vehicle, a boat, a marine vessel, a marine vehicle, a motor 
boat, a sailboat, a ship, a cruise ship, a commercial boat, a 


military boat, an unmanned boat, a submarine, an aircraft, an 


airplane, a jet, a helicopter, a glider, a spacecraft, a space 
shuttle, a satellite, an unmanned aircraft, a commercial 
aircraft, a military aircraft, a snowmobile, a jetski, a scooter, 
a minibike, a go -cart, and a moped. 


28. The apparatus of claim 26, wherein the first control 
device disables or re- enables the vehicle. 


29. The apparatus of claim 26, wherein the apparatus 
provides at least one of an immediate and a deferred control 
of the at least one of a vehicle system, a vehicle component, 
a vehicle device, a vehicle equipment, a vehicle equipment 
system, and a vehicle appliance. 
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30. The apparatus of claim 26, wherein the first control 


device at least one of controls, monitors, and determines an 
operating status of, the at least one of a vehicle system, a 


vehicle component, a vehicle device, a vehicle equipment, a 


vehicle equipment system, and a vehicle appliance. 5 


31. The apparatus of claim 26, wherein the first signal is 
transmitted from the first control device to the at least one of 


82 
38. The apparatus of claim 26, further comprising: 


a monitoring device for detecting an occurrence warrant- 
ing providing notice to at least one of an owner, a user, 
and an authorized operator, and further wherein the 
apparatus provides information regarding the occur- 
rence in at least one of a telephone call, a voice 
message, a pager message, an electronic mail message, 


a vehicle system, a vehicle component, a vehicle device, a 


vehicle equipment, a vehicle equipment system, and a 
and a fax 


apparatus 
ofio 


vehicle appliance, via at least one of a wireless device, 
f 


defers 
The 


least 
of claim 26 wherein the apparatus 


wireless communication equipment, wireless equipment, 
1e 


function, 
at leas[ ece of a control 


until 
after a monitoring 


and a wireless link. 
at least 


one 
and a security oneiof, 


vehicle 
cle 


system, 
an operation 


32. The apparatus of claim 26, further comprising: 
at of the at least one 


vehicle 
a eieq a vehicle 


component, a vehicle device, a vehicle equipment, a vehicle 
an interface device for providing an interface between the equipment system, and a vehicle appliance, is completed. 


first control device and the at least one of a vehicle as 40. A control apparatus, comprising: 
system, a vehicle component, a vehicle device, a 


a first control device, wherein the first control device at 
vehicle equipment, a vehicle equipment system, and a 


least one of generates and transmits a first signal for at 
vehicle appliance. least one of activating, de- activating, disabling, and 


33. The apparatus of claim 26, wherein the second control 
re- enabling, at least one of a vehicle system, a vehicle 


device is at least one of a server computer, a computer, and 20 component, a vehicle device, a vehicle equipment, a 
a network computer, and further wherein the third control 


vehicle equipment system, and a vehicle appliance, of 
device is at least one of a stationary device, a portable 


a vehicle, wherein the first control device is located at 
device, a hand-held device, a mobile device, a telephone, a 


a location remote from the vehicle, and further wherein 
cordless telephone, a cellular telephone, a home computer, a 


the first control device is responsive to a second signal, 
personal computer, a personal digital assistant, a television, 25 


an interactive television, a digital television, a personal 
communications device, a personal communications ser- 
vices device, a display telephone, a video telephone, a 


watch, and a two-way pager. 
34. The apparatus of claim 26, wherein the first control 30 


device at least one of activates and controls at least one of 
the video recording device for obtaining video information 
at the vehicle, the camera for obtaining video information at 
the vehicle, the audio recording device for obtaining audio 
information at the vehicle, and the microphone for obtaining 35 


audio information at the vehicle. 
35. The apparatus of claim 26, wherein the first control 


device at least one of activates and controls the monitoring 
device for at least one of reading and monitoring at least one 
of a fuel supply, a water or coolant supply, an electrical 40 


generator or alternator operation, a battery charge level, an 
engine temperature level, a vehicle operation, a marine 
control system, a boat operation, an airplane flight control 
system, an airplane operation, a snowmobile control system, 
and a snowmobile operation. 45 


36. The apparatus of claim 26, further comprising: 
a system for detecting a failure in the at least one of a 


vehicle system, a vehicle component, a vehicle device, 
a vehicle equipment, a vehicle equipment system, and 
a vehicle appliance, wherein the system provides infor- s0 


mation regarding the failure, and further wherein the 
detecting system is at least one of activated, 
deactivated, disabled, re- enabled, and controlled, by 
the first control device. 


37. The apparatus of claim 26, wherein the apparatus is 55 


programmed to become activated or de- activated automati- 
cally upon an occurrence or lack of an occurrence of a 
pre -defined event, wherein the pre-defined event is at least 
one of a theft of the vehicle and a malfunction, and further 
wherein the apparatus is programmed to transmit a message 60 


containing information regarding the at least one of a theft 
of the vehicle and a malfunction to a communication device 
associated with the vehicle at least one of user, operator, 
owner, occupant, and authorized individual, and further 
wherein the message is at least one of a pager message, a 65 


facsimile message, a voice message, a voice mail message, 41. The apparatus of claim 40, wherein the first control 
an electronic message, and an answering service message. device is at least one of a server computer, a computer, and 


wherein the second signal is at least one of generated by 
and transmitted from a second control device, wherein 
the second control device is located at a location which 
is remote from the first control device and remote from 
the vehicle, wherein the second signal is transmitted 
from the second control device to the first control 
device, and further wherein the second signal is auto- 
matically received by the first control device, 


wherein the first signal is transmitted from the first control 
device to a third control device, wherein the third 
control device is located at the vehicle, and further 
wherein the first signal is automatically received by the 
third control device, wherein the third control device at 
least one of generates and transmits a third signal for at 
least one of activating, de- activating, disabling, and 
re- enabling, the at least one of a vehicle system, a 


vehicle component, a vehicle device, a vehicle 
equipment, a vehicle equipment system, and a vehicle 
appliance, in response to the first signal, 


wherein the at least one of a vehicle system, a vehicle 
component, a vehicle device, a vehicle equipment, a 


vehicle equipment system, and a vehicle appliance, is at 
least one of a vehicle ignition system, a vehicle fuel 
pump system, a vehicle alarm system, a vehicle door 
locking device, a vehicle hood locking device, a vehicle 
trunk locking device, a wheel locking device, a brake 
locking device, a hom, a vehicle light, a vehicle light- 
ing system, a refrigerator, an air conditioner, an oven, 
a vehicle window locking device, a video recording 
device, an audio recording device, a camera, an inter- 
com device, a microphone, a locking device, a moni- 
toring device for monitoring at least one of fuel supply, 
water or coolant supply, generator operation, allemator 
operation, battery charge level, and engine temperature, 
fire extinguishing equipment, radar equipment, hydrau- 
lic equipment, pneumatic equipment, a winch, a self - 
defense system, a weapon system, a gun, an electronic 
warfare system, a pumping device, sonar equipment, a 


locking device for preventing unauthorized access to a 


vehicle compartment, and landing gear. 
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a network computer, and further wherein the second control 
device is at least one of a stationary device, a portable 
device, a hand -held device, a mobile device, a telephone, a 


cordless telephone, a cellular telephone, a home computer, a 


personal computer, a personal digital assistant, a television, 5 


an interactive television, a digital television, a personal 
communications device, a personal communications ser- 
vices device, a display telephone, a video telephone, a 
watch, and a two -way pager. 


42. A method for providing control, comprising: ao 


transmitting a first signal from a first control device to a 
second control device, wherein the first control device 
is located at a location remote from a vehicle and 
remote from the second control device, and further 
wherein the first signal is automatically received by the 15 


second control device; 
transmitting a second signal from the second control 


device to a third control device, wherein the third 
control device is located at the vehicle, and further 
wherein the second control device is located at a 20 


location remote from the vehicle, wherein the second 
signal is automatically received by the third control 
devices; 


generating a third signal with the third control device in 
25 response to the second signal; and 


at least one of activating, de- activating, disabling, and 
re- enabling, at least one of a vehicle system, a vehicle 
component, a vehicle device, a vehicle equipment, a 
vehicle equipment system, and a vehicle appliance, in 


30 
response to the third signal, 


wherein the at least one of a vehicle system, a vehicle 
component, a vehicle device, a vehicle equipment, a 
vehicle equipment system, and a vehicle appliance, is at 
least one of a vehicle ignition system, a vehicle fuel 35 
pump system, a vehicle alarm system, a vehicle door 
locking device, a vehicle hood locking device, a vehicle 
trunk locking device, a wheel locking device, a brake 
locking device, a horn, a vehicle light, a vehicle light- 
ing system, a refrigerator, an air conditioner, an oven, 40 


a vehicle window locking device, a video recording 
device, an audio recording device, a camera, an inter- 
com device, a microphone, a locking device, a moni- 
toring device for monitoring at least one of fuel supply, 
water or coolant supply, generator operation, alternator 45 
operation, battery charge level, and engine temperature, 
fire extinguishing equipment, radar equipment, hydrau- 
lic equipment, pneumatic equipment, a winch, a self - 
defense system, a weapon system, a gun, an electronic 
warfare system, a pumping device, sonar equipment, a so 
locking device for preventing unauthorized access to a 
vehicle compartment, and landing gear. 


43. The method of claim 42, further comprising: 
at least one of controlling, monitoring, and determining an 


operating status of, the at least one of a vehicle system, 55 
a vehicle component, a vehicle device, a vehicle 
equipment, a vehicle equipment system, and a vehicle 
appliance. 


44. The method of claim 42 further comprising: 
at least one of obtaining video information at the vehicle 60 


and obtaining audio information at the vehicle. 
45. The method of claim 42, further comprising: 
at least one of reading and monitoring at least one of a fuel 


supply, a water or coolant supply, an electrical genera- 
tor or alternator operation, a battery charge level, an 65 


engine temperature level, a vehicle operation, a marine 
control system, a boat operation, an airplane flight 
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control system, an airplane operation, a snowmobile 
control system, and a snowmobile operation, with a 


monitoring device; and 


providing information regarding at least one of data and 
information at least one of recorded by and read by the 
monitoring device. 


46. The method of claim 42 further comprising: 


detecting a failure in the at least one of a vehicle system, 
a vehicle component, a vehicle device, a vehicle 
equipment, a vehicle equipment system, and a vehicle 
appliance; and 


providing information regarding the failure. 
47. A control apparatus, comprising: 
a first control device, wherein the first control device is 


capable of at least one of activating, de- activating, 
disabling, and re- enabling, one or more of a plurality of 
at least one of a vehicle system, a vehicle component, 
a vehicle device, a vehicle equipment, a vehicle equip- 
ment system, and a vehicle appliance, of a vehicle, 
wherein the first control device at least one of generates 
and transmits a first signal for at least one of activating, 
de- activating, disabling, and re- enabling, the at least 
one of a vehicle system, a vehicle component, a vehicle 
device, a vehicle equipment, a vehicle equipment 
system, and a vehicle appliance, wherein the first 
control device is located at the vehicle, and further 
wherein the first control device is responsive to a 
second signal, wherein the second signal is at least one 
of generated by and transmitted from a second control 
device, 


wherein the second control device is located at a location 
which is remote from the vehicle, and wherein the 
second signal is transmitted from the second control 
device to the first control device, and further wherein 
the second signal is automatically received by the first 
control device, 


wherein the second control device is responsive to a third 
signal, wherein the third signal is at least one of 
generated by and transmitted from a third control 
device, wherein the third control device is located at a 
location which is remote from the vehicle and remote 
from the second control device, wherein the third signal 
is transmitted from the third control device to the 
second control device, and further wherein the third 
signal is automatically received by the second control 
device, 


wherein the vehicle is at least one of an aircraft, an 
airplane, a jet, a helicopter, a glider, a commercial 
aircraft, a military aircraft, and an unmanned aircraft, 


and further wherein the at least one of a vehicle system, 
a vehicle component, a vehicle device, a vehicle 
equipment, a vehicle equipment system, and a vehicle 
appliance, is at least one of a siren, a horn, a light 
system, head lights, tail lights, flashers, a power door or 
hatch locking system or device, a locking system, a 


mechanical locking system, landing gear, a naviga- 
tional device, navigational equipment, fire extinguish- 
ing equipment, a radar device, radar equipment, emer- 
gency or distress signal equipment, a sonar device, 
sonar equipment, a lighting system, a video recording 
device, a camera, a gun, a weapon system, a self - 
defense system, an electronic warfare system, and a 
monitoring device for at least one of reading and 
monitoring at least one of a fuel supply, an airplane 
flight control system, and an airplane operation. 
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48. A control apparatus, comprising: 
a first control device, wherein the first control device is 


capable of at least one of activating, de- activating, 
disabling, and re- enabling, one or more of a plurality of 
at least one of a vehicle system, a vehicle component, s 


a vehicle device, a vehicle equipment, a vehicle equip- 


ment system, and a vehicle appliance, of a vehicle, 
wherein the first control device at least one of generates 
and transmits a first signal for at least one of activating, 
de- activating, disabling, and re- enabling, the at least 


one of a vehicle system, a vehicle component, a vehicle 
device, a vehicle equipment, a vehicle equipment 


system, and a vehicle appliance, wherein the first 


control device is located at the vehicle, and further 
wherein the first control device is responsive to a 


second signal, wherein the second signal is at least one 15 


of generated by and transmitted from a second control 
device, 


wherein the second control device is located at a location 
which is remote from the vehicle, and wherein the 


second signal is transmitted from the second control 20 


device to the first control device, and further wherein 
the second signal is automatically received by the first 


control device, 
wherein the second control device is responsive to a third 


signal, wherein the third signal is at least one of 25 


generated by and transmitted from a third control 


device, wherein the third control device is located at a 


location which is remote from the vehicle and remote 


from the second control device, wherein the third signal 


is transmitted from the third control device to the 30 


second control device, and further wherein the third 


signal is automatically received by the second control 


device. 
49. The apparatus of claim 48, wherein the at least one of 


a vehicle system, a vehicle component, a vehicle device, a 35 


vehicle equipment, a vehicle equipment system, and a 


vehicle appliance, is at least one of a siren, an alarm, a horn, 


a light system, head lights, tail lights, flashers, a power door 


lock system, a hood locking system, a mechanical hood 


locking system, an anti -theft system, a vehicle recovery 40 


system or device, a homing device or system, a tracking 
device or system, video recording equipment, photograph- 
ing equipment, a video recording device, a camera, a still 


picture camera, audio recording equipment, an audio record. 


ing device, a microphone, a tape recorder, an intercom 45 


system or device, a two -way radio, a radio, a television, a 


navigational device, navigational equipment, fire extin- 


guishing equipment, a radar device, radar equipment, emer- 


gency or distress signal equipment, a refrigerator, a stove, an 


air conditioner, an oven, a microwave oven, a lighting 5o 


system, an electrical or electronically controlled dead bolt 


locking device for use on at least one of a door, a window, 


a hood, and a trunk, a wheel locking device or mechanism, 
a brake locking device or mechanism, hydraulic equipment, 


pneumatic equipment, a winch, a loading mechanism, and 55 


unloading mechanism, a cutting mechanism, a bailing 


mechanism, a gun, a weapon system, a self -defense system, 


an electronic warfare system, and a monitoring device for at 


least one of reading and monitoring at least one of a fuel 


supply, a water or coolant supply, an electrical generator or 60 


alternator operation, a battery charge level, an engine tem- 


perature level, and a vehicle operation. 
50. The apparatus of claim 49, wherein the vehicle is at 


least one of a motor vehicle, an automobile, a truck, a bus, 


a tractor trailer, construction equipment, farm equipment, a 65 


commercial vehicle, a motorcycle, an unmanned vehicle, a 


law enforcement vehicle, and a military vehicle. 
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51. The apparatus of Claim 48, wherein the at least one of 


a vehicle system, a vehicle component, a vehicle device, a 


vehicle equipment, a vehicle equipment system, and a 


vehicle appliance, is at least one of an ignition system and 


a fuel pump system. 
52. The apparatus of claim 48, wherein the at least one of 


a vehicle system, a vehicle component, a vehicle device, a 


vehicle equipment, a vehicle equipment system, and a 


vehicle appliance, is at least one of a siren, an alarm, a horn, 


a light system, head lights, tail lights, flashers, a power door 


or hatch locking system, an electronic or electrical dead bolt 


locking device, an engine compartment locking device, an 


electrical or mechanical locking device, an anti -theft system, 


a recovery system or device, a homing system, a tracking 


system, a two -way radio, a radio, a television, a navigational 


device, navigational equipment, fire extinguishing 
equipment, a pumping device for pumping water, a radar 


device, radar equipment, emergency or distress signal 


equipment, a sonar device, sonar equipment, a refrigerator, 


a stove, an air conditioner, an oven, a microwave oven, a 


lighting system, video recording equipment, photographing 
equipment, a video recording device, a camera, a still picture 


camera, audio recording equipment, an audio recording 


device, a microphone, a tape recorder, a gun, a weapon 


system, a self -defense system, an electronic warfare system, 


and a monitoring device for at least one of reading and 


monitoring at least one of a fuel supply, a water or coolant 


supply, an electrical generator or alternator operation, a 


battery charge level, an engine or motor temperature level, 


a marine control system, and a boat operation. 


53. The apparatus of claim 52, wherein the vehicle is at 


least one of a boat, a marine vessel, a marine vehicle, a 


motor boat, a sailboat, a ship, a cruise ship, a commercial 


boat, a military boat, an unmanned boat, and a submarine. 


54. The apparatus of claim 48, wherein the at least one of 


a vehicle system, a vehicle component, a vehicle device, a 


vehicle equipment, a vehicle equipment system, and a 


vehicle appliance, is at least one of a siren, an alarm, a horn, 


a light system, head lights, tail lights, flashers, a power door 


or hatch locking system or device, a locking system, a 


mechanical locking system, an anti -theft system, a recovery 


system or device, a homing system, a tracking system, 


landing gear, a two -way radio, a radio, a television, a 


navigational device, navigational equipment, fire extin- 


guishing equipment, a radar device, radar equipment, emer- 


gency or distress signal equipment, a sonar device, sonar 


equipment, a refrigerator, a stove, an air conditioner, an 


oven, a microwave oven, a lighting system, video recording 


equipment, photographing equipment, a video recording 


device, a camera, a still picture camera, audio recording 


equipment, an audio recording device, a microphone, a tape 


recorder, an intercom system or device, a gun, a weapon 


system, a self -defense system, an electronic warfare system, 


and a monitoring device for at least one of reading and 


monitoring at least one of a fuel supply, a water or coolant 


supply, an electrical generator or alternator operation, a 


battery charge level, an engine or motor temperature level, 


an airplane flight control system, and an airplane operation. 


55. The apparatus of claim 54, wherein the vehicle is at 


least one of an aircraft, an airplane, a jet, a helicopter, a 


glider, a spacecraft, a space shuttle, a satellite, an unmanned 


aircraft, a commercial aircraft, and a military aircraft. 
56. The apparatus of claim 48, wherein the at least one of 


a vehicle system, a vehicle component, a vehicle device, a 


vehicle equipment, a vehicle equipment system, and a 


vehicle appliance, is at least one of a siren, an alarm, a horn, 
a light system, head lights, tail lights, flashers, a power 
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locking system or device, a steering mechanism locking 
device, a locking device, a snowmobile track locking device, 
an anti-theft system, a snowmobile recovery system or 
device, a homing system, a tracking system, video recording 
equipment, audio recording equipment, intercom 
equipment, a gun, a weapon system, a self- defense system, 
an electronic warfare system, and a monitoring device for at 
least one of reading and monitoring at least one of a 


snowmobile fuel supply, a water or coolant supply, an 
electrical generator or alternator operation, a battery charge 
level, an engine or motor temperature level, a snowmobile 
control system, and snowmobile operation. 


57. The apparatus of claim 56, wherein the vehicle is at 
least one of a snowmobile, a jetski, a scooter, a motorcycle, 
a minibike, a go -cart, a moped, an unmanned vehicle, a 
commercial vehicle, and a military vehicle. 


58. The apparatus of claim 48, wherein the first control 
device disables or re-enables the vehicle. 


59. The apparatus of claim 48, wherein the second control 
signal contains at least one of an access code, a command 
code, a disable code, a re- enable code, and a status code. 


60. The apparatus of claim 48, further comprising: 
a positioning device, wherein the positioning device 


determines a position or location of the vehicle, and 
further wherein the positioning device further com- 
prises: 


a global positioning device; and 
a database containing at least one of digital map data and 


digitized map data, 
wherein the positioning device is activated by the first 


control device, and further wherein the positioning 
device determines the position or location of the 
vehicle in conjunction with the at least one of digital 
map data and digitized map data. 


61. The apparatus of claim 60, wherein the positioning 
device comprises: 


a plurality of global positioning devices, wherein the 
positioning device determines a change in distance 
between any two or more of the plurality of global 
positioning devices. 


62. The apparatus of claim 60, wherein the positioning 
device performs global positioning calculations at least one 
of continuously, intermittently, and at regular intervals. 


63. The apparatus of claim 48, wherein the third control 
device at least one of activates, de- activates, disables, 
re- enables, controls the operation of, and monitors the 
operation of, the at least one of a vehicle system, a vehicle 
component, a vehicle device, a vehicle equipment, a vehicle 
equipment system, and a vehicle appliance, via the second 
control device and the first control device. 


64. The apparatus of claim 48, wherein the third control 
device at least one of activates, de- activates, disables, 
re- enables, controls the operation of, and monitors the 
operation of, the at least one of a vehicle system, a vehicle 
component, a vehicle device, a vehicle equipment, a vehicle 
equipment system, and a vehicle appliance, via the second 
control device and the first control device on or over at least 
one of the Internet and the World Wide Web. 


65. The apparatus of claim 48, wherein the first control 
device controls an operation of the at least one of a vehicle 
system, a vehicle component, a vehicle device, a vehicle 
equipment, a vehicle equipment system, and a vehicle 
appliance. 


66. The apparatus of claim 48, wherein the first control 
device monitors an operation of the at least one of a vehicle 
system, a vehicle component, a vehicle device, a vehicle 
equipment, a vehicle equipment system, and a vehicle 
appliance. 
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67. The apparatus of claim 48, wherein the first control 


device determines an operating status of at least one of the 
vehicle and the at least one of a vehicle system, a vehicle 
component, a vehicle device, a vehicle equipment, a vehicle 


5 equipment system, and a vehicle appliance. 
68. The apparatus of claim 48, further comprising: 
an interface device for providing an interface between the 


first control device and the at least one of a vehicle 
system, a vehicle component, a vehicle device, a 
vehicle equipment, a vehicle equipment system, and a 


vehicle appliance. 
69. The apparatus of claim 48, wherein the first signal is 


transmitted from the first control device to the at least one of 
a vehicle system, a vehicle component, a vehicle device, a 
vehicle equipment, a vehicle equipment system, and a 


15 vehicle appliance, via at least one of a wireless device, 
wireless communication equipment, wireless equipment, 
and a wireless link. 


70. The apparatus of claim 48, wherein the apparatus 
provides at least one of an immediate and a deferred control 


20 of the at least one of a vehicle system, a vehicle component, 
a vehicle device, a vehicle equipment, a vehicle equipment 
system, and a vehicle appliance. 


71. The apparatus of claim 48, wherein the apparatus is at 
least one of programmed, automatically activated, and self - 


25 activated. 
72. The apparatus of claim 48, further comprising: 
an arming device for at least one of arming, activating, 


and accessing, the apparatus, wherein the arming 
device is located at the vehicle. 


30 73. The apparatus of claim 48, wherein the third control 
device is at least one of a stationary device, a portable 
device, a hand -held device, a mobile device, a telephone, a 


cordless telephone, a cellular telephone, a home computer, a 


personal computer, a personal digital assistant, a television, 
35 an interactive television, a digital television, a personal 


communications device, a personal communications ser- 
vices device, a display telephone, a video telephone, a 


watch, and a two -way pager. 
74. The apparatus of claim 48, further comprising: 


40 a voice synthesizer for providing voice information 
regarding at least one of apparatus status, vehicle 
operation status, and status of the at least one of a 


vehicle system, a vehicle component, a vehicle device, 
a vehicle equipment, a vehicle equipment system, and 


45 a vehicle appliance, wherein the voice synthesizer is 
connected to the first control device. 


75. The apparatus of claim 48, wherein the apparatus 
provides information regarding at least one of apparatus 
status, vehicle operation status, and status of the at least one 


so of a vehicle system, a vehicle component, a vehicle device, 
a vehicle equipment, a vehicle equipment system, and a 


vehicle appliance. 
76. The apparatus of claim 48, wherein the at least one of 


a vehicle system, a vehicle component, a vehicle device, a 


55 vehicle equipment, a vehicle equipment system, and a 
vehicle appliance, is at least one of a video recording device 
and a camera, wherein the at least one of a video recording 
device and a camera obtains video information at the 
vehicle. 


60 77. The apparatus of claim 76, wherein the at least one of 
a video recording device and a camera further comprises: 


a storage medium for storing at least one of recorded 
video and a picture. 


78. The apparatus of claim 77, wherein the at least one of 
65 an audio recording device, a microphone, and a tape 


recorder, is located at least one of on the interior of the 
vehicle and on the exterior of the vehicle. 
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79. The apparatus of claim 76, wherein the at least one of 


a video recording device and a camera, is located at least one 


of on the interior of the vehicle and on the exterior of the 


vehicle. 
80. The apparatus of claim 48, wherein the at least one of 5 


a vehicle system, a vehicle component, a vehicle device, a 


vehicle equipment, a vehicle equipment system, and a 


vehicle appliance, is at least one of an audio recording 


device, a microphone, and a tape recorder, wherein the at 


least one of an audio recording device, a microphone, and a to 


tape recorder, obtains audio information at the vehicle. 


81. The apparatus of claim 80, wherein the at least one of 


an audio recording device, a microphone, and a tape 


recorder, further comprises: 
a storage medium for storing recorded audio information. is 


82. The apparatus of claim 48, wherein the at least one of 


a vehicle system, a vehicle component, a vehicle device, a 


vehicle equipment, a vehicle equipment system, and a 


vehicle appliance, is at least one of a video recording device, 


a camera, an audio recording device, a microphone, and a 20 


tape recorder, wherein the at least one of a video recording 


device, a camera, an audio recording device, a microphone, 


and a tape recorder, is at least one of pivotable and move- 


able. 
83. The apparatus of claim 48, wherein the at least one of 25 


a vehicle system, a vehicle component, a vehicle device, a 


vehicle equipment, a vehicle equipment system, and a 


vehicle appliance, is a monitoring device for at least one of 


reading and monitoring at least one of a fuel supply, a water 


or coolant supply, an electrical generator or alternator 3o 


operation, a battery charge level, an engine temperature 


level, a vehicle operation, a marine control system, a boat 


operation, an airplane flight control system, an airplane 


operation, a snowmobile control system, and a snowmobile 


operation, wherein the apparatus provides information 35 


regarding at least one of data and information at least one of 


recorded by and read by the monitoring device. 


84. The apparatus of claim 48, wherein the at least one of 


a vehicle system, a vehicle component, a vehicle device, a 


vehicle equipment, a vehicle equipment system, and a 40 


vehicle appliance, is a system for detecting a failure in the 


at least one of a vehicle system, a vehicle component, a 


vehicle device, a vehicle equipment, a vehicle equipment 


system, and a vehicle appliance, wherein the detecting 


system provides information regarding the failure. 45 


85. The apparatus of claim 48, wherein the apparatus is 


utilized on or over at least one of the Internet and the World 


Wide Web. 
86. The apparatus of claim 48, wherein the apparatus is 


programmed to become activated or de- activated automati- so 


tally upon an occurrence or lack of an occurrence of a 


pre -defined event, wherein the pre -defined event is at least 


one of a theft of the vehicle and a malfunction, and further 


wherein the apparatus is programmed to transmit a message 


containing information regarding the at least one of a theft 55 


of the vehicle and a malfunction to a communication device 


associated with the vehicle at least one of user, operator, 


owner, occupant, and authorized individual, and further 


wherein the message is at least one of a pager message, a 


facsimile message, a voice message, a voice mail message, so 


an electronic message, and an answering service message. 


87. The apparatus of claim 48, wherein the apparatus 


performs a systematic check of at least one of a status and 


a state of the at least one of a vehicle system, a vehicle 


component, a vehicle device, a vehicle equipment, a vehicle 65 


equipment system, and a vehicle appliance, and further 


wherein the apparatus provides information relating to the at 
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least one of a status and a state of the at least one of a vehicle 


system, a vehicle component, a vehicle device, a vehicle 


equipment, a vehicle equipment system, and a vehicle 


appliance. 
88. The apparatus of claim 48, further comprising: 


a monitoring device for detecting an occurrence warrant- 


ing providing notice to at least one of an owner, a user, 


and an authorized operator, and further wherein the 


apparatus provides information regarding the occur- 


rence in at least one of a telephone call, a voice 


message, a pager message, an electronic mail message, 


and a fax transmission. 
89. The apparatus of claim 48, wherein the apparatus 


defers at least one of a control function, a monitoring 


function, and a security function, until after an operation of 


at least one of the at least one of a vehicle system, a vehicle 


component, a vehicle device, a vehicle equipment, a vehicle 


equipment system, and a vehicle appliance, is completed. 


90. The apparatus of claim 48, wherein the first control 


device generates at least one of a confirmation signal and a 


notification signal for providing information regarding that 


at least one of a control, a monitoring, a securing, a 


disabling, and a re- enabling, function bas been carried out 


and is successful or unsuccessful. 
91. A control apparatus, comprising: 


a first control device, wherein the first control device at 


least one of generates and transmits a first signal for at 


least one of activating, de- activating, disabling, and 


re- enabling, at least one of a vehicle system, a vehicle 


component, a vehicle device, a vehicle equipment, a 


vehicle equipment system, and a vehicle appliance, of 
a vehicle, wherein the first control device is located at 


a location remote from the vehicle, and further wherein 


the first control device is responsive to a second signal, 


wherein the second signal is at least one of generated by 


and transmitted from a second control device, wherein 


the second control device is located at a location which 


is remote from the first control device and remote from 


the vehicle, wherein the second signal is transmitted 


from the second control device to the first control 


device, and further wherein the second signal is auto- 


matically received by the first control device, 


wherein the first signal is transmitted from the first control 


device to a third control device, wherein the third 


control device is capable of at least one of activating, 


de- activating, disabling, and re- enabling, one or more 


of a plurality of the at least one of a vehicle system, a 


vehicle component, a vehicle device, a vehicle 


equipment, a vehicle equipment system, and a vehicle 


appliance, and wherein the third control device is 


located at the vehicle, and further wherein the first 


signal is automatically received by the third control 


device, wherein the third control device at least one of 


generates and transmits a third signal for at least one of 


activating, de- activating, disabling, and re- enabling, 


the at least one of a vehicle system, a vehicle 


component, a vehicle device, a vehicle equipment, a 


vehicle equipment system, and a vehicle appliance. 


92. The apparatus of claim 91, wherein the first control 


device is at least one of a server computer, a computer, and 


a network computer, and wherein the second control device 


is at least one of a stationary device, a portable device, a 


hand -held device, a mobile device, a telephone, a cordless 


telephone, a cellular telephone, a home computer, a personal 


computer, a personal digital assistant, a television, an inter- 


active television, a digital television, a personal communi- 


cations device, a personal communications services device, 
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a display telephone, a video telephone, a watch, and a 


two -way pager, and wherein the apparatus is utilized on or 
over at least one of the Internet and the World Wide Web. 


93. The apparatus of claim 91, wherein the at least one of 
a vehicle system, a vehicle component, a vehicle device, a 


vehicle equipment, a vehicle equipment system, and a 


vehicle appliance, is at least one of a siren, an alarm, a horn, 
a light system, head lights, tail lights, flashers, a power door 
lock system, a hood locking system, a mechanical hood 
locking system, an anti -theft system, a vehicle recovery 
system or device, a homing device or system, a tracking 
device or system, video recording equipment, photograph- 
ing equipment, a video recording device, a camera, a still 
picture camera, audio recording equipment, an audio record- 
ing device, a microphone, a tape recorder, an intercom 
system or device, a two -way radio, a radio, a television, a 


navigational device, navigational equipment, fire extin- 
guishing equipment, a radar device, radar equipment, emer- 
gency or distress signal equipment, a refrigerator, a stove, an 
air conditioner, an oven, a microwave oven, a lighting 
system, an electrical or electronically controlled dead bolt 
locking device for use on at least one of a door, a window, 
a hood, and a trunk, a wheel locking device or mechanism, 
a brake locking device or mechanism, hydraulic equipment, 
pneumatic equipment, a winch, a loading mechanism, and 
unloading mechanism, a cutting mechanism, a bailing 
mechanism, a gun, a weapon system, a self -defense system, 
an electronic warfare system, and a monitoring device for at 
least one of reading and monitoring at least one of a fuel 
supply, a water or coolant supply, an electrical generator or 
alternator operation, a battery charge level, an engine tem- 
perature level, and a vehicle operation, and further wherein 
the vehicle is at least one of a motor vehicle, an automobile, 
a truck, a bus, a tractor trailer, construction equipment, farm 
equipment, a commercial vehicle, a recreational vehicle, a 


motorcycle, an unmanned vehicle, a law enforcement 
vehicle, and a military vehicle. 


94. The apparatus of claim 91, wherein the at least one of 
a vehicle system, a vehicle component, a vehicle device, a 
vehicle equipment, a vehicle equipment system, and a 


vehicle appliance, is at least one of an ignition system and 
a fuel pump system. 


95. The apparatus of claim 91, wherein the at least one of 
a vehicle system, a vehicle component, a vehicle device, a 
vehicle equipment, a vehicle equipment system, and a 
vehicle appliance, is at least one of a siren, an alarm, a horn, 
a light system, head lights, tail lights, flashers, a power door 
or hatch locking system, an electronic or electrical dead bolt 
locking device, an engine compartment locking device, an 
electrical or mechanical locking device, an anti -theft system, 
a recovery system or device, a homing system, a tracking 
system, a two -way radio, a radio, a television, a navigational 
device, navigational equipment, fire extinguishing 
equipment, a pumping device for pumping water, a radar 
device, radar equipment, an emergency or distress signal 
equipment, a sonar device, sonar equipment, a refrigerator, 
a stove, an air conditioner, an oven, a microwave oven, a 


lighting system, video recording equipment, photographing 
equipment, a video recording device, a camera, a still picture 
camera, audio recording equipment, an audio recording 60 


device, a microphone, a tape recorder, a gun, a weapon 
system, a self -defense system, an electronic warfare system, 
and a monitoring device for at least one of reading and 
monitoring at least one of a fuel supply, a water or coolant 
supply, an electrical generator or alternator operation, a 65 


battery charge level, an engine or motor temperature level, 
a marine control system, and a boat operation, and further 
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wherein the vehicle is at least one of a boat, a marine vessel, 
a marine vehicle, a motor boat, a sailboat, a ship, a cruise 
ship, a commercial boat, a military boat, an unmanned boat, 
and a submarine. 


s 96. The apparatus of claim 91, wherein the at least one of 
a vehicle system, a vehicle component, a vehicle device, a 


vehicle equipment, a vehicle equipment system, and a 


vehicle appliance, is at least one of a siren, an alarm, a horn, 
a light system, head lights, tail lights, flashers, a power door 


to or hatch locking system or device, a locking system, a 


mechanical locking system, an anti -theft system, a recovery 
system or device, a homing system, a tracking system, 
landing gear, a two -way radio, a radio, a television, a 


navigational device, navigational equipment, fire extin- 
15 guishing equipment, a radar device, radar equipment, emer- 


gency or distress signal equipment, a sonar device, sonar 
equipment, a refrigerator, a stove, an air conditioner, an 
oven, a microwave oven, a lighting system, video recording 
equipment, photographing equipment, a video recording 


20 device, a camera, a still picture camera, audio recording 
equipment, an audio recording device, a microphone, a tape 
recorder, an intercom system or device, a gun, a weapon 
system, a self -defense system, an electronic warfare system, 
and a monitoring device for at least one of reading and 


25 monitoring at least one of a fuel supply, a water or coolant 
supply, an electrical generator or alternator operation, a 


battery charge level, an engine or motor temperature level, 
an airplane flight control system, and an airplane operation, 
and further wherein the vehicle is at least one of an aircraft, 


30 an airplane, a jet, a helicopter, a glider, a spacecraft, a space 
shuttle, a satellite, an unmanned aircraft, a commercial 
aircraft, and a military aircraft. 


97. The apparatus of claim 91, wherein the at least one of 
a vehicle system, a vehicle component, a vehicle device, a 


35 vehicle equipment, a vehicle equipment system, and a 


vehicle appliance, is at least one of a siren, an alarm, a horn, 
a light system, head lights, tail lights, flashers, a power 
locking system or device, a steering mechanism locking 
device, a locking device, a snowmobile track locking device, 


40 an anti -theft system, a snowmobile recovery system or 
device, a homing system, a tracking system, video recording 
equipment, audio recording equipment, intercom 
equipment, a gun, a weapon system, a self- defense system, 
an electronic warfare system, and a monitoring device for at 


45 least one of reading and monitoring at least one of a 


snowmobile fuel supply, a water or coolant supply, an 
electrical generator or alternator operation, a battery charge 
level, an engine or motor temperature level, a snowmobile 
control system, and snowmobile operation, and further 


50 wherein the vehicle is at least one of a snowmobile, a jetski, 
a scooter, a motorcycle, a minibike, a go -cart, a moped, an 
unmanned vehicle, a commercial vehicle, and a military 
vehicle. 


98. A control apparatus, comprising; 
ss a first control device, wherein the first control device is 


capable of at least one of activating, deactivating, 
disabling, and re- enabling, one or more of a plurality of 
at least one of a premises system, a premises device, a 
premises equipment, a premises equipment system, and 
a premises appliance, of a premises, wherein the first 
control device at least one of generates and transmits a 


first signal for at least one of activating, de- activating, 
disabling, and re- enabling, the at least one of a pre- 
mises system, a premises device, a premises 
equipment, a premises equipment system, and a pre- 
mises appliance, wherein the first control device is 
located at the premises, 
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wherein the first control device is responsive to a second 


signal, wherein the second signal is at least one of 
generated by and transmitted from a second control 
device, wherein the second control device is located at 


a location which is remote from the premises, wherein 


the second signal is transmitted from the second control 
device to the first control device, and further wherein 


the second signal is automatically received by the first 


control device, 
wherein the second control device is responsive to a third io 


signal, wherein the third signal is at least one of 
generated by and transmitted from a third control 


device, wherein the third control device is located at a 


location which is remote from the premises and remote 


from the second control device, wherein the third signal is 
is transmitted from the third control device to the 


second control device, and further wherein the third 


signal is automatically received by the second control 
device. 


99. The apparatus of claim 98, wherein the at least one of zo 


a premises system, a premises device, a premises equipment, 
a premises equipment system, and a premises appliance, is 


at least one of a central electrical system, a central heating 
system, a central air conditioning system, a water system, a 


thermostat or environmental control system, an anti -theft 25 


system, a burglary alarm system, a siren, an alarm, an 


exterior lighting system, an interior lighting system, an 


electrical or electronically controlled locking device for at 


least one of a door and a window, an electrical or an 


electronic dead -bolt locking system or device, an electrical 30 


system for controlling an electrical circuit or system at least 
one of room -by -room, device -by- device, and appliance-by- 
appliance, a device for at least one of controlling and 


monitoring at least one of a hot water heater, a garage door 


opener, a lawn sprinkler system, an electric fence or fencing, 35 


an in- ground or above -ground pool at least one of 


equipment, a filter, and a heater, a home central water valve, 


an individual room water valve, a home fire detector 


equipment, a home fire extinguishment equipment, power at 


least one of door and window at least one of closing, 40 


locking, and opening, equipment, a television, a telephone, 


a telephone answering machine, an alarm system, a VCR, a 


stove, an oven, a microwave oven, a door bell, a light, a 


lamp, a blender, a toaster, a personal computer, a word 


processor, a stereo, a radio, video recording equipment, its 


photographing equipment, a video recording device, a 


camera, a still picture camera, audio recording equipment, 
an audio recording device, a microphone, a tape recorder, an 


intercom system, a monitoring device for at least one of 


reading and monitoring at least one of a home fuel supply, so 


a water supply, an electrical generator or alternator 
operation, a water usage, a heat usage, an air conditioning 
usage, an electricity usage, a gas usage, an oil usage, and a 


fuel usage, at least one of a telephone usage and charges, an 


appliance usage, and a home control system. 55 


100. The apparatus of claim 98, wherein the premises is 


at least one of a residential premises, a residential building, 
and a home. 


101. The apparatus of claim 98, wherein the at least one 


of a premises system, a premises device, a premises 60 


equipment, a premises equipment system, and a premises 


appliance, is a device for controlling an electrical circuit 
controlled by at least one of a fuse and a circuit breaker. 


102. The apparatus of claim 98, wherein the at least one 


of a premises system, a premises device, a premises 65 


equipment, a premises equipment system, and a premises 
appliance, is at least one of a central electrical system, a 


5 
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central heating system, a central air conditioning system, a 


water system, a thermostat system, an anti -theft system, a 


burglary alarm system, a siren, an alarm, an exterior lighting 


system, an interior lighting system, an electrical or an 


electronically controlled locking device for at least one of a 


door and a window, an electric or an electronic dead -bolt 


locking device or system, an electrical system for control- 


ling an electrical circuit at least one of room -by -room, 


device -by- device, and appliance -by- appliance, a device for 


at least one of controlling and monitoring at least one of a 


hot water heater, a garage door opener, a lawn sprinkler 
system, an electric fence or fencing, an in- ground or above- 


ground pool at least one of equipment, fountain equipment, 


a filter, and a heater, fire detector equipment, fire extinguish- 


ment equipment, a power at least one of door and window 


at least one of closing, locking, and opening, equipment, a 


television, a telephone, a telephone answering machine, an 


alarm system, a VCR, a stove, an oven, a microwave oven, 


a door bell, a light, a lamp, a blender, a toaster, a computer, 


a peripheral, a word processor, a stereo, a radio, manufac- 


turing equipment, video recording equipment, photograph- 
ing equipment, a video recording device, a camera, a still 


picture camera, audio recording equipment, an audio record- 
ing device, a microphone, a tape recorder, an intercom 


system, a monitoring device for at least one of reading and 


monitoring at least one of a premises fuel supply, a water 


supply, an electrical generator or alternator operation, a 


water usage, at least one of a heat usage and an air condi- 


tioning usage, an electricity usage, at least one of a gas 


usage, an oil usage, and a fuel usage, at least one of a 


telephone usage and charges, a commercial premises equip- 


ment usage, a commercial premises appliance usage, and a 


commercial office or commercial premises control system. 


103. The apparatus of claim 102, wherein the premises is 
at least one of a commercial premises, a commercial office, 


and a commercial building. 
104. The apparatus of claim 98, wherein the premises is 


at least one of a mobile home and a mobile premises. 


105. The apparatus of claim 104, further comprising: 


a positioning device, wherein the positioning device 


determines a position or location of the premises, and 


further wherein the positioning device is activated by 


the first control device. 
106. The apparatus of claim 98, wherein the first control 


device disables or re-enables the premises. 
107. The apparatus of claim 98, wherein the second 


control signal contains at least one of an access code, a 


command code, a disable code, a re- enable code, and a status 


code. 
108. The apparatus of claim 98, wherein the first control 


device controls an operation of the at least one of a premises 
system, a premises device, a premises equipment, a premises 
equipment system, and a premises appliance. 


109. The apparatus of claim 98, wherein the first control 


device monitors an operation of the at least one of a premises 
system, a premises device, a premises equipment, a premises 
equipment system, and a premises appliance. 


110. The apparatus of claim 98, wherein the first control 
device determines an operating status of the at least one of 
a premises system, a premises device, a premises equipment, 


a premises equipment system, and a premises appliance. 
111. The apparatus of claim 98, further comprising: 


an interface device for providing an interface between the 
first control device and the at least one of a premises 
system, a premises device, a premises equipment, a 


premises equipment system, and a premises appliance. 
112. The apparatus of claim 98, wherein the first signal is 


transmitted from the first control device to the at least one of 
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premises system, a premises device, a premises equipment, 125. The apparatus of claim 98, wherein the at least one 


a premises equipment system, and a premises appliance, via of a premises system, a premises device, a premises 
a wireless device. equipment, a premises equipment system, and a premises 


113. The apparatus of claim 98, wherein the apparatus appliance, is at least one of a video recording device, a 


provides at least one of an immediate and a deferred control 5 camera, an audio recording device, a microphone, and a tape 
of the at least one of a premises system, a premises device, recorder, wherein the at least one of a video recording 
a premises equipment, a premises equipment system, and a device, a camera, an audio recording device, a microphone, 
premises appliance. and a tape recorder, is at least one of pivotable and move - 


114. The apparatus of claim 98, wherein the apparatus is able. 
at least one of programmed, automatically activated, and to 126. The apparatus of claim 98, wherein the at least one 
self -activated. of a premises system, a premises device, a premises 


115. The apparatus of claim 98, further comprising: equipment, a premises equipment system, and a premises 
an arming device for at least one of arming, activating and appliance, is a monitoring device for at least one of reading 


accessing, the apparatus, wherein the arming device is and monitoring at least one of a home fuel supply, a 


located at the premises. 15 commercial premises fuel supply, a water supply, an elec- 
116. The apparatus of claim 98, wherein the second trical generator or alternator operation, a water usage, at 


control device is at least one of a sewer computer, a least one of a heat usage and an air conditioning usage, an 
computer, and a network computer, wherein the third control electricity usage, at least one of a gas usage, an oil usage, 
device is at least one of a stationary device, a portable and a fuel usage, at least one of a telephone usage and 
device, a hand -held device, a mobile device, a telephone, a 20 charges, an appliance usage, a commercial premises equip - 
cordless telephone, a cellular telephone, a home computer, a ment usage, a commercial premises appliance usage, and a 


personal computer, a personal digital assistant, a television, commercial office or a commercial premises control system, 
an interactive television, a digital television, a personal wherein the apparatus provides information regarding at 


communications device, a personal communications ser- least one of data and information at least one of recorded by 
vices device, a display telephone, a video telephone, a 25 and read by the monitoring device. 
watch, and a two -way pager, and further wherein the appa- 127. The apparatus of claim 98, wherein the third control 
ratus is utilized on or over at least one of the Internet and the device at least one of activates, de- activates, disables, 
World Wide Web. re -enables, controls the operation of, and monitors the 


117. The apparatus of claim 98, further comprising: operation of, the at least one of a premises system, a 


a voice synthesizer for providing voice information 3e premises device, a premises equipment, a premises equip - 
regarding at least one of apparatus status and status of ment system, and a premises appliance, via the second 
the at least one of a premises system, a premises device, control device and the first control device. 
a premises equipment, a premises equipment system, 128. The apparatus of claim 98, wherein the apparatus 
and a premises appliance, wherein the voice synthe- performs a systematic check of at least one of a status and 
sizer is connected to the first control device. 35 a state of the at least one of a premises system, a premises 


118. The apparatus of claim 98, wherein the apparatus device, a premises equipment, a premises equipment system, 
provides information regarding at least one of apparatus and a premises appliance, and further wherein the apparatus 
status and status of the at least one of a premises system, a provides information relating to the at least one of a status 
premises device, a premises equipment, a premises equip- and a state of the at least one of a premises system, a 


ment system, and a premises appliance. 4e premises device, a premises equipment, a premises equip - 
119. The apparatus of claim 98, wherein the at least one ment system, and a premises appliance. 


of a premises system, a premises device, a premises 129. The apparatus of claim 98, further comprising: 
equipment, a premises equipment system, and a premises a monitoring device for detecting an occurrence warrant - 
appliance, is at least one of a video recording device and a ing providing notice to at least one of an owner, a user, 
camera for obtaining video information at the premises. 45 and an authorized operator, and further wherein the 


120. The apparatus of claim 119, wherein the at least one apparatus provides information regarding the occur - 
of a video recording device and a camera is located at least rence in at least one of a telephone call, a voice 
one of on the interior of the premises and on the exterior of message, a pager message, an electronic mail message, 
the premises. and a fax transmission. 


121. The apparatus of claim 98, wherein the at least one so 130. The apparatus of claim 98, wherein the apparatus 
of a premises system, a premises device, a premises defers at least one of a control function, a monitoring 
equipment, a premises equipment system, and a premises function, and a security function, until after an operation of 
appliance, is at least one of an audio recording device, a at least one of the at least one of a premises system, a 


microphone, and a tape recorder, for obtaining audio infor- premises device, a premises equipment, a premises equip - 
mation at the premises. ss ment system, and a premises appliance, is completed. 


122. The apparatus of claim 121, wherein the at least one 131. The apparatus of claim 98, wherein the third control 
of an audio recording device, a microphone, and a tape device at least one of activates, de- activates, disables, 
recorder, further comprises: re- enables, controls the operation of, and monitors the 


a storage medium for storing recorded audio information. operation of, the at least one of a premises system, a 


123. The apparatus of claim 121, wherein the at least one 60 premises device, a premises equipment, a premises equip - 
of an audio recording device, a microphone, and a tape ment system, and a premises appliance, via the second 
recorder, is located at least one of on the interior of the control device and the first control device on or over at least 
premises and on the exterior of the premises. one of the Internet and the World Wide Web. 


124. The apparatus of claim 119, wherein the at least one 132. The apparatus of claim 98, wherein the first control 
of a video recording device and a camera further comprises: 6s device generates at least one of a confirmation signal and a 


a storage medium for storing at least one of recorded notification signal for providing information regarding that 
video and a picture. at least one of a control, a monitoring, a securing, a 
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disabling, and a re- enabling, function has been carried out 
and is successful or unsuccessful. 


133. A control apparatus, comprising: 
a first control device, wherein the first control device at 


least one of generates and transmits a first signal for at 5 


least one of activating, de- activating, disabling, and 
re-enabling, at least one of a premises system, a pre- 
mises device, a premises equipment, a premises equip- 
ment system, and a premises appliance, of a premises, 
wherein the first control device is located at a location io 


remote from the premises, and further wherein the first 


control device is responsive to a second signal, 
wherein the second signal is at least one of generated by 


and transmitted from a second control device, wherein 
the second control device is located at a location which is 
is remote from the first control device and remote from 
the premises, wherein the second signal is transmitted 
from the second control device to the first control 
device, and further wherein the second signal is auto- 
matically received by the first control device, 20 


wherein the first signal is transmitted from the first control 
device to a third control device, wherein the third 
control device is capable of at least one of activating, 
de- activating, disabling, and re- enabling, one or more 
of a plurality of the at least one of a premises system, 25 


a premises device, a premises equipment, a premises 
equipment system, and a premises appliance, and 
wherein the third control device is located at the 
premises, and further wherein the first signal is auto- 
matically received by the third control device, wherein 30 


the third control device at least one of generates and 
transmits a third signal for at least one of activating, 
de- activating, disabling, and re- enabling, the at least 
one of a premises system, a premises device, a premises 
equipment, a premises equipment system, and a pre- 35 


mises appliance, in response to the first signal. 
134. The apparatus of claim 133, wherein the first control 


device is at least one of a server computer, a computer, and 
a network computer, wherein the second control device is at 


least one of a stationary device, a portable device, a hand- 40 


held device, a mobile device, a telephone, a cordless 
telephone, a cellular telephone, a home computer, a personal 
computer, a personal digital assistant, a television, an inter- 
active television, a digital television, a personal communi- 
cations device, a personal communications services device, 45 


a display telephone, a video telephone, a watch, and a 


two -way pager, wherein the apparatus is utilized on or over 
at least one of the Internet and the World Wide Web. 


135. The apparatus of claim 133, wherein the at least one 
of a premises system, a premises device, a premises so 


equipment, a premises equipment system, and a premises 
appliance, is at least one of a central electrical system, a 


central heating system, a central air conditioning system, a 


water system, a thermostat or environmental control system, 
an anti -theft system, a burglary alarm system, a siren, an ss 
alarm, an exterior lighting system, an interior lighting 
system, an electrical or electronically controlled locking 
device for at least one of a door and a window, an electrical 
or an electronic dead -bolt locking system or device, an 


electrical system for controlling an electrical circuit or 6o 


system at least one of room -by -mom, device-by- device, and 
appliance -by- appliance, a device for at least one of control- 
ling and monitoring at least one of a hot water heater, a 


garage door opener, a lawn sprinkler system, an electric 
fence or fencing, an in- ground or above -ground pool at least 6s 


one of equipment, a filter, and a heater, a home central water 
valve, an individual room water valve, a home fire detector 
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equipment, a home fire extinguishment equipment, power at 
least one of door and window at least one of closing, 
locking, and opening, equipment, a television, a telephone, 
a telephone answering machine, an alarm system, a VCR, a 


stove, an oven, a microwave oven, a door bell, a light, a 


lamp, a blender, a toaster, a personal computer, a word 
processor, a stereo, a radio, video recording equipment, 
photographing equipment, a video recording device, a 


camera, a still picture camera, audio recording equipment, 
an audio recording device, a microphone, a tape recorder, an 


intercom system, a monitoring device for at least one of 
reading and monitoring at least one of a home fuel supply, 
a water supply, an electrical generator or alternator 
operation, a water usage, at least one of a heat usage and an 


air conditioning usage, an electricity usage, at least one of a 


gas usage, an oil usage, and a fuel usage, at least one of a 


telephone usage and charges, an appliance usage, and a 


home control system, and further wherein the premises is at 


least one of a residential premises, a residential building, and 
a home. 


136. The apparatus of claim 135, wherein the premises is 
at least one of a mobile home and a mobile premises. 


137. The apparatus of claim 133, wherein the at least one 
of a premises system, a premises device, a premises 
equipment, a premises equipment system, and a premises 
appliance, is at least one of a central electrical system, a 


central heating system, a central air conditioning system, a 


water system, a thermostat system, an anti -theft system, a 


burglary alarm system, a siren, an alarm, an exterior lighting 
system, an interior lighting system, an electrical or an 


electronically controlled locking device for at least one of a 


door and a window, an electric or an electronic dead -bolt 
locking device or system, an electrical system for control- 
ling an electrical circuit at least one of room -by -room, 
device -by- device, and appliance -by- appliance, a device for 
at least one of controlling and monitoring at least one of a 


hot water heater, a garage door opener, a lawn sprinkler 
system, an electric fence or fencing, an in- ground or above- 
ground pool at last one of equipment, fountain equipment, a 


filter, and a heater, fire detector equipment, fire extinguish- 
ment equipment, a power at least one of door and window 
at least one of closing, locking, and opening, equipment, a 


television, a telephone, a telephone answering machine, an 


alarm system, a VCR, a stove, an oven, a microwave oven, 
a door bell, a light, a lamp, a blender, a toaster, a computer, 
a peripheral, a word processor, a stereo, a radio, manufac- 
turing equipment, video recording equipment, photograph- 
ing equipment, a video recording device, a camera, a still 
picture camera, audio recording equipment, an audio record- 
ing device, a microphone, a tape recorder, an intercom 
system, a monitoring device for at least one of reading and 


monitoring at least one of a premises fuel supply, a water 
supply, an electrical generator or alternator operation, a 


water usage, at least one of a heat usage and an air condi- 
tioning usage, an electricity usage, at least one of a gas 
usage, an oil usage, and a fuel usage, at least one of a 


telephone usage and charges, a commercial premises equip- 
ment usage, a commercial premises appliance usage, and a 


commercial office or commercial premises control system, 
and further the premises is at least one of a commercial 
premises, a commercial office, and a commercial building. 


138. A method for providing control, comprising: 
transmitting a first signal from a first control device to a 


second control device, wherein the first control device 
is located at a location remote from a vehicle and 
remote from the second control device, and further 
wherein the first signal is automatically received by the 
second control device; 
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transmitting a second signal from the second control 


device to a third control device, wherein the third 


control device is located et the vehicle, and further 


wherein the second control device is located at a 


location remote from the vehicle, wherein the second s 


signal is automatically received by the third control 


device, and further wherein the third control device is 


capable of at least one of activating, deactivating, 
disabling, and re- enabling, one or more of a plurality of 
at least one of a vehicle system, a vehicle component, io 


a vehicle device, a vehicle equipment, a vehicle equip- 


ment system, and a vehicle appliance; 


generating a third signal with the third control device in 


response to the second signal; and 


at least one of activating, de- activating, disabling, and 15 


re-enabling, the at least one of a vehicle system, a 


vehicle component, a vehicle device, a vehicle 
equipment, a vehicle equipment system, and a vehicle 


appliance. 
139. The method of claim 138, further comprising: 20 


determining the position or location of the vehicle. 


140. The method of claim 138, further comprising: 


at least one of controlling an operation of, monitoring an 


operation of, an determining an operating status of, the 25 


at least one of a vehicle system, a vehicle component, 


a vehicle device, a vehicle equipment, a vehicle equip- 


ment system, and a vehicle appliance. 
141. The method of claim 138, further comprising: 


at least one of obtaining video information at the vehicle 30 


and obtaining audio information at the vehicle. 


142. The method of claim 138, further comprising: 


at least one of reading and monitoring at least one of a fuel 


supply, a water or coolant supply, an electrical genera- 
35 


tor or alternator operation, a battery charge level, an 


engine temperature level, a vehicle operation, a marine 


control system, a boat operation, an airplane flight 


control system, an airplane operation, a snowmobile 


control system, and a snowmobile operation, with a 


monitoring device; and 


providing information regarding at least one of data and 


information at least one of recorded and read by the 


monitoring device. 
143. The method of claim 138, further comprising: 


detecting a failure in the at least one a vehicle system, a 


vehicle component, a vehicle device, a vehicle 
equipment, a vehicle equipment system, and a vehicle 


appliance; and 


providing information regarding the failure. 
144. The method of claim 138, further comprising: 


generating at least one of a confirmation signal and a 


notification signal for providing information regarding 


that at least one of a control, a monitoring, a securing, 


a disabling, and a re- enabling, function has been carried 55 


out and is successful or unsuccessful. 


40 
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145. A method for providing control, comprising: 


transmitting a first signal from a first control device to a 


second control device, wherein the first control device 


is located at a location remote from a premises and 


remote from the second control device, and further 


wherein the first signal is automatically received by the 


second control device; 


transmitting a second signal from the second control 


device to a third control device, wherein the third 


control device is located at the premises, and further 


wherein the second control device is located at a 


location remote from the premises, wherein the second 


signal is automatically received by the third control 


device, and further wherein the third control device is 


capable of at least one of activating, de- activating, 
disabling, and re- enabling, one or more of a plurality of 


at least one of a premises system, a premises device, a 


premises equipment, a premises equipment system, and 


a premises appliance; 


generating a third signal with the third control device in 


response to the second signal; and 


at least one of activating, de- activating, disabling, and 


re- enabling, the at least one of a premises system, a 


premises device, a premises equipment, a premises 


equipment system, and a premises appliance, in 


response to the third signal. 
146. The method of claim 145, further comprising: 


determining the position or location of the premises. 


147. The method of claim 145, further comprising: 


at least one of controlling an operation of, monitoring an 


operation of, and determining an operating status of, 


the at least one of a premises system, a premises device, 


a premises equipment, a premises equipment system, 


and a premises appliance. 
148. The method of claim 145, further comprising: 


at least one of obtaining video information at the premises 


and obtaining audio information at the premises. 


149. The method of claim 145, further comprising: 


at least one of reading and monitoring at least one of a 


home fuel supply, a commercial premises fuel supply, 


a water supply, an electrical generator or alternator 


operation, a water usage, a heat usage, an air condi- 


tioning usage, an electricity usage, a gas usage, an oil 


usage, a fuel usage, at least one of a telephone usage 


and charges, an appliance usage, a commercial pre- 


mises equipment usage, a commercial premises appli- 


ance usage, a home control system, and a commercial 


office or commercial premises control system, with a 


monitoring device, and 


providing information regarding at least one of data and 


information at least one of recorded by and read by the 


monitoring device. 
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UNITED STATES PATENT AND TRADEMARK OFFICE 


BEFORE THE PATENT TRIAL AND APPEAL BOARD 


COXCOM, LLC, 
Petitioner, 


v. 


JOAO CONTROL & MONITORING SYSTEMS, LLC, 
Patent Owner. 


Case IPR2015 -01760 
Patent 6,549,130 B1 


Before HOWARD B. BLANKENSHIP, STACEY G. WHITE, and 
JASON J. CHUNG, Administrative Patent Judges. 


CHUNG, Administrative Patent Judge. 


DECISION 
Institution of Inter Partes Review 


37 C.F.R. § 42.108 


INTRODUCTION 


Petitioner, Coxcom, LLC, filed a Petition to institute an inter partes 
review of claims 1, 8, 10, 12, 15, 17, 98, 119, 124, 145, and 149 ( "the 


challenged claims ") of U.S. Patent No. 6,549,130 B1 ( "the '130 patent "). 


Ext1a Wit:. ¡6 
DPSE'. BB 


Ann Barnes, 
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Paper 1 ("Pet."). Patent Owner, Joao Control & Monitoring Systems, LLC, 


filed a Preliminary Response pursuant to 35 U.S.C. § 313. Paper 7 ( "Prelim. 


Resp. "). 


We have authority to determine whether to institute an inter partes 
review. 35 U.S.C. § 314; 37 C.F.R. § 42.4(a). Upon consideration of the 


Petition and the Preliminary Response, and for the reasons explained below, 


we determine that the information presented shows a reasonable likelihood 


that Petitioner would prevail with respect to claims 1, 8, 10, 12, 17, 98, 119, 


124, 145, and 149. See 35 U.S.C. § 314(a). Accordingly, we institute an 


inter partes review of these claims. 


A. Related Matters 


Petitioner and Patent Owner indicate that the '130 patent or related 


patents may be implicated in approximately seventy lawsuits pending in 


courts around the country. Pet. 2 -3; Paper 5, 2 -7. 


B. The Asserted Grounds 


Petitioner identifies the following as asserted grounds of 
unpatentability: 
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References Basis Challenged Claims 


Koether (Ex. 1008)' § 103(a)2 
145, and 1 , 


17, 98, 


Koether and Crater 
(Ex. 1009)3 


103(a) 
§ ( ) 


10, 15, 119, and 124 


C. The '130 Patent 


The '130 patent is directed to controlling a premises. Ex. 1001, Abs. 


The '130 patent describes three control devices: a first control device is 


located at a premises, a second control device is located remote from the 


premises, and a third control device is located remote from the premises and 


remote from the second control device. Id. The first control device 


generates a first signal in response to a second signal from the second 


control device. Id. The first control device can activate, de- activate, disable 


or re- enable, one or more of "a respective system, component, device, 


equipment, equipment system, and/or appliance, of ... premises with the 


first signal." Id. The second control device generates the second signal in 


response to a third signal from the third control device. Id. In some 


instances, the first control device performs the functions of the third control 


device, and vice -versa. Id. at 100:1 -27. 


U.S. Patent No. 5,875,430, filed May 2, 1996. 
2 The relevant sections of the Leahy -Smith America Invents Act ( "AIA "), 
Pub. L. No. 112 -29, took effect on March 16, 2013. Because the application 
from which the '130 patent issued was filed before that date, our citations to 
Title 35 are to its pre -AIA version. 
3 U.S. Patent No. 5,805,442, filed May 30, 1996. 
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D. The Challenged Claims 


Petitioner challenges claims 1, 8, 10, 12, 15, 17, 98, 119, 124, 145, 


and 149. Pet. 3. Claims 1, 98, and 145 are independent. Claim 1 is 


illustrative and reproduced below: 


1. A control apparatus, comprising: 


a first control device, wherein the first control device at least 
one of generates and transmits a first signal for at least one of 
activating, de- activating, disabling, and re- enabling, at least one 
of a premises system, a premises device, a premises equipment, 
a premises equipment system, and a premises appliance, of a 
premises, wherein the first control device is located at the 
premises, 


wherein the first control device is responsive to a second signal, 
wherein the second signal is at least one of generated by and 
transmitted from a second control device, wherein the second 
control device is located at a location which is remote from the 
premises, wherein the second signal is transmitted from the 
second control device to the first control device, and further 
wherein the second signal is automatically received by the first 
control device, 


wherein the second control device is responsive to a third 
signal, wherein the third signal is at least one of generated by 
and transmitted from a third control device, wherein the third 
control device is located at a location which is remote from the 
premises and remote from the second control device, wherein 
the third signal is transmitted from the third control device to 
the second control device, and further wherein the third signal 
is automatically received by the second control device. 


II. ANALYSIS 


A. Claim Construction 


As acknowledged by the parties, the '130 patent has expired. See Pet. 


8; Prelim. Resp. 11. We construe expired patent claims according to the 
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standard applied by the district courts. See In re Rambus Inc., 694 F.3d 42, 


46 (Fed. Cir. 2012). Specifically, we apply the principles set forth in 


Phillips v. AWHCorp., 415 F.3d 1303 (Fed. Cir. 2005) (en banc). "In 


determining the meaning of the disputed claim limitation, we look 


principally to the intrinsic evidence of record, examining the claim language 


itself, the written description, and the prosecution history, if in evidence." 


DePuy Spine, Inc. v. Medtronic Sofamor Danek, Inc., 469 F.3d 1005, 1014 


(Fed. Cir. 2006) (citing Phillips, 415 F.3d at 1312 -17). "Although words in 


a claim are generally given their ordinary and customary meaning, a 


patentee may choose to be his own lexicographer and use terms in a manner 


other than their ordinary meaning, as long as the special definition of the 


term is clearly stated in the patent specification or file history." Vitronics 


Corp. v. Conceptronic, Inc., 90 F.3d 1576, 1582 (Fed. Cir. 1996). 


Patent Owner argues that the terms "first signal," "second signal," 


"third signal," "automatically received," and "at least one of activating, de- 


activating, disabling and re- enabling," should be construed according to 


Patent Owner's constructions; however, we are not persuaded that express 


constructions of "first signal," "second signal," "third signal," 


"automatically received," and "at least one of activating, de- activating, 


disabling and re- enabling," are necessary in order to resolve the disputes 


currently before us. See Prelim. Resp. 18 -20. Thus, we discern no need to 


provide express constructions for these terms at this time. Vivid Techs., Inc. 


v. Am. Sci. & Eng'g, Inc., 200 F.3d 795, 803 (Fed. Cir. 1999) ( "[O]nly those 


terms need be construed that are in controversy, and only to the extent 


necessary to resolve the controversy. "). 
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We recognize, however, a need to provide an express construction for 


"premises ", "remote," and "located at." Patent Owner asserts that the terms 


"premises ", "remote," and "located at" are defined expressly in the 


prosecution history of a related application. Prelim. Resp. 20 -22. Patent 


Owner seeks to rely upon a statement made in the remarks filed on 


November 26, 2006, during prosecution of the patent application that issued 


as U.S. Patent No. 7,277,010 ( "the '010 patent ") (Ex. 2002). Id. In addition, 


Patent Owner seeks to rely upon a statement made in the remarks filed on 


November 23, 2007, during prosecution of the patent application that issued 


as U.S. Patent No. 7,397,363 ( "the '363 patent ") (Ex. 2003). Id. This 


statement was made several years after the issuance of the '130 patent. See 


Ex. 1001, at [45] (April 15, 2003 issuance date). The '010 patent, the '130 


patent, and the '363 patent each descend from U.S. Patent Application Nos. 


08/683,828 and 08/622,749. See Ex. 1001, 73. 


As the Federal Circuit has noted, "[a] statement made during 


prosecution of related patents maybe properly considered in construing a 


term common to those patents, regardless of whether the statement pre- or 


post -dates the issuance of the particular patent at issue." Teva Pharm. USA, 


Inc. v. Sandoz, Inc., 789 F.3d 1335, 1343 (Fed. Cir. 2015) (citing Microsoft 


Corp. v. Multi -Tech Sys., Inc., 357 F.3d 1340, 1350 (Fed. Cir. 2004)). 


Explicit definitions for "premises," "remote," and "located at" were 


provided during prosecution of the related application. See Ex. 2002, 4 -5, 
10 -11; Ex. 2003, 3-4, 8 -9. We have reviewed these definitions and, on this 


record, we determine that the inventor of both the '130 patent and '363 


patent acted as his own lexicographer by setting forth clear definitions 
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during prosecution. See Vitronics, 90 F.3d at 1582; Teva, 789 F.3d at 1343. 


Thus, we adopt the following constructions for purposes of this decision. 


Term Citations Construction 
Premises Prelim. Resp. A building or a structure and the 


20 -21; Ex. 2002, 
4; Ex. 2003, 8 -9 


grounds or parcel of land 
associated with the building or the 
structure, or a building or structure 
or a portion, room, or office, of or 
in the building or structure, or a 
home, mobile home, mobile 
building, mobile structure, 
residence, residential building, 
office, commercial building, 
commercial office, structure, 
equipment, facility, machine, rig, 
assembly line, or edifice. 


Remote' Ex. 2003, 3-4; Separate and apart from, or 
Ex. 2002, 10 -11 external from, or at a distance 


from or distant from, or not 
located in. 


Located at Prelim. Resp. Situated at, situated in, or situated 
21 -22; Ex. 2003, 
8; Ex. 2002, 5 


on. 


4 Patent Owner's definition of "remote" in the Preliminary Response is 
"separate and apart from," whereas Patent Owner's definition of "remote" in 
the prosecution history is "separate and apart from, or external from, or at a 
distance from or distant from, or not located in." Prelim. Resp. 21; Ex. 
2002, 10 -11; Ex. 2003, 3-4. Patent Owner proposes adopting the definition 
of "remote" from the prosecution history. Prelim. Resp. 21. We, thus, 
consider this discrepancy as a typographical error and adopt the definition 
from the prosecution history. Ex. 2002, 10 -11; Ex. 2003, 3-4. 
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B. Alleged Obviousness of Claims 1, 8, 12, 15, 17, 98, 145, and 149 by 
Koether and a Person Having Ordinary Skill in the Art 


1. Prior Art - Koether 


Koether has a filing date of May 2, 1996. Ex. 1008 If 22. The '130 


patent was filed on March 29, 1999 and is a continuation of U.S. Patent No. 


5,917,405, which was filed on July 18, 1996; U.S. Patent No. 5,917,405 is a 


continuation -in -part of several earlier filed applications. Id. at ¶¶ 22, 63. 


Petitioner contends claims 1, 8, 12, 15, 17, 98, 145, and 149, which recite 


"premises," cannot be entitled to a filing date earlier than July 18, 1996. Pet. 


12 -13. On this record, we are persuaded that the subject matter of claims 1, 


8, 12, 15, 17, 98, 145, and 149 cannot be entitled to a filing date earlier than 


July 18, 1996, because that is the filing date of the earliest priority 


application that describes "premises." Koether, consequently, has an earlier 


effective date under 35 U.S.C. § 102(e)(2) than claims 1, 8, 12, 15, 17, 98, 


145, and 149. 


2. Koether (Ex. 1008) 


Koether describes a smart commercial kitchen network that, in real - 


time, monitors and controls the maintenance and repair of kitchen or 


restaurant appliances. Ex. 1008, 3:50 -53. Figure 1 is reproduced below. 
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Figure 1 illustrates kitchen base stations 150 within respective cells 


105. Id. at 5:3 -5. Each kitchen base station 150 is capable of 


communicating through wireless means with corresponding kitchen 


appliances 110. Id. at 5:5 -8. Figure 2 is reproduced below. 
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Figure 2 illustrates kitchen base station 150 communicating with 


microprocessor based controller 140; the microprocessor based controller 


communicates with kitchen appliance 110 to obtain diagnostic information 


pertaining to the operating condition of kitchen appliances 110 and the 


diagnostic information is communicated to control center 170. Id. at 5:60- 


6:9. 


3. The Parties' Contentions for Claims 1, 8, 12, 17, 98, 145, and 149 


Petitioner asserts that the subject matter of claims 1, 8, 12, 17, 98, 


145, and 149 would have been obvious in view of Koether and knowledge of 


the ordinary skilled artisan under 35 U.S.C. § 103(a). Pet. 13 -39. Petitioner 


provides a limitation -by- limitation analysis of where each limitation of 
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claims 1, 8, 12, 17, 98, 145, and 149 allegedly is taught in Koether. Id. 


Petitioner also relies upon a Declaration of Mr. Richard Bennett, who has 


been retained as an expert witness by Petitioner for the instant proceeding. 


Ex. 1002. 


We are persuaded that the present record supports the contention that 


Koether teaches a smart commercial kitchen network that monitors in real - 


time and controls the maintenance and repair of kitchen or restaurant 


appliances, which teaches the limitations of claim 1, 98, and 145. Pet. 13- 


39 (citing Ex. 1008, 3:50 -53). The present record also sufficiently supports 


the contention that Koether teaches kitchen base stations 150 communicating 


with microprocessor based controller 140; the microprocessor based 


controller communicates with kitchen appliance 110 to obtain diagnostic 


information pertaining to the operating condition of kitchen appliances 110 


and the diagnostic information is communicated to control center 170, which 


teaches the limitations of claims 1, 98, and 145. Pet. 13 -39 (pinpoint 


citations omitted). 


We are persuaded that the present record supports the contention that 


Koether's microprocessor controller 140 communicating with kitchen 


appliances 110 using RF communications teaches the limitations of claim 8. 


Pet. 26 (citing Ex. 1008, Figs. 1 -2, 4:25 -26). 


We are persuaded that the present record supports the contention that 


Koether's control center receiving diagnostic information from kitchen 


appliances teaches the limitations of claim 12. Pet. 26 -29 (citing Ex. 1008) 


(pinpoint citations omitted). 


Petitioner relies on Koether's turning off a kitchen appliance and 


informing control center 170- asserting it would have been obvious to have 


11 







IPR2015 -01760 
Patent 6,549,130 B1 


microprocessor controller 140 communicate a signal to the control center 


notifying that turning off the kitchen appliance is complete -to teach the 


limitations of claim 17. Pet. 32 -33 (citing Ex. 1008) (pinpoint citations 


omitted). 


We are persuaded that the present record supports the contention that 


Koether monitoring a kitchen appliance and informing control center 170 of 


diagnostic information teaches the limitations of claim 149. Pet. 38 -39 


(citing Ex. 1008) (pinpoint citations omitted). 


Patent Owner, however, argues that Koether fails to teach a "second 


control device" that is "located at a location remote from the premises" 


(emphasis added) because each of Koether's base stations covers an entire 


cell and, thus, is associated with the kitchen appliances (located in the same 


cell as the base station) with which it communicates. Prelim. Resp. 20 -21, 


29 -33. 


As discussed supra in Part II.A., we adopt Patent Owner's proposed 


construction for "premises" (as stated on pages 20 -21 of the Preliminary 


Response) as explicitly defined in the prosecution history, to mean "a 


building or a structure and the grounds or parcel of land associated with the 


building or the structure, or a building or structure or a portion, room, or 


office, of or in the building or structure, or a home, mobile home, mobile 


building, mobile structure, residence, residential building, office, 


commercial building, commercial office, structure, equipment, facility, 


machine, rig, assembly line, or edifice" (emphasis added). Prelim. Resp. 


20 -21 (citing Ex. 2002, 4; Ex. 2003, 8 -9). Thus, the construction of 


"premises" includes a "portion" of a building, structure, or office. 


Accordingly, we are not persuaded by Patent Owner's argument that each 
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kitchen base station in Koether must be located on the same "premises" as 


the kitchen appliances with which it communicates, and is, therefore, not 


remote from the premises. Rather, Koether teaches that each kitchen base 


station is some distance from at least one appliance within its cell. Pet. 13- 


39 (citing Ex. 1002 ¶ 34; Ex. 1008, Fig. 1; 5:3 -8; 5:20 -25; 4:15 -19; 5:16- 


19). Therefore, at this stage of the case, we find that Koether teaches a 


kitchen base station that may be in a different portion of a building or room 


from an appliance with which it communicates -i.e., remote from the 


premises. See id. 


Accordingly, we have reviewed the proposed ground challenging 


claims 1, 8, 12, 17, 98, 145, and 149 as obvious over Koether and level of 


ordinary skill in the art and we are persuaded that Petitioner has established 


a reasonable likelihood of prevailing in its challenge to claims 1, 8, 12, 17, 


98, 145, and 149 on this ground. 


4. The Parties' Contentions for Claim 15 


Petitioner asserts that the subject matter of claim 15 would have been 


obvious in view of Koether and knowledge of the ordinary skilled artisan 


under 35 U.S.C. § 103(a). Pet. 29 -32. Petitioner provides a limitation -by- 


limitation analysis of where each limitation of claim 15 allegedly is taught in 


Koether. Id. 


We are not persuaded that the present record supports the contention 


that Koether's message warning on a kitchen appliance leads to dispatching 


a repair person using a telephone teaches or suggests "the apparatus 


provides information regarding the occurrence in ... a telephone call" 


(emphasis added). Pet. 29 -32 (citing Ex. 1008) (pinpoint citations omitted). 
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Accordingly, we have reviewed the proposed ground challenging 


claim 15 as obvious over Koether and level of ordinary skill in the art and 


we are not persuaded, that Petitioner has established a reasonable likelihood 


of prevailing in its challenge to claim 15 on this ground. 


C. Alleged Obviousness of Claims 10, 15, 119, and 124 in View of 
Koether, Crater, and Knowledge of the Ordinary Skilled Artisan 


1. Prior Art - Crater 


Petitioner contends claims 10, 15, 119, and 124, which recite 


"premises," cannot be entitled to a filing date earlier than July 18, 1996. Pet. 


12 .13. On this record, we agree with Petitioner that claims 10, 15, 119, and 


124 cannot be entitled to a filing date earlier than July 18, 1996, because that 


is the filing date of the earliest priority application that describes "premises." 


Crater, consequently, has an earlier effective date than claims 10, 15, 119, 


and 124. 


2. Crater (Ex. 1008) 


Crater teaches a monitoring computer playing audio and video 


segments stored on a computer memory, and the audio and video segments 


being captured on from a remote location. Ex. 1008, 3:5 -34, 4:58 -67, Abs. 


3. The Parties' Contentions for Claims 10, 119, and 124 


Petitioner asserts that the subject matter of claims 10, 119, and 124 


would have been obvious in view of Koether, Crater, and knowledge of the 


ordinary skilled artisan under 35 U.S.C. § 103(a). Pet. 39-43, 46-47. 


Petitioner provides a limitation -by- limitation analysis of where each 
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limitation of claims 10, 119, and 124 allegedly is taught in Koether, Crater, 


and knowledge of the ordinary skilled artisan. Id. 


We are persuaded that the present record supports Petitioner's 


contention that Crater teaches a monitoring computer playing audio and 


video segments stored on a computer memory, and the audio and video 


segments are captured from a remote location, which teaches or suggests the 


limitations of claims 10, 119, and 124. Id. 


Patent Owner argues that claims 10, 119, and 124 are patentable over 


Koether, Crater, and knowledge of the ordinary skilled artisan for at least the 


reasons discussed supra in Part II.B.3. Prelim. Resp. 33 -34. On the present 


record, we disagree with Patent Owner for the same reasons discussed supra 


in Part II.B.3. 


We have reviewed the proposed ground challenging claims 10, 119, 


and 124 as obvious over Koether, Crater, and knowledge of the ordinary 


skilled artisan, and we are persuaded that Petitioner has established a 


reasonable likelihood of prevailing in its challenge to these claims on this 


ground. 


4. The Parties' Contentions for Claim 15 


Petitioner asserts that the subject matter of claim 15 would have been 


obvious in view of Koether, Crater, and knowledge of the ordinary skilled 


artisan under 35 U.S.C. § 103(a). Pet. 43-46. Petitioner provides a 


limitation -by- limitation analysis of where each limitation of claim 15 


allegedly is taught in Koether and Crater. Id. 


Petitioner relies on declaration evidence to illustrate that it would have 


been obvious to modify Crater's playing of audio and video segments or 
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alarms, mechanical indications, printing, or storage of data for subsequent 


display to a "voice message." Pet. 45-46 (citing Ex. 1002 ¶¶ 53 -54). We 


are not persuaded that the present record supports the contention that the 


cited declaration evidence renders an obviousness rationale of, prior to July 


1996, Crater's playing of audio and video segments or alarms, mechanical 


indications, printing, or storage of data for subsequent display to a "voice 


message." Thus, we are not persuaded that the present record supports the 


contention that the cited declaration evidence coupled with Crater's playing 


of audio and video segments or alarms, mechanical indications, printing, or 


storage of data for subsequent display, teaches or suggests "apparatus 


provides information regarding the occurrence in at least one of a telephone 


call, a voice message, a pager message, an electronic mail message, and a 


fax transmission." Pet. 43-46 (citing Ex. 1008; Ex. 1002) (emphasis added) 


(pinpoint citations omitted). 


Accordingly, we have reviewed the proposed ground challenging 


claim 15 as obvious over Koether, Crater, and level of ordinary skill in the 


art, and we are not persuaded that Petitioner has established a reasonable 


likelihood of prevailing in its challenge to claim 15 on this ground. 


III. CONCLUSION 


For the foregoing reasons, based on the information presented in the 


Petition and the Preliminary Response, we are persuaded that there is a 


reasonable likelihood that Petitioner would prevail in showing the 


unpatentability of claims 1, 8, 10, 12, 17, 98, 119, 124, 145, and 149 of the 


'130 patent. We are not persuaded, however, that there is a reasonable 
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likelihood that Petitioner would prevail in showing the unpatentability of 


claim 15 of the '130 patent. 


At this stage of the proceeding, we have not made a final 


determination on the patentability of the challenged claims. 


IV. ORDER 


Accordingly, it is 


ORDERED that, pursuant to 35 U.S.C. § 314, an inter partes review 


of U.S. Patent No. 6,549,130 BI is hereby instituted on the grounds that 


claims 1, 8, 12, 17, 98, 145, and 149 are asserted to be unpatentable under 


35 U.S.C. § 103(a) in view of Koether and knowledge of the ordinary skilled 


artisan; claims 10, 119, and 124 are asserted to be unpatentable under 


35 U.S.C. § 103(a) in view of Koether, Crater, and knowledge of the 


ordinary skilled artisan; 


FURTHER ORDERED that no other ground of unpatentability 


alleged in the Petition for any claim is authorized for this inter partes 


review; and 


FURTHER ORDERED that pursuant to 35 U.S.C. § 314(c) and 


37 C.F.R. § 42.4, notice is hereby given of the institution of a trial; the trial 


commences on the entry date of this decision. 
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[57] ABSTRACT 


The present invention provides a bi- directional communi- 
cation network which provides real -lime computer -aided 
diagnostics, asset history, accounting records, maintenance 
records and energy management. Advantageously, such a 
network integrates the various work aspects of today's food 
service industry to insure the proper work allocation of 
administrative and repair tasks. The system includes a 
control center, a communication link to a point of sale 
system, a plurality of kitchen base stations, and a plurality of 
kitchen or cooking appliances located within a site or cell. 
Maintenance and repair, once initialized, are monitored 
through the control center having a database with the 
necessary software diagnostics, accounting records, inven- 
tory records, and maintenance records for the particular 
appliance under service so as to integrate the various aspects 
of accounting, billing, repair and energy management. 
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SMART COMMERCIAL KITCHEN 
NETWORK 


CROSS- REFERENCE TO RELATED 
APPLICATION 


The present application is related to commonly assigned 
U.S. Pat. No. 4,812,963 entitled "Plural Cooldng Computer 
Communication System," which is incorporated herein by 
reference. 


TECHNICAL FIELD 


2 
or restaurant appliances located within a site or eell(s). 
Maintenance and repair, once initialized, are monitored, for 
example, through the control center having a database with 
the necessary software diagnostics, accounting records, 


s inventory records, and maintenance records for the particu- 
lar appliance under service so as to integrate the various 
aspects of accounting, billing, repair and energy manage- 
ment. 


In a preferred embodiment, each cell is allocated at least 
10 one communication channel, preferably wireless, to effect 


bidirectional communication with the base stations, which in 
turns are interconnected to the control center over high The present invention relates to a communication network speed data links. In particular, the system monitors and and, more particularly, to a communication network, such as tracks the maintenance and repair of kitchen appliances by 


a cooking computer communication system, for monitoring 15 means of information transmitted to and received from those and controlling the activities of commercial kitchen or appliances over the data network. Such information may restaurant appliances, and for providing bi- directional com- include cooking parameters, billing information, appliance munication between such appliances and a control center. identification, diagnostic information, and maintenance Such kitchen or restaurant appliances, for example, includes instructions, among others. Direct billing is facilitated by deep vat fryers and various types of ovens, and cooling zo transferring financial information among POS or ATM sys- systems, such as refrigerators and HVAC systems, as well as tems operated by various merchants and clearing house other related food processing systems found in today's network centers. 
restaurants and fast food chains. 


Each kitchen base station may interrogate the appliance or 
BACKGROUND OF THE INVENTION the appliance may request to transmit diagnostic information 


25 relating to the operating conditions thereof, which diagnos- 
In recent years, as cooking and restaurant appliances in tic information may be immediately communicated to the 


large hotels or institutional kitchens have become more control center. The control center may take action as 
complex, there has been an increased need for the utilization appropriate, including, among others, downloading updated, 
of computers for diagnosing malfunctions. Today, cooking operating and /or diagnostic software to the appliance, dis- 
appliances are maintained and serviced, however, by a food 30 patching a service vehicle, or updating accounting and 
service industry that -with exceptions -is too poorly inventory information. Most of the functions are automati- 
equipped and untrained to do so. The domestic food service calty controlled by the control center, but may be also 
industry is composed of some three hundred independent performed manually by a control center operator. 
service agencies, ranging in size from one up to hundreds of Alternatively, some of these functions may be distributed to 
employees. Most, however, consist of just a few employees 35 the base stations, such, as in a distributed architecture 
which are unfortunately burden with the responsibilities of network. 
invoices, repairs, inventories, warranties, credits, returns, In the preferred embodiment, on site repair is enhanced and the like. For example, these service agencies not only through the use of a portable hand held terminal linked to the have to generate invoices, but also have to collect payment, appliance through, for example, a wireless RS -232 interface, which for obvious reasons is time consuming. With such 40 such as by infrared communication. The hand held terminal other duties, service agencies have the least amount of time interrogates the appliance to diagnose abnormal operating to keep up with the technology of today's complex kitchen conditions. Upon effecting repair, the control center prefer - or cooking appliances. With the existing food service indus- ably prepares and transmits an appropriate invoice and try so fragmented and ill- suited to handle the latter admin- effects billing through the POS or ATM system. During istrative tasks as well as the repairs, it is estimated that their 45 


repairs, should the hand held terminal require updated efficiency may be as low as 20%. In other words, although diagnostic software for the particular appliance under the food service industry has become the focal point of the service, such a request is transmitted to the control center. work allocation, the service sector is the least capable The appropriate software is then transmitted to the terminal segment of the industry to do so. through the communication data network. In this manner, as 
Accordingly, there is a need in the art to provide a new diagnostic tools become available for specific kitchen 


cost -effective system which enhances the work force utili- or restaurant appliances, they are readily accessible for use 
zation of today's food service industry, allowing the proper by the food service industry. 
work allocation of administrative and repair skills among Similarly, the database contains maintenance instructions those best suited to perform the tasks. 55 for each type of kitchen or restaurant appliance. If the 


service personnel is unfamiliar with the appliance, a request 
may be initialized for the control center to download the 


The present invention provides a bi- directional commu- necessary repair and maintenance instructions for the appli- 
nication network which provides real -time computer -aided ance under service. 
diagnostics, asset history, accounting records, maintenance 60 Importantly, the control center includes a database con - records and energy management. Advantageously, such a taining customer information, accounting history, appliance network integrates the various work aspects of today's food data, such as previous repairs and faults, updated diagnostic service industry to insure the proper work allocation of software and billing data. Advantageously, this allows ser- administrative and repair tasks. vice personnel as well as control center operators to update 


The system includes a control center linked to a point of 65 credits, warranties, or returns for a particular subscriber in sale (POS) or automated teller machine (ATM) system, a real time. Also, service personnel may request the control 
plurality of kitchen base stations, and a plurality of kitchen center to generate and transmit various accounting, billing or 


SUMMARY OF THE INVENTION 
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repair records for a specific subscriber or appliance. Such 
capabilities enhance quality control as well as minimize the 
amount of work performed by service personnel on admin- 
istrative tasks. 


The control center may, if desired, control in real-time the 
normal operation for some or all of the kitchen or restaurant 
appliances. For example, to effect a change in a recipe for a 
particular food product, new cooking parameters may be 
communicated to the controllers of each desired kitchen or 
restaurant appliance. In this manner, retail food service 
chains may readily update the cooking profiles of their food 
products on a global basis. 


In another aspect of the invention, the control center may 
control when the kitchen or restaurant appliances are turned 
on and off. In this manner, a minimum peak power can be 
achieved by limiting the number of appliances turned on at 
any instance in time. Moreover, the appliances can be 
prioritized so that desired appliances can be serviced first, 
depending on the type of appliance and its relative impor- 
tance to the location. 


BRIEF DESCRIPTION OF THE DRAWINGS 


4 
understood, however, that the network described below is 
for the purpose of illustration only and not for the purpose 
of limitation. Other suitable communication, whether optical 
or wired, may be used with the present invention. 


5 Also, in the embodiment below, integrated repair and 
accounting services are provided and coordinated preferably 
through a centralized control center. It should, however, be 
clearly understood that some of these services may be 
distributed or off loaded to base stations which may be 


10 programmed to effect these latter services. The choice is 
dependent on whether the network is structured as a highly 
centralized or distributed architecture. 


Referring to FIG. 1, there is shown -in schematic block 
diagram -a communication system 100 in accordance with 


is the principles of the invention. In FIG. 1, an arbitrary 
geographic area may be divided into a plurality of radio 
coverage areas or cells 105 (Cr -C6). It should be clearly 
understood that these cells may be located within the same 
or different buildings. While the system in FIG. 1 is shown 


20 
to include only six (6) cells, it should be clearly understood 
that the number of cells may be much larger. 


Associated with and located within each of cells 105 
The features and advantages of the present invention will (C1-Ca is one or more kitchen or restaurant appliances 110 


become more readily apparent from the following detailed (Ai rt) under subscription to the services of the system. 
description of the invention in which like elements are 


n A 
Each kitchen appliance 110 (A1-A) is preferably provided 


labeled similarly and in which: with a RF transmitter 120, RF receiver 130 and micropro- 
FIG. 1 is a pictorial representation of the present smart cessor based controller 140, as illustrated in FIG. 2. 


commercial kitchen network including a control center, a Alternatively, each kitchen appliance may effect communi- 
plurality of kitchen base stations, and a plurality of kitchen 30 cations through wire data links. Restaurants, bakeries or 
or restaurant appliances; hotels, for example, can have anywhere from one to forty 


FIG. 2 is a more detailed block diagram of the appliances (40) kitchen appliances at a single site or cell. Such kitchen 


and the kitchen base stations of FIG. 1; or restaurant appliances include, for example, deep flyers, 


FIG. 3 is a more detailed block diagram of the control refractory ovens, baking ovens, combination ovens, infrared 


center of FIG. 1; 35 
ovens, rotisseries, refrigerators, HVAC systems, and the 


FIG. 4 is an exemplary illustration of a coverage map as 
like. 


it might be displayed to a control center operator; Microprocessor based controllers have been developed, 


FIG. S is a block diagram of the transmitter and receiver 
for example, by Food Automation- Service Techniques, Inc. 


of a kitchen or restaurant appliance used in accordance with 
(FAST.)® of Connecticut in recent years assist in the 


the present invention; 40 preparation of properly cooked foods. These e controllers, 
sold under the trade name FASTRON ®, among other things, 


FIG. 6 is a flow chart illustrating the operation of the regulate the temperature within the kitchen appliance to 
kitchen base station of FIG. 1; insure that the food is cooked or baked to the proper degree 


FIG. 7A and FIG. 7B is flow charts illustrating the of doneness. More particularly, under program control, the 
operation of the control center of FIG. 1; and 45 controller regulates the various operations of the kitchen 


FIG. S is a pictorial representation of the repair process appliance, such as the cooking time and temperature, for 
used in accordance with the present invention. either a single food product or a plurality of food products. 


That is, the kitchen appliance is programmed to operate with 
DETAILED DESCRIPTION cooking parameters tailored for a specific food product. See, 


The inventive Smart Commercial Kitchen (SCK) network so for example, U.S. Pat. No. 4,920,948, which is incorporated 
has the ability, among other things, in real -time to monitor herein by reference. 
and control the maintenance, repair and energy management Moreover, the controller regulates the percentage of time 
of kitchen or restaurant appliances located over a wide power is applied to the heating (or cooling) element in 
geographical area. Maintenance and repair, once initialized, accordance with the cooking parameters selected by the user. 
are monitored through a control center which contains the 55 For example, the heating element or heating elements may 
necessary software diagnostics, accounting records, inven- be pulsed with either a fixed or variable duty cycle 
tory records, and maintenance records for the particular (proportional control heating), may be fully turned on, or 
appliance under service. The capability to integrate these operated in an off /on manner similar to a thermostat, 
various accounting and repair services affords a highly depending on the heating mode of the kitchen appliance. 
efficient means for providing timely service to system sub- 60 Moreover, such controllers may include built -in intelli- 
scribers. The SCK network may be customized to the gent sensing and diagnostic equipment, which coupled 
particular needs of the subscribers, and due to the preferred through an interface board, detect and identify various types 
use of wireless communication, such as cellular radio of failures. Such failures include faulty heaters, sensors, 
communication, may be installed and used virtually any- fans, and the like. See, for example, U.S. Pat. No. 5,043,860 
where in the world. 65 and applicants' copending applications: U.S. Ser. No. 


It is contemplated that the present SCK network may be 08/501,211 and U.S. application entitled "Diagnostic Sys - 
realized, in part, by wireless communication. It is to be tem For A Cooking Appliance" filed Oct. 26, 1995, Ser. No. 
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08/549,098, which all are commonly assigned and incorpo- 
rated herein by reference. 


With continuing reference to FIG. 1, kitchen base stations 
150 (B, Ba may be found within respective cells 105 
(C1 --C6). Preferably, each kitchen base station 150 (131-B6) 
is capable of communicating through wireless means, such 
as through cellular radio or other wireless means, with 
corresponding kitchen appliances 110 (A1-A). If desired, 
manual changes in the menus or the cooking profiles may be 
made through an appropriate terminal 155 attached to the 
base station. As such, each kitchen base station 150 (13,-B6) 
includes a RF transmitter 160 and RF receiver 165, as 
illustrated in FIG. 2. Wire interconnections are not desirable, 
due primarily to the likelihood of such wires being inad- 
vertently cut by culinary instruments. It should, however, be 
understood that wire interconnections may be used. Of 
course, satellite, microwave or infrared communication may 
also be used in accordance with principles known to those 
skilled in the art. 


Preferably, each of cells 105 (C, -C6) is allocated at least 20 
one cellular radio channel used to effect bidirectional com- 
munication so as to monitor and track the maintenance, 
repair and energy management of kitchen appliances 110 
(A,-An) by means of information transmitted to and 
received from those appliances. Such information may 25 


include cooking parameters, billing information, appliance 
identification, diagnostic information, and maintenance 
instructions, as discussed herein below. Those skilled in the 
art will readily note that the channels may operate either in 
an analog or a digital mode or a combination thereof. In the 30 


digital mode, analog signals are converted to digital repre- 
sentations prior to transmission over the RF channel. Purely 
data messages, such as those generated by microprocessor 
based controller 140 may be formatted and transmitted 
directly over a digital channel. 35 


Communication is provided between kitchen base stations 
150 (131-B6) and a control center 170 through communica- 
tion links 175 of a data network 180. Control center 170 may 
be attended by one or more trained operators through 
terminals 185. Digital links operating at 56 Kb /sec or higher 
may be used as communication links 175. The data network 
180 may be an integrated system digital network (ISDN) 
facility. In this latter instance, the X0.25 protocol, may be 
used for facilitating the sending of message data between 


45 kitchen base stations 150 (Bi Be)and control center 170. 
The X0.25 protocol is well known to those of ordinary skill 
in the art and will not be discussed herein for the sake of 
clarity. 


It should be understood that control center 170 includes a so 
repair and accounting database 190 that permits the 
exchange of information relating to repair, accounting and 
billing. In addition, each kitchen base station 150 may 
contain internally resident databases necessary or useful in 
the customer billing or accounting process. Control center 55 
170 may be, for example, located within the same physical 
location as the cells. For extended coverage around the 
world, however, a plurality of control centers linked to each 
other may be employed. 


Each kitchen base station 150 (131-B6) may interrogate a 60 
corresponding controller 140 or controller 140 may request 
to transmit diagnostic information relating to the operating 
conditions of kitchen appliances 110 (A1-A11), which diag- 
nostic information may be immediately communicated to 
control center 170. It is contemplated that this diagnostic 65 
information may also be stored in internally resident data- 
bases of the kitchen base stations. Control center 170 may 


5 


lo 


15 


6 
take action as appropriate, including, among other things, 
downloading updated diagnostic software to controller 140, 
dispatching a service vehicle 195 through a mobile kitchen 
center 200, or updating accounting and inventory 
information, which is discussed in more detail herein below. 
Most of the functions are automatically controlled by control 
center 170, but may be also performed manually by the 
control center operator. If desired, some of these functions 
may be distributed to the base stations. 


Service vehicle 195 is provided, maintained and operated 
independently by the service agency subscribers to the 
system. Although FIG. 1 only shows one service vehicle, it 
should be clearly understood that in practice a fleet of 
service vehicles would be used. 


Communication network 100 also is preferably linked to 
a generic point of sale (POS) or an automated teller machine 
(ATM) system 205 which is linked to each of kitchen base 
stations 150 through data communication network 180. 
Further ATM/POS system 205 includes a POS /ATM data 
communication network 210. Plurality of independently 
operated ATM/POS systems all intercommunicate simulta- 
neously in order to provide billing service to subscribers of 
the inventive communication network. Aclearing house data 
communication network also interconnects the plurality of 
ATM/POS systems to clearing house network centers. By 
transferring information among the different ATM/POS sys- 
tems operated by various merchants, the clearing housing 
data communication network and the clearing house net- 
work centers allow direct inter -institution transactions, such 
as between ATM/POS system 205 and the particular ATM/ 
POS system operated by the subscriber's financial institu- 
tion. 


Referring to the illustration of FIG, 3, control center 170 
may include a communication controller 215, and a display 
controller 220, there being a suitable conventional interface 
225 therebetween. As stated above, control center 170 
includes database 190 containing, for example, the locations 
of the kitchen appliances, diagnostic software, associated 
accounting and billing information, and energy management 
data, as discussed herein below. Interface 225 may be a local 
area network (LAN) interface, having one or more terminals 
185, allowing control center operators to enter information. 
Terminals 185 are understood to include any of a variety of 
input devices such as a keyboard, mouse, trackball, or other 
user interface. 


Communication controller 215, among other things, 
serves as a processor and buffer between kitchen base 
stations 150, and display controller 220 and database 190. 
Data transmitted through communication controller 215 
may be displayed on a communication display 230. Display 
controller 220 is provided with a map display which displays 
information regarding the kitchen appliances in a graphical 
manner, such as on pre -existing digitized maps of arbitrarily 
large geographical areas, such as a city or state. Such a 
coverage display is illustrated in FIG. 4. For example, 
appliances may be noted by dots, with those requiring 
service indicated in red. Other suitable legends may be 
displayed, for example, indicating the type of appliance, last 
service day, parts availability, among other things. 


Referring next to FIG. 5, there is shown therein a sim- 
plified schematic block diagram of the equipment for 
kitchen appliances 105 used to transmit and receive data 
from kitchen base stations 150 in accordance with the 
present invention. In particular, the equipment illustrated in 
FIG. 5, may be used for communication to kitchen base 
stations 150 over digital channels. Data destined for trans- 
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mission to the kitchen base station is divided into data 
packets of messages in accordance, for example, with the 
time division multiple access (TOMA) technique of digital 
communications. Those skilled in the are will readily note 
that other techniques may be used, such as CDMA. Data 
packets along with supervisory messages generated by a 
so -called fast associated control channel (FACCH) generator 
515 are time division multiplexed by multiplexer 510. The 
output of multiplexer 510 is provided as an input to a burst 
interleaver 520 that divides the data into n consecutive time 
slots, each occupied by a byte consisting of m bits of control 
information. This interleaved data forms the input to a burst 
generator 525 that produces "messages burst" of data, each 
consisting of a time slot identifier, digital verification code, 
control or supervisory information and the data to be trans- 
mitted. 


The message burst produced by burst generator 525 is 
provided as an input to a RF modulator 530. RF modulator 
530 is used for modulating a carrier frequency according to, 
for example, the 2544 DQPSK technique that is well known 
those in the art of cellular radio communication. The use of 
this technique implies that the information transmitted by 
each appliance transmitter is differentially encoded, that is 
two bit symbols are transmitted as four possible changes in 
phase: + or -.54 and + or -94. The carrier frequency for the 
selected transmitted channel is supplied to the RF modulator 
by a transmitting frequency synthesizer 535. The burst 
modulated carrier signal output of RF modulator 530 is 
amplified by a power amplifier 540 and then transmitted to 
the base station through an antenna 545. 


Each appliance 110 receives burst modulated signals from 
kitchen base stations 150 through an antenna 550 connected 
to a receiver 555. A receiver carrier frequency for the 
selected receiving channel is generated by a receiving fre- 
quency synthesizer 560 and supplied to a 11F demodulator 
565. RF demodulator 565 is used to demodulate the received 
carrier signal into an intermediate frequency (IF) signal. The 
intermediate frequency signal is then demodulated further 
by an IF demodulator 570 which recovers the original digital 
information as it existed prior to' 4 DQPSK modulation. The 
digital information is then passed to symbol detector 575 
which converts the two bit symbol format of the digital data 
provided to a single bit data stream. For a more detailed 
description on the use of cellular radio communication, see, 
for example, Cellular Radio: Principles and Design, Ray- 
mond C. V. Macario, McGrraw -Hill, Inc. 1993. 


Those skilled in the art will readily note that much of the 
equipment used by appliances 110 to effect cellular com- 
munication may also be used by kitchen base stations 150 
and mobile kitchen center 200. Accordingly, for the sake of 
simplicity, that equipment will not be discussed herein. 
There is, however, arte important difference. Kitchen base 
stations 150, unlike appliances 110, are preferably connected 
to control center 170 through high speed communication 
links of data network 180. Also, kitchen base stations 150 
each includes a microprocessor 167 that controls the activi- 
ties of the base station and communication among the 
appliances and the kitchen base stations. Decisions are made 
by the microprocessor in accordance with data received 
from control center 170. The microprocessor is also pro- 
vided with terminal keyboard and display unit 155 that 
allows a user to exchange information with appliances 110 
as well as with control center 170. 


FIG. 6 is a simplified flow chart illustrating the operation 
of the kitchen base station. Briefly, the flow chart includes a 
sequence of generally repetitive instructions arranged in a 
loop in which the station polls or is interrupted by special 
events and branches to an appropriate communication mode. 


8 
On power up at block 600, control passes to block 605 


which determines whether data has been received from the 
kitchen appliances. Essentially decision block 605 deter- 
mines whether the kitchen appliance(s) are communicating 


5 to the control center. If such communication is requested, 
control passes to block 610 to effect communication. 
Otherwise, block 615 determines whether the control center 
is attempting to communicate with the kitchen appliance(s). 
If so, at block 620 the received data is forwarded to the 


to appropriate appliance. Control then passes to block 625 
which determines if an operator has entered any message 
data, either to an appliance or the control center. Any such 
data is then transmitted at block 630. 


In general, an application- oriented protocol is used to 
15 coordinate the activities between the appliances and the 


control center to ensure common syntax semantics for the 
transmitted application data. For example, the application - 
oriental protocol may specify a particular type of encoding 
for appliance identification data as well as the origination of 


20 such information with a message. The application- oriented 
protocol formats the messages and transmits either to the 
kitchen appliance or the control center. Control center 170 
may transmit, for example, updated diagnostic software for 
the appliance, updated cooking profiles, and in general, data 


25 associated with the operations of the kitchen appliances. Ou 
the other hand, data transmitted from the kitchen appliance 
may include identified failures or malfunctions in the cook- 
ing appliance, including kitchen appliance identification 
information. 


30 Normally, monitoring and tracking control passes to the 
control center after a malfunction or fault has been reported 
by the microprocessor based controller. However, the con- 
trol center may effect preventive maintenance even when 
there is no malfunction reported. Scheduled preventive 


35 maintenances are stored in database 190. Alternatively, each 
base station may request preventive maintenance for its 
associated kitchen appliance(s). At the appropriate time, 
control center 170 dispatches a service vehicle. 


Referring now to FIGS. 7A -7B, the operation of the 
control center is illustrated. FIGS. 7A and 7B the manner io 
which the control center in the present embodiment tracks 
and monitors repair and maintenance. In most instances, it is 
understood that the control center initializes service only to 


45 
effect repair or preventive maintenance. Integrated with this 
function is the system's capability to effect billing and 
accounting. 


Normally, message data from the appliances consists of 
four different types: repair, billing, diagnostic or reports. At 


so decision blocks 705, 710, 715 and 720, control center 170 
determines which type of message data it is. Block 705 
checks for repair message data. If, in decision block 725, a 
repair request has been received from the appliance, control 
then passes to block 755 which, once identifying the location 


ss of the appliance and the nearest service agency, dispatches 
a service vehicle. 


Those skilled in the art will readily note that the network 
system of the present invention allows the control center to 
monitor kitchen appliances located over wide geographical 


so areas for early warning of failure or degradation in perfor- 
mance. If the degradation, however, is gross, the control 
center may communicate and display on the console of the 
kitchen appliance a message warning that the kitchen appli- 
ance is unacceptable for cooking purposes. If desired, the 


65 control center may be programmed in the latter instance to 
disable the kitchen appliance to eliminate any possible 
health risks. Alternatively, the cooking parameters of the 
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kitchen appliance may be changed to compensate for the Referring to FIG. 8, on site repair is enhanced through the 
malfunctioning appliance until repairs can be effected. use of a portable hand held terminal 810 having, for 


Once a service vehicle has been dispatched, any graphical example, a Palm/Laptop computer linked to microprocessor 
display of the appliances as well as database 190 is updated based controller 140 by a suitable interface, such as, for 
to indicate the current status of the appliance under service, 5 example, a wireless RS -232 interface using infrared com- 
as noted at block 760. munication. Of course, wireline or optical interfaces may 


It is contemplated that the control center responds to also be used. Such hand held pocket computers are readily 
diagnostics information transmitted periodically by the available from Texas Instruments, Hewlett Packard and 
appliance. At block 730, such diagnostic information is Casio, among others. Hand held terminal 810 interrogates 
stored in database 190. This diagnostic information may ao the controller so as to ascertain the model and model number 
include, but is not limited to the information indicated of the appliance under service, and then diagnoses abnormal 
below: operating conditions. Of course, should infrared communi- 


Appliance Location cation be used, controller 140 is equipped with an infrared 
Appliance Type transmitter /receiver 820. The low -level software is readily 
Controller Type 15 capable of implementation by those skilled in the art. For 


Diagnostic Software Version example, conventional database management software may 


Last Repair Date be employed in the hand held terminal along with suitable 


Next Maintenance Date diagnostic software. It is contemplated that such software 


Time Stamp 
and the like, for example, may be stored in standardized 


zo memory cards conforming to both the JEIDA and PCMIA 
Date Stamp standards. Both standards are substantially identical for use 
Type of Malfunction in 68 pin interchangeable memory cards. 


Heaters Hand held terminal 810 also has a local RF receiver and 
Fans transceiver provided with an antenna by which it commu- 
Power supplies 25 nicates to control center 170 via kitchen base station 150. 
Sensors Cellular communication to the kitchen base station may be 
Electronics effected as discussed above herein. To preserve the data 
Software contents of the hand held terminal, a memory back -up 


Statistical Cooking Data battery is preferable. 
Hours of Operation 30 Prior to effecting repairs, terminal 810, however, may 
Deviations From Operating Temperature request from control center 170 the associated accounting 
Deviations From Normal Operating Temperature and service information associated with the appliance under 
Gradients service. This is illustrated in block 710 of the FIG. 7. Such 


Cooking Profiles accounting and service information includes, but is not 
Time 35 limited to: 
Temperature Customer Name 
Fan setting Customer Location 
Humidity setting 


ID 
Rotation Setting (for rotisserie) 
Belt Speed 40 Service Area 


Damper Position Account Number 


Microwave Energy Setting Bank 
Refrigeration Time and Temperature Service Warranties 


According to the preferred embodiment, control center Credits 
170 analyzes at block 735 such diagnostic information so as 45 Upon effecting repair, control center 170 prepares and 
to determine whether to disable the appliance at block 740 transmits at block 770 an appropriate invoice. The sub - 
or at block 745 to modify the cooking profiles stored in the scriber or an authorized person thereof then enters a security 
appliance. Such analysis may use the techniques disclosed, password or code, such as a personal identification number 
for example, in U.S. Pat. No. 5,043,860, U.S. Ser. No. (PIN) authorizing funds to be transferred from the subscrib- 
08/501,211 and U.S. patent application entitled "Diagnostic so er's institution to the service agency that performed the 
System For A Cooking Appliance," (Ser. No. 08/549,098), repair or maintenance. Alternatively, an unauthorized sig- 
filed Oct. 26, 1995. The generation of other such diagnostic- nature may be digitalized and captured. Upon approval, 
specific software may be realized by those programmers of control center 170 at block 775 initiates a transfer of funds 
ordinary skill in the art of cooking. For example, it is from the customer's or subscriber's financial institution to 
contemplated that such diagnostic software may use artifi- 
cial intelligence or so- called "fuzzy -logic." 


Such diagnostic information stored in database 190 may 
also be later retrieved and used for quality control to 
determine the frequency and type of failures for specific 
types of kitchen appliances. 


By way of reiteration, based on information transmitted to 
control center 170, a repair person may be dispatched to the 
site of the kitchen appliance requiring service or preventive 
maintenance. This dispatch can be effected through radio 
communication (e.g., mobile kitchen station 200) or through 
the use of an ordinary telephone to the appropriate service 
center nearest to the location of the kitchen appliance. 


55 the account of the service agency. Once completed, the 
invoice is transmitted at block 780 to terminal 810 which 
then prints a hard copy of the invoice. 


Those skilled in the art will readily recognize the advan- 
tages of this integrated billing and accounting services 


60 inasmuch as this eliminates the need for any accounting 
back at the office of the service agency. 


Alternatively, inasmuch as hand held terminal 810 con- 
tains the billing records for the appliance under service, the 
invoice maybe prepared by hand held terminal 810. In this 


65 latter case, hand held terminal 810 is embedded in memory 
with the standard billing and invoicing format. Once 
prepared, the billing records may be transmitted to control 
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center 170. In Ibis manner, some of the accounting functions 
may be distributed or off loaded to die hand held terminals. 


of course, those skilled in the art will readily realize that 


kitchen base stations 150 may also be programmed to 


prepare the invoice. These latter choices are dependent on 5 


whether the network is structured as a highly centralized or 


distributed architecture. 
Once repairs have been made, control center 170 then 


updates the accounting, billing and maintenance records 


within the database. Also, control center 170 may update to 


inventory, taking into account any parts used in making the 


repairs. In this manner, service personnel may later readily 


ascertain the availability of parts for a particular appliance, 
such as through hand held terminal 810. 


During repairs, should terminal 810 require updated diag- is 


nostic software for the particular appliance under service, 
such a request is transmitted to the control center. Such a 


request is responded to at block 715, with the appropriate 
software then transmitted to terminal 810 via the commu- 
nication network, as indicated at block 785. In this manner, zo 


as new diagnostic tools become available for specific 
kitchen appliances, they are now readily accessible for use 


by the food service industry. 
Similarly, database 190 may contain maintenance instruc- 


tions for each type of kitchen appliance. If the service 25 


personnel is unfamiliar with the appliance, a request may be 


initialized for control center 170 to download the necessary 
repair and maintenance instructions for the appliance under 
service. 


Importantly, control center 170 includes database 190 30 


containing customer information, accounting history, appli- 


ance data, such as previous repairs and faults, updated 
diagnostic software and billing data. Advantageously, this 
allows service personnel as well as control center operators 
to update credits, warranties, or returns for a particular 35 


subscriber in real time. Also, service personnel may request 


at block 720 for center 170 to generate and transmit various 
records for a specific subscriber or appliance as indicated 
below; 


Payment History 
Maintenance History 
Appliance Part Inventory 
Customer Data 
Prior Repairs or Malfunctions 45 


Warranty Records 
Such capabilities enhance quality control as well as 


minimize the amount of work performed by service person- 


nel on administrative tasks. Database management software 


running under UNIX may be employed in control center so 


170, which is readily capable of implementation by those 
skilled in the art. 


Also, it is contemplated that the control center may, if 


desired, control in real -time the normal operation for some 


or all of the kitchen appliances. For example, to effect a ss 


change in a recipe for a particular food product, new cooking 
parameters may be communicated to the controllers of each 


desired kitchen appliance. In this manner, retail food service 
chains, such as McDonald's® or Burger King ®, may readily 


update the cooking profiles of their food products on a global so 


basis. 
Those skilled in the art will readily understand that during 


normal operation, the controller of each kitchen appliance 
regulates the percentage of time power is applied to the 


heating means in accordance with the stored cooking pro - es 


files of the food products. For example, the heating means 
maybe pulsed with either a fixed or variable duty cycle, may 


40 


12 
be fully turned on, or operated in an on/off manner similar 
to a thermostat. The specific control algorithm is based on 


the particular type of kitchen appliance being controlled, for 


example, fryer, oven, air conditioner or the like. 


In accordance with principles of the invention, it is further 
contemplated that the control center may, if desired, alter- 


natively control in real time the peak power demand of the 


kitchen appliances, for example, in accordance with the 


relative priorities thereof. Of course, each base station may 


control the peak power demand, if desired. That is, the 


control center controls the amount of power utilized by the 


kitchen appliances within each cell or cells by controlling 
when various heating (or cooling) means of the kitchen 
appliances are turned "on." This is especially important 


inasmuch as one of the key parameters in determining 


electrical rates charged by a utility company is determined 
by the peak power load within a specific period of time. 


Normally, the utility company charges a customer a higher 


rate to deliver a higher peak power. 
Advantageously, a minimum peak power can be achieved 


by limiting the number of kitchen appliances that are turned 


on at any one time. Moreover, the kitchen appliances can be 


prioritized so that desired appliances can be serviced first 


with respect to energy management, depending on the nature 


of the appliance and its relative priority or importance to the 


user, 
Included in the diagnostic information periodically trans- 


mitted to control center 170 may be the actual power 
demand of the kitchen appliances. During normal operation, 
control center 170 determines the limit for the maximum 
power demand within each cell or desired number of cells. 


Preferably, the maximum power demand for each cell is user 
programmable and is stored, for example, in database 190. 


The actual power demand is dependent on the type and 


number of the kitchen appliances in each cell or cells. If the 


actual power demand exceeds the maximum power demand 


limit, control center 170 may reduce the duty cycle of at least 
one of the kitchen appliance as discussed in more detail 


herein below, That is, the "OFF' period of the duty cycle of 
one or more appliances is lengthen. It should be understood 
that the duty cycle herein refers to the amount of time the 


electrical load, e.g., the heating or cooling element, within 


the kitchen appliance is powered "ON" and "OFF." 
In other words, the system determines whether the maxi- 


mum demand will be exceeded by comparing the calculated 


load to the maximum system load value. The maximum 
system load value is user programmable. The calculated load 


is determined by factoring the power requirements of the 


appliances currently operating within the cell or cells. It is 


contemplated that the user has the capability to change the 


system configuration, by entering the power requirements of 
each appliance, the priority of the appliance and other 
parameters such as the control algorithm used in regulating 
the temperature. 


Preferably, each kitchen appliance is preprogrammed with 
a minimum power On /Off duty cycle to ensure that the 


appliances operate acceptably. For example, during idle, the 


duty cycle may be varied greatly. Also, for those appliances 
having mechanical relays which deteriorate when exercised 
frequently, it is desirable to limit the frequency that the 


relays are closed or opened. This is achieved by prepro- 
gramming and following minimum On /Off times. For 
example, the minimum "ON" time might be 4 seconds and 


the minimum "OFF" time might be 2 seconds. 
When control center 170 determines that the maximum 


demand in a cell or desired number of cells will be exceeded, 


selected kitchen appliances with the lowest priority and 
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powered "on" for the minimum time are placed into a power 


cycle "off" state by control center 170. Inasmuch as con- 


troller 140 and thus control center 170 knows whether the 


appliance is in an idle or cook mode, the appliance can 


judiciously be turned off without affecting the operation of 
the appliance. Alternatively, base station 105 may place the 


appropriate kitchen appliance in the power cycle "off" state 


and inform control center 170 of its actions. Additionally, 
other kitchen appliances, which may not be currently 
operating, may have their "off' time extended by control 
center 170, which is effected through communication to and 


from the corresponding microprocessor controller 140. For 


example, when the maximum demand level is exceeded, 
lowest priority appliances on for the minimum "ON" time 


are turned "OFF." Then, low priority appliances will have 


their "OFF' times lengthen by, for example, one second. 


After an evaluation delay lime, power demand of appliances 
within the cell or cells are evaluated again and appropriate 
action taken, including, if necessary, shortening the "OFF" 
times on a priority basis. 


In the above manner, control center 170 preforms a 


so- called "load leveling" algorithm to bring the power 
demand level within each cell or cells within a "safety" 
band ". Such a "loading leveling" algorithm may be required 
when additional kitchen appliances within each cell or cells 


wish to go online. 
It should be understood that the above safety band is a 


range below the maximum allowed demand which allows 


the kitchen appliances to operate in a cycled manner, e.g., 
variable duty cycle or pulsed. When the power demand is 


below the safety band there is power capability to handle 
more appliances for operation. When the demand is within 
the safety band, the appliances within the corresponding cell 
are said to operating harmoniously. When the power demand 
is below the safety band the control center adjusts the 


allowable "OFF' times of the kitchen appliances by short- 


ening the "Off' time of prioritized appliances. 
The maximum safety band is programmable and may, for 


example, be set to 5% of the maximum demand. The result 


is that all appliances under control within a cell will be 


controlled without interruption up to the maximum demand 
level. When the maximum demand level is exceeded, the 


power cycling of the lowest priority operating kitchen 
appliance is modified by reducing the duty cycle. The 
portion of the maximum cell load allocated to each appli- 


ance is programmed into the control center. Allocation of the 


maximum cell load is performed by determining the total 


maximum cell load requirement and the desired maximum 
cell load. Such information may then be used to calculate the 


percentage of load each appliances contributes to the total 


power load. For example, a appliance rated at 2 Kw within 
a cell with 40 Kw of appliances contributes to 5% of the 


load. With a desired maximum system load of 20 Kw, the 


appliance uses 1 Kw of the maximum load. 
Preferably, the present network accumulates the on /off 


state of each kitchen appliance at one second intervals or less 


for a 15 minute time period. This latter data is used to 


determine the current peak power demand. Those skilled in 


the art will readily recognize that the appliance priorities 
vary as to the time of day. For example, fryers would have 
a lower priority in the breakfast menu time than a lunchtime 
when they are heavily used. Accordingly, it is contemplated 
that the appliance priority may be user programed to vary 
with expected demand. 


Another uniqueness of the present SCK network is that 


company assets may be readily audited without the need of 


sending auditors into the field. Indeed, the control would not 


14 
only have a database of the locations of the appliances, but 
what their statistical failure rates were, which service agency 


had the parts and inventory for a specific appliance, among 
other things. Compared with the prior art philosophy of 


s reacting to malfunctions, the present system actively moni- 
tors the performance of the appliance, providing not only a 


quality control function, but minimizing in the long, run 
repair cost. 


It should be emphasized that the above described flow 


to charts are merely examples of the how the system may be 


programmed in order to effect the tracking and monitoring 
of activities directed to billing, repair and maintenance. 
Other application -specific software may readily be realized 
by those skilled in the art and who have been equipped with 
the understanding of the operation of the present invention 


15 as set forth in the above description. 
Accordingly, it should be understood that the embodiment 


herein is merely illustrative of the principles of the inven- 


tion. Various modifications may be made by those skilled in 


the art which will embody the principles of the invention and 


zo fall within the spirit and the scope thereof. For example, 
hardwired, fiber, infrared or microwave communication 
channels may be used to link the kitchen or cooking appli- 
ances to the control center. Furthermore, the some of the 
repair and accounting services may be distributed or off 


25 loaded to the base stations. 
I claim: 
1. A communication system for integrating accounting, 


billing and repair services for restaurant appliances located 
over a geographical area, comprising: 


30 
a plurality of base stations through wireless communica- 


lion transmitting and receiving messages to and from 
associated restaurant appliances; and 


control center means coupled through data links to said 
plurality of base stations for processing in real -time 


35 
accounting, billing and repairs for said restaurant appli- 
ances in response to messages transmitted to and 
received from said restaurant appliances via said plu- 


rality of base stations. 
2. The communication system of claim 1 wherein said 


data links are wireless data links. 
ao 3. The communication system of claim 1 wherein said 


control center means is located in the same physical location 
as one of said plurality of base stations. 


4. The communication system of claim 1 wherein said 
control center means is located in a different physical 


45 location than said plurality of base stations. 
5. The communication system of claim 1 wherein each of 


said restaurant appliance has a microprocessor means for 


controlling the operation of the corresponding restaurant 
appliance in accordance with user selected operating param- 


so eters. 
6. The communication system of claim 5 wherein said 


microprocessor means for controlling under program control 


detects and identifies malfunctions of an associated restau- 
rant appliance. 


55 7. The communication system of claim 5 wherein said 
microprocessor means reduces the power consumption of 
said restaurant appliances so as to not exceed a predeter- 
mined threshold value. 


8. The communication system of claim 7 wherein said 


60 microprocessor means reduces the power consumption by 


shortening the off period of the duty cycle of one or more of 
said restaurant appliances. 


9. The communication system of claim 1 further com- 
prising 


65 point of sale means for debiting a user's financial account 
for expenses associated with repair service of said 


restaurant appliances. 
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10. The communication system of claim 1 further includ- 


ing a database containing diagnostic software, accounting 
records, inventory records, maintenance records and power 


requirements for said restaurant appliances. 
11. The communication system of claim 10 wherein said 5 


database is resident in said control center. 
12. The communication system of claim 1 wherein said 


control center means includes 


a communication controller responsive to messages 
received from said base stations, and 10 


a communication display coupled to said communication 
controller, said display displaying associated repair and 
billing information of said restaurant appliances in a 


graphical manner. 
13. The communication system of claim 1 wherein said 15 


control center means in response to messages received from 


said base stations downloads diagnostic software, dispatches 
a service vehicle or updates accounting and inventory 
records for said restaurant appliances. 


14. The communication system of claim 1 wherein each 20 


of said base stations is associated with a radio coverage area 


or cell, such that restaurant appliances located within the 


same cell communicate with the same base station. 
15. The communication system of claim 1 wherein each 


of said restaurant appliances includes a RF transmitter and 25 


RF receiver. 
16. The communication system of claim 1 wherein each 


of said restaurant appliances transmits periodically diagnos- 
tic information to said control center means via said base 
stations. 


30 


17. The communication system of claim 16 wherein said 
control center means in response to said diagnostic infor- 
mation disables a malfunctioning restaurant appliance. 


18. The communication system of claim 16 wherein said 


control center means in response to said diagnostic infor- 35 


mation modifies the cooking profile of at a least one food 
product for a malfunctioning restaurant appliance. 


19. The communication system of claim 1 wherein said 
control center means in response to a user generated request 
transmits updated diagnostic software specific to a type of 40 


restaurant appliance under service. 
20. The communication system of claim 1 wherein said 


control center means includes an integrated system digital 
network. (ISDN) interconnecting said plurality of base sta- 
tions. 


as 


21. The communication system of claim 1 wherein said 
messages include cooking profiles, billing and accounting 
information, appliance identification, diagnostic 
information, maintenance information or power require- 
ments. 


50 


22. The communication system of claim 1 wherein each 


of said plurality of base stations includes means for peri- 
odically interrogating said restaurant appliances for deter- 


mining the operational status of said restaurant appliances. 
23. The communication system of claim 1 further com- 55 


prising 
a hand held terminal coupled to at least one of said 


restaurant appliances through a communication link, 


said hand held terminal interrogating said restaurant 60 
appliances so as to diagnose abnormal operating con- 


ditions. 
24. The communication system of claim 23 wherein said 


hand held terminal includes 


a computer, and 65 


means for communicating with said restaurant appliances 
using wireless communication. 
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25. The communication system of claim 1 wherein said 


control center means in response to a user generated request 
prepares and transmits a service invoice. 


26. The communication system of claim 1 wherein said 


control center means in response to a user generated request 
prepares and transmits an accounting, billing or repair report 


for a specific restaurant appliance. 
27. A communication system for monitoring and tracking 


the maintenance and repair of kitchen or cooking appliances, 
comprising: 


a control center having a database containing repair and 


maintenance data for said kitchen or cooking appli- 
ances; 


a plurality of kitchen base stations; 
a communication link interconnecting said plurality of 


kitchen base stations to said control center, each of said 


plurality of kitchen base stations including means for 
transmitting and receiving repair and maintenance data 
to and from said control center; and 


a communication link interconnecting said kitchen or 
cooking appliances to said kitchen base stations, said 
communication links forming a path for said repair and 


maintenance data to be transmitted to and from said 
kitchen or cooking appliances, said control center 
monitoring and tracking the maintenance and repair of 
said kitchen or cooking appliances from the repair and 


maintenance data transmitted over said communication 
links. 


28. The communication system of claim 27 wherein said 
communication link is a radio communication link. 


29. The communication system of claim 27 wherein said 
communication link is a cellular radio communication link. 


30. The communication system of claim 27 wherein said 
database further includes billing and accounting records, and 
said system further comprising point of sale means commu- 
nicating with said control center for debiting a user's finan- 


cial account for expenses associated with maintenance and 


repair of a specific kitchen appliance. 
31. The communication system of claim 27 wherein said 


database further contains diagnostic software, accounting 
records, inventory records and maintenance records for said 
kitchen appliances. 


32. The communication system of claim 27 wherein said 
control center in response to a user generated request 
prepares and transmits an accounting, billing or repair report 
for a specific kitchen appliance. 


33. The communication system of claim 27 wherein said 
control center in response to data received from said kitchen 
base stations downloads diagnostic software, dispatches a 


service vehicle or updates accounting and inventory records 
for said kitchen appliances. 


34. The communication system of claim 27 wherein each 


of said kitchen base stations is associated with a radio 
coverage area or cell, such that kitchen appliances located 
within the same cell communicate with the same kitchen 
base station. 


35. The communication system of claim 27 wherein said 
control center is located in the same physical location as one 
of said plurality of kitchen base stations. 


36. The communication system of claim 27 wherein said 


control center is located in a different physical location than 


said plurality of kitchen base stations. 
37. The communication system of claim 27 wherein each 


of said kitchen appliances includes a RF transmitter and RF 
receiver. 


38. The communication system of claim 27 wherein each 


of said kitchen appliances transmits periodically diagnostic 
information to said control center via said kitchen base 
stations. 
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39. The communication system of claim 38 wherein said conditions of said cooking appliances so as to initiate 


control center in response to said diagnostic information repair service upon the occurrence of a predetermined 


disables a malfunctioning kitchen appliance. condition; and 


40. The communication system of claim 38 wherein said a point of sale system interconnected to said control 


control center in response to said diagnostic information 5 center for receiving said accounting and billing data 


modifies the cooking profile of at a least one food product from said control center, said point of sale system 


for a malfunctioning kitchen appliance. directing the transfer of funds, associated with the 


41. The communication system of claim 27 wherein said repair service of a specific cooking appliance, from a 


control center in response to a user generated request user's financial institution to an agency's financial 


transmits updated diagnostic software specific to a type of w account performing the repair service. 


kitchen appliance under service. 
52. The communication system of claim 51 wherein said 


42. The communication system of claim 27 wherein each 
control center is located in the same physical location as one 


of said kitchen appliances has a microprocessor based 
of said plurality of kitchen base stations. 


controller, said controller under program control detecting 
ntr The communication in a diem of claim 51 wherein said 


and identifying malfunctions of an associated kitchen a fi- 15 


control 
plurality 


centerof 
kitchen 


in a different physical location than 


fy g PP said plurality of kitchen base stations. 
ance. 54. The communication system of claim 51 wherein said 


43. The communication system of claim 27 wherein each control center in response to a user generated request 


of said kitchen appliances has a microprocessor based prepares and transmits an accounting, billing or repair report 


controller, said controller regulating the power usage of the for a specific kitchen appliance. 


corresponding kitchen appliance. 20 55. The communication system of claim 51 wherein said 


44. The communication system of claim 27 wherein said control center in response to data received from said kitchen 


control center includes an integrated system digital network base stations downloads diagnostic software, dispatches a 


(ISDN) interconnecting said plurality of kitchen base sta- service vehicle or updates accounting and inventory records 


tions. for said kitchen appliances. 


45. The communication system of claim 27 wherein said 25 56. The communication system of claim 51 wherein each 


control center includes kitchen base station is associated with a radio coverage area 


a communication controller responsive to data received or cell, such that kitchen appliances located within the same 


from said kitchen base stations and said kitchen cell communicate with the same base station. 


appliances, and 57. The communication system of claim 51 wherein each 


a communication display coupled to said communication 30 of said kitchen appliances includes a RF transmitter and RF 


controller, said communication display displaying said receiver. 


maintenance and repair data in a graphical manner. 58. The communication system of claim 51 wherein each 


46. The communication system of claim 27 wherein said of said kitchen appliances transmits periodically diagnostic 


repair and maintenance data includes cooking profiles, bill- information to said control center via said base stations. 


ing and accounting information, appliance identification, 35 59. The communication system of claim 58 wherein said 


diagnostic information or maintenance information. control center in response to said diagnostic information 


47. The communication system of claim 27 wherein each from kitchen appliances disables a malfunctioning kitchen 


of said plurality of kitchen base stations includes means for appliance. 


periodically interrogating said kitchen appliances for deter- 60. The communication system of claim 58 wherein said 


mining the operational status of said kitchen appliances. 40 control center in response to said diagnostic information 


48. The communication system of claim 27 further com- modifies the cooking profile of at a least one food product 


prising 
for a malfunctioning kitchen appliance. 


a hand held terminal coupled to at least one of said kitchen 
61. The communication system of claim 51 wherein said 


appliances through a communication link, said hand 
control center in response to a user generated request 


held terminal under program control interrogating a 
as transmits updated diagnostic software specific to a type of 


specific kitchen appliance so as to diagnose abnormal 
kitchen appliance under service. 


operating conditions. 
62. The communication system of claim 51 wherein each 


49. The communication system of claim 48 wherein said 
of said kitchen appliances has a microprocessor based 


hand held terminal includes 
controller interfaced therewith so as to detect and identify 


a computer, and 
5o malfunctions. 


63. The communication system of claim 62 wherein said 


means for communicating with said kitchen appliances controller controls the power consumption of the kitchen 
using wireless communication. appliance by adjusting the On /Off duty cycle of the kitchen 


50. The communication system of claim 27 wherein said appliance. 
control center in response to a user generated request ss 64. The communication system of claim 51 wherein said 


prepares and transmits a service invoice. control center includes an integrated system digital network 
51. A communication system for processing billing, (ISDN) interconnecting said plurality of kitchen base sta- 


accounting and diagnostic information for cooking tions. 
appliances, comprising: 65. The communication system of claim 51 further includ- 


a plurality of base stations, each including means for 60 ing means for displaying said data associated with the 


transmitting and receiving data associated with the operating conditions of said cooking appliances in a graphi- 


operating conditions of said cooking appliances; cal manner. 
a control center having a database for storing said billing, 66. The communication system of claim 51 wherein said 


accounting and diagnostic information; data associated with the operating conditions of said cooking 


a communication link interconnecting said plurality of 65 appliances includes cooking profiles, billing and accounting 


base stations to said control center, said control center information, appliance identification, diagnostic information 


responsive to said data associated with the operating or maintenance information. 
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67. The communication system of claim 51 wherein each patching a service vehicle or updating accounting and inven- 
of said plurality of base stations includes means for peri- tory records for said specific kitchen appliance. 
odically interrogating said kitchen appliances for determin- 75. The method of claim 71 further comprising the step of 
ing the operational status of said kitchen appliances. said specific kitchen appliance transmitting periodically 


68. The communication system of claim 51 further com- s diagnostic information to said control center via said kitchen 


prising base stations. 


means coupled to at least one of said kitchen appliances 76. The method of claim 71 further comprising the step of 


through a communication link for interrogating a spe- 
said control center in response to diagnostic information 
disabling a specific kitchen appliance. 


cific kitchen appliance so as to diagnose abnormal 77. The method of claim 71 further comprising the step of 
operating conditions. 10 said control center in response to diagnostic information 


69. The communication system of claim 68 wherein said modifying the cooking profile of a specific kitchen appli- 
means for interrogating includes ance. 


a computer, and 78. The method of claim 71 further comprising the step of 
wireless means for communicating with said kitchen said control center transmitting updated diagnostic software 


appliances. 
15 to said base stations. 


70. The communication system of claim 51 wherein said 79. The method of claim 71 further comprising displaying 


control center in response to a user generated request data associated with the operating conditions of said kitchen 


prepares and transmits a service invoice. appliances in a graphical manner. 


71. A method of processing billing, accounting and diag- 80. The method of claim 71 wherein said data associated 


nostic information for cooking appliances wherein a plural - with the operating conditions of said kitchen appliance 


ity of kitchen base stations each transmits and receives data includes cooking profiles, billing and accounting 
associated with the operating conditions of said cooking information, appliance identification, diagnostic information 


appliances over cellular data links, wherein said kitchen base or maintenance information. 


stations interconnect to a control center and a point of sale 81. The method of claim 71 further comprising the step of 


system, comprising the steps of: periodically interrogating said kitchen appliances for deter - 


initiating repair service of a specific cooking appliance mining the operational status of said kitchen appliances. 


upon the occurrence of a predetermined condition; 82. The method of claim 71 further comprising the step of 


retrieving from said control center accounting and billing 
said control center preparing and transmitting a repair 


information associated with said specific cooking 30 
invoice to 


method 
base 


appliance so as to thereby generate a repair invoice; 
83. The 


whether 
et claim 71 further 


power demand 
the steps 


of determining whether the actual power demand of the 
retrieving billing information from said control center for kitchen appliances will exceed a predetermined threshold 


said specific cooking appliance; and value, and reducing the power usage of least one of the 
transmitting said billing information to said point of sale kitchen appliance if the actual power demand will exceed a 


of system, said point of sale system electronically 35 predetermined threshold value. 
transferring funds for the repair of said specific cooking 84. The method of claim 71 wherein the step of reducing 
appliance from a user's financial account to an agen- the power usage includes the step of shortening the duty 
cy's financial account performing the repair. cycles of selected cooking appliances. 


72. The method of claim 71 further comprising the step of 85. The method of claim 84 wherein the step of reducing 
said control center preparing and transmitting an accounting, 40 the power usage includes the step of turning off selected 
billing or repair report for said specific cooking appliance. cooking appliances. 


73. The method of claim 71 further comprising the step of 86. The method of claim 71 further comprising the step of 
said base stations preparing an accounting, billing or repair prioritizing the kitchen appliances and shortening the on 
report for an associated cooking appliance. period of one or more lowest prioritized kitchen appliance so 


74. The method of claim 71 further comprising step of 45 as to lower the power usage. 
said control center in response to data received from said 
kitchen base stations downloading diagnostic software, dis- 
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[57] ABSTRACT 


An integrated control system comprises one or more con- 
trollers each equipped to perform a control function and to 
gather data (ordinarily from sensors) relevant to the control 
function. Each controller contains computer storage means, 
such as computer memory, for storing the relevant data and 
instructions, associated with the data, for causing a remote 
computer to generate a visual display incorporating the data 
in a predetermined format; and a communication module for 
establishing contact and facilitating data interchange with 
the remote computer. The remote computer, in turn, also 
includes a communication module compatible with the 
controller -bome module, and which enables the remote 
computer to download the data and associated instructions 
from one or more controllers. The remote computer also 
includes a facility for processing the instructions to create a 


user interface encoded by the instructions, and which incor- 
porates the data. In this way, controller data is coupled to 
instructions for displaying that data, and this totality of 
information is continuously accessible, on a freely selective 
basis, to the remote computer. 


22 Claims, 2 Drawing Sheets 
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DISTRIBUTED INTERFACE 
ARCHITECTURE FOR PROGRAMMABLE 


INDUSTRIAL CONTROL SYSTEMS 


FIELD OF THE INVENTION 


The present invention relates to industrial automation, and 


in particular to communication with and among program- 
mable controllers for operating and monitoring industrial 
processes and equipment. 


BACKGROUND OF THE INVENTION 


Sophisticated industrial processes, such as oil refining, 


automobile assembly or power generation, require the coop- 
erative execution of numerous interdependent tasks by many 
different pieces of equipment. The enormous complexity of 
ensuring proper task sequencing and management, which 


requires not only procedural logic but constant monitoring 
of equipment states to organize and distribute operations and 


detect malfunction, has resulted in the widespread adoption 


of programmable controllers. These controllers operate 
elaborate industrial equipment in accordance with a stored 


control program. When executed, the program causes the 


controller to examine the state of the controlled machinery 
by evaluating signals from one or more sensing devices 
(e.g., temperature or pressure sensors), and to operate the 


machinery (e.g., by energizing or deenergizing operative 
components) based on a procedural framework, the sensor 
signals and, if necessary, more complex processing. The 
"inputs" to a particular controller can extend beyond the 
sensed state of the equipment the controller directly operates 
to include, for example, its environment, the state of related 
machinery or the state of its controllers. 


Control requirements become even more complex when 
different aspects of the same overall process are assigned to 


remotely situated equipment. Such configurations often 
require reliable, high -bandwidth serial communication links 


to provide the necessary interconnection and handle data 
transfer among controllers and the sensors relevant to their 
operation. 40 


Ordinarily, process operation is monitored, at least 
intermittently, by supervisory personnel by means of one or 
more central management stations. Each station samples the 


status of controllers (and their associated sensors) selected 
by the operator and presents the data in some meaningful 45 


format. The management station may or may not be located 
on the same site as the monitored equipment; frequently, one 
central station has access to multiple sites (whether or not 


these perform related processes). Accordingly, communica- 
tion linkage can be vital even in traditional industrial envi- 50 


ronments where process equipment is physically proximate, 
since at least some supervisory personnel may not be. 


To facilitate the necessary communication, the controller 
processors and related computers (such as monitoring 
stations) are arranged as a computer network. A network, 55 


basically, is a collection of interconnected computers that 
use some consistent protocol to communicate with one 
another. Typically, the network is organized such that any 


computer may communicate with any other network com- 
puter. The communication protocol provides a mechanism 6o 


by which messages can be decomposed and routed to a 


destination computer identified by some form of address. 
The protocol may place a "header" of routing information on 


each component of a message that specifies source and 


destination addresses, and identifies the component to facili. 65 


tate later reconstruction of the entire message by the desti- 
nation computer. This approach to data transfer permits the 


5 


10 


15 


20 


25 


30 


35 


2 
network to rapidly and efficiently handle large communica- 
tion volumes without reducing transfer speed in order to 


accommodate long individual messages, or requiring every 


network computer to process every network message. The 


degree of routing depends on the size of the network. Each 


computer of a local network typically examines the header 
of every message to detect matches to that computer's 
identifier; multiple- network systems use routing information 
to first direct message components to the proper network. 


Controllers have been interconnected by means of com- 


puter networks for some time; see, e.g., U.S. Pat. No. 


5,307,463. In typical systems, a monitoring computer, which 


may be remotely located from any or all of the controllers to 


which it has access, periodically queries the controllers to 


obtain data descriptive of the controlled process or machine, 
or the controller itself. This data is then available for analysis 
by the monitoring computer. Heretofore, however, the type 


of information obtainable, on demand, from a controller has 
been limited, while the interface used to present the infor- 


mation on the monitoring computer is typically crude. The 


latter condition results from the multiplicity of data types 


offered by the controller. Were each type of data to be 


rendered in a format suited to that data, it would be neces- 
sary to equip the monitoring computer with multiple 
interfaces, and configure the operating application to ascer- 


tain the type of data before selecting and launching the 


proper interface. Not only does this scheme impose a 


substantial real -time support burden on the monitoring 
computer, but would also require a constantly expanding 


repertoire of graphical capabilities keyed to new forms of 
data reported by the controllers. This can be especially 


cumbersome in highly -even internationally- distributed 
environments, since the controllers and their functionalities 
may be programmed by personnel having no contact with 


those responsible for central monitoring. 


DESCRIPTION OF THE INVENTION 


BRIEF SUMMARY OF THE INVENTION 


The present invention utilizes the capabilities of the 


Internet and, more particularly, the interactive capabilities 
made available by resources such as the World Wide Web to 


shift the burden of providing user interfaces for changing 
forms of data from monitoring computers to the controllers 
that actually gather and report the data. By combining data 


with functionality for displaying that data at the individual 
controller sites, the need to equip monitoring computers 
with specialized graphic capabilities is eliminated, along 
with the need for intensive, ongoing cooperation between 
engineers responsible for programming controllers and 
those who configure the computers that perform monitoring. 
Moreover, because Internet users are typically billed for 
connectivity at a single rate, the long -distance charges that 


would accrue through use of telephone lines for data com- 
munication are eliminated. 


In accordance with the invention, an integrated control 
system comprises one or more controllers each equipped to 


perform a control function and to gather data (ordinarily 
from sensors) relevant to the control function. "Relevant" 
data includes, at a minimum, any information upon which 
control decisions are made or states shifted, but can also 


include information obtained from sensors not directly con- 
nected to the controller (e.g., involving other controlled 
machines) but which is nonetheless meaningful to supervi- 
sory personnel. For example, a chemical synthesis process 
may be carried out at a temperature controlled to stay within 


an operating range, but the optimal temperature may depend 
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on the output of a previous process feeding into the synthe- Much of the Internet is based on the client -server model 


sis; in this case, the temperature of the synthesis process as of information exchange. This computer architecture, devel- 


well as the output of the previous process are relevant oped specifically to accommodate the "distributed comput- 


control parameters with respect to the synthesis process. ing" environment that characterizes the Internet and its 


Each controller contains computer storage means, such as 5 component networks, contemplates a server (sometimes 


computer memory (volatile and /or non-volatile, such as called the host) -typically a powerful computer or cluster of 


random -access memory ( "RAM "), programmable read-only computers that behaves as a single computer -that services 


memory ( "ROM ") or Flash ROM), or a mass storage device 
the requests of a lest number of smaller computers, or 


such as a hard disk or CD -ROM, for storing the relevant data 
clients, which connect to it. The client computers usually 


and instructions, associated with the data, for causing a m communicate with a single server at any one time, although 


remote computer to present the data (e.g., by generating a 
they can communicate with one another via the server or can 


visual display incorporating the data) in a predetermined 
use the server to reach other servers. A server is typically a 


large mainframe or minicomputer cluster, while the clients 
format; and a communication module for establishing con- 
tact and facilitating data interchange with the remote com- 


may be simple personal computers. Servers providing Inter - 


puler. The remote computer, in turn, also includes a com- a5 
net access to multiple subscriber clients are referred to as 


"gateways"; more generally, a gateway is a computer system 
mumication module compatible with the controller-borne that connects two computer networks. 
module, and which enables the remote computer to down- 
load the data and associated instructions from one or more 


In order to ensure proper routing of messages between the 


controllers. The remote computer also includes a facility for server and the intended client, the messages are first broken 


processing the instructions to create a user interface-that is, 20 up into data packets, each of which receives a destination 


a visual display or other presentation having a predeter- address according to a consistent protocol, and which are 


mined format -encoded by the instructions, and which reassembled upon receipt by the target computer. A com - 


incorporates the data. In this way, controller data is coupled 
monly accepted set of protocols for this purpose are the 


to instructions for presenting that data, and this totality of Internet Protocol, or IP, which dictates routing information; 


information is continuously accessible, on a freely selective 25 and the transmission control protocol, or 
IP 


according to 


basis, to the remote computer. 
which messages are actually broken up into P packets for 


It should be stressed that the system may include more 
transmission for subsequent collection and reassembly. 


than one remote monitoring computers, and any of these across 
connections 


telephone 
are quite commonly employed to move 


may not, in fact, be "remote "(in terms of distance) at all; 
data across telephone 


supports 
instead, they may reside at the same site as the controlled 


30 The Internet supports a large variety of information- 
instead, 


or equipment. Ordinarily, the monitoring computer 
transfer protocols. One of these, the World Wide Web 


or computers operate as peers with respect to the controllers (hereafter, simply, the "web "), has recently skyrocketed in 


on a fiat network topology. 
importance and popularity; indeed, to many, the Internet is 


The invention facilitates a complete window into the 
synonymous with the web. Web -accessible information is 


operation 35 
identified by a uniform resource locator or "URL," which 


peration of one or more controllers and, therefore, the 


industrial equipment they operate. Using the invention, 
compute the la 


location 
of the file in terms 


Any 
a specific 


computer and a location on that computer. Any Internet 
remotely located personnel can monitor the efficiency or " node" -that is, a computer with an IP address (e.g., a server 
overall behavior of the equipment, perform diagnostic permanently and continuously connected to the Internet, or 
checks, or even effect certain maintenance operations. For a client that has connected to a server and received a 
widely dispersed control and supervisory operations, super- temporary IP address) -can access the file by invoking the 
visory computers interact with the controllers over the proper communication protocol and specifying the URL. 
Internet, with the controllers continuously connected to the Typically, a URL has the format http: //<host>/<path >, where 
Internet as "nodes." In local operations, the flexibility con- "http" refers to the HyperText Transfer Protocol, "host" is 
ferred by Internet formalisms can be retained on a restricted, the server's Internet identifier, and the "path" specifies the 
internal network. location of the file within the server. Each "web site" can 


BRIEF DESCRIPTION OF THE DRAWINGS make available one or more web "pages" or documents, 
which are formatted, tree -structured repositories of 


The foregoing discussion will be understood more readily information, such as text, images, sounds and animations. 
from the following detailed description of the invention, so An important feature of the web is the ability to connect 
when taken in conjunction with the accompanying drawings, one document to many other documents using "hypertext" 
in which: links. A link appears unobtrusively as an underlined portion 


FIG. 1 schematically depicts a controller in accordance of text in a document; when the viewer of this document 
with the present invention; and moves his cursor over the underlined text and clicks, the 


FIG. 2 schematically depicts a system incorporating mul- ss link -which is otherwise invisible to the user -is executed 
tiple controllers as shown in FIG.1 and a browser -equipped and the linked document retrieved. That document need not 


computer capable of accessing data associated therewith. be located on the same server as the original document. 


OF THE 
Hypertext and searching functionality on the web is 


DETAILED DESCRIPTION 
PREFERRED EMBODIMENTS 


typically implemented on the client machine, using a com- 
bo puler program called a "web browser." With the client 


The Internet, which can provide the communication connected as an Internet node, the browser utilizes URIs- 
medium of the present invention, is a worldwide "network provided either by the user or a link -to locate, fetch and 


of networks" that links millions of computers through tens display the specified documents. "Display" in this sense can 


of thousands of separate (but intercommunicating) net- range from simple pictorial and textual rendering to real - 


works. Via the Internet, users can access tremendous as time playing of audio and/or video segments or alarms, 
amounts of stored information and establish communication mechanical indications, printing, or storage of data for 


linkages to other Internet -based computers. subsequent display. The browser passes the URL to a 
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protocol handler on the associated server, which then 
retrieves the information and sends it to the browser for 
display; the browser causes the information to be cached 
(usually on a hard disk) on the client machine. The web page 
itself contains information specifying the specific Internet 5 


transfer routine necessary to retrieve the document from the 


server on which it is resident. Thus, clients at various 
locations can view web pages by downloading replicas of 
the web pages, via browsers, from servers on which these 
web pages are stored. Browsers also allow users to down- io 


load and store the displayed data locally on the client 
machine. 


Most web pages are written in HyperText Markup 
Language, or HTML, which breaks the document into 


syntactic portions (such as headings, paragraphs, lists, etc.) 


that specify layout and contents. An HTML file can contain 
elements such as text, graphics, tables and buttons, each 


identified by a "tag." Markup languages, however, produce 
static web pages. 


Recent innovations have allowed web -page designers to 20 


overcome the static page appearance dictated by HTML. 
The Java language is a well -known, machine -independent, 
interpreted computer language that facilitates dynamic dis- 


play of information. Java-encoded "applets" are stand -alone 
programs embedded within web pages that can interact with 


the user locally, display moving animations and perform 
other functions on "Java- capable" browsers -that is, brows- 
ers which include a Java interpreter. The applet is transferred 
to the browser along with other web -page information and is 
executed by the Java interpreter; the data acted upon by the 


applet can be located on the same or a different web page, 
or a different server entirely, since applets can themselves 
cause the browser to retrieve information via hypertext 
links. 


ActiveX controls represent an alternative to Java, 
although they typically require compatible browsers and 
computers. These programs can be written in many com- 


puter languages (including Java) and usually compile to 


machine code, in which case they operate only in conjunc- 
tion with browsers running machines with appropriate pro- 
cessor architectures. Some languages, however, will com- 
pile to machine -independent byte codes, which can mn on a 


variety of processor architectures. 


Suppose, for example, that a client user instructs the 


client-resident browser to obtain a document having the 


URL http: //host /file.html. The browser contacts the HTTP 
server running on "host," and requests the document file - 


.html. The server finds this document and sends it according 
to the proper Internet protocol, along with a Multipurpose 
Internet Mail Extension or "MIME" identifier that specifies 
the document's type. When the client receives the document, 
the browser examines the MIME to determine whether it is 


capable of autonomously displaying the document, or 


whether an external resource (e.g., a specialized viewer to 


display video segments) is necessary. In a simple case, the 


document might contain text and graphics specified in 


HTML, and specify an image residing in a different file on 


a different server or on the same server. The browser renders 
the document in accordance with the HTML instructions and 


requests the image, displaying it in the document as speci- 
fied by the instructions when the image arrives. In more 
complex cases the document may contain, for example, Java 
instructions, which are passed to the browser's Java inter- 
preter. 


Key to the concept of a web page, therefore, is the 


division of functionality between the client -based browser 


is 
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and the server-based web page, and the particular roles 
assigned to each. The browser locates, fetches and displays 
resources, executes hyperlinks and applets, and generally 
interprets web -page information; the web page contains 
data, hyperlink addresses, transfer protocols and computer 
instructions defining "potential functionality" that may be 


executed by the browser. Ordinarily, web pages reside on 


servers accessible via the Intemet. However, the above - 


discussed mode of splitting functions between web pages 


and browsers can be instituted on internal networks as well. 


These networks, sometimes called "intranets," support the 


TCP/IP communication protocol and typically serve the 


needs of a single business (or business department), which 


may be located at a single site (with individual clients 


connected by a simple local -area network) or multiple 
physically dispersed sites requiring a wide -area network but 


not access to the Internet. Various of the computers forming 
the intranet network can be utilized as servers for web pages, 
each with its own URL and offering access to network client 
computers via TCP/IP. 


The manner in which this divided functionality can be 


incorporated into a bank of controllers and a monitoring 
system is illustrated in FIGS. 1 and 2. With reference, first, 


to FIG. 1, a representative controller architecture is shown 
generally at 10. The controller 10 executes program instruc- 


tions to operate, for example, a piece of industrial 
equipment, and includes a central processing unit ( "CPU ") 


12 and one or more computer storage devices indicated 
generally at 14. Ordinarily, storage device 14 is composed of 
a combination of volatile RAM for temporary storage and 


processing, and non -volatile, programmable read -only 
memory ( "PROM ") that contains permanent aspects of the 


controller's operating instructions; however, computer stor- 
age 14 can, if desired, include mass- storage facilities such as 


a hard disk, CD -ROM drive, etc. Such on -board devices are 


useful if web pages or security features are expected to 


change frequently. 
CPU 12 and computer storage 14 communicate over an 


internal system bus 16. The system further includes a series 
of input /output modules shown representatively at 20 202 


that sense the condition of, and send control signals to, the 


controlled machine over a communication link (indicated by 


arrows). This communication link facilitates the bidirec- 
tional exchange of signals between each I/O module and an 


associated device (e.g., a sensor or an actuator). I/O modules 
20, as well as a network interface 30 that connects the 


controller 10 to a computer network, reside on or define a 


secondary I/O bus 22, which is driven by a bus transceiver 
32; in effect, buses 16, 22 and bus transceiver 32 form a 


single logical bus. The computer network may be a local - 
area network of machines communicating via, for example, 
the Ethernet protocol, or a direct link to the Internet. In a 


local -area network, the computers can implement TCP/IP 
over the low -level Ethernet hardware -management routines 
to create an intranet, or can instead (or in addition) be tied 


into the Internet as a node via, for example, telephone 
hookup to an external host computer serving as a commer- 
cial Internet provider. 


Storage 14 contains a series of functional blocks or 


modules that implement the functions performed by con- 
troller 10 through operation of CPU 12. A control block 35 


contains instructions for operating I/O modules 20. These 
instructions are read in rapid sequence and interpreted to 


examine the condition of selected sensing devices associated 
with the controlled equipment, and, based thereon, to cause 
the controller to send appropriate operative control signals to 


the equipment. Typically, the instructions are written in a 
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relatively high -level language that permits not only manipu- with" a web page or an applet if it is stored as part of the web 


lation of input and output data, but also arithmetic and page or applet, or stored in a directly or indirectly hyper - 


timing functions, file -handling capabilities and other corn- linked web page. 


plex tasks. These instructions are translated into machine- Refer now to FIG. 2, which illustrates the manner in 


readable code by means of an interpreter. For example, one s which multiple versions of the controller 10 are linked and 


standardized type of instruction symbolically represents queried by one or more monitoring computers. The querying 


control functions according to a relay ladder diagram; it is computer 50, which functions as a network client, may be, 


preferred, however, to utilize state -control languages that for example, a personal computer running the Windows 
represent controller actions in terms of steps, each of which graphical user interface supplied by Microsoft Corp. Com- 
consists of a command that creates action and one or more to uter 50 includes a network interface 52, which facilitates 
instructions for leaving the step. Interpreters for these and connection to and data transfer through a computer network 
other types of controller languages are well characterized in 55 (which may, again, be a local network, the Internet, or an 


the art. See, e.g., U.S. Pat. Nos. 
are hereby 


and 5,rated b8 Internet- linked local network). The communications rel- 


(the entire disclosures of which aMe hereby incorporated by evant to the present invention are handled by a web browser 
reference) and the QUICKSTEP User Guide published by 


15 57, which resides within computer 50 and operates the 
Control Technology Corporation, Hobkinton, Mass. Control computer's display (e.g., video or liquid crystal) 60. 


block 35 contains both the specific high -level instructions Naturally, computer 50 also contains various conventional 
for operating the controller 10 and the interpreter module for components, i.e., system storage, an operating system and a 


translating these into instructions processed by CPU 12; its graphical user interface, and a keyboard and /or position - 


operative relationship to I/O modules 20 is indicated by the 20 sensing device (e.g., a mouse) for accepting input from the 


dashed line. user. For convenience of presentation, these are not shown. 


A network communication block provides programming 


to operate local -area network hardware and /or to connect 
Browser 57 contains functionality for locating and 


with a remote network or network host. In the latter case fetching, via network 55, web items (e.g., static pages or 


communication module 37 drives a modem within network a pages containing dynamic applets) identified by a URL, 


interface 30 or other data -transmission circuitry to transfer displaying these, executing applets, executing hyperlinks 


streams of digitally encoded data over telephone or other contained in web pages and selected by the user or invoked 


communication lines. 
in an executing applet, and generally interpreting web -page 


Storage 14 also contains data structures defining one or 
information. The web items ordinarily are contained in the 


more web pages shown representative ly at 40,, 402. The web 30 
web pages of one or more controllers 10k, 102, etc. As 


pages 40 consist of ASCII data obtained from one or more 
explained earlier, the web pages contain data, hyperlink 


of I/O modules 20, HTML formatting instructions and 
addresses, transfer protocols and computer instructions 


associated data, and /or "applet" instructions that cause a 
defining applets. Browser 57 may be any of the numerous 


properly equipped remote computer to display the data in a 
available web browsers, e.g., NETSCAPE NAVIGATOR 


dynamic fashion. For example, an applet might cause rem- 3s (supplied by Netscape Communications Corp.) or MOSAIC 


perature data to be displayed as a graphical representation of (different versions of which are available free of charge at a 


a thermometer, with the height of the rendered mercury 
variety of web sites). 


column dynamically varying in proportion to the data from In a working system, the network interface 30 302, etc. 


I/O modules 20 (and constantly provided to the remote of every controller in the system is constantly active and in 


computer via network interface 30); pressure data might be 40 communication with network 55, facilitating access by 


represented in the form of a graphically rendered needle- computer. 50 to any controller -based web page(s) at any 


type pressure gauge. Such renderings and the integration of time. In this way, computer SO can examine the data asso- 


data therein are straightforwardly implemented by those ciated with any controller merely by specifying the appro- 


skilled in the art (and familiar, for example, with the Java priate URL of the controller's primary web page. The web 


language) without undue experimentation. Management and 45 page (and, preferably, an applet associated therewith) is 


transmission of web pages 40 to a querying computer is copied to browser 57 and displayed along with the relevant, 


handled by a web server module 45, which allows controller timely data. For example, the applet, executing on client 


10 to function as a network server. Once again, the features computer 50, can autonomously access data from a web 


of this module are conventional in the art; see, e.g., Yuval page different from the primary page the client user origi- 


Fisher, Spinning the Web (Springer 1996). so 
nally specified, all in a manner completely invisible to the 


Incoming data from I/O modules 20 may be processed by user. Such access can be periodic or essentially continuous 


control block 35 before being copied into one of the web for data subject to rapid change. 


pages 40. Because of the linking capabilities of the web, it Naturally, the network accessibility of control data, par- 


is not necessary for the data to be stored in the web page titularly over the Internet, raises security issues. It may be 


containing the display instructions; instead, the latter page ss desirable to equip controllerbased web pages with a pass - 


may contain a " hyperlink" pointer to a different web page in word access feature, whereby browser 57 or an executing 


which data is accumulated. In addition, a web page can applet must present a password before being accorded 


obtain data from other web pages (e.g., from different access to associated data. In addition, the data may be 


controllers) by accessing those web pages when appropriate. encrypted before being placed on the network. These func- 


For example, if a cluster of controllers is operationally 60 lions are handled by communication module 37, which acts 


related such that data from one is usefully combined with as a gatekeeper to web server module 45. Security -clearance 


data from the others, each page of the cluster can contain functions are conventional and readily implemented by 


instructions to access the other pages (or their associated those skilled in the art. 


data pages) when accessed by a user, and the applet con- Security becomes particularly important if the controller - 


figured to present data from the entire cluster. Alternatively, es based web pages allow client computer 50 not only to access 


the applet can be configured to cause the client's browser to data, but to modify it as well. For example, while "read - 


access the web page. As used herein, data is "associated only" access to control data suffices to inform the client user 
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of the state of a controlled machine or process, the user 
cannot, if limited to such access, influence the operation of 
the controller. It may prove desirable, therefore, to allow an 


appropriately authorized client to directly modify control 
parameters (which may, for example, be stored on a 


restricted -access web page) that determine the operation of 
the controller and, hence, the controlled machine or process. 
Indeed, a controller -based applet invoked by the user's 
interaction with one of the controller's web pages can permit 10. The system of claim 9 wherein the means for facili- 


the remotely situated client user to operate the controller io tating data interchange of the controllers and of the moni- 


hardware -for example, causing the controller to execute a toning computer are connected by a computer network. 


reset routine that restarts automated equipment following 11. The system of claim 9 wherein the means for facili- 


shutdown, or causing the controller to operate in a step -by- tating data interchange and the means for presenting the data 


step fashion for diagnostic purposes. comprise a web browser configured to generate a visual 


It will therefore be seen that the foregoing represents a 15 display. 


highly extensible and flexible approach to remote access to 
12. The system of claim 9 wherein the instructions cause 


h d 
and presentation of controller information. The terms and 


te ata to be visually displayed in an interactive user 


expressions employed herein are used as terms of descrip- 
interface. 


The Th 
lion and not of limitation, and there is no intention, in the use 


e system of claim 9 wherein the communication 


of such terms and expressions, of excluding any equivalents 20 
modules connect to the Internet, the communication mod - 


of the features shown and described or portions thereof, but 
ules of the controllers being continuously connected so as to 


it is recognized that various modifications are possible 
make the controllers continuously active Internet nodes. 


within the scope of the invention claimed. 
14. The system of claim 9 wherein at least some of the 


What is claimed is: 
data is resident on a plurality of controllers, the means for 


1. A controller ca able of interactin with a remotel 
facilitating data interchange of the monitoring computer 


located computer, the controller comprising: 
y 25 being configured to access and obtain the data from the 


controllers via a computer network. 
a. means for gathering data relevant to a control function, 15. The system of claim 9 wherein at least some of the 


the data being retrievable by the remotely located data is resident on a plurality of controllers, the instructions 
computer; causing a monitoring computer to obtain the data from the 


b. computer storage means comprising instructions 30 controllers via a computer network. 


retrievable and executable by the remotely located 16. The system of claim 9 wherein the data is continu- 


computer, the instructions being associated with the ously generated, the instructions causing a monitoring com- 


data and causing the remotely located computer to Puler to continuously retrieve and display changing data. 


present the data in a predetermined format. 17. The system of claim 9 wherein the means for facili- 


2. The controller of claim 1 further comprising a com- 35 toting data interchange of the controllers comprise security 


munication module for facilitating data interchange between means for preventing data interchange between the control. 


the controller and a remotely located computer. lers and an unauthorized monitoring computer. 


3. The controller of claim 2 wherein the instructions cause 18. A method of obtaining and presenting data associated 


the data to be visually displayed in an interactive user with a control system, the method comprising: 


interface. a. providing at least one controller comprising: 


4. The controller of claim 2 wherein the communication i. means for performing a control function; 


module connects to the Internet so as to make the controller ii. means for gathering data relevant to the control 


a continuously active Internet node. function; 


5. The controller of claim 1 wherein at least some of the iii. means for storing (a) the data and (b) instructions, 


data is resident on a different controller, the data -gathering 
05 


associated with the data, for causing a computer to 


means being configured to access and obtain the data from present the data in a predetermined format; 
the different controller via a computer network. b. causing the at least one controller to perform the control 


6. The controller of claim 1 wherein at least some of the function and to gather the data; 
data is resident on a different controller, the instructions c. causing a computer to access the data and execute the 
causing the remotely located computer to obtain the data 


en instructions, thereby presenting the data in a predeter- 
from the different controller via a computer network. mined format. 


7. The controller of claim 1 wherein the data is continu- 19. The method of claim 18 wherein at least some of the 
ously generated, the instructions causing the remotely data is resident on a plurality of controllers, and further 
located computer to continuously retrieve and present comprising the step of causing the computer to access and 
changing data. obtain the data from the controllers via a computer network. 


8. The controller of claim 2 wherein the communication 55 
20. The method of claim 18 wherein at least some of the 


module comprises security means for preventing data inter- 
data is resident on a plurality of controllers, and further 


change between the controller and an unauthorized corn- 
comprising the step of causing the computer to obtain the 


puler. data from the controllers via a computer network. 
9. An integrated control system comprising: 21. The method of claim 18 wherein the data is continu- 
a. at least one controller comprising: to ously generated, the instructions causing the computer to 


i. means for performing a control function; continuously retrieve and display changing data from at least 
ii. means for gathering data relevant to the control one controller. 


function; 22. The method of claim 18 further comprising the step of 
iii. computer storage means for storing (a) the data and preventing data interchange between the controllers and an 


(b) instructions, associated with the data, for causing 65 unauthorized computer. 
a computer to present the data in a predetermined 
format; and + * r r * 


10 
iv. means for facilitating data interchange with a 


remotely located computer; 
b. at least one monitoring computer comprising: 


i. means for facilitating data interchange with at least 
one selected controller to obtain therefrom the data 
and the instructions; and 


ii. means for presenting the data in the predetermined 
format. 
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LIST OF EXHIBITS 


The following is a list of exhibits that I understand have been attached to the 


accompanying petition for Inter Partes Review that I have cited below in this 


Declaration: 


EX -1001 U.S. Patent No. 7,397,363 ( "the `363 Patent ") 


EX -1002 Declaration of Richard Bennett for the `363 Patent 


EX -1003 Curriculum Vitae of Richard Bennett 


EX -1004 U.S. Patent Application No. 08/622,749 filed on 


March 27, 1996 ( "Mar 1996 application ") 


EX -1005 Excerpts from the Prosecution History of the `363 


Patent 


EX -1006 Excerpts from the Prosecution History of the '130 


Patent 


EX -1007 Excerpt from Merriam- Webster Dictionary (10th ed. 


1995) 


EX -1008 U.S. Patent No. 5,875,430 to Koether et al., 


( "Koether ") 


EX -1009 U.S. Patent No. 5,805,442 to Crater et al., ( "Crater ") 


EX -1010 Excerpt from Concise Dictionary of Engineering: A 


Guide to the Language of Engineering (2014) 
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Declaration of Richard Bennett Petition for Inter Partes Review of 
U.S. Patent No. 7,397,363 


I, Richard Bennett, declare as follows: 


1. I have been retained by Petitioner to provide my opinions in an inter partes 


review proceeding that involves U.S. Patent No. 7,397,363 ( "the `363 patent "). I 


am being compensated for my time in preparing this declaration, but my 


compensation is not tied to the outcome of this matter, and my compensation is not 


based on the substance of the opinions rendered here. 


2. I have reviewed and am familiar with the specification and claims 1, 3 -5, 8, 


13 -17, 20, 4246, 48 -49, 53 -54, and 85 -86 ( "the Challenged Claims ") of the `363 


Patent. 


3. I have reviewed and am familiar with the following prior art, which I 


understand is used in the petition of the `363 patent: 


The Koether patent (Ex. 1008 -U.S. Patent 5,875,430) 


The Crater patent (Ex. 1009 -U.S. Patent 5,805,442) 


4. My opinions are based on my years of education, research and experience, 


as well as my investigation and study of the Exhibits in the above List of Exhibits. 


I may rely upon these materials and /or additional materials to rebut arguments 


raised by Patent Owner. I reserve the right to revise, supplement, and /or amend 


my opinions stated herein based on new information and on my continuing 


analysis of the materials already provided. 
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I. QUALIFICATIONS 


5. I have summarized in this section my educational background, career 


history, network standards activities, and other relevant qualifications. My full 


curriculum vita is attached hereto as Ex. 1003. 


6. I earned the Bachelor of Arts degree at the University of Texas (Austin) in 


1975 with a major in Philosophy, and subsequently took courses in computer 


science and electrical engineering. 


7. I worked as a computer programmer, network engineer, and system architect 


from 1977 until 2009 with a number of computer networking firms, including 


those that produced tele -video systems such as Hewlett- Packard, Sharp Labs, 


Compression Labs, Sony Electronics Laboratory, Starlight Networks, Fourth 


Network, 3Com, Intel, and Cisco. In the course of my professional career, I 


developed network protocols and applications, video servers, television remote 


control systems, ad insertion equipment for TV broadcasters, and Quality of 


Service mechanisms for networks that enabled high -quality video streaming and 


remote control of video streaming. 


8. I was the vice -chairman of the IEEE 802.3 1BASE -5 Task Group in 1984- 


85. This group wrote the initial standard that moved Ethernet from a shared coaxial 


cable system to its present architecture in which twisted copper pair or fiber optic 
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cables emanate from a shared hub or switch. I also contributed mechanisms to the 


IEEE 802.11 (Wi -FiTM) and 802.15.3a (Ultra -Wideband) standards. 


9. As an invited witness, I have provided technical expert testimony on 


networking subjects to the Federal Communications Commission, the United 


States House of Representatives, and the Infocomm Development Authority of the 


Republic of Singapore, where I am currently analyzing net neutrality policies for 


their potential impact on real -time applications such as video conferencing, video 


streaming, and gaming over the Internet. 


10. I am currently a Visiting Fellow at the American Enterprise Institute where I 


research the intersection of emerging network technologies and public policy. My 


work address is 1150 17`h Street, NW, Washington, DC 20036. 


11. I am an inventor or co- inventor of four issued patents which cover aspects of 


video streaming across networks, security and setup in Local Area Networks 


(LAN), and Quality of Service on LANs. 


12. At the time of the invention in question, I was a software developer working 


on a video -on- demand server at Hewlett- Packard. 


II. MY UNDERSTANDING OF THE LAW 


13. It is my understanding also that a patent claim is unpatentable if the claimed 


invention as a whole would have been obvious to a person having ordinary skill in 


the art ( "POSITA ") at the time of the invention, in view of the prior art in the field 
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and analogous fields. I understand that a patent claim can be found unpatentable as 


obvious where the differences between the subject matter sought to be patented 


and the prior art are such that the subject matter as a whole would have been 


obvious at the time the invention was made to a person having ordinary skill in the 


relevant field. I understand that an obviousness analysis involves a consideration 


of (1) the scope and content of the prior art; (2) the differences between the 


claimed invention and the prior art; (3) the level of ordinary skill in the pertinent 


field; and (4) secondary considerations of non -obviousness. 


14. I understand that when considering the obviousness of a patent claim, one 


should consider whether a teaching, suggestion, or motivation to combine the 


references exists so as to avoid impermissibly applying hindsight when considering 


the prior art. I understand this consideration should not be rigidly applied, but that 


the consideration can be important to avoid such hindsight. 


15. In addition, it is my understanding that one must consider whether or not 


there is objective evidence of non -obviousness, which is also referred to as the 


"secondary considerations of non -obviousness." 


III. PERSON OF ORDINARY SKILL IN THE ART 


16. I have been told to assume that the date of invention for the claims of the 


`363 patent is July 18, 1996. 
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17. I believe that a person of ordinary skill in the art ( "POSITA ") in the field of 


the `363 patent in July 1996 would have had a bachelor's degree in engineering or 


equivalent coursework and at least two years of experience in networked systems. 


18. I believe that I would qualify as a POSITA, and I have a sufficient level of 


knowledge, experience, and education to provide an expert opinion in the field of 


the `363 Patent. In July 1996, I would have considered myself to be a POSITA 


and my review of the `363 Patent and related prior art confirms that belief. 


19. My opinions below are based on the perspective of a person of ordinary skill 


in the art at the time of the assumed invention date. 


IV. CLAIM CONSTRUCTION 


20. As part of my analysis of the prior art, I have adopted the claim 


constructions described in Section IV of the Petition to the challenged claims of the 


`363 Patent. 


V. THE STATE OF THE ART AT THE TIME OF THE INVENTION 


21. I believe that those of ordinary skill in the art in 1996 would at least be 


aware of the general history of programmable logic devices, automation, and 


remote control systems. The highlights of this body of work include the following: 
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a. The demonstration of a radio controlled toy boat by Nikola Tesla in 


1898;1 


b. The demonstration of a radio -controlled robot in 1903;2 


c. The use of remotely controlled missiles in World War II;3 


d. The use of television remote controls using a variety of 


communication means since the 1930s;4 


e. The use of multi -step, remotely controlled electronic switching 


systems in the public switched telephone network since 1965; 


f. The nature of programmable logic controllers (PLCs) and their use in 


automobiles since the 1969 General Motors Hydramatic 


transmission;s 


g. The multi -step remote control elements of computer networks such as 


ARPANET, the Internet, and the World Wide Web such as congestion 


control, email read requests, and web browsing;678 


1 "Remote Control - Wikipedia, the Free Encyclopedia," Wikipedia, accessed June 
19, 2015, https: / /en.wikipedia .org/wiki/Remote_control. 21d 


3 Id. 
4 M. 
5 Allison Dunn, "The Father of Invention: Dick Morley Looks Back on the 40th 
Anniversary of the PLC," Manufacturing Automation, September 12, 2008, 
http: / /www.automationmag.com /features /the- father -of- invention- dick -morley- 
looks- back -on- the -40th- anniversary-of- the -plc.html. 
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h. The Trojan Room Coffee Camera at Cambridge University that 


enabled coffee drinkers to detect freshly brewed coffee in 1991.9 


i. The existence of multi -step, video -on- demand remote control systems 


from the mid- 90s.10 


j. The use of wireless data networks such as CDPD, ARDIS, and RAM 


Mobile Data from the 1980s onward for repair person dispatch. 11,12 


22. Hence, those of ordinary skill in the art would have been aware that the field 


of invention around remotely operated control systems was well tilled by 1996. 


6 Van Jacobson, "Congestion Avoidance and Control," Computer Communication 
Review, ACM Special Interest Group on Data Communication, 25, no. 1 (1995): 
157. 
7 David Crocker, "RFC 822 - Standard for the Format of ARPA Internet Text 
Messages," August 13, 1982, https : / /tools.ietf.org/html /rfc822. 
8 T Berners -Lee, R Fielding, and H Frystyk, "RFC 1945 - Hypertext Transfer 
Protocol -- HTTP /1.0" (Network Working Group, May 1996), 
http: / /tools. ietf. orgihtml /rfcl 945. 
9 Quentin Stafford -Fraser, "The Life and Times of the First Web Cam: When 
Convenience Was the Mother of Invention," July 2001, 
http://www.cl.cam.ac.uk/coffee/qsficacm200107.html. 
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http://www.apnewsarchive.com/1990/IBM- Motorola -Annouce- Nationwide -Radio- 
Based- Computer -Network/id- e3627934c3 61773 5305d2f4e812bb7c3. 
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VI. THE PRIOR ART REFERENCES 


23. I have been asked to assume that all of the references discussed below 


qualify as prior art to the Challenged Claims. 


A. Koether - Petition Exhibit No. 1008 


24. The Koether patent was applied for on May 2, 1996. I am informed that this 


filing date, as it is before the date I have presumed is the earliest effective date for 


the Challenged Claims, makes Koether prior art to the Challenged Claims. 


25. The Koether patent is titled "Smart Commercial Kitchen Network" and 


describes "a bi- directional communication network which provides real -time 


computer -aided diagnostics ... maintenance records and energy management." 


(Abstract.) Koether graphically depicts how such a network would look in Figures 


1 and 8: 


8 


Petitioner ComCox, LLC - Exhibit 1002 Page 10 







Declaration of Richard Bennett 


105 


Petition for Inter Partes Review of 
U.S. Patent No. 7,397,363 


100 


SERVICE 
VEHICLE 


205 DATABASE 20 
TERMINAL 


185 


9 


Petitioner ComCox, LLC - Exhibit 1002 Page 11 







Declaration of Richard Bennett Petition for Inter Partes Review of 
U.S. Patent No. 7,397,363 


KITCHEN rJ150 
BASE 


STATION 
175 


180 


810"' 


CONTROL 
CENTER 


170 


26. As Koether details, "the system monitors and tracks the maintenance and 


repair of kitchen appliances by means of information transmitted to and received 


from those appliances over the data network." (Col. 2, 11. 13 -16.) Koether also 


explains that "The control center may, if desired, control in real -time the normal 


operation for some or all of the kitchen or restaurant appliances." (Col. 3, 11. 5 -7.) 


27. As the figures and description of Koether make clear, there are three critical 


devices that make up the system. First, a microprocessor controller 140 that is a 
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part of, or connected to, a specific kitchen appliance. (Col. 4:26 -27; 4:37 -51 


(which makes reference to U.S. Patent No. 5,875,430 and describes an oven 


controller for multiple oven appliances in Column 7 of that patent).) Second, the 


Koether system has a kitchen base station 150 which may be wirelessly connected 


to the microprocessor controller. (Col. 5, 11. 3-19.) Third, the Koether system has 


a control center 170 that monitors, processes, and responds to signals from the 


kitchen appliances and base stations. (Col. 5, 11. 37 -49.) 


28. In Koether, communication between the kitchen appliances, the kitchen base 


stations, and the control center(s) is bi- directional and can be either or wireless 


using cellular communication channels. (Col. 5,11.20 -35.) Koether specifically 


describes using data networks to communicate between the components of the 


system, such as an ISDN network or a network using data packets such as a 


TDMA technique. (Col. 5, 11. 37 -45; Col. 6,11. 34 -37.) 


29. This communication system allows the control center of Koether to 


automatically control maintenance, repair, and function of a kitchen appliance 


from a separate, or remote, physical location. (Col. 2, 11. 23 -36; Col. 5, 11. 55 -59; 


8:56 -9:2.) 


30. I will now explain how the Koether patent describes the same devices and 


signals as claimed in the Challenged Claims. 
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Claims 42 -43, 48 -49, and 53 -54 


31. It is my opinion that a person of ordinary skill in the art prior to July of 1996 


would recognize Koether as expressly teaching each element of claim 42, or at the 


very least, suggesting to a person of ordinary skill in the art every element of claim 


42. 


32. Koether teaches a microprocessor controller at a kitchen appliance that can, 


for example, regulate temperature or energy use. (Col. 4, 11. 26 -27; Col. 4, 11. 37- 


59.) This microprocessor controller is the first processing device of claim 42. The 


claim states that the first processing device detects an event concerning the 


premises appliance. As Koether describes a controller that monitors the appliance, 


this element is described. 


33. Koether teaches that the event detected by the microcontroller processor is 


one of disrepair of the kitchen appliance. (Col. 8,11. 56 - Col. 9, 11. 2.) Koether 


then relays information about, for example, disrepair to a kitchen base station. 


(Col. 5,11. 3 -8.) The Koether kitchen base station can be connected to the 


microprocessor controller of the appliance wirelessly. (Col. 5, 11. 3 -8.) The 


kitchen base station is the second processing device of claim 42. Claim 42 requires 


that first processing device send a signal to a second processing device containing 


information about the disrepair of the premises appliance. (Claim 42.) As Koether 
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describes a wireless base station that receives a signal from a kitchen appliance 


about disrepair of the appliance, this element is described. 


34. Koether teaches that the kitchen base station is connected via a cellular 


connection. (Col. 5, 11. 20 -35.) It teaches that each cell possess its own cellular 


radio channel for bidirectional communication between the appliances and control 


center. (Col. 5, 11. 55 -59.) The control center of Koether is the communication 


device of claim 42. Claim 42 requires that the second processing device be remote 


from the first processing device. (Claim 42.) In Koether, this would mean the 


kitchen base station would be remote from kitchen appliance. Because Koether 


teaches the use of "cells" and "cellular" links between the various devices, a 


person of ordinary skill in the art would understand that the kitchen base station 


can be geographically remote from the kitchen appliance. This could be scaled 


anywhere from room size remoteness to multiple miles given the use of cellular 


link. Koether itself confirms this "Mt i]t should be clearly understood that these cells 


may be located within the same or different buildings." (Col. 4, 11. 15 -19.) 


Koether also claims that each "base station is associated with a radio coverage area 


or cell, such that restaurant appliances located within the same cell communicate 


with the same base station." (Col. 15,11.20 -23). A person of ordinary skill in the 


art reading the disclosure of Koether would understand that in situations where a 


cell is located in different buildings, and a single base station is associated with 
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that cell, the base station is remote from the kitchen appliances located within the 


various buildings of the cell. Furthermore, Koether describes satellite 


communication as an option for transmitting information between the kitchen base 


station and the kitchen appliance. A person of ordinary skill in the art would 


understand that satellite communication is provided so that the kitchen base station 


and kitchen appliances can communicate over significant distances, such as when 


they are remotely located from one another. Given the disclosure of Koether 


regarding providing a control system covering a large geographical area, prior to 


July 1996 a person of ordinary skill in the art would understand that the Smart 


Commercial Kitchen could be deployed with a single kitchen base station within a 


cell that communicates with multiple remotely located restaurants containing 


kitchen appliances. This would take advantage of the cellular and satellite 


communication links described in Koether and would be more cost effective than 


providing a dedicated kitchen base station for each kitchen premises 


35. The Koether system was designed to allow for automatic monitoring and 


control. (Col. 2, 23 -36.) This includes the automatic operation of the control 


center, which is claimed in the `363 patent's claim 42 as the communication 


device, as well as the kitchen base station. (Col. 5, 11. 60 -67.) 


36. The control center of Koether can provide information about an appliance 


and an event associated with an appliance either back to the appliance or some 
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other location, including a repair or service technician. (Col. 11, 11. 30 -46; Col. 8, 


57 -67.) A person of ordinary skill in the art would understand that when the 


control center provides information about service, repair, warranty, or the 


unacceptable use of the appliance, it is relaying information about the disrepair 


event of claim 42. Koether expressly confirms this stating that, for example, the 


control center can relay to the appliance itself an electronic message indicating that 


the appliance is unacceptable for use. (Col. 8, 11. 57- Col. 9, 11. 2.) Koether further 


explains the type of information that the control center can relay to, for example, 


an authorized service technician. (Col. 10, 11. 30 -44.) 


37. Kother also describes an extension to the control center through a hand -held 


computer or Palm -type device. (Col. 5, 11. 67 - Col. 6,11. 5; Col. 10, 11. 1 -23.) This 


is also shown in Figure 8, above. This type of communication device is similar to 


the one described in the specification of the `363 patent, specifically, for example 


Figure 11A: 
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In Figure 11A, the claimed communication device can communicate with an 


output device 985. A person of ordinary skill at the time would have understood 


that such output device could include a wirelessly tethered personal digital 


assistant or PDA for remote access to the control center by an authorized user. 


(`363 patent, Col. 55, 11. 19 -35.) Thus, it is my opinion that the tethered control 


center and handheld mobile kitchen center of Koether Figure 8 and corresponding 


disclosure is commensurate in scope with the described communication center of 


the `363 patent. 
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38. The Koether patent details that the data communications that make the 


detailed monitoring and control possible is effectuated by packet -based data 


communication. (Col. 5, Il. 37 -45; Col. 6, 11. 67 - col. 7,11. 15.) A person of 


ordinary skill in the art prior to July 1996 would have understood that such packet - 


based transmission would include transmission over the Internet or World Wide 


Web. The Internet is, and was, the quintessential packet -based transmission 


network made possible by the Internet Protocol for packet routing. Moreover, 


Koether expressly describes using ISDN. (Col. 5, 11. 42-44.) A person of ordinary 


skill in the art would have recognized the disclosure of ISDN to refer to an all - 


digital circuit -switched network that provides access to packet switched networks 


and that ISDN is capable of transporting packets of information. Furthermore, 


prior to 1996, digital circuit -switching had become the primary means of carriage 


for Internet packets. Therefore, a person of ordinary skill in the art prior to July 


1996 would have known to use the Internet as the network for transmitting signals 


from the kitchen base station to the control center, as ISDN and Internet services 


were commonly available and would have yielded a predictable result of successful 


signal transmission. 


39. Based on these disclosures, it is my opinion that each element of claim 42 is 


expressly taught by Koether, or at the very least would suggest the element to a 


person of ordinary skill in the art. A person of ordinary skill would be motivated, 
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for example, to have the data signals used to communicated between the various 


devices sent across the Internet or World Wide Web for the reasons described 


above. 


40. Claim 43 adds to claim 42 simply that the data communication between the 


second processing device and the communication device be wireless. As described 


above, Koether makes clear that all data communication can be wireless, taking 


advantage of cellular radio communication, and even expressly describes such 


wireless communication. (Col. 7, 11. 16 -49; Col. 14,11.27 -29; Col 2., 11. 9 -13) 


41. Claim 45 adds to claim 42 that the communication device be selected from 


one of a wireless device, a cellular telephone, and a personal digital assistant. In 


my opinion, Koether expressly teaches this in several ways. First, as just 


described, Koether makes clear that the cellular radio (wireless) communication 


can be extended to the control center - the claimed communication device. (Col. 


7,11. 16 -49; Col. 14, 11. 27-29.) Second, Koether teaches tethering the 


communication device to a hand -held or Palm -type device. (Col. 5:67 -6:5; Col. 


10, 11. 1 -23; Col. 10, 11. 23-45.) The Koether patent makes clear that the control 


center and the handheld are connected so that the control device can relay, for 


example, "diagnostic software ", etc., to the appliance. (Col. 11,11. 15 -17.) These 


linked device, in essence, make the communication device a wireless Palm -type 


device. At the very least, this would suggest to a person of ordinary skill prior to 
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July 1996 that the control center could be equipped with wireless devices for 


portable capabilities. This would allow a user of the device to carry out basic 


control functions such as activating and deactivating a piece of equipment to 


ensure proper repair, as well as conduct other control operations from a location 


other than a control center. 


42, Claim 46 adds to claim 42 the use of one of an intelligent agent, a software 


agent, and a mobile agent. Koether is express that the system uses not only 


software, but also artificial intelligence software called "fuzzy- logic." (Col. 9:44- 


56.) In July, 1996, a person of ordinary skill in the art would have understood 


"fuzzy logic" to mean making decisions based on ambiguous data points. This 


type of logic facilitated automated decision making by using confidence intervals 


for variable sensor input into algorithms or decisions. The intelligence of this 


software and operation are confirmed by the Koether patent's disclosure of 


automatic operation and control by the control center, discussed above. 


43. Claim 48 adds to claim 42 that the communication device provides 


information to the premises appliance information concerning the state of disrepair 


or disrepair of the premises appliance. The Koether patent expressly describes this 


in the example of providing information to the kitchen appliance of its status of 


being unacceptable for use. (Col. 8,11. 57 -6.) 
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44. Claim 49 basically restates many of the elements of claim 42 in a linear 


order. According to the claim, the first processing device (at the kitchen appliance) 


sends a first diagnostic signal to the second processing device (remote from the 


kitchen appliance) and then the second processing device sends a second 


diagnostic signal to the communication device, which in turn provides diagnostic 


data or information to the kitchen appliance. This is precisely what the Koether 


patent describes in Figure 1. The Koether patent teaches a kitchen appliance 


sending a wireless signal about disrepair to a kitchen base station which then sends 


a wireless signal about disrepair to a control center. From there, the control center 


can send a signal back to the appliance or a service technician regarding the state 


of disrepair or control. (Col. 5, 11. 6 - Col. 6, 11. 5.) 


45. Claim 53 again largely restates the elements of claim 43 in an insubstantially 


different way. 


46. Claim 54 adds elements directed to the type of detection made of the status 


or condition of the premises or premises appliance. For example, claim 54 adds 


that the apparatus "detects" one of "an unauthorized use of the premises" or "an 


occurrence warranting providing notice." The Koether patent teaches such a 


detection when it details the system is capable of detection of gross degradation 


and providing notice of such degradation. (Col. 5,11.57 -67.) For the Koether 


patent to describe the control center being able to determine and then notify the 
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appliance user of a state of disrepair, the appliance must first generate a signal and 


transmit that signal to the kitchen base station, which then sends a signal to the 


control center. Koether confirms this in its discussion of bidirectional 


communication between the various device. (Col. 5,11.20 -35.) 


47. Claim 54 further adds that the message of disrepair be sent either to the 


communication device or a second communication device. In Koether, this is met 


by the sending of information to the control center concerning disrepair or 


malfunction or the hand held device that extends from the control center. (Col. 5, 


11. 60 -67.) The message that can be sent regarding the disrepair or malfunction, 


according to the claim, would be in the form of a voice message, email, or, 


importantly, an electronic message. A person of ordinary skill in the art would 


understand this to be broader than an email which is separately recited. The 


Koether patent teaches sending electronic messages across the data network 


bidirectionally between the kitchen appliance and the control center. (Col. 5, 11. 


57 -67.) The Koether patent also teaches having the control center place a phone 


call to a service technician. (Col. 9,11. 60 -67.) Koether also describes having the 


control center communicate a notice of disrepair that can be displayed on a kitchen 


appliance. (Col. 8, 11. 61 -64.) Based on the teachings of Koether this 


communication would be in the form of an electronic message. Thus, Koether 


expressly describes that the message from the kitchen appliance to the 
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communication device or second communication device is an electronic message 


and if not express, it would certainly have been obvious prior to July 1996 to a 


person of ordinary skill in light of the Koether patent's disclosure of data networks 


to use electronic messaging. 


B. Crater 


48. The Crater patent was applied for on May 30, 1996. I am informed that this 


filing date, as it is before the date I have presumed is the earliest effective date for 


the Challenged Claims, makes Crater prior art to the Challenged Claims. 


49. The Crater patent is titled "Distributed Interface Architecture for 


Programmable Industrial Control Systems." The Crater patent describes a system 


where "an integrated control system comprises one or more controllers each 


equipped to perform a control function and to gather data (ordinarily from sensors) 


relevant to the control function." (Col. 2,11. 56 -59.) "For example, a chemical 


synthesis process may be carried out at a temperature controlled to stay within an 


operating range, but the optimal temperature may depend on the output of a 


previous process feeding into the synthesis; in this case, the temperature of the 


synthesis process as well as the output of the previous process are relevant control 


parameters with respect to the synthesis process." (Col. 2, 11. 65 - Col. 3, 11. 4.) 


50. As the Crater patent goes on to detail, this remote monitoring and control 


system "utilizes the capabilities of the Internet and, more particularly, the 
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interactive capabilities made available by resources such as the World Wide Web 


to shift the burden of providing user interfaces for changing forms of data from 


monitoring computers to the controllers that actually gather and report the data." 


(Col. 2, 11. 40 -45.) An example of the interconnected controllers, monitors, and 


user interfaces is shown Figure 2 of the Crater patent: 
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51. As Crater details, "[i]t should be stressed that the system may include more 


than one remote monitoring computers, and any of these may not, in fact, be 


`remote' (in terms of distance) at all; instead, they may reside at the same site as 


the controlled process or equipment." (Col. 3,11.27 -33.) This discussion 


confirms, along with the use of the Internet, that the various devices for control and 
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monitoring of the Crater patent can be geographically distributed from the 


machinery. 


52. Crater makes clear that the remote monitoring and control devices "can 


monitor the efficiency or overall behavior of the equipment, perform diagnostic 


checks, or even effect certain maintenance operations." (Col. 3, 11. 36 -39.) 


53. I will now explain how the Koether patent can be combined with the Crater 


patent to describe the same devices and signals as claimed in the Challenged 


Claims. 


Claims 1, 3 -5, 8, 13 -17, 20, 44, 84, and 85 -86 


54. It is my opinion that a person of ordinary skill in the art in July of 1996 


would recognize Koether could be combined with Crater because of the similarities 


in what those references teach. Both teach the remote monitoring and control of 


machinery using the relay of signals from processing devices both co- located and 


geographically disperse from the machine to be monitored and controlled. Both 


references recognize the need for such remote monitoring and control. For 


example, Crater states [t]he enormous complexity of ensuring proper task 


sequencing and management, which requires not only procedural logic but constant 


monitoring of equipment states to organize and distribute operations and detect 


malfunction, has resulted in the widespread adoption of programmable 


controllers." (Col. 1, 11. 15 -20.) Crater further adds "the program causes the 
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controller to examine the state of the controlled machinery by evaluating signals 


from one or more sensing devices(e.g., temperature or pressure sensors), and to 


operate the machinery (e.g. by energizing or deengergizing operative components) 


based on procedural framework, the sensor signals, and, if necessary, more 


complex processing." (Col. 1, 11. 23 -28.) This is exactly what Koether describes: 


"The inventive Smart Commercial Kitchen (SCK) network has the ability, among 


other things, in real -time to monitor and control the maintenance, repair and energy 


management of kitchen or restaurant appliances located a wide geographical area." 


(Col. 3, 11. 50 -54.) Koether also explains that "[t]he control center may, if desired, 


control in real -time the normal operation for some or all of the kitchen or 


restaurant appliances." (Col. 3,11. 5 -7.) 


55. Given the same problem being addressed by both the Koether and Crater 


patents, it is my opinion that a person of ordinary skill in the art in 1996 would 


have been motivated to combine those teachings should one offer a solution or 


modification not expressly described in the other. For example, the express 


disclosure in Crater of the Internet and the World Wide Web confirms that a 


person of skill in the art in 1996 would have understood using those specific 


networks was acceptable, and in fact beneficial, when the Koether patent describes 


using an ISDN network. Benefits include the user friendly nature of the World 


Wide Web, the off -loading of processing in distributed systems, and security - all 
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of which are detailed in Crater. (Col. 4,11. 1 -17; Col. 4,11. 50 -57; 8, 11. 53 - Col. 9, 


11. 14.) I am informed that from a legal perspective, the expected function as 


described in prior art reference as between two references can demonstrate nothing 


more than the application of the common sense of the person of ordinary skill in 


the art. It is my opinion that the use of precise mechanisms detailed in the Koether 


and Crater patents would be used exactly as described in a way as intended in each 


reference. 


56. Before more specifically addressing the specific elements of independent 


claims 1 and 84, a brief discussion of nomenclature is needed. In claim 42, 


discussed above, the three devices are referred to as a first processing device (at the 


premises or premises appliance), a second processing device (remote from the first 


processing device), and a communication device (remote from the second 


processing device). Those devices generate and transmit signals, respectively 


referred to as a first signal, second signal, and control signal. The same naming 


convention is used between claims 42 and 84. I agree the following depiction 


accurate shows the devices and signals of claims 42 and 84: 


Claim 42/84: 
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57. Claim 1, however, uses different names for the three devices and signals. In 


claim 1, the third processing device is located at the premises or premises 


appliance. Thus, the third processing device of claim 1 is the first processing 


device of claim 42/84. In claim 1, the first processing device is located remote 


from the second and third processing devices. Thus, the first processing device of 
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claim 1 is the communication device of claim 42/84. The following table 


accurately reflects these naming differences: 


Claim 42 Claim i Claim 84 


"communication device" "first processing device" "communication device" 


"second processing device" "second processing device" "second processing device" 


"first processing device" "third processing device" "first processing device" 


The associated signals thus change as well. In claim 42, the communication device 


generates the control signal. In claim 1, however, the first processing device 


generates the first signal, which is the same as the control signal. In claim 1, the 


first signal is sent to the premises or premises appliance and contains the control 


type data. Note, in claim 1, there is no discussion of the premises or appliance 


providing a signal to the second processing device. 


58. It is my opinion that claim 1 differs from claim 42 detailed above in two 


material ways. First, claim 1 uses different names for the same devices and signals 


recited in claim 42. I have previously discussed the relationship between the two 


claims. 


59. Second, claim 1 adds that the first processing device - the device remote 


from the premises or premises appliance and the second processing device - "is 


associated with a website." As detailed above, a person of ordinary skill in the art 
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would have understood that the ISDN network described in the Koether patent 


would have included the Internet and World Wide Web. But, the Crater patent 


makes express the use of HTML web -based technology for the remote monitoring 


and control of machinery. For example, Crater states "[k]ey to the concept of a 


web page, therefore, is the division of functionality between the client -based 


browser and the server -based web page, and the particular roles assigned to each . . 


.. The manner in which this divided functionality can be incorporated into a bank 


of controllers and a monitoring system as illustrated in Figs. 1 and 2." (Col. 5, 11. 


66 - Col. 6,11. 37.) Koether also teaches that, for extended coverage around the 


world, "a plurality of control centers linked to each other may be employed." (Col. 


5, 11. 55 -59). Koether also teaches that through use of the described invention, 


"retail food service chains, such as McDonald's® or Burger King ®, may readily 


update the cooking profiles of their food products on a global basis." (Col. 11. 11. 


55 -61). In order to accomplish such consistent global control operations between 


geographically dispersed control centers and restaurant chains as contemplated in 


Koether, a web -based infrastructure for accessing a website to perform control and 


monitoring functions would have been an obvious design choice due to the ease of 


accessibility to the World Wide Web. Such an infrastructure would make it much 


easier to update cooking profiles or recipes for global implementation , for 


example. This makes it clear to me, that a person of ordinary skill in the art prior 
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to July 1996 would have been motivated to have the control center of Koether 


associated with a webpage for the benefits Crater describes. (Col. 4, 11. 18 -57.) 


The control center of Koether would function exactly as intended with the added 


benefit of known web -based techniques, such as HTML. 


60. Claim 1 requires that the first processing device generate, for example, a 


signal that can activate, deactivate, or control a premises or premises appliance. 


Again, this is the same function as the communication device of claim 42. 


61. Claim 1 also requires that the first processing device receives a second 


signal and then generates and transmits the first signal - the control signal. 


Koether teaches this as detailed for claim 42, but the Crater patent also describes 


this. (Col. 9, 11. 7 -14.) 


62. Just as with claim 42, the second processing device generates a second 


signal that is transmitted to the first processing device. Crater also teaches this to a 


person of ordinary skill in the art when it describes a monitoring device (what 


claim 1 calls the first processing device) being in communication with a bank of 


controller devices (one of which would be the second processing device of claim 


1). (Col. 2,11. 10 -17.) 


63. Claim 1 also states that the first processing device determines, based on the 


second signal, whether an action or operation at the premises is an authorized or an 


allowed action. This is what dependent claim 54, discussed above, states as well. 
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Crater also discusses monitoring the equipment or machinery for authorized use or 


control when it details providing password and security measures to the system and 


web -based network. (Col. 8,11.37 -63.) Crater makes express that "[s]ecurity- 


clearance functions are conventional and readily implemented by those skilled in 


the art." (Col. 8, 11. 61 -63.) Koether, which describes global cooking profile 


changes to restaurant chains like McDonald's® and Burger King® would 


necessarily require some form of authorization prior to use. I agree that the 


detection of authorized use of the premises appliance or machine would readily be 


implemented by those skilled in the art prior to July 1996, particularly in light of 


the sensitivity of making global changes for a restaurant as Koether describes 


through its Smart Commercial Kitchen, and was thus obvious at that time. 


64. The last element of claim 1 requires the generation of a third signal by the 


third processing device that activates, disables, or control the premises or premises 


appliance. Koether makes clear that the bi- directional communication of its 


network provides to the control center (claim l's first processing device) a signal 


that then allows the control center to send signals back that can control, in real - 


time, various operations. (Col. 11, 11. 53 -61.) Based on this disclosure, it is at the 


very least obvious to a person of ordinary skill that the microprocessor controller 


of Koether (the third processing device of claim 1) would generate a signal for 


activation or control based on the data or signals received from the control center. 
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65. Claim 3 adds that the second processing device of claim 1 is a wireless 


device. The Koether patent makes clear that each of the microprocessor controller 


(third processing device), kitchen base station (second processing device), and 


control center (first processing device) can communicate wirelessly. (Col. 7, 11. 


16 -49; Col. 14, 11. 27 -39.) Koether also describes the kitchen base station as being 


equipped with a terminal keyboard and display unit. (Col. 7, 11. 54 -62). Based on 


this disclosure, one of ordinary skill in the art prior to July 1996 would have 


recognized that the cellular radio functions and equipment necessary could have 


been used for each device. Thus, at the very least, it would have been obvious to a 


person of ordinary skill prior to July 1996 to incorporate a wireless device into the 


kitchen base station as wireless computing devices such as the laptop and Palm 


device expressly described in Koether were known. For example, given the 


geographic remoteness detailed in the Koether patent, one of ordinary skill in the 


art would recognize that running wires between kitchen base stations and 


appliances, especially when remotely located, would be an added cost and source 


of further maintenance. 


66. Claim 4 further adds that the second processing device is either a cellular 


phone or a personal digital assistant. As described above, the kitchen base station 


of the Koether patent possesses cellular radio functionality. Moreover, as shown in 


Figure 8 of the Koether patent, the kitchen base station can interface with the 
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kitchen appliance through a hand -held Palm -type device. Thus, it would have been 


obvious to a person of ordinary skill in the art prior to July 1996 to combine the 


functions of the portable device between base station and the kitchen appliance 


with the kitchen base station. 


67. Claim 5 adds to claim 1 that one of the processing devices processes 


information about controlling temperature, electrical use, or fuel use. Koether 


makes this clear when it discusses power cycling for energy consumption (Col. 12, 


11. 65 - Col. 13, 11. 62) and monitoring temperature. (Col. 2,11. 65- Col. 3,11. 4.) 


68. Claim 8 simply details, as discussed above in reference to claim 42, the 


detection of a failure, malfunction, or state of disrepair of, for example, a premises 


appliance. It would have been obvious to a person of ordinary skill in the art prior 


to July 1996 to combine the Koether patent's teaching of a remote monitor and 


control system with the ability to detect disrepair of a kitchen appliance over the 


Internet or World Wide Web as described in Crater. 


69. Claim 20 adds that at the premises equipment or appliance of claim 1, there 


is a video camera or recording device. Crater expressly teaches the transmission of 


real -time video to the monitoring station. (Col. 4,11. 58 - Col. 5,11. 12.) The 


monitoring station can in turn be equipped with a display for viewing such data. 


(Col. 3,11. 19 -26.) In light of this disclosure, the ability to transmit and view real - 


time video data would make it obvious to have the video capturing device located 
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at the machinery the Crater patent describes. Crater's description of multi -media 


applications further confirms this. (Col. 2, 11. 40 -55.) The motivation for this is 


clear. If the remote monitoring station of Crater is supervising and controlling 


complex machinery, for example in a chemical process, being able to visualize any 


error or disrepair for maintenance would increase the efficacy of such 


geographically disperse monitoring. (Col. 2, 11. 65 - Col. 3, 11. 45.) Thus, adding a 


camera and recording function using the underlying multimedia technology of the 


web -based network of Crater would have provided obvious advantages to the 


Koether patent's kitchen system for the same reasons it benefitted Crater. Video 


information would provide the additional benefit of visual information of the state 


of disrepair of the kitchen appliance, prior to dispatching the service personnel, 


allowing the service personnel an opportunity to plan for the service call in 


advance. 


70. Claim 44 does not depend from claim 1, but instead from claim 42, 


discussed above. To the extent that the packet -based transmission of Koether do 


not make web -based association of the processing device, which I believe it does, 


then Crater makes express the use of web -based architecture. (Col. 4, 11. 1 -57; Col. 


5, 11.66 - Col. 6,11. 37.) 


71. Claim 84 is identical to claim 42 with one change. In claim 84, the claimed 


second processing device (the kitchen base station of the Koether patent) is 
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associated with a web site, just as claim 1 detailed in Paragraph 59 above 


addresses. This element makes claim 84 the same as dependent claim 44 when 


read with its parent claim, claim 42. Thus, for the same reasons that claim 44 is at 


the very least obvious in light of the Koether and Crater patents and the desire and 


trend for the use of web -based architecture, so is claim 84. 


72. Claim 85 adds to claim 84 that the communication device (the control center 


of the Koether patent) is a wireless device, a cellular telephone, or a personal 


digital assistant. As explained above, the Koether patent makes clear that the 


cellular radio attributes can exist with each of the devices. For example, this is 


discussed with reference to claim 43, above. 


73. Claim 86 adds that the communication device and the second processing 


device transmit a control signal for the repair, reprogramming, activation, 


deactivation, or control of a premises appliance. The Koether patent is clear that 


its system allows for the distribution of control center functions and those 


functions include the real -time control of the kitchen appliance. (Col. 4, 11. 5 -12; 


Col. 3, 11. 5 -12.) Koether makes clear that the control center will provide that 


information back to the microprocessor controller, as described above. While I 


maintain the disclosure of packet -based data networks would suggest to a person of 


skill in the art the use of the Internet or World Wide Web to effect transmission of 


these signals, the Crater patent makes clear that the use of web -based architecture 
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would benefit the remote monitoring and control of such distributed systems, 


discussed above. For these reasons, claim 86 would have been at least obvious to a 


person of ordinary skill prior to July 1996 in light of the Koether and Crater 


patents. 


I, Richard Bennett, do hereby declare and state that all statements made 


herein are of my own knowledge, are true and that all statements made on 


information and belief are believed to be true; and further that these statements 


were made with the knowledge that willful false statements and the like so made 


are punishable by fine or imprisonment, or both, under Section 1001 of Title 18 of 


the United States Code. 


Date: 18 August, 2015 
lGl,f t J . L.--- _.. 
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