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UNITED STATES PATENT AND TRADEMARK OFFICE 

_____________ 

 
BEFORE THE PATENT TRIAL AND APPEAL BOARD 

____________ 
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Patent Owner. 
____________ 
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Patent 6,502,135 B1 

____________ 
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I. INTRODUCTION 

A. Background 

The Mangrove Partners Master Fund, Ltd. (“Petitioner”) filed a Petition 

(“Pet.”) on April 27, 2015 (Paper 5) requesting inter partes review of claims 1, 3, 

4, 7, 8, 10, and 12 of U.S. Patent No. 6,502,135 B1 (“the ’135 Patent,” Ex. 1001) 

pursuant to 35 U.S.C. §§ 311-319.  VirnetX Inc. (“Patent Owner”) filed a 

Preliminary Response (“Prelim. Resp.”) on July 24, 2015.  Paper 9.   

We have jurisdiction under 35 U.S.C. § 314.  We determine based on this 

record that Petitioner has demonstrated, under 35 U.S.C. § 314(a), that there is a 

reasonable likelihood of showing unpatentability with respect to at least one of the 

challenged claims, claims 1, 3, 4, 7, 8, 10, and 12. 

Petitioner relies on the following prior art: 

 
Takahiro Kiuchi and Shigekoto Kaihara, C-HTTP-- The Development of a 
Secure, Closed HTTP-Based Network on the Internet, PROCEEDINGS OF THE 
SYMPOSIUM ON NETWORK AND DISTRIBUTED SYSTEM SECURITY, IEEE 64–75 
(1996) (Ex. 1002, “Kiuchi”). 
 
P. Mockapetris, Domain Names – Concepts and Facilities, Network 
Working Group, Request for Comments: 1034 (1987) (Ex. 1005, 
“RFC 1034”). 
 

 
Petitioner contends that the challenged claims are unpatentable under 

35 U.S.C. § 102 and/or § 103 based on the following specific grounds (Pet. 3–4, 

15–37): 

Reference(s) Basis Claims challenged 

Kiuchi § 102  1, 3, 4, 7, 8, 10, and 12 
Kiuchi and RFC 1034 § 103 8 
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B. The Invention 

The ’135 Patent describes a system and method for securely communicating 

over the Internet.  Ex. 1001, 2:66.   

Claim 1 of the ’135 Patent is reproduced below: 

 
1.  A method of transparently creating a virtual private 

network (VPN) between a client computer and a target computer, 
comprising the steps of:  

(1) generating from the client computer a Domain Name 
Service (DNS) request that requests an IP address corresponding to a 
domain name associated with the target computer;  

(2) determining whether the DNS request transmitted in step (1) 
is requesting access to a secure web site; and 

(3) in response to determining that the DNS request in step (2) 
is requesting access to a secure target web site, automatically 
initiating the VPN between the client computer and the target 
computer. 

 
Ex. 1001, 47:20–32. 
 

We note that the ’135 Patent is presently the subject of co-pending actions, 

as follows: 

1) Civ. Act. No 6:13-cv-00211-LED (E.D. Tex.), filed February 26, 2013;  

2) Civ. Act. No. 6:12-cv-00855-LED (E.D. Tex.), filed November 6, 2012;  

3) Civ. Act. No. 6:10-cv-00417-LED (E.D. Tex.), filed August 11, 2010.  

See Pet. 1. 
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II. ANALYSIS 

A. Cited References 
 

1) Overview of Kiuchi 

Kiuchi discloses a closed HTTP-based network (“C-HTTP”) for a closed 

group of institutions, in which each member is protected by its own firewall.  Ex. 

1002, 64.  Communication is made possible with a client-side proxy (for one 

institution), a server-side proxy (for another institution), and a C-HTTP name 

server that provides both client-side and server-side proxies with each peer’s public 

key and Nonce values for both request and response.  Id. at 64–65.   

The client-side proxy asks the C-HTTP name server whether it can 

communicate with the host specified in a given URL.  If the connection is 

permitted, the C-HTTP name server sends the IP address and public key of the 

server-side proxy and both request and response Nonce values, which are 

encrypted and certified using asymmetric key encryption and digital signature.  Id. 

at 65.     

The client-side proxy then sends an encrypted request (including the client-

side proxy’s IP address, hostname, request Nonce value and symmetric data 

exchange key for request encryption) to the server-side proxy, which then asks the 

C-HTTP name server if the query from the client-side proxy is legitimate.  Id.  If 

the request is confirmed to be legitimate and access is permitted, the C-HTTP 

name server sends the IP address and public key of the client-side proxy and both 

request and response Nonce values to the server-side proxy.  After receiving the 

client-side proxy’s IP address, hostname and public key, the server-side proxy 

generates and sends a connection ID to the client-side proxy.  After the client-side 
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proxy accepts the connection ID from the server-side proxy, the connection is 

established.  Id. at 66. 

 

2) Overview of RFC 1034  

RFC 1034 discloses a name server that answers standard queries in recursive 

mode or non-recursive mode.  Ex. 1005, 22.  In non-recursive mode, the server is 

unable to provide an answer to the request and refers to “some other server ‘closer’ 

to the answer.”  In recursive mode, the server “returns either an error or the 

answer, but never referrals.”  Id. 

 

B. Claim Construction 

We interpret claims of an unexpired patent using the broadest reasonable 

construction in light of the specification of the patent in which they appear.  37 

C.F.R. § 42.100(b); see In re Cuozzo Speed Techs., LLC, 793 F.3d 1268, 1275–79 

(Fed. Cir. 2015).  We presume a claim term carries its “ordinary and customary 

meaning,” which is “the meaning that the term would have to a person of ordinary 

skill in the art in question” at the time of the invention.  In re Translogic Tech., 

Inc., 504 F.3d 1249, 1257 (Fed. Cir. 2007) (citation and quotations omitted).   

Petitioner and Patent Owner each proffer proposed constructions of several 

claim terms.  For purposes of this decision, we determine that no claim terms 

require express construction. 

 

C. Kiuchi - Anticipation 

Based on the present record at this preliminary stage of the proceedings, we 

agree that Petitioner has established that there is a reasonable likelihood of 

unpatentability of at least one claim as anticipated by Kiuchi.  For example, 
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