
REQUEST FOR EX PARTE REEXAMINATION TRANSMITFAL FORM

Address to:

Mail Stop Ex Parte Reexam
Commissioner for Patents

Po. Box 1450

Alexandria. Virginia 22313-1450

1. [X] This is a request for ex parte reexamination pursuant to 37 CFR 1.510 of patent number
6 108 704 issued August 22, 2000 . The request is made by:

[ ] patent owner

[ X] third party requester.

[ X] The name and address of the person requesting reexamination is:
EDWIN H. TAYLOR
BLAKELY SOKOLOFF TAYLOFI & ZAFMAN LLP

1279 OAKMEAD PAFIKWAY
SUNNYVALE CALIFORNIA 94085

[ ] a. A check in the amount of $2.520 is enclosed to cover the reexamination fee. 37 CFR i.20(c)(i);

[ X] b. The Commissioner is hereby authorized to charge the fee as set forth in 37 CFR 1.20(c)(i)
to Deposit Account No. 02-2666 ;or

[ ] c. Payment by credit card. Form PTO-2038 is attached.

4. Any refund should be made by
[ ] check or

[ X] credit to Deposit Account No. 02-2666 .
37 CFR 1.26. If payment is made by creditcard, refund must be to creditcard account.

[ X] A copy of the patent to be reexamined having a double column format on one side of a separate paper
is enclosed. 37 CFR 1.510(b)(4).
EXHIBIT A

CD—FlOM or CD-Ft in duplicate, Computer Program (Appendix) or large table

Nucleotide and/or Amino Acid Sequence submission
If applicable, all or the following are necessary

a. [ ] Computer Readable Forrn (CFIF)

b. [ ] Specification Sequence Listing on:

i [ ]CD-FIOM (2 copies) or CD-Ft (2 copies); or

I ] P3P9r

c. [ ] Statements verifying identity oi above copies

A copy of any disclaimer, certificate of correction or reexamination certificate issued in the patent is
included.

Fleexamination of c|aims(s) 1-7 and 10-44 is requested.

A copy of every patent or printed publication relied upon is submitted herewith including a listing
thereof on Form PTO-1449 or PTO/SB/08.
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An English language translation of all necessary and pertinent non-English language patents and/or
printed publications is included.

The attached detailed request includes at least the following items:.

a. [X] A statement identifying each substantial new question of patentability based on prior patents
and printed publications 37 CFFI 1.510(b)(1)

b. [X] An identification of every claim for which examination is requested, and a detailed
explanation of the pertinency and manner of applying the cited art to every claim for which
reexamination is requested. 37 CFFI 1.51(b)(2)

A proposed amendment is included (only where the patent owner is the requester). 37 CFR 1.510(e)

a. It is certified that a copy of this request (if filed by other than the patent owner) has been served in
its entirety on the patent owner as provided in 37 CFR l.33( ).
The name and address of the party served and the date of service are:

JEFFFIEY S. GINSBERG ESQ.
KENYON & KENYON
ONE BROADWAY
NEW YOFIK NY 10004

Date of Service: Februag 17, 2009 : or

[ ] b. A duplicate copy is enclosed since service on patent owner was not possible.

15. [x] CorrespondenceAddress: Directall communication about the reexamination to:

[ X] Customer Number: 8791
Type Customer Number here lace ustomer Number ar a La here

OR

] Firm or Individual Name: Edwin H. Taylor

Address (line 1) 1279 Oakmead Parkway

Address (line 2)

City Sunnyvale State California Zip 94085-4040 Country USA

Telephone (408) 720-8300 Fax (408)720-8383

16. [X] The patent is currently the subject of the following concurrent proceeding(s):

[ ] a. Copending reissue Application No.

[ ] b. Copending reexamination Control No.

[ ] c. Copending Interference No.

[X] d. Copending litigation styled:

Net2Phone, Inc. v. eBay, Inc., Skype Technologies SA, and Skype, Inc., Case No. 06-2469,
United States District Court for the District of New Jersey.

WARNING: Information on this form may become public. Credit Card information should not be
included on this form. Provide credit card information and authorization on PTO-2038.

/ET/

Authorized Signature

[ ] For Patent Owner Requester
/02-17-2009/

Date [ X] For Third Party Requester

Page 2 of 2
Based on Form PTO/SB/57 (02-01) as modified by BLAKELY, SO KOLOFF, TAYLOR & ZAFMAN LLP on 05/09/03

Page 2 of 500



IN THE UNITED STATES PATENT AND TRADEMARK OFFICE

Request for Ex Parte Reexamination REQUEST FOR EX PARTE
REEXAMINATION

U.S. Patent No. 6,108,704

Issued: August 22, 2000

Attorney Docket No.: 03801.Gl84
For: Point-to-Point Internet Protocol

Requester: Skype, Inc. Customer No.: 08791

RE UEST FOR EX PARTE REEXAMINATION UNDER 35 U.S.C. 302

Mail Stop Ex Pane Reexam
Commissioner for Patents

P.O. Box 1450

Alexandria, VA 22313-1450

Dear Sir:

Pursuant to the provisions of 35 U.S.C. §§ 302-307, the undersigned hereby requests an

ex parte reexamination of claims 1-7 and 10-44 of United States Patent No. 6,108,704 (“the ‘704

patent,“ Exhibit A) which issued on August 22, 2000 to Glenn W. I-lutton et al. resulting from a

patent application filed on September 25, 1995. The Requester hereby asserts that claims 1-7

and 10-44 of the ‘704 patent are unpatentable over prior art references not before the Patent and

Trademark Office (PTO) during prosecution of the ‘704 patent.
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I. PENDING LITIGATION

The ‘704 patent is the subject of pending litigation, Net2Phone, Inc. v. eBay, Inc.. Skype

Technologies SA, and Skype, Inc., Case No. 06-2469, instituted by the current assignee,

Net2Phone, Inc., in the United States District Court for the District of New Jersey. Net2Phone

alleges that Skype Technologies SA, Skype, Inc. and eBay Inc. infringe claims 1, 2, 4-7, 11, 22,

32-44 of the ‘704 patent. The parties have submitted their claim construction briefs and a

Markman hearing is currently scheduled for March 2, 2009. The Court has not yet set a schedule

for summary judgment proceedings. No trial date has been set. Skype, Inc., plans to file a

motion to stay the above-entitled litigation pending reexamination on the grounds that a stay of

litigation at this time will permit the Court and parties to benefit from the PTO’s guidance on

issues of patentability and to avoid further costly legal proceedings that would otherwise burden

the Court and parties. Claim Construction Briefs submitted by the parties to the pending

litigation are set forth in Exhibits S-X.

II. LISTING OF PRIOR ART PATENTS AND PRINTED PUBLICATIONS

In accordance with 37 C.F.R. §§ 1.510(b)(l) and (b)(2), reexamination of claims 1-7 and

10-44 of the ‘704 patent is requested in view of the following references:

Exhibit B The Open Group, Technical Standard, Protocols for X/Open PC

Interworking SMB, Version 2, (1992) (“NetBIOS”), which published as

a single publication containingzl (a) Protocol Standard for a NetBIOS

Service on a TCP/UDP Transport: Concept and Methods, RFC 1001

(March 1987) (“RFC 1001”); and (b) Protocol Standard for a NetBIOS

Service on a TCP/UDP Transport: Detailed Specifications, RFC 1002

(March 1987) (“RFC 1002“).

Exhibit C Etherphone: Collected Papers 1987-1988 (May 1989) (collectively

referred to herein as “Etherph0ne”). These papers, which published

together as a single publication, include the following:2

1 NetBIOS published as a single reference with RFC 1001 and RFC 2002.
2 The five papers comprising this reference were published together as set forth on the first page of this reference.
Thus. all five papers are a single reference.
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Exhibit D

Exhibit E

Exhibit F

Exhibit G

Exhibit H

Exhibit I

Exhibit]

Exhibit K
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a. Polle T. Zellweger, et al., An Overview of the Etherphone

System and its Applications, IEEE CONFERENCE ON COMPUTER

WORKSTATIONS (March 1988), 160-168 (hereinafter “Zellweger 1”).

b. Daniel C. Swinehart, Telephone Management in the

Etherphone System, PROCEEDINGS OF THE IEEE/IEICE GLOBAL

TELECOMMUNICATIONS CONFERENCE (November 1987), 1 176-1 180

(hereinafter “Swinehart 1“).

c. Douglas B. Terry and Daniel C. Swinehart, Managing

Stored Voice in the Etherphone S)-‘stem, ACM TRANSACTIONS ON

COMPUTER SYSTEMS 6(1) (February 1988), 3-27 (hereinafter “Terry”).

d. Daniel C. Swinehart, System Support Requirements for

Muiti—media Workstations, PROCEEDINGS OF THE SPEECHTECH ‘88

CONFERENCE (April 1988), 82-83 (hereinafter “S winehart 2").

e. Polle T. Zellweger, Active Paths through Multimedia

Documents, DOCUMENT MANIPULATION AND TYPOGRAPHY, J .C. AN VILET

(ED), CAMBRIDGE UNIVERSITY PRESS (1988) (hereinafter “Zellweger 2”).

Vin, Harrick M., et al., Multimedia Conferencing in the Etherphone

Environment, IEEE COMPUTER SOCEETY (October 1991) (“Vin”); and

Droms, R., Dynamic Host Configuration Protocol, RFC 1531 (Oct. 1993)

(“RFC 1531")

Pinard, et al., U.S. Patent No. 5,533,110 (“Pinard“)

VocalChat User’s Guide, Version 2.0 (1994) (“User‘s Guide“)

VocalChat Readme File, Version 2.02 (June, 1994) (“Readme”)

VocalChat 1.01 Networking Information (March 6, 1994) (“VocalChat

Networking”)

VocalChat Information, Version 2.02 (July 18, 1994) (“Help File”)

VocalChat Troubleshooting Help File, Version 2.02 (July 18, 1994)

(“Troubleshooting Help File”)
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III. OVERVIEW OF THE ‘704 PATENT

Before providing detailed explanations of the pertinency and manner of applying the

cited prior art to the claims, presented here is an overview of the ‘704 patent and its prosecution

history. The ‘704 patent issued on August 22. 2000, and includes 44 claims, of which claims I,

2, 4, IO, 21, 32, 33, 38, 43, and 44 are independent.

A. Subject Matter of the ‘704 Patent

The ‘704 patent describes two different techniques for locating computer processes on a

network. Referring to Figure l of the ‘704 patent (reproduced below), one technique relies on a

“connection server“ (26) to locate processes and a second technique relies on a “mail server”

(28) to locate processes.3 According to the first technique, each computer (referred to as a

“processing unit" in the ‘704 patent) registers its IP addresses with the connection server (26).

The IP address of each “online” computer is stored within a database (34) on the connection

server. As described in the ‘704 patent (referring to Figure 1):

Upon the first user initiating the point-to-point Internet protocol when the first

user is logged on to Internet 24, the first processing unit l2 automatically

transmits its associated E-mail address and its dynamically allocated IP address to
the connection server 26. The connection server 26 then stores these addresses in

the database 34 and timestamps the stored addresses using timer 32. The first user

operating the first processing unit I2 is thus established in the database 34 as an

active on-line party available for communication using the disclosed point-to-

point Internet protocol. Similarly, a second user operating the second processing

unit 22, upon connection to the Internet 24 through a connection service provider,

is processed by the connection server 26 to be established in the database 34 as an

active on-line party.“

3 The first technique is referred to as the “primary point-to-point Internet protocol“ and the second technique is
referred to as the “secondary point-to-point internet protocol.“ See. e.g., ‘704 patent. Col. 5. line 55 - Col. 6. line 29.

‘ ‘704 patent. Col, 5. lines 25-38.
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FIG. I

In order to initiate a connection with the second computer (22) on the network, the first

computer (12) retrieves the current IP address of the second computer from the connection server

(26). Once the first computer knows the IP address of the second computer, it can establish a

point-to-point connection with the second computer. As described in the ‘704 patent:

The first processing unit 12 then sends a query, including the E-mail address of

the callee, to the connection server 26. The connection server 26 then searches the

database 34 to determine whether the callee is logged-in by finding any stored

information corresponding to the callee’s E-mail address indicating that the callee

is active and on-line. If the callee is active and on-line, the connection server 26

then performs the primary point-to-point Internet protocol; i.e. the IP address of

the callee is retrieved from the database 34 and sent to the first processing unit 12.

The first processing unit 12 may then directly establish the point-to-point Internet

communications with the callee using the IP address of the callee.5

The second technique for locating computers on a network (the “secondary point-to-point

Internet protocol”) utilizes the email server (28) illustrated in Figure l. The second technique is

used “if the connection server 26 is noii-responsive, inoperative, and/or unable to perform the

primary point-to-point Internet protocol, as a non-responsive condition.“6 Using the second

technique, the first computer (12) transmits an email message which includes the IP address of

the first user and a session number (referred to as a “<ConnectRequest>“ message).7 After

receiving the email message from the mail server, the second computer (22) uses the IP address

and session number to establish a point-to-point connection with the first computer (12). As

described in the ‘704 patent:

5 ‘704 patent. Col, 5. lines 55-67.
6 704 patent. Col. 6. lines 20-23.
7 704 patent. C01. 6. lines 31-36.
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Upon detecting and/or receiving the incoming E-mail signal from the first

processing unit 12, the second processing unit 22 may assign or may be assigned

a temporary IP address. Therefore, the delivery of the E-mail through the Internet

24 provides the second processing unit 22 with a session number as well as IP

addresses of both the first processing unit 12 and the second processing unit 22.

Point-to-point communication may then be established by the processing units l2,

22. For example, the second processing unit 22 may process the E-mail signal to

extract the <ConnectRequest> message, including the IP address of the first

processing unit 12 and the session number. The second processing unit 22 may

then open a socket and generate a <ConnectOK> response signal, which includes

the tempsorary IP address of the second processing unit 22 as well as the session
number.

While the independent claims of the ‘704 patent are not expressly limited to a particular

protocol standard, the embodiments described in the ‘704 patent utilize the TCP/IP protocol.9

Thus, the focus of the ‘704 patent is a central repository of IP addresses which is queried to

locate computers on a network.
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The ‘704 patent also describes a graphical user interface (‘‘GUI’‘) for managing calls on a

computer. The GUI, illustrated in Figures 5 and 6 of the ‘704 patent (reproduced above),

includes a status area (38) which is used to indicate . . .

. . a called user by name and/or by IP address or telephone number; a current

function such as C2; a current time; a current operating status such as “IN USE”,

3 ‘7o4 pate11l.C0l. 7. lines 10-25.
° See, e.g.. 704 patent. Col. 5. lines 8-14 and 22-38.
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and other control icons such as a down arrow icon 40 for scrolling down a list of

parties on a current conference line. The operating status may include such

annunciators as “IN USE“, “IDLE”, “BUSY”, “NO ANSWER“, “OFFLINE”,

“CALL“, “DIALING“, “MESSAGES”, and “SPEEDDIAL.“‘°

Figures 5 and 6 also illustrate a set of graphical icons (42) which are “configured to

substantially simulate a telephone handset or a cellular telephone interface.““ The icons provide

functions typically found on a telephone such as speed dial (SPD), hold (HLD), send (i.e., initiate

call) (SND), end call (END), mute (MUT). Icons are also provided to indicate individual

telephone “lines” (Ll-L3) and “conference lines” (Cl-C3). An active call may be transferred to

a different line by “by clicking and dragging the status area 38, which is represented by a

reduced icon 46. Dragging the reduced icon 46 to any one of line icons L1-L4 transfers the

called party in use to the selected line, and dragging the reduced icon 46 to any one of

conference line icons C1-C3 adds the called party to the selected conference call.“‘2

B. Prosecution History of the ‘704 Patent

The application which resulted in the ‘704 patent was filed on September 25, 1995. The

‘704 patent application” initially included a total of 20 claims. This was extended to 53 claims

via a preliminary amendment. 14

The PTO mailed a first Office Action on June 2, 1997, rejecting all 53 claims under 35

U.S.C. § 103 as being unpatentable in view of several prior art references, including Civanlar,

U.S. Patent No. 5,581,552 (“Civanlar”). As noted by the Examiner, Civanlar discloses “a

colnmunication protocol in which the requesting node sends a request for comlnunication with

another node through an address server. which contains an address database, to obtain the

address and routing information necessary to complete the communication.“l5

The Applicants filed an Amendment and Response on December 2, 1997 in which they

added claims 54-68 and distinguished the invention from the cited references as follows:

Applicant's invention provides techniques for determining the current

dynamically assigned network protocal [sic] address of a user process connected

1° ‘704 patent. Col. 8. lines 42-50.
“ ‘704 patent. Col. 3. lines 58-60.
1" ‘704 patent. Col. 9. lines 36-42.
13 Application serial no. 08/533.1 1 resulting in the ‘704 patent is referred to as the “‘704 application.“
14 See Preliminary Amendment (April 5. 1996).
15 Office Action (June 2. 1997). page 3.
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to the network. The first technique utilizes a dedicated server which acts as a

network address/information directory from which calling processes can obtain

information. When a first process connects to the networks, the process logs-on

to the server and provides the server with the network protocal [sic] address under

which the process is currently operating. A second process wishing to establish

communications with the first process, connects to the server and request the

network protocal [sic] address under which the first process is currently operating.

Upon receipt of the network protocal [sic] address of the first process, the second

process establishes communications with the first process directly, without any

intervention [sic] from the address/information server.”

The Applicants also submitted a Declaration of Prior Invention under 37 U.S.C. § l.l3l,

stating “to overcome the rejection of all claims under 35 U.S.C. § 103 as being unpatentable over

Civanlar, et al. in view of Morgan et al. and/or further in view of December et al . . . In light of

the declaration and accompanying exhibits, all rejections based on the Civanlar et al. reference

are deemed moot.“”

The PTO mailed a second Office Action on April 14, 1998 indicating a restriction

requirement under 35 U.S.C. § l2l. The Applicants mailed a response to the restriction

requirement on August ll, I998, electing a group of claims (Group 1).

An Office Action mailed on October 28, 1998 rejected all pending claims under 35

U.S.C. § l02(e) and 35 U.S.C. § l03. The Applicants mailed an Amendment and Response on

March 1, I999, cancelling claims 1-4 and 6-11 and amending numerous claims. The Applicants

again distinguished the alleged “invention” over the cited prior art, stating:

Applicants’ invention solves a fundamental problem associated with the Internet. . .

The problem is: How can a global network user be located if he/she has no

permanent network address?

Applicants have disclosed a solution to the above-described problem. The solution

utilizes a client/server system. In the disclosed system, a client process contacts a

dedicated address directory server and forwards to the server the network protocol

address to which it has been assigned upon connection to the computer network,

along with other identification information. The dedicated address directory server

maintains a compilation or list of entries, each of which contain a process identifier

and the corresponding network protocol address forwarded to the server by the

process itself. Other processes wishing to contact a desired target process simply

16 Office Action Response (December 2. 1997). page 8.
17 Amendment and Response (December 2. 1997). page 7. We question the sufficiency of the support document.
“webph,doc.“ submitted with the Declaration of Prior Invention. However. because the prior an we rely upon

predates the priority date of this document. we did not perform a detailed analysis related to this document.

11 of 172

Page 13 of 500



query the address directory server to determine whether the target process is on-line

and the current network protocol address at which the target process is located.”

In addition, with respect to independent Claims 10 and 21 of the ‘704 patent (and

associated dependent claims), the Applicants argued that these claims were “directed to a method

for establishing a point-to-point communication link with the user interface of a client process by

associating elements representing a communication line and various processes.”'9

A Notice of Allowability was mailed on May 25, I999, allowing Claims 21, 23-24, 26-

64, 66, and 67 (which issued as Claims 1-44). The ‘704 patent issued on August 22, 2000.

IV. SUBSTANTIAL NEW QUESTION (SNQ) OF PATENTABILITY AS REQUIRED

BY 37 C.F.R 1.510 (b)(1)

The following section provides a list of the SNQS and detailed explanation of the prior art

references relied upon in the present request for the SNQ, including references not previously

considered by the PTO.

A. SNQS Raised by NetBIOS

A SNQ as to Claims 1-7 and 32-44 is raised by NetBIOS. NetBIOS anticipates all of the

limitations of these claims, including teachings of Civanlar, which were used by the Examiner in

a § 103 rejection against the instant claims. This reference was removed from consideration due

to the acceptance of a 37 C.F.R. § l.l3l declaration which swore behind the date of Civanlar.

While Civanlar shows an address server for storing network protocol addresses usable by

network nodes to establish point-to-point communications, the question of patentability was

removed when the reference was antedated. See, e.g., Civanlar, col. 3, lines 1-4 (‘‘The address

server contains an address data base for performing address resolution, i.e., translation, between

the at least two addresses of each ELAN end-point in response to requests for such

translations”).

NetBIOS, which was not cited or discussed in the prosecution of the ‘704 patent, presents

a SNQ of patentability because it, like Civanlar, discloses an address server (referred to as a

“NetBIOS Name Server” or “NBNS”) with an address database for storing network protocol

addresses usable by network nodes to establish point-to-point communications, as discussed in

18 Amendment and Response (March 1. 1999). page 14.
19 Office Action response (March 1. 1999). page 17.
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detail below. See, e.g., NetBIOS at 367 (describing how the NBNS acts as a “bulletin board’ on

which name/address information is freely posted (and removed) by P and M nodes without

validation by the NBNS. Alternatively, the NBNS may elect to completely manage and validate

names.“). See also id. at 388 (“Name query transactions are initiated by endnodes to obtain the

IP address(es) and other attributes associated with a NetBIOS name.“).

Recall also that, during prosecution of the ‘704 patent, the Applicants argued that the

claimed invention . . .

. utilizes a dedicated server which acts as a network address/information

directory from which calling processes can obtain information. When a first

process connects to the networks, the process logs-on to the server and provides

the server with the network protocal [sic] address under which the process is

currently operating. A second process wishing to establish communications with

the first process, connects to the server and request the network protocal [sic]

address under which the first process is currently operating. Upon receipt of the

network protocal [sic] address of the first process, the second process establishes

communications with the first process directly, without any intervention [sic]
from the address/information server.

Office Action Response (December 2, 1997), page 8. This is precisely the manner in which

nodes in NetBIOS register their own IP addresses with the NBNS and query the NBNS for the IP

addresses of other nodes. See, e.g., id. at 397 (“The NetBIOS session service begins after one or

more IP addresses have been found for the target name. . . . NetBIOS session service

transactions, packets, and protocols are identical for all end-node types. They involve only

directed {point-to-point) communications.“) (emphasis added).

For all of the foregoing reasons, NetBIOS would be considered important in deciding the

question of patentability for all independent claims of the ‘704 patent and, accordingly, presents

a SNQ of patentability, particularly with respect to Claims 1-7 and 32-44.

B. SNQS Raised by NetBIOS in view of RFC 1531

A SNQ as to Claims 1-7 and 32-44 is raised by NetBIOS in view of RFC 1531. NetBIOS

and RFC 1531 were not cited or discussed alone, or in combination in the prosecution of the

‘704 patent. The combination presents a SNQ of patentability because NetBIOS discloses an

address server (referred to as a “NetBIOS Name Server“ or “NBNS“) for storing network

protocol addresses usable by network nodes to establish point-to-point communications (as

described above), and RFC [531 discloses how TCP/IP addresses are assigned dynamically by a
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Dynamic Host Configuration Protocol (DHCP) server. See, e.g., Dynamic Host Configuration

Protocol, RFC 1531 (Oct. 1993) (“RFC l53l“), Section 2.2 (describing the “dynamic allocation

of network addresses“ on TCP/[P networks). As argued by Applicants in the prosecution of the

‘704 patent:

Applicant‘s invention provides techniques for determining the current

dynamically assigned network protocol address of a user process connected to the

network. The first technique utilizes a dedicated server which acts as a network

address/infonnation directory from which calling processes can obtain

information. When a first process connects to the networks, the process logs-on

to the server and provides the server with the network protocal [sic] address under

which the process is currently operating. A second process wishing to establish

communications with the first process, connects to the server and request the

network protocal [sic] address under which the first process is currently operating.

Upon receipt of the network protocal [sic] address of the first process, the second

process establishes communications with the first process directly, without any

intervention [sic] from the address/information server.

Office Action Response (December 2, 1997), page 8. As described above, these features are all

described explicitly in NetBIOS except for “dynamically assigned” network protocol addresses.

Consequently, NetBIOS in view of RFC l53l presents a SNQ of patentability for all claims

which require the dynamic assignment of network protocol addresses, as discussed in detail

below. Such combination would be considered important in deciding the question of

patentability and accordingly present a SNQ of patentability, particularly with respect to Claim

33 which explicitly requires “locating processes having dynamically assigned network protocol

addresses” and with respect to various other claims which require that the network protocol

address is received “following connection to the computer network.” See, e.g., Claims 1, 4, and

38.

C. SNQS Raised by NetBIOS in View of Pinard

A SNQ as to Claims l0-l7, l9-28, and 30-31 is raised by NetBIOS in view of Pinard.

NetBIOS and Pinard were not cited or discussed alone, or in combination in the prosecution of

the ‘704 patent. Recall that during prosecution of the ‘704 patent, the Applicants argued that

these claims were “directed to a method for establishing a point-to-point communication link

with the user interface of a client process by associating elements representing a communication

line and various processes.“ Office Action response (March 1, 1999), page 17. Consequently,
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the combination of NetBlOS and Pinard presents a substantial new question of patentability

because NetBIOS discloses an address sewer for storing network protocol addresses usable by

network nodes to establish point-to-point communications and Pinard discloses graphical

elements representing communication lines and callees that may be clicked and dragged to

establish and terminate calls, set up conference calls, and place calls on hold, as discussed in

detail below. See, e.g., Pinard, Figures 2-16 and associated text. Such combination would be

considered important in deciding the question of patentability and accordingly present a

substantial new question of patentability, particularly with respect to Claims 10-17, 19-28, 30-31.

D. SNQS Raised by NetBIOS in View of Pinard and further in view of VocalChat
User’s Guide

A SNQ as to Claims 18 and 29 is raised by NetBlOS in view of Pinard and further in

view of VocalChat. NetBIOS, Pinard, and VocalChat were not cited or discussed alone, or in

combination, in the prosecution of the ‘704 patent. The combination presents a substantial new

question of patentability because the combination discloses all of the features from NetBIOS and

Pinard described above and, in addition, the VocalChat User’s Guide describes a

“communication line on mute status“ as recited in Claims [8 and 29. As described in the

VocalChat User’s Guide, “Manual Activation can also be used like the MUTE option in many

phones: it lets you talk without being heard on the other user’s system.“ User’s Guide, page 57.

Such combination would be considered important in deciding the question of patentability and

accordingly would present a substantial new question of patentability, particularly with respect to

Claims 18 and 29.

E. SNQS Raised by Etherphone

A SNQ as to Claims 1-2, 4-7, 10-12, 14, 19-23, 25, and 30-44 is raised by Etherphone.

Etherphone anticipates all of the limitations of these claims, including teachings of Civanlar

which were used in a § 103 rejection against the instant claims. This reference was removed

from consideration due to the acceptance of a 37 CFR. § 1.131 declaration which swore behind

the date of Civanlar. While Civanlar shows an address server for storing network protocol

addresses usable by network nodes to establish point-to-point communications, the question of

patentability was removed when the reference was antedated. See, e.g., Civanlar, col. 3, lines 1-
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4 (“The address server contains an address data base for performing address resolution, i.e.,

translation, between the at least two addresses of each ELAN end-point in response to requests

for such translations“).

Etherphone, which was not cited or discussed in the prosecution of the ‘704 patent,

presents a SNQ of patentability because it, like Civanlar, discloses an address server (referred to

as a “Voice Control Server‘ ‘ or “Telephone Control Server”) for storing network protocol

addresses usable by network nodes to establish point-to-point communications, as discussed in

detail below. See, e.g., Swinehart 1, page 4 (“The telephone control server manages voice

switching by sending to each Etherphone or service the network addresses of the other

participants. Thereafter, voice datagrams are transmitted directly among the participants,

bypassing the control server.“).

In addition, during prosecution of the ‘704 patent, the Applicants argued that the claimed

invention . . .

. utilizes a dedicated server which acts as a network address/information

directory from which calling processes can obtain information. When a first

process connects to the networks, the process logs-on to the server and provides

the server with the network protocal [sic] address under which the process is

currently operating. A second process wishing to establish communications with

the first process connects to the server and request the network protocal [sic]

address under which the first process is currently operating. Upon receipt of the

network protocal [sic] address of the first process, the second process establishes

communications with the first process directly, without any intervention [sic]
from the address/information server.

Office Action Response (December 2, 1997), page 8. This is precisely the manner in which

Etherphones/workstations described in Etherphone register their own IP addresses with the

Voice Control Server and query the Voice Control Server for the IP addresses of other

Etherphones/workstations. See, e.g., Swinehart 1, page 4 (after receiving the IP address of a

callee’s Etherphone from the Voice Control Server, “voice datagrams are transmitted directly

among the participants, bypassing the control server”). See also id. (“'The telephone control

sewer controls voice conversations, implements the stand-alone behavior of telephone

instruments and coordinates the activities of workstations and adjacent telephones in their

implementation of the various voice capabilities . . . It uses dynamic information linking users to

workstations in order to provide calls to individuals rather than fixed locations and the

registration of visitors in the offices of their colleagues”); Swinehart l, page 2 (“Calls are to
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individuals, not locations . . . Logging in tells the telephone system where Karmen is.“);

Zellweger l, page 5 (“An additional feature, called visiting, allows him to register his presence

with a second workstation or Etherphone, such as during a meeting. Registering with the

destination location allows users to travel more freely than forwarding calls from the home

location does.”).

For the foregoing reasons, Etherphone would be considered important in deciding the

question of patentability and accordingly would present a SNQ of patentability, particularly with

respect to Claims 1-2, 4-7, 10-12, l4, 19-23, 25, and 30-44.

F. SNQ Raised by Etherphone in view of NetBIOS

A SNQ as to Claim 3 is raised by Etherphone in view of NetBIOS. Etherphone and

NetBIOS were not cited or discussed alone, or in combination in the prosecution of the ‘704

patent. The combination presents a SNQ of patentability because Etherphone discloses an

address server (referred to as a “Voice Control Server“ or ‘Telephone Control Server“) for

storing network protocol addresses usable by network nodes to establish point-to-point

communications, as mentioned above, and NetBIOS discloses “a timer, operatively coupled to

the processor, for time stamping the network protocol addresses stored in the memory” as recited

in Claim 3. See, e.g., NetBIOS at 382 (“[t]he NBNS may impose a ‘time-to-live’ on each name

it registers. The registering node is made aware of this time value during the name registration

procedure”). Such combination would be considered important in deciding the question of

patentability and accordingly would present a SNQ of patentability, particularly with respect to

Claim 3.

G. SNQ Raised by Etherphone in View of Vin

A SNQ as to Claim 32 is raised by Etherphone in view of Vin. Etherphone and Vin were

not cited or discussed alone, or in combination in the prosecution of the ‘704 patent. The

combination presents a SNQ of patentability because Etherphone discloses an address server

(referred to as a “Voice Control Server” or “Telephone Control Server”) for storing network

protocol addresses usable by network nodes to establish point-to-point communications, as

mentioned above, and Vin discloses using TCP/IP as the network protocol in an Etherphone

system. See, e.g., Vin, page 77, Figure 5 (illustrating a “protocol stack and format” used in an
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Etherphone system which includes intemet protocol (IP) packets). Such combination would be

considered important in deciding the question of patentability and accordingly would present a

SNQ of patentability, particularly with respect to Claim 32, which requires the “Internet

protocol.”

H. SNQS Raised by Etherphone in View of Vin and further in view of RFC 1531

A SNQ as to Claim 33 is raised by Etherphone in view of NetBIOS and further in view of

RFC 1531. Etherphone, Vin, and RFC l531were not cited or discussed alone, or in combination

in the prosecution of the ‘704 patent. The combination presents a SNQ of patentability because

Etherphone discloses an address server (referred to as a “Voice Control Server” or “Telephone

Control Server”) for storing network protocol addresses usable by network nodes to establish

point-to-point communications, Vin discloses the use of TCP/IP as the network protocol in an

Etherphone system, as mentioned above, and RFC 1531 discloses how TCP/IP addresses are

assigned dynamically by a Dynamic Host Configuration Protocol (DHCP) server. See, e. g.,

Dynamic Host Configuration Protocol, RFC 1531 (Oct. 1993) (“RFC 1531”), Section 2.2

(describing the “dynamic allocation of network addresses” on TCP/IP networks). As argued by

Applicants in the prosecution of the ‘704 patent:

Applicant’s invention provides techniques for determining the current

dynamically assigned network protocol address of a user process connected to the

network. The first technique utilizes a dedicated server which acts as a network

address/information directory from which calling processes can obtain

information. When a first process connects to the networks, the process logs-on

to the server and provides the server with the network protocal [sic] address under

which the process is currently operating. A second process wishing to establish

communications with the first process, connects to the server and request the

network protocal [sic] address under which the first process is currently operating.

Upon receipt of the network protocal [sic] address of the first process, the second

process establishes communications with the first process directly, without any

intervention [sic] from the address/inforrnation server.

Office Action Response (December 2, 1997), page 8. Etherphone, Vin and RFC 1531, in

combination, disclose all of these features. Consequently, such combination would be

considered important in deciding the question of patentability and accordingly presents a SNQ of

patentability, particularly with respect to Claim 33 which requires “dynamically assigned

network protocol addresses.”
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I. SNQs Raised by Etherphone in view of Pinard

A SNQ as to Claims 10-17, 19-28, and 30-31 is raised by Etherphone in view of Pinard.

Etherphone and Pinard were not cited or discussed alone, or in combination in the prosecution of

the ‘704 patent. Recall that during prosecution of the ‘704 patent, the Applicants argued that

these claims were “directed to a method for establishing a point-to-point communication link

with the user interface of a client process by associating elements representing a communication

line and various processes.” Office Action response (March 1, 1999), page 17. The combination

presents a SNQ of patentability because Etherphone discloses an address server for storing

network protocol addresses usable by network nodes to establish point-to-point communications

and Pinard discloses graphical elements representing communication lines and callees that may

be clicked and dragged to establish and terminate calls, set up conference calls, and place calls

on hold, as discussed in detail below. See, e.g., Pinard, Figures 2-16 and associated text. Such

combination would be considered important in deciding the question of patentability and

accordingly present a SNQ of patentability, particularly with respect to Claims 10, 12-17, 21, and

24-28.

J. SNQ Raised by Etherphone in view of Pinard and further in view of
VocalChat User’s Guide

A SNQ as to Claims 18 and 29 is raised by Etherphone in view of Pinard and further in

view of VocalChat. Etherphone, Pinard, and VocalChat were not cited or discussed alone, or in

combination in the prosecution of the ‘704 patent. The combination presents a SNQ of

patentability because Etherphone discloses an address server for storing network protocol

addresses usable by network nodes to establish point-to-point communications; Pinard discloses

graphical elements representing communication lines and callees that may be clicked and

dragged to establish and terminate calls, set up conference calls, and place calls on hold (as

described above); and VocalChat discloses a “communication line on mute status” as recited in

Claims 18 and 29. As described in the VocalChat User’s Guide, “Manual Activation can also be

used like the MUTE option in many phones: it lets you talk without being heard on the other

user’s system.” User’s Guide, page 57. Such combination would be considered important in

deciding the question of patentability and accordingly presents a SNQ of patentability,

particularly with respect to Claims 18 and 29.
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K. SNQS Raised by VocalChat User’s Guide in view of VocalChat Readme, and

further in view of VocalChat Networking, and further in view of VocalChat

Help File, and further in view of VocalChat Troubleshooting Help File

(collectively “VocalChat” or “the VocalChat references”)

A SNQ as to Claims 1-2, 4, 7, 10-11, 19-22, 30-42 is raised by VocalChat User’s Guide

in view of Readme, and further in view of VocalChat Networking, Help File, and

Troubleshooting Help File (collectively referred to as “VocalChat”). A strong motivation to

combine all of these references exists because they all describe the same VocalChat system.

VocalChat anticipates all of the limitations of these claims, including teachings of Civanlar,

which were used in al03 rejection against the instant claims. This reference was removed from

consideration due to the acceptance of a 37 C.F.R. § 1.131 declaration which swore behind the

date of Civanlar. While Civanlar shows an address server for storing network protocol addresses

usable by network nodes to establish point-to-point communications, the question of

patentability was removed when the reference was antedated. See, e.g., Civanlar, col. 3, lines 1-

4 (“The address server contains an address data base for performing address resolution, i.e.,

translation, between the at least two addresses of each ELAN end-point in response to requests

for such translations“).

VocalChat User’s Guide, Readme, VocalChat Networking, Help File, and

Troubleshooting Help File, which were not cited or discussed in the prosecution of the ‘704

patent, present a SNQ of patentability because they, like Civanlar, disclose an address server

(referred to as a “Post Office”) for storing network protocol addresses usable by network nodes

to establish point-to-point communications, as discussed in detail below. See, e.g., Readme,

page 2 (“VocalChat creates a central directory on the network, shared by all users called ‘Post-

Office.’ All users must use the same Post-Office, otherwise they won't be able to communicate

or leave messages to each other. This means that all users must be attached to one file-server

which will be used for the Post-Office, and all have write permission for the Post-Office

directory.“). In TCP/IP implementations, the Post Office directory includes a “Connection List”

file (CONNLIST.VC) containing the unique usernames and IP addresses of connected

VocalChat users. See, e.g., Help File, page 2 (“a shared CONNLIST.VC file is used by the

different running copies of VocalChat to hold user names and addresses. This file is placed in

the Post Office directory.’’). In earlier implementations, the Connection List file was called the

“USERS“ File. See, e.g., VocalChat Network Information, page 10 (“When the network used is
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not NetWare or Windows for Workgroups, VocalChat maintains a shared USERS file with the

names of logged in users. Each time a user loads VocalChat, its entry in the USERS file is

updated with its IPX/NetBIOS address")

Recall also that, during prosecution of the ‘704 patent, the Applicants argued that the

claimed invention . . .

. utilizes a dedicated server which acts as a network address/information

directory from which calling processes can obtain information. When a first

process connects to the networks, the process logs-on to the server and provides

the server with the network protocal [sic] address under which the process is

currently operating. A second process wishing to establish communications with

the first process, connects to the server and request the network protocal [sic]

address under which the first process is currently operating. Upon receipt of the

network protocal [sic] address of the first process, the second process establishes

communications with the first process directly, without any intervention [sic]
from the address/information server.

Office Action Response (December 2, 1997), page 8. This is precisely the manner in which

VocalChat clients register their own IP addresses with the Post Office server and query the Post

Office Sewer for the IP addresses of other VocalChat clients. See, e.g., Help File, page 22

(“VocalChat will use the CONNLlST.VC files to get network addresses and a user name should

be entered in the Setup for each user.”). See also VocalChat Network Information, page 10

(“VocalChat maintains a shared USERS file with the names of logged in users. Each time a user

loads VocalChat, its entry in the USERS file is updated with its IPX/NetBIOS address”).

For the foregoing reasons, VocalChat User’s Guide in view of Readme, and further in

view of VocalChat Networking, Help File, and Troubleshooting Help File would be considered

important in deciding the question of patentability and accordingly would present a SNQ of

patentability, particularly with respect to Claims 1-2, 4, 7, l0-l 1, 19-22, 30-42.

L. SNQs Raised by the VocalChat References in view of RFC 1531

A SNQ as to Claims 1-2, 4, 7, l0-ll, l9-22, and 30-42 is raised by VocalChat User’s

Guide in view of Readme, and further in view of VocalChat Networking, Help File, and

Troubleshooting Help File, and further in view of RFC 1531. These prior art references were not

cited or discussed alone, or in combination in the prosecution of the ‘704 patent. The

combination presents a SNQ of patentability because VocalChat User’s Guide, Readme,

21 of 172

Page 23 of 500



VocalChat Networking, Help File, and Troubleshooting Help File disclose an address server

(referred to as a “Post Office” sewer) for storing network protocol addresses usable by network

nodes to establish point-to-point communications over a TCP/IP network (as described above),

and RFC [531 discloses how TCP/IP addresses are assigned dynamically by a Dynamic Host

Configuration Protocol (DHCP) server. See, e.g., Dynamic Host Configuration Protocol, RFC

l53l (Oct. l993) (“RFC 1531”), Section 2.2 (describing the “dynamic allocation of network

addresses” on TCP/IP networks). In addition, as argued by Applicants in the prosecution of the

‘704 patent:

Applicant’s invention provides techniques for determining the current

dynamically assigned network protocol address of a user process connected to the

network. The first technique utilizes a dedicated server which acts as a network

address/information directory from which calling processes can obtain

information. When a first process connects to the networks, the process logs-on

to the server and provides the server with the network protocal [sic] address under

which the process is currently operating. A second process wishing to establish

communications with the first process, connects to the server and request the

network protocal [sic] address under which the first process is currently operating.

Upon receipt of the network protocal [sic] address of the first process, the second

process establishes communications with the first process directly, without any

intervention [sic] from the address/inforrnation server.

Office Action Response (December 2, 1997), page 8. As described above, these features are all

described explicitly in the VocalChat references except for “dynamically assigned” network

protocol addresses. Consequently, the VocalChat references in view of RFC 1531 present a

SNQ of patentability for all claims which require the dynamic assignment of network protocol

addresses, as discussed in detail below. Such combination would be considered important in

deciding the question of patentability and accordingly present a SNQ of patentability,

particularly with respect to Claim 33 which explicitly requires “locating processes having

dynamically assigned network protocol addresses” and with respect to various other claims

which require that the network protocol address is received “following connection to the

computer network.” See, e.g., Claims 1, 4, and 38.
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M. SNQ Raised by the VocalChat References in view of NetBIOS

A SNQ as to Claim 3 is raised by VocalChat in view of NetBIOS. VocalChat and

NetBIOS were not cited or discussed alone, or in combination in the prosecution of the ‘704

patent. The combination presents a SNQ of patentability because VocalChat discloses an

address server (referred to as a “Post Office” server) for storing network protocol addresses

usable by network nodes to establish point-to-point communications, as mentioned above, and

NetBIOS discloses “a timer, operatively coupled to the processor, for time stamping the network

protocol addresses stored in the memory” as recited in Claim 3. See, e.g., NetBIOS at 382

(“[t]he NBNS may impose a ‘time-to-live’ on each name it registers. The registering node is

made aware of this time value during the name registration procedure.”). Such combination

would be considered important in deciding the question of patentability and accordingly would

present a SNQ of patentability, particularly with respect to Claim 3.

N. SNQS Raised by the VocalChat References in view of Pinard

A SNQ as to Claims 12-18 and 23-29 is raised by VocalChat User’s Guide in view of

Readme, and further in view of VocalChat Networking, Help File, and Troubleshooting Help

File (collectively referred to as “VocalChat” or “the VocalChat references”), and further in view

of Pinard. These references were not cited or discussed alone, or in combination in the

prosecution of the ‘704 patent. Recall that during prosecution of the ‘704 patent, the Applicants

argued that these claims were “directed to a method for establishing a point-to-point

communication link with the user interface of a client process by associating elements

representing a communication line and various processes.” Office Action response (March l,

i999), page l7. The combination presents a SNQ of patentability because VocalChat User’s

Guide, Readme, VocalChat Networking, Help File, and Troubleshooting Help File disclose an

address server for storing network protocol addresses usable by network nodes to establish point-

to-point communications and Pinard discloses graphical elements representing communication

lines and callees that may be clicked and dragged to establish and terminate calls, set up

conference calls, and place calls on hold, as discussed in detail below. See, e.g., Pinard, Figures

2-16 and associated text. Such combination would be considered important in deciding the
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question of patentability and accordingly present a SNQ of patentability, particularly with

respect to Claims 12-18 and 23-29.

V. OVERVIEW OF THE PRIOR ART REFERENCES PRESENTING A

SNQ OF PATENTABILITY

A. NetBIOS

The Network Basic Input/Output System. known as NetBIOS, was originally developed

for IBM‘s PC-Network in the early 1980s. In March 1987, the NetBIOS Working Group of the

Internet Engineering Task Force released Request for Comments 1001 (“RFC 1001”), titled

“Protocol Standard for a NetBIOS Service on a TCP/UDP Transport: Concept and Methods,“

and Request for Comments 1002 (“RFC 1002“), titled “Protocol Standard for a NetBIOS Service

on a TCP/UDP Transport: Detailed Specifications.” Both of these documents were republished

in NetBIOS in 1992 (Exhibit B)?“

NetBIOS is a software interface which allows applications on different computers to

communicate within a computer network, such as a local area network or the Internet.

“NetBIOS applications employ NetBIOS mechanisms to locate resources, establish connections,

send and receive data with an application peer, and terminate connections.” NetBIOS at 359.

NetBIOS “defines a proposed standard protocol to support NetBIOS services in a TCP/IP

environment. Both local network and lntemet operation are supported.“ Id. at 350.
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Figure From NetBIOS, page 371 (RFC 1001, page 22)

2° The pages of NetBIOS are numbered consecutively including RFC 1001 and RFC 1002. When referencing a page
in NetBIOS the consecutively numbered pages of RFC 1001 and RFC 1002 are used.
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As illustrated in the figure above, NetBIOS enables point-to-point communications

between two or more “point-to-point“ nodes (also referred to as “P nodes“). The point-to-point

connections are established over the Internet or a local area network (LAN). A NetBIOS Name

Server (“NBNS”) coupled to the point-to-point nodes over the Internet (or other network)

provide a dedicated directory service for associating node names with IP addresses. In operation.

NetBIOS point-to-point nodes register distinguishing names and corresponding IP addresses with

the NBNS. When a node makes a point-to-point connection it first “queries“ the NBNS to obtain

the current IP address of other nodes. Having obtained the target node's IP address from the

NBNS, the originating node can establish “directed (point-to-point) communications.” Id. at 397

(“The NetBIOS session service begins after one or more IP addresses have been found for the

target name. . . . NetBIOS session service transactions, packets, and protocols are identical for all

end-node types. They involve only directed (point-to-point) communications.“) (emphasis

added). In the December 2, 1997 Office Action Response on page 8, the Patent Owner indicated.

among other things, that “the second process establishes communications with the first process

directly, without any intervention [sic] from the address/information server.” Accordingly, the

examiner would have considered NetBIOS important in determining patentability.

“Name query transactions are initiated by endnodes to obtain the IP address(es) and other

attributes associated with a NetBIOS name.“ Id. at 388. See also id. at 376 (describing how

“[e]very node has a permanent unique name.”); id. at 377 (describing how NetBIOS point-to-

point nodes perform “name resolution” by “ask[ing]“ the NBNS for the IP address corresponding

to a NetBIOS end-node identified by name); id. (“Name query (also known as ‘resolution’ or

‘discovery’) is the procedure by which the IP address(es) associated with a NetBIOS name are

discovered.”); id. at 388 (“Name query transactions are initiated by end nodes to obtain the IP

address(es) and other attributes associated with a NetBIOS name.”); id. at 389 (“An NBNS

answers queries from a P [point-to-point] node with a list of IP address and other information”

for the queried name.).

This is a comprehensive reference for Internet and LAN point-to-point connections as

will be seen by the citation to NetBIOS in the text below and in the claim charts of Exhibit P. As

discussed above, Civanlar was utilized in a § 103 rejection against the instant claims. This

reference was removed from consideration due to the acceptance of a 37 C.F.R. § 1.131

declaration which swore behind the date of Civanlar. While this reference shows an address
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server for storing network protocol addresses usable by network nodes to establish point-to-point

communications, the question of patentability was removed when the reference was antedated.

Accordingly, NetBlOS, which was not cited or discussed in the prosecution of the ‘704 patent,

presents a SNQ of patentability because it, like Civanlar, discloses an NBNS with an address

database for storing network protocol addresses usable by network nodes to establish point-to-

point communications, as discussed in detail below. See, e.g., NetBIOS at 367 (describing how

the NBNS acts as a “‘bulletin board’ on which name/address information is freely posted (and

removed) by P and M nodes without validation by the NBNS. Alternatively, the NBNS may

elect to completely manage and validate names.“). Consequently, NetBlOS provides a SNQ of

patentability as the question of patentability based on Civanlar was removed.

Additionally, NetBlOS was not cited during the prosecution of the ‘704 patent and, as

shown above, would have been considered important to an examiner in deciding patentability of

the ‘704 patent, accordingly, it presents a substantially new question of patentability.

B. Etherphone

The Etherphone system (Exhibit C) “consists of microprocessor-based electronic

telephones, a centralized switching sewer, a voice file server, and workstation programs to

support voice communications and voice recording services. From a workstation, a user can

place and receive telephone calls, maintain private telephone directories, and manage a database

of voice messages?“

Figure 1 of Terry (reproduced below) provides an architectural overview of the

Etherphone system. A Voice Control Server (sometimes called a “Telephone Control Server‘‘)

registers the network addresses of workstations/Etherphones of users and provides the network

addresses to requesting workstations/Etherphones upon request to establish calls between users.

As described in Etherphone:

The telephone control server manages voice switching by sending to each

Etherphone or service the network addresses of the other participants. Thereafter,

voice datagrams are transmitted directly among the participants, bypassing the
control server.”

21 Zellweger 2. page 1 1.
22 Swinehan 1. page 4.
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Figure 1. A siiiiplr I-J litzrylwm: spices: cnvlmntmit.

Thus, after determining the current network addresses for a call, the workstation/Etherphone of

the calling user and the workstation/Etherphone of a called user establish a point-to-point

(“direct“) connection over the network, bypassing the Voice Control Server.

In addition, the Voice Control Server associates user identifiers with each network

protocol address. For example, a user may log in to any workstation. Calls to that user will then

be directed to that workstation and its associated Etherphone. As described:23

The telephone control server controls voice conversations, implements the stand-

alone behavior of telephone instruments and coordinates the activities of

workstations and adjacent telephones in their implementation of the various voice

capabilities. In addition, it stores personal preference information about each user

that allows it to support advanced features such as ring motifs and subdued

ringing without involving workstation programs. It uses dynamic information

linking users to workstations in order to provide calls to individuals rather than

fixed locations and the l'6ElStI'ZltlOI1 of visitors in the offices of their colleagues."'

Etherphone also describes a graphical user interface (GUI) to provide various telephony

functions. One example of the GUI is provided in Figure 3 of Zellweger l (reproduced below).

As described in Zellweger l:

A variety of convenient workstation dialing methods are provided: a user can . . .

select names or numbers from anywhere on the [Etherphone telephone

23 Swinehart 1, page 4 (underline emphasis added). See also Swinehart 1, page 2 (“Calls are to individuals, not
locations , . , Logging in tells the telephone system where Karinen isf‘); Zellweger 1, page 5 (“An additional feature.

called visiting. allows him to register his presence with a second workstation or Etherphone. such as during a

meeting, Registering with the destination location allows useis to travel more freely than forwarding calls from the
home location doesf‘).

1'1 Swinehait 1. page 4 (underline emphasis added), See also Swinehait 1. page 2 (“Calls are to individuals. not
locations . , . Logging in tells the telephone system where Karmen is.“); Zellweger 1. page 5 (“An additional feature.

called visiting. allows him to register his presence with a second workstation or Etherphone. such as during a

meeting, Registering with the destination location allows useis to travel more freely than forwarding calls from the
home location does.‘‘).
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management windows], use either of two directory tools that present browsable

lists of names and associated telephone numbers as speed-dialing buttons, or

redial any previously-made call by clicking on its conversation log entry. Calls

can also be placed by name or number from the telephone l<eypad.25
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Figure 3 From Zellweger 1

In addition, the Etherphone GUI uses icons to represent callers and telephone lines. For

example, Figure 4 of Zellweger 1 (reproduced below) includes a rolodex graphic to represent

callees (upper left) and a telephone graphic (upper middle) and a graphic of a person talking on

the phone (upper right) to represent telephone lines. When a call is placed to a callee in the

rolodex, the name of the callee is associated with the active telephone line graphic (upper right).

For example, the active telephone line graphic includes name of the callee and an image of a user

speaking on the telephone.

 
Figure 4. Ethmahoee Isyaiun icons. The two icons it the upper lefi
show 3 aimed personal telephone directory and a Finch icon at rest.
fiwkxmmdmuppernghtxhowsmmngrfirigallwmfle
2e!5wege.r‘x home (usu-name Pollezpa). The four bcdom item show
several stages c-(am incoming call from Doug Wyatt: the dares: left
icons of me group are animated during ringing. while the right
conversation lam is used after the call has been mrsveral.

25 Zellweger 1. page 4.
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The Etherphone system also supports conference calling and call waiting. For example,

Swinehart 1 describes how conference calls may be scheduled with other participants

(“negotiated conference calls"). See, e.g., Swinehart 1, page 3. In addition, using the

Etherphone system, a user may receive and answer a call while already on an existing call. See,

e.g., Swinehart 1, page 2 (describing how users can place and receive other calls during a

“background call”).

The Etherphone system was intended for use in “multiple networks and communication

protocols." Terry, page 3. At least one implementation of the Etherphone system used the

Internet Protocol (IP) to support network communications. See, e.g., Vin, page 77, Figure 5

(illustrating a “protocol stack and format” which includes internet protocol (IP) packets).

Consequently, Etherphone, which was not cited or discussed in the prosecution of the

‘704 patent, presents a SNQ of patentability because it, like Civanlar (which was antedated with

a 37 C.F.R. § 1.131 declaration), discloses an address server (referred to as a “Voice Control

Server“ or “Telephone Control Server‘‘) for storing network protocol addresses usable by

network nodes to establish point-to-point communications, as discussed in detail below. In view

of the above, a reasonable examiner would consider Etherphone to be an important reference in

deciding patentability. Accordingly, Etherphone presents a SNQ of patentability.

C. VocalChat User’s Guide, VocalChat Readme File, VocalChat Networking

Information, VocalChat Help File, VocalChat Troubleshooting Help File

(collectively referred to as “VocalChat” or “the VocalChat references”)

As mentioned above, the VocalChat system is described in VocalChat User’s Guide,

VocalChat Readme File, VocalChat Networking Information, VocalChat Help File, and

VocalChat Troubleshooting Help File. As stated in the declaration of Alon Cohen, one of the co-

founders of VocalTec, Ltd., included as Exhibit L with this reexamination:

1. VocalChat 1.01 Networking Information (“Networking Information"),

attached as Exhibit I (referred to as “Exhibit A” in the declaration), was publicly

distributed in 1994 as part of the VocalChat version 1.01 software, which was

commercially released and on sale to the general public in 1994. The VocalChat version

1.01 software was sold as a boxed product, which included an electronic copy of the

VocalChat 1.01 Networking Information document.
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2. VocalChat 2.0 User‘s Guide (“User’s Guide”), attached as Exhibit G

(referred to as “Exhibit B“ in the declaration), was publicly distributed in 1994 as part of

the VocalChat version 2.0 software, which was commercially released and on sale to the

general public in l994. The VocalChat version 2.0 software was sold as a boxed product,

which included a printed copy of the VocalChat 2.0 User‘s Guide.

3. The VocalChat Readme File (“Readme”), attached as Exhibit H (referred

to as “Exhibit C” in the declaration), the VocalChat Troubleshooting Help File

(“Troubleshooting Help File”), attached as Exhibit K (referred to as “Exhibit D” in the

declaration), and VocalChat Information (“Help File“), attached as Exhibit J (referred to

as “Exhibit E” in the declaration), are true and correct print outs of VocalChat version

2.02‘s README.TXT, TROUBLEHLP. and INFOHLP files, respectively. Electronic

copies of these documents were publicly distributed in 1994 as part of the VocalChat

version 2.02 software, which was commercially released and on sale to the general public

as a boxed product in 1994.

VocalChat is a software-based telephone executed on a personal computer which

connects to a central server to locate other personal computers on a variety of computer

networks, including TCP/IP, NetBIOS, and TPX networks.” In particular, as illustrated in the

figures on pages 4 and 5 of the VocalChat User’s Guide (reproduced below), computers with

VocalChat installed connect directly to a Post Office directory on a server to register their

current network protocol addresses, query the Post Office directory for the network protocol

addresses of other on-line computers, and establish point-to-point communications with each

other using the retrieved network protocol addresses.”

16 See, e.g.. VocalChat User‘s Guide. page 5 (illustrating a central sewer with a “post office“ to enable
communication bet ween computers)

37 See, e.g.. Readme File. page 2 (“VocalChat creates a central directory on the network. shared by all users called
‘Post-Office.‘ All users must use the same Post-Offrce. otherwise they won't be able to communicate or leave

messages to each other. This means that all users must be attached to one frle-server which will be used for the Post-

Office. and all have wr1' te permission for the Post-Office director}/.").
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Figure from Page 4 of User’s Guide

VocalChat may be implemented over a variety of network protocols including TCP/IP

and NetBlOS. In a TCP/IP implementation, the Post Office directory includes a “Connection

List” file (CONNLIST.VC) which contains the unique usemames and IP addresses of connected

VocalChat users.“ In the initial versions of VocalChat (versions 1.x), the Connection List tile is

called a “USERS f1le.“29 When the VocalChat client starts it transmits a user’s unique usemame

and IP address to the Connection List file.” User information maintained in the Connection List

file is then made available to other VocalChat users, thereby enabling those users to locate and

communicate with other VocalChat users.

28 See, e.g.. Help File, page 2 (“a shared CONNLlST.VC file is used by the different running copies of VocalChat to
hold user names and addresses. This file is placed in the Post Office directory"), For the purpose of this

reexamination we have convened the VocalChat Help File (Exhibit J) and Troubleshooting Help File (Exhibit K)

into PDF files and added page numbers to simplify navigation. Aside from the addition of page numbering. the

content of the help file and troubleshooting help file has not been modified in any manner.

29 See. eg. VocalChat Network Information. page 10 (“When the network used is not NetWare or Windows for
Workgroups. VocalChat maintains a shared USERS file with the names of logged in users. Each time a user loads

VocalChat. its entry in the USERS file is updated with its IPX/NetBIOS address“)

‘V’ See. eg. Help File. page 22 (“VocalChat will use the CONNLIST.VC files to get network addresses and a user
name should be entered in the Setup for each user.“). See also VocalChat Network Information. page 10.
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Status bar -Quick-Dial buttons

As illustrated above, VocalChat also provides a graphical user interface (GUI) to

establish point-to-point calls over the network. The user interface displays various buttons and

interface elements, including a Call button, Quick Dial buttons, and an “Idle“ icon, representing

a temporarily disabled communication line, and a volume slider. Additionally, VocalChat

includes a user interface window known as the “User List” to display a list of on-line users.“ A

VocalChat user may browse the list to find someone to call. Clicking on a usemame followed by

the Call button establishes a point-to-point call with the selected user.32 The VocalChat software

queries the central directory database to determine whether the callee is on-line and, if so, the

callee’s network protocol address is returned to the VocalChat software (an IP address in the

TCP/IP implementation).‘u The VocalChat software establishes a point-to-point call using the IP

address.

Consequently, these VocalChat references, which were not cited or discussed in the

prosecution of the ‘704 patent, present a SNQ of patentability because they, like Civanlar, show

an address server (referred to as a “Post Office“) for storing network protocol addresses usable

by network nodes to establish point-to-point communications, as discussed in detail below. In

view of the above a reasonable examiner would consider the VocalChat references to be

‘fl See, e.g.. User‘s Guide. page 14 (illustrating an Address Book User List).
Id.

33 See, e.g.. Help File. page 22 (describing how VocalChat retrieves network addresses from the connection list file
in a TCP/IP implementation).
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important in deciding patentability. Accordingly, these VocalChat references present a SNQ of

patentability.

D. RFC 1531

RFC [531 discloses how TCP/IP addresses are assigned dynamically by a Dynamic Host

Configuration Protocol (DHCP) server. See, e.g., Dynamic Host Configuration Protocol, RFC

1531 (Oct. 1993) (“RFC 1531”), Section 2.2 (describing the “dynamic allocation of network

addresses” on TCP/IP networks). There are various benefits to using dynamic IP address

assignment. For example, dynamically assigning IP addresses allows for “automatic reuse of an

address that is no longer needed by the host to which it was assigned.” RFC 1531, page 2

(Section 1, Introduction). Given that Claim 33 of the ‘704 patent explicitly requires “locating

processes having dynamically assigned network protocol addresses” and that various other

claims require the assignment of a network protocol address “following connection to the

computer networ ” (see, e.g., Claim 1, 4, and 38), RFC 1531 would be considered important in

deciding the question of patentability and accordingly presents a SNQ of patentability.

E. Vin

Vin is another prior art reference describing the Etherphone system which was published

separately from Etherphone: Collected Papers 1987-1988 (May 1989) (collectively referred to

herein as “Etherphone“). Vin describes many of the same features of the Etherphone system

described in Etherphone and, in addition, describes how the Etherphone system may be used on a

TCP/IP network. See, e. g., Vin, page 77, Figure 5 (illustrating a “protocol stack and format”

used in an Etherphone system which includes internet protocol (IP) packets). Consequently, Vin

would be considered important in deciding the question of patentability and accordingly presents

a SNQ of patentability, particularly with respect to Claim 32, which requires “Internet protocol”

addresses.

F. Pinard

Pinard (Exhibit F) entitled “Human Machine Interface for Telephone Feature

Invocation,“ issued on July 2, 1996 from an application filed on November 29, 1994. Pinard

discloses that “[t]he ability to display icons on a computer display and to invoke commands by

dragging an icon to another has long been known” in the prior art. (Col. 3, lines 15-17.) Pinard

applies such a graphical user interface to the field of telephony. (Col. 1, lines 5-7.)

33 of 172

Page 35 of 500



In Pinard “a method of providing information to a user unambiguously as to which

persons are parties to a call” is described. (Col. 1, lines 55-57.) Specifically, Pinard shows how

such information is represented graphically: “icons representing a subscriber‘s line associated

with a local subscriber, the status of the line and [sic] associated with particular other subscribers

to which calls are made or received are displayed in a manner that provides full information as to

their status and the status of any call in progress, whether on line or being held, and whether it is

a conference call or not.” (Col. 2, lines 47-54.)

Also described is how call functions or processes can be displayed and then invoked

using the graphical user interface: “The state of the call can be changed merely by dragging icons

to particular locations on the display.” (Col. 2, lines 54-55.) Specifically, Pinard describes:

A method for calls to be made between parties, to be placed on hold, to be

dropped from hold, to be conferenced or to be dropped from a conference with

clear indication to the user which of the parties to any call are being dealt with.

(Col. l, lines 57-61.)

In Pinard with the graphical user interface on a personal computer, one has the ability to

dial out and make and receive calls via a local area network (LAN). See, e.g., Col. 1. line 64 -

Col. 2, line 8; Col. 2, lines 38-41; Col. 3, lines 55-60; Col. 4; lines 1-3; and Figure l. Pinard

teaches that the described graphical user interface “can be used with any system in which a

telephony application on a personal computer or [a] personal computer in conjunction with a

server operates.” (Col. 2, lines 41-45.) See also Col. 1, lines 60-62.

As show in Figure 2 below, Pinard discloses a personal computer with a display ll

running a telephone application software program. See Col. 4, lines 10-1 1. The program creates

an icon l3 representing the caller (“Debbie“ in the example) as well as an icon l5 representing a

call setup process. (Col. 4, lines ll-18.)
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FEG. 2

Pinard discloses that the program uses the graphical user interface to permit the caller to

place a call. (Col. 2, line 59 — Col. 3, line 9; Col. 3, linesl0-14.) Figure 2 above and Figure 3

below are illustrative. By dragging the caller icon 13 (“Debbie”) onto the call set up icon 15, the

caller instructs the program that an outgoing call is to be made. (Col. 4, lines 19-21.) The

program creates icons (“images of the faces of the persons listed in the directory“) in directory

17 representing potential callees. See, e.g., Col. 4, lines 22-31. When the user drags an icon from

the directory 17 onto the call setup icon 15, the program retrieves and dials the corresponding

callee’s telephone number. See, e.g., Col. 4, lines 38-48.

  4..-...
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F16. 3

As show in Figure 4 below, when caller “Debbie” and callee “John" are telephonically

connected, the call setup icon 15 is transformed into a call icon 23, within whose borders the

caller icon (stick figure labeled “Debbie”) and the callee icon 21 (“John“) are located. (Col. 4,

lines 43-55.) This defined boundary signifies that a call is in progress. The program also creates
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a new call setup icon 24. (Col. 4, lines 50-41.) The program allows the caller to terminate a call

by dragging the callee icon 21 (“John“) into a trash basket icon 26. See, e.g., Col. 5, lines 1-4.

 
F18. 4

The program of Pinard uses the graphical user interface to permit a caller to call a first

callee on a first phone line and a second callee on a second phone line. See, e.g., Col. 2, line 59

— Col. 3, line 9; Col. 3, lines 10-14. The program also uses a graphical interface to permit a

caller to place on hold a first callee on one phone line and speak to a second callee on a second

phone line (or vice versa). See, e.g., Col. 2, line 59 — Col. 3, line 9; Col. 3, lines 10-14.

As shown in Figure 6 below, caller icon 13A (“Debbie”) is ghosted in the first call icon

23 to indicate that the first phone line over which the first caller (“John,” represented by icon 21)

is connected is on hold. See Col. 5, lines 5-35; Col. 5, line 45 — Col. 6, line 5. Caller icon 13

(“Debbie”) is solid in the second call icon 29 to indicate that the second phone line over which

the second caller (“Mary,“ represented by icon 28) is connected is active. See Col. 5, lines 5-35;

Col. 5, line 45 — Col. 6, line 5. Moreover, in the example of Figure 6, Debbie moves John from

the first line (represented by call icon 23) to the second line (represented by call icon 29) by

clicking and dragging John‘s icon 21, thereby creating a conference call between Debbie, Mary,

and John. See, e.g., Col. 5, lines 36-40.
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FIG. 5

A hard hold icon 39 of Pinard, shown below in Figure 12 allows the caller (“Debbie”) to

drag a callee icon 28 (“Mary”) to the hard hold icon 39. This places the callee (“Mary“) on hold.

Other callers (represented by icons 41) may also be placed on hold. (Col. 6, lines 36-53.)

 
FEE- E2

Pinard discloses that the program uses the graphical user interface to permit a caller to

conference a first callee and a second callee onto a single conference call. (Col. 2, line 59 — Col.

3, line 9; Col. 3, lines 10-14.) As shown in Figure 6 above, callee icon 21 (“John”) is dragged

onto call icon 29. As shown in Figure 7 below, this results in a conference call represented by

conference icon 32 in whose borders caller icon 13 (“Debbie“), first callee icon 21 (“John”), and

second callee icon 28 (“Mary“) are located. (Col. 5, lines 36-44.)

37 of 172

Page 39 of 500



 
FEE. 7

Finally, Pinard teaches that “[u]sing similar principles, a person skilled in the art will now

be able to provide unambiguous other features, such as call pickup, redial, speed call, callback,

etc.“ (Col. 7, lines 48-52.) These and other features were well known to those of ordinary skill

in the art insofar as they were prevalent on prior art telephones.

In summary, Pinard discloses graphical elements representing communication lines and

callees that may be clicked and dragged to establish and terminate calls, set up conference calls,

and place calls on hold, as recited in Claims 12-18 and 23-29 of the ‘704 patent. In view of the

above, a reasonable examiner would consider Pinard to be an important reference in deciding

patentability. Additionally, Pinard was not cited as a reference or discussed in the prosecution of

the ‘704 Patent. Accordingly, Pinard presents a SNQ of patentability.
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VI. DETAILED EXPLANATION OF THE PERTINENCY AND MANNER OF

APPLYING THE PRIOR ART REFERENCES TO EVERY CLAIM FOR WHICH

REEXAMINATION IS REQUESTED

As required under 37 C.F.R. § 1.510(b)(2), a detailed explanation of the pertinency and

manner of applying the prior art references to the claims is provided. The following analysis is

directed to prior art which was not cited during the prosecution of the claims of the ‘704 patent.

Additional explanation of the pertinency and manner of applying the prior art references to the

claims is provided in the claim charts at Exhibits M-O of this Request.

A. NetBIOS

1. Anticipation Rejections

9] 1. The quotation of 35 U.S.C. §102 (b) forms the basis for the anticipation rejections

which follow:

A person shall be entitled to a patent unless...

(b) the invention was patented or described in a printed publication in this or a foreign

country or in public use or on sale in this country, more than one year prior to the date of

the application for patent in the United States.

Q] 2. Claims 1-7 and 32-44 are anticipated by Protocols for X/Open PC lnterworking

SMB, Version 2, TI—[E OPEN GROUP (1992) (“NetBlOS”), which includes Protocol Standard for a

NetBIOS Service on a TCP/UDP Transport: Concept and Methods, RFC 1001 (March 1987)

(“RFC 1001”) and Protocol Standard for a NetBIOS Service on a TCP/UDP Transport: Detailed

Specifications, RFC 1002 (March 1987) (“RFC 1002“).

‘]I 3. During the Net2Phone Litigation, Net2Phone attempted to distinguish the claims

of the ‘704 patent over NetBIOS. The court has yet to render an opinion on these arguments. As

set forth in Exhibit P submitted with this reexamination, these arguments fail to distinguish the

claims of the ‘704 patent over NetBlOS for a variety of reasons.

1] 4. Neither NetBlOS nor its included RFC 1001/1002 were cited during the

prosecution of the ‘704 patent. As delineated below there is a SNQ of patentability raised by

NetBIOS. Below first the independent claims are set forth along with a discussion concerning

the relevancy of NetBIOS to the SNQ of patentability. Then the dependent claims are set forth.
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INDEPENDENT CLAIM 1

The preamble of Claim 1 reads, in pertinent part: “A computer program

product for use with a computer system, the computer system executing a

first process and operatively connectable to a second process and a server

over a computer network . . .”

9] 5. NetBIOS discloses a computer program product for use with a computer system

which executes a “first process” and is operatively connectable to a “second process” and a

server over a computer network. That NetBIOS discloses a computer program product for use

with a computer system can be seen from 356 (‘The NetBIOS service has become the dominant

mechanism for personal computer networking. NetBIOS provides a vendor independent

interface for the IBM Personal Computer (PC) and compatible systems“). In addition, NetBIOS

describes that the computer systems (or “nodes”) execute software, which is a computer-

implemented “process.“ See id. (“NetBIOS defines a software interface . . . . NetBIOS has

generally been confined to personal computers to date. However, . . . this specification has been

designed to allow an implementation to be built on virtually any type of system where the

TCP/IP protocol suite is available.”); id. at 357 (“NetBIOS is the foundation of a large body of

existing applications”). Finally, NetBIOS discloses a “server“ to which all processes are

operatively coupled over a network. For example, the figure on page 371 of NetBIOS illustrates

a NetBIOS Name Server (“NBNS“) coupled to point-to-point nodes (“P nodes“) over the

Internet.

9] 6. In the pending litigation, Net2Phone argued that the term “server” should be

defined broadly. Plaintiff Net2Phone, Inc.’s Response Brief on Claim Construction (Oct. I8,

2007) (Exhibit U), page 3. More specifically, Net2Phone argued:

Consistent with the use of the term ‘server’ in the specification, the claims do not

refer to any specific server configuration. They simply require a ‘server’ (also

referred to as a ‘connection sewer.’ ‘address server,‘ or ‘server process‘). There

is nothing in any of the claims that require that the server be in the form of a

single computer with a centralized database, as defendants contend.

Id., page 4. Similarly, Net2Phone argued that “[a] server in a ‘client/server system’ can be

implemented in any number of ways, from one to multiple computers, in one location or many,

and from a single large computer acting as the server to a network of personal computers.”

Plaintiff Net2Phone Inc.‘s Reply Brief on Claim Construction (Oct. 19, 2007) (Exhibit W), page

7 (citing to the declaration of Professor Larry L. Peterson). Thus, under Net2Phone’s
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interpretation, a “server” is not limited to any particular hardware or software configuration.

‘]l 7. It should be noted, however, that the requestor of the present Reexamination does

not agree with this interpretation, and has stated as such in the pending litigation. See, e.g.,

Reply Claim Construction Brief of Skype Technologies SA, Skype, Inc. and EBay Inc (Oct. l9,

2007) (Exhibit X), pages 2-9. For the sake of brevity, these interpretations are not repeated

below with respect to the other claims of the ‘704 patent which require a “server.” Under any

interpretation, the NBNS described in NetBIOS is a “server.”

Claim 1 requires “a computer usable medium having program code
embodied in the medium.”

9] 8. NetBIOS applications are loaded into random access memory, which is a

computer usable medium, and executed by a computer processor. NetBIOS describes that “[o]ne

of the first implementations [of NetBIOS] was for personal computers running the PC-DOS and

MS-DOS operating systems. It is possible to implement NetBIOS within other operating

systems, or as processes which are, themselves, simply application programs as far as the host

operating system is concemed.“ id at 359. NetBIOS further discloses that “typical use of

NetBIOS is among independently-operated personal computers.” Id. at 360.

Claim 1 further requires “program code for transmitting to the server a

network protocol address received by the first process following connection

to the computer network.”

9] 9. NetBIOS discloses program code executed on a node that transmits its name and

IP address to the NBNS. For example, to engage in NetBIOS communications, a point-to-point

(“P”) or mixed (“M”) node must register with a NBNS by transmitting a notice of the end node’s

name (a distinguishing identifier) and current IP address to the NBNS. id. 385 (illustrating the

“P-NODE REGISTRATION PROCESS”). Specifically, a NetBIOS “Name Registration

Request” sent by an M or P node to a NBNS includes the field “NB_ADDRESS,“ which is the

“IP address of the name's owner.” id. 431. See also NetBIOS at 367 (describing how the NBNS

may act as a “‘bulletin board’ on which name/address information is freely posted (and removed)

by P and M nodes without validation by the NBNS. Alternatively, the NBNS may elect to

completely manage and validate names”); id. at 388 (“Name query transactions are initiated by

end-nodes to obtain the IP address(es) and other attributes associated with a NetBIOS name.”);
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id. at 461-464 (disclosing program code for the P-node name registration process) and id. 480-

482 (disclosing program code for NBNS incoming packet processing for name registration). The

NBNS thereby contains a list of names and corresponding IP addresses of point-to-point and

mixed end-nodes.

Claim 1 also requires “program code for transmitting, to the server, a query

as to whether the second process is connected to the computer network."

9] 10. As disclosed in NetBIOS, an end-node sends a “query“ to the NBNS to determine

whether another end-node with the target name is currently logged onto the computer network,

and hence is registered with the NBNS. “Name query (also known as ‘resolution’ or

‘discovery’) is the procedure by which the IP address(es) associated with a NetBIOS name are

discovered.” id. 377. NetBIOS point-to-point nodes “perform name resolution” by “asl<[ing]“

the NBNS for the IP address and other information of the target node with whom they wish to

communicate. Id. See also id. at 388 (“Name query transactions are initiated by end-nodes to

obtain the [P address(es) and other attributes associated with a NetBIOS name.”). The NBNS

“answers queries from a P node with a list of IP address and other information for” the target

name. Id. at 389. See also id. at 440 (RFC 1002 describing “Name Query Request”); id. at 464-

465 (describing “P-Node Find Name Procedure”). “Each NODE_NAME entry represents an

active name in the same NetBIOS scope as the requesting name in the local name table of the

responder.” Id. at 446.

Claim 1 further requires “program code for receiving a network protocol

address of the second process from the server, when the second process is

connected to the computer network.”

9] ll. NetBIOS states that the NBNS “answers queries from a P node with a list of IP

address and other information for” the target name. NetBIOS at 389. The NetBIOS Name

Server maintains entries only for “active” (on-line) nodes, i.e., nodes that have an on-line status

with respect to the computer network. Id. at 446 (each entry “represents an active name”). Thus,

if the NBNS has a record of the unique target name in its database, it returns a positive name

query response to the requesting end-node. Id. at 390. The NBNS’s positive name query

response includes the IP address for the target node. Id. at 441 (describing a “POSITIVE NAME

QUERY RESPONSE”).
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9] l2. NetBIOS discloses a number of mechanisms to track the online status of nodes.

Entries for off-line nodes are “removed” through the use of log-out messages and timers. For

example, “NetBIOS names may be released explicitly or silently by an endnode. Silent release

typically occurs when an end-node fails or is turned off.” id. 377. For point-to-point nodes, the

“explicit name release“ involves “send[ing] a notification to their NBNS.” Id. That is, upon

going off-line, the node sends a “log-out” message to the NBNS, which then deletes the node’s

name/address entry from its database. See also id. at 393-394 (describing “NAME RELEASE

TRANSACTIONS”). NetBIOS also discloses mechanisms designed to detect “silent” releases,

i.e., when a nodes goes off-line without sending an explicit log-out message to the NBNS. Id. at

360 (“An explicit name deletion function is specified, so that applications may remove a name.

Implicit name deletion occurs when a station ceases operation.“). These mechanisms include a

“Name Refresh” mechanism, whereby each point-to-point node “is responsible for sending

periodic Name Request Requests” to the Name Server, which allows the Name Server “to detect

if a P [] node has ‘silently‘ gone down, so that names held by that node can be purged from the

data base.” Id. at 394; see id. at 378 (“The NBNS will consider a name to have been silently

released if the end-node fails to send a name refresh message” prior to the expiration of a

predetermined interval.). Nodes which do not send a refresh message to their NBNS within a

determined period of time are deemed to have gone off-line and their name/address entry is

deleted from the NBNS. Id. at 378, 382-383, 394-395. See also id. at 378 (describing “name

challenge” operation), 380 (describing “Node Status Request“ operation), 381 (“l5.l.7

CONSISTENCY OF THE NBNS DATA BASE"), 383 (“A very cautious NBNS is free to poll

nodes (by sending NAME QUERY REQUEST or NODE STATUS REQUEST packets) to

verify that their name status is the same as that registered in the NBNS.”). Thus, by design, only

logged-in nodes are registered with the NBNS. See, e.g., id. at 446 (“Each NODE_NAME entry

represents an active name in the same NetBIOS scope as the requesting name in the local name

table of the responder”). In sum, the requesting node receives the target node‘s IP address from

the NBNS only if the target node is currently logged in; otherwise, the NBNS responds to the

requesting node‘ s name query request with a negative response. See, e.g., id. at 389.

‘][ 13. In Claim Construction Briefs filed in the pending litigation, the patentee argued

that the term
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‘connected’ means ‘logged on,’ and vice versa . . . To the extent defendants are

trying to suggest that the claims require perfect information about who is on line

at a given moment, that is simply incorrect. While Net2Phone‘s invention

endeavors to identify accurately who is on line, it is not possible to achieve

perfection. For example, it takes some time (albeit minimal) for the signal that a

user has gone off-line to be communicated to the server, or a user’s Internet

connection may get interrupted before she can send an off-line message (and thus

the server, for a time, assumes she is on-line, when in fact she is not). See

Strickland Dep. at l40:7—141:7 (Ex. 21). Recognizing these issues, the patents

explain that the server may use timestamps to update a person’s status— e.g.,

setting a default value of two hours, after which the server assumes that a party

has gone off-line if it has not heard from her. See ’704 patent, col. 5, ll. 39-44

(Ex. 2). In this respect, the patents explain, “the on-line status information stored

in the database is relatively current.” Id. at col. 5, ll. 42-43 (emphasis added).

While Net2Phone believes that the claim language is clear, if the term

“connected“ (or “on-line“) is going to be modified at all, it should be modified to

say “relatively currently connected,” because that is what the patents actually say.

Plaintiff Net2Phone Inc.’s Response Brief on Claim Construction (Oct. 18, 2007) (Exhibit U),

pages 24-25. Thus, under Net2Phone’s interpretation, the information retained in the “server” as

to which processes are “connected to the computer network” or “online” may be imperfect. As

described above, while the server “endeavors to identify accurately who is on line, it is not

possible to achieve perfection.“ Id. NetBIOS employs similar techniques as NBNS entries for

off-line nodes are removed through the use of log-out messages and timers.

9] 14. Once again, the requestor of the present reexamination does not agree with this

interpretation, and has stated as such in the pending litigation. See, e.g., Reply Claim

Construction Brief of Skype Technologies SA, Skype, Inc. and EBay Inc (Exhibit X), pages 12-

14. For the sake of brevity, these interpretations are not repeated below with respect to the other

claims of the ‘704 patent which require a process to be “connected to“ the computer network or

“on-line.“ Under any interpretation, a first NetBIOS process receives the network protocol

address of a second NetBIOS process from the NBNS when the second NetBIOS process is

“connected to the computer network.“
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Claim 1 also requires “Program code, responsive to the network protocol

address of the second process, for establishing a point-to-point

communication link between the first process and the second process over

the computer network.”

9] 15. Once the node seeking to initiate the communication has obtained from the NBNS

the IP address for the node to receive the communication, a point-to-point communication is

established between the nodes. “The NetBIOS session service begins after one or more IP

addresses have been found for the target name . . . NetBIOS session service transactions, packets,

and protocols are identical for all end-node types. They involve only directed (point-to-point)

communications.” NetBIOS at 397 (emphasis added). See also id. at 401:

This first diagram shows the sequence of network events used to successfully

establish a session without retargeting by the listener. The TCP connection is first

established with the well-known NetBIOS session service TCP port,

SSN_SRVC_TCP_PORT. The caller then sends a SESSION REQUEST packet

over the TCP connection requesting a session with the listener. The SESSION

REQUEST contains the caller's name and the listener‘s name. The listener

responds with a POSITIVE SESSION RESPONSE informing the caller this TCP

connection is accepted as the connection for the data transfer phase of the session.

See also id. at 398-400 (“l6.l: Overview of NetBIOS Session Service”), 361 (“A session is a

reliable message exchange, conducted between a pair of NetBIOS applications. Sessions are

fullduplex, sequenced, and reliable. Data is organized into messages”). In sum, NetBIOS

discloses all of the elements of, and hence anticipates, claim I of the "704 Patent.

INDEPENDENT CLAIM 2

Claim 2 claims “[a]n apparatus for enabling point-to-point communications

between a first and a second process over a computer network, the apparatus

comprising: a processor; a network interface, operatively coupled to the

processor, for connecting the apparatus to the computer network.”

‘][ 16. NetBIOS describes a NBNS which is coupled to M and P nodes over the Internet

(or other network). See, e.g., NetBIOS. page 37l (illustrating a NBNS) coupled to point-to-point

nodes (“P nodes“) over the Internet). The NBNS executes software using a processor and is

inherently coupled to the Internet (or other network) via a network interface. See, e.g., id., page

359 (“[o]ne of the first implementations [of NetBIOS] was for personal computers running the

PC-DOS and MS-DOS operating systems. It is possible to implement NetBIOS within other

operating systems, or as processes which are, themselves, simply application programs as far as
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the host operating system is concemedf’); id. at 357 (“NetBIOS is the foundation of a large body

of existing applications”).

Claim 2 requires “a memory, operatively coupled to the processor, for

storing a network protocol address for selected of a plurality of processes,

each network protocol address stored in the memory following connection of

a respective process to the computer network.”

9] 17. As described above, to engage in NetBIOS communications, a point-to-point

(“P”) or mixed (“M”) node must register with a NBNS by transmitting a notice of the end node’s

name (a distinguishing identifier) and current IP address to the NBNS. See id. at 385 (illustrating

the “P-NODE REGISTRATION PROCESS”). This registration must inherently be stored in a

“memory.” A NetBIOS “Name Registration Request“ sent by an M or P node to a NBNS

includes the field “NB_ADDRESS,“ which is the “IP address of the name's owner.“ NetB IOS,

page 431. See also id. at 367 (describing how the NBNS may act as a “bulletin board’ on which

name/address information is freely posted (and removed) by P and M nodes without validation

by the NBNS. Alternatively, the NBNS may elect to completely manage and validate names”);

id. at 388 (“Name query transactions are initiated by end-nodes to obtain the IP address(es) and

other attributes associated with a NetBIOS name.”); id. at 461-464 (disclosing program code for

the P-node name registration process) and 480-482 (disclosing program code for NBNS

incoming packet processing for name registration). The NBNS thereby stores in a memory a list

of names and corresponding IP addresses of point-to-point and mixed end-nodes. The P and M

nodes execute software which is inherently a computer-implemented “process.” See, e.g., id. at

356 (“NetBIOS defines a software interface . . . .); id. at 357 (“NetBlOS is the foundation of a

large body of existing applications“).

Claim 2 also requires “means, responsive to a query from the first process,

for determining the on-line status of the second process and for transmitting

a network protocol address of the second process to the first process in

response to a positive determination of the on-line status of the second

process.”

9] 18. In Claim Construction Briefs filed in the pending litigation, the patentee argued as

follows with respect to the term “on-line status”:

To the extent defendants are trying to suggest that the claims require perfect

information about who is on line at a given moment, that is simply incorrect.

While Net2Phone’s invention endeavors to identify accurately who is on line, it is
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not possible to achieve perfection. For example, it takes some time (albeit

minimal) for the signal that a user has gone off-line to be communicated to the

server, or a user‘s Internet connection may get interrupted before she can send an

off-line message (and thus the sewer, for a time, assumes she is on-line, when in

fact she is not). See Strickland Dep. at 140:7-141:7 (Ex. 21). Recognizing these

issues, the patents explain that the server may use timestamps to update a person’s

status— e.g., setting a default value of two hours, after which the server assumes

that a party has gone off-line if it has not heard from her. See ’704 patent, col. 5,

ll. 39-44 (Ex. 2). In this respect, the patents explain, “the on-line status

information stored in the database is relatively current.“ Id. at col. 5, 11. 42-43

(emphasis added). While Net2Phone believes that the claim language is clear, if

the term “connected” (or “on-line“) is going to be modified at all, it should be

modified to say “relatively currently connected,” because that is what the patents

actually say.

Plaintiff Net2Phone Inc.‘s Response Brief on Claim Construction (Oct. 18, 2007), pages 24-25.

It should be noted, however, that the requestor of the present Reexamination does not agree with

this interpretation, and has stated as such in the pending litigation. See, e.g., Reply Claim

Construction Brief of Skype Technologies SA, Skype, Inc. and EBay Inc, pages 12-14.

9] l9. NetBIOS states that the NBNS “answers queries from a P node with a list ofIP

address and other information for” the target name. NetBIOS at 389. If the NBNS has a record

of the unique target name in its database, it returns a positive name query response to the

requesting end-node. Id. at 390. The NBNS‘s positive name query response includes the IP

address for the target node. Id. at 441 (describing a “POSITIVE NAME QUERY RESPONSE”).

NetBIOS discloses a number of mechanisms to track the online status of nodes. For example,

“NetBIOS names may be released explicitly or silently by an endnode. Silent release typically

occurs when an end-node fails or is turned off.” Id. at 377. For point-to-point nodes, the

“explicit name release“ involves “send[ing] a notification to their NBNS.” Id. That is, upon

going off-line, the node sends a “log-out” message to the NBNS, which then deletes the node’s

name/address entry from its database. See also id. at 393-394 (describing “NAME RELEASE

TRANSACTIONS“). NetBIOS also discloses mechanisms designed to detect “silent” releases,

i.e., when a nodes goes off-line without sending an explicit log-out message to the NBNS. Id. at

360 (“An explicit name deletion function is specified, so that applications may remove a name.

Implicit name deletion occurs when a station ceases operation.”). These mechanisms include the

refresh mechanism discussed above. Nodes which do not send a refresh message to their NBNS

within a determined period of time are deemed to have gone off-line and their name/address
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entry is deleted from the NBNS. Id. at 378, 382-383, 394-395. See also id. at 378 (describing

“name challenge“ operation), 380 (describing “Node Status Request” operation), 381 (‘‘l5. 1 .7

CONSISTENCY OF THE NBNS DATA BASE“), 383 (“A very cautious NBNS is free to poll

nodes (by sending NAME QUERY REQUEST or NODE STATUS REQUEST packets) to

verify that their name status is the same as that registered in the NBNS.”). Thus, by design, only

logged-in nodes are registered with the NBNS. See id. at 446 (“Each NODE_NAME entry

represents an active name in the same NetBIOS scope as the requesting name in the local name

table of the responder.”). In sum, the requesting node receives the target node’s IP address from

the NBNS only if the target node is currently logged in; otherwise, the NBNS responds to the

requesting node‘ s name query request with a negative response. See, e.g., id. at 389.

INDEPENDENT CLAIM 4

Claim 4 claims “A method for enabling point-to-point communication

between a first process and a second process over a computer network.”

‘ll 20. NetBIOS describes a method for enabling point-to-point communication between

a first process (on a first node) and a second process (on a second node) over a computer

network. As discussed above, the NBNS is used to resolve IP addresses of point-to-point end-

nodes to facilitate point-to-point communications between such nodes. “The NetBIOS session

service begins after one or more IP addresses have been found for the target name. . . . NetBIOS

session service transactions, packets, and protocols are identical for all end-node types. They

involve only directed (point-to-point) communications.“ Id. at 397 (emphasis added).

Claim 4 requires “receiving and storing into a computer memory a

respective network protocol address for selected of a plurality of processes

that have an on-line status with respect to the computer network, each of the

network protocol addresses received following connection of the respective

process to the computer network.”

‘ll 21. NetBIOS describes the NBNS receiving and storing the names and IP addresses

of processes in its memory. For example, to engage in NetBIOS communications, a point-to-

point (“P“) or mixed (“M”) node must register with a NBNS by transmitting a notice of the end

node’s name (a distinguishing identifier) and current IP address to the NBNS. See NetBIOS at

page 385 (illustrating the “P-NODE REGISTRATION PROCESS”). Specifically, a NetBIOS

“Name Registration Request“ sent by an M or P node to a NBNS includes the field

“NB_ADDRESS,” which is the “IP address of the name's owner.” Id. at 431. See also id. at 367
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(describing how the NBNS may act as a “‘bulletin board‘ on which name/address information is

freely posted (and removed) by P and M nodes without validation by the NBNS. Alternatively,

the NBNS may elect to completely manage and validate names.“); id. at 388 (“Name query

transactions are initiated by end-nodes to obtain the IP address(es) and other attributes associated

with a NetBIOS name.”); id. at 461-464 (disclosing program code for the P-node name

registration process) and 480-482 (disclosing program code for NBNS incoming packet

processing for name registration). The NBNS thereby contains a list of names and corresponding

IP addresses of point-to-point and mixed end-nodes. In addition, NetBIOS discloses a number of

mechanisms to track the online status of nodes. For example, “NetBIOS names may be released

explicitly or silently by an endnode. Silent release typically occurs when an end-node fails or is

turned off.“ Id. at 377. For point-to-point nodes, the “explicit name release” involves “send[ing]

a notification to their NBNS.” Id. That is, upon going off-line, the node sends a “log-out“

message to the NBNS, which then deletes the node’s name/address entry from its database. See

also id. at 393-394 (describing “NAME RELEASE TRANSACTIONS”). NetBIOS also

discloses mechanisms designed to detect “silent" releases, i.e., when a nodes goes off-line

without sending an explicit log-out message to the NBNS. Id. at 360 (“An explicit name deletion

function is specified, so that applications may remove a name. Implicit name deletion occurs

when a station ceases operation.“). These mechanisms include the refresh mechanism discussed

above. Nodes which do not send a refresh message to their NBNS within a determined period of

time are deemed to have gone off-line and their name/address entry is deleted from the NBNS.

Id. at 378, 382-383, 394-395. See also id. at 378 (describing “name challenge“ operation), 380

(describing “Node Status Request” operation), 381 (“15.1.7 CONSISTENCY OF THE NBNS

DATA BASE”), 383 (“A very cautious NBNS is free to poll nodes (by sending NAME QUERY

REQUEST or NODE STATUS REQUEST packets) to verify that their name status is the same

as that registered in the NBNS.“). Consequently, only logged-in nodes are registered with the

NBNS. See id. at 446 (“Each NODE_NAME entry represents an active name in the same

NetBIOS scope as the requesting name in the local name table of the responder.“). In sum, the

requesting node receives the target node’s IP address from the NBNS only if the target node is

currently logged in; otherwise, the NBNS responds to the requesting node’s name query request

with a negative response. See, e.g., id. at 389.
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Claim 4 also requires “receiving a query from the first process to determine

the on-line status of the second process.”

9] 22. As disclosed in NetBIOS, an end-node sends a “query“ to the NBNS to determine

whether another end-node with the target name is currently logged onto the computer network,

and hence is registered with the NBNS. “Name query (also known as ‘resolution’ or

‘discovery’) is the procedure by which the IP address(es) associated with a NetBIOS name are

discovered.” Id. at 377. NetBIOS point-to-point nodes “perform name resolution” by “ask[ing]”

the NBNS for the IP address and other information of the target node with whom they wish to

communicate. Id. See also id. at 388 (“Name query transactions are initiated by end-nodes to

obtain the [P address(es) and other attributes associated with a NetBIOS name.”). The NBNS

“answers queries from a P node with a list of IP address and other information for” the target

name. Id. at 389. See also id. at 440 (RFC 1002 describing “Name Query Request”); id. at 464-

465 (describing “P-Node Find Name Procedure”). “Each NODE_NAME entry represents an

active name in the same NetBIOS scope as the requesting name in the local name table of the

responder.” Id. at 446.

Claim 4 also requires “determining the on-line status of the second process.”

9] 23. The requesting node receives the target node’s IP address from the NBNS only if

the target node is currently logged in; otherwise, the NBNS responds to the requesting node’s

name query request with a negative response. For instance, when the NBNS receives a query for

a target node's IP address, it performs a look search in its directory database for the target's

current IP address. Id. at 389 (The NBNS “answers queries from a P node with a list of IP

address and other information for” the target name.). The NBNS determines an end-node with

the target name is currently registered in its database, and hence is deemed to be on-line. See id.

at 376 (“Each NODE_NAME entry represents an active name in the same NetBIOS scope as the

requesting name in the local name table of the responder“). As described above, the NBNS

employs various mechanisms for determining the on-line status of nodes. For example,

“NetBIOS names may be released explicitly or silently by an endnode. Silent release typically

occurs when an end-node fails or is turned off.” Id. at 377. For point-to-point nodes, the

“explicit name release“ involves “send[ing] a notification to their NBNS.” Id. That is, upon

going off-line, the node sends a “log-out” message to the NBNS, which then deletes the node’s

name/address entry from its database.
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Finally, Claim 4 requires “transmitting an indication of the on-line status of

the second process to the first process over the computer network.”

9] 24. If the end-node with the target name is currently registered in the NB NS database,

the NBNS responds with a positive name query response. See, e.g., id. at 389 (The NBNS

“answers queries from a P node with a list of IP address and other information for” the target

name.); id. at 440 (“NAME QUERY REQUEST“), id. at 441 (“POSITIVE NAME QUERY

RESPONSE”), id. at 464-465 (“P-Node Find Name Procedure“). A positive name query

response includes the IP address for the target end-node, id. at 441, which is an indication that

the target node has a positive on-line status. See id. at 446 (“Each NODE_NAME entry

represents an active name in the same NetBIOS scope as the requesting name in the local name

table of the responder”). A negative name query response from the NBNS may include a

message that “[t]he name requested does not exist“ in the NBNS database, which is an indication

that the target node has an off-line status. See, e.g., id. at 442; see also id. at 484.

INDEPENDENT CLAIM 32

Claim 32 recites “[a] method of locating a process over a computer network

comprising the steps of: a. maintaining an Internet accessible list having a

plurality of selected entries, each entry comprising an identifier and a

corresponding Internet protocol address of a process currently connected to

the Internet, the Internet Protocol address added to the list following

connection of the process to the computer network.”

‘ll 25. NetBIOS describes the NBNS maintaining an Internet accessible list having a

plurality of selected entries, each entry comprising an identifier and a corresponding Internet

protocol address of a process currently connected to the Internet. For example, to engage in

NetBIOS communications, a point-to-point (“P”) or mixed (“M”) node must register with a

NBNS by transmitting a notice of the end node‘s name (a distinguishing identifier) and current

IP address to the NBNS. See NetBIOS, page 385 (illustrating the “P-NODE REGISTRATION

PROCESS”). Specifically, a NetBIOS “Name Registration Request“ sent by an M or P node to

an NBNS includes the field “NB_ADDRESS,” which is the “IP address of the name's owner."

Id. at 431. See also id. at 367 (describing how the NBNS may act as a “‘bulletin board’ on

which name/address information is freely posted (and removed) by P and M nodes without

validation by the NBNS. Alternatively, the NBNS may elect to completely manage and validate

names.“); id. at 388 (“Name query transactions are initiated by end-nodes to obtain the [P

address(es) and other attributes associated with a NetBIOS name.”); NetBlOS at 461-464
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(disclosing program code for the P-node name registration process) and 480-482 (disclosing

program code for NBNS incoming packet processing for name registration). The NBNS thereby

contains a list of names and corresponding IP addresses of point-to-point and mixed end-nodes.

NetBIOS further discloses that this list may be accessible over the Internet. For example, the

Figure on page 371 of NetBIOS clearly shows a NBNS and multiple client nodes connected over

the “INTERNET.“ In addition, NetBIOS discloses a number of mechanisms to track the online

status of nodes. For example, “NetBIOS names may be released explicitly or silently by an

endnode. Silent release typically occurs when an end-node fails or is turned off NetBIOS at

377. For point-to-point nodes, the “explicit name release“ involves “send[ing] a notification to

their NBNS.” Id. That is, upon going off-line, the node sends a “log-out“ message to the NBNS,

which then deletes the node‘s name/address entry from its database. See also id. at 393-394

(describing “NAME RELEASE TRANSACTIONS“). NetBIOS also discloses mechanisms

designed to detect “silent” releases, i. e., when a nodes goes off-line without sending an explicit

log-out message to the NBNS. Id. at 360 (“An explicit name deletion function is specified, so

that applications may remove a name. Implicit name deletion occurs when a station ceases

operation”). These mechanisms include the refresh mechanism discussed above. Nodes which

do not send a refresh message to their NBNS within a determined period of time are deemed to

have gone off-line and their name/address entry is deleted from the NBNS. Id. at 378, 382-383,

394-395. See also id. at 378 (describing “name challenge” operation), 380 (describing “Node

Status Request“ operation), 381 (‘‘IS. 1 .7 CONSISTENCY OF THE NBNS DATA BASE”), 383

(“A very cautious NBNS is free to poll nodes (by sending NAME QUERY REQUEST or NODE

STATUS REQUEST packets) to verify that their name status is the same as that registered in the

NBNS.”). Therefore, only logged-in nodes are registered with the NBNS. See id. at 446 (“Each

NODE_NAME entry represents an active name i.n the same NetBIOS scope as the requesting

name in the local name table of the responder.”). In sum, the requesting node receives the target

node‘s IP address from the NBNS only if the target node is currently logged in; otherwise, the

NBNS responds to the requesting node‘s name query request with a negative response. See, e.g.,

id. at 389.
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Claim 32 also requires “in response to identification of one of the list entries

by a requesting process, providing one of the identifier and the

corresponding Internet protocol address of the identified entry to the

requesting process.”

9] 26. A NBNS “answers queries from a P node with a list of IP address and other

information for‘ ’ the target name. NetBIOS at 389. If the NBNS has an entry in its database for

the target name identified by the requesting node, the NBNS returns a positive name query

response to the requesting node. Id. at 390. The NBNS's positive name query response includes

the IP address for the target node. Id. at 389. See also id. at 441 (“POSITIVE NAME QUERY

RESPONSE“).

INDEPENDENT CLAIM 33

Claim 33 claims “[a] method for locating processes having dynamically

assigned network protocol addresses over a computer network.”

‘][ 27. Because IP addresses were known to be dynamically assigned on TCP/IP

networks such as the Internet, this feature is inherent in NetBIOS. See, e.g., RFC 1531, Dynamic

Host Configuration Protocol (1993), Section 2.2 (describing the “dynamic allocation of network

addresses” on TCP/TP networks). One of ordinary skill in the art would understand that the use

and implementation of a NBNS enables locating point-to-point nodes that have dynamically

assigned network addresses. Alternatively, it would have been obvious to combine NetBIOS

with other references such as RFC 1531 which describe the use of dynamically assigned IP

addresses.

Claim 33 also requires “maintaining, in a computer memory, a network

accessible compilation of entries, selected of the entries comprising a network

protocol address and a corresponding identifier of a process connected to the

computer network, the network protocol address of the corresponding

process assigned to the process upon connection to the computer network.”

Q] 28. NetBIOS describes the NBNS maintaining an Internet accessible list having a

plurality of selected entries, each entry comprising an identifier and a corresponding Internet

protocol address of a process currently connected to the Internet. For example, to engage in

NetBIOS communications, a point-to-point (“P”) or mixed (“M") node must register with a

NBNS by transmitting a notice of the end node‘s name (a distinguishing identifier) and current

IP address to the NBNS. See id. at 385 (illustrating the “P-NODE REGISTRATION

PROCESS”). Specifically, a NetBIOS “Name Registration Request“ sent by an M or P node to a
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NBNS includes the field “NB_ADDRESS,” which is the “IP address of the name's owner.” Id.

at 431. See also id. at 367 (describing how the NBNS may act as a “bulletin board‘ on which

name/address information is freely posted (and removed) by P and M nodes without validation

by the NBNS. Alternatively, the NBNS may elect to completely manage and validate names.”);

id. at 388 (“Name query transactions are initiated by end-nodes to obtain the IP address(es) and

other attributes associated with a NetBIOS name.”); NetBIOS at 461-464 (disclosing program

code for the P-node name registration process) and 480-482 (disclosing program code for NBNS

incoming packet processing for name registration). The NBNS thereby contains a list of names

and corresponding IP addresses of point-to-point and mixed end-nodes. In addition, NetBIOS

discloses a number of mechanisms to track the online status of nodes. For example, “NetBIOS

names may be released explicitly or silently by an endnode. Silent release typically occurs when

an end-node fails or is turned off.” Id. at 377. For point-to-point nodes, the “explicit name

release” involves “send[ing] a notification to their NBNS.“ Id. That is, upon going off-line, the

node sends a “log-out“ message to the NBNS, which then deletes the node’s name/address entry

from its database. See also id. at 393-394 (describing “NAME RELEASE TRANSACTIONS”).

NetBIOS also discloses mechanisms designed to detect “silent“ releases, i.e., when a nodes goes

off-line without sending an explicit log-out message to the NBNS. Id. at 360 (“An explicit name

deletion function is specified, so that applications may remove a name. Implicit name deletion

occurs when a station ceases operation.”). These mechanisms include the refresh mechanism

discussed above. Nodes which do not send a refresh message to their NBNS within a determined

period of time are deemed to have gone off-line and their name/address entry is deleted from the

NBNS. Id. at 378, 382-383, 394-395. See also id. at 378 (describing “name challenge”

operation), 380 (describing “Node Status Request“ operation), 381 (“15.1.7 CONSISTENCY OF

THE NBNS DATA BASE“), 383 (“A very cautious NBNS is free to poll nodes (by sending

NAME QUERY REQUEST or NODE STATUS REQUEST packets) to verify that their name

status is the same as that registered in the NBNS“). Thus, by design, only logged-in nodes are

registered with the NBNS. See id. at 446 (“Each NODE_NAME entry represents an active name

in the same NetBIOS scope as the requesting name in the local name table of the responder.”).

In sum, the requesting node receives the target node‘s IP address from the NBNS only if the

target node is currently logged in; otherwise, the NBNS responds to the requesting node’s name

query request with a negative response. See, e.g., id. at 389.
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Claim 33 also requires “in response to identification of one of the entries by a

requesting process providing one of the identifier and the network protocol

address to the requesting process.”

9] 29. A NBNS “answers queries from a P node with a list of IP address and other

information for‘ ’ the target name. Id. at 389. If the NBNS has an entry in its database for the

target name identified by the requesting node, the NBNS returns a positive name query response

to the requesting node. Id. at 390. The NBNS's positive name query response includes the IP

address for the target node. Id. at 389. See also id. at 441 (“POSITIVE NAME QUERY

RESPONSE“).

INDEPENDENT CLAIM 38

Claim 38 claims “[a] computer program product for use with a computer

system having a memory and being operatively connectable over a computer

network to one or more computer processes, the computer program product

comprising a computer usable medium having program code embodied in
the medium.”

9] 30. NetBIOS discloses a computer program product for use with a computer system.

See id. at 356 (“The NetBIOS service has become the dominant mechanism for personal

computer networking. NetBIOS provides a vendor independent interface for the IBM Personal

Computer (PC) and compatible systems”). In addition. NetBIOS describes that the computer

systems (or “nodes“) execute software, which is a computer-implemented “process.“ See id.

(“NetBIOS defines a software interface . . . . NetBIOS has generally been confined to personal

computers to date. However, . . . this specification has been designed to allow an

implementation to be built on virtually any type of system where the TCP/IP protocol suite is

available.“); id. at 357 (“NetBIOS is the foundation of a large body of existing applications.”).

Finally, NetBIOS also discloses a “server“ to which all processes are operatively coupled over a

network. For example, the figure on page 371 of NetBIOS illustrates the NBNS coupled to

point-to-point nodes (“P nodes”) over the Internet. NetBIOS applications may be loaded into

random access memory, which is a computer usable medium, and executed by a computer

processor. NetBIOS describes that “[o]ne of the first implementations [of NetBIOS] was for

personal computers running the PC-DOS and MS-DOS operating systems. It is possible to

implement NetBIOS within other operating systems. or as processes which are, themselves,

simply application programs as far as the host operating system is concerned.” Id. at 359.
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NetBIOS further discloses that “typical use of NetBIOS is among independently-operated

personal computers.“ Id. at 360.

Claim 38 requires “program code configured to maintain, in the computer

memory, a network accessible compilation of entries, selected of the entries

comprising a network protocol address and a corresponding identifier of a

process connected to the computer network, the network protocol address of

the corresponding process assigned to the process upon connection to the

computer network.”

‘ll 31. NetBIOS describes the NBNS maintaining a network accessible compilation of

selected entries, each entry comprising an identifier and a corresponding Internet protocol

address of a process currently connected to the Internet. For example, to engage in NetBIOS

communications, a point-to-point (“P”) or mixed (“M”) node must register with a NBNS by

transmitting a notice of the end node’s name (a distinguishing identifier) and current IP address

to the NBNS. See id. at 385 (illustrating the “P-NODE REGISTRATION PROCESS").

S peciflcally, a NetBIOS “Name Registration Request” sent by an M or P node to the NBNS

includes the field “NB_ADDRESS,“ which is the “IP address of the name's owner.“ Id. at 431.

See also id. at 367 (describing how the NBNS may act as a “‘bulletin board‘ on which

name/address information is freely posted (and removed) by P and M nodes without validation

by the NBNS. Alternatively, the NBNS may elect to completely manage and validate names.”);

id. at 388 (“Name query transactions are initiated by end-nodes to obtain the IP address(es) and

other attributes associated with a NetBIOS name.”); id. at 461-464 (disclosing program code for

the P-node name registration process) and 480-482 (disclosing program code for NBNS

incoming packet processing for name registration). The NBNS thereby contains a list of names

and corresponding IP addresses of point-to-point and mixed end-nodes. In addition, NetBIOS

discloses a number of mechanisms to track the online status of nodes. For example, “NetBIOS

names may be released explicitly or silently by an endnode. Silent release typically occurs when

an end-node fails or is turned off.” Id. at 377. For point-to-point nodes, the “explicit name

release” involves “send[ing] a notification to their NBNS.“ Id. That is, upon going off-line, the

node sends a “log-out“ message to the NBNS, which then deletes the node’s name/address entry

from its database. See also id. at 393-394 (describing “NAME RELEASE TRANSACTIONS”).

NetBIOS also discloses mechanisms designed to detect “silent“ releases, i.e., when a nodes goes

off-line without sending an explicit log-out message to the NBNS. Id. at 360 (“An explicit name
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deletion function is specified, so that applications may remove a name. Implicit name deletion

occurs when a station ceases operation”). These mechanisms include the refresh mechanism

discussed above. Nodes which do not send a refresh message to their NBNS within a determined

period of time are deemed to have gone off-line and their name/address entry is deleted from the

NBNS. Id. at 378, 382-383, 394-395. See also id. at 378 (describing “name challenge”

operation), 380 (describing “Node Status Request" operation), 381 (“l5.1.7 CONSISTENCY OF

THE NBNS DATA BASE“), 383 (“A very cautious NBNS is free to poll nodes (by sending

NAME QUERY REQUEST or NODE STATUS REQUEST packets) to verify that their name

status is the same as that registered in the NBNS.“). Therefore, only logged-in nodes are

registered with the NBNS. See id. at 446 (“Each NODE_NAME entry represents an active name

in the same NetBIOS scope as the requesting name in the local name table of the responder.”).

In sum, the requesting node receives the target node‘s IP address from the NBNS only if the

target node is currently logged in; otherwise, the NBNS responds to the requesting node’s name

query request with a negative response. See, e.g., id. at 389.

Claim 38 further requires “program code responsive to identification of one

of the entries by a requesting process and configured to provide one of the

identifier and the network protocol address to the requesting process.”

9] 32. The NBNS “answers queries from a P node with a list of IP address and other

information for‘ ’ the target name. Id. at 389. If the NBNS has an entry in its database for the

target name identified by the requesting node, the NBNS retums a positive name query response

to the requesting node. Id. at 390. The NBNS‘s positive name query response includes the IP

address for the target node. Id. at 389. See also id. at 441 (“POSITIVE NAME QUERY

RESPONSE“).

INDEPENDENT CLAIM 43

Claim 43 claims “[a] computer program product for use with a computer

system, the computer system executing a first process operatively coupled

over a computer network to a second process and a server process, the

computer program product comprising a computer usable medium having

computer readable program code embodied therein.”

9] 33. NetBIOS discloses a computer program product for use with a computer system

which executes a “first process” and is operatively connectable to a “second process“ and a

server over a computer network. First, NetBIOS discloses a computer program product for use
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with a computer system. See id. at 356 (“The NetBIOS service has become the dominant

mechanism for personal computer networking. NetBIOS provides a vendor independent

interface for the IBM Personal Computer (PC) and compatible systems.“). In addition, NetBIOS

describes that the computer systems (or “nodes”) execute software, which is a computer-

implemented “process.“ See id. (“NetBIOS defines a software interface . . . . NetBIOS has

generally been confined to personal computers to date. However, . . . this specification has been

designed to allow an implementation to be built on virtually any type of system where the

TCP/IP protocol suite is available”); id. at 357 (“NetBIOS is the foundation of a large body of

existing applications”). Finally, NetBIOS also discloses a “server“ to which all processes are

operatively coupled over a network. For example, the figure on page 371 of NetBIOS illustrates

the NBNS coupled to point-to-point nodes (“P nodes“) over the Internet.

Claim 43 further requires “program code configured to access a directory

database, the database having a network protocol address for a selected

plurality of processes having on-line status with respect to the computer

network, the network protocol address of each respective process forwarded

to the database following connection to the computer network.”

9] 34. NetBIOS describes a “directory database” for storing network addresses of on-

line processes. For example, to engage in NetBIOS communications, a point-to-point (“P“) or

mixed (“M”) node must register with a NBNS by transmitting a notice of the end node’s name (a

distinguishing identifier) and current IP address to the NBNS. See id. at 385 (illustrating the “P-

NODE REGISTRATION PROCESS”). Specifically, a NetBIOS “Name Registration Request”

sent by an M or P node to a NBNS includes the field “NB_ADDRESS,“ which is the “IP address

of the name's owner.“ NetBIOS id. at 431. See also id. at 367 (describing how the NBNS may

act as a “bulletin board’ on which name/address information is freely posted (and removed) by

P and M nodes without validation by the NBNS. Alternatively, the NBNS may elect to

completely manage and validate names"); id. at 388 (“Name query transactions are initiated by

end-nodes to obtain the IP address(es) and other attributes associated with a NetBIOS name.”);

id. at 461-464 (disclosing program code for the P-node name registration process) and 480-482

(disclosing program code for NBNS incoming packet processing for name registration). The

NBNS thereby contains a directory database of names and corresponding IP addresses of point-

to-point and mixed end-nodes.
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Claim 43 also requires “program code responsive to one of the network

protocol addresses and configured to establish a point-to-point

communication link from the first process to the second process over the

computer network.”

9] 35. Once the node seeking to initiate the communication has obtained from the NBNS

the IP address for the node to receive the communication, a point-to-point communication is

established between the nodes. “The NetBIOS session service begins after one or more IP

addresses have been found for the target name . . . NetBIOS session service transactions, packets,

and protocols are identical for all end-node types. They involve only directed (point-to-point)

communications.” Id. at 397 (emphasis added). See also id. at 401:

This first diagram shows the sequence of network events used to successfully

establish a session without retargeting by the listener. The TCP connection is first

established with the well-known NetBIOS session service TCP port,

SSN_SRVC_TCP_PORT. The caller then sends a SESSION REQUEST packet

over the TCP connection requesting a session with the listener. The SESSION

REQUEST contains the caller's name and the listener‘s name. The listener

responds with a POSITIVE SESSION RESPONSE informing the caller this TCP

connection is accepted as the connection for the data transfer phase of the session.

See also id. at 398-400 (“l6.l: Overview of NetBIOS Session Service”), 361 (“A session is a

reliable message exchange, conducted between a pair of NetBIOS applications. Sessions are

fullduplex, sequenced, and reliable. Data is organized into messages.”). In sum, NetBIOS

discloses all of the elements of, and hence anticipates, claim 43 of the '704 Patent.

INDEPENDENT CLAIM 44

The preamble of Claim 44 reads: “In a first computer process operatively

coupled over a computer network to a second process and an address server,

a method of establishing a point-to-point communication between the first

and second processes comprising the steps of.”

9] 36. NetBIOS describes that the various network “nodes” execute software, which is a

computer-implemented “process.” See id. (“NetBIOS defines a software interface . . . . NetBIOS

has generally been confined to personal computers to date. However, . . . this specification has

been designed to allow an implementation to be built on virtually any type of system where the

TCP/IP protocol suite is available.”); id. at 357 (“NetBIOS is the foundation of a large body of

existing applications.”). Finally, NetBIOS also discloses an “address server” to which all

processes are operatively coupled over a network. For example, the figure on page 371 of
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NetBIOS illustrates the NBNS coupled to point-to-point nodes (“P nodes“) over the lntemet.

The NBNS is an “address server“ because it stores names and IP addresses of nodes. See, e.g.,

id. at 367 describing how the NBNS may act as a “‘bulletin board’ on which name/address

information is freely posted (and removed) by P and M nodes without validation by the NBNS.

Alternatively, the NBNS may elect to completely manage and validate names.”

Claim 44 also requires “following connection of the first process to the

computer network forwarding to the address server a network protocol

address at which the first process is connected to the computer network.”

‘ll 37. In NetBIOS, each node forwards its IP address to the NBNS following connection

to the computer network. For example, to engage in NetBIOS communications, a point-to-point

(“P”) or mixed (“M”) node must register with a NBNS by transmitting a notice of the end node’s

name (a distinguishing identifier) and current IP address to the NBNS. See id. at 385 (illustrating

the “P-NODE REGISTRATION PROCESS”). More specifically, a NetBIOS “Name

Registration Request” sent by an M or P node to a NBNS includes the field “NB_ADDRESS,”

which is the “IP address of the name's owner.“ Id. at 431. See also id. at 367 describing how the

NBNS acts as a “bulletin board’ on which name/address information is freely posted (and

removed) by P and M nodes without validation by the NBNS. Alternatively, the NBNS may

elect to completely manage and validate names.

Claim 44 also requires “querying the address server as to whether the second

process is connected to the computer network.”

‘ll 38. As disclosed in NetBIOS, an end-node sends a “query” to the NBNS to determine

whether another end-node with the target name is currently logged onto the computer network,

and hence is registered with the NBNS. “Name query (also known as ‘resolution’ or

‘discovery’) is the procedure by which the IP address(es) associated with a NetBIOS name are

discovered.” Id. at 377. NetBIOS point-to-point nodes “perform name resolution” by “ask[ing]“

the NBNS for the IP address and other information of the target node with whom they wish to

communicate. Id. See also id. at 388 (“Name query transactions are initiated by end-nodes to

obtain the [P address(es) and other attributes associated with a NetBIOS name.”). The NBNS

“answers queries from a P node with a list of IP address and other information for” the target

name. Id. at 389. See also id. at 440 (RFC 1002 describing “Name Query Request”); id. at 464-

465 (describing “P-Node Find Name Procedure”). “Each NODE_NAME entry represents an
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active name in the same NetBIOS scope as the requesting name in the local name table of the

responder.” Id. at 446.

Claim 44 further requires “receiving a network protocol address of the

second process from the address server, when the second process is

connected to the computer network.”

9] 39. NetBIOS states that the NBNS “answers queries from a P node with a list of IP

address and other information for” the target name. Id. at 389. If the NBNS has a record of the

unique target name in its database, it returns a positive name query response to the requesting

end-node. Id. at 390. The NBNS‘s positive name query response includes the IP address for the

target node. Id. at 441 (describing a “POSITIVE. NAME QUERY RESPONSE“). NetBIOS

discloses a number of mechanisms to track the online status of nodes. For example, “NetBIOS

names may be released explicitly or silently by an endnode. Silent release typically occurs when

an end-node fails or is turned off.” Id. at 377. For point-to-point nodes, the “explicit name

release“ involves “send[ing] a notification to their NBNS.“ Id. That is, upon going off-line, the

node sends a “log-out“ message to the NBNS, which then deletes the node‘ s name/address entry

from its database. See also id. at 393-394 (describing “NAME RELEASE TRANSACTIONS“).

NetBIOS also discloses mechanisms designed to detect “silent“ releases, i.e., when a nodes goes

off-line without sending an explicit log-out message to the NBNS. Id. at 360 (“An explicit name

deletion function is specified, so that applications may remove a name. Implicit name deletion

occurs when a station ceases operation”). These mechanisms include the refresh mechanism

discussed above. Nodes which do not send a refresh message to their NBNS within a determined

period of time are deemed to have gone off-line and their name/address entry is deleted from the

NBNS. Id. at 378, 382-383, 394-395. See also id. at 378 (describing “name challenge“

operation), 380 (describing “Node Status Request“ operation), 381 (“l5.1.7 CONSISTENCY OF

THE NBNS DATA BASE“), 383 (“A very cautious NBNS is free to poll nodes (by sending

NAME QUERY REQUEST or NODE STATUS REQUEST packets) to verify that their name

status is the same as that registered in the NBNS.”). Consequently, only logged-in nodes are

registered with the NBNS. See id. at 446 (“Each NODE_NAME entry represents an active name

in the same NetBIOS scope as the requesting name in the local name table of the responder.”).

In sum, the requesting node receives the target node‘s IP address from the NBNS only if the
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target node is currently logged in; otherwise, the NBNS responds to the requesting node‘s name

query request with a negative response. See, e.g., id. at 389.

Claim 44 further requires “in response to the network protocol address of

the second process, establishing a point-to-point commu.nication link with the

second process over the computer network.”

‘][ 40. Once the node seeking to initiate the communication has obtained from the NBNS

the IP address for the node to receive the communication, a point-to-point communication is

established between the nodes. “The NetBIOS session service begins after one or more IP

addresses have been found for the target name . . . NetBIOS session service transactions, packets.

and protocols are identical for all end-node types. They involve only directed oint-to- oint

communications.” Id. at 397 (emphasis added). See also id. at 401:

This first diagram shows the sequence of network events used to successfully

establish a session without retargeting by the listener. The TCP connection is first

established with the well-known NetBIOS session service TCP port,

SSN_SRVC_TCP_PORT. The caller then sends a SESSION REQUEST packet

over the TCP connection requesting a session with the listener. The SESSION

REQUEST contains the caller's name and the listener's name. The listener

responds with a POSITIVE SESSION RESPONSE informing the caller this TCP

connection is accepted as the connection for the data transfer phase of the session.

See also id. at 398-400 (“16.1: Overview of NetBIOS Session Service”); 361 (“A session is a

reliable message exchange, conducted between a pair of NetBIOS applications. Sessions are

fullduplex, sequenced, and reliable. Data is organized into messages.”).

DEPENDENT CLAIMS 3. 5-7, 14, 34-37, AND 39-42

Claim 3 of the ‘704 patent requires “a timer, operatively coupled to the

processor, for time stamping the network protocol addresses stored in the

memory.”

Q] 41. The NBNS includes a timer for time-stamping name/IP address entries. For

example, “[t]he NBNS may impose a ‘time-to-live’ on each name it registers. The registering

node is made aware of this time value during the name registration procedure.“ Id. at 382.

Similarly, as described in NetBIOS:

If an end-node holds any names that have finite time-to-live values, then that node

must periodically send a status report to the NBNS. Each name is reported using

the NAME REFRESH REQUEST packet. These status reports restart the timers

of both the NBNS and the reporting node. However, the only timers which are
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restarted are those associated with the name found in the status report. Timers on
other names are not affected. Id.

Claim 5 of the ‘704 patent requires “searching the computer memory for an

entry relating the second process; and retrieving a network protocol address

of the second process in response to a positive determination of the on-line

status of the second process.”

9] 42. These features are inherent in the NetBIOS. In order for the NBNS to identify the

IP address of a process in response to a query, it must inherently search its memory for an entry

related to the process. For example, NetBIOS states that the NBNS “answers queries from a P

node with a list of IP address and other information for” the target name. Id. at 389. If the

NBNS has a record of the unique target name in its database, it returns a positive name query

response to the requesting end-node. Id. at 390. The NBNS ’s positive name query response

includes the IP address for the target node. Id. at 441 (describing a “POSITIVE NAME QUERY

RESPONSE”). NetBIOS discloses a number of mechanisms to track the online status of nodes.

For example, “NetBIOS names may be released explicitly or silently by an endnode. Silent

release typically occurs when an end-node fails or is turned off.“ Id. at 377. For point-to-point

nodes, the “explicit name release” involves “send[ing] a notification to their NBNS.“ Id. That

is, upon going off-line, the node sends a “log-out“ message to the NBNS, which then deletes the

node‘s name/address entry from its database. See also id. at 393-394 (describing “NAME

RELEASE TRANSACTIONS“). NetBIOS also discloses mechanisms designed to detect

“silent” releases, i.e., when a nodes goes off-line without sending an explicit log-out message to

the NBNS. Id. at 360 (“An explicit name deletion function is specified, so that applications may

remove a name. Implicit name deletion occurs when a station ceases operation.“). These

mechanisms include the refresh mechanism discussed above. Nodes which do not send a refresh

message to their NBNS within a determined period of time are deemed to have gone off-line and

their name/address entry is deleted from the NBNS. Id. at 378, 382-383, 394-395. See also id. at

378 (describing “name challenge” operation), 380 (describing “Node Status Request“ operation),

381 (“l5.l.7 CONSISTENCY OF THE NBNS DATA BASE“), 383 (“A very cautious NBNS is

free to poll nodes (by sending NAME QUERY REQUEST or NODE STATUS REQUEST

packets) to verify that their name status is the same as that registered in the NBNS.”). Therefore,

only logged-in nodes are registered with the NBNS. See id. at 446 (“Each NODE_NAME entry

represents an active name in the same NetBIOS scope as the requesting name in the local name
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table of the responder.”). In sum, the requesting node receives the target node‘s IP address from

the NBNS only if the target node is currently logged in; otherwise, the NBNS responds to the

requesting node‘ s name query request with a negative response. See, e.g., id. at 389.

Claim 6 of the ‘704 patent requires “transrnitting the network protocol

address of the second process to the first process when the second process is

determined in step C to have a positive on-line status with respect to the

computer network.”

9] 43. NetBIOS states that the NBNS “answers queries from a P node with a list of IP

address and other information for” the target name. Id. at 389. If the NBNS has a record of the

unique target name in its database, it returns a positive name query response to the requesting

end-node. Id. at 390. The NBNS‘s positive name query response includes the IP address for the

target node. Id. at 441 (describing a “POSITIVE NAME QUERY RESPONSE“). NetBIOS

discloses a number of mechanisms to track the online status of nodes. For example, “NetBIOS

names may be released explicitly or silently by an endnode. Silent release typically occurs when

an end-node fails or is turned off.” Id. at 377. For point-to-point nodes, the “explicit name

release” involves “send[ing] a notification to their NBNS.“ Id. That is, upon going off-line, the

node sends a “log-out“ message to the NBNS, which then deletes the node‘ s name/address entry

from its database. See also id. at 393-394 (describing “NAME RELEASE TRANSACTIONS“).

NetBIOS also discloses mechanisms designed to detect “silent“ releases, i.e., when a nodes goes

off-line without sending an explicit log-out message to the NBNS. Id. at 360 (“An explicit name

deletion function is specified, so that applications may remove a name. Implicit name deletion

occurs when a station ceases operation”). These mechanisms include the refresh mechanism

discussed above. Nodes which do not send a refresh message to their NBNS within a determined

period of time are deemed to have gone off-line and their name/address entry is deleted from the

NBNS. Id. at 378, 382-383, 394-395. See also id. at 378 (describing “name challenge“

operation), 380 (describing “Node Status Request“ operation), 381 (“l5.l.7 CONSISTENCY OF

THE NBNS DATA BASE“), 383 (“A very cautious NBNS is free to poll nodes (by sending

NAME QUERY REQUEST or NODE STATUS REQUEST packets) to verify that their name

status is the same as that registered in the NBNS.”). For these reasons, only logged-in nodes are

registered with the NBNS. See id. at 446 (“Each NODE_NAME entry represents an active name

in the same NetBIOS scope as the requesting name in the local name table of the responder.”).

In sum, the requesting node receives the target node‘s IP address from the NBNS only if the
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target node is currently logged in; otherwise, the NBNS responds to the requesting node‘s name

query request with a negative response. See, e.g., id. at 389.

Claim 7 requires “generating an off-line message when the second process is

determined in step C to have a negative on-line status with respect to the

computer network; and transmitting the off-line message to the first

process.”

9] 44. The requesting node receives the target node’s TP address from the NBNS only if

the target node is currently logged in; otherwise, the NBNS responds to the requesting node’s

name query request with a negative response. See, e.g., id. at 389 (illustrating a negative

response “if the NBNS has no information about the name.”). This negative response is an off-

line message, which is generated when a node is determined to have a negative on-line status.

As mentioned above, NetBIOS discloses a number of mechanisms to track the online status of

nodes. For example, “NetBIOS names may be released explicitly or silently by an endnode.

Silent release typically occurs when an end-node fails or is turned off.” Id. at 377. For point-to-

point nodes, the “explicit name release“ involves “send[ing] a notification to their NBNS.” Id.

That is, upon going off-line, the node sends a “log-out“ message to the NBNS, which then

deletes the node’s name/address entry from its database. See also id. at 393-394 (describing

“NAME RELEASE TRANSACTIONS“). NetBIOS also discloses mechanisms designed to

detect “silent“ releases, i.e., when a nodes goes off-line without sending an explicit log-out

message to the NBNS. Id. at 360 (“An explicit name deletion function is specified, so that

applications may remove a name. Implicit name deletion occurs when a station ceases

operation.”). These mechanisms include the refresh mechanism discussed above. Nodes which

do not send a refresh message to their NBNS within a determined period of time are deemed to

have gone off-line and their name/address entry is deleted from the NBNS. Id. at 378, 382-383,

394-395. See also id. at 378 (describing “name challenge” operation), 380 (describing “Node

Status Request“ operation), 381 (‘‘IS. 1 .7 CONSISTENCY OF THE NBNS DATA BASE”), 383

(“A very cautious NBNS is free to poll nodes (by sending NAME QUERY REQUEST or NODE

STATUS REQUEST packets) to verify that their name status is the same as that registered in the

NBNS.”). Therefore, only logged-in nodes are registered with the NBNS. See id. at 446 (“Each

NODE_NAME entry represents an active name i.n the same NetBIOS scope as the requesting

name in the local name table of the responder.”).
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Claim 34 requires “modifying the compilation of entries.”

‘][ 45. NBNSs periodically modify their compilation of name/address entries in response

to various conditions. For example, NetBIOS discloses an “explicit name release” mechanism.

For point-to-point nodes, this involves “send[ing] a notification to their NBNS.” NetBlOS at

377. Upon going off-line, the node sends a log-out message to the NBNS, which then deletes the

node‘s name/address entry from the compilation, thereby modifying its compilation of entries.

See also id. at 393-394 (describing “NAME RELEASE TRANSACTIONS”). The compilation

of entries may also be modified when an end node does not send a refresh message to its NBNS

within a determined period of time, which may result in the deletion of its name/address entry

from the NBNS’s compilation of entries. Id. at 378, 382-383, 394-395. See also id. at 378

(describing “NAME CHALLENGE” operation), 380 (describing “NODE STATUS REQUEST”

operation), 381 (“l5.l.7 CONSISTENCY OF THE NBNS DATA BASE“), 383 (“A very

cautious NBNS is free to poll nodes (by sending NAME QUERY REQUEST or NODE

STATUS REQUEST packets) to verify that their name status is the same as that registered in the

NBNS.”); 384 (describing “OVERWRITE” operation).

Claim 35 requires “adding an entry to the compilation upon the occurrence

of a predetermined event.”

‘][ 46. NBNS add entries to their compilation of name/address entries in response to

various circumstances. For example, NetBIOS discloses that registrations adds the names

(distinguishing identifiers) and current IP addresses of end-nodes to the NBNS‘ compilation of

name/address entries. Id. at 385. See also id. at 431-432; id. at 367 (The NBNS acts as a

“bulletin board’ on which name/address information is freely posted (and removed) by P and M

nodes without validation by the NBNS. Alternatively, the NBNS may elect to completely

manage and validate names.”); id. at 461-464 (P-node name registration process) and 480-482

(NBNS incoming packet processing for name registration). Registration thereby adds names and

corresponding IP addresses of end-nodes to the NBNS’ compilation of name/address entries.

Claim 36 requires that “the predetermined event comprises notification by a

user process of an assigned network protocol address.”

9] 47. User processes executed on P and M nodes “notify” the NBNS of their assigned

names and IP addresses. For example, to engage in NetBIOS communications, a point-to-point

(“P”) or mixed (“M“) node must register with a NBNS by transmitting a notice of the end node‘ s
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name (a distinguishing identifier) and current IP address to the NBNS. See id. at 385 (illustrating

the “P-NODE REGISTRATION PROCESS”). More specifically, a NetBIOS “Name

Registration Request” sent by an M or P node to a NBNS includes the field “NB_ADDRESS,"

which is the “IP address of the name's owner.“ Id. at 431. See also id. at 367 (describing how

the NBNS acts as a “‘bulletin board’ on which name/address information is freely posted (and

removed) by P and M nodes without validation by the NBNS. Alternatively, the NBNS may

elect to completely manage and validate names“); id. at 388 (“Name query transactions are

initiated by end-nodes to obtain the IP address(es) and other attributes associated with a

NetBIOS name.”); id. at 461-464 (disclosing program code for the P-node name registration

process) and 480-482 (disclosing program code for NBNS incoming packet processing for name

registration). The NBNS thereby contains a list of names and corresponding IP addresses of

point-to-point and mixed end-nodes.

Claim 37 requires “deleting an entry from the compilation upon the

occurrence of a predetermined event.”

9] 48. The NBNSs periodically delete a name/address entry from their compilation upon

the occurrence of a predetermined event. For example, NetBIOS discloses an “explicit name

release” mechanism. For point-to-point nodes, this involves “send[ing] a notification to their

NBNS.” Id. at 377. Upon going off-line, the node sends a log-out message to the NBNS. Upon

the occurrence of this predetermined event, the NBNS deletes the node's name/address entry

from the compilation of entries. NetBIOS also discloses that a name/address entry may be

deleted if an end node does not send a “refresh“ message to its NBNS within a predetermined

period of time. See id. at 448, 452-453, 464-465. See also id. at 448 (describing “name

challenge” operation), 450 (describing “Node Status Request” operation), 451 (“l5.1.7

CONSISTENCY OF THE NBNS DATA BASE“), 453 (“A very cautious NBNS is free to poll

nodes (by sending NAME QUERY REQUEST or NODE STATUS REQUEST packets) to

verify that their name status is the same as that registered in the NBNS.”).

Claim 39 requires “program code configured to modify the compilation of
entries.”

9] 49. NBNSs periodically modify their compilation of name/address entries in response

to various conditions. For example, NetBIOS discloses an “explicit name release” mechanism.

For point-to-point nodes, this involves “send[ing] a notification to their NBNS.” Id. at 377.
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Upon going off-line, the node sends a log-out message to the NB NS, which then deletes the

node's name/address entry from the compilation, thereby modifying its compilation of entries.

See also id. at 393-394 (describing “NAME RELEASE TRANSACTIONS”). The compilation

of entries may also be modified when an end node does not send a refresh message to its NBNS

within a determined period of time, which may result in the deletion of its name/address entry

from the NBNS’s compilation of entries. Id. at 378, 382-383, 394-395. See also id. at 378

(describing “NAME CHALLENGE” operation), 380 (describing “NODE STATUS REQUEST”

operation), 381 (“15.l.7 CONSISTENCY OF THE NBNS DATA BASE"), 383 (“A very

cautious NBNS is free to poll nodes (by sending NAME QUERY REQUEST or NODE

STATUS REQUEST packets) to verify that their name status is the same as that registered in the

NBNS”); 384 (describing “OVERWRITE“ operation).

Claim 40 requires “program code configured to add an entry to the

compilation upon the occurrence of a predetermined event.”

9] 50. The NBNSs add entries to their compilation of name/address entries in response

to various circumstances. For example, NetBIOS discloses that registration adds the names

(distinguishing identifiers) and current IP addresses of end-nodes to the NBNS’ compilation of

name/address entries. Id. at 385. See also id. at 431-432; id. at 367 (NBNS acts as a “‘bulletin

board’ on which name/address information is freely posted (and removed) by P and M nodes

without validation by the NBNS. Alternatively, the NBNS may elect to completely manage and

validate names“); id. at 461-464 (P-node name registration process) and 480-482 (NBNS

incoming packet processing for name registration). Registration thereby adds names and

corresponding IP addresses of end-nodes to the NBNS’ compilation of name/address entries.

Claim 41 requires that the “predetermined event comprises notification by a

process of an assigned network protocol address.”

‘][ 51. User processes executed on P and M nodes “notify” the NBNS of their assigned

names and IP addresses. For example, to engage in NetBIOS communications, a point-to-point

(“P”) or mixed (“M”) node must register with a NBNS by transmitting a notice of the end node’s

name (a distinguishing identifier) and current IP address to the NBNS. See id. at 385 (illustrating

the “P-NODE REGISTRATION PROCESS”). More specifically, a NetBIOS “Name

Registration Request” sent by an M or P node to a NBNS includes the field “NB_ADDRESS,"

which is the “IP address of the name's owner.“ Id. at 431. See also id. at 367 (describing how
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the NBNS may act as a “‘bulletin board‘ on which name/address information is freely posted

(and removed) by P and M nodes without validation by the NBNS. Alternatively, the NBNS may

elect to completely manage and validate names.“); id. at 388 (“Name query transactions are

initiated by end-nodes to obtain the [P address(es) and other attributes associated with a

NetBIOS name.”); NetBIOS id. at 461-464 (disclosing program code for the P-node name

registration process) and 480-482 (disclosing program code for NBNS incoming packet

processing for name registration). The NBNS thereby contains a list of names and corresponding

IP addresses of point-to-point and mixed end-nodes.

Claim 42 requires “program code configured to delete an entry from the

compilation upon the occurrence of a predetermined event.”

‘ll 52. The NBNSs periodically delete a name/address entry from their compilation upon

the occurrence of a predetermined event. For example, NetBIOS discloses an “explicit name

release“ mechanism. For point-to-point nodes, this involves “send[ing] a notification to their

NBNS.” Id. at 377. That is, upon going off-line, the node sends a log-out message to the NBNS.

Upon the occurrence of this predetermined event, the NBNS deletes the node's name/address

entry from the compilation of entries. NetBIOS also discloses that a name/address entry may be

deleted if an end node does not send a “refresh” message to its NBNS within a predetermined

period of time. See id. at 448, 452-453, 464-465. See also id. at 448 (describing “name

challenge” operation), 450 (describing “Node Status Request“ operation), 451 (“l5.1.7

CONSISTENCY OF THE NBNS DATA BASE“), 453 (“A very cautious NBNS is free to poll

nodes (by sending NAME QUERY REQUEST or NODE STATUS REQUEST packets) to

verify that their name status is the same as that registered in the NBNS").

2. Obviousness Reiections

‘][ 53. The following is a quotation of 35 U.S.C. §l03 (a) which forms the basis for the

following obviousness rejections:

A patent may not be obtained though the invention is not identically disclosed or

described as set forth in section 102 of this title, if the differences between the

subject matter sought to be patented and the prior art are such that the subject
matter as a whole would have been obvious at the time the invention was made to

a person having ordinary skill in the art to which said subject matter pertains.
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Patentability shall not be negatived by the manner in which the invention was
made.

(i) NetBIOS in view of RFC 1531

‘ll 54. Claim 33 explicitly states that the network protocol address of the client computer

system is “dynamically assigned.” See Claim 33 (“A method for locating processes having

dynamically assigned network protocol addresses over a computer network”). Other

independent claims state, more generally, that the network protocol address is assigned or

transmitted to the database following the connection of the computer to the computer network.

See Claim l (“transmitting to the server a network protocol address received by the first process

following connection to the computer network“); Claim 2 (“each network protocol address stored

in the memory following connection of a respective process to the computer network”); Claim 4

(“the network protocol addresses received following connection of the respective process to the

computer network”); Claim 32 (“the Internet Protocol address added to the list following

connection of the process to the computer network“); Claim 38 (“the network protocol address of

the corresponding process assigned to the process upon connection to the computer network“);

Claim 43 (“the network protocol address of each respective process forwarded to the database

following connection to the computer network"); Claim 44 (“following connection of the first

process to the computer network forwarding to the address server a network protocol address").

‘ll 55. As described above, the NetBIOS reference inherently describes these features.

For example, on many networks, including the TCP/IP networks described in NetBIOS, network

addresses are assigned “following connection to the computer network.” See, e.g., Dynamic

Host Configuration Protocol, RFC 1531 (Oct. 1993) (“RFC l53l“), Section 2.2 (describing the

“dynamic allocation of network addresses“ on TCP/IP networks). Thus, in at least some

instances, the computer systems on which NetBIOS was used received IP addresses following

connection to the computer network. Consequently, dynamic address assignment is inherent in

the NetBIOS reference.

9] 56. Alternatively, Claims 1-7 and 32-44 should be rejected under 35 U.S.C. § l03(a)

as being unpatentable over the NetBlOS reference in view of RFC 1531, which describes how

TCP/IP addresses were dynamically assigned. See, e.g., Dynamic Host Configuration Protocol,
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RFC 1531 (Oct. 1993) (“RFC 1531“), Section 2.2 (describing the “dynamic allocation of

network addresses” on TCP/[P networks).

(ii) Motivation to Combine NetBIOS with RFC 1531

‘ll 57. A motivation to combine the NetBIOS reference with RFC 1531 exists because

the NetBIOS reference describes NetBIOS operating on a TCP/IP network and RFC 1531

describes a well known technique for dynamically assigning IP addresses within a TCP/IP

network. One of ordinary skill in the art would have been motivated to combine the NetBIOS

reference with RFC 1531 to realize the benefits associated with dynamic IP address assignment.

For example, one of ordinary skill in the art would have been motivated to use dynamic IP

address assignment because it eliminates the burdensome task of manually assigning IP

addresses for all networked computers and allows for “automatic reuse of an address that is no

longer needed by the host to which it was assigned.” RFC 1531, page 2 (Section 1,

Introduction). In fact, one of skill in the art would have understood at the time of the alleged

invention of the "704 patent that personal computers connected to the Internet as described in

RFC 1001/1002 of the NetBIOS reference would frequently have their IP addresses dynamically

assigned.

(iii) NetBIOS in view of Pinard

INDEPENDENT CLAIM 10

The preamble to Claim 10 reads: “In a computer system, a method for

establishing a point-to-point communication link from a caller process to a

callee process over a computer network, the caller process having a user

interface and being operatively connectable to the callee process and a server

over the computer network . . .”

‘ll 58. As discussed above, NetBIOS discloses a method of establishing a point-to-point

communication link between nodes over a computer network such as a local network or the

Internet. “NetBIOS session service transactions, packets, and protocols are identical for all end-

node types. They involve only directed (point-to-point) communications.” Id. at 397 (emphasis

added). See also id. at 361 (describing how a call to a named callee process is used to “[i]nitiate

a session with a process that is listening under the specified name. The calling entity must

indicate both a calling name gproperly registered to the caller) and a called name) (emphasis

71 of 172

Page 73 of 500



added); id. at 359 (“NetBIOS applications employ NetBIOS mechanisms to locate resources,

establish connections, send and receive data with an application peer, and terminate

connections”); id. at 361 (“A session is a reliable message exchange, conducted between a pair

of NetBIOS applications. Sessions are full-duplex, sequenced, and reliable. Data is organized

into messages”). Applications which utilize NetBIOS application services inherently include

“user interfaces.“ For example, “NetBIOS provides a vendor independent interface for the IBM

Personal Computer (PC) and compatible systems.“ Id. at 356. The IBM PC included a text-

based user interface known as PC-DOS. See, e.g., id. (it is expected that on computers operating

under the PC-DOS and MS-DOS operating systems that the existing NetBIOS interface will be

preserved by implementers).

Claim 10 requires “providing a user interface element representing a first
communication line.”

‘ll 59. Pinard discloses a user interface element representing a first communication line.

For example, Figure 6 of Pinard illustrates a first call icon 23 which represents a first

communication line and a second call icon 29 which represents a second communication line. In

the example shown in Figure 6, the first call icon 23 represents a telephone call between

“Debbie” and “John“ and the second call icon 29 represents a telephone call between “Debbie”

and “Mary.” See, e.g., Pinard, Col. 5, lines 23-30.

Claim 10 also requires “providing a user interface element representing a

first callee process.”

‘ll 60. Pinard describes “a user interface element representing a first callee process.” In

the example shown in Figure 6 of Pinard, a first user interface element 21 is shown for the callee

named “John“ and a second user interface element is shown for the callee named “Mary.” See,

e.g., Pinard, Col. 5, lines 23-30.

Claim 10 further requires “establishing a point—to—point communication link

from the caller process to the first callee process, in response to a user

associating the element representing the first callee process with the element

representing the first communication line.”

‘ll 6l. As described above, NetBIOS describes establishing a point-to-point

communication link between nodes See, e.g., NetBIOS at 397 (“NetBIOS session service

transactions, packets, and protocols are identical for all end-node types. They involve only
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directed (point-to-point) communications“) (emphasis added). Pinard discloses that a point-to-

point communication link is established in response to a user associating an element representing

the first callee process with the element representing a first communication line. For example,

Figure 3 of Pinard illustrates clicking and dragging an icon representing a callee from a directory

17 into a call setup icon 15. Once the callee answers the call, the call setup icon 15 becomes a

call icon 23 as illustrated in Figure 4 of Pinard. See, e.g., Pinard, Col. 4, lines 38-51 (describing

how “[t]he user can then drag the icon or the name of the person to be called into the call setup

icon . . . As soon as John answers the call, the application software program changes the call

setup icon to a call icon designated as 23, and establishes a new call setup icon 24 spaced from

the icon 23.“). Similarly, Figure 6 illustrates how a point-to-point communication link may be

established by clicking and dragging a callee icon 21 into an existing call icon 29. See Pinard,

Col. 5, lines 36-37 (“Now to conference all parties, the user Debbie merely drags the John icon

to the call icon 29.”).

INDEPENDENT CLAIM 2]

Claim 21 claims “[a] computer program product for use with a computer

system comprising: a computer usable medium having program code
embodied in the medium.”

9] 62. NetBIOS is implemented in software which is program code stored on a computer

usable medium. See, e.g., NetBIOS at 356 (“NetBIOS defines a software interface . . . .

NetBIOS has generally been confined to personal computers to date. However, . . . this

specification has been designed to allow an implementation to be built on virtually any type of

system where the TCP/IP protocol suite is available.“).

Claim 21 requires “establishing a point-to-point communication link from a

caller process to a callee process over a computer network, the caller process

having a user interface and being operatively connectable to the callee

process and a server over the computer network.”

9] 63. As discussed above, NetBIOS discloses a method of establishing a point-to-point

communication link between a caller process and a callee process over a computer network such

as a local network or the Internet. “NetBIOS session service transactions, packets, and protocols

are identical for all end-node types. They involve only directed (point-to-point)

communications.” NetBlOS at 397 (emphasis added). See also id. at 361 (describing how a call

to a named callee process is used to “[i]nitiate a session with a process that is listening under the
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specified name. The calling entity must indicate both a calling name (properly registered to the

caller) and a called name) (emphasis added); id. at 359 (“NetBIOS applications employ NetBIOS

mechanisms to locate resources, establish connections, send and receive data with an application

peer, and terminate connections“); id. at 361 (“A session is a reliable message exchange,

conducted between a pair of NetBIOS applications. Sessions are full-duplex, sequenced, and

reliable. Data is organized into messages”). NetBIOS applications include “user interfaces,“

for example, “NetBIOS provides a vendor independent interface for the IBM Personal Computer

(PC) and compatible systems.” Id. at 356. The IBM PC included a text-based user interface

known as PC-DOS. See, e.g., id. (it is expected that on computers operating under the PC-DOS

and MS-DOS operating systems that the existing NetBIOS interface will be preserved by

implementers).

Claim 21 also requires “program code for generating an element

representing a first communication line.”

9] 64. Pinard discloses program code for generating an element representing a first

communication line. For example, Figure 6 of Pinard illustrates a first call icon 23 which

represents a first communication line and a second call icon 29 which represents a second

communication line. In the example shown in Figure 6, the first call icon 23 represents a

telephone call between “Debbie” and “John” and the second call icon 29 represents a telephone

call between “Debbie“ and “Mary.“ See, e.g., Pinard, Col. 5, lines 23-30.

Claim 21 also requires “program code for generating an element

representing a first callee process.”

9] 65. Pinard describes program code for generating an element representing a first

callee process. In the example shown in Figure 6 of Pinard, a first user interface element 21 is

shown for the callee named “John” and a second user interface element is shown for the callee

named “Mary.“ See, e.g., Pinard, Col. 5, lines 23-30.

Claim 21 also requires “program code, responsive to a user associating the

element representing the first callee process with the element representing

the first c0mmu.nicati0n line, for establishing a point-to-point communication

link from the caller process to the first callee process.”

‘ll 66. As described above, NetBIOS describes establishing a point-to-point

communication link between a caller process and a callee process. See, e.g., NetBIOS at 397
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(“NetBIOS session service transactions, packets, and protocols are identical for all end-node

types. They involve only directed (point-to-point) communications”) (emphasis added). Pinard

discloses that a point-to-point communication link is established in response to a user associating

an element representing the first callee process with the element representing a first

communication line. For example, Figure 3 of Pinard illustrates clicking and dragging an icon

representing a callee from a directory 17 into a call setup icon 15. Once the callee answers the

call, the call setup icon 15 becomes a call icon 23 as illustrated in Figure 4 of Pinard. See, e.g.,

Pinard, Col. 4, lines 38-51 (describing how “[t]he user can then drag the icon or the name of the

person to be called into the call setup icon . . . As soon as John answers the call, the application

software program changes the call setup icon to a call icon designated as 23, and establishes a

new call setup icon 24 spaced from the icon 23.“). Similarly, Figure 6 illustrates how a point-to-

point communication link may be established by clicking and dragging a callee icon 21 into an

existing call icon 29. See Pinard, Col. 5, lines 36-37 (“Now to conference all parties, the user

Debbie merely drags the John icon to the call icon 29.”).

DEPENDENT CLAIMS 11-20 AND 22-31

Claim 11 requires “querying the server as to the on-line status of the first

callee process; and receiving a network protocol address of the first callee

process over the computer network from the server.”

9] 67. As disclosed in NetBIOS, an end-node sends a “query“ to the NBNS to determine

whether another end-node with the target name is currently logged onto the computer network,

and hence is registered with the NBNS. “Name query (also known as ‘resolution’ or

‘discovery’) is the procedure by which the IP address(es) associated with a NetBIOS name are

discovered.” Id. at 377. NetBIOS point-to-point nodes “perform name resolution” by “ask[ing]“

the NBNS for the IP address and other information of the target node with whom they wish to

communicate. Id. See also id. at 388 (“Name query transactions are initiated by end-nodes to

obtain the [P address(es) and other attributes associated with a NetBIOS name.”). The NBNS

“answers queries from a P node with a list of IP address and other information for” the target

name. Id. at 389. See also id. at 440 (RFC 1002 describing “Name Query Request”); id. at 464-

465 (describing “P-Node Find Name Procedure”). “Each NODE_NAME entry represents an

active name in the same NetBIOS scope as the requesting name in the local name table of the

responder.” Id. at 446. If the end-node with the target name is currently registered in the NBNS
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database, the NB NS responds with a positive name query response. See, e.g., id. at 389 (The

NBNS “answers queries from a P node with a list of IP address and other information for“ the

target name.).

Claim 12 requires “providing an element representing a second
communication line.”

‘ll 68. The graphical user interface described in Pinard provides an element representing

a second communication line. For example, call icons 23 and 29 representing two

communication lines are shown in Figure 6 of Pinard. See Pinard, Col. 5, lines 31-40, Figure 6

(“Now there are clearly two calls in progress . . 3‘).

Claims 13 and 24 require “terminating the point-to-point communication

link from the caller process to the first callee process, in response to the user

disassociating the element representing the first callee process from the

element representing the first communication line” and “program code,

responsive to the user disassociating the element representing the first callee

process from the element representing the first communication line, for

terminating the point-to-point communication link from the caller process to

the first callee process,” respectively.

‘ll 69. Figure 6 of Pinard illustrates how the call represented by call icon 23 is

terminated by dragging the user icon for “John“ 21 out of the call icon 23. Similarly, Figure 11

illustrates how a call is terminated by dragging the user icon to a “waste basket“ icon 26.

Claim 13 and 24 further require “establishing a different point-to-point

communication link from the caller process to the first callee process, in

response to the user associating the element representing the first callee

process with the element representing the second communication line” and

“program code responsive to the user associating the element representing

the first callee process with the element presenting the second

communication line, for establishing a different point-to-point

communication link from the caller process to the first callee process,”

respectively.

‘][ 70. In Figure 6 of Pinard, the callee process icon for “John“ 21 is dragged from call

icon 23 to call icon 29, thereby terminating the call represented by call icon 23 and establishing a

different link with the callee process represented by icon 21 (in this case a conference call with

“John,” “Mary,“ and “Debbie”). Moreover, once a callee is removed from a call by clicking and

dragging the callee’s icon, a new call can always be established with the callee by dragging the
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callee’s icon to a call setup icon. See, e.g., Pinard, Figure 3 (showing a callee icon dragged from

a directory to a call setup icon to establish a call). See also Pinard, Col. 4, lines 22-31.

Claims 14 and 25 require “providing a user interface element representing a

second callee process; and . . . establishing a conference point-to-point

communication link between the caller process and the first and second

callee process, in response to the user associating the element representing

the second callee process with the element representing the first

communication line” and “program code for generating an element

representing a second callee process; and program code means, responsive to

the user associating the element representing the second callee process with

the element representing the first communication line, for establishing a

conference communication link between the caller process and the first and

second callee process,” respectively.

9] 71. In Figure 6 of Pinard, the user interface element for “John” 21 is dragged from

call icon 23 to call icon 29, thereby creating a conference call between “John,” “Mary,“ and

“Debbie.” See Pinard, Col. 5, lines 31-44 (“Now to conference all parties, the user Debbie

merely drags the John icon to the call icon 29.“).

Claims 15 and 26 require “removing the second callee process from the

conference point-to-point communication link in response to the user

disassociating the element representing the second callee process from the

element representing the first communication line” and “program code,

responsive to the user disassociating the element representing the second

callee process from the element representing the first communication line,

for removing the second callee process from the conference communication

link,” respectively.

9] 72. In Pinard, any callee process can be removed from a conference call by dragging

the element representing the callee process from the conference call icon. For example, Figure 8

of Pinard shows the user icon “Debbie” removed from conference call represented by call icon

32, thereby “breaking Debbie‘s line from the conference.“ Pinard, Col. 6, lines 14-15.

Claims 16 and 27 require “providing a user interface element representing a

communication line having a temporarily disabled status” and “program

code for generating an element representing a communication line having a

temporarily disabled status,” respectively.

‘][ 73. Examples of a “temporarily disabled status" provided in the ‘704 patent include

“line on hold” and “line on mute.” See, e.g., ‘704 patent, Claims 17 and 18. Pinard describes a

user interface element representing a communication line having a temporarily disabled status.
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For example, Figure 12 illustrates a “hard hold” icon 39 to which user icons representing

callers/callees 41 may be dragged to put the callers/callees on hold. See, e.g., Pinard, Col. 6,

lines 36-53 (“To place Mary on hard hold, Debbie drags Mary‘s icon 28 to the hard hold icon

39.“).

Claims 16 and 27 also require “temporarily disabling a point-to-point

communication link between the caller process and the first callee process, in

response to the user associating the element representing the first callee

process with the element representing the commu.nication line having a

temporarily disabled status” and “program code, responsive association of

the element representing the first callee process with the element

representing the communication line having a temporarily disabled status,

for temporarily disabling the point-to-point communication link between the

caller process and the first callee process,” respectively.

9] 74. In Pinard, in response to an icon of a caller/callee 41 being moved into the hard

hold icon 39, the caller/callee is placed on hold. See, e. g., Pinard, Col. 6, lines 36-53 (“To place

Mary on hard hold, Debbie drags Mary’s icon 28 to the hard hold icon 39.”).

Claims 17 and 28 require that “the element provided in step D represents a

communication line on hold status” and “the communication line having a

temporarily disabled status comprises a communication line on hold status,”

respectively.

9] 75. In Pinard, in response to an icon of a caller/callee 41 being moved into the hard

hold icon 39, the caller/callee is placed on hold. See, e. g., Pinard, Col. 6, lines 36-53 (“To place

Mary on hard hold, Debbie drags Mary’s icon 28 to the hard hold icon 39.”).

Claim 19 requires “wherein the caller process further comprises a visual

display and the user interface comprises a graphic user interface.”

9] 76. Pinard discloses a graphical user interface on a visual display which allows the

caller to control the operation of the telephone. See, e.g., Pinard, Figures 2-16 and Col. 6, lines

36-53 (“To place Mary on hard hold, Debbie drags Mary‘s icon 28 to the hard hold icon 39.”).

Claim 20 requires “wherein the steps of establishing a point-to-point link as

described in step C is performed in response to manipulation of the graphic

elements on the graphic user interface.”

‘]l 77. As described above, Pinard discloses that a point-to-point communication link is

established in response to a user associating a graphic element representing a callee process with

a graphic element representing a communication line. For example, Figure 3 of Pinard illustrates
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clicking and dragging an icon representing a callee from a directory [7 into a call setup icon 15.

Once the callee answers the call, the call setup icon l5 becomes a call icon 23 as illustrated in

Figure 4 of Pinard. See, e.g., Pinard, Col. 4, lines 38-51 (describing how “[t]he user can then

drag the icon or the name of the person to be called into the call setup icon . . . As soon as John

answers the call, the application software program changes the call setup icon to a call icon

designated as 23, and establishes a new call setup icon 24 spaced from the icon 23.”). Similarly,

Figure 6 illustrates how a point-to-point communication link may be established by clicking and

dragging a callee icon 21 into an existing call icon 29. See Pinard, Col. 5, lines 36-37 (“Now to

conference all parties, the user Debbie merely drags the John icon to the call icon 29.”).

Claim 22 requires “program code for querying the server as to the on-line

status of the first callee process; and program code for receiving a network

protocol address of the first callee process over the computer network from
the server.”

9] 78. As disclosed in NetBIOS, an end-node sends a “query“ to the NBNS to determine

whether another end-node with the target name is currently logged onto the computer network,

and hence is registered with the NBNS. “Name query (also known as ‘resolution’ or

‘discovery’) is the procedure by which the IP address(es) associated with a NetBIOS name are

discovered.” NetBIOS at 377. NetBIOS point-to-point nodes “perform name resolution“ by

“asl<[ing]“ the NBNS for the IP address and other information of the target node with whom they

wish to communicate. Id. See also id. at 388 (“Name query transactions are initiated by end-

nodes to obtain the IP address(es) and other attributes associated with a NetBIOS name.“). The

NBNS “answers queries from a P node with a list of IP address and other information for” the

target name. Id. at 389. See also id. at 440 (RFC 1002 describing “Name Query Request”); id.

at 464-465 (describing “P-Node Find Name Procedure”). “Each NODE_NAME entry represents

an active name in the same NetBIOS scope as the requesting name in the local name table of the

responder.” Id. at 446. If the end-node with the target name is currently registered in the NBNS

database, the NB NS responds with a positive name query response. See, e.g., id. at 389 (The

NBNS “answers queries from a P node with a list of IP address and other information for“ the

target name.).
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Claim 23 requires “program code for generating an element representing a
second communication line.”

‘][ 79. Pinard describes an element representing a second communication line. For

example, Figure 6 of Pinard illustrates a first element (23) representing a first communication

line and a second element (29) representing a second communication line.

Claim 30 requires that the “computer system further comprises a visual

display and the user interface comprises a graphic user interface.”

9] 80. Figures 2-16 of Pinard illustrate a graphical user interface for managing telephone

calls (which is inherently rendered on a “visual display”).

Claim 31 requires that “the element representing the first communication

line and the element representing the first callee process are graphic

elements and wherein the program code for establishing a point-to-point

communication link from the caller process to the first callee process further

comprises: program code, responsive to manipulation of the graphic

elements on the graphic user interface, for establishing the point-to-point

communication link from the caller process to the first callee process.”

9] 81. As described above, Pinard discloses that a point-to-point communication link is

established in response to a user associating a graphic element representing the first callee

process with a graphic element representing a first communication line. For example, Figure 3

of Pinard illustrates clicking and dragging an icon representing a callee from a directory 17 into a

call setup icon 15. Once the callee answers the call, the call setup icon 15 becomes a call icon 23

as illustrated in Figure 4 of Pinard. See, e.g., Pinard, Col. 4, lines 38-51 (describing how “[t]he

user can then drag the icon or the name of the person to be called into the call setup icon . . . As

soon as John answers the call, the application software program changes the call setup icon to a

call icon designated as 23, and establishes a new call setup icon 24 spaced from the icon 23.“).

Similarly, Figure 6 illustrates how a point-to-point communication link may be established by

clicking and dragging a callee icon 21 into an existing call icon 29. See Pinard, Col. 5, lines 36-

37 (“Now to conference all parties, the user Debbie merely drags the John icon to the call icon

29.”).

(iv) Motivation to Combine NetBIOS and Pinard

‘ll 82. A motivation to combine NetBIOS and Pinard exists considering the problem

sought to be solved. The Pinard reference relates to the field of computer-implemented

80 of 172

Page 82 of 500



telephony, and in particular to a computer-implemented method of indicating the status of

various calls, to a user. See Pinard, Col. 1, lines 5-7. Pinard explicitly states that the invention

“can be used with any system in which a . . . personal computer in conjunction with a sewer

operates.” Pinard, col. 2, lines 43-46. Given that NetBIOS describes networking software

executed on personal computers (such as IBM PCs), and in particular describes a system in

which a “personal computer“ operates in conjunction with a “server” (i.e., a NBNS), one of

ordinary skill in the art would have recognized that the particular design choices reflected in the

graphical user interface of Pinard could readily be implemented within the context of the systems

described in NetBIOS.

(v) NetBIOS in view of Pinard and Further in View of VocalChat User’s

Guide

9] 83. Claim 18 and 29 require that “the element provided in step D represents a

communication line on mute status” and “the communication line having a temporarily disabled

status comprises a communication line on mute status,” respectively. As described above,

NetBIOS and Pinard describe all of the elements of Claim 18 and 29 except for a

“communication line on mute status.“ VocalChat User’s Guide describes a “communication line

on mute status.” As described in the User’s Guide, “Manual Activation can also be used like the

MUTE option in many phones: it lets you talk without being heard on the other user’s system.”

User’s Guide, page 57.

(vi) Motivation to Combine VocalChat User’s Guide with NetBIOS and

Pinard

‘ll 84. A motivation to combine the VocalChat User’s Guide with NetBIOS and Pinard

exists considering the problem sought to be solved. All three references relate to the field of

communications over a computer network, and the VocalChat User’s Guide and Pinard relate to

the use of a computer system to implement telephony features. See, e.g., Pinard, Col. 1, lines 5-

7. One of ordinary skill in the art would have recognized the need for a “mute“ function to

enable users to mute the audio of a call as needed.
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B. Etherphone

1. Anticipation Rejections

‘ll 85. The quotation of 35 U.S.C. §102 (b) forms the basis for the anticipation rejections

which follow:

A person shall be entitled to a patent unless...

(b) the invention was patented or described in a printed publication in this or a

foreign country or in public use or on sale in this country, more than one year

prior to the date of the application for patent in the United States.

‘ll 86. Claims 1-2, 4-7, 10-12, 14, 17-23. 25, and 30-44 are anticipated by Etherphone:

Collected Papers 1987-1988 (May 1989) (hereinafter “Etherphone“) which published, E

single publication, with the following papers:

a. Polle T. Zellweger, et al., An Overview of the Etherphone System and its

Applications, IEEE CONFERENCE ON COMPUTER WORKSTATIONS (March 1988), 160-168

(hereinafter “Zellweger 1“).

b. Daniel C. Swinehart, Telephone Management in the Etherphone S3-‘stem,

PROCEEDINGS OF THE IEEE/IEICE GLOBAL TELECOMMUNICATIONS CONFERENCE

(November 1987), 1176-1180 (hereinafter “Swinehart 1”).

c. Douglas B. Terry and Daniel C. Swinehart, Managing Stored Voice in the

Etherphone System, ACM TRANSACTIONS ON COMPUTER SYSTEMS 6(1) (February 1988),

3-27 (hereinafter “Terry“).

d. Daniel C. Swinehart, System Support Requirements for Muiti-media

Workstations, PROCEEDINGS OF Tl-[E SPEECHTECH ‘88 CONFERENCE (April 1988), 82-83

(hereinafter “Swinehart 2“).

e. Polle T. Zellweger, Active Paths through Multimedia Documents,

DOCUMENT MANIPULATION AND TYPOGRAPHY, J .C. AN VILET (ED.), CAMBRIDGE

UNIVERSITY PRESS (1988) (hereinafter “Zellweger 2”).

These papers were published together and form a single reference.

‘ll 87. During the Net2Phone Litigation mentioned above, Net2Phone attempted to

distinguish the claims of the ‘704 patent over Etherphone. The court has yet to render an opinion

on these arguments. As set forth in Exhibit Q, these arguments fail to distinguish the claims of

the ‘704 patent over Etherphone for a variety of reasons.
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‘ll 88. Etherphone was not cited during the prosecution of the ‘704 patent. As delineated

below there is a SNQ of patentability raised by Etherphone. Below first the independent claims

are set forth along with a discussion concerning the relevancy of Etherphone to the SNQ of

patentability. Then the dependent claims are set forth.

INDEPENDENT CLAIM 1

The preamble of Claim 1 reads, in pertinent part: “A computer program

product for use with a computer system, the computer system executing a

first process and operatively connectable to a second process and a server

over a computer network . . .”

‘ll 89. Etherphone discloses a computer program product for use with a computer system

which executes a “first process” and is operatively connectable to a “second process“ and a

server over a computer network. For example, the Etherphone system is:

...based on a hardware architecture that uses microprocessor-controlled

telephones to transmit voice over an Ethernet that also supports a voice file server

and a voice synthesis server, this system has been used for applications such as

directory-based call placement, call logging call filtering, and automatic call
:1)

forwarding. (Zellweger 1, page 1.) See also £01., Figure 1 (illustrating

Etherphones, computer workstations and servers communicating over an Ethernet

network).

The system components shown in Figure 1 of Zellweger 1 provides communication “between

two or more parties (Etherphones, servers, and so on).’’ 105., page 3.

‘ll 90. Claim 1 requires “a computer usable medium having program code embodied in

the medium.“ The functionality of the Etherphone system is implemented in software, which is

inherently stored on a computer usable medium. As described in Swinehart 2, the capabilities

provided by the Etherphone system “are presented to application programmers as program

packages and network services.” Swinehart 2, page 1. See also Zcllweger 1, page 2

(“Etherphone software is written in C”); id. (“Centralized server software limited the necessary

size and speed of the Etherphone processor, and thus its cost . . .”); id., page 1 (describing how

the Etherphone system uses “microprocessor-controlled telephones to transmit voice over an

Ethernet which also supports a voice file server and a voice synthesis server . . .“); Terry, page 4

(“The server software and the initial workstation software was developed in the Cedar

programming environment“).
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‘ll 91. In the pending litigation, Net2Phone argued that the term “server” should be

defined broadly. Plaintiff Net2Phone, Inc.’s Response Brief on Claim Construction (Oct. l8,

2007) (Exhibit U), page 3. More specifically, Net2Phone argued:

Consistent with the use of the term ‘server’ in the specification. the claims do not

refer to any specific server configuration. They simply require a ‘server’ (also

referred to as a ‘connection server,’ ‘address server,’ or ‘server process’). There

is nothing in any of the claims that require that the server be in the form of a

single computer with a centralized database, as defendants contend.

Ia/., page 4. Similarly, Net2Phone argued that “[a] server in a ‘client/server system’ can be

implemented in any number of ways, from one to multiple computers, in one location or many,

and from a single large computer acting as the server to a network of personal computers.”

Plaintiff Net2Phone Inc.’s Reply Brief on Claim Construction (Oct. l9, 2007) (Exhibit W), page

7 (citing to the declaration of Professor Larry L. Peterson). Thus, under Net2Phone’s

interpretation, a “server” is not limited to any particular hardware or software configuration.

Q] 92. It should be noted, however, that the requestor of the present Reexamination does

not agree with this interpretation, and has stated as such in the pending litigation. See, e.g.,

Reply Claim Construction Brief of Skype Technologies SA, Skype, Inc. and EBay Inc (Oct. l9,

2007) (Exhibit X), pages 2-9. For the sake of brevity, these interpretations are not repeated

below with respect to the other claims of the ‘704 patent which require a “server.“ Under any

interpretation, the Voice Control Server described in Etherphone is a “server.”

Claim 1 further requires “program code for transmitting to the server a

network protocol address received by the first process following connection

to the computer network.”

‘ll 93. Etherphone processes notify the Voice Control Server (sometimes referred to as a

“Telephone Control Server”) of their network addresses in order to receive calls from other

Etherphone processes. As described in Swinehart l:

The telephone control server controls voice conversations, implements the stand-

alone behavior of telephone instruments and coordinates the activities of

workstations and adjacent telephones in their implementation of the various voice

capabilities. In addition, it stores personal preference information about each user

that allows it to support advanced features such as ring motifs and subdued

ringing without involving workstation programs. It uses dynamic information

linking users to workstations in order to provide calls to individuals rather than

fixed locations and the registration of visitors in the offices of their colleagues.
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Finally, and most importantly, the telephone control server provides a set of

network protocols that workstations use to participate in the operation of the

system.

Swinehart 1, page 4 (emphasis added). Consequently, when a user logs in to a workstation, the

user‘s identity and the network address of the workstation are sent to the Voice Control Server to

identify the user’s current location. In fact, any time a computer transmits a data packet over an

Ethernet network, the data packet must include the network address of the transmitting computer

system (i.e., so that the receiving system knows the source of the data packet). See id. (“The

telephone control server manages voice switching by sending to each Etherphone or service the

network addresses of the other participants. Thereafter, voice datagrams are transmitted directly

among the participants, bypassing the control server.”); Swinehart 1, page 2 (“Calls are to

individuals, not locations . . . Logging in tells the telephone system where Karmen is.“);

Zellweger l, page 5 (“An additional feature, called visiting, allows him to register his presence

with a second workstation or Etherphone, such as during a meeting. Registering with the

destination location allows users to travel more freely than forwarding calls from the home

location does.”). The network protocol address of the first process is “received” following

connection to the computer network. For example, an Etherphone process (a running instance of

an Etherphone application) will be assigned a network protocol address after the workstation or

Etherphone on which it is running connects to the computer network — hence, following

connection to the computer network. This is the case regardless of whether the workstation or

Etherphone on which the given Etherphone process is running has a static network protocol

address or, instead, a dynamically assigned network protocol address. The network protocol

address is then transmitted to the Voice Control Server so that other Etherphone processes can

locate the Etherphone process.

Claim 1 also requires “program code for transmitting, to the server, a query

as to whether the second process is connected to the computer network."

‘]I 94. As described in Zellweger l, “conversations are established between two or more

parties (Etherphones, servers, and so on) by performing remote procedure calls to the Voice

Control Server.“ Zellweger l, page 3. Moreover, as mentioned above, the Voice Control Server

“manages voice switching by sending to each Etherphone or service the network addresses of the

other participants. Thereafter, voice datagrams are transmitted directly among the participants,

bypassing the control server.” Swinehart 1, page 4. Accordingly, when a first user at a first

85 of 172

Page 87 of 500



Etherphone (a first “process”) calls a second user at a second Etherphone (a second “process”),

the first Etherphone transmits a query in the form of a remote procedure call to determine the

location of the second Etherphone. See also Swinehart 1, page 2 (“Calls are to individuals, not

locations . . . Logging in tells the telephone system where Karmen is.”); Zellweger 1, page S

(“An additional feature, called visiting, allows him to register his presence with a second

workstation or Etherphone, such as during a meeting”).

Claim 1 further requires “program code for receiving a network protocol

address of the second process from the server, when the second process is

connected to the computer network.”

9] 95. As described in Swinehart l: “The telephone control server manages voice

switching by sending to each Etherphone or service the network addresses of the other

participants.” Swinehart 1, page 4. Because of this, a first Etherphone or workstation attempting

to connect to a second Etherphone or workstation receives the network address of the second

Etherphone or workstation from the Voice Control Server.

9] 96. In Claim Construction Briefs filed in the pending litigation, the patentee argued

that the term

‘connected’ means ‘logged on,’ and vice versa . . . To the extent defendants are

trying to suggest that the claims require perfect information about who is on line

at a given moment, that is simply incorrect. While Net2Phone’s invention

endeavors to identify accurately who is on line, it is not possible to achieve

perfection. For example, it takes some time (albeit minimal) for the signal that a

user has gone off-line to be communicated to the server, or a user’s Internet

connection may get interrupted before she can send an off-line message (and thus

the server, for a time, assumes she is on-line, when in fact she is not). See

Strickland Dep. at 140:7-l4l:7 (Ex. 21). Recognizing these issues, the patents

explain that the server may use timestamps to update a person’s status— e.g.,

setting a default value of two hours, after which the server assumes that a party

has gone off-line if it has not heard from her. See ‘704 patent, col. 5, ll. 39-44

(Ex. 2). In this respect, the patents explain, “the on-line status information stored

in the database is relatively current.” Id. at col. 5, 11. 42-43 (emphasis added).

While Net2Phone believes that the claim language is clear, if the term

“connecte “ (or “on-line“) is going to be modified at all, it should be modified to

say “relatively currently connected,“ because that is what the patents actually say.

Plaintiff Net2Phone Inc.’s Response Brief on Claim Construction (Oct. 18, 2007) (Exhibit U),

pages 24-25. Thus, under Net2Phone‘s interpretation, the information retained in the “server” as

to which processes are “connected to the computer network” or “online” may be imperfect. As
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described above, while the server “endeavors to identify accurately who is on line, it is not

possible to achieve perfection.“ Id.

9] 97. Once again, the requestor of the present reexamination does not agree with this

interpretation, and has stated as such in the pending litigation. See, e.g., Reply Claim

Construction Brief of Skype Technologies SA, Skype, Inc. and EBay Inc (Exhibit X), pages 12-

14. For the sake of brevity, these interpretations are not repeated below with respect to the other

claims of the ‘704 patent which require a process to be “connected to“ the computer network or

“on-line.“ Under any interpretation, a first Etherphone process receives the network protocol

address of a second Etherphone process from the Voice Control Server when the second

Etherphone process is “connected to the computer network.” Given that the Voice Control

Server must track the location of individual on-line users, it is capable of determining “on-line”

status with at least the same level of precision described in the ‘066 patent. See, e.g., Swinehart

1, page 2 (“Calls are to individuals, not locations . . . Logging in tells the telephone system where

Karmen is.”); Zellweger 1, page 5 (“An additional feature, called visiting, allows him to register

his presence with a second workstation or Etherphone, such as during a meeting.”).

Claim 1 also requires “Plogram code, responsive to the network protocol

address of the second process, for establishing a point-to-point

communication link between the first process and the second process over

the computer network.”

9] 98. As described in Swinehart l: “The telephone control server manages voice

switching by sending to each Etherphone or service the network addresses of the other

participants. Thereafter, voice datagrams are transmitted directly among the participants,

bypassing the control server.” (emphasis added). For these reasons, after retrieving a network

address of a callee device from the Voice Control Server, a workstation or Etherphone

communicates directly over a point-to-point communication link with the callee device identified

by the network address. See also Zellweger, page 2 (“Etherphones digitize, packetize, and

encrypt telephone-quality voice (64 kilobits/second, with silence suppression) and send it to each

other directly over an Ethernet . . .”); Swinehart 2, page I (“Etherphones digitize and encrypt

telephone quality audio and transmit it in packet form directly over an Ethemet.”).
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INDEPENDENT CLAIM 2

Claim 2 claims “[a]n apparatus for enabling point-to-point communications

between a first and a second process over a computer network, the apparatus

comprising: a processor; a network interface, operatively coupled to the

processor, for connecting the apparatus to the computer network.”

9] 99. The Etherphone system includes a Voice Control Server which enables point-to-

point communication between workstation and Etherphone processes. As described in Swinehart

l:

The telephone control server controls voice conversations, implements the stand-

alone behavior of telephone instruments, and coordinates the activities of

workstations and adjacent telephones in their implementation of the various voice

capabilities. In addition, it stores personal preference information about each user

that allows it to support advanced features such as ring motifs and subdued

ringing without involving workstation programs. It uses dynamic information

linking users to workstations in order to provide calls to individuals rather than

fixed locations, and the registration of visitors in the offices of their colleagues.

Swinehart 1, page 4 (emphasis in original). The Voice Control Server includes a processor and a

network interface for connecting the Voice Control Server to the computer network. See, e. g.,

Zellweger 1, Figure 1 (illustrating the Voice Control Server coupled to a 1.5 Mbit/sec Ethernet

network).

Claim 2 requires “a memory, operatively coupled to the processor, for

storing a network protocol address for selected of a plurality of processes,

each network protocol address stored in the memory following connection of

a respective process to the computer network.”

9] 100. Etherphone describes this limitation. In particular, the Voice Control Server

“manages voice switching by sending to each Etherphone or service the network addresses of the

other participants.“ Swinehart 1, page 4. In order to send the network addresses of the other

participants, the Voice Control Server must inherently store the network protocol addresses in a

memory. The network addresses are stored in the memory following the connection of the

processes to the computer network. For example, the Voice Control Server “uses dynamic

information linking users to workstations in order to provide calls to individuals rather than fixed

locations, and the registration of visitors in the offices of their colleagues.” Id. Consequently, if

a user logs in to any workstation, the identity of that user and the associated network address

must be stored in a memory of the Voice Control Server so that other users can locate the user.
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Claim 2 also requires “means, responsive to a query from the first process,

for determining the on-line status of the second process and for transmitting

a network protocol address of the second process to the first process in

response to a positive determination of the on-line status of the second

process.”

‘][ 101. As described in Zellweger l, “conversations are established between two or more

parties (Etherphones, servers, and so on) by performing remote procedure calls to the Voice

Control Server.” Moreover, as mentioned above, the Voice Control Server “manages voice

switching by sending to each Etherphone or service the network addresses of the other

participants. Thereafter, voice datagrams are transmitted directly among the participants,

bypassing the control server.” Swinehart 1, page 4. Thus, when a first user at a first Etherphone

(a first “process“) calls a second user at a second Etherphone (a second “process“), the first

Etherphone transmits a query in the form of a remote procedure call to determine the location of

the second Etherphone. See also Swinehart 1, page 2 (“Calls are to individuals, not locations . . .

Logging in tells the telephone system where Karmen is.”); Zellweger 1, page S (“An additional

feature, called visiting, allows him to register his presence with a second workstation or

Etherphone, such as during a meeting.”). Consequently, if a user is logged in to a particular

Etherphone, the user’s online status is “online“ and associated with that Etherphone. The query

will then return the current location of the user to the requesting process (executed on another

Etherphone or workstation). Swinehart 1 describes various different types of “on-line status” for

users including “visiting“ a workstation or Etherphone and “off'line.“ See Swinehart 1, page 2

(describing a “do-not-disturb option” in which “intemal callers were given an on-screen

explanation for being turned away, while outside callers were routed to an attendant“).

INDEPENDENT CLAIM 4

Claim 4 claims “A method for enabling point-to-point communication

between a first process and a second process over a computer network . . .”

9] 102. Etherphone describes a method for enabling point-to-point communication

between a first process and a second process over a computer network. For example, after

receiving a network addresses of a first process, a second process establishes a point-to-point

communication connection with the first process. See, e.g., Swinehart 1, page 4 (“The telephone

control server manages voice switching by sending to each Etherphone or service the network

addresses of the other participants. Thereafter. voice datagrams are transmitted directly among
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the participants, bypassing the control server.“) (emphasis added). The “participants“ all

communicate with the system via software processes executed on computer workstations or

Etherphones. See, e.g., Swinehart 2, page 1 (describing how the capabilities of the Etherphone

system “are presented to application programmers as program packages and network services.“).

See also Zellweger 1, page 2 (“Etherphone software is written in C”); id., page 1 (describing how

the Etherphone system uses “microprocessor-controlled telephones to transmit voice over an

Ethernet . . .”); Terry, page 4 (“The server software and the initial workstation software was

developed in the Cedar programming environment.”).

Claim 4 requires “receiving and storing into a computer memory a

respective network protocol address for selected of a plurality of processes

that have an on-line status with respect to the computer network, each of the

network protocol addresses received following connection of the respective

process to the computer network.”

‘][ 103. As described above, the Voice Control Server “manages voice switching by

sending to each Etherphone or service the network addresses of the other participants.“

Swinehart 1, page 4. In order to send the network addresses of the other participants, the Voice

Control Server must inherently receive and store the network protocol addresses in a computer

memory. The network addresses are stored in the memory following the connection of the

processes to the computer network. For example, the Voice Control Server “uses dynamic

information linking users to workstations in order to provide calls to individuals rather than fixed

locations, and the registration of visitors in the offices of their colleagues.” Id. Thus, if a user

logs in to any workstation, the identity of that user and the associated network address must be

stored in a memory of the Voice Control Server so that other users can locate the user. When a

user logs in to a workstation (e.g., as a “visitor"). the user is assigned an “on-line status.”

Claim 4 also requires “receiving a query from the first process to determine

the on-line status of the second process.”

‘][ 104. As described in Zellweger 1, “conversations are established between two or more

parties (Etherphones, servers, and so on) by performing remote procedure calls to the Voice

Control Server.“ Moreover, as mentioned above, the Voice Control Server “manages voice

switching by sending to each Etherphone or service the network addresses of the other

participants. Thereafter, voice datagrams are transmitted directly among the participants,

bypassing the control server.“ Swinehart 1, page 4. Thus, when a first user at a first Etherphone
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(a first “process“) calls a second user at a second Etherphone (a second “process“), the first

Etherphone transmits a query in the form of a remote procedure call to determine the location of

the second Etherphone. See also Swinehart 1, page 2 (“Calls are to individuals, not locations . . .

Logging in tells the telephone system where Karmen is.”); Zellweger 1, page S (“An additional

feature, called visiting, allows him to register his presence with a second workstation or

Etherphone, such as during a meeting.”). Consequently, if a user is logged in to a particular

Etherphone, the user’s online status is “online“ and associated with that Etherphone. The query

will then return the current location of the user to the requesting process (executed on another

Etherphone or workstation). Swinehart l describes different types of “on-line status” for users

including “visiting” a workstation or Etherphone and “offline.” See Swinehart 1, page 2

(describing how a user “tums to his workstation and registers Karmen as a visitor” and also

describing a “do-not-disturb option“ in which “intemal callers were given an on-screen

explanation for being turned away, while outside callers were routed to an attendant”).

Claim 4 also requires “deterrnining the on-line status of the second process.”

9] 105. See response to the previous claim element. As described above, if a user is

logged in to a particular Etherphone. the user’s online status is “online“ and associated with that

Etherphone. See Swinehart l, page 2 (“Calls are to individuals, not locations . . . Logging in tells

the telephone system where Karmen is.”). Swinehart 1 describes different types of “on-line

status“ for users including “visiting“ a workstation or Etherphone and “offline.“ See Swinehart

l, page 2 (describing how a user “turns to his workstation and registers Karmen as a visitor” and

also describing a “do-not-disturb option” in which “intemal callers were given an on-screen

explanation for being turned away, while outside callers were routed to an attendant”).

Finally, Claim 4 requires “transmitting an indication of the on-line status of

the second process to the first process over the computer network.”

‘]I 106. The Voice Control Server will connect a first user to a second user if the second

user is “online.” See, e.g., Swinehart 1, page 2 (“Calls are to individuals, not locations . . .

Logging in tells the telephone system where Karmen is.”). In addition, if the second user is

offline or does not wish to receive calls, an indication is sent to the first user that the second user

is unavailable. See, e.g., Swinehart l, page 2 (describing a “do-not-disturb option“ in which
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“internal callers were given an on-screen explanation for being turned away, while outside

callers were routed to an attendant”).

INDEPENDENT CLAIM 10

Claim 10 claims “a method for establishing a point-to-point communication

link from a caller process to a callee process over a computer network . . .”

‘][ 107. As described in Swinehart 1: “The telephone control server manages voice

switching by sending to each Etherphone or service the network addresses of the other

participants. Thereafter, voice datagrams are transmitted directly among the participants,

bypassing the control server.” (emphasis added). Swinehart 1, page 2. Accordingly, after

retrieving a network address of a callee device from the Voice Control Server. a workstation or

Etherphone communicates directly over a point-to-point communication link with the callee

device identified by the network address. See also Zellweger, page 2 (“Etherphones digitize,

packetize, and encrypt telephone-quality voice (64 kilobits/second, with silence suppression) and

send it to each other directly over an Ethernet . . .“); Swinehart 2, page 1 (“Etherphones digitize

and encrypt telephone quality audio and transmit it in packet form directly over an Ethemet.”).

Claim 10 further claims “the caller process having a user interface and being

operatively connectable to the callee process and a server over the computer
network . . .”

‘][ 108. The workstations described in Etherphone include a graphical user interface

(GUI). See, e.g., Figures 1-10 of Swinehart 1 (illustrating various GUI features presented on the

workstation display). See also Zellweger 1, Figures 3-4 (illustrating “telephone management

windows" (Figure 3) and icons representing callers, callees and telephone lines (Figure 4)). The

workstations may be Apple Macintoshes or Xerox 6085s. See Swinehart 1, page 1. The

workstations are operatively connectable to the callee process and a server over the computer

network. As previously described, “[t]he telephone control server manages voice switching by

sending to each Etherphone or service the network addresses of the other participants.

Thereafter, voice datagrams are transmitted directly among the participants, bypassing the

control server.” Swinehart 1, page 2.
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Claim 10 requires “providing a user interface element representing a first
communication line.”

‘][ 109. Etherphone discloses this limitation. For example, Figure 3 of Zellweger 1

depicts the Etherphone telephone management windows, including Phone and Answer buttons, a

conversation log, and a portion of a personal telephone directory, which is a set of speed-dialing

buttons. As described in Zellweger 1, “[a] variety of convenient workstation dialing methods are

provided: a user can . . . select names or numbers from anywhere on the [Etherphone telephone

management windows], use either of two directory tools that present browsable lists of names

and associated telephone numbers as speed-dialing buttons, or redial any previously-made call

by clicking on its conversation log entry. Calls can also be placed by name or number from the

telephone keypad.” Zellweger 1, page 4. In addition, Figure 4 of Zellweger 1 illustrates

telephone icons representing telephone lines and icons with graphical images of a caller/callee

which represent active telephone lines. As such, the Etherphone telephone management

windows provide a “user interface element representing a first communication line.”

Claim 10 also requires “providing a user interface element representing a

first callee process.”

Q] 110. Etherphone discloses user interface elements in the form of speed-dial buttons

which represent frequently called callees. As described in Zellweger 1, the GUI provides

“browsable lists of names and associated telephone numbers as speed-dialing buttons.”

Zellweger 1, page 4. See also Zellweger 1, Figure. 3 (depicting portion of a personal telephone

directory, which is a set of speed-dial buttons). As another example, in Zellweger 1, Figure 4,

the top left user interface icon represents a personal telephone directory in the form of a

graphical rolodex.

Claim 10 further requires “establishing a point-to-point communication link

from the caller process to the first callee process, in response to a user

associating the element representing the first callee process with the element

representing the first communication line.”

9] 111. First, Etherphone describes establishing a point-to-point communication link

between a caller process and a callee process. See, e.g., Swinehart 1, page 2 (“voice datagrams

are transmitted directly among the participants, bypassing the control server”). Second,

Etherphone discloses that the point-to-point communication link is established in response to a

user associating an element representing the first callee process with the element representing a
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first communication line. For example, the top row of Figure 4 of Zellweger I shows a series of

graphical icons used for placing a call including a personal telephone directory, a telephone, and

a picture of a user on the phone (to indicate a call is in process). In this example, the personal

telephone directory, displayed as a graphical rolodex, includes a plurality of graphical elements

representing callees (i.e., with a separate card in the rolodex for each callee). The icon of the

telephone and the icon with the picture of a user talking on the phone represents a telephone

communication line. As described in Zellweger l, “[a]n active conversation is represented as a

conversation between two people with a superimposed indication of the other party’s name (also

shown in Figure 4)." Zellweger l, pages 4-5. Thus, when the user makes a call, the name from

the graphical rolodex (PolleZ in the example) is “associated with“ the graphical element

representing the communication line (the image with the user talking on the phone).

9] H2. Alternatively, as set forth below, Claim 10 is invalid under 35 U.S.C. § l03(a) as

being unpatentable over Etherphone in view of Pinard.

INDEPENDENT CLAIM 2]

Claim 21 claims “[3] computer program product for use with a computer

system comprising: a computer usable medium having program code
embodied in the medium.”

‘][ H3. The functionality of the Etherphone system is implemented in software, which is

inherently stored on a computer usable medium. As described in Swinehart 2, the capabilities

provided by the Etherphone system “are presented to application programmers as program

packages and network services." Swinehart 2, page 1. See also Zellweger 1, page 2

(“Etherphone software is written in C”); id. (“Centralized sewer software limited the necessary

size and speed of the Etherphone processor, and thus its cost . . .”); id., page 1 (describing how

the Etherphone system uses "microprocessor-controlled telephones to transmit voice over an

Ethernet that also supports a voice file server and a voice synthesis server . . .”); Terry, page 4

(“'The server software and the initial workstation software was developed in the Cedar

programming environment”).
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Claim 21 requires “establishing a point-to-point communication link from a

caller process to a callee process over a computer network, the caller process

having a user interface and being operatively connectable to the callee

process and a server over the computer network.”

9] ll4. First, Etherphone describes establishing a point-to-point communication link

between a caller process and a callee process over a computer network. See, e.g.. Swinehart 1,

page 2 (“voice datagrams are transmitted directly among the participants, bypassing the control

server“). Second, Etherphone discloses that the caller process (i.e., the software executed on the

caller’s machine) includes a user interface. See, e.g., Zellweger 1, page 4, Figures 3-4 (“a user

can . . . select names or numbers from anywhere on the [Etherphone telephone management

windows], use either of two directory tools that present browsable lists of names and associated

telephone numbers as speed-dialing buttons, or redial any previously-made call by clicking on its

conversation log entry. Calls can also be placed by name or number from the telephone

l<eypad.”). Finally, Etherphone describes “being operatively connectable to the callee process

and a server over the computer network.“ See, e. g., Swinehart 1, page 4 (“The telephone control

server manages voice switching by sending to each Etherphone or service the network addresses

of the other participants. Thereafter, voice datagrams are transmitted directly among the

participants, bypassing the control server.“).

Claim 21 also requires “program code for generating an element

representing a first communication line.”

9] H5. Etherphone describes a software-based graphical user interface with a graphical

element representing a communication line. For example, Figure 4 of Zellweger 1 illustrates a

graphical telephone icon that represents both outgoing calls (top row) and incoming calls

(bottom row) over a telephone line, and graphical icons representing active calls (top and bottom

right) established over the telephone line.

Claim 21 also requires “program code for generating an element

representing a first callee process.”

‘][ ll6. Etherphone describe a software-based graphical user interface with a graphical

element representing a “callee process“ (if the callee receives calls at an Etherphone or

workstation). As described in Zellweger l, the GUI provides “browsable lists of names and

associated telephone numbers as speed-dialing buttons. Zellweger 1, page 4. See also Zellweger

1, Figure. 3 (depicting portion of a personal telephone directory, which is a set of speed-dial
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buttons). As another example, in Zellweger 1, Figure 4, the top left user interface icon represents

a personal telephone directory in the form of a graphical rolodex.

Claim 21 also requires “program code, responsive to a user associating the

element representing the first callee process with the element representing

the first c0mmu.nicati0n line, for establishing a point-to-point communication

link from the caller process to the first callee process.”

9] 117. First, Etherphone describes establishing a point-to-point communication link

between a caller process and a callee process. See, e. g., Swinehart 1, page 2 (“voice datagrams

are transmitted directly among the participants, bypassing the control server”). Second,

Etherphone discloses that the point-to-point communication link is established in response to a

user associating an element representing the first callee process with the element representing a

first communication line. For example, the top row of Figure 4 of Zellweger I shows a series of

graphical icons used for placing a call including a personal telephone directory, a telephone, and

a picture of a user on the phone (to indicate a call is in process). In this example, the personal

telephone directory, displayed as a graphical rolodex, includes a plurality of graphical elements

representing callees (i.e., with a separate card in the rolodex for each callee). The icon of the

telephone and the icon with the picture of a user talking on the phone represents a telephone

communication line. As described in Zellweger 1, “[a]n active conversation is represented as a

conversation between two people with a superimposed indication of the other party’s name (also

shown in Figure 4)." Zellweger l, pages 4-5. Thus, when the user makes a call, the name from

the graphical rolodex (PolleZ in the example) is “associated with“ the graphical element

representing the communication line (the image with the user talking on the phone).

9] 118. Alternatively, as set forth below, Claim 21 is invalid under 35 U.S.C. § 103(a) as

being unpatentable over Etherphone in view of Pinard.
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INDEPENDENT CLAIM 32

Claim 32 claims “[a] method of locating a process over a computer network

comprising the steps of: a. maintaining an Internet accessible list having a

plurality of selected entries, each entry comprising an identifier and a

corresponding Internet protocol address of a process currently connected to

the Internet, the Internet Protocol address added to the list following

connection of the process to the computer network.”

9] 119. Etherphone describes these limitations. As described in Swinehart l: “The

telephone control server manages voice switching by sending to each Etherphone or service the

network addresses of the other participants. Thereafter, voice datagrams are transmitted directly

among the participants, bypassing the control server.” Swinehart 1, page 4. Therefore, the

Telephone Control Server (also referred to as the Voice Control Server) stores a list of network

addresses which are made available to workstations and Etherphones. In addition, the Voice

Control Server associates different user identifiers with each network protocol address. For

example, a user may log in to any workstation and, thereafter, calls to that user will be directed

to that workstation and its associated Etherphone. As described in Swinehart 1:

The telephone control server controls voice conversations implements the stand-

alone behavior of telephone instruments and coordinates the activities of

workstations and adjacent telephones in their implementation of the various voice

capabilities. In addition, it stores personal preference information about each user

that allows it to support advanced features such as ring motifs and subdued

ringing without involving workstation programs. It uses dynamic information

linking users to workstations in order to provide calls to individuals rather than

fixed locations and the registration of visitors in the offices of their colleagues.

 

Swinehart 1, page 4 (underline emphasis added). The network addresses may be Internet

protocol addresses. For example, the Etherphone system was intended for use in “multiple

networks and communication protocols.“ Terry, page 3. See also Terry, Abstract (“the voice

manager stores voice on a special voice file server that is accessible via the local intemet.”).

Moreover, another Etherphone reference, Vin, explicitly describes using the Internet Protocol

(IP) within the Etherphone system. See, e.g., Vin, page 77, Figure 5 (Exhibit D of this Request)

(illustrating a “protocol stack and format” which includes internet protocol (IP) packets). Vin

may be combined with Etherphone under 35 U.S.C. § 102. See MPEP 2131.01 (stating that a

§l02 rejection over multiple references is proper when the extra references are cited to explain

the meaning of a term used in the primary reference). In this case, Vin is used to define the
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complete meaning of the term “Voice Transmission Protocol” used in Etherphone. In any case,

it would have been obvious to combine Vin with Etherphone because they both describe the

same Etherphone system. See obviousness section below.

Claim 32 also requires “in response to identification of one of the list entries

by a requesting process, providing one of the identifier and the

corresponding Internet protocol address of the identified entry to the

requesting process.”

9] 120. As mentioned above, when a first user attempts to call a second user from a

workstation and Etherphone, the Voice Control Server provides the current network protocol

address of the second user to the requesting process executed on the workstation] Etherphone of

the first user. Using the network address, the requesting process then initiates a communication

session with the workstation and Etherphone of the second user. See, e.g., Swinehart l, page 4

(“'The telephone control server manages voice switching by sending to each Etherphone or

service the network addresses of the other participants. Thereafter, voice datagrams are

transmitted directly among the participants, bypassing the control server.”).

INDEPENDENT CLAIM 33

Claim 33 claims “[a] method for locating processes having dynamically

assigned network protocol addresses over a computer network.”

9] 121. As discussed above, Etherphone discloses a method of locating network protocol

addresses over a computer network. See, e.g., Swinehart 1, page 4 (“The telephone control

server manages voice switching by sending to each Etherphone or service the network addresses

of the other participants“). The network protocol addresses may be Internet protocol addresses.

For example, the Etherphone system was intended for use in “multiple networks and

communication protocols.” Terry, page 3. See also Terry, Abstract (“the voice manager stores

voice on a special voice file server that is accessible via the local internet.”). Moreover, another

Etherphone reference, Vin, explicitly describes using the Internet Protocol (IP) within the

Etherphone system. See, e.g., Harrick M. Vin, et al., Multimedia Conferencing in the

Etherphone Environment, IEEE COMPUTER SOCIETY (Oct. l99l), page 77, Figure 5 (Exhibit D of

this request) (illustrating a “protocol stack and format” which includes intemet protocol (IP)

packets). Vin may be combined with Etherphone under 35 U.S.C. § 102. See MPEP 2131.01

(stating that a §l02 rejection over multiple references is proper when the extra references are

cited to explain the meaning of a term used in the primary reference). In this case, Vin is used to
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define the complete meaning of the term “Voice Transmission Protocol” used in Etherphone. In

any case, it would have been obvious to combine Vin with Etherphone because they both

describe the same Etherphone system. Because dynamically assigning IP addresses was known,

this feature is inherent in Etherphone or at least obvious in light of the numerous references

describing dynamic IP address assignment. See, e.g., RFC 1531, Dynamic Host Configuration

Protocol (1993), Section 2.2 (describing the “dynamic allocation of network addresses”).

Claim 33 also requires “maintaining, in a computer memory, a network

accessible compilation of entries, selected of the entries comprising a network

protocol address and a corresponding identifier of a process connected to the

computer network, the network protocol address of the corresponding

process assigned to the process upon connection to the computer network.”

9] 122. The Voice Control Server maintains “a compilation of entries . . . comprising a

network protocol address and a corresponding identifier.” For example, the Voice Control

Server “manages voice switching by sending to each Etherphone or service the network

addresses of the other participants.” Swinehart 1, page 4. In order to send the network addresses

of the other participants, the Voice Control Server must inherently store the network protocol

addresses in a “computer memory.“ The network addresses are stored in the memory with

corresponding user identifiers. For example, the Voice Control Server “uses dynamic

information linking users to workstations in order to provide calls to individuals rather than fixed

locations, and the registration of visitors in the offices of their colleagues.” 10,’. Thus, if a user

logs in to any workstation, the identity of that user and the associated network address must be

stored in a memory of the Voice Control Server so that other users can locate the user. Since the

user is connecting via a workstation and Etherphone, the user identifier identifies the current

software process through which the user is interacting with the system.

Claim 33 also requires “in response to identification of one of the entries by a

requesting process providing one of the identifier and the network protocol

address to the requesting process.”

9] 123. As described above, the Voice Control Server “manages voice switching by

sending to each Etherphone or service the network addresses of the other participants.”

Swinehart 1, page 4.
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INDEPENDENT CLAIM 38

Claim 38 claims “[a] computer program product for use with a computer

system having a memory and being operatively connectable over a computer

network to one or more computer processes, the computer program product

comprising a computer usable medium having program code embodied in
the medium.”

9] 124. The Etherphone system is implemented with software executed on a plurality of

computing devices, including servers, workstations, and Etherphones. As described in Zellweger

l, the Etherphone system uses “microprocessor-controlled telephones to transmit voice over an

Ethernet that also supports a voice file server and a voice synthesis server . . .” Zellweger 1,

page 1. See also Swinehart 2, page 1 (describing how the capabilities provided by the

Etherphone system “are presented to application programmers as program packages and network

services”); Zellweger 1, page 2 (“Etherphone software is written in C”); id. (“Centralized server

software limited the necessary size and speed of the Etherphone processor, and thus its cost . .

.”); Terry, page 4 (“The server software and the initial workstation software was developed in the

Cedar programming environment.”). The computer systems are operatively connectable over a

computer network to computer processes. As described in Zellweger 1, “conversations are

established between two or more parties (Etherphones, servers, and so on) by performing remote

procedure calls to the Voice Control Server.” Zcllweger 1. page 3. Remote procedure calls are

inherently directed to “computer processes.”

Claim 38 requires “program code configured to maintain, in the computer

memory, a network accessible compilation of entries, selected of the entries

comprising a network protocol address and a corresponding identifier of a

process connected to the computer network, the network protocol address of

the corresponding process assigned to the process upon connection to the

computer network.”

9] 125. The Voice Control Server maintains “a compilation of entries . . . comprising a

network protocol address and a corresponding identifier or a process connected to the computer

network.“ For example, the Voice Control Server “manages voice switching by sending to each

Etherphone or service the network addresses of the other participants.” Swinehart 1, page 4. In

order to send the network addresses of the other participants, the Voice Control Server must

inherently store the network protocol addresses in a “computer memory.“ The network

addresses are stored in the memory with corresponding user identifiers. For example, the Voice

Control Server “uses dynamic information linking users to workstations in order to provide calls
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to individuals rather than fixed locations, and the registration of visitors in the offices of their

colleagues.” Id. Thus, if a user logs in to any workstation, the identity of that user and the

associated network address must be stored in a memory of the Voice Control Server so that other

users can locate the user. Since the user is connecting via a workstation and Etherphone, the user

identifier identifies the current software “process“ through which the user is interacting with the

system.

Claim 38 further requires “program code responsive to identification of one

of the entries by a requesting process and configured to provide one of the

identifier and the network protocol address to the requesting process.”

9] 126. As described above, the Voice Control Server “manages voice switching by

sending to each Etherphone or service the network addresses of the other participants.”

Swinehart 1, page 4.

INDEPENDENT CLAIM 43

Claim 43 claims “[a] computer program product for use with a computer

system, the computer system executing a first process operatively coupled

over a computer network to a second process and a server process, the

computer program product comprising a computer usable medium having

computer readable program code embodied therein.”

9] 127. The Etherphone system is implemented with software executed on a plurality of

computing devices, including sewers, workstations, and Etherphones. As described in Zellweger

1, the Etherphone system uses “microprocessor-controlled telephones to transmit voice over an

Ethernet that also supports a voice file server and a voice synthesis server . . .” Zellweger 1,

page 1. See also Swinehart 2, page 1 (describing how the capabilities provided by the

Etherphone system “are presented to application programmers as program packages and network

services”); Zellweger 1, page 2 (“Etherphone software is written in C”); id. (“Centralized server

software limited the necessary size and speed of the Etherphone processor, and thus its cost . .

.“); Terry, page 4 (“The server software and the initial workstation software was developed in the

Cedar programming environment”). The computer systems are operatively connectable over a

computer network to computer processes and server processes. As described in Zellweger 1,

“conversations are established between two or more parties (Etherphones, servers, and so on) by

performing remote procedure calls to the Voice Control Server.” Zellweger 1, page 3. Remote

procedure calls are inherently directed to “computer processes.”
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Claim 43 further requires “program code configured to access a directory

database, the database having a network protocol address for a selected

plurality of processes having on—line status with respect to the computer

network, the network protocol address of each respective process forwarded

to the database following connection to the computer network.”

9] 128. Etherphone describes a directory database for storing network addresses of on-

line processes. For example, the Voice Control Server (also referred to as a ‘Telephone Control

Server“) stores network addresses for processes executed on each workstation and Etherphone.

As described in Zellweger 1: “Users can place calls by specifying a name, a number, or other

attributes of the called party. A system directory database for local Xerox employees (about

1000 entries) is stored on the Voice Control Server.” Zellweger 1, page 4 (emphasis added). See

also Swinehart 1. page 4 (“The Telephone Control Server manages voice switching by sending

to each Etherphone or service the network addresses of the other participants.”). The network

addresses are sent to the Voice Control Server following connection to the computer network.

See, e.g., Swinehart 1, page 4 (“The telephone control server . . . uses dynamic information

linking users to workstations in order to provide calls to individuals rather than fixed locations,

and the registration of visitors in the offices of their colleagues.”). Thus, when a user logs in to a

workstation, the network protocol address of the workstation and the identity of the user are sent

to the Voice Control Server.

Claim 43 also requires “program code responsive to one of the network

protocol addresses and configured to establish a point-to-point

communication link from the first process to the second process over the

computer network.”

9] 129. After receiving the network protocol address from the Voice Control Server, the

caller’s workstation and Etherphone will establish a point-to-point connection with the callee’s

workstation and Etherphone. See, e.g., Swinehart 1, page 4 (describing how after receiving a

network address from the Voice Control Server, “voice datagrams are transmitted directly among

the participants, bypassing the control server.“).
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INDEPENDENT CLAIM 44

The preamble of Claim 44 reads: “In a first computer process operatively

coupled over a computer network to a second process and an address server,

a method of establishing a point-to-point communication between the first

and second processes comprising the steps of.”

9] 130. Etherphone describes a first computer process operatively coupled to a second

process and an address server and further describe a method in the first process for establishing

point-to-point communication with the second process. For example, in the Etherphone system,

a first process executed on a first Etherphone or workstation contacts the Voice Control Server to

learn the address of a second process executed on a second Etherphone or workstation. See e. g.,

Swinehart 1, page 4 (“The Telephone Control Server manages voice switching by sending to

each Etherphone or service the network addresses of the other participants“). The first process

then uses the network address to establish point-to-point communication with the second

process. See, e.g., id. (“Thereafter, voice datagrams are transmitted directly among the

participants, bypassing the control server.”).

Claim 44 also requires “following connection of the first process to the

computer network forwarding to the address server a network protocol

address at which the first process is connected to the computer network.”

9] 131. In the Etherphone system, when a user logs in to a particular workstation, the

user’s identity and the network protocol address of the workstation is forwarded to the Voice

Control Server. See, e.g., Swinehart 1, page 4 (“The telephone control server. . . uses dynamic

information linking users to workstations in order to provide calls to individuals rather than fixed

locations, and the registration of visitors in the offices of their colleagues”).

Claim 44 also requires “querying the address server as to whether the second

process is connected to the computer network.”

9] 132. As mentioned above, the Voice Control Server “manages voice switching by

sending to each Etherphone or service the network addresses of the other participants.“

Swinehart 1, page 4. Moreover, “conversations are established between two or more parties

(Etherphones, servers, and so on) by performing remote procedure calls to the Voice Control

Server.” Zellweger 1, page 3. Thus, when a first user at a first Etherphone (a first “process”)

calls a second user at a second Etherphone (a second “process”), the first Etherphone transmits a

query in the form of a remote procedure call to determine the location of the second Etherphone.
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See also Swinehart l, page 2 (“Calls are to individuals, not locations . . . Logging in tells the

telephone system where Karmen is.“); Zellweger 1, page 5 (“An additional feature, called

visiting, allows him to register his presence with a second workstation or Etherphone, such as

during a meeting”).

Claim 44 further requires “receiving a network protocol address of the

second process from the address server, when the second process is

connected to the computer network.”

‘][ 133. As mentioned above, the Voice Control Server “manages voice switching by

sending to each Etherphone or service the network addresses of the other participants.“

Swinehart 1, page 4.

Claim 44 further requires “in response to the network protocol address of

the second process, establishing a point-to-point communication link with the

second process over the computer network.”

‘][ 134. As described in Swinehart 1, after receiving a network address from the Voice

Control Server, “voice datagrams are transmitted directly among the participants, bypassing the

control server.” Swinehart 1, page 4.

DEPENDENT CLAIMS 5-7, 11-12, 14, 19-20, 22-23, 25, 30-31, 34-37, 39-42

Claim 5 of the ‘704 patent requires “searching the computer memory for an

entry relating the second process; and retrieving a network protocol address

of the second process in response to a positive determination of the on-line

status of the second process.”

‘][ 135. These features are inherent in the Etherphone system. In order for the Voice

Control Server to manage “voice switching by sending to each Etherphone or service the

network addresses of the other participants” (Swinehart l, page 4) it must inherently search the

server memory for the network addresses related to the other workstation and Etherphone

processes. In addition, the Voice Control Server maintains an “on-line status” for each process.

For example, if a user is logged in to a particular Etherphone, the user’s online status is “online”

and associated with that Etherphone. A query (in the form of a remote procedure call) will then

return the current location of the user‘ s process to the requesting process (executed on another

Etherphone or workstation). Swinehart l describes various different types of “on-line status” for

users including “visiting“ a workstation or Etherphone and “offline.” See Swinehart l, page 2
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(describing a “do-not-disturb option” in which “internal callers were given an on-screen

explanation for being turned away, while outside callers were routed to an attendant“).

Claim 6 of the ‘704 patent requires “transmitting the network protocol

address of the second process to the first process when the second process is

determined in step C to have a positive on-line status with respect to the

computer network.”

9] 136. In the Etherphone system, if a user is logged in and “online” then the Voice

Control Server transmits the network address of the user’s process (executed on the Etherphone

or workstation) to the requesting process. See, e. g., Swinehart 1, page 4 (“The telephone control

server . . . uses dynamic information linking users to workstations in order to provide calls to

individuals rather than fixed locations, and the registration of visitors in the offices of their

colleagues”) (emphasis in original).

Claim 7 requires “generating an off-line message when the second process is

determined in step C to have a negative on-line status with respect to the

computer network; and transmitting the off-line message to the first

process.”

9] 137. As described above, the Etherphone system includes a “do-not-disturb“ option in

which “intemal callers were given an on-screen explanation for being turned away, while outside

callers were routed to an attendant.” Swinehart l, page 4.

Claim 11 requires “querying the server as to the on-line status of the first

callee process; and receiving a network protocol address of the first callee

process over the computer network from the server.”

9] 138. The Voice Control Server “manages voice switching by sending to each

Etherphone or service the network addresses of the other participants.” Swinehart l, page 4. In

addition, the Voice Control Server maintains an “on-line status” for each process. For example,

if a user is logged in to a particular Etherphone, the user’s onllne status is “online” and

associated with that Etherphone. A query (in the form of a remote procedure call) will then

return the current location of the user’s process to the requesting process (executed on another

Etherphone or workstation). Swinehart l describes various different types of “on-line status” for

users including “visiting“ a workstation or Etherphone and “offline.“ See Swinehart l, page 2.
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Claim 12 claims “providing an element representing a second
communication line.”

‘][ 139. The Etherphone system inherently provides an element representing a second

communication line. For example, using the Etherphone system, a user may receive and answer

a call while already on an existing call. See, e.g., Swinehart 1, page 2 (describing how users can

place and receive other calls during a “background call”). Thus, multiple sets of graphical icons

such as the ones shown in Figure 4 of Zellweger l were inherently displayed in the Etherphone

system (e. g., graphical cards in a rolodex to represent callee processes, telephones to represent

communication lines, and users talking on telephones to represent a callee process associated

with a particular communication line). Alternatively, as set forth below, Claim 12 is invalid

under 35 U.S.C. § l03(a) as being unpatentable over Etherphone in view of Pinard.

Claim 14 requires “providing a user interface element representing a second

callee process; and establishing a conference point-to-point communication

link between the caller process and the first and second callee process, in

response to the user associating the element representing the second callee

process with the element representing the first communication line.”

9] 140. Etherphone describes this limitation. For example, Figure 8 of Swinehart 1

illustrates four user interface elements representing four different callee processes (four different

users). The four callee processes are each associated with a graphical element representing a

communication line — i.e., a telephone graphic and graphical window representing a

teleconference (titled “conference at 3PM re: Budget“). See Swinehart 1, page 3.

Claim 19 requires “wherein the caller process further comprises a visual

display and the user interface comprises a graphic user interface.”

‘][ 141. Etherphone illustrates a visual display which allows the caller to control the

operation of the Etherphone. See, e.g., Figure 3 of Zellweger 1 (illustrating a “workstation

telephone management windows”) and Figures [-10 of Swinehart 1 (illustrating a series of

windows for controlling an Etherphone).

Claim 20 requires “wherein the steps of establishing a point-to-point link as

described in step C is performed in response to manipulation of the graphic

elements on the graphic user interface.”

‘][ 142. As described in Swinehart 1, to establish a call, user‘s can “select names or

numbers from anywhere on the [Etherp hone telephone management windows], use either of two

106 of 172

Page 108 of 500



directory tools that present browsable lists of names and associated telephone numbers as speed-

dialing buttons, or redial any previously-made call by clicking on its conversation log entry.

Calls can also be placed by name or number from the telephone keypad.“ Zellweger 1, page 4.

As described above, a call from one workstation/Etherphone to another workstation/Etherphone

comprises a point-to-point link.

Claim 22 requires “program code for querying the server as to the on-line

status of the first callee process; and program code for receiving a network

protocol address of the first callee process over the computer network from
the server.”

9] 143. As mentioned above, the Voice Control Server “manages voice switching by

sending to each Etherphone or service the network addresses of the other participants.“

Swinehart 1, page 4. Moreover, “conversations are established between two or more parties

(Etherphones, servers, and so on) by performing remote procedure calls to the Voice Control

Server.“ Zellweger 1, page 3. Thus, when a first user at a first Etherphone (a first “process”)

calls a second user at a second Etherphone (a second “process”), the first Etherphone transmits a

query in the form of a remote procedure call to determine the location of the second Etherphone.

See also Swinehart 1, page 2 (“Calls are to individuals, not locations . . . Logging in tells the

telephone system where Karmen is.“). In addition, the Voice Control Server maintains an “on-

line status” for each process. For example, if a user is logged in to a particular Etherphone, the

user‘s online status is “online” and associated with that Etherphone. A query (in the form of a

remote procedure call) will then return the current location of the user’s process to the requesting

process (executed on another Etherphone or workstation). Swinehart 1 describes various

different types of “on-line status” for users including “visiting” a workstation or Etherphone and

“offline.” See Swinehart 1, page 2 (describing a “do-not-disturb option” in which “intemal

callers were given an on-screen explanation for being turned away, while outside callers were

routed to an attendant“).

Claim 23 requires “program code for generating an element representing a
second commu.nication line.”

9] 144. The Etherphone system is inherently capable of providing an element representing

a second communication line. For example, the Etherphone system is capable of conference

calling. See, e.g., Swinehart 1, page 3 (describing “negotiated conference calls”). In addition.
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using the Etherphone system, a user may receive and answer a call while already on an existing

call. See, e.g., Swinehart 1, page 2 (describing how users can place and receive other calls

during a “background call”). Thus, multiple sets of graphical icons such as the ones shown in

Figure 4 of Zellweger l were inherently displayed in the Etherphone system (e. g., graphical

cards in a rolodex to represent callee processes, telephones to represent communication lines,

and users talking on telephones to represent a callee process associated with a particular

communication line).

Claim 25 requires “program code for generating an element representing a

second callee process; and program code means, responsive to the user

associating the element representing the second callee process with the

element representing the first c0mmu.nication line, for establishing a

conference communication link between the caller process and the first and

second callee process.”

9] 145. Etherphone describes this limitation. For example, Figure 8 of Swinehart 1

illustrates four user interface elements representing four different callee processes (four different

users). The four callee processes are each associated with a graphical element representing a

communication line — i.e., a telephone graphic and graphical window representing a

teleconference (titled “conference at 3PM re: Budget“). See Swinehart 1, page 3.

Claim 30 requires that the “computer system further comprises a visual

display and the user interface comprises a graphic user interface.”

9] 146. Etherphone illustrates a visual display which allows the caller to control the

operation of the Etherphone. See, e.g., Figure 3 of Zellweger 1 (illustrating a “workstation

telephone management windows”) and Figures 1-10 of Swinehart 1 (illustrating a series of

windows for controlling an Etherphone).

Claim 31 requires that “the element representing the first communication

line and the element representing the first callee process are graphic

elements and wherein the program code for establishing a point-to-point

communication link from the caller process to the first callee process further

comprises: program code, responsive to manipulation of the graphic

elements on the graphic user interface, for establishing the point-to-point

communication link from the caller process to the first callee process.”

9] 147. As described above, Etherphone illustrates a visual display which allows the

caller to control the operation of the Etherphone. See, e.g., Figure 3 of Zellweger 1 (illustrating a

“workstation telephone management windows”) and Figures 1-10 of Swinehart 1 (illustrating a
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series of windows for controlling an Etherphoneju. Figure 3 of Zellweger l, for example, shows a

“phone“ button representing a first communication line and several other graphical elements

representing callee processes. As described in Zellweger l, “[a] variety of convenient

workstation dialing methods are provided: a user can . . . select names or numbers from

anywhere on the [Etherphone telephone management windows], use either of two directory tools

that present browsable lists of names and associated telephone numbers as speed-dialing buttons,

or redial any previously-made call by clicking on its conversation log entry. Calls can also be

placed by name or number from the telephone keypad.” Zellweger l, page 4. In addition, the

top row of Figure 4 of Zellweger l shows a series of graphical icons used for placing a call

including a personal telephone directory, a telephone, and a picture of a user on the phone (to

indicate a call is in process). In this example, the personal telephone directory, displayed as a

graphical rolodex, includes a plurality of graphical elements representing callees (i.e., with a

separate card in the rolodex for each callee). The icon of the telephone and the icon with the

picture of a user talking on the phone represents a telephone communication line. As described

in Zellweger l, “[a]n active conversation is represented as a conversation between two people

with a superimposed indication of the other party’s name (also shown in Figure 4).” Zellweger

l, pages 4-5.

Claim 34 requires “modifying the compilation of entries.”

9] 148. Etherphone discloses modifying the entries stored on the Voice Control Server as

users log-in and log-out of workstations. As described in Swinehart l:

The telephone control server controls voice conversations implements the stand-

alone behavior of telephone instruments and coordinates the activities of

workstations and adjacent telephones in their implementation of the various voice

capabilities. In addition, it stores personal preference information about each user

that allows it to support advanced features such as ring motifs and subdued

ringing without involving workstation programs. It uses dynamic information

linking users to workstations in order to provide calls to individuals rather than

fixed locations and the registration of visitors in the offices of their colleagues.

 

Swinehart 1, page 4 (underline emphasis added). Thus, the entries stored on the Voice

Control Server are updated dynamically “in order to provide calls to individuals rather

than fixed locations.”
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Claim 35 requires “adding an entry to the compilation upon the occurrence

of a predetermined event.”

9] 149. Etherphone inherently discloses this limitation. The predetermined event may

include, for example, adding a new workstation and Etherphone to the network, powering on an

existing Etherphone or workstation, adding a new Voice Control Server, and/or logging in a user

to the system from a new workstation/Etherphone. Each of these events may require adding an

entry to the Voice Control Server. See, e.g., Swinehart 1, page 4 (describing how the Voice

Control Server “manages voice switching by sending to each Etherphone or service the network

addresses of the other participants”). In order to “manage“ voice switching by sending network

addresses of logged in participants, the Voice Control Server must be capable of adding entries

to its database in response to “predetermined events.“

Claim 36 requires that “the predetermined event comprises notification by a

user process of an assigned network protocol address.”

‘][ 150. Etherphone discloses this limitation. For example, when a user logs in to a

workstation/Etherphone, the identity of the user and the network address of the

workstation/Etherphone is transmitted to the voice control server so that the user can be located

by other users. As mentioned above, the Voice Control Server “uses dynamic infonnation

linking users to workstations in order to provide calls to individuals rather than fixed locations

and the registration of visitors in the offices of their colleagues.” Swinehart 1, page 4.

Claim 37 requires “deleting an entry from the compilation upon the

occurrence of a predetermined event.”

9] 151. Etherphone inherently describes this limitation. As described in Zellweger:

If an Etherphone user logs in at a workstation, his calls can be automatically

forwarded to the adjacent Etherphone. An additional feature, called visiting,

allows him to register his presence with a second workstation or Etherphone, such

as during a meeting. Registering with the destination location allows users to

travel more freely than forwarding calls from the home location does. Each visit

reguest cancels any earlier reguests. The common problem of forgetting to cancel

forwarding is eased by ringing both Etherphones during visiting.

Zellweger, page S (emphasis added). See also Swinehart, page 2 (describing how after Karmen

leaves Lee’s office “an additional call to Karmen . . . reminds Lee to terminate the visiting

arrangement“). In these examples, “terminating" or “cancelling“ the user’s visiting status
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inherently requires deleting the association between the visiting user and the network address of

the workstation/Etherphone.

Claim 39 requires “program code configured to modify the compilation of
entries.”

‘][ 152. Etherphone discloses modifying the entries stored on the Voice Control Server as

users log-in and log-out of workstations. As described in Swinehart 1:

The telephone control server controls voice conversations implements the stand-

alone behavior of telephone instruments and coordinates the activities of

workstations and adjacent telephones in their implementation of the various voice

capabilities. In addition, it stores personal preference information about each user

that allows it to support advanced features such as ring motifs and subdued

ringing without involving workstation programs. It uses dynamic information

linking users to workstations in order to provide calls to individuals rather than

fixed locations and the registration of visitors in the offices of their colleagues.

 

Swinehart 1, page 4 (underline emphasis added). See also Swinehart, page 2 (describing how

after Kannen leaves Lee‘s office “an additional call to Karmen . . . reminds Lee to terminate the

visiting arrangement.“). Thus, the entries stored on the Voice Control Server are updated

dynamically “in order to provide calls to individuals rather than fixed locations” and to

“terminate” old, outdated entries.

Claim 40 requires “program code configured to add an entry to the

compilation upon the occurrence of a predetermined event.”

9] 153. Etherphone inherently discloses this limitation. The predetermined event may

include, for example, adding a new workstation and Etherphone to the network, powering on an

existing Etherphone or workstation, adding a new Voice Control Server, and/or logging in a user

to the system from a new workstation/Etherphone. Each of these events may require adding an

entry to the Voice Control Server. See, e. g., Swinehart l, page 4 (describing how the Voice

Control Server “manages voice switching by sending to each Etherphone or service the network

addresses of the other participants”). In order to “manage“ voice switching by sending network

addresses of logged in participants, the Voice Control Server must be capable of adding entries

to its database in response to “predetermined events.”

Claim 41 requires that the “predetermined event comprises notification by a

process of an assigned network protocol address.”

‘][ 154. Etherphone inherently discloses this limitation. For example, when a user logs in

to a workstation/Etherphone, the identity of the user and the network address of the
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workstation/Etherphone is transmitted to the voice control server so that the user can be located

by other users. As mentioned above, the Voice Control Server “uses dynamic information

linking users to workstations in order to provide calls to individuals rather than fixed locations

and the registration of visitors in the offices of their colleagues.” Swinehart l, page 4.

Claim 42 requires “program code configured to delete an entry from the

compilation upon the occurrence of a predetermined event.”

9] 155. Etherphone inherently describes this limitation. As described in Zellweger:

If an Etherphone user logs in at a workstation, his calls can be automatically

forwarded to the adjacent Etherphone. An additional feature, called visiting,

allows him to register his presence with a second workstation or Etherphone, such

as during a meeting. Registering with the destination location allows users to

travel more freely than forwarding calls from the home location does. Each visit

rgq uest cancels any earlier rguests. The common problem of forgetting to cancel

forwarding is eased by ringing both Etherphones during visiting.

Zellweger, page 5 (emphasis added). See also Swinehart, page 2 (describing how after Karmen

leaves Lee’s office “an additional call to Karmen . . . reminds Lee to terminate the visiting

arrangementf‘). In these examples, “terminating” or “cancelling" the user’s visiting status

inherently requires deleting the association between the visiting user and the network address of

the workstation/Etherphone.

2. Obviousness Rejections

9] 156. The following is a quotation of 35 U.S.C. §l03 (a) which forms the basis for the

following obviousness rejections:

A patent may not be obtained though the invention is not identically disclosed or

described as set forth in section 102 of this title, if the differences between the

subject matter sought to be patented and the prior art are such that the subject
matter as a whole would have been obvious at the time the invention was made to

a person having ordinary skill in the art to which said subject matter pertains.

Patentability shall not be negatived by the manner in which the invention was
made.

(i) Etherphone in view NetBIOS

9] 157. Claim 3 is invalid under 35 U.S.C. § l03(a) as being unpatentable over

Etherphone in view of NetBIOS.
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Claim 3 of the ‘704 patent requires “a timer, operatively coupled to the

processor, for time stamping the network protocol addresses stored in the

memory.”

9] 158. Etherphone does not explicitly describe a timer for time stamping network

protocol address entries stored on the Voice Control Server. However, time stamping was a well

known technique at the time the application which resulted in the ‘704 patent was filed. For

example, the NBNS described in NetBIOS includes a timer for time-stamping name/IP address

entries. As described in NetBIOS, “[t]he NBNS may impose a ‘time-to-live‘ on each name it

registers. The registering node is made aware of this time value during the name registration

procedure.“ NetBIOS at 382. Similarly, as described in NetBIOS:

If an end-node holds any names that have finite time-to-live values, then that node

must periodically send a status report to the NBNS. Each name is reported using

the NAME REFRESH REQUEST packet. These status reports restart the timers

of both the NBNS and the reporting node. However, the only timers which are

restarted are those associated with the name found in the status report. Timers on
other names are not affected. Id.

(ii) Motivation to Combine Etherphone With NetBIOS

9] 159. The motivation to combine Etherphone with NetBIOS exists due to the problem

being solved. For example, it would have been obvious to a person of ordinary skill in the art at

the time of the invention to include the capability of time stamping network protocol address

entries at the Etherphone Voice Control Server to determine the length of time that a user has

been online at a particular workstation/Etherphone and/or to remove stale entries.

(iii) Etherphone in view of Vin

9] 160. As described above, Claim 32 is anticipated by Etherphone. Alternatively, Claim

32 should be rejected under 35 U.S.C. § l03(a) as being unpatentable over Etherphone in view of

I-larrick M. Vin, et al., Multimedia Conferencing in the Etherphone Environment, IEEE

COMPUTER SOCIETY (October 1991) (“Vin").

Claim 32 claims “[a] method of locating a process over a computer network

comprising the steps of: a. maintaining an Internet accessible list having a

plurality of selected entries, each entry comprising an identifier and a

corresponding Internet protocol address of a process currently connected to
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the Internet, the Internet Protocol address added to the list following

connection of the process to the computer network.”

‘][ 161. As described in Etherphone: “The telephone control server manages voice

switching by sending to each Etherphone or service the network addresses of the other

participants. Thereafter, voice datagrams are transmitted directly among the participants,

bypassing the control server.“ Swinehart 1, page 4. Thus, the Telephone Control Server (also

referred to as the Voice Control Server) stores a list of network addresses which are made

available to workstations and Etherphones. In addition, the Voice Control Server associates

different user identifiers with each network protocol address. For example, a user may log in to

any workstation and, thereafter, calls to that user will be directed to that workstation and its

associated Etherphone. As described in Swinehart l:

The telephone control server controls voice conversations implements the stand-

alone behavior of telephone instruments and coordinates the activities of

workstations and adjacent telephones in their implementation of the various voice

capabilities. In addition, it stores personal preference information about each user

that allows it to support advanced features such as ring motifs and subdued

ringing without involving workstation programs. It uses dynamic information

linking users to workstations in order to provide calls to individuals rather than

fixed locations and the registration of visitors in the offices of their colleagues.

 

Swinehart 1, page 4 (underline emphasis added). The network addresses may be Internet

protocol addresses. For example, the Etherphone system was intended for use in “multiple

networks and communication protocols.“ Terry, page 3. See also Terry, Abstract (“the voice

manager stores voice on a special voice file server that is accessible via the local intemet.”).

While the Etherphone papers do not explicitly describe using Internet Protocol (IP) addresses,

another Etherphone reference, Vin, explicitly describes using IP addresses within the Etherphone

system. See, e. g., Vin, page 77, Figure 5 (illustrating a “protocol stack and fonnat” used in an

Etherphone system which includes intemet protocol (IP) packets).

Claim 32 also requires “in response to identification of one of the list entries

by a requesting process, providing one of the identifier and the

corresponding Internet protocol address of the identified entry to the

requesting process.”

‘][ 162. As mentioned above, when a first user attempts to call a second user from a

workstation and Etherphone, the Voice Control Server provides the current network protocol

address of the second user to the requesting process executed on the workstation/ Etherphone of

the first user. Using the network address, the requesting process then initiates a communication
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session with the workstation and Etherphone of the second user. See, e.g., Swinehart l, page 4

(“The telephone control server manages voice switching by sending to each Etherphone or

service the network addresses of the other participants. Thereafter, voice datagrams are

transmitted directly among the participants, bypassing the control server.“).

(iv) Motivation to Combine Etherphone and Vin

9] 163. A motivation to combine Etherphone and Vin exists because they both describe

the same Etherphone system. It would have been obvious to a person of ordinary skill in the art

at the time of the invention to combine one reference describing the Etherphone system

(Etherphone) with another reference describing the same Etherphone system (Vin). Moreover,

the Etherphone system was intended for use in “multiple networks and communication

protocols.“ Terry, page 3. Thus, it would have been obvious to a person of ordinary skill in the

art at the time of the invention to combine Etherphone with other references (such as Vin) which

describe the use of IP addresses.

(V) Etherphone in view of Vin and Further in View of RFC 1531

9] 164. Claim 33 should be rejected under 35 U.S.C. § l03(a) as being unpatentable over

Etherphone in view of Vin and further in view of Dynamic Host Configuration Protocol, RFC

l53l (Oct. l993) (“RFC 1531”) .

Claim 33 claims “[a] method for locating processes having dynamically

assigned network protocol addresses over a computer network.”

9] 165. As discussed above, Etherphone discloses a method of locating network protocol

addresses over a computer network. See, e.g., Swinehart 1, page 4 (“The telephone control

server manages voice switching by sending to each Etherphone or service the network addresses

of the other participants.”). While Etherphone does not explicitly state that the network protocol

addresses may be Internet protocol addresses, the Etherphone system was intended for use in

“multiple networks and communication protocols.” Terry, page 3. See also Terry, Abstract (“the

voice manager stores voice on a special voice file server that is accessible via the local

intemet.”). Vin explicitly describes using the Internet Protocol (IP) within the Etherphone

system. See, e.g., Vin, page 77, Figure 5 (illustrating a “protocol stack and format” used in an

Etherphone system which includes intemet protocol (IP) packets). In addition, as described in
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RFC 1531, IP addresses were known to be dynamically assigned. See, e.g., RFC l53l, Section

2.2 (describing the “dynamic allocation of network addresses“).

Claim 33 also requires “maintaining, in a computer memory, a network

accessible compilation of entries, selected of the entries comprising a network

protocol address and a corresponding identifier of a process connected to the

computer network, the network protocol address of the corresponding

process assigned to the process upon connection to the computer network.”

9] 166. The Voice Control Server maintains “a compilation of entries . . . comprising a

network protocol address and a corresponding identifier.” For example, the Voice Control

Server “manages voice switching by sending to each Etherphone or service the network

addresses of the other participants.” Swinehart 1, page 4. In order to send the network addresses

of the other participants, the Voice Control Server must inherently store the network protocol

addresses in a “computer memory.“ The network addresses are stored in the memory with

corresponding user identifiers. For example, the Voice Control Server “uses dynamic

information linking users to workstations in order to provide calls to individuals rather than fixed

locations, and the registration of visitors in the offices of their colleagues.” Id. Thus, if a user

logs in to any workstation, the identity of that user and the associated network address must be

stored in a memory of the Voice Control Server so that other users can locate the user. Since the

user is connecting via a workstation and Etherphone, the user identifier identifies the current

software process through which the user is interacting with the system.

Claim 33 also requires “in response to identification of one of the entries by a

requesting process providing one of the identifier and the network protocol

address to the requesting process.”

9] 167. As described above, the Voice Control Server “manages voice switching by

sending to each Etherphone or service the network addresses of the other participants.“

Swinehart 1, page 4.

9] 168. The other independent claims of the ‘704 patent state, more generally, that the

network protocol address is assigned or transmitted to the database following the connection of

the computer to the computer network. See Claim 1 (“transmitting to the server a network

protocol address received by the first process following connection to the computer networ ”);

Claim 2 (“each network protocol address stored in the memory following connection of a
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respective process to the computer network”); Claim 4 (“the network protocol addresses received

following connection of the respective process to the computer network“); Claim 32 (“the

lntemet Protocol address added to the list following connection of the process to the computer

network”); Claim 38 (“the network protocol address of the corresponding process assigned to the

process upon connection to the computer network”); Claim 43 (“the network protocol address of

each respective process forwarded to the database following connection to the computer

network”); Claim 44 (“following connection of the first process to the computer network

forwarding to the address server a network protocol address“).

‘][ 169. As described above, Etherphone and Vin inherently describes these features. For

example, on many networks, including the TCP/IP networks, network addresses are assigned

“following connection to the computer network.” See, e.g., Dynamic Host Configuration

Protocol, RFC l53l (Oct. l993) (“RFC l53l“), Section 2.2 (describing the “dynamic allocation

of network addresses“ on TCP/IP networks). Thus, in at least some instances, the computer

system on which NetBIOS was used received IP addresses dynamically, after connecting to the

computer network. Consequently, dynamic address assignment is inherent in the NetBIOS

reference.

9] 170. Alternatively, Claims 1-2, 4-7, l0—l2, l4, l9-23, 25, and 30-44 should be rejected

under 35 U.S.C. § l03(a) as being unpatentable over Etherphone in view of Vin and further in

view of RFC 1531, which describes how TCP/IP addresses were dynamically assigned. See,

e.g., Dynamic Host Configuration Protocol, RFC l53l (Oct. l993) (“RFC l53l“), Section 2.2

(describing the “dynamic allocation of network addresses” on TCP/IP networks).

(vi) Motivation to Combine Etherphone, Vin, and RFC 1531

Q] 171. As mentioned above, a motivation to combine Etherphone and Vin exists because

they both describe the same Etherphone system. In addition, a motivation to combine these

references with RFC l53l exists due to the problem to be solved. In particular, Vin describes

the use of IP addresses within an Etherphone system and RFC l53l describes techniques for

dynamically assigning IP addresses. One of ordinary skill in the art would have been motivated

to use dynamic IP address assignment because it eliminates the burdensome task of manually

assigning IP addresses for all networked computers (e.g., workstations and Etherphones) and
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allows for “automatic reuse of an address that is no longer needed by the host to which it was

assigned.“ RFC l53l, page 2 (Section 1, Introduction).

(vii) Etherphone in view of Pinard

‘][ 172. Claims l0-17, l9-28, and 30-3lshould be rejected under 35 U.S.C. § l03 as being

unpatentable over Etherphone in view of Pinard.

INDEPENDENT CLAIM 10

‘][ I73. Etherphone anticipates Claim l0 for the reasons stated above. Altematively,

Claim 10 is invalid under 35 U.S.C. § l03(a) as being unpatentable over Etherphone in view of

Pinard.

Claim 10 claims “a method for establishing a point-to-point communication

link from a caller process to a callee process over a computer network . . .”

9] 174. As described in Swinehart l: “The telephone control server manages voice

switching by sending to each Etherphone or service the network addresses of the other

participants. Thereafter, voice datagrams are transmitted directly among the participants,

bypassing the control server.” (emphasis added). Swinehart 1, page 2. Thus, after retrieving a

network address of a callee device from the Voice Control Server, a workstation or Etherphone

communicates directly over a point-to-point communication link with the callee device identified

by the network address. See also Zellweger, page 2 (“Etherphones digitize, packetize, and

encrypt telephone-quality voice (64 kilobits/second, with silence suppression) and send it to each

other directly over an Ethernet . . .”); Swinehart 2, page 1 (“Etherphones digitize and encrypt

telephone quality audio and transmit it in packet form directly over an Ethemet.”).

Claim 10 further claims “the caller process having a user interface and being

operatively connectable to the callee process and a server over the computer
network . . .”

‘]l 175. The workstations described in Etherphone includes a graphical user interface

(GUI). See, e.g., Figures l-10 of Swinehart 1 (illustrating various GUI features presented on the

workstation display). See also Zellweger 1, Figures 3-4 (illustrating “telephone management

windows" (Figure 3) and icons representing callers, callees and telephone lines (Figure 4)). The

workstations may be Apple Macintoshes or Xerox 6085s. See Swinehart l, page I. The

workstations are operatively connectable to the callee process and a server over the computer
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network. As previously described, “[t]he telephone control server manages voice switching by

sending to each Etherphone or service the network addresses of the other participants.

Thereafter, voice datagrams are transmitted directly among the participants, bypassing the

control server.“ Swinehart l, page 2.

Claim 10 requires “providing a user interface element representing a first
communication line.”

9] 176. Pinard discloses a user interface element representing a first communication line.

For example, Figure 6 of Pinard illustrates a first call icon 23 which represents a first

communication line and a second call icon 29 which represents a second communication line. In

the example shown in Figure 6, the first call icon 23 represents a telephone call between

”Debbie“ and “John“ and the second call icon 29 represents a telephone call between “Debbie“

and “Mary.” See, e.g., Pinard, Col. 5, lines 23-30.

Claim 10 also requires “providing a user interface element representing a

first callee process.”

Q] 177. Pinard describes “a user interface element representing a first callee process.” In

the example shown in Figure 6 of Pinard, a first user interface element 21 is shown for the callee

named “John“ and a second user interface element is shown for the callee named “Mary.” See,

e.g., Pinard, Col. 5, lines 23-30.

Claim 10 further requires “establishing a point-to-point communication link

from the caller process to the first callee process, in response to a user

associating the element representing the first callee process with the element

representing the first communication line.”

‘][ 178. As described above, Etherphone describes establishing a point-to-point

communication link between a caller process and a callee process. See, e.g., Swinehart l, page 2

(“voice datagrams are transmitted directly among the participants, bypassing the control server‘‘).

Pinard discloses that a point-to-point communication link is established in response to a user

associating an element representing the first callee process with the element representing a first

communication line. For example, Figure 3 of Pinard illustrates clicking and dragging an icon

representing a callee from a directory 17 into a call setup icon 15. Once the callee answers the

call, the call setup icon 15 becomes a call icon 23 as illustrated in Figure 4 of Pinard. See, e.g.,

Pinard, Col. 4, lines 38-51 (describing how “[t]he user can then drag the icon or the name of the
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person to be called into the call setup icon . . . As soon as John answers the call, the application

software program changes the call setup icon to a call icon designated as 23, and establishes a

new call setup icon 24 spaced from the icon 23.“). Similarly, Figure 6 illustrates how a point-to-

point communication link may be established by clicking and dragging a callee icon 21 into an

existing call icon 29. See Pinard, Col. 5, lines 36-37 (“Now to conference all parties, the user

Debbie merely drags the John icon to the call icon 29.”).

INDEPENDENT CLAIM 2]

Claim 21 claims “[a] computer program product for use with a computer

system comprising: a computer usable medium having program code
embodied in the medium.”

9] 179. The functionality of the Etherphone system is implemented in software, which is

inherently stored on a computer usable medium. As described in Swinehart 2, the capabilities

provided by the Etherphone system “are presented to application programmers as program

packages and network services.“ Swinehart 2, page 1. See also Zellweger 1, page 2

(“Etherphone software is written in C”); id. (“Centralized server software limited the necessary

size and speed of the Etherphone processor, and thus its cost . . .”); id., page 1 (describing how

the Etherphone system uses "microprocessor-controlled telephones to transmit voice over an

Ethernet that also supports a voice file server and a voice synthesis server . . .”); Terry, page 4

(“The server software and the initial workstation software was developed in the Cedar

programming environment”).

Claim 21 requires “establishing a point-to-point communication link from a

caller process to a callee process over a computer network, the caller process

having a user interface and being operatively connectable to the callee

process and a server over the computer network.”

9] 180. First, Etherphone describes establishing a point-to-point communication link

between a caller process and a callee process over a computer network. See, e.g.. Swinehart l,

page 2 (“voice datagrams are transmitted directly among the participants, bypassing the control

server”). Second, Etherphone discloses that the caller process (i.e., the software executed on the

caller’s machine) includes a user interface. See, e. g., Zellweger l, page 4, Figures 3-4 (“a user

can . . . select names or numbers from anywhere on the [Etherphone telephone management

windows], use either of two directory tools that present browsable lists of names and associated

telephone numbers as speed-dialing buttons, or redial any previously-made call by clicking on its
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conversation log entry. Calls can also be placed by name or number from the telephone

keypad.“). Finally, Etherphone describes “being operatively connectable to the callee process

and a server over the computer network.“ See, e.g., Swinehart l, page 4 (“The telephone control

server manages voice switching by sending to each Etherphone or service the network addresses

of the other participants. Thereafter, voice datagrams are transmitted directly among the

participants, bypassing the control server.").

Claim 21 also requires “program code for generating an element

representing a first communication line.”

9] 181. Pinard discloses program code for generating an element representing a first

communication line. For example, Figure 6 of Pinard illustrates a first call icon 23 which

represents a first communication line and a second call icon 29 which represents a second

communication line. In the example shown in Figure 6, the first call icon 23 represents a

telephone call between “Debbie” and “John” and the second call icon 29 represents a telephone

call between “Debbie“ and “Mary.“ See, e.g., Pinard, Col. 5, lines 23-30.

Claim 21 also requires “program code for generating an element

representing a first callee process.”

9] 182. Pinard describes program code for generating an element representing a first

callee process. In the example shown in Figure 6 of Pinard, a first user interface element 21 is

shown for the callee named “John” and a second user interface element is shown for the callee

named “Mary.” See, e.g., Pinard, Col. 5, lines 23-30.

Claim 21 also requires “program code, responsive to a user associating the

element representing the first callee process with the element representing

the first communication line, for establishing a point-to-point communication

link from the caller process to the first callee process.”

9] 183. As described above, Etherphone describes establishing a point-to-point

communication link between a caller process and a callee process. See, e.g., Swinehart l, page 2

(“voice datagrams are transmitted directly among the participants, bypassing the control server‘‘).

Pinard discloses that a point-to-point communication link is established in response to a user

associating an element representing the first callee process with the element representing a first

communication line. For example, Figure 3 of Pinard illustrates clicking and dragging an icon

representing a callee from a directory l7 into a call setup icon 15. Once the callee answers the
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call, the call setup icon 15 becomes a call icon 23 as illustrated in Figure 4 of Pinard. See, e.g.,

Pinard, Col. 4, lines 38-51 (describing how “[t]he user can then drag the icon or the name of the

person to be called into the call setup icon . . . As soon as John answers the call, the application

software program changes the call setup icon to a call icon designated as 23, and establishes a

new call setup icon 24 spaced from the icon 23.”). Similarly, Figure 6 illustrates how a point-to-

point communication link may be established by clicking and dragging a callee icon 21 into an

existing call icon 29. See Pinard, Col. 5, lines 36-37 (“Now to conference all parties, the user

Debbie merely drags the John icon to the call icon 29.”).

DEPENDENT CLAIMS 11-17, 19-20, 22-28, AND 30-31

Claims 11 and 22 require “querying the server as to the on-line status of the

first callee process; and receiving a network protocol address of the first

callee process over the computer network from the server” and “program

code for querying the server as to the on-line status of the first callee process;

and program code for receiving a network protocol address of the first callee

process over the computer network from the server,” respectively.

‘][ 184. The Voice Control Server “manages voice switching by sending to each

Etherphone or service the network addresses of the other participants.” Swinehart l, page 4. In

addition, the Voice Control Sewer maintains an “on-line status” for each process. For example,

if a user is logged in to a particular Etherphone, the user’s onllne status is “online” and

associated with that Etherphone. A query (in the form of a remote procedure call) will then

return the current location of the user’s process to the requesting process (executed on another

Etherphone or workstation). Swinehart l describes various different types of “on-line status” for

users including “visiting“ a workstation or Etherphone and “oft'line.“ See Swinehart l, page 2.

Claim 12 and 24 require “providing an element representing a second

communication line” and “program code for generating an element

representing a second communication line,” respectively.

‘]I 185. The graphical user interface described in Pinard provides an element representing

a second communication line. For example, call icons 23 and 29 representing two

communication lines are shown in Figure 6 of Pinard. See Pinard, Col. 5, lines 31-40, Figure 6

(“Now there are clearly two calls in progress . . .“).

Claims 13 and 24 require “terminating the point-to-point communication

link from the caller process to the first callee process, in response to the user
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disassociating the element representing the first callee process from the

element representing the first communication line” and “program code,

responsive to the user disassociating the element representing the first callee

process from the element representing the first communication line, for

terminating the point-to-point commu.nication link from the caller process to

the first callee process,” respectively.

‘][ 186. Figure 6 of Pinard illustrates how the call represented by call icon 23 is

terminated by dragging the user icon for ‘‘John‘‘ 21 out of the call icon 23. Similarly, Figure ll

illustrates how a call is terminated by dragging the user icon to a “waste basket“ icon 26.

Claim 13 and 24 further require “establishing a different point-to-point

communication link from the caller process to the first callee process, in

response to the user associating the element representing the first callee

process with the element representing the second communication line” and

“program code responsive to the user associating the element representing

the first callee process with the element presenting the second

communication line, for establishing a different point-to-point

communication link from the caller process to the first callee process,”

respectively.

Q] 187. In Figure 6, the callee process icon for “John“ 21 is dragged from call icon 23 to

call icon 29, thereby terminating the call represented by call icon 23 and establishing a different

link with the callee process represented by icon 21 (in this case a conference call with “John,“

“Mary,“ and ”Debbie“). Moreover, once a callee is removed from a call by clicking and

dragging the callee’s icon, a new call can always be established with the callee by dragging the

callee’s icon to a call setup icon. See, e.g., Pinard, Figure 3 (showing a callee icon dragged from

a directory to a call setup icon to establish a call). See also Pinard, Col. 4, lines 22-31.

Claims 14 and 25 require “providing a user interface element representing a

second callee process; and . . . establishing a conference point-to-point

communication link between the caller process and the first and second

callee process, in response to the user associating the element representing

the second callee process with the element representing the first

communication line” and “program code for generating an element

representing a second callee process; and program code means, responsive to

the user associating the element reprwenting the second callee process with

the element representing the first communication line, for establishing a

conference communication link between the caller process and the first and

second callee process,” respectively.

‘][ 188. In Figure 6 of Pinard, the user interface element for “John” 21 is dragged from

call icon 23 to call icon 29, thereby creating a conference call between “John,” “Mary,“ and
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“Debbie.” See Pinard, Col. 5, lines 31-44 (“Now to conference all parties, the user Debbie

merely drags the John icon to the call icon 29.“).

Claims 15 and 26 require “removing the second callee process from the

conference point-to-point communication link in response to the user

disassociating the element representing the second callee process from the

element representing the first communication line” and “program code,

responsive to the user disassociating the element representing the second

callee process from the element representing the first communication line,

for removing the second callee process from the conference commu.nication

link,” respectively.

9] 189. In Pinard, any callee process can be removed from a conference call by dragging

the element representing the callee process from the conference call icon. For example, Figure 8

of Pinard shows the user icon “Debbie” removed from conference call represented by call icon

32, thereby “breaking Debbie‘s line from the conference.“ Pinard, Col. 6, lines 14-15.

Claims 16 and 27 require “providing a user interface element representing a

communication line having a temporarily disabled status” and “program

code for generating an element representing a communication line having a

temporarily disabled status,” respectively.

9] 190. Examples of a “temporarily disabled status” provided in the ‘704 patent include

“line on hold” and “line on mute.” See, e. g., ‘704 patent, Claims 17 and 18. Pinard describes a

user interface element representing a communication line having a temporarily disabled status.

For example, Figure 12 illustrates a “hard hold” icon 39 to which user icons representing

callers/callees 41 may be dragged to put the callers/callees on hold. See, e.g., Pinard, Col. 6,

lines 36-53 (“To place Mary on hard hold, Debbie drags Mary‘s icon 28 to the hard hold icon

39.”).
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Claims 16 and 27 also require “temporarily disabling a point-to-point

communication link between the caller process and the first callee process, in

response to the user associating the element representing the first callee

process with the element representing the communication line having a

temporarily disabled status” and “program code, responsive association of

the element representing the first callee process with the element

representing the communication line having a temporarily disabled status,

for temporarily disabling the point-to-point communication link between the

caller process and the first callee procws,” respectively.

‘][ 191. In Pinard, in response to an icon of a caller/callee 41 being moved into the hard

hold icon 39, the caller/callee is placed on hold. See, e.g., Pinard, Col. 6, lines 36-53 (“To place

Mary on hard hold, Debbie drags Mary’s icon 28 to the hard hold icon 39.”).

Claims 17 and 28 require that “the element provided in step D represents a

communication line on hold status” and “the communication line having a

temporarily disabled status comprises a communication line on hold status,”

respectively.

‘][ 192. In Pinard, in response to an icon of a caller/callee 41 being moved into the hard

hold icon 39, the caller/callee is placed on hold. See, e.g., Pinard, Col. 6, lines 36-53 (“To place

Mary on hard hold, Debbie drags Mary’s icon 28 to the hard hold icon 39.”).

Claims 19 and 30 require “wherein the caller process further comprises a

visual display and the user interface comprises a graphic user interface” and

“wherein the computer system fu.rther comprises a visual display and the

user interface comprises a graphic user interface,” respectively.

‘][ 193. Pinard discloses a graphical user interface on a visual display which allows the

caller to control the operation of the telephone. See, e.g., Pinard, Figures 2-16 and Col. 6, lines

36-53 (“To place Mary on hard hold, Debbie drags Mary‘s icon 28 to the hard hold icon 39.”).

Claims 20 and 31 requires “wherein the steps of establishing a point-to-point

link as described in step C is performed in response to manipulation of the

graphic elements on the graphic user interface” and “program code,

responsive to manipulation of the graphic elements on the graphic user

interface, for establishing the point-to-point communication link from the

caller process to the first callee process,” respectively.

‘][ 194. As described above, Pinard discloses that a point-to-point communication link is

established in response to a user associating a graphic element representing a callee process with

a graphic element representing a communication line. For example, Figure 3 of Pinard illustrates

clicking and dragging an icon representing a callee from a directory 17 into a call setup icon 15.
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Once the callee answers the call, the call setup icon l5 becomes a call icon 23 as illustrated in

Figure 4 of Pinard. See, e.g., Pinard, Col. 4, lines 38-51 (describing how “[t]he user can then

drag the icon or the name of the person to be called into the call setup icon . . . As soon as John

answers the call, the application software program changes the call setup icon to a call icon

designated as 23, and establishes a new call setup icon 24 spaced from the icon 23.”). Similarly,

Figure 6 illustrates how a point-to-point communication link may be established by clicking and

dragging a callee icon 21 into an existing call icon 29. See Pinard, Col. 5, lines 36-37 (“Now to

conference all parties, the user Debbie merely drags the John icon to the call icon 29.”).

(viii) Motivation to Combine Etherphone and Pinard

‘][ 195. A motivation to combine Etherphone and Pinard exists due to the problem to be

solved. The Pinard reference relates to the field of telephony, and in particular to a method of

indicating the status of various calls, to a user. See Pinard, Col. l, lines 5-7. Indeed, the

graphical user interface described in Pinard could be used in any system that operates a

telephony application on a personal computer or on a personal computer in conjunction with a

server. See Pinard, Col. l, lines 60-62; Col. 2, lines 41-45. One of ordinary skill in the art would

have recognized that the particular design choices reflected in the graphical user interface of

Pinard could readily be implemented within the context of the Etherphone system. In fact,

Etherphone discloses a graphical user interface with similar features to those described in Pinard.

(ix) Etherphone in view of Pinard and Further in View of VocalChat

Claim 18 and 29 require that “the element provided in step D represents a

communication line on mute status” and “the communication line having a

temporarily disabled status comprises a communication line on mute status,”

respectively.

9] 196. As described above, Etherphone and Pinard describe all of the elements of Claim

l8 and 29 except for a “communication line on mute status. However, VocalChat describes a

“communication line on mute status.“ As described in the User‘s Guide, “Manual Activation can

also be used like the MUTE option in many phones: it lets you talk without being heard on the

other user’s system.“ User’s Guide, page 57.
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(x) Motivation to Combine VocalChat with Etherphone and Pinard

‘][ 197. A motivation to combine VocalChat with Etherphone and Pinard exists due to the

problem to be solved. All three references relate to the field of telephony, and in particular to the

use of computer system to implement telephony features. See, e.g., Pinard, Col. l, lines S-7.

One of ordinary skill in the art would have recognized the need for a “mute” function to enable

users to mute the audio of a call as needed. In fact, the Etherphone system included a mute

function, although it was not explicitly described in Etherphone. See, e. g., Vin, page 73

(“Additional accelerators and features, such as manually toggling the Recv-only condition to

mute the conversation, are available via mouse clicks on conversation log entries.”).

C. VocalChat User’s Guide in view of VocalChat Readme, and further in view

of VocalChat Networking, and further in view of VocalChat Help File, and

further in view of VocalChat Troubleshooting Help File

‘]l 198. The following is a quotation of 35 U.S.C. §l03 (a) which forms the basis for the

following obviousness rejections:

A patent may not be obtained though the invention is not identically disclosed or

described as set forth in section 102 of this title, if the differences between the

subject matter sought to be patented and the prior art are such that the subject
matter as a whole would have been obvious at the time the invention was made to

a person having ordinary skill in the an to which said subject matter pertains.

Patentability shall not be negatived by the manner in which the invention was
made.

9] 199. Claims l-2, 4, 7, l0-ll, 19-22, 30-42 should be rejected under 35 U.S.C. § l03(a)

as being unpatentable over VocalChat User‘s Guide, Version 2.0 (1994) (“User‘s Guide“), in

view of VocalChat Readme File, Version 2.02 (June, 1994) (“Readme”), in view of VocalChat

l.0l Networking Information (“VocalChat Networking“), in view of VocalChat Information,

Version 2.02 (July 18, 1994) (“Help File“), and further in view of VocalChat Troubleshooting

Help File, Version 2.02 (July I8, 1994) (“Troubleshooting Help File”). These prior art

publications are collectively referred to herein as “the VocalChat references” or “VocalChat.“

Q] 200. As stated in the declaration of Alon Cohen, one of the co-founders of VocalTec,

Ltd., included as Exhibit L: (l) VocalChat l.0l Networking Information (“Networking

Information“), attached as Exhibit I (referred to as Exhibit A in the declaration), was publicly

distributed in I994 as part of the VocalChat version 1.0! software, which was commercially
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released and on sale to the general public in 1994; (2) VocalChat 2.0 User‘s Guide (“User’s

Guide“), attached as Exhibit G (referred to as Exhibit B in the declaration), was publicly

distributed in l994 as part of the VocalChat version 2.0 software, which was commercially

released and on sale to the general public in 1994; and (3) The VocalChat Readme File

(“Readme”), attached as Exhibit H (referred to as Exhibit C in the declaration), the VocalChat

Troubleshooting Help File (“Troubleshooting Help File”), attached as Exhibit K (referred to as

Exhibit D in the declaration), and VocalChat Information (“Help File”). attached as Exhibit J

(referred to as Exhibit E in the declaration), are true and correct print-outs of VocalChat version

2.02‘s README.TXT, TROUBLEHLP, and INFOHLP files, respectively. In sum, electronic

copies of all of these documents were publicly distributed in 1994 as part of the various

VocalChat software releases.

1. Motivation to Combine the VocalChat References Under 35 U.S.C. § 103

9] 201. A strong motivation to combine the VocalChat references under 35 U.S.C. § 103

exists because they all describe the same VocalChat system. The fact that some of the references

describe different versions of the VocalChat system does not alter the fact that it would have

been obvious to combine these references because all of the references share numerous common

features (e.g., a central server to store addresses and VocalChat client software) which

interoperate in the same basic manner.

9] 202. During the Net2Phone Litigation, Net2Phone attempted to distinguish the claims

of the ‘704 patent over the VocalChat References. The court has yet to render an opinion on

these arguments. As set forth in Exhibit R, these arguments fail to distinguish the claims of the

‘704 patent over the combined VocalChat References for a variety of reasons.

9] 203. These VocalChat references were not cited or discussed alone, or in combination,

during the prosecution of the ‘704 patent. As delineated below, there is a SNQ of patentability

raised by VocalChat. Below first the independent claims are set forth along with a discussion

concerning the relevancy of VocalChat to the SNQ of patentability. Then the dependent claims

are set forth.
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INDEPENDENT CLAIM 1

The preamble of Claim 1 reads, in pertinent part: “A computer program

product for use with a computer system, the computer system executing a

first process and operatively connectable to a second process and a server

over a computer network . . .”

9] 204. VocalChat is a software-based telephone executed on personal computers which

connects to a central server to locate other personal computers on a variety of computer

networks, including TCP/IP, NetBIOS, and TPX networks. See, e.g., VocalChat User’s Guide,

page 5 (illustrating a central server with a “post office“ to enable communication between

computers). See also 121., pages 7-8 (describing minimum personal computer requirements as a

“386SX or higher IBM-compatible computer“); Readme, page 1 (listing the VocalChatf1les

copied during installation): Help File, page 2 (“V'ocalChat can work with IPX, NetBlOS and

TCP/IP network protocols.”).

9] 205. In the pending litigation, Net2Phone argued that the term “server” should be

defined broadly. Plaintiff Net2Phone, Inc.’s Response Brief on Claim Construction (Oct. 18,

2007) (Exhibit U), page 3. More specifically, Net2Phone argued:

Consistent with the use of the term ‘server’ in the specification. the claims do not

refer to any specific server configuration. They simply require a ‘server’ (also

referred to as a ‘connection server.’ ‘address server,’ or ‘server process‘). There

is nothing in any of the claims that require that the server be in the form of a

single computer with a centralized database, as defendants contend.

Id., page 4. Similarly, Net2Phone argued that “[a] server in a ‘client/server system’ can be

implemented in any number of ways, from one to multiple computers, in one location or many,

and from a single large computer acting as the server to a network of personal computers.”

Plaintiff Net2Phone Inc.‘s Reply Brief on Claim Construction (Oct. 19, 2007) (Exhibit W), page

7 (citing to the declaration of Professor Larry L. Peterson). Thus, under Net2Phone’s

interpretation, a “server” is not limited to any particular hardware or software configuration.

9] 206. It should be noted, however, that the requestor of the present Reexamination does

not agree with this interpretation, and has stated as such in the pending litigation. See, e.g.,

Reply Claim Construction Brief of Skype Technologies SA, Skype, Inc. and EBay Inc (Oct. 19,

2007) (Exhibit X), pages 2-9. For the sake of brevity, these interpretations are not repeated
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below with respect to the other claims of the ‘704 patent which require a “server.“ Under any

interpretation, the “post office“ server in VocalChat is a “server.“

Claim 1 requires “a computer usable medium having program code
embodied in the medium ...”

‘][ 207. As software, VocalChat is inherently stored as program code on a computer-

usable medium. See, e.g., Readme, page l (listing the VocalChatf1les copied during

installation). See also VocalChat User’s Guide, page 8 (describing how VocalChat is installed

by inserting “the VocalChat Disk in drive A”).

Claim 1 also requires “program code for transmitting to the server a

network protocol address received by the first process following connection

to the computer network.”

9] 208. As illustrated in the figure on page 5 of the VocalChat User’s Guide (reproduced

above), computers with VocalChat installed connect directly to a server to register their current

network protocol addresses. In the initial VocalChat implementations (versions l.x) each

VocalChat client transmits its name and network protocol address to a USERS file stored on the

server. As described in VocalChat Network Information:

When the network used is not NetWare or Windows for Workgroups, VocalChat

maintains a shared USERS file with the names of logged in users.

Each time a user loads VocalChat, its entry in the USERS file is updated with its

IPX/NetBIOS address. When exiting VocalChat, the address is removed, but the

user name is kept in the file. Thus other users can add this user‘s name as a Quick

Dial button even if the user is not running VocalChat at the moment. However, in

order for VocalChat to work properly, all users must have access 10 [he same

USERSfile, and all must have read/write access 10 I/zarfile.

VocalChat Network Information, page l0 (underline emphasis added); Troubleshooting Help

File, page 28 (“VocalChat needs the TCP/IP software to recognize your own computers host

name and IP address.”). Later VocalChat implementations (e. g., version 2.02), referred to the

USERS file as a “Connection List” stored within a ‘Post-Office’ directory. See, e.g., Help File,

page 2 (“a shared CONNLIST.VC file is used by the different running copies of VocalChat to

hold user names and addresses. This file is placed in the Post Office directory.“).

‘]l 209. Regardless of the file name, the Connection List/US ERS file is stored on a server

for access by VocalChat clients. See, e.g., VocalChat Network Information, page 2 (“Server
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Installation is used to install the VocalChat program files on the network, for use by the

different network users“). See also Readme File, page 2 (“VocalChat creates a central directory
5

on the network, shared by all users called ‘Post-Off1ce. All users must use the same Post-

Office, otherwise they won't be able to communicate or leave messages to each other. This

means that all users must be attached to one file-server which will be used for the Post-Office,

and all have write permission for the Post-Office directory.”); Help File, page 8 (“the Setup

program crates a Connection List File which is used to identify and access users”).

‘]I 210. On many networks, including TCP/IP networks, network addresses are assigned

“following connection to the computer network.” See, e.g., Dynamic Host Configuration

Protocol, RFC 1531 (Oct. 1993) (“RFC l53l“), Section 2.2 (describing the “dynamic allocation

of network addresses“ on TCP/IP networks). Thus, in at least some instances, a computer system

executing VocalChat receives its IP address following connection to the computer network.

Consequently, dynamic address assignment is inherent in the VocalChat system. Alternatively,

as set forth below, it would have been obvious to one of ordinary skill in the art to use dynamic

address assignment on a TCP/IP network.

Claim 1 further requires “program code for transmitting, to the server, a

query as to whether the second process is connected to the computer
network.”

9] 211. VocalChat employs different techniques for locating users based on the

underlying network protocol. As described in the Help File:

Method of determining users address:

Netware Get Users information from Netware 2.x/3.x bindery

WinWorkgroups Get users information from Windows for Workgroups.

Generic User VocalChats fi.les for users information. (See Generic

network, below).

Help File, page 26. With any protocol other than Netware or Windows for Workgroups (such as

TCP/IP or NetBIOS), a “generic” method is used where the VocalChat client queries VocalChat

files (the Connection List/USERS files) locating users on the network. As described in greater

detail in the Help File:

When NetBIOS or IPX are used, but not with NetWare or Window for

Workgroups, or when TCP/IP is used, a shared CONNLlST.VC file is used by the

different running copies of VocalChat to hold user names and addresses. This file

is placed in the Post Office directory. In this case, the user name for each user, is

131 of 172

Page 133 of 500



entered when performing the User Installation in the Setup program. You should

make sure that this name is not used by any other user on the network.

Help File, page 2. See also Help File, page 22 (VocalChat “will use the CONNLlST.VC files to

get network addresses”); page 8 (“the Setup program creates a Connection List file which is used

to identify and access users”); page 2 (“When working with the IPX and TCP/IP protocols. the

network addresses of the different workstations are required for VocalChat to be able to access

the network users.”). With NetWare, the VocalChat client queries existing NetWare Bindery

services locating “currently logged-in users;” with Windows for Workgroups, the VocalChat

client queries the Windows for Workgroups services locating online users; and with other

protocols, such as TCP/IP and NetBIOS, the VocalChat client queries the shared Connection List

file (CONNLlST.VC). Regardless of protocol, the query determines whether the second process

(the VocalChat client of another user) is connected to the computer network. For example,

“[w]hen the network used is not NetWare or Windows for Workgroups. VocalChat maintains a

shared USERS file with the names of logged in users. Each time a user loads VocalChat, its

entry in the USERS file is updated with its IPX/NetBIOS address. When exiting VocalChat, the

address is removed, but the user name is kept in the file.” VocalChat Network Information, page

10. Thus, a distinction is made between logged in users and logged out users. Similarly, as

described above, in the NetWare implementation, the query retrieves a list of “currently logged

in users.“

Claim 1 also requires “program code for receiving a network protocol

address of the second process from the server, when the second process is

connected to the computer network.”

‘]I 212. When TCP/IP is used, “the network addresses of the different workstations are

required for VocalChat to be able to access the network users.” Help File, page 2. Moreover, as

described above, with TCP/IP, “a shared CONNLIST.VC file is used by the different running

copies of VocalChat to hold user names and addresses.“ The ability to establish a call merely by

identifying a unique user name demonstrates that VocalChat clients “receive “ the network

addresses of VocalChat callees from the server’s directory database. Indeed, the directory

database is used to “get . . . the addresses of specific users.“ Id.; see also id., page 22

(“VocalChat will use the CONNLIST.VC files to get network addresses”).

9] 213. In Claim Construction Briefs filed in the pending litigation, the patentee argued
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that the term

‘connected’ means ‘logged on,’ and vice versa . . . To the extent defendants are

trying to suggest that the claims require perfect information about who is on line

at a given moment, that is simply incorrect. While Net2Phone‘s invention

endeavors to identify accurately who is on line, it is not possible to achieve

perfection. For example, it takes some time (albeit minimal) for the signal that a

user has gone off-line to be communicated to the server, or a user’s Internet

connection may get interrupted before she can send an off-line message (and thus

the server, for a time, assumes she is on-line, when in fact she is not). See

Strickland Dep. at 140:7—141:7 (Ex. 21). Recognizing these issues, the patents

explain that the server may use timestamps to update a person’s status— e.g.,

setting a default value of two hours, after which the server assumes that a party

has gone off-line if it has not heard from her. See ’704 patent, col. 5, ll. 39-44

(Ex. 2). In this respect, the patents explain, “the on-line status information stored

in the database is relatively current.” Id. at col. 5, ll. 42-43 (emphasis added).

While Net2Phone believes that the claim language is clear, if the term

“connecte “ (or “on-line“) is going to be modified at all, it should be modified to

say “relatively currently connected,“ because that is what the patents actually say.

Plaintiff Net2Phone Inc.’s Response Brief on Claim Construction (Oct. 18, 2007) (Exhibit U),

pages 24-25. Thus, under Net2Phone’s interpretation, the information retained in the “server” as

to which processes are “connected to the computer network” or “online” may be imperfect. As

described above, while the server “endeavors to identify accurately who is on line, it is not

possible to achieve perfection.“ Id. As described above, VocalChat employs similar techniques

as address entries for off-line VocalChat processes are removed through the use of log-out

messages.

9] 214. Once again, the requestor of the present reexamination does not agree with this

interpretation, and has stated as such in the pending litigation. See, e.g., Reply Claim

Construction Brief of Skype Technologies SA, Skype, Inc. and EBay Inc (Exhibit X), pages 12-

14. For the sake of brevity, these interpretations are not repeated below with respect to the other

claims of the ‘704 patent which require a process to be “connected to“ the computer network or

“on-line.“ Under any interpretation, a first VocalChat process receives the network protocol

address of a second VocalChat process from the “post office” server when the second VocalChat

process is “connected to the computer network.“

Claim 1 also requires “program code, responsive to the network protocol

address of the second process, for establishing a point-to-point
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communication link between the first process and the second process over

the computer network.”

9] 215. VocalChat discloses that “[u]ser-to-user access is facilitated automatically

through the [Connection List] file.” Help File, page 17. VocalChat also discloses “the peer-to-

peer nature of Windows for Workgroups, which VocalChat “uses . . . for user services.” Id. In

fact, VocalChat is a voice over computer network product for use on various networks that

“enables communication between” VocalChat users. Id. at 8. See also User Guide, page 2 (“Talk

with other users over the network, and broadcast to network users or groups. Access network

users with the Address Book and Quick-Dial buttons.“).

INDEPENDENT CLAIM 2

Claim 2 claims “[a]n apparatus for enabling point-to-point communications

between a first and a second process over a computer network, the apparatus

comprising: a processor; a network interface, operatively coupled to the

processor, for connecting the apparatus to the computer network.”

9] 216. VocalChat discloses the preamble of claim 2. For example, VocalChat is a

software-based telephone executed on personal computers which connects to a central server to

locate other personal computers on a variety of computer networks, including TCP/IP, NetBIOS,

and IPX networks. See. e.g., VocalChat User’s Guide, page 5 (illustrating a central server with a

“post office“ to enable communication between computers). See also id., pages 7-8 (describing

minimum personal computer requirements as a “386SX or higher IBM-compatible computer”);

Readme, page 1 (listing the VocalChat files copied during installation); Help File, page 2

(“VocalChat can work with IPX, NetBIOS and TCP/IP network protocols“). lnherently, the

personal computers and the server included a processor, for processing program code, and a

network interface connected to the network. The VocalChat software installed on each computer

system comprises a computer-implemented “process.”

Claim 2 requires “a memory, operatively coupled to the processor, for

storing a network protocol address for selected of a plurality of processes,

each network protocol address stored in the memory following connection of

a respective process to the computer network.”

9] 217. Computer systems with VocalChat installed and the central server inherently

included “a memory, operatively coupled to the processor” in the form of a RAM and a hard

drive. See, e. g., User Guide, page 7 (describing minimum system requirements of 4 MB RAM).
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In the initial VocalChat implementations (versions 1.x) each VocalChat client transmits its name

and network protocol address to a USERS file stored on a server. As described in VocalChat

Network Information:

When the network used is not NetWare or Windows for Workgroups, VocalChat

maintains a shared USERS file with the names of logged in users.

Each time a user loads VocalChat, its entg in the USERS file is updated with its

IPX/NetBIOS address. When exiting VocalChat, the address is removed, but the

user name is kept in the file. Thus other users can add this user’s name as a Quick

Dial button even if the user is not running VocalChat at the moment. However, in

order for VocalChat to work properly, all users must have access to the same

USERSfile, and all must have read/write access 10 I/zarfile.

VocalChat Network Information, page 10 (underline emphasis added); Troubleshooting Help

File, page 28 (“VocalChat needs the TCP/IP software to recognize your own computers host

name and IP address.”). Later VocalChat implementations (e. g., version 2.02), referred to the

USERS file as a “Connection List”f1le. See, e.g., Help File, page 2 (“a shared CONNLIST.VC

file is used by the different running copies of VocalChat to hold user names and addresses. This

file is placed in the Post Office directory.“). Regardless of the file name, the Connection

List/USERS file is stored on a sewer for access by VocalChat clients. See, e.g., VocalChat

Network Information, page 2 (“Server Installation is used to install the VocalChat program files

on the network, for use by the different network users.”). See also Readme File, page 2

(“VocalChat creates a central directory on the network, shared by all users called ‘Post-Office.’

All users must use the same Post-Office, otherwise they won‘t be able to communicate or leave

messages to each other. This means that all users must be attached to one file-server which will

be used for the Post-Office, and all have write permission for the Post-Office directory.”); Help

File, page 8(“the Setup program crates a Connection List File which is used to identify and

access users“).

9] 218. On many networks, including TCP/1P networks, network addresses are assigned

“following connection to the computer network.” See, e.g., Dynamic Host Configuration

Protocol, RFC 1531 (Oct. 1993) (“RFC 1531"), Section 2.2 (describing the “dynamic allocation

of network addresses“ on TCP/IP networks). Thus, in at least some instances, a computer system

executing VocalChat receives its IP address following connection to the computer network.

Consequently, dynamic address assignment is inherent in the VocalChat system. Alternatively,
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as set forth below, it would have been obvious to one of ordinary skill in the art to use dynamic

address assignment on a TCP/IP network in combination with VocalChat.

Claim 2 also requires “means, responsive to a query from the first process,

for determining the on-line status of the second process and for transmitting

a network protocol address of the second process to the first process in

response to a positive determination of the on-line status of the second

process.”

9] 219. In a TCP/IP implementation, the server on which the Connection List/USERS file

is located transmits the network protocol address of a second VocalChat client (second process)

to a first VocalChat client (first process) upon request. As described in the Help File:

Method of determining users address:

Netware Get Users information from Netware 2.x/3.x bindery

WinWorkgroups Get users information from Windows for Workgroups.

Generic User VocalChats fi.les for users information. (See Generic

network, below).

Help File, page 26. With any protocol other than Netware or Windows for Workgroups (such as

TCP/IP or NetBIOS), a “generic” method is used where the VocalChat client queries VocalChat

files (the Connection List/USERS files) locating users on the network. As described in greater

detail in the Help File:

When NetBIOS or IPX are used, but not with NetWare or Window for

Workgroups, or when TCP/IP is used, a shared CONNLIST.VC file is used by the

different running copies of VocalChat to hold user names and addresses. This file

is placed in the Post Office directory. In this case, the user name for each user, is

entered when performing the User Installation in the Setup program. You should

make sure that this name is not used by any other user on the network.

Help File, page 2. With NetWare, the VocalChat client queries existing NetWare Bindery

services locating “currently logged-in users;” with Windows for Workgroups, the VocalChat

client queries the Windows for Workgroups services locating online users; and with other

protocols, such as TCP/IP and NetBIOS, the VocalChat client queries the shared Connection List

file (CONNLlST.VC). Regardless of protocol, the query determines whether the second process

(the VocalChat client of another user) is connected to the computer network. For example,

“[w]hen the network used is not NetWare or Windows for Workgroups. VocalChat maintains a

shared USERS file with the names of logged in users. Each time a user loads VocalChat, its
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entry in the USERS file is updated with its IPX/NetBIOS address. When exiting VocalChat, the

address is removed, but the user name is kept in the file.” VocalChat Network lnforrnation, page

l0. Thus, a distinction is made between logged in users and logged out users. Similarly, as

described above, in the NetWare implementation, the query retrieves a list of “currently logged

in users.“

INDEPENDENT CLAIM 4

The preamble of Claim 4 reads, in pertinent part: “A method for enabling

point-to-point communication between a first process and a second process

over a computer network.”

9] 220. As mentioned above, VocalChat discloses that “[u]ser-to-user access is facilitated

automatically through the [Connection List] file." Help File, page l7. VocalChat also discloses

“the peer-to-peer nature of Windows for Workgnoups, which VocalChat “uses . . . for user

services.” Id. In fact, VocalChat is a voice over computer network product for use on various

networks that “enables communication between” VocalChat users. Id. at 8. See also User Guide,

page 2 (“Talk with other users over the network, and broadcast to network users or groups.

Access network users with the Address Book and Quick-Dial buttons.”).

Claim 4 requires “receiving and storing into a computer memory a

respective network protocol address for selected of a plurality of processes

that have an on-line status with respect to the computer network, each of the

network protocol addresses received following connection of the respective

process to the computer network.”

9] 221. As described in VocalChat Network Information:

When the network used is not NetWare or Windows for Workgroups, VocalChat

maintains a shared USERS file with the names of logged in users.

Each time a user loads VocalChat, its entry in the USERS file is updated with its

IPX/NetBlOS address. When exiting VocalChat, the address is removed, but the

user name is kept in the file. Thus other users can add this user‘s name as a Quick

Dial button even if the user is not running VocalChat at the moment. However, in

order for VocalChat to work properly, all users must have access 10 the same

USERSfile, and all must have read/write access to thatfile.

VocalChat Network lnforrnation, page l0 (underline emphasis added); see also Troubleshooting

Help File, page 28 (“VocalChat needs the TCP/[P software to recognize your own computers

host name and IP address.”). Later VocalChat implementations (e. g., version 2.02), referred to

the USERS file as a “Connection List“ file. See, e.g., Help File, page 2 (“a shared
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CONNLIST.VC file is used by the different running copies of VocalChat to hold user names and

addresses. This file is placed in the Post Office directory.“). Regardless of the file name, the

Connection List/USERS file is stored on a server for access by VocalChat clients. See, e.g.,

VocalChat Network Information, page 2 (“Server Installation is used to install the VocalChat

program files on the network, for use by the different network users.”). See also Readme File,

page 2 (“VocalChat creates a central directory on the network, shared by all users called ‘Post-

Office.’ All users must use the same Post-Office, otherwise they won't be able to communicate

or leave messages to each other. This means that all users must be attached to one file-server

which will be used for the Post-Office, and all have write permission for the Post-Office

directory.“); Help File, page 8 (“the Setup program crates a Connection List File which is used to

identify and access users”).

9] 222. On many networks, including TCP/IP networks, network addresses are assigned

“following connection to the computer network.” See, e.g., Dynamic Host Configuration

Protocol, RFC 1531 (Oct. 1993) (“RFC 1531"), Section 2.2 (describing the “dynamic allocation

of network addresses“ on TCP/IP networks). Thus, in at least some instances, a computer system

executing VocalChat receives its IP address following connection to the computer network.

Consequently, dynamic address assignment is inherent in the VocalChat system. Alternatively,

as set forth below, it would have been obvious to one of ordinary skill in the art to use dynamic

address assignment on a TCP/IP network in combination with VocalChat.

Claim 4 also requires “receiving a query from the first process to determine

the on-line status of the second process.”

9] 223. In a TCP/IP implementation, the server on which the Connection List/USERS file

was located received queries from VocalChat clients (first processes) to determine the on-line

status of other VocalChat clients (second processes). As described in the Help File:

Method of determining users address:

Netware Get Users information from Netware 2.x/3.x bindery

WinWorkgroups Get users information from Windows for Workgroups.

Generic User VocalChats fi.les for users information. (See Generic

network, below).
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Help File, page 26. With any protocol other than Netware or Windows for Workgroups (such as

TCP/IP or NetBlOS), a “generic“ method is used where the VocalChat client queries VocalChat

files (the Connection List/USERS files) locating users on the network. As described in greater

detail in the Help File:

When NetBIOS or IPX are used, but not with NetWare or Window for

Workgroups, or when TCP/IP is used, a shared CONNLlST.VC file is used by the

different running copies of VocalChat to hold user names and addresses. This file

is placed in the Post Office directory. In this case, the user name for each user, is

entered when performing the User Installation in the Setup program. You should

make sure that this name is not used by any other user on the network.

Help File, page 2. With NetWare, the VocalChat client queries existing NetWare Bindery

services locating “currently logged-in users;” with Windows for Workgroups, the VocalChat

client queries the Windows for Workgroups services locating online users; and with other

protocols, such as TCP/IP and NetBIOS, the VocalChat client queries the shared Connection List

file (CONNLIST.VC). Regardless of protocol, the query determines whether the second process

(the VocalChat client of another user) is connected to the computer network. For example,

“[w]hen the network used is not NetWare or Windows for Workgroups, VocalChat maintains a

shared USERS file with the names of logged in users. Each time a user loads VocalChat, its

entry in the USERS file is updated with its IPX/NetBIOS address. When exiting VocalChat, the

address is removed, but the user name is kept in the file.” VocalChat Network Information, page

l0. Thus, a distinction is made between logged in users and logged out users. Similarly, as

described above, in the NetWare implementation, the query retrieves a list of “currently logged

111 users.“

Claim 4 next requires “determining the on-line status of the second process.”

9] 224. As described with respect to the previous claim element, in a TCP/IP

implementation, the sewer on which the Connection List/USERS file is located transmits the

network protocol address of a second VocalChat client (second process) to a first VocalChat

client (first process) upon request. As described in the Help File:

Method of determining users address:

Netware Get Users information from Netware 2.x/3.x bindery

WinWorkgroups Get users information from Windows for Workgroups.

Generic User VocalChats fi.les for users information. (See Generic

network, below).
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Help File, page 26. With any protocol other than Netware or Windows for Workgroups (such as

TCP/IP or NetBIOS), a “generic“ method is used where the VocalChat client queries VocalChat

files (the Connection List/USERS files) determining the on-line status of other users on the

network. As described in greater detail in the Help File:

When NetBIOS or IPX are used, but not with NetWare or Window for

Workgroups, or when TCP/IP is used, a shared CONNLIST.VC file is used by the

different running copies of VocalChat to hold user names and addresses. This file

is placed in the Post Office directory. In this case, the user name for each user, is

entered when performing the User Installation in the Setup program. You should

make sure that this name is not used by any other user on the network.

Help File, page 2. With NetWare, the VocalChat client queries existing NetWare Bindery

services locating “currently logged-in users;” with Windows for Workgroups, the VocalChat

client queries the Windows for Workgroups services locating online users; and with other

protocols, such as TCP/IP and NetBIOS, the VocalChat client queries the shared Connection List

file (CONNLIST.VC). Additionally, “[w]hen the network used is not NetWare or Windows for

Workgroups, VocalChat maintains a shared USERS file with the names of logged in users. Each

time a user loads VocalChat, its entry in the USERS file is updated with its IPX/NetBIOS

address. When exiting VocalChat, the address is removed, but the user name is kept in the file.”

VocalChat Network Information, page 10 (emphasis added). Thus, a distinction is made

between logged in users and logged out users. Similarly, as described above, in the NetWare

implementation, the query retrieves a list of “currently logged in users.“

Claim 4 finally requires “transmitting an indication of the on-line status of

the second process to the first process over the computer network."

9] 225. As described above, with TCP/IP. “the network addresses of the different

workstations are required for VocalChat to be able to access the network users.” Help File, page

2. Moreover, with TCP/IP, “a shared CONNLIST.VC file is used by the different running copies

of VocalChat to hold user names and addresses.“ The ability to establish a call merely by

identifying a unique user name demonstrates that the server “transmits” the network addresses of

VocalChat callees from the server’s directory database. Indeed, the directory database is used to

“get . . . the addresses of specific users.” Id.; see also id., page 22 (“VocalChat will use the

CONNLIST.VC files to get network addresses”).

INDEPENDENT CLAIM 10
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The preamble of Claim 10 reads, in pertinent part: “In a computer system, a

method for establishing a point-to-point commu.nication link from a caller

process to a callee process over a computer network, the caller process

having a user interface and being operatively connectable to the callee

process and a server over the computer network.”

9] 226. As discussed above, VocalChat clients connect to a server to locate and establish

point-to-point connections with other VocalChat clients over a network. For example,

VocalChat discloses that “[u]ser-to-user access is facilitated automatically through the

[Connection List] file” which is stored on a server. Help File, page 17. VocalChat also discloses

“the peer-to-peer nature of Windows for Workgroups, which VocalChat “uses . . . for user

services.” Id. In fact, VocalChat is a voice over computer network product for use on various

networks that “enables communication between” VocalChat users. Id. at 8. See also User Guide,

page 2 (“Talk with other users over the network, and broadcast to network users or groups.

Access network users with the Address Book and Quick-Dial buttonsf’).

Claim 10 also requires “providing a user interface element representing a
first communication line.”

Q] 227. A VocalChat user makes a point-to-point call to another user by using the

VocalChat “Call” button, which is a user interface element representing a first communication

line. See, e. g., User Guide, page 14 (“Select Call from the Chat menu, or click on the tool bar

Call button”). In addition, the VocalChat graphical user interface (GUI) includes a plurality of

Quick Dial buttons. See User Guide, page l2. Depending on the implementation, either the Call

button or the Quick Dial button comprises an “element representing a first communication line.“

Claim 10 further requires “providing a user interface element representing a

first callee process.”

9] 228. The VocalChat GUI displayed the names of potential callees in a dialog box. See,

e.g., Help File, page 14 (“just select a user from the user list, and choose “OK"). Callees are also

represented as Quick Dial buttons. See Help File, pages 11, 20-21 (“Setting a Quick Dial

Button“). Depending on the implementation, either the callee names listed within the dialog box

or the Quick Dial buttons comprise “a user interface element representing a first callee process.”
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Claim 10 also requires “establishing a point-to-point communication link

from the caller process to the tirst callee process, in response to a user

associating the element representing the first callee process with the element

representing the first communication line.”

9] 229. As mentioned above, a VocalChat user makes a point-to-point call to another user

with the Call button or a Quick Dial Button representing a frequently called callee. See Help

File, page 14 (describing use of the Call button) and 20 (describing use of the Quick Dial

buttons). Selecting the Call button opens a dialog box displaying a list of connected VocalChat

users. A caller then clicks on a user’s name in the list and then clicks the OK button to establish

a point-to-point communication link. See, e.g., Help File, page 14. In this example, the

graphical representation of the user in the list is an “element representing the first callee process“

and the OK button is an “element representing a first communication line.“ Alternatively, a user

can associate any VocalChat user with a Quick Dial button by right-clicking on a Quick Dial

button, which presents the user with the VocalChat users list. See Help File, page 20. After the

user selects a user name from the list, that user is associated with the quick dial button. See Help

File, page 21 (“From the user list, choose the user name that you want the button to hold.“). The

caller then places a call to the callee by selecting the Quick Dial button. VocalChat also assigns

Quick Dial buttons automatically (“When you call a user with the Call command, a vacant button

changes to hold the user‘ s name if one does not hold it already.“). In these examples, the

graphical representation of the user in the list is an “element representing the first callee process“

and the quick dial button is an “element representing a first communication line.“ In both cases,

the element representing the callee process is associated with an element representing a

communication line.

INDEPENDENT CLAIM 2]

Claim 21 reads, in pertinent part: “A computer program product for use

with a computer system comprising.”

‘][ 230. The techniques described in VocalChat are implemented in software, which is a

“computer program product.“ In particular, VocalChat is a software-based telephone executed

on personal computers which connects to a central server to locate other personal computers on a

variety of computer networks, including TCP/IP, NetBIOS, and IPX networks. See, e.g.,

VocalChat User’s Guide, page 5 (illustrating a central server with a “post office” to enable

communication between computers). See also 121., pages 7-8 (describing minimum personal
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computer requirements as a “386SX or higher IBM-compatible computer“); Readme, page 1

(listing the VocalChat files copied during installation); Help File, page 2(“VocalChat can work

with IPX, NetBlOS and TCP/[P network protocols”).

Claim 21 requires “a computer usable medium having program code

embodied in the medium for establishing a point-to-point commu.nication

link from a caller process to a callee process over a computer network, the

caller process having a user interface and being operatively connectable to

the callee process and a server over the computer network.”

9] 231. As software, VocalChat is inherently stored as program code on a computer-

usable medium. See, e.g., Readme, page 1 (listing the VocalChat files copied during

installation). See also VocalChat User’s Guide, page 8 (describing how VocalChat is installed

by inserting “the VocalChat Disk in drive A”). As discussed above, VocalChat clients connect

to a server to locate and establish point-to-point connections with other VocalChat clients over a

network. For example, VocalChat discloses that “'[u]ser-to-user access is facilitated

automatically through the [Connection List] file" which is stored on a server. Help File, page 17.

VocalChat also discloses “the peer-to-peer nature of Windows for Workgroups, which

VocalChat “uses . . . for user services.” Id. In fact, VocalChat is a voice over computer network

product for use on various networks that “enables communication between” VocalChat users.

Id. at 8. See also User Guide, page 2 (“Talk with other users over the network, and broadcast to

network users or groups. Access network users with the Address Book and Quick-Dial

buttons”).

Claim 21 also requires “program code for generating an element

representing a first communication line.”

9] 232. A VocalChat user makes a point-to-point call to another user by using the

VocalChat “Call” button, which is a user interface element representing a first communication

line. See, e. g., User Guide, page 14 (“Select Call from the Chat menu, or click on the tool bar

Call button”). In addition, the VocalChat graphical user interface (GUI) included a plurality of

Quick Dial buttons. See User Guide, page 12. Depending on the implementation, either the Call

button or the Quick Dial button comprises an “element representing a first communication line.“
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Claim 21 also requires “program code for generating an element

representing a first callee process.”

‘][ 233. The VocalChat GUI displayed the names of potential callees in a dialog box. See,

e.g., Help File, page 14 (“just select a user from the user list, and choose “OK"). Callees were

also represented as Quick Dial buttons. See Help File, pages 11, 20-21 (“Setting a Quick Dial

Button“). Depending on the implementation, either the callee names listed within the dialog box

or the Quick Dial buttons comprise “a user interface element representing a first callee process.”

Claim 21 also requires “program code, responsive to a user associating the

element representing the first callee process with the element representing

the first communication line, for establishing a point-to-point communication

link from the caller process to the first callee process.”

‘][ 234. As mentioned above, a VocalChat user makes a point-to-point call to another user

with the Call button or a Quick Dial Button representing a frequently called callee. See Help

File, page 14 (describing use of the Call button) and 20 (describing use of the Quick Dial

buttons). Selecting the Call button opens a dialog box which displays a list of connected

VocalChat users. A caller then clicks on a user’s name in the list and then clicks the OK button

to establish a point-to-point communication link. See, e. g., Help File, page 14. In this example,

the graphical representation of the user in the list is an “element representing the first callee

process” and the OK button is an “element representing a first communication line.”

Alternatively, a user can associate any VocalChat user with a Quick Dial button by right-clicking

on a Quick Dial button, which presents the user with the VocalChat users list. See Help File,

page 20. Once the user selects a user name from the list, that user was associated with the quick

dial button. See Help File, page 21 (“From the user list, choose the user name that you want the

button to hold.”). The caller may then place a call to the callee by selecting the Quick Dial

button. VocalChat also assigns Quick Dial buttons automatically (“When you call a user with

the Call command, a vacant button changes to hold the user’s name if one does not hold it

already.”). In these examples, the graphical representation of the user in the list is an “element

representing the first callee process” and the quick dial button is an “element representing a first

communication line.” In both cases, the element representing the callee process is associated

with an element representing a communication line.
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INDEPENDENT CLAIM 32

Claim 32 recites: “A method of locating a process over a computer network

comprising the steps of: maintaining an Internet accessible list having a

plurality of selected entries, each entry comprising an identifier and a

corresponding Internet protocol address of a process currently connected to

the Internet, the Internet Protocol address added to the list following

connection of the process to the computer network.”

‘]l 235. In the initial VocalChat implementations (versions 1.x) each VocalChat client

transmits its name and network protocol address to a USERS file stored on a server. As

described in VocalChat Network Information:

When the network used is not NetWare or Windows for Workgroups, VocalChat

maintains a shared USERS file with the names of logged in users.

Each time a user loads VocalChat, its entg in the USERS file is updated with its

IPX/NetBIOS address. When exiting VocalChat, the address is removed, but the

user name is kept in the file. Thus other users can add this user’s name as a Quick

Dial button even if the user is not running VocalChat at the moment. However, in

order for VocalChat to work properly, all users must have access to the same

USERSfile, and all must have read/write access to thatfile.

VocalChat Network Information, page 10 (underline emphasis added); Troubleshooting Help

File, page 28 (“VocalChat needs the TCP/IP software to recognize your own computers host

name and IP address“). Later VocalChat implementations (e. g., version 2.02), refer to the

USERS file as a “Connection List”f1le. See, e.g., Help File, page 2 (“a shared CONNLIST.VC

file is used by the different running copies of VocalChat to hold user names and addresses. This

file is placed in the Post Office directory“). Regardless of the file name, the Connection

List/USERS file is stored on a server for access by VocalChat clients. See, e.g., VocalChat

Network Information, page 2 (“Server Installation is used to install the VocalChat program files

on the network, for use by the different network users”). See also Readme File, page 2

(“VocalChat creates a central directory on the network, shared by all users called ‘Post-Office.’

All users must use the same Post-Office, otherwise they won't be able to communicate or leave

messages to each other. This means that all users must be attached to one file-server which will

be used for the Post-Office, and all have write permission for the Post-Office directory”); Help

File, page 8 (“the Setup program crates a Connection List File which is used to identify and

access users”).
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‘][ 236. While VocalChat does not explicitly describe a sewer with stored names and

addresses is accessible over “the Internet,“ it describes the use of TCP/IP, which is the protocol

used on the Internet. Thus, VocalChat inherently describes that the list of users and network

addresses is accessible over the Internet. Moreover, the Internet is a type of Wide Area Network

(WAN) and VocalChat describes a WAN implementation. For example, the Help File describes

that “[o]ver a WAN . . . it is advisable to create local copy of the executables and DLLs, and

reference only the Post Office over the low-speed [WAN] connection." Help File, page 4.

‘]I 237. On many networks, including TCP/IP networks, network addresses are assigned

“following connection to the computer network.” See, e.g., Dynamic Host Configuration

Protocol, RFC 1531 (Oct. 1993) (“RFC l53l“), Section 2.2 (describing the “dynamic allocation

of network addresses“ on TCP/IP networks). Thus, in at least some instances, a computer system

executing VocalChat receives its IP address following connection to the computer network.

Consequently, dynamic address assignment is inherent in the VocalChat system. Alternatively,

as set forth below, it would have been obvious to one of ordinary skill in the art to use dynamic

address assignment on a TCP/IP network.

Claim 32 further requires “in response to identification of one of the list

entries by a requesting process, providing one of the identifier and the

corresponding Internet protocol address of the identified entry to the

requesting process.”

‘][ 238. As discussed above, a VocalChat caller sends the directory server a query

identifying a particular callee. See, e. g., Help File, page 22 (VocalChat “will use the

CONNLIST.VC tiles to get network addresses”); page 8 (“the Setup program creates a

Connection List file which is used to identify and access users”). Consequently, the server

identifies an entry in the directory corresponding to the identified callee (the Connection List tile

in a TCP/IP implementation), and, if the callee is connected, provides the corresponding IP

address associated with that callee in the directory to the caller.
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INDEPENDENT CLAIM 33

The preamble of Claim 33 reads, in pertinent part: “A method for locating

processes having dynamically assigned network protocol addresses over a

computer network.”

9] 239. As described above, VocalChat clients rely on a central server to locate the

network addresses of other VocalChat clients. As described in VocalChat Network Information:

When the network used is not NetWare or Windows for Workgroups, VocalChat

maintains a shared USERS tile with the names of logged in users.

Each time a user loads VocalChat, its entry in the USERS file is updated with its

IPX/NetBIOS address. When exiting VocalChat, the address is removed, but the

user name is kept in the file. Thus other users can add this user‘s name as a Quick

Dial button even if the user is not running VocalChat at the moment. However, in

order for VocalChat to work properly, all users must have access 10 the same

USERSfile, and all must have read/write access 10 I/zarfile.

VocalChat Network Information, page 10 (underline emphasis added); Troubleshooting Help

File, page 28 (“VocalChat needs the TCP/IP software to recognize your own computers host

name and IP address.”). Later VocalChat implementations (e. g., version 2.02), referred to the

USERS file as a “Connection List” file. See, eg., Help File, page 2 (“a shared CONNLIST.VC

file is used by the different running copies of VocalChat to hold user names and addresses. This

file is placed in the Post Office directory.“). Regardless of the file name, the Connection

List/USERS file is stored on a server for access by VocalChat clients. See, e.g., VocalChat

Network Information, page 2 (“Server Installation is used to install the VocalChat program files

on the network, for use by the different network users”). See also Readme File, page 2

(“VocalChat creates a central directory on the network, shared by all users called ‘Post-Office.’

All users must use the same Post-Office, otherwise they won‘t be able to communicate or leave

messages to each other. This means that all users must be attached to one file-server which will

be used for the Post-Office, and all have write permission for the Post-Office directory.”); Help

File, page 8 (“the Setup program crates a Connection List File which is used to identify and

access users“).

9] 240. On many networks, including TCP/[P networks, network addresses are assigned

dynamically “following connection to the computer network." See, e. g., Dynamic Host

Configuration Protocol, RFC 1531 (Oct. 1993) (“RFC 1531“), Section 2.2 (describing the

“dynamic allocation of network addresses“ on TCP/IP networks). Thus, in at least some

instances, a computer system executing VocalChat receives its IP address following connection
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to the computer network. Consequently, dynamic address assignment is inherent in the

VocalChat system. Alternatively, as set forth below, it would have been obvious to one of

ordinary skill in the art to use dynamic address assignment on a TCP/[P network.

Claim 33 also requires “maintaining, in a computer memory, a network

accessible compilation of entries, selected of the entries comprising a network

protocol address and a corresponding identifier of a process connected to the

computer network.”

9] 241. The server on which the Connection List/USERS file is maintained inherently

includes a computer memory. Moreover, the server stores a network accessible compilation of

entries including a network protocol address and a name (corresponding identifier) of a process

connected to the computer network. As described in VocalChat Network Information:

When the network used is not NetWare or Windows for Workgroups, VocalChat

maintains a shared USERS file with the names of logged in users.

Each time a user loads VocalChat, its entg in the USERS file is updated with its

IPX/NetBIOS address. When exiting VocalChat, the address is removed, but the

user name is kept in the file. Thus other users can add this user’s name as a Quick

Dial button even if the user is not running VocalChat at the moment. However, in

order for VocalChat to work properly, all users must have access to the same

USERSfile, and all must have read/write access 10 1/10)‘ file.

VocalChat Network Information, page 10 (underline emphasis added); Troubleshooting Help

File, page 28 (“VocalChat needs the TCP/IP software to recognize your own computers host

name and IP address.”). Later VocalChat implementations (e.g., version 2.02), referred to the

USERS file as a “Connection List”f1le. See, e.g., Help File, page 2 (“a shared CONNLIST.VC

file is used by the different running copies of VocalChat to hold user names and addresses. This

file is placed in the Post Office directory.“). Regardless of the file name, the Connection

List/USERS file is stored on a server for access by VocalChat clients. See, e.g., VocalChat

Network Information, page 2 (“Server Installation is used to install the VocalChat program files

on the network, for use by the different network users.”). See also Readme File, page 2

(“VocalChat creates a central directory on the network, shared by all users called ‘Post-Office.’

All users must use the same Post-Office, otherwise they won’t be able to communicate or leave

messages to each other. This means that all users must be attached to one file-server which will

be used for the Post-Office, and all have write permission for the Post-Office directory.”); Help

148 of 172

Page 150 of 500



File, page 8 (“the Setup program crates a Connection List File which is used to identify and

access users“).

Claim 33 also requires that “in response to identification of one of the entries

by a requesting process providing one of the identifier and the network

protocol address to the requesting process.”

9] 242. As discussed above, a VocalChat caller sends the directory server a query

identifying a particular callee. See, e.g., Help File, page 22 (VocalChat “will use the

CONNLlST.VC files to get network addresses”); page 8 (“the Setup program creates a

Connection List file which is used to identify and access users”). Consequently, the server

identifies an entry in the directory corresponding to the identified callee (the Connection List tile

in a TCP/IP implementation), and, if the callee is connected, provides the corresponding IP

address that is associated with that callee in the directory to the caller.

INDEPENDENT CLAIM 38

Claim 38 recites, in pertinent part: “A computer program product for use

with a computer system having a memory and being operatively connectable

over a computer network to one or more computer processes, the computer

program product comprising a computer usable medium having program

code embodied in the medium the program code.”

9] 243. VocalChat is a software-based telephone executed on personal computers which

connects to a central server to locate other personal computers on a variety of computer

networks, including TCP/IP, NetBIOS, and IPX networks. See, e.g., VocalChat User’s Guide,

page 5 (illustrating a central server with a “post office“ to enable communication between

computers). See also id., pages 7-8 (describing minimum personal computer requirements as a

“386SX or higher IBM-compatible computer‘‘); Help File, page 2 (“VocalChat can work with

IPX. NetBIOS and TCP/IP network protocols“). As software, VocalChat is inherently stored as

program code on a computer-usable medium. See, e.g., Readme, page 1 (listing the VocalChat

files copied during installation). See also VocalChat User‘s Guide, page 8 (describing how

VocalChat is installed by inserting “the VocalChat Disk in drive A”).
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Claim 38 requires “program code configured to maintain, in the computer

memory, a network accessible compilation of entries, selected of the entries

comprising a network protocol address and a corresponding identifier of a

process connected to the computer network, the network protocol address of

the corresponding process assigned to the process upon connection to the

computer network.”

9] 244. The server on which the Connection List/USERS file is maintained inherently

includes a computer memory. Moreover, the server stores a network accessible compilation of

entries including a network protocol address and a name (corresponding identifier) of a process

connected to the computer network. As described in VocalChat Network Information:

When the network used is not NetWare or Windows for Workgroups, VocalChat

maintains a shared USERS file with the names of logged in users.

Each time a user loads VocalChat, its entg in the USERS file is updated with its

IPX/NetBIOS address. When exiting VocalChat, the address is removed, but the

user name is kept in the file. Thus other users can add this user’s name as a Quick

Dial button even if the user is not running VocalChat at the moment. However, in

order for VocalChat to work properly, all users must have access to the same

USERSfile, and all must have read/write access to thatfile.

VocalChat Network Information, page 10 (underline emphasis added); Troubleshooting Help

File, page 28 (“VocalChat needs the TCP/IP software to recognize your own computers host

name and IP address“). Later VocalChat implementations (e. g., version 2.02), refers to the

USERS file as a “Connection List” file. See, e.g., Help File, page 2 (“a shared CONNLIST.VC

file is used by the different running copies of VocalChat to hold user names and addresses. This

file is placed in the Post Office directory.“). Regardless of the file name, the Connection

List/USERS file is stored on a server for access by VocalChat clients. See, e.g., VocalChat

Network Information, page 2 (“Server Installation is used to install the VocalChat program files

on the network, for use by the different network users.”). See also Readme File, page 2

(“VocalChat creates a central directory on the network, shared by all users called ‘Post-Office.’

All users must use the same Post-Office, otherwise they won't be able to communicate or leave

messages to each other. This means that all users must be attached to one file-server which will

be used for the Post-Office, and all have write permission for the Post-Office directoryf’); Help

File, page 8 (“the Setup program crates a Connection List File which is used to identify and

access users”).
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9] 245. On many networks, including TCP/IP networks, network addresses are assigned

dynamically “following connection to the computer network." See, e.g., Dynamic Host

Configuration Protocol, RFC l53l (Oct. l993) (“RFC l53l“), Section 2.2 (describing the

“dynamic allocation of network addresses“ on TCP/IP networks). Thus, in at least some

instances, a computer system executing VocalChat receives its IP address following connection

to the computer network. Consequently, dynamic address assignment is inherent in the

VocalChat system. Alternatively, as set forth below, it would have been obvious to one of

ordinary skill in the art to use dynamic address assignment on a TCP/IP network.

Claim 38 also requires “program code responsive to identification of one of

the entries by a requesting process and configured to provide one of the

identifier and the network protocol address to the requesting process.”

9] 246. As discussed above, a VocalChat caller sends the directory server a query

identifying a particular callee. See, e. g., Help File, page 22 (VocalChat “will use the

CONNLlST.VC files to get network addresses”); page 8 (“the Setup program creates a

Connection List file which is used to identify and access users”). Consequently, the server

identifies an entry in the directory corresponding to the identified callee (the Connection List file

in a TCP/IP implementation), and, if the callee is connected, provides the corresponding IP

address that is associated with that callee in the directory to the caller.

INDEPENDENT CLAIM 43

Claim 43 recites, in pertinent part: “A computer program product for use

with a computer system, the computer system executing a first process

operatively coupled over a computer network to a second process and a

server process, the computer program product comprising a computer

usable medium having computer readable program code embodied therein.”

9] 247. VocalChat is a software-based telephone executed on personal computers which

connected to a central server to locate other personal computers on a variety of computer

networks, including TCP/IP, NetBlOS, and IPX networks. See, e.g., VocalChat User‘s Guide,

page 5 (illustrating a central server with a “post office“ to enable communication between

computers). See also id., pages 7-8 (describing minimum personal computer requirements as a

“386SX or higher IBM-compatible computer"); Help File, page 2 (“VocalChat can work with

IPX. NetBIOS and TCP/IP network protocols“). As software, VocalChat is inherently stored as

program code on a computer-usable medium. See, e.g., Readme, page l (listing the VocalChat
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files copied during installation). See also VocalChat User‘s Guide, page 8 (describing how

VocalChat is installed by inserting “the VocalChat Disk in drive A”).

Claim 43 requires “program code configured to access a directory database,

the database having a network protocol address for a selected plurality of

processes having on-line status with respect to the computer network, the

network protocol address of each respective process forwarded to the

database following connection to the computer network.”

9] 248. In a TCP/IP implementation, the server on which the Connection List/USERS file

is located transmits the network protocol address of a second VocalChat client (second process)

to a first VocalChat client (first process) upon request. As described in the Help File:

Method of determining users address:

Netware Get Users information from Netware 2.x/3.x bindery

WinWorkgroups Get users information from Windows for Workgroups.

Generic User VocalChats fi.les for users information. (See Generic

network, below).

Help File, page 26. With any protocol other than Netware or Windows for Workgroups (such as

TCP/IP or NetBIOS), a “generic” method is used where the VocalChat client queries VocalChat

files (the Connection List/USERS files) locating users on the network. As described in greater

detail in the Help File:

When NetBIOS or IPX are used, but not with NetWare or Window for

Workgroups, or when TCP/IP is used, a shared CONNLlST.VC file is used by the

different running copies of VocalChat to hold user names and addresses. This file

is placed in the Post Office directory. In this case, the user name for each user, is

entered when performing the User Installation in the Setup program. You should

make sure that this name is not used by any other user on the network.

Help File, page 2 (underline emphasis added). Thus, With NetWare, the VocalChat client

queries existing NetWare Bindery services locating “currently logged-in users;” with Windows

for Workgroups, the VocalChat client queries the Windows for Workgroups services locating

online users; and with other protocols, such as TCP/IP and NetBlOS, the VocalChat client

queries the shared Connection List file (CONNLIST.VC). Regardless of protocol, the query

determines whether the second process (the VocalChat client of another user) is connected to the

computer network. For example, “[w]hen the network used is not NetWare or Windows for

Workgroups, VocalChat maintains a shared USE-RS file with the names of logged in users. Each

time a user loads VocalChat, its entry in the USERS file is updated with its IPX/NetBIOS

address. When exiting VocalChat, the address is removed, but the user name is kept in the file.”
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VocalChat Network Information, page l0 (emphasis added). Thus, a distinction is made

between logged in users and logged out users. Similarly, as described above, in the NetWare

implementation, the query retrieves a list of “currently logged in users.“

Claim 43 also requires “program code responsive to one of the network

protocol addresses and configured to establish a point-to-point

communication link from the first process to the second process over the

computer network.”

9] 249. VocalChat discloses that “[u]ser-to-user access is facilitated automatically

through the [Connection List] file.” Help File, page 17. VocalChat also discloses “the peer-to-

peer nature of Windows for Workgroups, which VocalChat “uses . . . for user services.” Id. In

fact, VocalChat is a voice over computer network product for use on various networks that

“enables communication between“ VocalChat users. Id. at 8. See also User Guide, page 2

(“Talk with other users over the network, and broadcast to network users or groups. Access

network users with the Address Book and Quick-Dial buttons.”).

INDEPENDENT CLAIM 44

Claim 44 recites, in pertinent part: “In a first computer process operatively

coupled over a computer network to a second process and an address server,

a method of establishing a point-to-point communication between the first

and second processes.”

9] 250. VocalChat is a software-based telephone executed on personal computers which

connected to a central server to locate other personal computers on a variety of computer

networks, including TCP/IP, NetBIOS, and IPX networks. See, e.g., VocalChat User’s Guide,

page 5 (illustrating a central server with a “post office” to enable communication between

computers). See also id., pages 7-8 (describing minimum personal computer requirements as a

“386SX or higher IBM-compatible computer“); Readme, page 1 (listing the VocalChat files

copied during installation); Help File, page 2 (“VocalChat can work with IPX, NetBIOS and

TCP/IP network protocols.”).

Claim 44 requires “following connection of the first process to the computer

network forwarding to the address server a network protocol address at

which the first process is connected to the computer network.”

9] 251. As discussed above, VocalChat clients connect to a sewer to locate and establish

point-to-point connections with other VocalChat clients over a network. For example,

VocalChat discloses that “[u]ser-to-user access is facilitated automatically through the
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[Connection List] file” which is stored on a server. Help File, page 17. VocalChat also discloses

“the peer-to-peer nature of Windows for Workgroups, which VocalChat “uses . . . for user

services.” Id. In fact, VocalChat is a voice over computer network product for use on various

networks that “enables communication between” VocalChat users. Id. at 8. See also User Guide,

page 2 (“Talk with other users over the network, and broadcast to network users or groups.

Access network users with the Address Book and Quick-Dial buttons.”). Because the server

stores network addresses of logged in clients, it is an “address server.“

‘]I 252. Inherently, a VocalChat client transmits its network protocol address “following

connection of the [VocalChat client] to the computer network.” Moreover, on many networks,

including TCP/IP networks, network addresses are assigned “following connection to the

computer network.” See, e.g.. Dynamic Host Configuration Protocol, RFC l53l (Oct. 1993)

(“RFC 1531”), Section 2.2 (describing the “dynamic allocation of network addresses“ on TCP/IP

networks). Thus, in at least some instances, a computer system executing VocalChat receives its

IP address following connection to the computer network. Consequently, dynamic address

assignment is inherent in the VocalChat system. Alternatively, as set forth below, it would have

been obvious to one of ordinary skill in the art to use dynamic address assignment on a TCP/IP

network.

Claim 44 also requires “querying the address server as to whether the second

process is connected to the computer network.”

‘][ 253. In a TCP/[P implementation, the server on which the Connection List/USERS file

is located receives queries from VocalChat clients (first processes) to determine the on-line

status of other VocalChat clients (second processes). As described in the Help File:

Method of determining users address:

Netware Get Users information from Netware 2.x/3.x bindery

WinWorkgroups Get users information from Windows for Workgroups.

Generic User VocalChats fi.les for users information. (See Generic

network, below).

Help File, page 26. With any protocol other than Netware or Windows for Workgroups (such as

TCP/IP or NetBlOS), a “generic“ method is used where the VocalChat client queries VocalChat

files (the Connection List/USERS files) locating users on the network. As described in greater

detail in the Help File:
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When NetBIOS or IPX are used, but not with NetWare or Window for

Workgroups, or when TCP/IP is used, a shared CONNLIST.VC file is used by the

different running copies of VocalChat to hold user names and addresses. This file

is placed in the Post Office directory. In this case, the user name for each user, is

entered when performing the User Installation in the Setup program. You should

make sure that this name is not used by any other user on the network.

Help File, page 2. Thus, with NetWare, the VocalChat client queries existing NetWare Bindery

services locating “currently logged-in users;” with Windows for Workgroups, the VocalChat

client queries the Windows for Workgroups services locating online users; and with other

protocols, such as TCP/IP and NetBIOS, the VocalChat client queries the shared Connection List

file (CONNLIST.VC). Regardless of protocol, the query determines whether the second process

(the VocalChat client of another user) is connected to the computer network. For example,

“[w]hen the network used is not NetWare or Windows for Workgroups, VocalChat maintains a

shared USERS file with the names of logged in users. Each time a user loads VocalChat, its

entry in the USERS file is updated with its [PX/NetBIOS address. When exiting VocalChat, the

address is removed, but the user name is kept in the file.” VocalChat Network Information, page

10. Thus, a distinction is made between logged in users and logged out users. Similarly, as

described above, in the NetWare implementation, the query retrieves a list of “currently logged

111 users.“

Claim 44 also requires “receiving a network protocol address of the second

process from the address server, when the second process is connected to the

computer network.”

9] 254. As described above, with TCP/IP, “the network addresses of the different

workstations are required for VocalChat to be able to access the network users.” Help File, page

2. Moreover, with TCP/IP, “a shared CONNLIST.VC file is used by the different running copies

of VocalChat to hold user names and addresses.“ The ability to establish a call merely by

identifying a unique user name demonstrates that the server “transmits” the network addresses of

VocalChat callees from the server’s directory database. Indeed, the directory database is used to

“get . . . the addresses of specific users.” Id.; see also id., page 22 (“VocalChat will use the

CONNLlST.VC files to get network addresses”).
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Claim 44 further requires “in response to the network protocol address of

the second process, establishing a point-to-point commu.nication link with the

second process over the computer network.”

9] 255. VocalChat discloses that “[u]ser-to-user access is facilitated automatically

through the [Connection List] file.” Help File, page 17. VocalChat also discloses “the peer-to-

peer nature of Windows for Workgroups, which VocalChat “uses . . . for user services.” Id. In

fact, VocalChat is a voice over computer network product for use on various networks that

“enables communication between“ VocalChat users. Id. at 8. See also User Guide, page 2 (“Talk

with other users over the network, and broadcast to network users or groups. Access network

users with the Address Book and Quick-Dial buttons.“).

DEPENDENT CLAIMS 5-7, 11, 19-20, 22, 30-31, 34-37, 39-42

Claim 5 of the ‘704 patent requires “searching the computer memory for an

entry relating the second process; and retrieving a network protocol address

of the second process in response to a positive determination of the on-line

status of the second process.”

9] 256. VocalChat inherently describes “searching the computer memory for an entry

relating the second process.“ For example, as described above, VocalChat used a server to store

names and network addresses of on-line users and to provide those network address to

VocalChat clients upon request. See, e.g., Help File, page 22 (VocalChat “will use the

CONNLIST.VC tiles to get network addresses”); page 8 (“the Setup program creates a

Connection List file which is used to identify and access users”). Consequently, the server was

inherently capable of “searching the computer memory for an entry relating to the second

process (i.e., a name and address of a VocalChat client).

Claim 6 of the ‘704 patent requires “transmitting the network protocol

address of the second process to the first process when the second process is

determined in step C to have a positive on-line status with respect to the

computer network.”

9] 257. In a TCP/IP implementation, the server for the Connection List/USERS file

receives queries from VocalChat clients (first processes) to determine the on-line status of other

VocalChat clients (second processes). As described in the Help File:

Method of determining users address:

Netware Get Users information from Netware 2.x/3.x bindery

Winworkgroups Get users information from Windows for Workgroups.

Generic User VocalChats fi.les for users information. (See Generic
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network, below).

Help File, page 26. With any protocol other than Netware or Windows for Workgroups (such as

TCP/IP or NetBlOS), a “generic“ method is used where the VocalChat client queries VocalChat

files (the Connection List/USERS files) locating users on the network. As described in greater

detail in the Help File:

When NetBIOS or IPX are used, but not with NetWare or Window for

Workgroups, or when TCP/IP is used, a shared CONNLIST.VC file is used by the

different running copies of VocalChat to hold user names and addresses. This file

is placed in the Post Office directory. In this case, the user name for each user, is

entered when performing the User Installation in the Setup program. You should

make sure that this name is not used by any other user on the network.

Help File, page 2. With NetWare, the VocalChat client queries existing NetWare Bindery

services locating “currently logged-in users;” with Windows for Workgroups, the VocalChat

client queries the Windows for Workgroups services locating online users; and with other

protocols, such as TCP/IP and NetBlOS, the VocalChat client queries the shared Connection List

file (CONNLlST.VC). Regardless of protocol, the query determines whether the second process

(the VocalChat client of another user) is connected to the computer network. For example,

“[w]hen the network used is not NetWare or Windows for Workgroups. VocalChat maintains a

shared USERS file with the names of logged in users. Each time a user loads VocalChat, its

entry in the USERS file is updated with its IPX/NetBIOS address. When exiting VocalChat, the

address is removed, but the user name is kept in the file.” VocalChat Network Information, page

10. Thus, a distinction is made between logged in users and logged out users. Similarly, as

described above, in the NetWare implementation, the query retrieves a list of “currently logged

in users.“

Claim 7 requires “generating an off—line message when the second process is

determined in step C to have a negative on-line status with respect to the

computer network; and transmitting the off-line message to the first

process.”

9] 258. First, as described above, “[w]hen the network used is not NetWare or Windows

for Workgroups, VocalChat maintains a shared USERS file with the names of logged in users.

Each time a user loads VocalChat, its entry in the USERS file is updated with its IPX/NetBlOS

address. When exiting VocalChat, the address is removed, but the user name is kept in the file.”

VocalChat Network Information, page 10 (emphasis added). Thus, a distinction is made
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between on-line and off-line users. Similarly, as described above, in the NetWare

implementation, the query retrieves a list of “currently logged in users.“ Moreover, various

types of off-line messages are provided to indicate the unavailability of VocalChat users. See,

e.g., Troubleshooting Help File, page 2 (describing that when a user’s name in the “New Users“

dialog box, one of the causes may be that “[t]he ‘Show only Logged-in’ check-box is checked,

and the person is not currently logged-in.”). Consequently, the server inherently transmits “off-

line messages“ to the VocalChat clients to distinguish between online and offline users.

Claim 11 requires “querying the server as to the on-line status of the first

callee process; and receiving a network protocol address of the first callee

process over the computer network from the server.”

9] 259. As described above, with NetWare, the VocalChat client queries existing

NetWare Bindery services to locate “currently logged-in users;” with Windows for Workgroups,

the VocalChat client queries the Windows for Workgroups services to locate online users; and

with other protocols, such as TCP/IP and NetBIOS, the VocalChat client queries the shared

Connection List file (CONNLIST.VC). See, e.g., Help File, page 2. Regardless of protocol, the

query determines the online status of the callee process (the VocalChat client of a callee). For

example, “[w]hen the network used is not NetWare or Windows for Workgroups, VocalChat

maintains a shared USERS tile with the names of logged in users. Each time a user loads

VocalChat, its entry in the USERS tile is updated with its IPX/NetBIOS address. When exiting

VocalChat, the address is removed, but the user name is kept in the file.” VocalChat Network

Information, page 10 (emphasis added). Thus, a distinction is made between logged in users and

logged out users. Similarly, as described above, in the NetWare implementation, the query

retrieves a list of “currently logged in users.”

Claim 19 requires “wherein the caller process further comprises a visual

display and the user interface comprises a graphic user interface.”

9] 260. The VocalChat client has a graphical user interface that is a “visual display.” See,

e.g., User Guide, page [1 (illustrating the primary VocalChat GUI including a Call button, a

volume slider and a plurality of Quick Dial buttons).
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Claim 20 requires “wherein the steps of establishing a point-to-point link as

described in step C is performed in response to manipulation of the graphic

elements on the graphic user interface.”

9] 261. A VocalChat user makes a point-to-point call to another user with the Call button

or a Quick Dial Button representing a frequently called callee. See User Guide, page 14 (“just

select a user from the user list, and choose “OK"). Callees were also represented as Quick Dial

buttons. See Help File, pages I 1, 20-21 (“Setting a Quick Dial Button“).

Claim 22 requires “program code for querying the server as to the on-line

status of the first callee process; and program code for receiving a network

protocol address of the first callee process over the computer network from
the server.”

9] 262. As described above, with NetWare, the VocalChat client queries existing

NetWare Bindery services to locate “currently logged-in users;” with Windows for Workgroups,

the VocalChat client queries the Windows for Workgroups services to locate online users; and

with other protocols, such as TCP/IP and NetBIOS, the VocalChat client queries the shared

Connection List file (CONNLIST.VC). See, e.g., Help File, page 2. Regardless of protocol, the

query determines the online status of the callee process (the VocalChat client of a callee). For

example, “[w]hen the network used is not NetWare or Windows for Workgroups, VocalChat

maintains a shared USERS tile with the names of logged in users. Each time a user loads

VocalChat. its entry in the USERS tile is updated with its IPX/NetBIOS address. When exiting

VocalChat, the address is removed, but the user name is kept in the file.” VocalChat Network

Information, page 10 (emphasis added). Thus, a distinction is made between logged in users and

logged out users. Similarly, as described above, in the NetWare implementation, the query

retrieves a list of “currently logged in users.”

Claim 30 requires that the “computer system further comprises a visual

display and the user interface comprises a graphic user interface.”

9] 263. The VocalChat client has a graphical user interface that is a “visual display.” See,

e.g., User Guide, page 11 (illustrating the primary VocalChat GUI including a Call button, a

volume slider and a plurality of Quick Dial buttons).

Claim 31 requires that “the element representing the first communication

line and the element representing the first callee process are graphic

elements and wherein the program code for establishing a point-to-point

communication link from the caller process to the first callee process fu.rther
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comprises: program code, responsive to manipulation of the graphic

elements on the graphic user interface, for establishing the point-to-point

communication link from the caller process to the first callee process.”

9] 264. A VocalChat user makes a point-to-point call to another user with the Call button

or a Quick Dial Button representing a frequently called callee. See User Guide, page 14 (“just

select a user from the user list, and choose “OK"). Callees were also represented as Quick Dial

buttons. See Help File, pages ll, 20-21 (“Setting a Quick Dial Button“).

Claim 34 requires “modifying the compilation of entries.”

9] 265. The compilation of entries stored on the server (e.g., in the Connection

List/USERS file) is modified as new users install VocalChat software and as existing users log in

and log off. For example, “[w]hen the network used is not NetWare or Windows for

Workgroups, VocalChat maintains a shared USE-RS file with the names of logged in users. Each

time a user loads VocalChat, its entg in the USERS file is updated with its IPX/NetBIOS

address. When exiting VocalChat, the address is removed, but the user name is kept in the file.”

VocalChat Network lnforrnation, page l0 (emphasis added). Later VocalChat implementations

(e.g., version 2.02), refer to the USERS file as a “Connection List” file, which is modified in the

same manner as the USERS file. See, e.g., Help File, page 2 (“a shared CONNLIST.VC file is

used by the different running copies of VocalChat to hold user names and addresses. This file is

placed in the Post Office directory.”).

Claim 35 requires “adding an entry to the compilation upon the occurrence

of a predetermined event.”

‘]I 266. An entry is added to the compilation of entries within the Connection List/USERS

file when a user first sets up VocalChat or when the user logs in to VocalChat. See, e.g.,

VocalChat Network Information, page l0 (“Each time a user loads VocalChat, its entry in the

USERS file is updated with its IPX/NetBIOS address“); Help File, page 2 (“a shared

CONNLlST.VC file is used by the different running copies of VocalChat to hold user names and

addresses . . . the user name for each user, is entered when performing the User Installation in the

Setup program”); page 4 (user installation “is used to . . . add the user to the Address Book”);

page l0 (user name “will be used by VocalChat to identify you and will appear in the VocalChat

Address Book and in the Connection List file”).
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Claim 36 requires that “the predetermined event comprises notification by a

user process of an assigned network protocol address.”

‘][ 267. When a user logs in, or when a computer with VocalChat is turned on, the

network address of the VocalChat client is sent to the Connection List/USERS file. For

example, as described in VocalChat Network Information, “[w]hen the network used is not

NetWare or Windows for Workgroups, VocalChat maintains a shared USERS file with the

names of logged in users. Each time a user loads VocalChat, its entry in the USERS file is

updated with its IPX/NetBIOS address.” VocalChat Network Information, page 10.

Claim 37 requires “deleting an entry from the compilation upon the

occurrence of a predetermined event.”

‘][ 268. VocalChat inherently discloses this limitation. Any database containing entries,

such as the one used on the server containing the Connection List/USERS file, is inherently

capable of deleting entries upon request from an end user and/or a network administrator.

Moreover, when a user logs off the system, the user’s network address is deleted from the list of

“on-line” users. See, e.g., VocalChat Network Information, page 10 (“VocalChat maintains a

shared USERS f1le with the names of logged in users. Each time a user loads VocalChat, its

entry in the USERS file is updated with its IPX/NetBIOS address. When exitino VocalChat the
 

address is removed, but the user name is kept in the file.”) (emphasis added).

Claim 39 requires “program code configured to modify the compilation of
entries.”

9] 269. The compilation of entries stored on the server (e.g., in the Connection

List/USERS file) is modified as new users install VocalChat software and as existing users log in

and log off. For example, “[w]hen the network used is not NetWare or Windows for

Workgroups, VocalChat maintains a shared USERS file with the names of logged in users. Each

time a user loads VocalChat: its entg in the USERS file is updated with its [PX/NetBIOS

address. When exiting VocalChat, the address is removed, but the user name is kept in the file.”

VocalChat Network Information, page 10 (emphasis added). Later VocalChat implementations

(e. g., version 2.02), refer to the USERS file as a “Connection List” file, which is modified in the

same manner as the USERS file. See, e.g., Help File, page 2 (“a shared CONNLIST.VC file is

used by the different running copies of VocalChat to hold user names and addresses. This file is

placed in the Post Off1ce directory.’’).
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Claim 40 requires “program code configured to add an entry to the

compilation upon the occurrence of a predetermined event.”

9] 270. An entry is added to the compilation of entries within the Connection List/USERS

file when a user first sets up VocalChat or when the user logs on to VocalChat. See, e.g.,

VocalChat Network Information, page 10 (“Each time a user loads VocalChat, its entry in the

USERS file is updated with its IPX/NetBIOS address“); Help File, page 2 (“a shared

CONNLIST.VC tile is used by the different running copies of VocalChat to hold user names and

addresses . . . the user name for each user, is entered when performing the User Installation in the

Setup program”); page 4 (user installation “is used to . . . add the user to the Address Book”);

page 10 (user name “will be used by VocalChat to identify you and will appear in the VocalChat

Address Book and in the Connection List file“).

Claim 41 requires that the “predetermined event comprises notification by a

process of an assigned network protocol address.”

9] 271. When a user logs in, or when a computer with VocalChat is turned on, the

network address of the VocalChat client is sent to the Connection List/USERS file. For

example, as described in VocalChat Network Information, “[w]hen the network used is not

NetWare or Windows for Workgroups, VocalChat maintains a shared USERS file with the

names of logged in users. Each time a user loads VocalChat, its entry in the USERS file is

updated with its IPX/NetBIOS address.” VocalChat Network Information, page 10.

Claim 42 requires “program code configured to delete an entry from the

compilation upon the occurrence of a predetermined event.”

‘]I 272. VocalChat inherently discloses this limitation. Any database containing entries,

such as the one used on the server containing the Connection List/USERS file, is inherently

capable of deleting entries upon request from an end user and/or a network administrator.

Moreover, when a user logs off the system, the user’s network address is deleted from the list of

“on-line” users. See, e.g., VocalChat Network Information, page 10 (“VocalChat maintains a

shared USERS tile with the names of logged in users. Each time a user loads VocalChat, its

entry in the USERS file is updated with its IPX/NetBIOS address. When exiting VocalChat the
 

address is removed, but the user name is kept in the file.”) (emphasis added).
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2. The VocalChat references further in view of RFC 1531

Q] 273. Claim [-2, 4, 7, 10-1 1, 19-22, 30-42 should be rejected under 35 U.S.C. § 103 as

being unpatentable over the VocalChat references and further in view of RFC 1531.

9] 274. Claim 33 states that the network protocol address of the client computer system is

“dynamically assigned.“ See Claim 33 (“A method for locating processes having dynamically

assigned network protocol addresses over a computer network”). Other independent claims

state, more generally, that the network protocol address is assigned or transmitted to the database

following the connection of the computer to the computer network. See Claim l (“transmitting

to the server a network protocol address received by the first process following connection to the

computer network”); Claim 2 (“each network protocol address stored in the memory following

connection of a respective process to the computer network“); Claim 4 (“the network protocol

addresses received following connection of the respective process to the computer network“);

Claim 32 (“the Internet Protocol address added to the list following connection of the process to

the computer network“); Claim 38 (“the network protocol address of the corresponding process

assigned to the process upon connection to the computer network"); Claim 43 (“the network

protocol address of each respective process forwarded to the database following connection to

the computer network“); Claim 44 (“following connection of the first process to the computer

network forwarding to the address server a network protocol address”).

9] 275. As described above, VocalChat inherently describes these features. By way of

example, on many networks, including the TCP/IP networks of VocalChat, network addresses

are assigned “following connection to the computer network.” See, e.g., Dynamic Host

Configuration Protocol, RFC l53l (Oct. l993) (“RFC l53l“), Section 2.2 (describing the

“dynamic allocation of network addresses“ on TCP/IP networks). For this reason, in at least

some instances, the VocalChat computer system dynamically receives its IP address, following

connection to the computer network. Consequently, dynamic address assignment is inherent in

the VocalChat system.

9] 276. Alternatively, a SNQ of patentability of Claims l-2, 4, 7, l0-l l, l9-22, 30-42 is

raised under 35 U.S.C. § 103 based on the VocalChat references in view of RFC 1531, which

describes how TCP/[P addresses are dynamically assigned. See, e.g., Dynamic Host
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Configuration Protocol, RFC 1531 (Oct. 1993) (“RFC 1531“), Section 2.2 (describing the

“dynamic allocation of network addresses“ on TCP/[P networks).

3. Motivation to Combine the VocalChat references with RFC 1531

9] 277. A motivation to combine VocalChat with RFC 1531 exists because VocalChat

describes the VocalChat software operating on a TCP/IP network and RFC 1531 describes a well

known technique for dynamically assigning IP addresses within a TCP/IP network. One of

ordinary skill in the art would have been motivated to combine VocalChat with RFC 1531 to

realize the benefits associated with dynamic IP address assignment. For example, one of

ordinary skill in the art would have been motivated to use dynamic [P address assignment

because it eliminates the burdensome task of manually assigning IP addresses for all networked

computers and allows for “automatic reuse of an address that is no longer needed by the host to

which it was assigned.” RFC 1531, page 2 (Section 1, Introduction). In fact, one of skill in the

art would have understood at the time of the alleged invention of the ‘704 patent that VocalChat

software would be installed and executed on personal computers that would frequently have their

IP addresses dynamically assigned.

4. The VocalChat References in view of NetBIOS

9] 278. Claim 3 should be rejected under 35 U.S.C. § l03(a) as being unpatentable over

VocalChat references in view of NetBIOS.

Claim 3 of the ‘704 patent requires “a timer, operatively coupled to the

processor, for time stamping the network protocol addresses stored in the

memory.”

9] 279. VocalChat does not describe a timer for time stamping network protocol address.

However, time stamping was a well known technique at the time the application which resulted

in the ‘704 patent was filed. For example, the NetBIOS Name Server (“NBNS”) described in

NetBIOS includes a timer for time-stamping name/IP address entries. As described in NetBIOS,

“[t]he NBNS may impose a ‘time-to-live‘ on each name it registers. The registering node is

made aware of this time value during the name registration procedure.” NetBIOS at 382.

Similarly, as described in NetBlOS:
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If an end-node holds any names that have finite time-to-live values, then that node

must periodically send a status report to the NBNS. Each name is reported using

the NAME REFRESH REQUEST packet. These status reports restart the timers

of both the NBNS and the reporting node. However, the only timers which are

restarted are those associated with the name found in the status report. Timers on
other names are not affected. Id.

5. Motivation to Combine the VocalChat References with NetBIOS

‘][ 280. A motivation to combine VocalChat with NetBIOS explicitly exists within

VocalChat. For example, NetBIOS is one of the network protocols explicitly supported by

VocalChat. See, e.g., Help File, page 2 (“When NetBIOS or IPX are used, but not with

NetWare or Window for Workgroups, or when TCP/1P is used, a shared CONNLIST.VC file is

used by the different running copies of VocalChat to hold user names and addresses.”) (underline

emphasis added). Thus, one of ordinary skill in the art would have been motivated to combine

VocalChat with NetBIOS, because VocalChat explicitly states that NetBIOS may be used as the

underlying network protocol.

6. The VocalChat References in view of Pinard

‘][ 281. Claims l2-18 and 23-29 should be rejected under 35 U.S.C. § 103 as being

unpatentable over the VocalChat references in view of Pinard.

CLAIMS 12-18 & 23-29

Claim 12 and 23 requires “providing an element representing a second

communication line” and “program code for generating an element

representing a second communication line,” respectively.

Q] 282. The graphical user interface described in Pinard provides an element representing

a second communication line. For example, call icons 23 and 29 representing two

communication lines are shown in Figure 6 of Pinard. See Pinard, 5:31-40, Figure 6 (“Now

there are clearly two calls in progress . . .”).

Claims 13 and 24 require “terminating the point-to-point communication

link from the caller process to the first callee process, in response to the user

disassociating the element representing the first callee process from the

element representing the first communication line” and “program code,

responsive to the user disassociating the element representing the first callee
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process from the element representing the first commu.nication line, for

terminating the point-to-point communication link from the caller process to

the first callee process,” respectively.

9] 283. Figure 6 of Pinard illustrates how a call represented by call icon 23 is terminated

by dragging the user icon for “John“ 21 out of the call icon 23. Similarly, Figure 11 illustrates

how a call is terminated by dragging the user icon to a “waste basket“ icon 26.

Claim 13 and 24 further require “establishing a different point-to-point

communication link from the caller process to the first callee process, in

response to the user associating the element representing the first callee

process with the element representing the second communication line” and

“program code responsive to the user associating the element representing

the first callee process with the element presenting the second

communication line, for establishing a different point-to-point

communication link from the caller process to the first callee process,”

respectively.

9] 284. In Figure 6, the callee process icon for “John“ 21 is dragged from call icon 23 to

call icon 29, thereby terminating the call represented by call icon 23 and establishing a different

link with the callee process represented by icon 21 (in this case a conference call with “John,“

“Mary,” and “Debbie“). Moreover, once a callee is removed from a call by clicking and

dragging the callee’s icon, a new call can always be established with the callee by dragging the

callee’s icon to a call setup icon. See, e.g., Pinard, Figure 3 (showing a callee icon dragged from

a directory to a call setup icon to establish a call). See also Pinard, Col. 4, lines 22-31.

Claims 14 and 25 require “providing a user interface element representing a

second callee process; and . . . establishing a conference point-to-point

communication link between the caller process and the first and second

callee process, in response to the user associating the element representing

the second callee process with the element representing the first

communication line” and “program code for generating an element

representing a second callee process; and program code means, responsive to

the user associating the element representing the second callee process with

the element representing the first communication line, for establishing a

conference communication link between the caller process and the first and

second callee process,” respectively.

9] 285. In Figure 6 of Pinard, the user interface element for “John” 21 is dragged from

call icon 23 to call icon 29, thereby creating a conference call between “John,” “Mary,“ and

“Debbie.” See Pinard, Col. 5, lines 31-44 (“Now to conference all parties, the user Debbie

merely drags the John icon to the call icon 29.“).
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Claims 15 and 26 require “removing the second callee process from the

conference point-to-point communication link in response to the user

disassociating the element representing the second callee process from the

element representing the first communication line” and “program code,

responsive to the user disassociating the element representing the second

callee process from the element representing the first communication line,

for removing the second callee process from the conference communication

link,” respectively.

9] 286. In Pinard, any callee process can be removed from a conference call by dragging

the element representing the callee process from the conference call icon. For example, Figure 8

of Pinard shows the user icon “Debbie” removed from conference call represented by call icon

32, thereby “breaking Debbie‘s line from the conference.” Pinard, Col. 6, lines 14-15.

Claims 16 and 27 require “providing a user interface element representing a

communication line having a temporarily disabled status” and “program

code for generating an element representing a communication line having a

temporarily disabled status,” respectively.

9] 287. Examples of a “temporarily disabled status” provided in the ‘704 patent include

“line on hold” and “line on mute.” See, e. g., ‘704 patent, Claims 17 and 18. Pinard describes a

user interface element representing a communication line having a temporarily disabled status.

For example, Figure 12 illustrates a “hard hold” icon 39 to which user icons representing

callers/callees 41 may be dragged to put the callers/callees on hold. See, e.g., Pinard, Col. 6,

lines 36-53 (“To place Mary on hard hold, Debbie drags Mary‘s icon 28 to the hard hold icon

39.“).

Claims 16 and 27 also require “temporarily disabling a point-to-point

communication link between the caller process and the first callee process, in

response to the user associating the element representing the first callee

process with the element representing the communication line having a

temporarily disabled status” and “program code, responsive association of

the element representing the first callee process with the element

representing the communication line having a temporarily disabled status,

for temporarily disabling the point-to-point communication link between the

caller process and the first callee process,” respectively.

9] 288. In Pinard, in response to an icon of a caller/callee 41 being moved into the hard

hold icon 39, the caller/callee is placed on hold. See, e. g., Pinard, Col. 6, lines 36-53 (“To place

Mary on hard hold, Debbie drags Mary’s icon 28 to the hard hold icon 39.”).
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Claims 17 and 28 require that “the element provided in step D represents a

communication line on hold status” and “the communication line having a

temporarily disabled status comprises a communication line on hold status,”

respectively.

9] 289. In Pinard, in response to an icon of a caller/callee 41 being moved into the hard

hold icon 39, the caller/callee is placed on hold. See, e. g., Pinard, Col. 6, lines 36-53 (“To place

Mary on hard hold, Debbie drags Mary’s icon 28 to the hard hold icon 39.”).

Claim 18 and 29 require that “the element provided in step D represents a

communication line on mute status” and “the communication line having a

temporarily disabled status comprises a communication line on mute status,”

respectively.

‘][ 290. VocalChat describes a “communication line on mute status.“ As described in the

User’s Guide, “Manual Activation can also be used like the MUTE option in many phones: it lets

you talk without being heard on the other user's system.” User’s Guide, page 57.

7. Motivation to Combine VocalChat and Pinard

9] 291. A motivation to combine VocalChat and Pinard exists due to the problem to be

solved. Like VocalChat, Pinard relates to the field of computer-implemented telephony, and in

particular to a method of indicating the status of various calls, to a user. See Pinard, Col. 1, lines

S-7. Indeed, the graphical user interface described in Pinard could be used in any system that

operates a telephony application on a personal computer or on a personal computer in

conjunction with a server. See Pinard, Col. 1, lines 60-62; Col. 2, lines 41-45. One of ordinary

skill in the art would have recognized that the particular design choices reflected in the graphical

user interface of Pinard could readily be implemented within the context of the network

telephony system described in VocalChat. In fact, as described above, VocalChat discloses a

graphical user interface with some similar features to those described in Pinard.

VII. LIST OF EXHIBITS

Exhibit A U.S. Patent No. 6,108,704 issued to Hutton et al. (“the ‘704 patent”)

Exhibit B Protocols for X/Open PC Interworking SMB, Version 2, THE OPEN

GROUP (1992) (“NetBIOS”), which published as a single document
with:

0 Protocol Standard for a NetBIOS Service on a TCP/UDP Transport:
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Exhibit C

Exhibit D

Exhibit E

Exhibit F

Exhibit G

Exhibit I-I

Exhibit I

Exhibit J

Exhibit K
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Concept and Methods, RFC l00l (March I987) (“RFC 1001”); and

Protocol Standard for a NetBIOS Service on a TCP/UDP Transport:

Detailed Specifications, RFC 1002 (March 1987) (“RFC 1002”).

Etherphone: Collected Papers 1987-1988. The papers published

together as a single document i.nclude:

Polle T. Zellweger, et al., An Overview of the Etherphone System and

its Applications, IEEE CONFERENCE ON COMPUTER WORKSTATIONS

(March I988), 160-168 (hereinafter “Zellweger 1“).

Daniel C. Swinehart, Telephone Management in the Etherphone

System, PROCEEDINGS OF THE IEEE/IEICE GLOBAL

TELECOMMUNICATIONS CONFERENCE (November 1987), 1176-1180

(hereinafter “Swinehart l”).

Douglas B. Terry and Daniel C. Swinehart, Managing Stored Voice in

the Eiherphone System, ACM TRANSACTIONS ON COMPUTER SYSTEMS

6(1) (February 1988), 3-27 (hereinafter “Terry”).

Daniel C. Swinehart, System Support Requirements for Mttlti-media

WOI‘kSIflil0nS, PROCEEDINGS OF THE SPEECHTECH ‘88 CONFERENCE

(April 1988), 82-83 (hereinafter “Swinehart 2”).

Polle T. Zellweger, Active Paths through Multimedia Documents,

DOCUMENT MANIPULATION AND TYPOGRAPHY, .I .C. AN VILET (ED.),

CAMBRIDGE UNIVERSITY PRESS (1988) (hereinafter “Zellweger 2”)

Harrick M. Vin, et al., Multimedia Conferencing in the Etherphone

Environment, IEEE COMPUTER SOCIETY (October 1991) (“Vin”)

Dynamic Host Configuration Protocol, RFC 1531 (Oct. 1993) (“RFC

1531”)

Pinard, et al., U.S. Patent No. 5,533,110 (“Pinard”)

VocalChat User’s Guide, Version 2.0 (1994) (“User’s Guide”)

VocalChat Readme File, Version 2.02 (June, 1994) (“Readme”)

VocalChat 1.01 Networking Information (“VocalChat Networking”)

VocalChat Information (July 18, 1994) (“Help File”)

VocalChat Troubleshooting Help File (July 18, 1994)

(“Troubleshooting Help File”)
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Exhibit L

Exhibit M

Exhibit N

Exhibit 0

Exhibit P

Exhibit Q

Exhibit R

Exhibit S

Exhibit T

Exhibit U

Exhibit V

Exhibit W

Exhibit X

Declaration of VocalTec, Ltd., co-founder Alon Cohen

Claim Chart for NetBIOS

Claim Chart for Etherphone

Claim Chart for VocalChat

Comments on arguments made by Net2Phone’s expert to distinguish
over NetBIOS

Comments on arguments made by Net2Phone’s expert to distinguish

over Etherphone

Comments on arguments made by Net2Phone’s expert to distinguish
over VocalChat

Plaintiff Net2Phone’s Opening Claim Construction Brief (Oct. 18,

2007)

Reformatted Opening Claim Construction Brief of Skype

Technologies, SA, Skype, Inc., and Ebay Inc (Oct 18, 2007')

Plaintiff Net2Phone Inc.’s Response Brief on Claim Construction (Oct.

18, 2007)

Reformatted Responsive Claim Construction Brief of Skype

Technologies SA, Skype, Inc., and EBay Inc (Oct. 18, 2007')

Plaintiff Net2Phone, Inc.’s Reply Brief on Claim Construction (Oct.

19, 2007)

Reply Claim Construction Brief of Skype Technologies SA, Skype,

Inc., and EBay Inc. (Oct. 19, 2007)
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VIII. CONCLUSION

For the reasons set forth above, it is clear that a SNQ of patentability is raised in

connection with claims 1-7 and 10-44 of the ‘704 patent by this Request for Ex Pa:-re

Reexamination since claims 1-7 and 10-44 are anticipated and/or rendered obvious in view of the

above-listed prior art references. Therefore, it is requested that this request for reexamination be

granted and claims 1-7 and 10-44 all be finally rejected.

As identified in the attached Certificate of Service and in accordance with 37 CFR

§§1.33(c) and l.9l5(b)(6), a copy of the present request, in its entirety, is being served to the

address of the attorney or agent of record.

Please direct all correspondence in this matter to the undersigned.

Respectfully submitted,

/ET/

Edwin Taylor

Registration No. 25,129
Dated: /02-17-2009/

BLAKELY, SOKOLOFF, TAYLOR & ZAFMAN

1279 Oakmead Parkway

Sunnyvale, California 94085-4040

Telephone: 408/720-8300
Facsimile: 408/720-8383

Attomey Docket No.: 0380l.Gl64
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CERTIFICATE OF SERVICE

The undersigned certifies that copies of the following:

(1) Request for Er Pane Reexamination Transmittal Form; and

(2) Request for Ex Parre Reexamination including Exhibits A through X

were served on

JEFFREY S. GINSBERG, ESQ.
KENYON & KENYON

ONE BROADWAY

NEW YORK, NY [0004

_/ET/

Edwin H. Taylor

Dated: /02-17-2009/

the attorney of record for the assignee of USP 6,108,704 in accordance with 37 CFR §

1.915(b)(6), on the Q day of February, 2008.
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Request for EX PARTE Reexamination

U.S. Patent No. 6,108,704

Exhibit A

U.S. Patent No. 6,108,704 issued to Hutton, et al. (“the ‘704 patent”)

Customer No.: 8791 Blakely, Sokoloff, Taylor & Zafman, LLP

Sunnyvale, California 94085-4040

Telephone (408) 720-8300

Fax (403) 720-8383
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United States Patent [191

US006108704A

[11] Patent Number: 6,108,704

Hutton et al. '45] Date of Patent: Aug. 22, 2000

[54] POINT-TO-POINT INTERNET PROTOCOL
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protocol includes the steps of (a) storing in a database a
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a query from a first processing unit to a connection server to
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through the Internet. A second point-to-point Internet pro-
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the E-mail signal to a second processing unit; and (c)
transmitting a second IP address to the first processing unit
for establishing a point-to-point communication link
between the first and second processing units through the
Internet.
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1
POINT-TO-POINT INTERNET PROTOCOL

BACKGROUND OF THE INVENTION

1. Field of the Invention

This disclosure relates to network communication

protocols, and in particular to a point-to-point protocol for
use with the Internet.

2. Description of the Related Art

"Hie increased popularity of on-line services such as
AMERICA ONLINE7“, COMPUSERVE®, and other ser-

vices such as Internet gateways have spurred applications to
provide multimedia, including video and voice clips, to
online users. An example of an online voice clip application
is VOICE E—MAIL FOR WINCIM and VOICE E—MAIL

FOR AMERICA ONLINE“, available from Bonzi
Software, as described in “Simple Utilities Send Voice
E-Mail Online", MULTIMEDIA WORLD, VOL. 2, NO. 9,

August 1995. p. 52. Using such Voice E—Mail software, a
user may create an audio message to be sent to a predeter-
mined E-mail address specified by the user.

Generally, devices interfacing the to Internet and other
online services may communicate with each other upon
establishing respective device addresses. One type of device
address is the Internet Protocol (IP) address, which acts as
a pointer to the device associated with the IP address. A
typical device may have a Serial Line Internet Protocol or
Point-to-Point Protocol (SLIP/PPP) account with a perma-
nent IP address for receiving e—ma1l, voicemail, and the like
over the Internet. E-mail and voicemail is generally intended
to convey text, audio, etc., with any routing information
such as an IP address and routing headers generally being
considered an anifact of the communication, or even gib-
berish to the recipient.

Devices such as a host computer or server of a company
may include multiple modems for connection ofusers to the
Internet, with a temporary IP address allocated to each user.
For example, the host computer may have a general IP
address “XXX.XXX.XXX", and each user may be allocated
a successive IP address of XXX.XXX.XXX.10,
XXX.XXX.XXX.11, XXX.XXX.XXX.12, etc. Such tem-

porary IP addresses may be reassigned or recycled to the
users, for example, as each user is successively connected to
an outside party. For example, a host computer ofa company
may support a maximum of 254 IP addresses which are
pooled and shared between devices connected to the host
computer.

Pennanent IP addresses of users and devices accessing the
Internet readily support point-to-point communications of
voice and video signals over the Internet. For example,
realtime video teleconferencing has been implemented using
dedicated IP addresses and mechanisms known as reliectors.

Due to the dynamic nature of temporary IP addresses of
some devices accessing the Internet, point-to-point commu-
nications in realtime of voice and video have been generally
difficult to attain.

SUMMARY OF THE INVENTION

A point-to-point Internet protocol is disclosed which
exchanges Internet Protocol (IP) addresses between process-
ing units to establish a point-to-point communication link
between the processing units through the Internet.

Afirst point-to-point Internet protocol is disclosed which
includes the steps of:

(a) storing in a database a respective IP address of a set of
processing units that have an on-line status with respect
to the Internet;
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(b) transmitting a query from a first processing unit to a
connection server to determine the on—line status of a

second processing unit; and

(c) retrieving the IP address of the second unit from the
database using the connection server, in response to the
determination of a positive on-line status of the second
processing unit, for establishing a point-to-point com-
munication link between the first and second process-
ing units through the Internet.

A second point-to-point Internet protocol is disclosed,
which includes the steps of:

(:1) transmitting an E-mail signal, including a first IP
address, from a first processing unit;

(b) processing the E-mail signal through the Internet to
deliver the E-mail signal to a second processing unit:
and

(c) transmitting a second IP address to the first processing
unit for establishing a point-to-point communication
link between the first and second processing units
through the Internet.

BRIEF DESCRIPTION OF THE DRAWINGS

The features of the disclosed point-to-point Internet pro-
. tocol and system will become more readily apparent and

may be better understood by referring to the following
detailed description of an illustrative embodiment of the
present invention, taken in conjunction with the accompa-
nying drawings, where:

FIG. 1 illustrates, in block diagram fonnat, a system for
the disclosed point-to-point Internet protocol;

FIG. 2 illustrates, in block diagram format, the system
using a secondary point-to-point Internet protocol;

FIG. 3 illustrates, in block diagram format, the system of
FIGS. 1-2. with the point-to-point Internet protocol estab-
lished;

FIG. 4 is another block diagram of the system of FIGS.
1-2 with audio communications being conducted;

FIG. 5 illustrates a display screen for a processing unit;

FIG. 6 illustrates another display screen for a processing
unit;

FIG. 7 illustrates a liowchart of the initiation of the

point-to-point Internet protocols;

FIG. 8 illustrates a flowchart of the performance of the
primary point-to-point Internet protocols; and

FIG. 9 illustrates a liowchart of the performance of the
secondary point-to-point Internet protocol.

DESCRIPTION OF THE PREFERRED
EMBODIMENTS

Referring now in specific detail to the drawings, with like
reference numerals identifying similar or identical elements,
as shown in FIG. 1, the present disclosure describes a
point-to-point Internet protocol and system 10 for using such
a protocol.

In an exemplary embodiment, the system 10 includes a
first processing unit 12 for sending at least a voice signal
from a first user to a second user. "Hie first processing unit
12 includes a processor 14, a memory 16, an input device 18,
and an output device 20. The output device 20 includes at
least one modem capable of, for example, 14.4 kbaud
communications and operatively connected via wired and/or
wireless communication connections to the Internet. One

skilled in the art would understand that the input device 18
may be implemented at least in pan by the modem of the
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output device 20 to allow input signals from the communi-
cation connections to be received. "Hie second processing
unit 22 may have a processor, memory, and input and output
devices, including at least one modem and associated com-
munication connections, as described above for the first
processing unit 12. In an exemplary embodiment, each of
the processing units 12, 22 may be a WEBPHONETM unit,
available from NetSpeak Corporation, Boca Raton, Fla.
capable of operating the disclosed point-to-point Internet
protocol and system 10, as described herein.

The first processing unit 12 and the second processing
unit 22 are operatively connected to the Internet 24 by
communication devices and software known in the art. The

processing units 12, 22 may be operatively interconnected
through the Internet 24 to a connection server 26, and may
also be operatively connected to a mail server 28 associated
with the Internet 24.

"Hie connection server 26 includes a processor 30, a timer
32 for generating timestamps, and a memory such as a
database 34 for storing, for example, E-mail and Internet
Protocol (IP) addresses of logged-in units. In an exemplary
embodiment, the connection server 26 may be a SPARC 5
server or a SPARC 20 server, available from SUN

MICROSYSTEMS, INC.. Mountain Veiw. Calif. having a
central processing unit (CPU) as processor 30 operating an
operating system (05) such as UNIX and providing timing
operations such as maintaining the timer 32, a hard drive or
fixed drive as well as dynamic random access memory
(DRAM) for storing the database 34, and a keyboard and
display and/or other input and output devices (not shown in
FIG. 1). The database 34 may be an SQL database available
from ORACLE or INFOMIX.

In an exemplary embodiment, the mail server 28 may be
a Post Oflice Protocol (POP) Version 3 mail server including
a processor, memory, and stored programs operating in a
UNIX environment, or alternatively another 05, to process
E-mail capabilities between processing units and devices
over the Internet 24.

"Hie first processing unit 12 may operate the disclosed
point-to-point Internet protocol by a computer program
described hereinbelow in conjunction with FIG. 6, which
may be implemented from compiled and/or interpreted
source code in the C++ programming language and which
may be downloaded to the first processing unit 12 from an
external computer. The operating computer program may be
stored in the memory 16, which may include about 8 MB
RAM and/or a hard or fixed drive having about 8 MB.
Alternatively, the source code may be implemented in the
first processing unit 12 as firmware, as an erasable read only
memory (EPROM), etc. It is understood that one skilled in
the an would be able to use programming languages other
than C++ to implement the disclosed point-to-point Internet
protocol and system 10.

"Hie processor 14 receives input commands and data from
a first user associated with the first processing unit 12
through the input device 18, which may be an input port
connected by a wired, optical, or a wireless connection for
electromagnetic transmissions, or alternatively may be
transferable storage media, such as floppy disks, magnetic
tapes, compact disks, or other storage media including the
input data from the first user.

"Hie input device 18 may include a user interface (not
shown) having, for example, at least one button actuated by
the user to input commands to select from a plurality of
operating modes to operate the first processing unit 12. In
alternative embodiments, the input device 18 may include a
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keyboard, a mouse, a touch screen, and/or a data reading
device such as a disk drive for receiving the input data from
input data files stored in storage media such as a floppy disk
or, for example, an 8 mm storage tape. The input device 18
may alternatively include connections to other computer
systems to receive the input commands and data therefrom.

"Hie first processing unit 12 may include a visual interface
as the output device 20 for use in conjunction with the input
device 18 and embodied as one of the screens illustrated by
the examples shown in FIGS. 5-6 and discussed below. It is
also understood that alternative input devices may be used in
conjunction with alternative output devices to receive com-
mands and data from the user, such as keyboards, mouse
devices, and graphical user interfaces (GUI) such as WIN-
DOWS“ 3.1 available from MICROSOFT“ Corporation
Redmond, Was. executed by the processor 14 using, for
example, DOS 5.0. One skilled in the an would understand
that other operating systems and GUIs, such as OS/2 and
05,‘? WARP, available from IBM CORPORATION, Boca
Raton, Fla. may be used. Other alternative input devices may
include microphones and/or telephone handsets for receiv-
ing audio voice data and commands, with the first processing
unit 12 including speech or voice recognition devices, dual
tone multi-frequency (DTMF) based devices, and/or soft-
ware known in the an to accept voice data and commands
and to operate the first processing unit 12.

In addition, either of the first processing unit 12 and the
second processing unit 22 may be implemented in a personal
digital assistant (PDA) providing modern and E-mail capa-
bilities and Internet access, with the PDA providing the
input/output screens for mouse interaction or for touch-
screen activation as shown, for example, in FIGS. 4-5, as a
combination of the input device 18 and output device 20.

For clarity of explanation, the illustrative embodiment of
the disclosed point-to-point Internet protocol and system 10
is presented as having individual functional blocks, which
may include functional blocks labelled as “processor" and
“processing unit”. The functions represented by these blocks
may be provided through the use of either shared or dedi-
cated hardware, including, but not limited to, hardware
capable of executing software. For example, the functions of
each of the processors and processing units presented herein
may be provided by a shared processor or by a plurality of
individual processors. Moreover, the use of the functional
blocks with accompanying labels herein is not to be con-
strued to refer exclusively to hardware capable of executing
software. Illustrative embodiments may include digital sig-
nal processor (DSP) hardware, such as the AT&T DSPI6 or
DSP32C, read-only memory (ROM) for storing software
performing the operations discussed below, and random
access memory (RAM) for storing DSP results. Very large
scale integration (VLSI) hardware embodiments, as well as
custom VLSI circuitry in combination with a general pur-
pose DSP circuit, may also be provided. Any and all of these
embodiments may be deemed to fall within the meaning of
the labels for the functional blocks as used herein.

The processing units 12, 22 are capable of placing calls
and connecting to other processing units connected to the
Internet 24, for example, via dialup SLIP/PPP lines. In an
exemplary embodiment, each processing unit assigns an
unsigned long session number, for example, a 32-bit long
sequence in a "‘.ini file for each call. Each call may be
assigned a succe$ive session number in sequence, which
may be used by the respective processing unit to associate
the call with one of the SLIP/PPP lines, to associate a

<C‘onnectOK> response signal with a <C‘onnectRequest>
signal, and to allow for multiplexing and demultiplexing of
inbound and outbound conversations on conference lines.
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For callee (or called) processing units with fixed IP
addresses, the caller (or calling) processing unit may open a
“socket", i.e. a file handle or address indicating where data
is to be sent, and transmit a <Call> command to establish
communication with the callee utilizing, for example, data-
gram services such as Internet Standard network layering as
well as transport layering, which may include a Transport
Control Protocol (TCP) or a User Datagram Protocol (U DP)
on top of the IP. Typically, a processing unit having a fixed
IP address may maintain at least one open socket and a
called processing unit waits for a <C‘all> command to assign
the open socket to the incoming signal. If all lines are in use,
the callee processing unit sends a BUSY signal or message
to the caller processing unit.

As shown in FIG. 1, the disclosed point—to—point Internet
protocol and system 10 operate when a callee processing
unit does not have a fixed or predetermined IP address. In the
exemplary embodiment and without loss of generality, the
first processing unit 12 is the caller processing unit and the
second processing unit 22 is the called processing unit.

When either of processing units 12, 22 logs on to the
Internet via a dial-up connection, the respective unit is
provided a dynamically allocated IP address by a connection
service provider.

Upon the first user initiating the point—to-point Internet
protocol when the first user is logged on to Internet 24, the
first processing unit 12 automatically transmits its associated
E-mail address and its dynamically allocated IP address to
the connection server 26. The connection server 26 then

stores these addresses in the database 34 and timestamps the
stored addresses using timer 32. The first user operating the
first processing unit 12 is thus established in the database 34
as an active on-line pany available for communication using
the disclosed point-to—point Internet protocol. Similarly, a
second user operating the second processing unit 22, upon
connection to the Internet 24 through a connection service
provider, is processed by the connection server 26 to be
established in the database 34 as an active on-line pany.

The connection server 26 may use the timestamps to
update the status of each processing unit; for example, after
2 hours, so that the on-line status information stored in the

database 34 is relatively current. Other predetermined time
periods, such as a default value of 24 hours, may be
configured by a systems operator.

The first user with the first processing unit 12 initiates a
call using, for example, a Send command and/or a command
to speeddial an NT" stored number, which may be labelled
[SND] and [SPDIN], respectively, by the input device 18
and/or the output device 20, such as shown in FIGS. 5-6. In
response to either the Send or speeddial commands, the first
processing unit 12 retrieves from memory 16 a stored E-mail
address of the callee corresponding to the NT” stored
number. Alternatively, the first user may directly enter the
E-mail address of the callee.

The first processing unit 12 then sends a query, including
the E-mail address of the callee, to the connection server 26.
The connection server 26 then searches the database 34 to

determine whether the callee is logged-in by finding any
stored information corresponding to the callee’s E-mail
address indicating that the callee is active and on-line. If the
callee is active and on-line, the connection server 26 then
performs the primary point-to-point Internet protocol; i.e.
the IP address of the callee is retrieved from the database 34

and sent to the first processing unit 12. The first processing
unit 12 may then directly establish the point-to-point Inter-
net communications with the callee using the IP address of
the callee.
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If the callee is not on-line when the connection server 26

determines the callee's status, the connection server 26

sends an OFFLINE signal or message to the first processing
unit 12. The first processing unit 12 may also display a
message such as “Called Pany OH-Line” to the first user.

When a user logs oli‘ or goes ofi‘-line from the Internet 24,
the connection server 26 updates the status of the user in the
database 34; for example, by removing the user's
information, or by fiagging the user as being oh‘-line. The
connection server 26 may be instructed to update the user’s
information in the database 34 by an ofi‘-line message, such
as a data packet, sent automatically from the processing unit
of the user prior to being disconnected from the connection
server 26. Accordingly, an ofi'-line user is effectively dis-
abled from making and/or receiving point-to-point Internet
communications.

As shown in FIGS. 2-4, the disclosed secondary point-
to-point Internet protocol may be used as an alternative to
the primary point-to-point Internet protocol described
above, for example, if the connection server 26 is non-
responsive, inoperative, and/or unable to perform the pri-
mary point-to-point lntemet protocol, as a non-responsive
condition. Alternatively, the disclosed secondary point-to-
point Internet protocol may be used independent of the
primary point—to-point Internet protocol. In the disclosed
secondary point-to-point Internet protocol, the first process-
ing unit 12 sends a <ConnectRequest> message via E-mail
over the Internet 24 to the mail server 28. The E-mail

including the <ConnectRequest> message may have, for
example, the subject

[*wp#XXXXXXXX#nnn.nnn.nnn.nnn#emailAddr]
where nnn.nnn.nnn.nnn is the current (i.e. temporary or
permanent) IP address of the first user, and XXXXXXXX is
a session number, which may be unique and associated with
the request of the first user to initiate point-to-point com-
munication with the second user.

As described above, the first processing unit 12 may send
the <ConnectRequest> message in response to an unsuc-
cessful attempt to perfonn the primary point-to-point Inter-
net protocol. Alternatively, the first processing unit 12 may
send the <ConnectRequest> message in response to the first
user initiating a SEND command or the like.

After the <ConnectRequest> message via E-mail is sent,
the first processing unit 12 opens a socket and waits to detect
a response from the second processing unit 22. A timeout
timer, such as timer 32, may be set by the first processing
unit 12, in a manner known in the art, to wait for a

predetermined duration to receive a <ConnectOK> signal.
The processor 14 of the first processing unit 12 may cause
the output device 20 to output a Ring signal to the user, such
as an audible ringing sound, about every 3 seconds. For
example, the processor 14 may output a "‘.wav file, which
may be labelled RING.WAV, which is processed by the
output device 20 to output an audible ringing sound.

The mail server 28 then polls the second processing unit
22, for example, every 3-5 seconds, to deliver the E-mail.
Generally, the second processing unit 22 checks the incom-
ing lines, for example, at regular intervals to wait for and to
detect incoming E-mail from the mail server 28 through the
Internet 24.

Typically, for sending E-mail to users having associated
processing units operatively connected to a host computer or
server operating an Internet gateway, E-Mail for a specific
user may be sent over the Internet 24 and directed to the
permanent IP address or the SLIP/PPP account designation
of the host computer, which then assigns a temporary IP
address to the processing unit of the specified user for
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properly routing the E-mail. The E-mail signal may include
a name or other designation such as a usemame which
identifies the specific user regardless of the processing unit
assigned to the user; that is, the host computer may track and
store the specific device where a specific user is assigned or
logged on, independent of the IP address system, and so the
host computer may switch the E-mail signal to the device of
the specific user. At that time, a temporary IP address may
be generated or assigned to the specific user and device.

Upon detecting and/or receiving the incoming E-mail
signal from the first processing unit 12, the second process-
ing unit 22 may assign or may be assigned a temporary IP
address. Therefore, the delivery of the E-mail through the
Internet 24 provides the second processing unit 22 with a
session number as well as IP addresses of both the first

processing unit 12 and the second processing unit 22.
Point-to-point communication may then be established by

the processing units 12, 22. For example, the second pro-
cessing unit 22 may process the E-mail signal to extract the
<ConnectRequest> message, including the IP address of the
first processing unit 12 and the session number. The second
processing unit 22 may then open a socket and generate a
<ConnectOK> response signal, which includes the tempo-
rary IP address of the second processing unit 22 as well as
the session number.

"Hie second processing unit 22 sends the <ConnectOK>
signal directly over the Internet 24 to the IP address of the
first processing unit 12 without processing by the mail server
28, and a timeout timer of the second processing unit 22 may
be set to wait and detect a <Call> signal expected from the
first processing unit 12.

Realtime point-to-point communication of audio signals
over the Internet 24, as well as video and voicemail, may
thus be established and supported without requiring perma-
nent IP addresses to be assigned to either of the users or
processing units 12, 22. For the duration of the realtime
point-to-point link, the relative permanence of the current IP
addresses of the processing units 12, 22 is sutficient, whether
the current IP addresses were permanent (i.e. predetermined
or preassigned) or temporary (i.e. assigned upon initiation of
the point-to-point communication).

In the exemplary embodiment, a first user operating the
first processing unit 12 is not required to be notified by the
first processing unit 12 that an E-mail is being generated and
sent to establish the point-to-point link with the second user
at the second processing unit 22. Similarly. the second user
is not required to be notified by the second processing unit
22 that an E-mail has been received and/or a temporary IP
address is associated with the second processing unit 22. The
processing units 12, 22 may perform the disclosed point
to-point Internet protocol automatically upon initiation of
the point-to-point communication command by the first user
without displaying the E-mail interactions to either user.
Accordingly, the disclosed point-to-point Internet protocol
may be transparent to the users. Alternatively, either of the
first and second users may receive, for example, a brief
message of “CONNECTION IN PROGRESS" or the like on
a display of the respective output device of the processing
units 12, 22.

After the initiation ofeither the primary or the secondary
point-to-point Internet protocols described above in con-
junction with FIGS. 1-2, the point-to-point communication
link over the Internet 24 may be established as shown in
FIGS. 3-4 in a manner known in the art. For example,
referring to FIG. 3, upon receiving the <C‘onnectOK> signal
from the second processing unit 22, the first processing unit
12 extracts the IP address of the second processing unit 22
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and the session number, and the session number sent from
the second processing unit 22 is then checked with the
session number originally sent from the first processing unit
12 in the <ConnectRequest> message as E-mail. If the
session numbers sent and received by the processing unit 12
match, then the first processing unit 12 sends a <Call> signal
directly over the Internet 24 to the second processing unit
22; ie using the IP address of the second processing unit 22
provided to the first processing unit 12 in the <ConnectOK>
signal.

Upon receiving the <Call> signal, the second processing
unit 22 may then begin a ring sequence, for example, by
indicating or annunciating to the second user that an incom-
ing call is being received. For example, the word “CALL"
may be displayed on the output device of the second
processing unit 22. The second user may then activate the
second processing unit 22 to receive the incoming call.

Referring to FIG. 4, after the second processing unit 22
receives the incoming call, realtime audio and/or video
conversations may be conducted in a manner known in the
art between the first and second users through the Internet
24, for example, by compressed digital audio signals. Each
of the processing units 12, 22 may also display to each
respective user the words “IN USE" to indicate that the

_ point-to-point communication link is established and audio
or video signals are being transmitted.

In addition, either user may terminate the point-to-point
communication link by, for example, activating a termina-
tion command, such as by activating an [END] button or
icon on a respective processing unit, causing the respective
processing unit to send an <End> signal which causes both
processing units to terminate the respective sockets, as well
as to perfonn other cleanup commands and functions known
in the art.

FIGS. 5-6 illustrate examples ofdisplay screens 36 which
may be output by a respective output device of each pro-
cessing unit 12, 22 of FIGS. 1-4 for providing the disclosed
point-to-point Internet protocol and system 10. Such display
screens may be displayed on a display of a personal com-
puter (PC) or a PDA in a manner known in the art.

As shown in FIG. 5, a first display screen 36 includes a
status area 38 for indicating, for example, a called user by
name and/or by IP address or telephone number; a current
function such as C2; a current time; a current operating
status such as “IN USE". and other control icons such as a

down arrow icon 40 for scrolling down a list of parties on a
current conference line. The operating status may include
such annunciators as “IN USE”, “IDLE”, “BUSY”, “NO
ANSWER”, “OFFLINE”, “CALL", “DIALING",
“MESSAGES”, and “SPEEDDIAL".

Other areas of the display screen 36 may include activa-
tion areas or icons for actuating commands or entering data.
For example, the display screen 36 may include a set of
icons 42 arranged in columns and rows including digits 0-9
and commands such as END, SND, HLD, etc. For example,
the END and SND commands may be initiated as described
above, and the HLD icon 44 may be actuated to place a
current line on hold. Such icons may also be configured to
substantially simulate a telephone handset or a cellular
telephone interface to facilitate ease of use, as well as to
simulate function keys of a keyboard. For example, icons
labelled Ll—L4 may be mapped to function keys F1—F4 on
standard PC keyboards, and icons C1-C3 may be mapped to
perform as combinations of function keys, such as C'TRL-
F1, CTRL—F2, and CTRL-F3, respectively. In addition, the
icons labelled Ll—I_A and C1-C3 may include circular
regions which may simulate light emitting diodes (LEDs)
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which indicate that the function or element represented by
the respective icon is active or being performed.

Icons L1—L4 may represent each of 4 lines available to the
caller, and icons C1-C3 may represent conference calls
using at least one line to connect, for example, two or more
parties in a conference call. The icons L1—L4 and C1-C3
may indicate the activity of each respective line or confer-
ence line. For example, as illustrated in FIG. 5, icons L1—L2
may have lightly shaded or colored circles, such as a green
circle, indicating that each of lines 1 and 2 are in use, while
icons I_3—L4 may have darkly shaded or color circles, such
as a red or black circle, indicating that each of lines 3 and
4 are not in use. Similarly, the lightly shaded circle of the
icon labelled C2 indicates that the function corresponding to
C2 is active, as additionally indicated in the status area 38,
while darkly shaded circles of icons labelled C1 and C3
indicate that such corresponding functions are not active.

The icons 42 are used in conjunction with the status area
38. For example, using a mouse for input, a line that is in use
as indicated by the lightly colored circle of the icon may be
activated to indicate a party’s name by clicking a right
mouse button for 5 seconds until another mouse click is

actuated or the [ESC] key or icon is actuated. Thus, the user
may switch between multiple calls in progress on respective
lines.

Using the icons as well as an input device such as a
mouse, a user may enter the name or alias or IP address, if
known, of a party to be called by either manually entering
the name, by using the speeddial feature, or by double
clicking on an entry in a directory stored in the memory,
such as the memory 16 of the first processing unit 12, where
the directory entries may be scrolled using the status area 38
and the down arrow icon 40.

once a called party is listed in the status area 38 as being
active on a line, the user may transfer the called party to
another line or a conference line by clicking and dragging
the status area 38, which is represented by a reduced icon 46.
Dragging the reduced icon 46 to any one of line icons L1—L4
transfers the called party in use to the selected line, and
dragging the reduced icon 46 to any one of conference line
icons C1-C3 adds the called party to the selected conference
call.

Other features may be supported, such as icons 48-52,
where icon 48 corresponds to, for example, an ALT-X
command to exit the communication facility of a processing
unit, and icon 50 corresponds to, for example, an ALT-M
command to minimize or maximize the display screen 36 by
the output device of the processing unit. Icon 52 corresponds
to an OPEN command, which may. for example, correspond
to pressing the 0 key on a keyboard, to expand or contract
the display screen 36 to represent the opening and closing of
a cellular telephone. An “opened" configuration is shown in
FIG. 5, and a “closed" configuration is shown in FIG. 6. In
the “opened" configuration, additional features such as out-
put volume (VOL) controls, input microphone (MIC)
controls, waveform (WAV) sound controls, etc.

The use of display screens such as those shown in FIGS.
5-6 provided flexibility in implementing various features
available to the user. It is to be understood that additional

features such as those known in the art may be supported by
the processing units 12, 22.

Alternatively, it is to be understood that one skilled in the
art may implement the processing units 12, 22 to have the
features of the display screens in FIGS. 5-6 in hardware; i.e.
a wired telephone or wireless cellular telephone may include
various keys, LEDs, liquid crystal displays (LCDs), and
touchscreen actuators corresponding to the icons and fea-
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tures shown in FIGS. 5-6. In addition, a PC may have the
keys of a keyboard and mouse mapped to the icons and
features shown in FIGS. 5-6.

Referring to FIG. 7, the disclosed point-to-point Internet
protocol and system 10 is initiated at a first processing unit
12 for point-to-point Internet communications by starting
the point-to-point Internet protocols in step 54; initiating the
primary point-to-point Internet protocol in step 56 by send-
ing a query from the first processing unit 12 to the connec-
tion server 26; determining if the connection server 26 is
operative to perform the point-to-point Internet protocol in
step 58 by receiving, at the first processing unit 12, an
on—line status signal from the connection server 26, which
may include the IP address of the callee or a “Callee
OH-Line” message; performing the primary point-to-point
Internet protocol in step 60, which may include receiving, at
the first processing unit 12, the IP address of the callee if the
callee is active and on-line; and initiating and performing the
secondary point-to-point Internet protocol in step 62 if the
called party is not active and/or on-line.

Referring to FIG. 8 in conjunction with FIGS. 1 and 3-4,
the disclosed point-to-point Internet protocol and system 10
operates using the connection server 26 to perform step 60
in FIG. 7 by starting the point-to-point Internet protocol in
step 64; timestamping and storing E—mail and IP addresses
of logged-in users and processing units in the database 34 in
step 66; receiving a query at the connection server 26 from
a first processing unit 12 in step 68 to determine whether a
second user or second processing unit 22 is logged-in to the
Internet 24, with the second user being 649-2 specified, for
example, by an E-mail address; retrieving the IP address of
the specified user from the database 34 in step 70 if the
specified user is logged—in to the Internet; and sending the
retrieved IP address to the first processing unit in step 72 to
establish point-to-point Internet communications with the
specified user.

Referring to FIG. 9 in conjunction with FIGS. 2-4, the
disclosed secondary point-to-point Internet protocol and
system 10 operates at the first processing unit 12 to perform
step 62 of FIG. 7. The disclosed secondary point-to-point
Internet protocol operates as shown in FIG. 9 by starting the
secondary point-to-point Internet protocol in step 74; gen-
erating an E-mail signal, including a session number and a
first IP address corresponding to a first processing unit in
step 76 using the first processing unit 12; transmitting the
E-mail signal as a <ConnectRequest> signal to the Internet
24 in step 78; delivering the E-mail signal through the
Internet 24 using a mail server 28 to a second processing unit
22 in step 80; extracting the session number and the first IP
address from the E-mail signal in step 82; transmitting or
sending the session number and a second IP address corre-
sponding to the second processing unit 22 to the first
processing unit 12 through the Internet 24 in step 84:
verifying the session number received from the second
processing unit 22 in step 86; and establishing a point-to-
point Internet communication link between the first process-
ing unit 12 and second processing unit 22 using the first and
second IP addresses in step 88.

While the disclosed point-to-point Internet protocols and
system have been particularly shown and described with
reference to the preferred embodiments, it is understood by
those skilled in the art that various modifications in form and

detail may be made therein without departing from the scope
and spirit of the invention. Accordingly, modifications such
as those suggested above, but not limited thereto, are to be
considered within the scope of the invention.
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What is claimed is:

1. A computer program product for use with a computer
system, the computer system executing a first process and
operatively connectable to a second process and a server
over a computer network, the computer program product
comprising:

a computer usable medium having program code embod-
ied in the medium, the program code comprising:
program code for transmitting to the server a network

protocol address received by the first process fol-
lowing connection to the computer network;

program code for transmitting, to the server, a query as
to whether the second process is connected to the
computer network:

program code for receiving a network protocol address
of the second process from the server, when the
second process is connected to the computer net-
work; and

program code, responsive to the network protocol
address of the second process, for establishing a
point-to-point communication link between the first
process and the second process over the computer
network.

2. An apparatus for enabling point-to-point communica-
tions between a first and a second process over a computer
network, the apparatus comprising:

a processor;

a network interface, operatively coupled to the processor,
for connecting the apparatus to the computer network;

a memory, operatively coupled to the processor, for
storing a network protocol address for selected of a
plurality of processes, each network protocol address
stored in the memory following connection of a respec-
tive process to the computer network;

means, responsive to a query from the first process, for
determining the on-line status of the second process
and for transmitting a network protocol address of the
second process to the first process in response to a
positive determination of the on-line status of the
second process.

3. The computer server apparatus of claim 2 further
comprising a timer, operatively coupled to the processor. for
time stamping the network protocol addresses stored in the
memory.

4. A method for enabling point-to-point communication
between a first process and a second process over a computer
network, the method comprising the steps of:

A. receiving and storing into a computer memory a
respective network protocol address for selected of a
plurality of processes that have an on-line status with
respect to the computer network, each of the network
protocol addresses received following connection of
the respective process to the computer network;

B. receiving a query from the first process to determine
the on-line status of the second process;

C. determining the on-line status of the second process;
and

D. transmitting an indication of the on-line status of the
second process to the first process over the computer
network.

5. The method of claim 4 wherein step C further com-
prises the steps of:

c.l searching the computer memory for an entry relating
the second process; and

c2 retrieving a network protocol address of the second
process in response to a positive determination of the
on-line status of the second process.
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6. The method of claim 4 wherein step D further com-
prises the steps of:

d.1 transmitting the network protocol address of the
second process to the first process when the second
process is deten-nined in step C to have a positive
on-line status with respect to the computer network.

7. The method of claim 4 wherein step D further com-
prises the steps of:

d.1 generating an ofl‘-line message when the second
process is determined in step C to have a negative
on-line status with respect to the computer network;
and

d.2 transmitting the off-line message to the first process.
8. "Hie method of claim 4 further comprising the steps of:

E. receiving an E-mail signal comprising a first network
protocol address from the first process; and

F. transmitting the E-mail signal over the computer net-
work to the second process.

9. The method of claim 8 wherein the E-mail signal
further comprises a session number and wherein step F
further comprises the step of:

[.1 transmitting the session number and network protocol
address over the computer network to the second
process.

10. In a computer system, a method for establishing a
point-to-point communication link from a caller process to
a callee process over a computer network, the caller process
having a user interface and being operatively connectable to
the callee process and a server over the computer network,
the method comprising the steps of:

A. providing a user interface element representing a first
communication line:

B. providing a user interface element representing a first
callee process; and

C. establishing a point-to-point communication link from
the caller process to the first callee process, in response
to a user associating the element representing the first
callee process with the element representing the first
communication line.

1.1. The method of claim 10 wherein step C further
comprises the steps of:

c.l querying the server as to the on-line status of the first
callee process process; and

c.2 receiving a network protocol address of the first callee
process over the computer network from the server.

L2. The method ofclaim 10 funher comprising the step of:

D. providing an element representing a second commu-
nication line.

13. The method of claim 12 further comprising the steps
of:

E. terminating the point-to-point communication link
from the caller process to the first callee process, in
response to the user disassociating the element repre-
senting the first callee process from the element repre-
senting the first communication line; and

F. establishing a dilferent point-to-point communication
link from the caller process to the first callee process,
in response to the user associating the element repre-
senting the first callee process with the element repre-
senting the second communication line.

14. The method of claim 10 further comprising the steps
of:

D. providing a user interface element representing a
second callee process; and
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E. establishing a conference point-to-point communica-
tion link between the caller process and the first and
second callee process, in response to the user associ-
ating the element representing the second callee pro-
cess with the element representing the first communi-
cation line.

15. The method ofclaim 10 further comprising the step of:

F. removing the second callee process from the confer-
ence point—to-point communication link in response to
the user disassociating the element representing the
second callee process from the element representing the
first communication line.

16. The method of claim 10 further comprising the steps
of:

D. providing a user interface element representing a
communication line having a temporarily disabled sta-
tus; and

E. temporarily disabling a point-to-point communication
link between the caller process and the first callee
process, in response to the user associating the element
representing the first callee process with the element
representing the communication line having a tempo-
rarily disabled status.

17. The method ofclaim 16 wherein the element provided
in step D represents a communication line on hold status.

18. The method ofclaim 17 wherein the element provided
in step D represents a communication line on mute status.

19. The method of claim 10 wherein the caller process
further comprises a visual display and the user interface
comprises a graphic user interface.

20. The method of claim 19 wherein the steps of estab-
lishing a point—to-point link as described in step C is
performed in response to manipulation of the graphic ele-
ments on the graphic user interface.

21. Acomputer program product for use with a computer
system comprising:

a computer usable medium having program code embod-
ied in the medium for establishing a point-to-point
communication link from a caller process to a callee
process over a computer network, the caller process
having a user interface and being operatively connect-
able to the callee process and a server over the com-
puter network, the medium further comprising:
program code for generating an element representing a

first communication line;
program code for generating an element representing a

first callee process;
program code, responsive to a user associating the

element representing the first callee process with the
element representing the first communication line,
for establishing a point-to-point communication link
from the caller process to the first callee process.

22. The computer program product of claim 21 wherein
the program code for establishing a point-to-point commu-
nication link fuiiher comprises:

program code for querying the server as to the on-line
status of the first callee process; and

program code for receiving a network protocol address of
the first callee process over the computer network from
the server.

23. A computer program product of claim 21 further
comprising:

program code for generating an element representing a
second communication line.

24. The computer program product of claim 23 further
comprising:
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program code, responsive to the user disassociating the
element representing the first callee process from the
element representing the first communication line, for
terminating the point-to-point communication link
from the caller process to the first callee process; and

program code responsive to the user associating the
element representing the first callee process with the
element presenting the second communication line, for
establishing a different point-to-point communication
link from the caller process to the first callee process.

25. "Hie computer program product of claim 21 further
comprising:

program code for generating an element representing a
second callee process; and

program code means, responsive to the user associating
the element representing the second callee process with
the element representing the first communication line,
for establishing a conference communication link
between the caller process and the first and second
callee process.

26. The computer program product of claim 25 fui1her
comprising:

program code, responsive to the user disassociating the
element representing the second ca llee process from the
element representing the first communication line, for
removing the second callee process from the confer-
ence communication link.

27. The computer program product of claim 21 fui1her
comprising:

program code for generating an element representing a
communication line having a temporarily disabled sta-
tus; and

program code, responsive association of the element
representing the first callee process with the element
representing the communication line having a tempo-
rarily disabled status, for temporarily disabling the
point-to-point communication link between the caller
process and the first callee process.

28. The computer program product of claim 27 wherein
the communication line having a temporarily disabled status
comprises a communication line on hold status.

29. The computer program product of claim 27 wherein
the communication line having a temporarily disabled status
comprises a communication line on mute status.

30. Acomputer program product of claim 21 wherein the
computer system funher comprises a visual display and the
user interface comprises a graphic user interface.

31. The computer program product of claim 30 wherein
the element representing the first communication line and
the element representing the first callee process are graphic
elements and wherein the program code for establishing a
point-to-point communication link from the caller process to
the first callee process further comprises:

program code, responsive to manipulation of the graphic
elements on the graphic user interface, for establishing
the point-to-point communication link from the caller
process to the first callee process.

32. A method of locating a process over a computer
network comprising the steps of:

a. maintaining an Internet accessible list having a plurality
of selected entries, each entry comprising an identifier
and a corresponding Internet protocol address of a
process currently connected to the Internet, the Internet
Protocol address added to the list following connection
of the process to the computer network; and

b. in response to identification of one of the list entries by
a requesting process, providing one of the identifier and
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the corresponding Internet protocol address of the
identified entry to the requesting process.

33. A method for locating processes having dynamically
assigned network protocol addresses over a computer
network, the method comprising the steps of:

a. maintaining, in a computer memory, a network acces-
sible compilation of entries, selected of the entries
comprising a network protocol address and a corre-
sponding identifier of a process connected to the com-
puter network, the network protocol address of the
corresponding process assigned to the process upon
connection to the computer network; and

b. in response to identification of one of the entries by a
requesting process providing one of the identifier and
the network protocol address to the requesting process.

34. The method of claim 33 further comprising the step of:

c. modifying the compilation of entries.
35. The method of claim 34 wherein step c further

comprises:

c.l adding an entry to the compilation upon the occur-
rence of a predetermined event.

36. The method of claim 35 wherein the predetermined
event comprises notification by a user process of an assigned
network protocol address.

37. The method of claim 34 wherein step c further
comprises:

c.l deleting an entry from the compilation upon the
occurrence of a predetermined event.

38. Acomputer program product for use with a computer
system having a memory and being operatively connectable
over a computer network to one or more computer
processes, the computer program product comprising a
computer usable medium having program code embodied in
the medium the program code comprising:

a. program code configured to maintain, in the computer
memory. a network accessible compilation of entries,
selected of the entries comprising a network protocol
address and a corresponding identifier of a process
connected to the computer network, the network pro-
tocol address of the corresponding process assigned to
the process upon connection to the computer network;
and

b. program code responsive to identification of one of the
entries by a requesting process and configured to pro-
vide one of the identifier and the network protocol
address to the requesting process.

39. The computer program product of claim 38 further
comprising:

c. program code configured to modify the compilation of
entries.
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40. The computer program product of claim 39 wherein
program code configured to modify comprises:

c.l program code configured to add an entry to the
compilation upon the occurrence of a predetermined
event.

41. The computer program product of claim 40 wherein
the predetermined event comprises notification by a process
of an assigned network protocol address.

42.. The computer program product of claim 38 wherein
step c further comprises:

c.l program code configured to delete an entry from the
compilation upon the occurrence of a predetermined
event.

43. A computer program product for use with a computer
system, the computer system executing a first process opera-
tively coupled over a computer network to a second process
and a server process, the computer program product com-
prising a computer usable medium having computer read-
able program code embodied therein, the program code
comprising:

a. program code configured to access a directory database,
the database having a network protocol address for a
selected plurality of processes having on-line status
with respect to the computer network, the network
protocol address of each respective process forwarded
to the database following connection to the computer
network; and

b. program code responsive to one of the network protocol
addresses and configured to establish a point-to-point
communication link from the first process to the second
process over the computer network.

44. In a first computer process operatively coupled over a
computer network to a second process and an address server,
a method of establishing a point-to-point communication
between the first and second processes comprising the steps
of:

A. following connection of the first process to the com-
puter network forwarding to the address server a net-
work protocol address at which the first process is
connected to the computer network;

B. querying the address server as to whether the second
process is connected to the computer network;

C. receiving a network protocol address of the second
process from the address server, when the second
process is connected to the computer network; and

D. in response to the network protocol address of the
second process, establishing a point-to-point commu-
nication link with the second process over the computer
network.
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Claim Chart — NetBIOS

Claims

1. A computer program product for use

with a computer system, the computer

system executing a first process and

operatively connectable to a second

process and a server over a computer

network, the computer program product

comprising:

Prior Art and Relevant Statute

35 U.S.C. § 102 — NetBIOS

NetBIOS discloses a computer program product for use with a

computer system which executes a “first process” and is operatively

connectable to a “second process” and a server over a computer

network. That NetBIOS discloses a computer program product for

use with a computer system can be seen from 356 (“The NetBIOS

service has become the dominant mechanism for personal computer

networking. NetBIOS provides a vendor independent interface for

the IBM Personal Computer (PC) and compatible systems.”). In

addition, NetBIOS describes that the computer systems (or

“nodes”) execute software, which is a computer-implemented

“process.” See id. (“NetBIOS defines a software interface . . . .

NetBIOS has generally been confined to personal computers to

date. However, . . . this specification has been designed to allow an

implementation to be built on virtually any type of system where

the TCP/IP protocol suite is available”); id. at 357 (“NetBIOS is

the foundation of a large body of existing applications“). Finally,

NetBIOS discloses a “server” to which all processes are operatively

coupled over a network. For example, the figure on page 371 of

NetBIOS illustrates a NetBIOS Name Server (“NBNS”) coupled to

point-to-point nodes (“P nodes“) over the Internet.

 

In the pending litigation, Net2Phone argued that the term “server“

should be defined broadly. Plaintiff Net2Phone, Inc.’s Response

Brief on Claim Construction (Oct. 18, 2007) (Exhibit U), page 3.

More specifically, Net2Phone argued:

Consistent with the use of the term ‘server’ in the

specification, the claims do not refer to any specific

server configuration. They simply require a ‘server’

(also referred to as a ‘connection server,’ ‘address

server,’ or ‘server process’). There is nothing in any

of the claims that require that the server be in the

form of a single computer with a centralized

database, as defendants contend.

Id., page 4. Similarly, Net2Phone argued that “[a] server in a

‘client/server system’ can be implemented in any number of ways,

from one to multiple computers, in one location or many, and from

a single large computer acting as the server to a network of personal

computers.” Plaintiff Net2Phone Inc.’s Reply Brief on Claim

Construction (Oct. 19, 2007) (Exhibit W), page 7 (citing to the

declaration of Professor Larry L. Peterson). Thus, under

Net2Phone‘s interpretation, a “server“ is not limited to any
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particular hardware or software configuration.

It should be noted, however, that the requestor of the present

Reexamination does not agree with this interpretation, and has

stated as such in the pending litigation. See, e.g., Reply Claim

Construction Brief of Skype Technologies SA, Skype. Inc. and

EBay Inc (Oct. 19, 2007) (Exhibit X), pages 2-9. For the sake of

brevity, these interpretations are not repeated below with respect to

the other claims of the ‘704 patent which require a “server.” Under

any interpretation, the NBNS described in NetBIOS is a “server.”

a computer usable medium having

program code embodied in the medium,

the program code comprising:

program code for transmitting to the

server a network protocol address

received by the first process following

connection to the computer network;
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NetBIOS applications are loaded into random access memory,

which is a computer usable medium, and executed by a computer

processor. NetBIOS describes that “[o]ne of the first

implementations [of NetBIOS] was for personal computers running

the PC-DOS and MS-DOS operating systems. It is possible to

implement NetBIOS within other operating systems, or as processes

which are, themselves, simply application programs as far as the

host operating system is conceme .” id at 359. NetBIOS further

discloses that “typical use of NetBIOS is among independently-

operated personal computers.” Id. at 360.

NetBIOS discloses program code executed on a node that transmits

its name and IP address to the NBNS. For example, to engage in

NetBIOS communications, a point-to-point (“P”) or mixed (“M”)

node must register with a NBNS by transmitting a notice of the end

node’s name (a distinguishing identifier) and current IP address to

the NBNS. id. 385 (illustrating the “P-NODE REGISTRATION

PROCESS“). Specifically, a NetBIOS “Name Registration

Request“ sent by an M or P node to a NetBIOS Name Server

includes the field “NB_ADDRESS,” which is the “IP address of the

name‘s owner.” id. 431. See also NetBIOS at 367 (describing how

the NetBIOS Name Server may act as a “‘bulletin board’ on which

name/address information is freely posted (and removed) by P and

M nodes without validation by the NBNS. Alternatively, the NBNS

may elect to completely manage and validate names.“); id. at 388

(“Name query transactions are initiated by end-nodes to obtain the

IP address(e.s) and other attributes associated with a NetBIOS

name”); id. at 461-464 (disclosing program code for the P-node

name registration process) and id. 480-482 (disclosing program

code for NBNS incoming packet processing for name registration).

The NBNS thereby contains a list of names and corresponding IP

addresses of point-to-point and mixed end-nodes.

On many networks, including the TCP/IP networks described in

NetBIOS, network addresses are assigned “following connection to

the computer network.“ See, e.g., Dynamic Host Configuration

tocol, RFC 1531 (Oct. 1993) (“RFC 1531”), Sectiot
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program code for transmitting, to the

server, a query as to whether the second

process is connected to the computer

network;
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(describing the “dynamic allocation of network addresses" on

TCP/IP networks). Thus, in at least some instances, the computer

systems on which NetBIOS was used received IP addresses

following connection to the computer network. Consequently,

dynamic address assignment is inherent in NetBIOS.

35 U.S.C. § 103 — NetBIOS in view of RFC 1531

Alternatively, it would have been obvious to one of ordinary skill in

the art to use dynamic address assignment on a TCP/IP network. A
motivation to combine NetBIOS with RFC 1531 exists because

NetBIOS describes NetBIOS operating on a TCP/IP network and

RFC 1531 describes a well known technique for dynamically

assigning IP addresses within a TCP/IP network. One of ordinary
skill in the art would have been motivated to combine NetBIOS

with RFC 1531 to realize the benefits associated with dynamic IP

address assignment. For example, one of ordinary skill in the art

would have been motivated to use dynamic IP address assignment

because it eliminates the burdensome task of manually assigning IP

addresses for all networked computers and allows for “automatic

reuse of an address that is no longer needed by the host to which it

was assigned.” RFC 1531, page 2 (Section 1, Introduction). In

fact, one of skill in the art would have understood at the time of the

alleged invention of the '704 patent that personal computers
connected to the Internet as described in RFC 1001/1002 of

NetBIOS would frequently have their IP addresses dynamically

assigned.

As disclosed in NetBIOS, an end-node sends a “query” to the

NBNS to determine whether another end-node with the target name

is currently logged onto the computer network, and hence is

registered with the NBNS. “Name query (also known as

‘resolution’ or ‘discovery’) is the procedure by which the IP

address(es) associated with a NetBIOS name are discovered.“ id.

377. NetBIOS point-to-point nodes “perform name resolution“ by

“ask[ing]” the NetBios Name Server for the IP address and other

information of the target node with whom they wish to

communicate. Id. See also id. at 388 (“Name query transactions

are initiated by end-nodes to obtain the IP address(es) and other

attributes associated with a NetBIOS name.”). The NetBIOS Name

Server “answers queries from a P node with a list of IP address and

other information for” the target name. Id. at 389. See also id. at

440 (RFC 1002 describing “Name Query Request“); id. at 464-465

(describing “P-Node Find Name Procedure“). “Each

NODE_NAME entry represents an active name in the same

NetBIOS scope as the requesting name in the local name table of

the responder.“ Id. at 446.
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program code for receiving a network

protocol address of the second process

from the server, when the second process

is connected to the computer network;
and

Prior Art and Relevant Statute

NetBIOS states that the NetBIOS Name Server “answers queries
from a P node with a list of IP address and other information for”

the target name. id. 389. If the NetBIOS Name Server has a record

of the unique target name in its database, it returns a positive name

query response to the requesting end-node. Id. at 390. The

NBNS’s positive name query response includes the IP address for

the target node. Id. at 441 (describing a “POSITIVE NAME

QUERY RESPONSE“). NetBIOS discloses a number of

mechanisms to track the online status of nodes. For example,

“NetBIOS names may be released explicitly or silently by an

endnode. Silent release typically occurs when an end-node fails or

is turned off.” id. 377. For point-to-point nodes, the “explicit name

release” involves “send[ing] a notification to their NBNS [NetBIOS

Name Server] .“ Id. That is, upon going off-line, the node sends a

“log-out” message to the NetBIOS Name Server, which then deletes

the node’s name/address entry from its database. See also id. at

393-394 (describing “NAME RELEASE TRANSACTIONS").

NetBIOS also discloses mechanisms designed to detect “silent”

releases, i.e., when a nodes goes off-line without sending an explicit

log-out message to the NBNS. Id. at 360 (“An explicit name

deletion function is specified, so that applications may remove a

name. Implicit name deletion occurs when a station ceases

operation“). These mechanisms include the refresh mechanism

discussed above. Nodes which do not send a refresh message to

their NBNS within a determined period of time are deemed to have

gone off-line and their name/address entry is deleted from the

NBNS. Id. at 378, 382-383, 394-395. See also id. at 378

(describing “name challenge” operation), 380 (describing “Node

Status Request” operation), 381 (“l5.1.7 CONSISTENCY OF T ‘

NBNS DATA BASE“), 383 (“A very cautious NBNS is free to poll

nodes (by sending NAME QUERY REQUEST or NODE STATUS

REQUEST packets) to verify that their name status is the same as

that registered in the NBNS.”). Thus, by design, only logged-in

nodes are registered with the NetBIOS Name Server. See, e.g., id.

at 446 (“Each NODE_NAME entry represents an active name in th

same NetBIOS scope as the requesting name in the local name table

of the responder.”). In sum, the requesting node receives the target

node’s IP address from the NetBIOS Name Server only if the target

node is currently logged in; otherwise, the NBNS responds to the

requesting node’s name query request with a negative response.

See, e.g., id. at 389.

In Claim Construction Briefs filed in the pending litigation, the

patentee argued that the term

‘connected‘ means ‘logged on,’ and vice versa . . .

To the extent defendants are trying to suggest that

the claims require perfect information about who is

on li.ne at a given moment, that is simply incorrect.
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While Net2Phone’s invention endeavors to identify

accurately who is on line, it is not possible to

achieve perfection. For example, it takes some time

(albeit minimal) for the signal that a user has gone

off-line to be communicated to the server, or a user’s

Internet connection may get interrupted before she

can send an off-line message (and thus the sewer, for

a time, assumes she is on-line, when in fact she is

not). See Strickland Dep. at 140:7-141:7 (Ex. 21).

Recognizing these issues, the patents explain that the

server may use timestamps to update a person’s

status— e.g., setting a default value of two hours,

after which the server assumes that a party has gone

off-line if it has not heard from her. See ‘704 patent,

col. 5, 11. 39-44 (Ex. 2). In this respect, the patents

explain, “the on-line status information stored in the

database is relatively current.” Id. at col. 5, 11. 42-43

(emphasis added). While Net2Phone believes that

the claim language is clear, if the term “connecte “

(or “on-line”) is going to be modified at all, it should

be modified to say “relatively currently connected,”

because that is what the patents actually say.

Plaintiff Net2Phone Inc.’s Response Brief on Claim Construction

(Oct. 18, 2007) (Exhibit U), pages 24-25. Thus, under Net2Phone’s

interpretation, the information retained in the “server“ as to which

processes are “connected to the computer network“ or “online” may

be imperfect. As described above, while the server “endeavors to

identify accurately who is on line, it is not possible to achieve

perfection.“ Id. As described above, NetBlOS employs similar

techniques as NBNS entries for off-line nodes are removed through

the use of log-out messages and timers.

Once again, the requestor of the present reexamination does not

agree with this interpretation, and has stated as such in the pending

litigation. See, e.g., Reply Claim Construction Brief of Skype

Technologies SA, Skype, Inc. and EBay Inc (Exhibit X), pages l2-

l4. For the sake of brevity, these interpretations are not repeated

below with respect to the other claims of the ‘704 patent which

require a process to be “connected to” the computer network or “on-

line.“ Under any interpretation, a first NetBlOS process receives

the network protocol address of a second NetBIOS process from the

NBNS when the second NetBlOS process is “connected to the

computer networ .“

Once the node seeking to initiate the communication has obtained
from the NetBIOS Name Server the IP address for the node to

receive the communication, a oint-to- oint communication is

5/40 US. Patent No. 6,108,704



Clairns

communication link between the first
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established between the nodes. “The NetBIOS session service

begins after one or more IP addresses have been found for the

target name . . . NetBIOS session service transactions, packets, and

protocols are identical for all end-node types. They involve only

directed {point-to-point) communications.“ NetBIOS at 397

(emphasis added). See also id. at 401:

This first diagram shows the sequence of network

events used to successfully establish a session

without retargeting by the listener. The TCP
connection is first established with the well-known

NetBIOS session service TCP port,

SSN_SRVC_TCP_PORT. The caller then sends a

SESSION REQUEST packet over the TCP

connection requesting a session with the listener.

The SESSION REQUEST contains the caller‘s name

and the listener's name. The listener responds with a

POSITIVE SESSION RESPONSE informing the

caller this TCP connection is accepted as the

connection for the data transfer phase of the session.

See also id. at 398-400 (“l6. 1: Overview of NetBIOS Session

Service“), 361 (“A session is a reliable message exchange,

conducted between a pair of NetBIOS applications. Sessions are

fullduplex, sequenced, and reliable. Data is organized into

messages“). In sum, NetBIOS discloses all of the elements of, and

hence anticipates, claim I of the '704 Patent.

2. An apparatus for enabling point-to-

point communications between a first and

a second process over a computer

network, the apparatus comprising:

35 U.S.C. § 102 — NetBIOS

NetBIOS describes a NBNS which is coupled to M and P nodes

over the Internet (or other network). See, e.g., NetBIOS, page 371

(illustrating a NBNS) coupled to point-to-point nodes (“P nodes”)

over the Internet).

a processor; a network interface,

operatively coupled to the processor, for

connecting the apparatus to the computer

network;

a memory, operatively coupled to the

processor, for storing a network protocol
address for selected of a luralit of

Request for Ex Partes Reexamination
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The NBNS executes software using a processor and is inherently

coupled to the Internet (or other network) via a network interface.

See, e.g., id., page 359 (“[o]ne of the first implementations [of

NetBIOS] was for personal computers running the PC-DOS and

MS-DOS operating systems. It is possible to implement NetBIOS

within other operating systems, or as processes which are,

themselves, simply application programs as far as the host operatin

system is concerned“); id. at 357 (“NetBIOS is the foundation of a

large body of existing applications.”).

As described above, to engage in NetBIOS communications, a

point-to-point ("P") or mixed (“M“) node must register with a

NBNS b transmitting a notice of the end node’s name (a

6/40 US. Patent No. 6,108,704
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processes, each network protocol address

stored in the memory following

connection of a respective process to the

computer network;
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distinguishing identifier) and current IP address to the NBNS. See

id. at 385 (illustrating the “P-NODE REGISTRATION

PROCESS“). This registration must inherently be stored in a

“memory.“ A NetBIOS “Name Registration Request” sent by an M

or P node to a NBNS includes the field “NB_ADDRESS,” which is

the “IP address of the name's owner.“ NetBIOS, page 431. See

also id. at 367 (describing how the NetBIOS Name Server may act

as a “‘bulletin board’ on which name/address information is freely

posted (and removed) by P and M nodes without validation by the

NBNS. Altematively, the NBNS may elect to completely manage

and validate names.“); id. at 388 (“Name query transactions are

initiated by end-nodes to obtain the IP address(es) and other

attributes associated with a NetBIOS name.”); id. at 461-464

(disclosing program code for the P-node name registration process)

and 480-482 (disclosing program code for NBNS incoming packet

processing for name registration). The NBNS thereby stores in a

memory a list of names and corresponding IP addresses of point-to-

point and mixed end-nodes. The P and M nodes execute software

which is inherently a computer-implemented “process.“ See, e.g.,

id. at 356 (“NetBIOS defines a software interface . . . .); id. at 357

(“NetBIOS is the foundation of a large body of existing

applications.”).

On many networks, including the TCP/IP networks described in

NetBIOS, network addresses are assigned “following connection to

the computer network.“ See, e.g., Dynamic Host Configuration

Protocol, RFC 1531 (Oct. 1993) (“RFC 1531”), Section 2.2

(describing the “dynamic allocation of network addresses“ on

TCP/IP networks). Thus, in at least some instances, the computer

systems on which NetBIOS was used received IP addresses

following connection to the computer network. Consequently,

dynamic address assignment is inherent in NetBIOS.

35 U.S.C. § 103 — NetBIOS in view of RFC 1531

Alternatively, it would have been obvious to one of ordinary skill in

the art to use dynamic address assignment on a TCP/IP network. A
motivation to combine NetBIOS with RFC 1531 exists because

NetBIOS describes NetBIOS operating on a TCP/IP network and

RFC 1531 describes a well known technique for dynamically

assigning IP addresses within a TCP/IP network. One of ordinary
skill in the art would have been motivated to combine NetBIOS

with RFC 1531 to realize the benefits associated with dynamic IP

address assignment. For example, one of ordinary skill in the art

would have been motivated to use dynamic IP address assignment

because it eliminates the burdensome task of manually assigning IP

addresses for all networked computers and allows for “automatic

reuse of an address that is no longer needed by the host to which it

was assigned.” RFC 1531, page 2 (Section 1, Introduction). In

7/40 US. Patent No. 6,108,704
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status of the second process and for

transmitting a network protocol address

of the second process to the first process

in response to a positive determination of

the on-line status of the second process.
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alleged invention of the ‘704 patent that personal computers
connected to the Internet as described in RFC 1001/1002 of

NetBIOS would frequently have their IP addresses dynamically

assigned.

NetBIOS states that the NBNS

a list of IP address and other information for” the target name. id.

at 389. If the NBNS has a record of the unique target name in its

database, it returns a positive name query response to the requesting

end-node. Id. at 390. The NBNS’s positive name query response

includes the IP address for the target node. Id. at 441 (describing a

“POSITIVE NAME QUERY RESPONSE”). NetBIOS discloses a
number of mechanisms to track the online status of nodes. For

example, “NetBIOS names may be released explicitly or silently by

an endnode. Silent release typically occurs when an end-node fails

or is turned off.” Id. at 377. For point-to-point nodes, the “explicit

name release“ involves “send[ing] a notification to their NBNS

[NetBIOS Name Server].“ Id. That is, upon going off-line, the

node sends a “log-out” message to the NetBIOS Name Server,

which then deletes the node’s name/address entry from its database.

See also id. at 393-394 (describing “NAME RELEASE

TRANSACTIONS”). NetBIOS also discloses mechanisms

designed to detect “silent” releases, i.e., when a nodes goes off-line

without sending an explicit log-out message to the NBNS. Id. at

360 (“An explicit name deletion function is specified, so that

applications may remove a name. lmplicit name deletion occurs

when a station ceases operation.”). These mechanisms include the
refresh mechanism discussed above. Nodes which do not send a

refresh message to their NBNS within a determined period of time

are deemed to have gone off-line and their name/address entry is

deleted from the NBNS. Id. at 378, 382-383, 394-395. See also id.

at 378 (describing “name challenge” operation), 380 (describing

“Node Status Request” operation), 381 (“l5.l.7 CONSISTENCY

OF THE NBNS DATA BASE“), 383 (“At very cautious NBNS is

free to poll nodes (by sending NAME QUERY REQUEST or

NODE STATUS REQUEST packets) to verify that their name

status is the same as that registered in the NBNS.”). Thus, by

design, only logged-in nodes are registered with the NBNS. See id.

at 446 (“Each NODE_NAME entry represents an active name in th

same NetBIOS scope as the requesting name in the local name table

of the responder”). In sum, the requesting node receives the target

node’s IP address from the NBNS only if the target node is

currently logged in; otherwise, the NBNS responds to the

requesting node’s name query request with a negative response.

See, e.g., id. at 389.
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3. The computer server apparatus of 35 U.S.C. § 102 - NetBIOS

claim 2 further comprising a timer,

operatively coupled to the processor, for

time stamping the network protocol

addresses stored in the memory.

The NBNS includes a timer for time-stamping name/IP address

entries. For example, “[t]he NBNS may impose a ‘time-to-live’ on

each name it registers. The registering node is made aware of this

time value during the name registration procedure.“ Id. at 382.

Similarly, as described in NetBIOS:

If an end-node holds any names that have finite

time-to-live values, then that node must periodically

send a status report to the NBNS. Each name is

reported using the NAME REFRESH REQUEST

packet. These status reports restart the timers of

both the NBNS and the reporting node. However, the

only timers which are restarted are those associated

with the name found in the status report. Timers on
other names are not affected. Id.

4. A method for enabling point-to-point 35 U.S.C. § 102 - NetBIOS

communication between a first process

and a second process over a computer

network, the method comprising the steps
of:

NetBIOS describes a method for enabling point-to-point

communication between a first process (on a first node) and a

second process (on a second node) over a computer network. As

discussed above, the NBNS is used to resolve IP addresses of point-

to-point end-nodes to facilitate point-to-point communications

between such nodes. “The NetBIOS session service begins after one

or more IP addresses have been found for the target name. . . .

NetBIOS session service transactions, packets, and protocols are

identical for all end-node types. They involve only directed §point-

to-point) communications.” Id. at 397 (emphasis added).
 

A. receiving and storing into a computer NetBIOS describes the NBNS receiving and storing the names and

memory a respective network protocol IP addresses of processes in its memory. For example, to engage in

address for selected of a plurality of NetBIOS communications, a point-to-point ("P") or mixed (“M”)

processes that have an on-line status with node must register with a NBNS by transmitting a notice of the end

respect to the computer network, each of node’s name (a distinguishing identifier) and current IP address to

the network protocol addresses received the NBNS. See NetBIOS at page 385 (illustrating the “P-NODE

following connection of the respective REGISTRATION PROCESS“). Specifically, a NetBIOS “Name

process to the computer network; Registration Request” sent by an M or P node to a NBNS includes

the field “NB_ADDRESS,“ which is the “IP address of the name's

owner.“ Id. at 431. See also id. at 367 (describing how the NBNS

may act as a “‘bulletin board’ on which name/address information

is freely posted (and removed) by P and M nodes without validation

by the NBNS. Alternatively, the NBNS may elect to completely

manage and validate names.“); id. at 388 (“Name query transactions

are initiated by end-nodes to obtain the IP address(es) and other

Request for Ex Partes Reexamination 9/40 US. Patent No. 6,108,704
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attributes associated with a NetBIOS name.”); id. at 461-464

(disclosing program code for the P-node name registration process)

and 480-482 (disclosing program code for NBNS incoming packet

processing for name registration). The NBNS thereby contains a list

of names and corresponding IP addresses of point-to-point and

mixed end-nodes. In addition, NetBIOS discloses a number of

mechanisms to track the online status of nodes. For example,

“NetBIOS names may be released explicitly or silently by an

endnode. Silent release typically occurs when an end-node fails or

is turned off.” Id. at 377. For point-to-point nodes, the “explicit

name release“ involves “send[ing] a notification to their NBNS

[NetBIOS Name Server].“ Id. That is, upon going off-line, the

node sends a “log-out” message to the NetBIOS Name Server,

which then deletes the node’s name/address entry from its database.

See also id. at 393-394 (describing “NAME RELEASE

TRANSACTIONS”). NetBIOS also discloses mechanisms

designed to detect “silent” releases, i.e., when a nodes goes off-line

without sending an explicit log-out message to the NBNS. Id. at

360 (“An explicit name deletion function is specified, so that

applications may remove a name. Implicit name deletion occurs

when a station ceases operation.”). These mechanisms include the
refresh mechanism discussed above. Nodes which do not send a

refresh message to their NBNS within a determined period of time

are deemed to have gone off-line and their name/address entry is

deleted from the NBNS. Id. at 378, 382-383, 394-395. See also id.

at 378 (describing “name challenge” operation), 380 (describing

“Node Status Request” operation), 381 (‘‘IS. 1 .7 CONS ISTENCY

OF THE NBNS DATA BASE”), 383 (“A very cautious NBNS is

free to poll nodes (by sending NAME QUERY REQUEST or

NODE STATUS REQUEST packets) to verify that their name

status is the same as that registered in the NBNS.”). Consequently,

only logged-in nodes are registered with the NBNS. See id. at 446

(“Each NODE_NAME entry represents an active name in the same

NetBIOS scope as the requesting name in the local name table of

the responder“). In sum. the requesting node receives the target

node’s IP address from the NetBIOS Name Server only if the target

node is currently logged in; otherwise, the NBNS responds to the

requesting node’s name query request with a negative response.

See, e.g., id. at 389.

On many networks, including the TCP/IP networks described in

NetBIOS, network addresses are assigned “following connection to

the computer network.“ See, e.g., Dynamic Host Configuration

Protocol, RFC 1531 (Oct. 1993) (“RFC 1531”), Section 2.2

(describing the “dynamic allocation of network addresses“ on

TCP/IP networks). Thus, in at least some instances, the computer

systems on which NetBIOS was used received IP addresses

following connection to the computer network. Consequently,
d namic address assinment is inherent in NetBIOS.
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35 U.S.C. § 103 — NetBIOS in view of RFC 1531

Alternatively, it would have been obvious to one of ordinary skill in

the art to use dynamic address assignment on a TCP/IP network. A
motivation to combine NetBIOS with RFC 1531 exists because

NetBIOS describes NetBIOS operating on a TCP/IP network and

RFC 1531 describes a well known technique for dynamically

assigning IP addresses within a TCP/IP network. One of ordinary
skill in the art would have been motivated to combine NetBIOS

with RFC 1531 to realize the benefits associated with dynamic IP

address assignment. For example, one of ordinary skill in the art

would have been motivated to use dynamic IP address assignment

because it eliminates the burdensome task of manually assigning IP

addresses for all networked computers and allows for “automatic

reuse of an address that is no longer needed by the host to which it

was assigned.” RFC 1531, page 2 (Section 1, Introduction). In

fact, one of skill in the art would have understood at the time of the

alleged invention of the ‘704 patent that personal computers
connected to the Internet as described in RFC 1001/1002 of

NetBIOS would frequently have their IP addresses dynamically

assigned.

B. receiving a query from the first

process to determine the on-line status of

the second process;

C. determining the on-line status of the

second process; and

Request for Ex Partes Reexamination
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As disclosed in NetBIOS, an end-node sends a “query” to the

NBNS to determine whether another end-node with the target name

is currently logged onto the computer network, and hence is

registered with the NBNS. “Name query (also known as

‘resolution’ or ‘discovery’) is the procedure by which the IP

address(es) associated with a NetBIOS name are discovered.“ Id. at

377. NetBIOS point-to-point nodes “perform name resolution“ by

“ask[ing]” the NBNS for the IP address and other information of

the target node with whom they wish to communicate. Id. See also

id. at 388 (“Name query transactions are initiated by end-nodes to

obtain the IP address(es) and other attributes associated with a

NetBIOS name.“). The NBNS “answers queries from a P node

with a list of IP address and other information for” the target name.

Id. at 389. See also id. at 440 (RFC 1002 describing “Name Query

Request“); id. at 464-465 (describing “P-Node Find Name

Procedure”). “Each NODE_NAME entry represents an active nam

in the same NetBIOS scope as the requesting name in the local

name table of the responder.” Id. at 446.

the requesting node receives the target node’s IP address from the

NBNS only if the target node is currently logged in; otherwise, the

NBNS responds to the requesting node’s name query request with a

negative response. For instance, when the NBNS receives a query

for a target node's IP address, it performs a look search in its
director database for the taret's current IP address. Id. at 389

l1;'40 US. Patent No. 6,108,704
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(The NetBIOS Name Server “answers queries from a P node with a

list of IP address and other information for” the target name.). The

NetBIOS Name Server determines an end-node with the target

name is currently registered in its database, and hence is deemed to

be on-line. See id. at 376 (“Each NODE_NAME entry represents

an active name in the same NetBIOS scope as the requesting name

in the local name table of the responder.”). As described above, the

NBNS employs various mechanisms for determining the on-line

status of nodes. For example, “NetBIOS names may be released

explicitly or silently by an endnode. Silent release typically occurs

when an end-node fails or is turned off.” Id. at 377. For point-to-

point nodes, the “explicit name release” involves “send[ing] a

notification to their NBNS [NetBIOS Name Server] Id. That is,

upon going off-line, the node sends a “log-out” message to the

NBNS, which then deletes the node’s name/address entry from its
database.

D. transmitting an indication of the on- If the end-node with the target name is currently registered in the

line status of the second process to the NBNS database, the NBNS responds with a positive name query

first process over the computer network. response. See, e.g., id. at 389 (The NetBIOS Name Server

“answers queries from a P node with a list of IP address and other

information for” the target name.); id. at 440 (“NAME QUERY

REQUEST"), id. at 441 (“POSITIVE NAME QUERY

RESPONSE”), id. at 464-465 (“P-Node Find Name Procedure”). A

positive name query response includes the IP address for the target

end-node, id. at 441, which is an indication that the target node has

a positive on-line status. See id. at 446 (“Each NODE_NAME

entry represents an active name in the same NetBIOS scope as the

requesting name in the local name table of the responder.”). A

negative name query response from the NetBIOS Name Server may

include a message that “[t]he name requested does not exist” in the

NBNS database, which is an indication that the target node has an

off-line status. See, e.g., id. at 442; see also id. at 484.

further com ises the ste a s of:

an entry relating the second process; and server to identify the IP address of a process in response to a query,

it must inherently search its memory for an entry related to the

process. For example, NetBIOS states that the NBNS “answers

queries from a P node with a list of IP address and other

information for“ the target name. Id. at 389. If the NBNS has a

record of the unique target name in its database, it returns a

positive name query response to the requesting end-node. Id. at

390. The NBNS’s positive name query response includes the IP

c.2 retrieving a network protocol address

of the second process in response to a

positive determination of the on-line

status of the second process.
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address for the target node. Id. at 441 (describing a “POSITIVE

NAME QUERY RESPONSE“). NetBIOS discloses a number of

mechanisms to track the online status of nodes. For example,

“NetBIOS names may be released explicitly or silently by an

endnode. Silent release typically occurs when an end-node fails or

is turned off.“ Id. at 377. For point-to-point nodes, the “explicit

name release” involves “send[ing] a notification to their NBNS

[NetBIOS Name Server].” Id. That is, upon going off-line, the

node sends a “log-out“ message to the NetBIOS Name Server,

which then deletes the node‘s name/address entry from its

database. See also id. at 393-394 (describing “NAME RELEASE

TRANSACTIONS”). NetBIOS also discloses mechanisms

designed to detect “silent” releases, i.e., when a nodes goes off-line

without sending an explicit log-out message to the NBNS. Id. at

360 (“An explicit name deletion function is specified, so that

applications may remove a name. Implicit name deletion occurs

when a station ceases operation.”). These mechanisms include the
refresh mechanism discussed above. Nodes which do not send a

refresh message to their NBNS within a determined period of time

are deemed to have gone off-line and their name/address entry is

deleted from the NBNS. Id. at 378, 382-383, 394-395. See also id.

at 378 (describing “name challenge“ operation), 380 (describing

“Node Status Request“ operation), 381 (“15.1.7 CONSISTENCY

OF THE NBNS DATA BASE”), 383 (“A very cautious NBNS is

free to poll nodes (by sending NAME QUERY REQUEST or

NODE STATUS REQUEST packets) to verify that their name

status is the same as that registered in the NBNS.“). Therefore,

only logged-in nodes are registered with the NBNS. See id. at 446

(“Each NODE_NAME entry represents an active name in the same

NetBIOS scope as the requesting name in the local name table of

the responder”). In sum, the requesting node receives the target

node‘s IP address from the NBNS only if the target node is

currently logged in; otherwise, the NBNS responds to the

requesting node‘ s name query request with a negative response.

See, e.g., id. at 389.

. remstp I ~ I ‘- 5 I

further comprises the steps of:

d.l transmitting the network protocol NetBIOS states that the NBNS “answers queries from a P node with

address of the second process to the first a list of IP address and other information for” the target name. Id.

process when the second process is at 389. If the NBNS has a record of the unique target name in its

determined in step C to have a positive database, it returns a positive name query response to the requesting

on-line status with respect to the end-node. Id. at 390. The NBNS’s positive name query response

computer network. includes the IP address for the target node. Id. at 441 (describing a

“POSITIVE NAME QUERY RESPONSE”). NetBIOS discloses a
number of mechanisms to track the online status of nodes. For
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example, “NetBIOS names may be released explicitly or silently by

an endnode. Silent release typically occurs when an end-node fails

or is turned off.“ Id. at 377. For point-to-point nodes, the “explicit

name release" involves “send [ing] a notification to their NBNS

[NetBIOS Name Server].“ Id. That is, upon going off-line, the

node sends :1 “log-out” message to the NetBlOS Name Server,

which then deletes the node’s name/address entry from its database.

See also id. at 393-394 (describing “NAME RELEASE

TRANSACTIONS”). NetBIOS also discloses mechanisms

designed to detect “silent” releases, i.e., when a nodes goes off-line

without sending an explicit log-out message to the NBNS. Id. at

360 (“An explicit name deletion function is specified, so that

applications may remove a name. Implicit name deletion occurs

when a station ceases operation.”). These mechanisms include the
refresh mechanism discussed above. Nodes which do not send a

refresh message to their NBNS within a determined period of time

are deemed to have gone off-line and their name/address entry is

deleted from the NBNS. Id. at 378, 382-383, 394-395. See also id.

at 378 (describing “name challenge” operation), 380 (describing

“Node Status Request” operation), 381 (“l5.l.7 CONSISTENCY

OF THE NBNS DATA BASE”), 383 (“A very cautious NBNS is

free to poll nodes (by sending NAME QUERY REQUEST or

NODE STATUS REQUEST packets) to verify that their name

status is the same as that registered in the NBNS.”). For these

reasons, only logged-in nodes are registered with the NBNS. See

id. at 446 (“Each NODE_NAME entry represents an active name in

the same NetBIOS scope as the requesting name in the local name

table of the responder”). In sum, the requesting node receives the

target node’s IP address from the NBNS only if the target node is

currently logged in; otherwise, the NBNS responds to the

requesting node’s name query request with a negative response.

See, e.g., id. at 389.

7. The method of claim 4 wherein step D

further comprises the steps of:

d.l generating an off-line message when

the second process is determined in step

C to have a negative on-line status with

respect to the computer network; and d.2

transmitting the off-line message to the

first process.
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35 U.S.C. § 102 — NetBIOS

The requesting node receives the target node‘s IP address from the

NBNS only if the target node is currently logged in; otherwise, the

NBNS responds to the requesting node’s name query request with a

negative response. See, e.g., id. at 389 (illustrating a negative

response “if the NBNS has no information about the name.“). As

mentioned above, NetBlOS discloses a number of mechanisms to

track the online status of nodes. For example, “NetBIOS names
ma be released ex licitl or silentl b an endnode. Silent release

l4;'40 US. Patent No. 6,108,704
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10. In a computer system, a method for

establishing a point-to-point

communication link from a caller process

to a callee process over a computer

network, the caller process having a user

interface and being operatively

connectable to the callee process and a

server over the computer network, the

method comprising the steps of:
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typically occurs when an end-node fails or is turned off.” Id. at

377. For point-to-point nodes, the “explicit name release” involves

“send[ing] a notification to their NBNS [NetBIOS Name Server] .“

Id. That is, upon going off-line, the node sends a “log-out“

message to the NBNS, which then deletes the node’s name/address

entry from its database. See also id. at 393-394 (describing

“NAME RELEASE TRANSACTIONS”). NetBIOS also discloses

mechanisms designed to detect “silent" releases, i.e., when a nodes

goes off-line without sending an explicit log-out message to the

NBNS. Id. at 360 (“An explicit name deletion function is specified,

so that applications may remove a name. Implicit name deletion

occurs when a station ceases operation.”). These mechanisms
include the refresh mechanism discussed above. Nodes which do

not send a refresh message to their NBNS within a detennined

period of time are deemed to have gone off-line and their

name/address entry is deleted from the NBNS. Id. at 378, 382-383,

394-395. See also id. at 378 (describing “name challenge”

operation), 380 (describing “Node Status Request” operation), 381

(“lS.l.7 CONSISTENCY OF THE NBNS DATA BASE”), 383

(“A very cautious NBNS is free to poll nodes (by sending NAME

QUERY REQUEST or NODE STATUS REQUEST packets) to

verify that their name status is the same as that registered in the

NBNS.“). Therefore, only logged-in nodes are registered with the

NBNS. See id. at 446 (“Each NODE_NAME entry represents an

active name in the same NetBIOS scope as the requesting name in

the local name table of the responder“).

35 U.S.C. § 103 - NetBIOS in view of Pinard

As discussed above, NetBIOS discloses a method of establishing a

point-to-point communication link between nodes over a computer
network such as a local network or the Internet. “NetBIOS session

service transactions, packets, and protocols are identical for all

end-node types. They involve onl directed oint-to- oint

communications.” Id. at 397 (emphasis added). See also id. at 361

(describing how a call to a named callee process is used to

“[i]nitiate a session with a process that is listening under the

specified name. The calling entity must indicate both a calling

name (properly registered to the caller) and a called name)

(emphasis added); id. at 359 (“NetBIOS applications employ

NetBIOS mechanisms to locate resources, establish connections,

send and receive data with an application peer, and terminate

connections.”); id. at 361 (“A session is a reliable message

exchange, conducted between a pair of NetBIOS applications.

Sessions are full-duplex, sequenced, and reliable. Data is organized

into messages.”). Applications which utilize NetBIOS application

services inherentl include “user interfaces.” For examle,

l5;'40 US. Patent No. 6,108,704
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representing a first communication line;

B. providing a user interface element

representing a first callee process; and

Prior Art and Relevant Statute

“NetBIOS provides a vendor independent interface for the IBM

Personal Computer (PC) and compatible systems.“ Id. at 356. The
IBM PC included a text-based user interface known as PC-DOS.

See, e.g., id. (it is expected that on computers operating under the

PC-DOS and MS-DOS operating systems that the existing

NetBIOS interface will be preserved by implementers).

communication line. For example, Figure 6 of Pinard illustrates a

first call icon 23 which represents a first communication line and a

second call icon 29 which represents a second communication line.

In the example shown in Figure 6, the first call icon 23 represents a

telephone call between “Debbie” and “John” and the second call

icon 29 represents a telephone call between “Debbie" and “Mary.“

See, e.g., Pinard, Col. 5, lines 23-30.

Pinard describes “a user interface element representing a first callee

process.” In the example shown in Figure 6 of Pinard, a first user
interface element 21 is shown for the callee named “John” and a

second user interface element is shown for the callee named

“Mary.” See, e.g., Pinard, Col. 5, lines 23-30.

C. establishing a point-to-point
communication link from the caller

process to the first callee process, in

response to a user associating the element

representing the first callee process with

the element representing the first
communication line.

As described above, NetBIOS describes establishing a point-to-

point communication link between nodes. See, e.g., NetBIOS at

397 (“NetBIOS session service transactions, packets, and protocols

are identical for all end-node types. They involve only directed

(point-to-point) communications”) (emphasis added).

Pinard discloses that a point-to-point communication link is

established in response to a user associating an element

representing the first callee process with the element representing a

first communication line. For example, Figure 3 of Pinard

illustrates clicking and dragging an icon representing a callee from

a directory l7 into a call setup icon 15. Once the callee answers the

call, the call setup icon 15 becomes a call icon 23 as illustrated in

Figure 4 of Pinard. See, e.g., Pinard, Col. 4, lines 38-51 (describing

how “[t]he user can then drag the icon or the name of the person to

be called into the call setup icon . . . As soon as John answers the

call, the application software program changes the call setup icon to

a call icon designated as 23, and establishes a new call setup icon

24 spaced from the icon 23.“). Similarly. Figure 6 illustrates how a

point-to-point communication link may be established by clicking

and dragging a callee icon 21 into an existing call icon 29. See

Pinard, Col. 5, lines 36-37 (“Now to conference all parties, the user

Debbie merely drags the John icon to the call icon 29.“).

11. The method of claim 10 wherein step 35 U.S.C. § 103 - NetBIOS in view of Pinard
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c.1 querying the server as to the on-line As disclosed in NetBIOS, an end-node sends a “query” to the

status of the first callee process; and c.2 NetBIOS Name Sewer to determine whether another end-node

receiving a network protocol address of with the target name is currently logged onto the computer

the first callee process over the computer network, and hence is registered with the NetBIOS Name Server.

network from the server. “Name query (also known as ‘resolution’ or ‘discovery’) is the

procedure by which the IP address(es) associated with a NetBIOS

name are discovered.” Id. at 377. NetBIOS point-to-point nodes

“perform name resolution“ by “asl<[ing]” the NetBios Name Server

for the IP address and other information of the target node with

whom they wish to communicate. Id. See also id. at 388 (“Name

query transactions are initiated by end-nodes to obtain the [P

address(es) and other attributes associated with a NetBIOS

name."). The NetBIOS Name Server “answers queries from a P

node with a list of IP address and other information for” the target

name. Id. at 389. See also id. at 440 (RFC 1002 describing “Name

Query Request”); id. at 464-465 (describing “P-Node Find Name

Procedure“). “Each NODE_NAME entry represents an active

name in the same NetBIOS scope as the requesting name in the

local name table of the responder." Id. at 446. If the end-node

with the target name is currently registered in the NBNS database,

the NBNS responds with a positive name query response. See,

e.g., id. at 389 (The NBNS “answers queries from a P node with a

list of IP address and other information for“ the target name.).

12. The method of claim 10 furth 35 U.S.C. § 103 - NetBIOS in view of Pinard

comprising the step of:

D. providing an element representing a The graphical user interface described in Pinard provides an

second communication line. element representing a second communication line. For example,

call icons 23 and 29 representing two communication lines are

shown in Figure 6 of Pinard. See Pinard, Col. 5, lines 31-40, Figure 
6 (“Now there are clearly two calls in progress . . .”).

13. The method of claim 12 further 35 U.S.C. § 103 - NetBIOS in view of Pinard

comprising the steps of:

E. terminating the point-to-point Figure 6 of Pinard illustrates how the call represented by call icon

communication link from the caller 23 is terminated by dragging the user icon for “John“ 21 out of the

process to the first callee process, in call icon 23. Similarly, Figure 11 illustrates how a call is

response to the user disassociating the terminated by dragging the user icon to a “waste basket“ icon 26.

element representing the first callee

process from the element representing the

first communication line; and
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F. establishing a different point-to-point In Figure 6 of Pinard, the callee process icon for “John” 21 is

communication link from the caller dragged from call icon 23 to call icon 29, thereby terminating the

process to the first callee process, in call represented by call icon 23 and establishing a different link

response to the user associating the with the callee process represented by icon 21 (in this case a

element representing the first callee conference call with “John,” “Mary,“ and “Debbie“). Moreover,

process with the element representing the once a callee is removed from a call by clicking and dragging the

second communication line. callee’s icon, a new call can always be established with the callee

by dragging the callee’s icon to a call setup icon. See, e.g., Pinard,

Figure 3 (showing a callee icon dragged from a directory to a call

setup icon to establish a call). See also Pinard, C01. 4, lines 22-31.

14. The method of claim 10 further 35 U.S.C. § 103 — NetBIOS in view of Pinard

comprising the steps of:

D. providing a user interface element In Figure 6 of Pinard, the user interface element for “John“ 21

representing a second callee process; and represents a second callee process.

E. establishing a conference point-to- In Figure 6 of Pinard, the user interface element for “John“ 21 is

point communication link between the dragged from ca11 icon 23 to call icon 29, thereby creating a

caller process and the first and second conference call between “John,“ “Mary,” and ”Debbie.“ See

callee process, in response to the user Pinard, Col. 5, lines 31-44 (“Now to conference all parties, the user

associating the element representing the Debbie merely drags the John icon to the call icon 29.”).

second callee process with the element

representing the first communication line.

15. The method of claim 10 further 35 U.S.C. § 103 — NetBIOS in view of Pinard

comprising the step of:

F. removing the second callee process In Pinard, any callee process can be removed from a conference call

from the conference point-to-point by dragging the element representing the callee process from the

communication link in response to the conference call icon. For example, Figure 8 of Pinard shows the

user disassociating the element user icon “Debbie" removed from conference call represented by

representing the second callee process call icon 32, thereby “breaking Debbie’s line from the conference.”

from the element representing the first Pinard, Col. 6, lines 14-15.
communication line.

16. The method of claim 10 further 35 U.S.C. § 103 — NetBIOS in view of Pinard

comprising the steps of:

D. rovidinv a user interface element Pinard describes a user interface element reresentin a
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representing a communication line

having a temporarily disabled status; and

communication link between the caller

process and the first callee process, in

response to the user associating the

element representing the first callee

process with the element representing the

communication line having a temporarily
disabled status.
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communication line having a temporarily disabled status. For

example, Figure l2 illustrates a “hard hold“ icon 39 to which user

icons representing callers/callees 41 may be dragged to put the

callers/callees on hold. See, e.g., Pinard, Col. 6, lines 36-53 (“To

place Mary on hard hold, Debbie drags Mary’s icon 28 to the hard

hold icon 39.”).

into the hard hold icon 39, the caller/callee is placed on hold. See,

e.g., Pinard, Col. 6, lines 36-53 (“To place Mary on hard hold,

Debbie drags Mary’s icon 28 to the hard hold icon 39.”).

17. Th he

element provided in step D represents a
communication line on hold status.

l8. The method of claim 17 wherein the

element provided in step D represents a
communication line on mute status.

35 U.S.C. § 103 — NetBIOS in View of Pinard

In Pinard, in response to an icon of a caller/callee 41 being moved

into the hard hold icon 39, the caller/callee is placed on hold. See,

e.g., Pinard, Col. 6, lines 36-53 (“To place Mary on hard hold,

Debbie drags Mary’s icon 28 to the hard hold icon 39.”).

35 U.S.C. § 103 — NetBIOS in view of Pinard and further in

view of VocalChat User’s Guide

The VocalChat User‘s Guide describes a “communication line on

mute status” as recited in Claim 18. As described in the VocalChat

User’s Guide, “Manual Activation can also be used like the MUTE

option in many phones: it lets you talk without being heard on the

other user‘s system.” User‘s Guide, page 57.

l9. The method of claim 10 wherein the

caller process further comprises a visual

display and the user interface comprises a

graphic user interface.

35 U.S.C. § 103 - NetBIOS in View of Pinard

Pinard discloses a graphical user interface on a visual display which

allows the caller to control the operation of the telephone. See, e.g.,

Pinard, Figures 2-16 and Col. 6, lines 36-53 (“To place Mary on

hard hold, Debbie drags Mary’s icon 28 to the hard hold icon 39.”).

20. The method of claim 19 wherein the

steps of establishing a point-to-point link

as described in step C is performed in

response to manipulation of the graphic

elements on the graphic user interface.
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As described above, Pinard discloses that a point-to-point

communication link is established in response to a user associating

a graphic element representing a callee process with a graphic

element representing a communication line. For example, Figure 3

of Pinard illustrates clicking and dragging an icon representing a

l9;'40 US. Patent No. 6,108,704
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callee from a directory 17 into a call setup icon l5. Once the callee

answers the call, the call setup icon l5 becomes a call icon 23 as

illustrated in Figure 4 of Pinard. See, e.g., Pinard, Col. 4, lines 33-

51 (describing how “[t]he user can then drag the icon or the name

of the person to be called into the call setup icon . . . As soon as

John answers the call, the application software program changes the

call setup icon to a call icon designated as 23, and establishes a new

call setup icon 24 spaced from the icon 23.”). Similarly, Figure 6

illustrates how a point-to-point communication link may be

established by clicking and dragging a callee icon 2l into an

existing call icon 29. See Pinard, Col. 5, lines 36-37 (“Now to

conference all parties, the user Debbie merely drags the John icon

to the call icon 29.”).

21. A computer program product for use

with a computer system comprising: a

computer usable medium having program
code embodied in the medium for

establishing a point-to-point

communication link from a caller process

to a callee process over a computer

network, the caller process having a user

interface and being operatively

connectable to the callee process and a

server over the computer network, the

medium further comprising:

program code for generating an element

representing a first communication line;
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35 U.S.C. § 103 — NetBIOS in view of Pinard

As discussed above, NetBIOS discloses a method of establishing a

point-to-point communication link between a caller process and a

callee process over a computer network such as a local network or

the lntemet. “NetBIOS session service transactions, packets, and

protocols are identical for all end-node types. They involve only

directed gpoint-to-point) communications.” NetBIOS at 397

(emphasis added). See also id. at 361 (describing how a call to a

named callee process is used to “[i]nitiate a session with a process

that is listening under the specified name. The calling entity must
indicate both a callin name ro erl registered to the caller and a

called name) (emphasis added); id. at 359 (“NetBIOS applications

employ NetBIOS mechanisms to locate resources, establish

connections, send and receive data with an application peer, and

terminate connections.”); id. at 361 (“A session is a reliable

message exchange, conducted between a pair of NetBIOS

applications. Sessions are full-duplex, sequenced, and reliable.

Data is organized into messages.”). NetBIOS applications include

“user interfaces,” for example, “NetBIOS provides a vendor

independent interface for the IBM Personal Computer (PC) and

compatible systems.“ Id. at 356. The IBM PC included a text-

based user interface known as PC-DOS. See, e.g., id. (it is expected

that on computers operating under the PC-DOS and MS-DOS

operating systems that the existing NetBIOS interface will be

preserved by implementers).

Pinard discloses program code for generating an element

representing a first communication line. For example, Figure 6 of

Pinard illustrates a first call icon 23 which represents a first
communication line and a second call icon 29 which reresents a

20;'40 US. Patent No. 6,108,704



Claims Prior Art and Relevant Statute

second communication line. In the example shown in Figure 6, the

first call icon 23 represents a telephone call between “Debbie“ and

“John“ and the second call icon 29 represents a telephone call

between “Debbie” and “Mary.” See, e.g., Pinard, Col. 5, lines 23-
30.

program code for generating an element

representing a first callee process;

program code, responsive to a user

associating the element representing the

first callee process with the element

representing the first communication line,

for establishing a point-to-point
communication link from the caller

process to the first callee process.

Pinard describes program code for generating an element

representing a first callee process. In the example shown in Figure

6 of Pinard, a first user interface element 2l is shown for the callee

named “John” and a second user interface element is shown for the

callee named “Mary.“ See, e.g., Pinard, Col. 5, lines 23-30.

As described above, NetBIOS describes establishing a point-to-

point communication link between a caller process and a callee

process. See, e.g., NetBIOS at 397 (“NetBIOS session service

transactions, packets, and protocols are identical for all end-node

types. They involve only directed {point-to-point;

communications“) (emphasis added). Pinard discloses that a point-

to-point communication link is established in response to a user

associating an element representing the first callee process with the

element representing a first communication line. For example,

Figure 3 of Pinard illustrates clicking and dragging an icon

representing a callee from a directory 17 into a call setup icon l5.

Once the callee answers the call, the call setup icon 15 becomes a

call icon 23 as illustrated in Figure 4 of Pinard. See, e.g., Pinard,

Col. 4, lines 38-51 (describing how “[t]he user can then drag the

icon or the name of the person to be called into the call setup icon . .

. As soon as John answers the call, the application software

program changes the call setup icon to a call icon designated as 23.

and establishes a new call setup icon 24 spaced from the icon 23.”).

Similarly, Figure 6 illustrates how a point-to-point communication

link may be established by clicking and dragging a callee icon 21

into an existing call icon 29. See Pinard, Col. 5, lines 36-37 (“Now

to conference all parties, the user Debbie merely drags the John

icon to the call icon 29.”).

22. The computer program product of

claim 2l wherein the program code for

establishing a point-to-point

communication link further comprises:

35 U.S.C. § 102 — NetBIOS

program code for querying the server as
to the on-line status of the first callee

process; and program code for receiving

a network protocol address of the first

callee process over the computer network
from the server.

As disclosed in NetBIOS, an end-node sends a “query” to the

NBNS to determine whether another end-node with the target name

is currently logged onto the computer network, and hence is

registered with the NBNS. “Name query (also known as

‘resolution’ or ‘discovery’) is the procedure by which the IP

address(es) associated with a NetBIOS name are discovered.“

NetBIOS at 377. NetBIOS point-to-point nodes “perform name

resolution” by “ask[ing]“ the NetBios Name Server for the IP
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23. A computer program product of claim

21 further comprising:

program code for generating an element

representing a second communication
line.

Prior Art and Relevant Statute

address and other information of the target node with whom they

wish to communicate. Id. See also id. at 388 (“Name query

transactions are initiated by end-nodes to obtain the IP address(es)

and other attributes associated with a NetBIOS name.”). The

NBNS “answers queries from a P node with a list of IP address and

other information for” the target name. Id. at 389. See also id. at

440 (RFC l002 describing “Name Query Request“); id. at 464-465

(describing “P-Node Find Name Procedure“). “Each

NODE_NAME entry represents an active name in the same

NetBIOS scope as the requesting name in the local name table of

the responder.“ Id. at 446. If the end-node with the target name is

currently registered in the NBNS database, the NBNS responds

with a positive name query response. See, e.g., id. at 389 (The

NBNS “answers queries from a P node with a list of IP address and
other information for” the tar et name. .

 
35 U.S.C. § 103 - NetBIOS in view of Pinard

Pinard describes an element representing a second communication

line. For example, Figure 6 of Pinard illustrates a first element (23)

representing a first communication line and a second element (29)

representing a second communication line.

24. The computer program product of

claim 23 further comprising:

program code, responsive to the user

disassociating the element representing

the first callee process from the element

representing the first communication line,

for terminating the point-to-point
communication link from the caller

process to the first callee process; and

program code responsive to the use

associating the element representing the

first callee process with the element

presenting the second communication

line, for establishing a different point-to-

point communication link from the caller

process to the first callee process.
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35 U.S.C. § 103 — NetBIOS in view of Pinard

Figure 6 of Pinard illustrates how the call represented by call icon

23 is terminated by dragging the user icon for “John“ 21 out of the

call icon 23. Similarly, Figure 11 illustrates how a call is

terminated by dragging the user icon to a “waste basket“ icon 26.

In Figure 6 of Pinard, the callee process icon for “John“ 21 i

dragged from call icon 23 to call icon 29, thereby terminating the

call represented by call icon 23 and establishing a different link

with the callee process represented by icon 21 (in this case a

conference call with “John,” “Mary," and “Debbie”). Moreover,

once a callee is removed from a call by clicking and dragging the

callee’s icon, a new call can always be established with the callee

by dragging the callee’s icon to a call setup icon. See, e.g., Pinard,

Figure 3 (showing a callee icon dragged from a directory to a call

setup icon to establish a call). See also Pinard, Col. 4, lines 22-31.
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25. The computer program product of 35 U.S.C. § 103 - NetBIOS in view of Pinard

claim 21 further comprising:

i I II I

representing a second callee process; and represents a second callee process.

program code means, responsive to the In Figure 6 of Pinard, the user interface element for “John“ 21 is

user associating the element representing dragged from call icon 23 to call icon 29, thereby creating a

the second callee process with the conference call between “John,“ “Mary,” and “Debbie.“ See

element representing the first Pinard, Col. 5, lines 31-44 (“Now to conference all parties, the user

communication line, for establishing a Debbie merely drags the John icon to the call icon 29.”).
conference communication link between

the caller process and the first and second

callee process.

 
26. The computer program product of

claim 25 further comprising:

program code, responsive to the user In Pinard, any callee process can be removed from a conference call

disassociating the element representing by dragging the element representing the callee process from the

the second callee process from the conference call icon. For example, Figure 8 of Pinard shows the

element representing the first user icon “Debbie" removed from conference call represented by

communication line, for removing the call icon 32. thereby “breaking Debbie‘s line from the conference.”

second callee process from the Pinard, Col. 6, lines 14-15.
conference communication link.
 

27. The computer program product of 35 U.S.C. § 103 — NetBIOS in view of Pinard

claim 21 further comprising:

program code for generating an element Pinard describes a user interface element representing a

representing a communication line communication line having a temporarily disabled status. For

having a temporarily disabled status; and example, Figure 12 illustrates a “hard hold” icon 39 to which user

icons representing callers/callees 41 may be dragged to put the

callers/callees on hold. See, e.g., Pinard, Col. 6, lines 36-53 (“To

place Mary on hard hold, Debbie drags Mary’s icon 28 to the hard

hold icon 39.”).

program code, responsive association of In Pinard, in response to an icon of a caller/callee 41 being moved

the element representing the first callee into the hard hold icon 39, the caller/callee is placed on hold. See,

process with the element representing the e.g., Pinard, Col. 6, lines 36-53 (“To place Mary on hard hold,

communication line having a temporarily Debbie drags Marys icon 28 to the hard hold icon 39.”).

disabled status, for temoraril disablin
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the point-to-point communication link

between the caller process and the first

callee process.
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28. The computer program product of
claim 27 wherein the communication line

having a temporarily disabled status

comprises a communication line on hold
status.

35 U.S.C. § 103 — NetBIOS in View of Pinard

In Pinard, in response to an icon of a caller/callee 41 being moved

into the hard hold icon 39, the caller/callee is placed on hold. See,

e.g., Pinard, Col. 6, lines 36-53 (“To place Mary on hard hold,

Debbie drags Mary’s icon 28 to the hard hold icon 39.”).

29. The computer program product of
claim 27 wherein the communication line

having a temporarily disabled status

comprises a communication line on mute
status.

21 wherein the computer system further

comprises a visual display and the user

interface comprises a graphic user
interface.

35 U.S.C. § 103 - NetBIOS in View 01‘ Pinard and further in

View 01‘ VocalChat User’s Guide

The VocalChat User’s Guide describes a “communication line on

mute status” as recited in Claim 29. As described in the VocalChat

User‘s Guide, “Manual Activation can also be used like the MUTE

option in many phones: it lets you talk without being heard on the

other user’s system.” User’s Guide, page 57.

Figures 2-16 of Pinard illustrate a graphical user interface for

managing telephone calls (which is inherently rendered on a “visual

display”).

31. The computer program product of
claim 30 wherein the element

representing the first communication line

and the element representing the first

callee process are graphic elements and

wherein the program code for

establishing a point-to-point
communication link from the caller

process to the first callee process further

comprises: program code, responsive to

manipulation of the graphic elements on

the graphic user interface, for

establishing the point-to-point
communication link from the caller

process to the first callee process.
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As described above, Pinard discloses that a point-to-point

communication link is established in response to a user associating

a graphic element representing the first callee process with a

graphic element representing a first communication line. For

example, Figure 3 of Pinard illustrates clicking and dragging an

icon representing a callee from a directory 17 into a call setup icon

15. Once the callee answers the call, the call setup icon 15 becomes

a call icon 23 as illustrated in Figure 4 of Pinard. See, e.g., Pinard,

Col. 4, lines 38-51 (describing how “[t]he user can then drag the

icon or the name of the person to be called into the call setup icon . .

As soon as John answers the call, the application software program

changes the call setup icon to a call icon designated as 23, and

establishes a new call setup icon 24 spaced from the icon 23.”).

Similarly, Figure 6 illustrates how a point-to-point communication

link may be established by clicking and dragging a callee icon 21

into an existin call icon 29. See Pinard, Col. 5, lines 36-37 (“Now
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to conference all parties, the user Debbie merely drags the John

icon to the call icon 29.“).

32. A method of locating a process over a

computer network comprising the steps
of:

having a plurality of selected entries,

each entry comprising an identifier and a

corresponding Internet protocol address

of a process currently connected to the

Internet, the Internet Protocol address

added to the list following connection of

the process to the computer network; and

Request for Ex Partes Reexamination
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list having a plurality of selected entries, each entry comprising an

identifier and a corresponding Internet protocol address of a process

currently connected to the Internet. For example, to engage in

NetBIOS communications, a point-to-point ("P") or mixed (“M”)

node must register with a NBNS by transmitting a notice of the end

node’s name (a distinguishing identifier) and current IP address to

the NBNS. See NetBIOS, page 385 (illustrating the “P-NODE

REGISTRATION PROCESS“). Specifically, a NetBIOS “Name

Registration Request“ sent by an M or P node to a NetBIOS Name

Server includes the field “NB_ADDRESS,“ which is the “IP

address of the name‘s owner.” Id. at 431. See also id. at 367

(describing how the NBNS may act as a “bulletin board’ on which

name/address information is freely posted (and removed) by P and

M nodes without validation by the NBNS. Alternatively, the NBNS

may elect to completely manage and validate names”); id. at 388

(“Name query transactions are initiated by end-nodes to obtain the

IP address(es) and other attributes associated with a NetBIOS

name.”); NetBIOS at 461-464 (disclosing program code for the P-

node name registration process) and 480-482 (disclosing program

code for NBNS incoming packet processing for name registration).

The NBNS thereby contains a list of names and corresponding IP

addresses of point-to-point and mixed end-nodes. In addition,
NetBIOS discloses a number of mechanisms to track the online

status of nodes. For example, “NetBIOS names may be released

explicitly or silently by an endnode. Silent release typically occurs
when an end-node fails or is turned off.” NetBIOS at 377. For

point-to-point nodes, the “explicit name release” involves

“send[ing] a notification to their NBNS [NetBIOS Name Server] .“

Id. That is, upon going off-line, the node sends a “log-out“

message to the NetBIOS Name Server, which then deletes the

node’s name/address entry from its database. See also id. at 393-

394 (describing “NAME RELEASE TRANSACTIONS“).

NetBIOS also discloses mechanisms designed to detect “silent”

releases, ie., when a nodes goes off-line without sending an explicit

log-out message to the NBNS. Id. at 360 (“An explicit name

deletion function is specified, so that applications may remove a

name. Implicit name deletion occurs when a station ceases

operation.”). These mechanisms include the refresh mechanism
discussed above. Nodes which do not send a refresh mess
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their NBNS within a determined period of time are deemed to have

gone off-line and their name/address entry is deleted from the

NBNS. Id. at 378, 382-383, 394-395. See also id. at 378

(describing “name challenge” operation), 380 (describing “Node

Status Request” operation), 381 (“15.1.7 CONSISTENCY OF T

NBNS DATA BASE“), 383 (“A very cautious NBNS is free to poll

nodes (by sending NAME QUERY REQUEST or NODE STATUS

REQUEST packets) to verify that their name status is the same as

that registered in the NBNS.”). Therefore, only logged-in nodes are

registered with the NBNS. See id. at 446 (“Each NODE_NAME

entry represents an active name in the same NetBIOS scope as the

requesting name in the local name table of the responder.”). In

sum, the requesting node receives the target node’s IP address from

the NBNS only if the target node is currently logged in; otherwise,

the NBNS responds to the requesting node‘ s name query request

with a negative response. See, e.g., id. at 389.

On many networks, including the TCP/IP networks described in

NetBIOS, network addresses are assigned “following connection”

to the computer network. See, e. g., Dynamic Host Configuration

Protocol, RFC 1531 (Oct. 1993) (“RFC 1531”), Section 2.2

(describing the “dynamic allocation of network addresses“ on

TCP/IP networks). Thus, in at least some instances, the computer

systems on which NetBIOS was used received IP addresses

following connection to the computer network. Consequently,

dynamic address assignment is inherent in NetBIOS.

35 U.S.C. § 103 — NetBIOS in view of RFC 1531

Alternatively, it would have been obvious to one of ordinary skill in

the art to use dynamic address assignment on a TCP/[P network. A
motivation to combine NetBIOS with RFC 1531 exists because

NetBIOS describes NetBIOS operating on a TCP/IP network and

RFC 1531 describes a well known technique for dynamically

assigning IP addresses within a TCP/IP network. One of ordinary
skill in the art would have been motivated to combine NetBIOS

with RFC 1531 to realize the benefits associated with dynamic IP

address assignment. For example, one of ordinary skill in the art

would have been motivated to use dynamic IP address assignment

because it eliminates the burdensome task of manually assigning IP

addresses for all networked computers and allows for “automatic

reuse of an address that is no longer needed by the host to which it

was assigned.” RFC 1531, page 2 (Section 1, Introduction). In

fact, one of skill in the art would have understood at the time of the

alleged invention of the ‘704 patent that personal computers
connected to the Internet as described in RFC 1001/1002 of

NetBIOS would frequently have their IP addresses dynamically

assigned.
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b. in response to identification of one of

the list entries by a requesting process,

providing one of the identifier and the

corresponding Internet protocol address

of the identified entry to the requesting

process.

33. A method for locating processes

having dynamically assigned network

protocol addresses over a computer

network, the method comprising the steps
of:

Prior Art and Relevant Statute

A NBNS “answers queries from a P node with a list of IP address

and other information for“ the target name. NetBIOS at 389. If the

NBNS has an entry in its database for the target name identified by

the requesting node, the NBNS returns a positive name query

response to the requesting node. Id. at 390. The NBNS‘s positive

name query response includes the IP address for the target node. Id.

at 389. See also id. at 441 (“POSITIVE NAME QUERY

RESPONSE”).

35 U.S.C. § 102 - NetBIOS

Because IP addresses were known to be dynamically assigned on

TCP/IP networks such as the Internet, this feature is inherent in

NetBIOS. See, e.g., RFC 1531, Dynamic Host Configuration

Protocol (1993), Section 2.2 (describing the “dynamic allocation of

network addresses“ on TCP/[P networks). One of ordinary skill in

the art would understand that the use and implementation of a

NBNS enables locating point-to-point nodes that have dynamically

assigned network addresses. Alternatively, it would have been
obvious to combine NetBIOS with other references such as RFC

1531 which describe the use of dynamically assigned IP addresses.

a. maintaining, in a computer memory, a

network accessible compilation of

entries, selected of the entries comprising

a network protocol address and a

corresponding identifier of a process

connected to the computer network, the

network protocol address of the

corresponding process assigned to the

process upon connection to the computer

network; and
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NetBIOS describes the NBNS maintaining an Internet accessible

list having a plurality of selected entries, each entry comprising an

identifier and a corresponding Internet protocol address of a process

currently connected to the Internet. For example, to engage in

NetBIOS communications, a point-to-point ("P") or mixed (“M”)

node must register with a NBNS by transmitting a notice of the end

node’s name (a distinguishing identifier) and current IP address to

the NBNS. See id. at 385 (illustrating the “P-NODE

REGISTRATION PROCESS“). Specifically, a NetBIOS “Name

Registration Request“ sent by an M or P node to a NetBIOS Name

Server includes the field “NB_ADDRESS,” which is the “IP

address of the name's owner.” Id. at 431. See also id. at 367

(describing how the NetBIOS Name Server may act as a “bulletin

board‘ on which name/address information is freely posted (and

removed) by P and M nodes without validation by the NBNS.

Alternatively, the NBNS may elect to completely manage and

validate names.”); id. at 388 (“Name query transactions are initiated

by end-nodes to obtain the IP address(es) and other attributes

associated with a NetBIOS name.“); NetBIOS at 461-464

(disclosing program code for the P-node name registration process)

and 480-482 (disclosing program code for NBNS incoming packet

processing for name registration). The NBNS thereby contains a

list of names and corresponding IP addresses of point-to-point and

mixed end-nodes. In addition, NetBIOS discloses a number of

mechanisms to track the online status of nodes. For example,
“NetBIOS names ma be released ex licitl or silentl b an
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endnode. Silent release typically occurs when an end-node fails or

is turned off.” Id. at 377. For point-to-point nodes, the “explicit

name release“ involves “send[ing] a notification to their NBNS

[NetBIOS Name Server].“ Id. That is, upon going off-line, the

node sends a “log-out” message to the NetBIOS Name Server,

which then deletes the node’s name/address entry from its database.

See also id. at 393-394 (describing “NAME RELEASE

TRANSACTIONS”). NetBIOS also discloses mechanisms

designed to detect “silent” releases, i.e., when a nodes goes off-line

without sending an explicit log-out message to the NBNS. Id. at

360 (“An explicit name deletion function is specified, so that

applications may remove a name. Implicit name deletion occurs

when a station ceases operation”). These mechanisms include the
refresh mechanism discussed above. Nodes which do not send a

refresh message to their NBNS within a determined period of time

are deemed to have gone off-line and their name/address entry is

deleted from the NBNS. Id. at 378, 382-383, 394-395. See also id.

at 378 (describing “name challenge” operation), 380 (describing

“Node Status Request” operation), 381 (‘‘IS. 1 .7 CONS ISTENCY

OF THE NBNS DATA BASE”), 383 (“A very cautious NBNS is

free to poll nodes (by sending NAME QUERY REQUEST or

NODE STATUS REQUEST packets) to verify that their name

status is the same as that registered in the NBNS.”). Thus, by

design, only logged-in nodes are registered with the NetBIOS Name

Server. See id. at 446 (“Each NODE_NAME entry represents an

active name in the same NetBIOS scope as the requesting name in

the local name table of the responder“). In sum, the requesting

node receives the target node’s IP address from the NBNS only if

the target node is currently logged in; otherwise, the NBNS

responds to the requesting node’s name query request with a

negative response. See, e.g.. id. at 389.

On many networks, including the TCP/IP networks described in

NetBIOS, network addresses are assigned “upon connection to the

computer network.“ See, e.g., Dynamic Host Configuration

Protocol, RFC 1531 (Oct. 1993) (“RFC 1531”), Section 2.2

(describing the “dynamic allocation of network addresses“ on

TCP/IP networks). Thus, in at least some instances, the computer

systems on which NetBIOS was used received IP addresses

following connection to the computer network. Consequently,

dynamic address assignment is inherent in NetBIOS.

35 U.S.C. § 103 — NetBIOS in view of RFC 1531

Alternatively, it would have been obvious to one of ordinary skill in

the art to use dynamic address assignment on a TCP/IP network. A
motivation to combine NetBIOS with RFC 1531 exists because

NetBIOS describes NetBIOS operating on a TCP/IP network and

RFC 1531 describes a well known technique for dynamically
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b. in response to identification of one of

the entries by a requesting process

providing one of the identifier and the

network protocol address to the

requesting process.

comprising the step of:

c. modifying the compilation of entries.
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skill in the art would have been motivated to combine NetBIOS

with RFC 1531 to realize the benefits associated with dynamic IP

address assignment. For example, one of ordinary skill in the art

would have been motivated to use dynamic IP address assignment

because it eliminates the burdensome task of manually assigning IP

addresses for all networked computers and allows for “automatic

reuse of an address that is no longer needed by the host to which it

was assigned.” RFC l53l, page 2 (Section l, Introduction). In

fact, one of skill in the art would have understood at the time of the

alleged invention of the ‘704 patent that personal computers
connected to the Internet as described in RFC 1001/1002 of

NetBIOS would frequently have their IP addresses dynamically

assigned.

A NBNS “answers queries from a P node with a list of IP address

and other information for“ the target name. Id. at 389. If the

NetBIOS Name Server has an entry in its database for the target

name identified by the requesting node, the NBNS returns a

positive name query response to the requesting node. Id. at 390.

The NBNS's positive name query response includes the IP address

for the target node. Id. at 389. See also id. at 441 (“POSITIVE

NAME QUERY RESPONSE”).

NBNSs periodically modify their compilation of name/address

entries in response to various conditions. For example, NetBIOS

discloses an “explicit name release” mechanism. For point-to-point

nodes, this involves “send[ing] a notification to their NBNS

[NetBIOS Name Server].” NetBIOS at 377. Upon going off-line,

the node sends a log-out message to the NBNS, which then deletes

the node's name/address entry from the compilation, thereby

modifying its compilation of entries. See also id. at 393-394

(describing “NAME RELEASE TRANSACTIONS”). The

compilation of entries may also be modified when an end node does

not send a refresh message to its NBNS within a determined period

of time, which may result in the deletion of its name/address entry

from the NBNS’s compilation of entries. Id. at 378, 382-383, 394-

395. See also id. at 378 (describing “NAME CHALLENGE“

operation), 380 (describing “NODE STATUS REQUEST“

operation), 381 (“l5.l.7 CONSISTENCY OF THE NBNS DATA

BASE“), 383 (“A very cautious NBNS is free to poll nodes (by

sending NAME QUERY REQUEST or NODE STATUS

REQUEST packets) to verify that their name status is the same as

that registered in the NBNS .”); 384 (describing “OVERWRITE”

29;'40 US. Patent No. 6,108,704



Claims Prior Art and Relevant Statute

35. The method of claim 34 wherein step 35 U.S.C. § 102 — NetBIOS

c further comprises:
 

c.1 adding an entry to the compilation

upon the occurrence of a predetermined
event.

predetermined event comprises

notification by a user process of an

assigned network protocol address.

NBNS add entries to their compilation of name/address entries in

response to various circumstances. For example, NetBIOS

discloses that registrations adds the names (distinguishing

identifiers) and current IP addresses of end-nodes to the NBNS‘

compilation of name/address entries. Id. at 385. See also id. at

431-432; id. at 367 (The NBNS acts as a “‘bulletin board’ on which

name/address information is freely posted (and removed) by P and

M nodes without validation by the NBNS. Alternatively, the NBNS

may elect to completely manage and validate names“); id. at 461-

464 (P-node name registration process) and 480-482 (NBNS

incoming packet processing for name registration). Registration

thereby adds names and corresponding IP addresses of end-nodes to

the NBNS’ compilation of name/address entries.

User processes executed on P and M nodes “notify“ the NBNS of

their assigned names and IP addresses. For example, to engage in

NetBIOS communications, a point-to-point ("P") or mixed (“M”)

node must register with a NBNS by transmitting a notice of the end

node’s name (a distinguishing identifier) and current IP address to

the NBNS. See id. at 385 (illustrating the “P-NODE

REGISTRATION PROCESS“). More specifically, a NetBIOS

“Name Registration Request” sent by an M or P node to a NBNS

includes the field “NB_ADDRESS,” which is the “IP address of the

name's owner.” Id. at 431. See also id. at 367 (describing how the
NBNS acts as a “‘bulletin board‘ on which name/address

information is freely posted (and removed) by P and M nodes

without validation by the NBNS. Alternatively, the NBNS may

elect to completely manage and validate names”); id. at 388

(“Name query transactions are initiated by end-nodes to obtain the

IP address(es) and other attributes associated with a NetBIOS

name.”); id. at 461-464 (disclosing program code for the P-node

name registration process) and 480-482 (disclosing program code

for NBNS incoming packet processing for name registration). The

NBNS thereby contains a list of names and corresponding IP

addresses of point-to-point and mixed end-nodes.

37. The method of claim 34 wherein step

c further comprises:

Request for Ex Partes Reexamination
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c.1 deleting an entry from the

compilation upon the occurrence of a

predetermined event.

Prior Art and Relevant Statute

The NBNS periodically delete a name/address entry from their

compilation upon the occurrence of a predetermined event. For

example, NetBIOS discloses an “explicit name release“ mechanism.

For point-to-point nodes, this involves “send[ing] a notification to

their NBNS [NetBIOS Name Server].“ Id. at 377. Upon going off-

line, the node sends a log-out message to the NBNS. Upon the

occurrence of this predetermined event, the NBNS deletes the

node's name/address entry from the compilation of entries.

NetBIOS also discloses that a name/address entry may be deleted if

an end node does not send a “refresh” message to its NBNS within

a predetermined period of time. See id. at 448, 452-453, 464-465.

See also id. at 448 (describing “name challenge“ operation), 450

(describing “Node Status Request” operation), 451 (“l5.l.7

CONS ISTENCY OF THE NBNS DATA BASE”), 453 (“A very

cautious NBNS is free to poll nodes (by sending NAME QUERY

REQUEST or NODE STATUS REQUEST packets) to verify that

their name status is the same as that registered in the NBNS.”).

38. A computer program product for use

with a computer system having a memory

and being operatively connectable over a

computer network to one or more

computer processes, the computer

program product comprising a computer

usable medium having program code

embodied in the medium the program

code comprising:

Request for Ex Partes Reexamination
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NetBIOS discloses a computer program product for use with a

computer system. See id. at 356 (“The NetBIOS service has

become the dominant mechanism for personal computer

networking. NetBIOS provides a vendor independent interface for

the IBM Personal Computer (PC) and compatible systems“). In

addition, NetBIOS describes that the computer systems (or

“nodes“) execute software, which is a computer-implemented

“process.” See id. (“NetBIOS defines a software interface . . . .

NetBIOS has generally been confined to personal computers to

date. However, . . . this specification has been designed to allow

an implementation to be built on virtually any type of system

where the TCP/IP protocol suite is available.”); id. at 357

(“NetBIOS is the foundation of a large body of existing

applications“). Finally, NetBIOS also discloses a “server“ to

which all processes are operatively coupled over a network. For

example, the figure on page 371 of NetBIOS illustrates the NBNS

coupled to point-to-point nodes (“P nodes”) over the lntemet.

NetBIOS applications may be loaded into random access memory,

which is a computer usable medium, and executed by a computer

processor. NetBIOS describes that “[o]ne of the first

implementations [of NetBIOS] was for personal computers running

the PC-DOS and MS-DOS operating systems. It is possible to

implement NetBIOS within other operating systems, or as

processes which are, themselves, simply application programs as

far as the host operating system is concerned.“ Id. at 359.

NetBIOS further discloses that “typical use of NetBIOS is among
inde endentl -oerated ersonal com uters.” Id. at 360.
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a. program code configured to maintain,

in the computer memory, a network

accessible compilation of entries, selected

of the entries comprising a network

protocol address and a corresponding

identifier of a process connected to the

computer network, the network protocol

address of the corresponding process

assigned to the process upon connection

to the computer network; and

Request for Ex Partes Reexamination
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NetBIOS describes the NBNS maintaining an Internet accessible

list having a plurality of selected entries, each entry comprising an

identifier and a corresponding Internet protocol address of a

process currently connected to the lntemet. For example, to

engage in NetBIOS communications, a point-to-point (“P”) or

mixed (“M”) node must register with a NBNS by transmitting a

notice of the end node’s name (a distinguishing identifier) and

current IP address to the NBNS. See id. at 385 (illustrating the “P-

NODE REGISTRATION PROCESS”). Specifically, a NetBIOS

“Name Registration Request” sent by an M or P node to the NBNS

includes the field “NB_ADDRESS,“ which is the “IP address of

the name's owner.“ Id. at 43l. See also id. at 367 (describing how

the NetBIOS Name Server may act as a “‘bulletin board’ on which

name/address information is freely posted (and removed) by P and

M nodes without validation by the NBNS. Alternatively. the

NBNS may elect to completely manage and validate names.“); id.

at 388 (“Name query transactions are initiated by end-nodes to

obtain the IP address(es) and other attributes associated with a

NetBIOS name.”); id. at 461-464 (disclosing program code for the

P-node name registration process) and 480-482 (disclosing

program code for NBNS incoming packet processing for name

registration). The NBNS thereby contains a list of names and

corresponding IP addresses of point-to-point and mixed end-nodes.
In addition. NetBIOS discloses a number of mechanisms to track

the online status of nodes. For example, “NetBIOS names may be

released explicitly or silently by an endnode. Silent release

typically occurs when an end-node fails or is turned off.” Id. at

377. For point-to-point nodes, the “explicit name release“ involves

“send[ing] a notification to their NBNS [NetBIOS Name Server].”

Id. That is, upon going off-line, the node sends a “log-out”

message to the NetBIOS Name Server, which then deletes the

node‘s name/address entry from its database. See also id. at 393-

394 (describing “NAME RELEASE TRANSACTIONS”).

NetBIOS also discloses mechanisms designed to detect “silent“

releases, i.e., when a nodes goes off-line without sending an

explicit log-out message to the NBNS. Id. at 360 (“An explicit

name deletion function is specified, so that applications may

remove a name. Implicit name deletion occurs when a station

ceases operation”). These mechanisms include the refresh
mechanism discussed above. Nodes which do not send a refresh

message to their NBNS within a determined period of time are

deemed to have gone off-line and their name/address entry is

deleted from the NBNS. Id. at 378, 382-383, 394-395. See also id.

at 378 (describing “name challenge“ operation), 380 (describing

“Node Status Request” operation), 381 (“l5.l.7 CONSISTENCY

OF THE NBNS DATA BASE”), 383 (“A very cautious NBNS is

free to oil nodes (b sendin NAME QUERY REQUEST or
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b. program code responsive to

identification of one of the entries by a

requesting process and configured to

provide one of the identifier and the

network protocol address to the

requesting process.
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NODE STATUS REQUEST packets) to verify that their name

status is the same as that registered in the NBNS“). Therefore,

only logged-in nodes are registered with the NetBIOS Name

Server. See id. at 446 (“Each NODE_NAME entry represents an

active name in the same NetBIOS scope as the requesting name in

the local name table of the responder.”). In sum, the requesting

node receives the target node‘s IP address from the NBNS only if

the target node is currently logged in; otherwise, the NBNS

responds to the requesting node’s name query request with a

negative response. See, e.g., id. at 389.

On many networks, including the TCP/IP networks described in

NetBIOS, network addresses are assigned “upon connection to the

computer network.“ See, e.g., Dynamic Host Configuration

Protocol, RFC 1531 (Oct. 1993) (“RFC 1531”), Section 2.2

(describing the “dynamic allocation of network addresses" on

TCP/IP networks). Thus, in at least some instances, the computer

systems on which NetBIOS was used received IP addresses

following connection to the computer network. Consequently,

dynamic address assignment is inherent in NetBIOS.

35 U.S.C. § 103 — NetBIOS in view of RFC 1531

Alternatively, it would have been obvious to one of ordinary skill in

the art to use dynamic address assignment on a TCP/IP network. A
motivation to combine NetBIOS with RFC 1531 exists because

NetBIOS describes NetBIOS operating on a TCP/IP network and

RFC 1531 describes a well known technique for dynamically

assigning IP addresses within a TCP/IP network. One of ordinary
skill in the art would have been motivated to combine NetBIOS

with RFC 1531 to realize the benefits associated with dynamic IP

address assignment. For example, one of ordinary skill in the art

would have been motivated to use dynamic IP address assignment

because it eliminates the burdensome task of manually assigning IP

addresses for all networked computers and allows for “automatic

reuse of an address that is no longer needed by the host to which it

was assigned.” RFC 1531, page 2 (Section 1, Introduction). In

fact, one of skill in the art would have understood at the time of the

alleged invention of the '704 patent that personal computers
connected to the Internet as described in RFC 1001/1002 of

NetBIOS would frequently have their IP addresses dynamically

assigned.

The NBNS “answers queries from a P node with a list of IP address

and other information for“ the target name. Id. at 389. If the

NetBIOS Name Server has an entry in its database for the target

name identified by the requesting node, the NBNS returns a

positive name query response to the requesting node. Id. at 390.

The NBNS's positive name query response includes the IP address
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for the target node. Id. at 389. See also id. at 441 (“POSITIVE

NAME QUERY RESPONSE”).

39. The computer program product of 35 U.S.C. § 102 — NetBIOS

claim 38 further comprising:

c. program code configured to modify the NBNSs periodically modify their compilation of name/address

compilation of entries. entries in response to various conditions. For example, NetBlOS

discloses an “explicit name release” mechanism. For point-to-point

nodes, this involves “send[ing] a notification to their NBNS

[NetBIOS Name Server].” Id. at 377. Upon going off-line, the

node sends a log-out message to the NBNS, which then deletes the

node's name/address entry from the compilation, thereby modifying

its compilation of entries. See also id. at 393-394 (describing

“NAME RELEASE TRANSACTIONS”). The compilation of

entries may also be modified when an end node does not send a

refresh message to its NBNS within a determined period of time,

which may result in the deletion of its name/address entry from the

NBNS’s compilation of entries. Id. at 378, 382-383, 394-395. See

also id. at 378 (describing “NAME CHALLENGE“ operation), 380

(describing “NODE STATUS REQUEST“ operation), 381 (“lS.1.7

CONSISTENCY OF THE NBNS DATA BASE”), 383 (“A very

cautious NBNS is free to poll nodes (by sending NAME QUERY

REQUEST or NODE STATUS REQUEST packets) to verify that

their name status is the same as that registered in the NBNS .“); 384

(describing “OVERWRITE” operation).

40. The computer program product of 35 U.S.C. § 102 — NetBIOS

claim 39 wherein program code

configured to modify comprises:

c.l program code configured to add an The NBNSs add entries to their compilation of name/address entries

entry to the compilation upon the in response to various circumstances. For example, NetBIOS

occurrence of a predetermined event. discloses that registration adds the names (distinguishing

identifiers) and current IP addresses of end-nodes to the NBNS‘

compilation of name/address entries. Id. at 385. See also id. at

431-432; id. at 367 (NBNS acts as a “‘bulletin board’ on which

name/address information is freely posted (and removed) by P and

M nodes without validation by the NBNS. Alternatively, the NBNS

may elect to completely manage and validate names“); id. at 461-

464 (P-node name registration process) and 480-482 (NBNS

incoming packet processing for name registration). Registration

thereby adds names and corresponding IP addresses of end-nodes to

the NBNS‘ compilation of name/address entries.
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41. The computer program product of

claim 40 wherein the predetermined

event comprises notification by a process

of an assigned network protocol address.

Prior Art and Relevant Statute

35 U.S.C. § 102 - NetBIOS

User processes executed on P and M nodes “notify“ the NBNS of

their assigned names and IP addresses. For example, to engage in

NetBIOS communications, a point-to-point ("P") or mixed (“M”)

node must register with a NBNS by transmitting a notice of the end

node’s name (a distinguishing identifier) and current IP address to

the NBNS. See id. at 385 (illustrating the “P-NODE

REGISTRATION PROCESS”). More specifically, a NetBIOS

“Name Registration Request” sent by an M or P node to a NetBIOS

Name Server includes the field “NB_ADDRESS,“ which is the “IP

address of the name‘s owner.” Id. at 431. See also id. at 367

(describing how the NetBIOS Name Server may act as a “bulletin

board‘ on which name/address information is freely posted (and

removed) by P and M nodes without validation by the NBNS.

Alternatively, the NBNS may elect to completely manage and

validate names.”); id. at 388 (“Name query transactions are initiated

by end-nodes to obtain the IP address(es) and other attributes

associated with a NetBIOS name.“); NetBIOS id. at 461-464

(disclosing program code for the P-node name registration process)

and 480-482 (disclosing program code for NBNS incoming packet

processing for name registration). The NBNS thereby contains a list

of names and corresponding IP addresses of point-to-point and
mixed end-11odes.

42. The computer program product of

claim 38 wherein step c further

comprises:

35 U.S.C. § 102 — NetBIOS

c.1 program code configured to delete an

entry from the compilation upon the

occurrence of a predetermined event.

The NBNSs periodically delete a name/address entry from their

compilation upon the occurrence of a predetermined event. For

example, NetBIOS discloses an “explicit name release”

mechanism. For point-to-point nodes, this involves “send[ing] a

notification to their NBNS [NetBIOS Name Server].” Id. at 377.

That is, upon going off-line, the node sends a log-out message to

the NBNS. Upon the occurrence of this predetermined event, the

NBNS deletes the node's name/address entry from the compilation

of entries. NetBIOS also discloses that a name/address entry may

be deleted if an end node does not send a “refresh” message to its

NBNS within a predetermined period of time. See id. at 448, 452-

453, 464-465. See also id. at 448 (describing “name challenge"

operation), 450 (describing “Node Status Request" operation), 451

(“15.1.7 CONSISTENCY OF THE NBNS DATA BASE“), 453

(“A very cautious NBNS is free to poll nodes (by sending NAME

QUERY REQUEST or NODE STATUS REQUEST packets) to

verify that their name status is the same as that registered in the

NBNS.”).
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43. A computer program product for use

with a computer system, the computer

system executing a first process

operatively coupled over a computer

network to a second process and a server

process, the computer program product

comprising a computer usable medium

having computer readable program code

embodied therein, the program code

comprising:

a. program code configured to access a

directory database, the database having a

network protocol address for a selected

plurality of processes having on-line

status with respect to the computer

network, the network protocol address of

each respective process forwarded to the

database following connection to the

computer network; and

35 U.S.C. § 102 - NetBIOS

NetBIOS discloses a computer program product for use with a

computer system which executes a “first process“ and is operatively

connectable to a “second process” and a server over a computer

network. First, NetBIOS discloses a computer program product for

use with a computer system. See id. at 356 (“The NetBIOS service

has become the dominant mechanism for personal computer

networking. NetBIOS provides a vendor independent interface for

the IBM Personal Computer (PC) and compatible systems.”). In

addition, NetBIOS describes that the computer systems (or

“nodes”) execute software, which is a computer-implemented

“process.” See id. (“NetBIOS defines a software interface . . . .

NetBIOS has generally been confined to personal computers to

date. However, . . . this specification has been designed to allow an

implementation to be built on virtually any type of system where

the TCP/IP protocol suite is available.”); id. at 357 (“NetBIOS is

the foundation of a large body of existing applications“). Finally,

NetBIOS also discloses a “server“ to which all processes are

operatively coupled over a network. For example, the figure on

page 371 of NetBIOS illustrates the NBNS coupled to point-to-

point nodes (“P nodes”) over the Internet.

For example, to engage in NetBIOS communications, a point-to-

point ("P") or mixed (“M") node must register with a NBNS by

transmitting a notice of the end node’s name (a distinguishing

identifier) and current IP address to the NBNS. See id. at 385

(illustrating the “P-NODE REGISTRATION PROCESS”).

Specifically, a NetBIOS “Name Registration Request” sent by an

M or P node to a NBNS includes the field “NB_ADDRESS,”

which is the “IP address of the name's owner.” NetBIOS id. at

431. See also id. at 367 (describing how the NetBIOS Name

Server may act as a “bulletin board‘ on which name/address

information is freely posted (and removed) by P and M nodes

without validation by the NBNS. Alternatively, the NBNS may

elect to completely manage and validate names.“); id. at 388

(“Name query transactions are initiated by end-nodes to obtain the

IP address(es) and other attributes associated with a NetBIOS

name."); id. at 461-464 (disclosing program code for the P-node

name registration process) and 480-482 (disclosing program code

for NBNS incoming packet processing for name registration). The

NBNS thereby contains a directory database of names and

corresponding IP addresses of point-to-point and mixed end-nodes.

b. program code responsive to one of the

network protocol addresses and
confi red to establish a oint-to-oint
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communication link from the first

process to the second process over the

computer network.

Prior Art and Relevant Statute

between the nodes. “The NetBIOS session service begins after one

or more IP addresses have been found for the target name . . .

NetBIOS session service transactions, packets, and protocols are

identical for all end-node types. They involve only directed (point-

I0-QOIHH communications.” Id. at 397 (emphasis added). See also
id. at40l:

This first diagram shows the sequence of network

events used to successfully establish a session

without retargeting by the listener. The TCP
connection is first established with the well-known

NetBIOS session service TCP port,

SSN_SRVC_TCP_PORT. The caller then sends a

SESSION REQUEST packet over the TCP

connection requesting a session with the listener.

The SESSION REQUEST contains the caller‘s name

and the listener's name. The listener responds with a

POSITIVE SESSION RESPONSE informing the

caller this TCP connection is accepted as the

connection for the data transfer phase of the session.

See also id. at 398-400 (“l6. 1: Overview of NetBIOS Session

Service”), 361 (“A session is a reliable message exchange,

conducted between a pair of NetBIOS applications. Sessions are

fullduplex, sequenced, and reliable. Data is organized into

messages“). In sum, NetBIOS discloses all of the elements of, and

hence anticipates, claim 43 of the ‘704 Patent.

44. In a first computer process

operatively coupled over a computer

network to a second process and an

address server, a method of establishing a

point-to-point communication between

the first and second processes comprising

the steps of:
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35 U.S.C. § 102 — NetBIOS

NetBIOS describes that the various network “nodes“ execute

software, which is a computer-implemented “process." See id.

(“NetBIOS defines a software interface . . . . NetBIOS has generally

been confined to personal computers to date. However, . . . this

specification has been designed to allow an implementation to be

built on virtually any type of system where the TCP/IP protocol

suite is available.“); id. at 357 (“NetBIOS is the foundation of a

large body of existing applications.”). Finally, NetBIOS also

discloses an “address server“ to which all processes are operatively

coupled over a network. For example, the figure on page 371 of

NetBIOS illustrates the NBNS coupled to point-to-point nodes (“P

nodes”) over the Internet. The NBNS is an “address server”

because it stores names and IP addresses of nodes. See, e.g., id. at

367 describing how the NBNS may act as a “‘bulletin board‘ on

which name/address information is freely posted (and removed) by

P and M nodes without validation by the NBNS. Alternatively, the

NBNS may elect to completely manage and validate names.”
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A. following connection of the first

process to the computer network

forwarding to the address server a

network protocol address at which the

first process is connected to the computer

network;

B. querying the address sewer as to

whether the second process is connected

to the computer network;

C. receiving a network protocol address

of the second process from the address

server, when the second process is

connected to the computer network; and

Prior Art and Relevant Statute

In NetBIOS, each node forwards its IP address to the NBNS

following connection to the computer network. For example, to

engage in NetBlOS communications, a point-to-point (“P") or

mixed (“M") node must register with a NBNS by transmitting a

notice of the end node’s name (a distinguishing identifier) and

current IP address to the NBNS. See id. at 385 (illustrating the “P-

NODE REGISTRATION PROCESS“). More specifically, a

NetBIOS “Name Registration Request” sent by an M or P node to a

NetBIOS Name Server includes the field “NB_ADDRESS,“ which

is the “IP address of the name's owner.“ Id. at 431. See also id. at

367 describing how the NBNS acts as a “bulletin board’ on which

name/address information is freely posted (and removed) by P and

M nodes without validation by the NBNS. Alternatively, the NBNS

may elect to completely manage and validate names.

As disclosed in NetBIOS, an end-node sends a “query“ to the

NBNS to detennine whether another end-node with the target name

is currently logged onto the computer network, and hence is

registered with the NBNS. “Name query (also known as

‘resolution’ or ‘discovery’) is the procedure by which the [P

address(es) associated with a NetBlOS name are discovered.“ Id. at

377. NetBIOS point-to-point nodes “perform name resolution“ by

“ask[ing]” the NBNS for the IP address and other information of

the target node with whom they wish to communicate. Id. See also

id. at 388 (“Name query transactions are initiated by end-nodes to

obtain the IP address(es) and other attributes associated with a

NetBIOS name.”). The NetBIOS Name Server “answers queries
from a P node with a list of IP address and other information for”

the target name. Id. at 389. See also id. at 440 (RFC 1002

describing “Name Query Request”); id. at 464-465 (describing “P-

Node Find Name Procedure“). “Each NODE_NAME entry

represents an active name in the same NetBlOS scope as the

requesting name in the local name table of the responder.” Id. at
446.

NetBlOS states that the NBNS “answers queries from a P node with

a list of IP address and other information for” the target name. Id.

at 389. If the NBNS has a record of the unique target name in its

database, it returns a positive name query response to the requesting

end-node. Id. at 390. The NBNS’s positive name query response

includes the IP address for the target node. Id. at 441 (describing a

“POSITIVE NAME QUERY RESPONSE”). NetBIOS discloses a
number of mechanisms to track the online status of nodes. For

example, “NetBIOS names may be released explicitly or silently by

an endnode. Silent release typically occurs when an end-node fails

or is turned off.” Id. at 377. For point-to-point nodes, the “explicit

name release“ involves “send[ing] a notification to their NBNS

[NetBIOS Name Server].“ Id. That is, upon going off-line, the
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D. in response to the network protocol

address of the second process,

establishing a point-to-point
communication link with the second

process over the computer network.
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node sends a “log-out” message to the NBNS, which then deletes

the node‘s name/address entry from its database. See also id. at

393-394 (describing “NAME RELEASE TRANSACTIONS“).

NetBIOS also discloses mechanisms designed to detect “silent”

releases, ie., when a nodes goes off-line without sending an explicit

log-out message to the NBNS. Id. at 360 (“An explicit name

deletion function is specified, so that applications may remove a

name. Implicit name deletion occurs when a station ceases

operation”). These mechanisms include the refresh mechanism

discussed above. Nodes which do not send a refresh message to

their NBNS within a determined period of time are deemed to have

gone off-line and their name/address entry is deleted from the

NBNS. Id. at 378, 382-383, 394-395. See also id. at 378

(describing “name challenge” operation), 380 (describing “Node

Status Request" operation), 381 (“l5.l.7 CONSISTENCY OF THE

NBNS DATA BASE”), 383 (“A very cautious NBNS is free to poll

nodes (by sending NAME QUERY REQUEST or NODE STATUS

REQUEST packets) to verify that their name status is the same as

that registered in the NBNS.”). Consequently, only logged-in nodes

are registered with the NBNS. See id. at 446 (“Each

NODE_NAME entry represents an active name in the same

NetBIOS scope as the requesting name in the local name table of

the responder.“). In sum. the requesting node receives the target

node’s IP address from the NBNS only if the target node is

currently logged in; otherwise, the NBNS responds to the

requesting node’s name query request with a negative response.

See, e.g., id. at 389.

Once the node seeking to initiate the communication has obtained
from the NBNS the IP address for the node to receive the

communication, a point-to-point communication is established

between the nodes. “The NetBIOS session service begins after one

or more IP addresses have been found for the target name . . .

NetBIOS session service transactions, packets, and protocols are

identical for all end-node types. They involve only directed (point-

to-point) communications.” Id. at 397 (emphasis added). See also
id. at40l:

This first diagram shows the sequence of network

events used to successfully establish a session

without retargeting by the listener. The TCP
connection is first established with the well-known

NetBIOS session service TCP port,

SSN_SRVC_TCP_PORT. The caller then sends a

SESSION REQUEST packet over the TCP

connection requesting a session with the listener.

The SESSION REQUEST contains the caller‘s name

and the listener's name. The listener responds with a
POSITIVE SESSION RESPONSE informin the
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caller this TCP connection is accepted as the

connection for the data transfer phase of the session.

See also id. at 398-400 (“l6.l: Overview of NetBIOS Session

Service”), 361 (“A session is a reliable message exchange,

conducted between a pair of NetBIOS applications. Sessions are

fullduplex, sequenced, and reliable. Data is organized into

messages”).
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- Etherphone (Claims 1-2, 4-7, 10-12, 14, 19-23, 25, 30-44) under

35 U.S.C. § 102(b)

- Etherphone in view of NetBIOS (Claim 3) under 35 U.S.C. §

103(a)

- Etherphone in view of Vin (Claim 32) under 35 U.S.C. § 103(a)

- Etherphone in view of Vin and further in view of RFC 1531

(Claim 33) under 35 U.S.C.§103(a)

- Etherphone in view of Pinard (Claims 10-17, 19-28, 30-31) under

35 U.S.C.§103(a)

- Etherphone in view of Pinard and further in view of Voca|Chat
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Claims Prior Art and Relevant Statute
 

l. A computer program product for use 35 U.S.C. § 102 - Etherphone

with a computer system, the computer

system executing a first process and

operatively connectable to a second

process and a server over a computer

network, the computer program product

comprising:

Etherphone discloses a computer program product for use with a

computer system which executes a “first process” and is operatively

connectable to a “second process” and a server over a computer

network. For example, the Etherphone system is “based on a

hardware architecture that uses microprocessor-controlled

telephones to transmit voice over an Ethernet that also supports a

voice file server and a voice synthesis server, this system has been

used for applications such as directory-based call placement, call

logging, call filtering, and automatic call forwarding.” Zellweger 1,

page 1. See also id., Figure 1 (illustrating Etherphones, computer

workstations and servers communicating over an Ethernet network).

The system components shown in Figure l of Zellweger 1 provides

communication “between two or more parties (Etherphones,

servers, and so on).” Id., page 3.

In the pending litigation, Net2Phone argued that the term “server”

should be defined broadly. Plaintiff Net2Phone, Inc.’s Response

Brief on Claim Construction (Oct. 18, 2007) (Exhibit U), page 3.

More specifically, Net2Phone argued:

Consistent with the use of the term ‘server’ in the

specification, the claims do not refer to any specific

server configuration. They simply require a ‘server’

(also referred to as a ‘connection server,’ ‘address

server,‘ or ‘sewer process‘). There is nothing in any

of the claims that require that the server be in the

form of a single computer with a centralized

database, as defendants contend.

1d., page 4. Similarly, Net2Phone argued that “[a] server in a

‘client/server system’ can be implemented in any number of ways,

from one to multiple computers, in one location or many, and from

a single large computer acting as the server to a network of personal

computers.” Plaintiff Net2Phone Inc.’s Reply Brief on Claim

Construction (Oct. 19, 2007) (Exhibit W), page 7 (citing to the

declaration of Professor Larry L. Peterson). Thus, under

Net2Phone’s interpretation, a “server” is not limited to any

particular hardware or software configuration.

It should be noted, however, that the requestor of the present

Reexamination does not agree with this interpretation, and has

stated as such in the pending litigation. See, e.g., Reply Claim

Construction Brief of Skype Technologies SA, Skype, Inc. and

EBay Inc (Oct. 19, 2007) (Exhibit X), pages 2-9. For the sake of
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aco u rua e eiu avinm te s bl m d mh

program code embodied in the medium,

the program code comprising:

program code for transmitting to the

server a network protocol address

received by the first process following

connection to the computer network;
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brevity, these interpretations are not repeated below with respect to

the other claims of the ‘704 patent which require a “server.” Under

any interpretation, the Voice Control Server described in

Etherphone is a “server.”

The functionality of the Etherphone system is implemented in

software, which is inherently stored on a computer usable medium.

As described in Swinehart 2, the capabilities provided by the

Etherphone system “are presented to application programmers as

program packages and network services.” Swinehart 2, page l. See

also Zellweger 1, page 2 (“Etherphone software is written in C”);

id. (“Centralized server software limited the necessary size and

speed of the Etherphone processor, and thus its cost . . .“); id., page

1 (describing how the Etherphone system uses “microprocessor-

controlled telephones to transmit voice over an Ethernet that also

supports a voice file server and a voice synthesis server . . .”);

Terry, page 4 (“The server software and the initial workstation

software was developed in the Cedar programming environment.“).

Etherphone processes notify the Voice Control Server (sometimes

referred to as a “Telephone Control Server”) of their network

addresses in order to receive calls from other Etherphone processes.
As described in Swinehart l:

The telephone control server controls voice conversations,

implements the stand-alone behavior of telephone instruments

and coordinates the activities of workstations and adjacent

telephones in their implementation of the various voice

capabilities. In addition, it stores personal preference

information about each user that allows it to support advanced

features such as ring motifs and subdued ringing without

involving workstation programs. It uses dynamic infonnation

linking users to workstations in order to provide calls to

individuals rather than fixed locations and the registration of

visitors in the offices of their colleagues.

Finally, and most importantly, the telephone control server

provides a set of network protocols that workstations use to

participate in the operation of the system.

Swinehart 1, page 4 (emphasis added). Thus, when a user logs in to

a workstation, the user‘ s identity and the network address of the

workstation are sent to the Voice Control Server to identify the

user’s current location. In fact, any time a computer transmits a

data packet over an Ethernet network, the data packet must include

the network address of the transmitting computer system (i.e., so

that the receiving system knows the source of the data packet). See

id. (“The telephone control server manages voice switching by

sendin to each Ethe hone or service the network addresses of th
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other participants. Thereafter, voice datagrams are transmitted

directly among the participants, bypassing the control server”)

(emphasis added); Swinehart 1, page 2 (“Calls are to individuals,

not locations . . . Logging in tells the telephone system where

Karmen is.”); Zellweger 1, page 5 (“An additional feature, called

visiting, allows him to register his presence with a second

workstation or Etherphone, such as during a meeting. Registering

with the destination location allows users to travel more freely than

forwarding calls from the home location does.”). The network

protocol address of the first process is “received” following

connection to the computer network. For example, an Etherphone

process (a running instance of an Etherphone application) will be

assigned a network protocol address after the workstation or

Etherphone on which it is running connects to the computer

network — hence, following connection to the computer network.

This is the case regardless of whether the workstation or

Etherphone on which the given Etherphone process is running has a

static network protocol address or, instead, a dynamically assigned

network protocol address. The network protocol address is then

transmitted to the Voice Control Server so that other Etherphone

processes can locate the Etherphone process.

On many networks, including TCP/IP networks, network addresses

are assigned “following connection to the computer network.” See,

e.g., Dynamic Host Configuration Protocol, RFC 1531 (Oct. 1993)

(“RFC 1531"), Section 2.2 (describing the “dynamic allocation of

network addresses” on TCP/IP networks). Given that Etherphone

was implemented using TCP/IP as described in Vin, in at least some

instances, the computer system on which Etherphone was used

received IP addresses dynamically. after connecting to the computer

network. Consequently, dynamic address assignment is inherent in

the Etherphone.

35 U.S.C. § 103 — Etherphone in view of Vin and further in view
of RFC 1531

Alternatively, it would have been obvious to one of ordinary skill in

the art to use dynamic address assignment on an Etherphone

network. As mentioned above, a motivation to combine

Etherphone and Vin exists because they both describe the same

Etherphone system. In addition, a motivation to combine these

references with RFC 1531 exists due to the problem to be solved.

In particular, Vin describes the use of IP addresses within an

Etherphone system and RFC 1531 describes techniques for

dynamically assigning IP addresses. One of ordinary skill in the art

would have been motivated to use dynamic IP address assignment

because it eliminates the burdensome task of manually assigning IP

addresses for all networked computers (e.g., workstations and

Etherhones) and allows for “automatic reuse of an address that is
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program code for transmitting, to the

server, a query as to whether the second

process is connected to the computer

network;

program code for receiving a network

protocol address of the second process

from the server, when the second process

is connected to the computer network;
and
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no longer needed by the host to which it was assigned.” RFC 1531,

page 2 (Section I, Introduction).

As described in Zellweger l, “conversations are established

between two or more parties (Etherphones, servers, and so on) by

performing remote procedure calls to the Voice Control Server.”

Zellweger 1, page 3. Moreover, as mentioned above, the Voice

Control Server “manages voice switching by sending to each

Etherphone or service the network addresses of the other

participants. Thereafter, voice datagrams are transmitted directly

among the participants, bypassing the control server.“ Swinehart l,

page 4. Thus, when a first user at a first Etherphone (a first

“process”) calls a second user at a second Etherphone (a second

“process”), the first Etherphone transmits a query in the form of a

remote procedure call to determine the location of the second

Etherphone. See also Swinehart 1, page 2 (“Calls are to

individuals, not locations . . . Logging in tells the telephone system

where Karmen is.”); Zellweger 1, page 5 (“An additional feature,

called visiting, allows him to register his presence with a second

workstation or Etherphone, such as during a meeting.“).

As described in Swinehart l: “The telephone control server

manages voice switching by sending to each Etherphone or service

the network addresses of the other participants.” Swinehart 1, page

4. Thus, a first Etherphone or workstation attempting to connect to

a second Etherphone or workstation receives the network address of

the second Etherphone or workstation from the Voice Control
Server.

In Claim Construction Briefs filed in the pending litigation, the

patentee argued that the term

‘connected‘ means ‘logged on,’ and vice versa . . .

To the extent defendants are trying to suggest that

the claims require perfect information about who is

on line at a given moment, that is simply incorrect.

While Net2Phone‘s invention endeavors to identify

accurately who is on line, it is not possible to

achieve perfection. For example, it takes some time

(albeit minimal) for the signal that a user has gone

off-line to be communicated to the server, or a user’s

Internet connection may get interrupted before she

can send an off-line message (and thus the server, for

a time, assumes she is on-line, when in fact she is

not). See Strickland Dep. at 140:7-141:7 (Ex. 21).

Recognizing these issues, the patents explain that the

server may use timestamps to update a person’s

setting a default value of two hours
")
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program code, responsive to the network

protocol address of the second process,

for establishing a point-to-point
communication link between the first

process and the second process over the

computer network.
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after which the server assumes that a party has gone

off-line if it has not heard from her. See ‘704 patent,

col. 5, 11. 39-44 (Ex. 2). In this respect, the patents

explain, “the on-line status information stored in the

database is relatively currem.” Id. at col. 5, 11. 42-43

(emphasis added). While Net2Phone believes that

the claim language is clear, if the term “connecte “

(or “on-line“) is going to be modified at all, it should

be modified to say “relatively currently connected,”

because that is what the patents actually say.

Plaintiff Net2Phone Inc.’s Response Brief on Claim Construction

(Oct. 18, 2007) (Exhibit U), pages 24-25. Thus, under Net2Phone’s

interpretation, the information retained in the “server“ as to which

processes are “connected to the computer networ “ or “online” may

be imperfect. As described above, while the server “endeavors to

identify accurately who is on line, it is not possible to achieve

perfection.“ Id.

Once again, the requestor of the present reexamination does not

agree with this interpretation, and has stated as such in the pending

litigation. See, e.g., Reply Claim Construction Brief of Skype

Technologies SA, Skype, Inc. and EBay Inc (Exhibit X), pages 12-

14. For the sake of brevity, these interpretations are not repeated

below with respect to the other claims of the ‘704 patent which

require a process to be “connected to” the computer network or “on-

line.“ Under any interpretation, a first Etherphone process receives

the network protocol address of a second Etherphone process from

the Voice Control Server when the second Etherphone process is

“connected to the computer network.”

As described in Swinehart 1: “The telephone control server

manages voice switching by sending to each Etherphone or service

the network addresses of the other participants. Thereafter voice

datagrams are transmitted directly among the participants,

bypassing the control server.” (emphasis added). Thus, after

retrieving a network address of a callee device from the Voice

Control Server, a workstation or Etherphone communicates directly

over a point-to-point communication link with the callee device

identified by the network address. See also Zellweger, page 2

(“Etherphones digitize, packetize, and encrypt telephone-quality

voice (64 kilobits/second, with silence suppression) and send it to

each other directly over an Ethernet . . .“); Swinehart 2, page 1

(“Etherphones digitize and encrypt telephone quality audio and

transmit it in packet form directly over an Ethemet.”).
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2. An apparatus for enabling point-to-

point communications between a first and

a second process over a computer

network, the apparatus comprising:

35 U.S.C. § 102 - Etherphone

The Etherphone system includes a Voice Control Server which

enables poi11t-to-point communication between workstation and

Etherphone processes. As described in Swinehart l:

The telephone control server controls voice conversations,

implements the stand-alone behavior of telephone

instruments, and coordinates the activities of workstations and

adjacent telephones in their implementation of the various

voice capabilities. In addition, it stores personal preference

information about each user that allows it to support advanced

features such as ring motifs and subdued ringing without

involving workstation programs. It uses dynamic information

linking users to workstations in order to provide calls to

individuals rather than fixed locations, and the registration of

visitors in the offices of their colleagues.

Swinehart 1, page 4 (emphasis in original). The Voice Control

Server includes a processor and a network interface for connecting

the Voice Control Server to the computer network. See, e. g.,

Zellweger 1, Figure 1 (illustrating the Voice Control Server coupled

to a 1.5 Mbit/sec Ethernet network).

3 PIOCCSSOI; The Voice Control Server inherently includes a processor for

processing software.

a network interface, operatively coupled

to the processor, for connecting the

apparatus to the computer network;

Given that the Voice Control Server is connected to an Ethernet

network, it inherently includes a “network interface.”

a memory, operatively coupled to the

processor, for storing a network protocol

address for selected of a plurality of

processes, each network protocol address

stored in the memory following

connection of a respective process to the

computer network;
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Etherphone describes this limitation. In particular, the Voice

Control Server “manages voice switching by sending to each

Etherphone or service the network addresses of the other

participants.“ Swinehart 1, page 4. In order to send the network

addresses of the other participants, the Voice Control Server must

inherently store the network protocol addresses in a memory. The

network addresses are stored in the memory following the

connection of the processes to the computer network. For example,

the Voice Control Server “uses dynamic information linking users

to workstations in order to provide calls to individuals rather than

fixed locations, and the registration of visitors in the offices of their

colleagues.“ Id. Thus, if a user logs in to any workstation, the

identity of that user and the associated network address must be

stored in a memory of the Voice Control Server so that other users
can locate the user.

On many networks, including TCP/IP networks, network addresses

are assigned “following connection to the computer network.“ See,

e.g., Dynamic Host Configuration Protocol, RFC 1531 (Oct. 1993)

(“RFC 1531”), Section 2.2 (describing the “d namic allocation of
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means, responsive to a query from the

first process, for determining the on-line

status of the second process and for

transmitting a network protocol address

of the second process to the first process

in response to a positive determination of

the on-line status of the second process.
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network addresses” on TCP/TP networks). Given that Etherphone

was implemented using TCP/[P as described in Vin, in at least som

instances, the computer system on which Etherphone was used

received IP addresses dynamically, after connecting to the computer

network. Consequently, dynamic address assignment is inherent in

the Etherphone.

35 U.S.C. § 103 — Etherphone in view of Vin and further in view
of RFC 1531

Alternatively, it would have been obvious to one of ordinary skill in

the art to use dynamic address assignment on an Etherphone

network. As mentioned above, a motivation to combine

Etherphone and Vin exists because they both describe the same

Etherphone system. In addition, a motivation to combine these

references with RFC 1531 exists due to the problem to be solved.

In particular, Vin describes the use of IP addresses within an

Etherphone system and RFC 1531 describes techniques for

dynamically assigning IP addresses. One of ordinary skill in the art

would have been motivated to use dynamic IP address assignment

because it eliminates the burdensome task of manually assigning IP

addresses for all networked computers (e.g., workstations and

Etherphones) and allows for “automatic reuse of an address that is

no longer needed by the host to which it was assigned.” RFC 1531,

page 2 (Section 1, Introduction).

As described in Zellweger 1, “conversations are established

between two or more parties (Etherphones, servers, and so on) by

performing remote procedure calls to the Voice Control Server.”

Moreover, as mentioned above, the Voice Control Server “manages

voice switching by sending to each Etherphone or service the

network addresses of the other participants. Thereafter, voice

datagrams are transmitted directly among the participants,

bypassing the control server.” Swinehart 1, page 4. Thus, when a

first user at a first Etherphone (a first “process”) calls a second user

at a second Etherphone (a second “process”), the first Etherphone

transmits a query in the form of a remote procedure call to

determine the location of the second Etherphone. See also

Swinehart 1, page 2 (“Calls are to individuals, not locations . . .

Logging in tells the telephone system where Karmen is.”);

Zellweger 1, page 5 (“An additional feature, called visiting, allows

him to register his presence with a second workstation or

Etherphone, such as during a meeting.“). Consequently, if a user is

logged in to a particular Etherphone, the user’s online status is

“online“ and associated with that Etherphone. The query will then

return the current location of the user to the requesting process

(executed on another Etherphone or workstation). Swinehart 1

describes various different t es of “on-line status” for users

7/35 US. Patent No. 6,108,704
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3. The computer server apparatus of

claim 2 further comprising a timer,

operatively coupled to the processor, for

time stamping the network protocol

addresses stored in the memory.

4. A method for enabling point-to-point

communication between a first process

and a second process over a computer

network, the method comprising the steps
of:
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including “visiting“ a workstation or Etherphone and “offline.” See

Swinehart l, page 2 (describing a “do-not-disturb option” in which

“intemal callers were given an on-screen explanation for being

turned away, while outside callers were routed to an attendant”).

35 U.S.C. § 103 — Etherphone in view of NetBIOS

Claim 3 should be rejected under 35 U.S.C. § l03(a) as being

unpatentable over Etherphone in view of NetBIOS.

 

Claim 3 of the ‘704 patent requires “a timer, operatively coupled to

the processor, for time stamping the network protocol addresses

stored in the memory.” Etherphone does not explicitly describe a

timer for time stamping network protocol address entries stored on

the Voice Control Server. However, time stamping was a well

known technique at the time the application which resulted in the

‘704 patent was filed. For example, the NetBIOS Name Server

described in NetBlOS includes a timer for time-stamping name/IP

address entries. As described in NetBIOS, “[t]he NBNS may

impose a ‘time-to-live’ on each name it registers. The registering

node is made aware of this time value during the name registration

procedure.” NetBlOS reference at 382. Similarly, as described in
NetBIOS:

If an end-node holds any names that have finite time-to-live

values, then that node must periodically send a status report to

the NBNS. Each name is reported using the NAME

REFRESH REQUEST packet. These status reports restart the

timers of both the NBNS and the reporting node. However,

the only timers which are restarted are those associated with

the name found in the status report. Timers on other names
are not affected. Id.

35 U.S.C. § 102 — Etherphone

Etherphone describes a method for enabling point-to-point

communication between a first process and a second process over a

computer network. For example, after receiving a network

addresses of a first process from the Voice Control Server, a second

process establishes a point-to-point communication connection with

the first process. See, e.g., Swinehart 1, page 4 (“The telephone

control server manages voice switching by sending to each

Etherphone or service the network addresses of the other

participants. Thereafter. voice datagrams are transmitted directly

among the participants, bypassing the control server.“) (emphasis

added). The “participants” all communicate with the system via
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A. receiving and storing into a computer

memory a respective network protocol

address for selected of a plurality of

processes that have an on-line status with

respect to the computer network, each of

the network protocol addresses received

following connection of the respective

process to the computer network;
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Etherphones. See, e. g., Swinehart 2, page 1 (describing how the

capabilities of the Etherphone system “are presented to application

programmers as program packages and network services.“). See

also Zellweger 1, page 2 (“Etherphone software is written in C");

id., page 1 (describing how the Etherphone system uses

"microprocessor-controlled telephones to transmit voice over an

Ethernet . . ."); Terry, page 4 (“The server software and the initial

workstation software was developed in the Cedar programming

environment“).

As described above, the Voice Control Server “manages voice

switching by sending to each Etherphone or service the network

addresses of the other participants.” Swinehart 1, page 4. In order

to send the network addresses of the other participants, the Voice

Control Server must inherently receive and store the network

protocol addresses in a computer memory. The network addresses

are stored in the memory following the connection of the processes

to the computer network. For example, the Voice Control Server

“uses dynamic information linking users to workstations in order to

provide calls to individuals rather than fixed locations, and the

registration of visitors in the offices of their colleagues.“ Id. Thus,

if a user logs in to any workstation, the identity of that user and the

associated network address must be stored in a memory of the
Voice Control Server so that other users can locate the user. When

a user logs in to a workstation (e. g., as a “visitor“), the user is

assigned an “on-line status.“

On many networks, including TCP/IP networks, network addresses

are assigned “following connection” to the computer network. See,

e.g., Dynamic Host Configuration Protocol, RFC 1531 (Oct. 1993)

(“RFC 1531”), Section 2.2 (describing the “dynamic allocation of

network addresses” on TCP/IP networks). Given that Etherphone

was implemented using TCP/[P as described in Vin, in at least som

instances, the computer system on which Etherphone was used

received IP addresses dynamically. after connecting to the computer

network. Consequently, dynamic address assignment is inherent in

the Etherphone.

35 U.S.C. § 103 — Etherphone in view of Vin and further in view
of RFC 1531

Alternatively, it would have been obvious to one of ordinary skill in

the art to use dynamic address assignment on an Etherphone

network. As mentioned above, a motivation to combine

Etherphone and Vin exists because they both describe the same

Etherphone system. In addition, a motivation to combine these

references with RFC 1531 exists due to the problem to be solved.

In articular, Vin describes the use of IP addresses within a
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B. receiving a query from the first

process to determine the on-line status of

the second process;

C. determining the on-line status of the

second process; and
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Etherphone system and RFC 1531 describes techniques for

dynamically assigning IP addresses. One of ordinary skill in the art

would have been motivated to use dynamic IP address assignment

because it eliminates the burdensome task of manually assigning IP

addresses for all networked computers (e.g., workstations and

Etherphones) and allows for “automatic reuse of an address that is

no longer needed by the host to which it was assigned.” RFC 1531,

page 2 (Section 1, Introduction).

As described in Zellweger l, “conversations are established

between two or more parties (Etherphones, sewers, and so on) by

performing remote procedure calls to the Voice Control Server.”

Moreover, as mentioned above, the Voice Control Server “manages

voice switching by sending to each Etherphone or service the

network addresses of the other participants. Thereafter, voice

datagrams are transmitted directly among the participants,

bypassing the control server.” Swinehart 1, page 4. Thus, when a

first user at a first Etherphone (a first “process”) calls a second user

at a second Etherphone (a second “process”), the first Etherphone

transmits a query in the form of a remote procedure call to

determine the location of the second Etherphone. See also

Swinehart 1, page 2 (“Calls are to individuals, not locations . . .

Logging in tells the telephone system where Karmen is.“);

Zellweger 1, page 5 (“An additional feature, called visiting, allows

him to register his presence with a second workstation or

Etherphone, such as during a meeting“). Consequently, if a user is

logged in to a particular Etherphone, the user‘s online status is

“online“ and associated with that Etherphone. The query will then

return the current location of the user to the requesting process

(executed on another Etherphone or workstation). Swinehart 1

describes different types of “on-line status“ for users including

“visiting” a workstation or Etherphone and “offline.” See

Swinehart 1, page 2 (describing how a user “turns to his

workstation and registers Karmen as a visitor“ and also describing a

“do-not-disturb option” in which “internal callers were given an on-

screen explanation for being turned away, while outside callers

were routed to an attendant”).

See response to the previous claim element. As described above, if

a user is logged in to a particular Etherphone, the user’s online

status is ‘‘online“ and associated with that Etherphone. See

Swinehart 1, page 2 (“Calls are to individuals, not locations . . .

Logging in tells the telephone system where Karmen is.“).

Swinehart 1 describes different types of “on-line status” for users

including “visiting“ a workstation or Etherphone and “offline.” See

Swinehart 1, a e 2 (describin how a user “tums to his

l0;'35 US. Patent No. 6,108,704
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workstation and registers Karmen as a visitor“ and also describing a

“do-not-disturb option” in which “internal callers were given an on-

screen explanation for being turned away, while outside callers

were routed to an attendant”).

D. transmitting an indication of the on- The Voice Control Server will connect a first user to a second user

line status of the second process to the if the second user is “online.“ See, e.g., Swinehart l, page 2 (“Calls

first process over the computer network. are to individuals, not locations . . . Logging in tells the telephone

system where Karmen is.“). In addition, if the second user is

offline or does not wish to receive calls, an indication is sent to the

first user that the second user is unavailable. See, e.g., Swinehart l,

page 2 (describing a “do-not-disturb option“ in which “internal

callers were given an on-screen explanation for being turned away,

while outside callers were routed to an attendant“).

5. The method of claim 4 wherein step C 35 U.S.C. § 102 - Etherphone

further comprises the steps of:

c.l searching the computer memory for These features are inherent in the Etherphone system. In order for

an entry relating the second process; and the Voice Control Server to manage “voice switching by sending to

each Etherphone or service the network addresses of the other

participants“ (Swinehart 1, page 4) it must inherently search the

server memory for the network addresses related to the other

workstation and Etherphone processes.

c.2 retrieving a network protocol address In addition, the Voice Control Server maintains an “on-line status”

of the second process in response to a for each process. For example, if a user is logged in to a particular

positive determination of the on-line Etherphone, the user‘s online status is “online” and associated with

status of the second process. that Etherphone. A query (in the form of a remote procedure call)

will then return the current location of the user’s process to the

requesting process (executed on another Etherphone or

workstation). Swinehart 1 describes various different types of “on-

line status” for users including “visiting“ a workstation or

Etherphone and “offline.” See Swinehart l, page 2 (describing a

“do-not-disturb option” in which “internal callers were given an on-

screen explanation for being turned away, while outside callers

were routed to an attendant”).

6. The method of claim 4 wherein step D 35 U.S.C. § 102 — Etherphone

further comprises the steps of:

d.l transmitting the network protocol In the Etherphone system, if a user is logged in and “online“ t
address of the second rocess to the first the Voice Control Server transmits the network address of the
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process when the second process is user’s process (executed on the Etherphone or workstation) to the

determined in step C to have a positive requesting process. See, e. g., Swinehart I, page 4 (‘The telephone

on-line status with respect to the control server . . . uses dynamic information linking users to

computer network. workstations in order to provide calls to individuals rather than

fixed locations, and the registration of visitors in the offices of their

colleagues“) (emphasis in original).

7. The method of claim 4 wherein step D 35 U.S.C. § 102 — Etherphone

further comprises the steps of: 
d.

the second process is determined in step disturb“ option in which “intemal callers were given an on-screen

C to have a negative on-line status with explanation for being turned away, while outside callers were

respect to the computer network; and routed to an attendant.” Swinehart 1, page 2.

d.2 transmitting the off-line message to The do not disturb message was transmitted to the first process (the

the first process. caller) after an attempt to contact the second process (the callee). 
See Swinehart 1, page 4.

10. In a computer system, a method for 35 U.S.C. § 102 or § 103 — Etherphone or Etherphone in view

establishing a point-to-point Pinard

communication link from a caller process

to a callee process over a computer

network, the caller process having a user

interface and being operatively

connectable to the callee process and a

server over the computer network, the

method comprising the steps of:

As described in Swinehart 1: “The telephone control server

manages voice switching by sending to each Etherphone or service

the network addresses of the other participants. Thereafter voice

datagrams are transmitted directly among the participants,

bypassing the control server.” (emphasis added). Swinehart 1, page

2. Thus, after retrieving a network address of a callee device from

the Voice Control Server, a workstation or Etherphone

communicates directly over a point-to-point communication link

with the callee device identified by the network address. See also

Zellweger, page 2 (“Etherphones digitize, packetize, and encrypt

telephone-quality voice (64 kilobits/second, with silence

suppression) and send it to each other directly over an Ethernet“);

Swinehart 2, page 1 (“Etherphones digitize and encrypt telephone

quality audio and transmit it in packet form directly over an

Ethernet”).

 

The workstations described in Etherphone include a graphical user

interface (GUI). See, e.g., Figures [-10 of Swinehart 1 (illustrating

various GUI features presented on the workstation display). See

also Zellweger 1, Figures 3-4 (illustrating “telephone management

windows” (Figure 3) and icons representing callers, callees and

telephone lines (Figure 4)). The workstations may be Apple
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Macintoshes or Xerox 60853. See Swinehart 1, page l. The

workstations are operatively connectable to the callee process and a

server over the computer network. As previously described, “[t]he

telephone control server manages voice switching by sending to

each Etherphone or service the network addresses of the other

participants. Thereafter, voice datagrams are transmitted directly

among the participants, bypassing the control server.“ Swinehart 1,

page 2.

A. providing a user interface element Etherphone discloses this limitation. For example, Figure 3 of

representing a first communication line; Zellweger 1 depicts the Etherphone telephone management

windows, including Phone and Answer buttons, a conversation log,

and a portion of a personal telephone directory, which is a set of

speed-dialin g buttons. As described in Zellweger l, “[a] variety of

convenient workstation dialing methods are provided: a user can . . .

select names or numbers from anywhere on the [Etherphone

telephone management windows], use either of two directory tools

that present browsable lists of names and associated telephone

numbers as speed-dialing buttons, or redial any previously-made

call by clicking on its conversation log entry. Calls can also be

placed by name or number from the telephone keypad.” Zellweger

1, page 4. In addition, Figure 4 of Zellweger l illustrates telephone

icons representing telephone lines and and icons with graphical

images of a caller/callee which represent active telephone lines. As

such, the Etherphone telephone management windows provide a

“user interface element representing a first communication line.”

B. providing a user interface element Etherphone discloses user interface elements in the form of speed-

representing a first callee process; and dial buttons which represent frequently called callees. As described

in Zellweger l, the GUI provides “browsable lists of names and

associated telephone numbers as speed-dialing buttons.“ Zellweger

1, page 4. See also Zellweger l, Figure. 3 (depicting portion of a

personal telephone directory, which is a set of speed-dial buttons).

As another example, in Zellweger l, Figure 4, the top left user

interface icon represents a personal telephone directory in the form

of a graphical rolodex.

  
  
  
  
  

 

 C. esta is mg a point-to-point
communication link from the caller

process to the first callee process, in

response to a user associating the element

representing the first callee process with

the element representing the first
communication line.

. ing a point-to-point

communication link between a caller process and a callee process.

See, e.g., Swinehart 1, page 2 (“voice datagrams are transmitted

directly among the participants, bypassing the control server“).

Second, Etherphone discloses that the point-to-point

communication link is established in response to a user associating

an element representing the first callee process with the element

representing a first communication line. For example, the top row
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of Figure 4 of Zellweger 1 shows a series of graphical icons used

for placing a call including a personal telephone directory, a

telephone, and a picture of a user on the phone (to indicate a call is

in process). In this example, the personal telephone directory,

displayed as a graphical rolodex, includes a plurality of graphical

elements representing callees (i.e., with a separate card in the

rolodex for each callee). The icon of the telephone and the icon

with the picture of a user talking on the phone represents a

telephone communication line. As described in Zellweger l, “[a]n

active conversation is represented as a conversation between two

people with a superimposed indication of the other party‘s name

(also shown in Figure 4).” Zellweger 1, pages 4-5. Thus, when the

user makes a call, the name from the graphical rolodex (PolleZ in

the example) is “associated with“ the graphical element

representing the communication line (the image with the user

talking on the phone).

Alternatively, Claim 10 is invalid under 35 U.S.C. § l03(a) as being

unpatentable over Etherphone in view of Pinard. Pinard discloses

that a point-to-point communication link is established in response

to a user associating an element representing the first callee process

with the element representing a first communication line. For

example, Figure 3 of Pinard illustrates clicking and dragging an

icon representing a callee from a directory 17 into a call setup icon

15. Once the callee answers the call, the call setup icon 15 becomes

a call icon 23 as illustrated in Figure 4 of Pinard. See, e.g., Pinard,

4:38-5l (describing how “[t]he user can then drag the icon or the

name of the person to be called into the call setup icon . . . As soon

as John answers the call, the application software program changes

the call setup icon to a call icon designated as 23, and establishes a

new call setup icon 24 spaced from the icon 23.”). Similarly,

Figure 6 illustrates how a point-to-point communication link may

be established by clicking and dragging a callee icon 21 into an

existing call icon 29. See Pinard, 5:36-37 (“Now to conference all

parties, the user Debbie merely drags the John icon to the call icon

29.”).

l 1. The method of claim 10 wherein step

C further comprises the steps of:

35 U.S.C. § 102 — Etherphone

c.l querying the server as to the on-line

status of the first callee process; and

The Voice Control Server “manages voice switching by sending to

each Etherphone or service the network addresses of the other

participants.“ Swinehart 1, page 4. In addition. the Voice Control

Server maintains an “on-line status” for each process. For example,

if a user is logged in to a particular Etherphone, the user’s online
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status is ‘‘online‘‘ and associated with that Etherphone. A query (in

the form of a remote procedure call) will then return the current

location of the user‘ s process to the requesting process (executed on

another Etherphone or workstation). Swinehart 1 describes various

different types of “on-line status” for users including “visiting” a

workstation or Etherphone and “offline.” See Swinehart 1, page 2.

C2 receiving a network protocol address The Voice Control Server “manages voice switching by sending to

of the first callee process over the each Etherphone or service the network addresses of the other

computer network from the server. participants.“ Swinehart 1, page 4.

12. The method of claim 10 further 35 U.S.C. § 102 — Etherphone

comprising the step of:

 
D. providing an element representing a The Etherphone system inherently provides an element representing

second communication line. a second communication line. For example, using the Etherphone

system, a user may receive and answer a call while already on an

existing cal]. See, e.g., Swinehart 1, page 2 (describing how users

can place and receive other calls during a “background call“).

Thus, multiple sets of graphical icons such as the ones shown in

Figure 4 of Zellweger l were inherently displayed in the

Etherphone system (e. g., graphical cards in a rolodex to represent

callee processes, telephones to represent communication lines, and

users talking on telephones to represent a callee process associated

with a particular communication line). Alternatively, as set forth

below, Claim 12 is invalid under 35 U.S.C. § l03(a) as being

unpatentable over Etherphone in view of Pinard.

13. The method of claim 12 further 35 U. .C. § 103 — Etherphone in view Pinard

comprising the steps of:

E. terminating the point-to-point Figure 6 of Pinard illustrates how the call represented by call icon

communication link from the caller 23 is terminated by dragging the user icon for “John“ 21 out of the

process to the first callee process, in call icon 23. Similarly, Figure 11 illustrates how a call is

response to the user disassociating the terminated by dragging the user icon to a “waste basket“ icon 26.

element representing the first callee

process from the element representing the

first communication line; and

F. establishing a different point-to-point In Figure 6 of Pinard, the callee process icon for “John” 21 is

communication link from the caller dra ed from call icon 23 to call icon 29, thereb terminatin the
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process to the first callee process, in

response to the user associating the

element representing the first callee

process with the element representing the
second communication line.

14. The method of claim 10 further

comprising the steps of:

D. providing a user interface element

representing a second callee process; and

E. establishing a conference point-to-

point communication link between the

caller process and the first and second

callee process, in response to the user

associating the element representing the

second callee process with the element

representing the first communication line.

15. The method of claim 10 further

comprising the step of:

Prior Art and Relevant Statute

call represented by call icon 23 and establishing a different link

with the callee process represented by icon 21 (in this case a

conference call with “John,“ “Mary,” and “Debbie”). Moreover,

once a callee is removed from a call by clicking and dragging the

callee’s icon, a new call can always be established with the callee

by dragging the callee‘s icon to a call setup icon. See, e.g., Pinard,

Figure 3 (showing a callee icon dragged from a directory to a call

setup icon to establish a call). See also Pinard, 4:22-31.

35 U.S.C. § 102 or § 103 — Etherphone or Etherphone in view
Pinard

Etherphone describes this limitation. For example. Figure 8 of

Swinehart 1 illustrates four user interface elements representing

four different callee processes (four different users).

The four cal.lee processes are each associated with a graphical

element representing a communication line — i.e., a telephone

graphic and graphical window representing a teleconference (titled

“conference at 3PM re: Budget”). See Swinehart 1, page 3.

Alternatively, Claim 14 is obvious under 35 USC § 103 in view of

Pinard. In Figure 6 of Pinard, the user interface element for “John“

21 is dragged from call icon 23 to call icon 29, thereby creating a

conference call between “John,“ “Mary,” and ”Debbie.“ See

Pinard, 5:31-44 (“Now to conference all parties, the user Debbie

merely drags the John icon to the call icon 29.”).

35 U.S.C. § 103 — Etherphone in view Pinard

F. removing the second callee process

from the conference point-to-point

communication link in response to the

user disassociating the element

representing the second callee process

from the element representing the first
communication line.

In Pinard, any callee process can be removed from a conference call

by dragging the element representing the callee process from the

conference call icon. For example, Figure 8 of Pinard shows the

user icon “Debbie" removed from conference call represented by

call icon 32, thereby “breaking Debbie’s line from the conference.”

Pinard, 6:14-15.
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16. The method of claim 10 further 35 U.S.C. § 103 - Etherphone in View Pinard

comprising the steps of:

D. proviing a user in er ace e emen

representing a communication line patent include “line on hold“ and “line on mute.“ See, e.g., ‘704

having a temporarily disabled status; and patent, Claims 17 and 18. Pinard describes a user interface element

representing a communication line having a temporarily disabled

status. For example, Figure 12 illustrates a “hard hold“ icon 39 to

which user icons representing callers/callees 41 may be dragged to

put the callers/callees on hold. See, e.g., Pinard, 6:36-53 (“To place

Mary on hard hold, Debbie drags Mary’s icon 28 to the hard hold

icon 39.“).

E. temporarily disabling a point-to-point In Pinard, in response to an icon of a caller/callee 41 being moved

communication link between the caller into the hard hold icon 39, the caller/callee is placed on hold. See,

process and the first callee process, in e.g., Pinard, 6:36-53 (“To place Mary on hard hold, Debbie drags

response to the user associating the Mary‘s icon 28 to the hard hold icon 39.“).

element representing the first callee

process with the element representing the

communication line having a temporarily
disabled status.

17. The method of claim 16 wherein the 35 U.S.C. § 103 — Etherphone in View Pinard

element provided in step D represents a
_ _ _ In Pinard, in response to an icon of a caller/callee 41 being movedcommunication line on hold status.

into the hard hold icon 39, the caller/callee is placed on hold. See,

e.g., Pinard, 6:36-53 (“To place Mary on hard hold, Debbie drags

Mary’s icon 28 to the hard hold icon 39.").

18. Th " - ‘n a V‘ -v‘ r- ' he 35 U.S.C. § 103 — Etherp 0‘ - in View Pinard and further i

element provided in step D represents a View of VocalChat
communication line on mute status.

 
The VocalChat User‘s Guide describes a “communication line on

mute status” as recited in Claim 18. As described in the VocalChat

User’s Guide, “Manual Activation can also be used like the MUTE

option in many phones: it lets you talk without being heard on the

other user‘s system.” User‘s Guide, page 57.

19. The method of claim 10 wherein the 35 U.S.C. § 102 - Etherphone

caller process further comprises a visual

display and the user interface comprises a

graphic user interface.

Etherphone illustrates a visual display which allows the caller to

control the operation of the Etherphone. See, e.g., Figure 3 of
Zellweoer l ' ' ' hone manavement

 
Request for Ex Partes Reexamination l7;'35 US. Patent No. 6,108,704

Page 250 of 500



Claims Prior Art and Relevant Statute

windows”) and Figures 1-10 of Swinehart 1 (illustrating a series of

windows for controlling an Etherphone).

20. The method of claim 19 wherein the

steps of establishing a point-to-point link

as described in step C is performed in

response to manipulation of the graphic

elements on the graphic user interface.

As described in Swinehart l, to establish a call, user’s can “select

names or numbers from anywhere on the [Etherphone telephone

management windows], use either of two directory tools that

present browsable lists of names and associated telephone numbers

as speed-dialing buttons, or redial any previously-made call by

clicking on its conversation log entry. Calls can also be placed by

name or number froth the telephone keypad.“ Zellweger l, page 4.

As described above, a call froth one workstation/Etherphone to

another workstation/Etherphone comprises a point-to-point link

21. A computer program product for use

with a computer system comprising: a

computer usable medium having program
code embodied in the medium for

esta 1S mg a point-to-point

communication link from a caller process

to a callee process over a computer

network, the caller process having a user

interface and being operatively

connectable to the callee process and a

server over the computer network, the

medium further comprising:

35 U.S.C. § 102 or § 103 — Etherphone or Etherphone in view
Pinard

The functionality of the Etherphone system is implemented in

software, which is inherently stored on a computer usable medium.

As described in Swinehart 2, the capabilities provided by the

Etherphone system “are presented to application programmers as

program packages and network services.” Swinehart 2, page l. See

also Zellweger 1, page 2 (“Etherphone software is written in C");

id. (“Centralized server software limited the necessary size and

speed of the Etherphone processor, and thus its cost . . .“); id., page

1 (describing how the Etherphone system uses “microprocessor-

controlled telephones to transmit voice over an Ethernet that also

supports a voice file server and a voice synthesis server . . .”);

Terry, page 4 (“The server software and the initial workstation

software was developed in the Cedar programming environment“).

V 1rst, t erp one escries esta lS 1ng a point-to-point

communication link between a caller process and a callee process

over a computer network. See, e.g., Swinehart l, page 2 (“voice

datagrams are transmitted directly among the participants,

bypassing the control server”). Second, Etherphone discloses that

the caller process (i.e., the software executed on the caller’s

machine) includes a user interface. See, e.g., Zellweger 1, page 4,

Figures 3-4 (“a user can . . . select names or numbers from

anywhere on the [Etherphone telephone management windows], us

either of two directory tools that present browsable lists of names

and associated telephone numbers as speed-dialing buttons, or

redial any previously-made call by clicking on its conversation log

entry. Calls can also be placed by name or number from the

telephone keypad“). Finally, Etherphone describes “being
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program code for generating an element

representing a first communication line;

program coe i generating an e ement

representing a first callee process;

program code, responsive to a user

associating the element representing the

first callee process with the element

representing the first communication line,

for establishing a point-to-point
communication link from the caller

process to the first callee process.
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operatively connectable to the callee process and a server over the

computer network.“ See, e.g., Swinehart l, page 4 (“The telephone

control server manages voice switching by sending to each

Etherphone or service the network addresses of the other

participants. Thereafter. voice dataggams are transmitted directly

among the participants, bypassing the control server“) (emphasis

added).

Etherphone describes a software-based graphical user interface with

a graphical element representing a communication line. For

example, Figure 4 of Zellweger l illustrates a graphical telephone

icon that represents both outgoing calls (top row) and incoming

calls (bottom row) over a telephone line, and graphical icons

representing active calls (top and bottom right) established over the

telephone line.

t erp one escries a so tware-

a graphical element representing a “callee process“ (if the callee

receives calls at an Etherphone or workstation). As described in

Zellweger l, the GUI provides “browsable lists of names and

associated telephone numbers as speed-dialing buttons. Zellweger

1, page 4. See also Zellweger 1, Figure. 3 (depicting portion of a

personal telephone directory, which is a set of speed-dial buttons).

As another example, in Zellweger l, Figure 4, the top left user

interface icon represents a personal telephone directory in the form

of a graphical rolodex.

First, Etherphone describes establishing a point-to-point

communication link between a caller process and a callee process.

See, e.g., Swinehart 1, page 2 (“voice datagrams are transmitted

directly among the participants, bypassing the control server").

Second, Etherphone discloses that the point-to-point

communication link is established in response to a user associating

an element representing the first callee process with the element

representing a first communication line. For example, the top row

of Figure 4 of Zellweger 1 shows a series of graphical icons used

for placing a call including a personal telephone directory, a

telephone, and a picture of a user on the phone (to indicate a call is

in process). In this example, the personal telephone directory,

displayed as a graphical rolodex, includes a plurality of graphical

elements representing callees (i.e., with a separate card in the

rolodex for each callee). The icon of the telephone and the icon

with the picture of a user talking on the phone represents a

telephone communication line. As described in Zellweger l, “[a]n

active conversation is represented as a conversation between two

people with a superimposed indication of the other party’s name

l9;'35 US. Patent No. 6,108,704
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22. The computer program product of

claim 21 wherein the program code for

establishing a point-to-point

communication link further comprises:

Prior Art and Relevant Statute

user makes a call, the name from the graphical rolodex (PolleZ in

the example) is “associated with“ the graphical element

representing the communication line (the image with the user

talking on the phone).

Alternatively, Claim 21 is invalid under 35 U.S.C. § lO3(a) as being

unpatentable over Etherphone in view of Pinard. In particular

Pinard. Pinard discloses that a point-to-point communication link is

established in response to a user associating an element

representing the first callee process with the element representing a

first communication line. For example, Figure 3 of Pinard

illustrates clicking and dragging an icon representing a callee from

a directory 17 into a call setup icon 15. Once the callee answers the

call, the call setup icon l5 becomes a call icon 23 as illustrated in

Figure 4 of Pinard. See, e.g., Pinard, 4:38-51 (describing how

“[t]he user can then drag the icon or the name of the person to be

called into the call setup icon . . . As soon as John answers the call,

the application software program changes the call setup icon to a

call icon designated as 23, and establishes a new call setup icon 24

spaced from the icon 23.”). Similarly, Figure 6 illustrates how a

point-to-point communication link may be established by clicking

and dragging a callee icon 21 into an existing call icon 29. See

Pinard, 5:36-37 (“Now to conference all parties, the user Debbie

merely drags the John icon to the call icon 29.”).

35 U.S.C. § 102 — Etherphone

program code for querying the server as
to the on-line status of the first callee

process; and

Request for Ex Partes Reexamination
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As mentioned above, the Voice Control Server “manages voice

switching by sending to each Etherphone or service the network

addresses of the other participants.“ Swinehart l, page 4.

Moreover, “conversations are established between two or more

parties (Etherphones, servers, and so on) by performing remote

procedure calls to the Voice Control Server.” Zellweger l, page 3.

Thus, when a first user at a first Etherphone (a first “process”) calls

a second user at a second Etherphone (a second “process”), the first

Etherphone transmits a query in the form of a remote procedure call

to determine the location of the second Etherphone. See also

Swinehart l, page 2 (“Calls are to individuals, not locations . . .

Logging in tells the telephone system where Karmen is.“). In

addition, the Voice Control Server maintains an “on-line status” for

each rocess. For examle, ifa user is loved in to a articular

20;'35 US. Patent No. 6,108,704
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program code for receiving a network

protocol address of the first callee

process over the computer network from
the server.

23. A computer program product of claim

21 further comprising:

program code for generating an element

representing a second communication
line.

Prior Art and Relevant Statute

Etherphone, the user’s online status is “online” and associated with

that Etherphone. A query (in the form of a remote procedure call)

will then return the current location of the user‘s process to the

requesting process (executed on another Etherphone or

workstation). Swinehart 1 describes various different types of “on-

line status“ for users including “visiting“ a workstation or

Etherphone and “offline.“ See Swinehart 1, page 2 (describing a

“do-not-disturb option” in which “internal callers were given an on-

screen explanation for being turned away, while outside callers

were routed to an attendant”).

See, e.g., Swinehart 1, page 4 (“The telephone control server

manages voice switching by sending to each Etherphone or service

the network addresses of the other participants.) 
35 U.S.C. § 102 - Etherphone

The Etherphone system is inherently capable of providing an

element representing a second communication line. For example,

the Etherphone system is capable of conference calling. See, e.g.,

Swinehart 1, page 3 (describing “negotiated conference calls“). In

addition, using the Etherphone system, a user may receive and

answer a call while already on an existing call. See, e.g., Swinehart

1, page 2 (describing how users can place and receive other calls

during a “background call“). Thus, multiple sets of graphical icons

such as the ones shown in Figure 4 of Zellweger 1 were inherently

displayed in the Etherphone system (e. g., graphical cards in a

rolodex to represent callee processes, telephones to represent

communication lines, and users talking on telephones to represent a

callee process associated with a particular communication line).

24. The computer program product of

claim 23 further comprising:

program code, responsive to the user

disassociating the element representing

the first callee process from the element

representing the first communication line,

for terminating the point-to-point
communication link from the caller

process to the first callee process; and
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35 U.S.C. § 103 - Etherphone in view Pinard

Figure 6 of Pinard illustrates how the call represented by call icon

23 is terminated by dragging the user icon for “John“ 21 out of the

call icon 23. Similarly, Figure 11 illustrates how a call is

terminated by dragging the user icon to a “waste basket“ icon 26.
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program code responsive to the user

associating the element representing the

first callee process with the element

presenting the second communication

line, for establishing a different point-to-

point communication link from the caller

process to the first callee process.

25. The computer program product of

claim 21 further comprising:

program code for generating an element

representing a second callee process; and

In Figure 6, the callee process icon for “John” 21 is dragged from

call icon 23 to call icon 29, thereby terminating the call represented

by call icon 23 and establishing a different link with the callee

process represented by icon 21 (in this case a conference call with

“John,“ “Mary,” and “Debbie“). Moreover, once a callee is

removed from a call by clicking and dragging the callee’s icon, a

new call can always be established with the callee by dragging the

callee‘s icon to a call setup icon. See, e.g., Pinard, Figure 3

(showing a callee icon dragged from a directory to a call setup icon

to establish a call). See also Pinard, 4:22-31.

35 U.S.C. § 103 - Etherphone in view Pinard

Etherphone describes this limitation. For example. Figure 8 of

Swinehart 1 illustrates four user interface elements representing

four different callee processes (four different users). The four

callee processes are each associated with a graphical element

representing a communication line — i.e., a telephone graphic and

graphical window representing a teleconference (titled “conference

at 3PM re: Budget”). See Swinehart 1, page 3.

program code means, responsive to the

user associating the element representing

the second callee process with the

element representing the first

communication line, for establishing a
conference communication link between

the caller process and the first and second

callee process.

In Figure 6 of Pinard, the user interface element for “John“ 21 is

dragged from call icon 23 to call icon 29, thereby creating a

conference call between “John,“ “Mary,” and “Debbie.“ See

Pinard, 5:31-44 (“Now to conference all parties, the user Debbie

merely drags the John icon to the call icon 29.”).

26. The computer program product of

claim 25 further comprising:

program code, responsive to the user

disassociating the element representing

the second callee process from the

element representing the first

communication line, for removing the

second callee process from the
conference communication link.
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35 U.S.C. § 103 - Etherphone in view Pinard

In Pinard, any callee process can be removed from a conference call

by dragging the element representing the callee process from the

conference call icon. For example, Figure 8 of Pinard shows the

user icon “Debbie” removed from conference call represented by

call icon 32. thereby “breaking Debbie‘s line from the conference.”

Pinard, 6: 14- 15.
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27. The computer program product of

claim 21 further comprising:

program code for generating an element

representing a communication line

having a temporarily disabled status; and

program code, responsive association of

the element representing the first callee

process with the element representing the

communication line having a temporarily

disabled status, for temporarily disabling

the point-to-point communication link

between the caller process and the first

callee process.

28. The computer program product of
claim 27 wherein the communication line

having a temporarily disabled status

comprises a communication line on hold
status.

35 U.S.C. § 103 — Etherphone in View Pinard

Examples of a “temporarily disabled status“ provided in the ‘704

patent include “line on hold” and “line on mute.” See, e.g., ‘704

patent, Claims 17 and 18. Pinard describes a user interface element

representing a communication line having a temporarily disabled

status. For example, Figure 12 illustrates a “hard hold“ icon 39 to

which user icons representing callers/callees 41 may be dragged to

put the callers/callees on hold. See, e.g., Pinard, 6:36-53 (“To place

Mary on hard hold, Debbie drags Mary‘s icon 28 to the hard hold

icon 39.“).

In Pinard, in response to an icon of a caller/callee 41 being moved

into the hard hold icon 39, the caller/callee is placed on hold. See,

e.g., Pinard, 6:36-53 (“To place Mary on hard hold, Debbie drags

Mary’s icon 28 to the hard hold icon 39.").

35 U.S.C. § 103 - Etherphone in view Pinard

In Pinard, in response to an icon of a caller/callee 41 being moved

into the hard hold icon 39, the caller/callee is placed on hold. See,

e.g., Pinard, 6:36-53 (“To place Mary on hard hold, Debbie drags

Mary‘s icon 28 to the hard hold icon 39.“).

29. The computer program product of
claim 27 wherein the communication line

having a temporarily disabled status

comprises a communication line on mute
status.

35 U.S.C. § 103 - Etherphone in view Pinard and fu.rther in
view of VocalChat

The VocalChat User’s Guide describes a “communication line on

mute status” as recited in Claim 18. As described in the VocalChat

User‘s Guide, “Manual Activation can also be used like the MUTE

option in many phones: it lets you talk without being heard on the

other user’s system.” User’s Guide, page 57.
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30. A computer program product of claim

21 wherein the computer system further

comprises a visual display and the user

interface comprises a graphic user
interface.

Prior Art and Relevant Statute

35 U.S.C. § 102 - Etherphone

Etherphone illustrates a visual display which allows the caller to

control the operation of the Etherphone. See, e.g., Figure 3 of

Zellweger 1 (illustrating a “workstation telephone management

windows”) and Figures [-10 of Swinehart 1 (illustrating a series of

windows for controlling an Etherphone).

31. The computer program product of
claim 30 wherein the element

representing the first communication line

and the element representing the first

callee process are graphic elements and

wherein the program code for

establishing a point-to-point
communication link from the caller

process to the first callee process further

comprises: program code, responsive to

manipulation of the graphic elements on

the graphic user interface, for

establishing the point-to-point
communication link from the caller

process to the first callee process.

35 U.S.C. § 102 — Etherphone

As described above, Etherphone illustrates a visual display which

allows the caller to control the operation of the Etherphone. See,

e.g., Figure 3 of Zellweger 1 (illustrating a “workstation telephone

management windows”) and Figures l-10 of Swinehart 1

(illustrating a series of windows for controlling an Etherphone).

Figure 3 of Zellweger l, for example, shows a “phone“ button

representing a first communication line and several other graphical

elements representing callee processes. As described in Zellweger

1, “[a] variety of convenient workstation dialing methods are

provided: a user can . . . select names or numbers from anywhere on

the [Etherphone telephone management windows], use either of two

directory tools that present browsable lists of names and associated

telephone numbers as speed-dialing buttons, or redial any

previously-made call by clicking on its conversation log entry.

Calls can also be placed by name or number from the telephone

keypad.” Zellweger l, page 4. In addition, the top row of Figure 4

of Zellweger l shows a series of graphical icons used for placing a

call including a personal telephone directory, a telephone, and a

picture of a user on the phone (to indicate a call is in process). In

this example, the personal telephone directory, displayed as a

graphical rolodex, includes a plurality of graphical elements

representing callees (i.e., with a separate card in the rolodex for

each callee). The icon of the telephone and the icon with the

picture of a user talking on the phone represents a telephone

communication line. As described in Zellweger l, “[a]n active

conversation is represented as a conversation between two people

with a superimposed indication of the other party’s name (also

shown in Figure 4).“ Zellweger l, pages 4-5.

32. A method of locating a process over a

computer network comprising the steps
of:

a. maintaining an lntemet accessible list

35 U.S.C. § 102 — Etherphone

Etherphone describes these limitations. As described in Swinehart

Request for Ex Partes Reexamination
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having a plurality of selected entries,

each entry comprising an identifier and a

corresponding Internet protocol address

of a process currently connected to the

Internet, the Internet Protocol address

added to the list following connection of

the process to the computer network; and

Request for Ex Partes Reexamination

Page 258 of 500
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1: “The telephone control server manages voice switching by

sending to each Etherphone or service the network addresses of the

other participants. Thereafter, voice datagrams are transmitted

directly among the participants, bypassing the control server.”

Swinehart 1, page 4. Thus, the Telephone Control Server (also

referred to as the Voice Control Server) stores a list of network
addresses which are made available to workstations and

Etherphones. In addition, the Voice Control Server associates

different user identifiers with each network protocol address. For

example, a user may log in to any workstation and, thereafter, calls
to that user will be directed to that workstation and its associated

Etherphone. As described in Swinehart 1:

The telephone control server controls voice conversations.

implements the stand-alone behavior of telephone instruments

and coordinates the activities of workstations and adjacent

telephones in their implementation of the various voice

capabilities. In addition, it stores personal preference

information about each user that allows it to support advanced

features such as ring motifs and subdued ringing without

involving workstation programs. It uses dynamic information

linking users to workstations in order to provide calls to
individuals rather than fixed locations and the registration of

visitors in the offices of their colleagues.

Swinehart 1, page 4 (underline emphasis added). The network

addresses may be Internet protocol addresses. For example, the

Etherphone system was intended for use in “multiple networks and

communication protocols.” Terry, page 3. See also Terry, Abstract

(“the voice manager stores voice on a special voice file server that

is accessible via the local internet.”). Moreover, other Etherphone

references explicitly describe using the lntemet Protocol (IP) within

the Etherphone system. See, e.g., Vin, page 77, Figure 5

(illustrating a “protocol stack and format“ which includes internet

protocol (IP) packets). Vin may be combined with Etherphone

under 35 U.S.C.§ 102. See MPEP 2131.01 (stating that a §102

rejection over multiple references is proper when the extra

references are cited to explain the meaning of a term used in the

primary reference). In this case, Vin is used to define the complete

meaning of the term “Voice Transmission Protocol” used in

Etherphone.

On many networks, including TCP/IP networks, network addresses

are assigned “following connection to the computer network.“ See,

e. g., Dynamic Host Configuration Protocol, RFC 1531 (Oct. 1993)

(“RFC 1531”), Section 2.2 (describing the “dynamic allocation of

network addresses“ on TCP/1P networks). Given that Etherphone

was implemented using TCP/IP as described in Vin, in at least som

instances, the computer system on which Etherphone was used
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network. Consequently, dynamic address assignment is inherent in

the Etherphone.

35 U.S.C. § 103 — Etherphone in view of Vin and further in view
of RFC 1531

Alternatively, it would have been obvious to one of ordinary skill in

the art to use dynamic address assignment on an Etherphone

network. As mentioned above, a motivation to combine

Etherphone and Vin exists because they both describe the same

Etherphone system. In addition, a motivation to combine these

references with RFC 1531 exists due to the problem to be solved.

In particular, Vin describes the use of IP addresses within an

Etherphone system and RFC 1531 describes techniques for

dynamically assigning IP addresses. One of ordinary skill in the art

would have been motivated to use dynamic IP address assignment

because it eliminates the burdensome task of manually assigning IP

addresses for all networked computers (e.g., workstations and

Etherphones) and allows for “automatic reuse of an address that is

no longer needed by the host to which it was assigned.” RFC 1531,

page 2 (Section I, Introduction).

b. in response to identification of one of

the list entries by a requesting process,

providing one of the identifier and the

corresponding Internet protocol address

of the identified entry to the requesting

process.

33. A method for locating processes

having dynamically assigned network

protocol addresses over a computer

network, the method comprising the steps
of:

Request for Ex Partes Reexamination

Page 259 of 500

As mentioned above, when a first user attempts to call a second

user from a workstation and Etherphone, the Voice Control Server

provides the. current network protocol address of the second user to

the requesting process executed on the workstation] Etherphone of

the first user. Using the network address, the requesting process
then initiates a communication session with the workstation and

Etherphone of the second user. See, e.g., Swinehart 1, page 4 (“The

telephone control server manages voice switching by sending to

each Etherphone or service the network addresses of the other

participants. Thereafter, voice datagrams are transmitted directly

among the participants, bypassing the control server.“ .

35 U.S.C. § 102 - Etherphone

As discussed above, Etherphone discloses a method of locating

network protocol addresses over a computer network. See, e.g.,

Swinehart 1, page 4 (“The telephone control server manages voice

switching by sending to each Etherphone or service the network

addresses of the other participants"). The network protocol

addresses may be Internet protocol addresses. For example, the

Etherphone system was intended for use in “multiple networks and

communication protocols.” Terry, page 3. See also Terry, Abstract

(“the voice manager stores voice on a special voice file server that

is accessible via the local internet.”). Moreover, other Etherphone

references explicitly describe using the lntemet Protocol (IP) within

the Ethe hone s stem. See, 3. ., Harrick M. Vin, et al.,
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a. maintaining, in a computer memory, a

network accessible compilation of

entries, selected of the entries comprising

a network protocol address and a

corresponding identifier of a process

connected to the computer network, the

network protocol address of the

corresondin rocess assigned to the

Request for Ex Partes Reexamination

Page 260 of 500
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Multimedia Conferencing in the Etherphone Environment, IEEE

COMPUTER SOCIETY (Oct. 1991), page 77, Figure 5 (illustrating a

“protocol stack and format” which includes intemet protocol (IP)

packets). Vin may be combined with Etherphone under 35 U.S.C. §

102. See MPEP 2131.01 (stating that a §102 rejection over multiple

references is proper when the extra references are cited to explain

the meaning of a term used in the primary reference). In this case,

Vin is used to define the complete meaning of the term “Voice

Transmission Protocol” used in Etherphone. In any case, it would

have been obvious to combine Vin with Etherphone because they

all describe the Etherphone system.

On many networks, including TCP/IP networks, network addresses

are dynamically assigned. See, e.g., Dynamic Host Configuration

Protocol, RFC 1531 (Oct. 1993) (“RFC 1531”), Section 2.2

(describing the “dynamic allocation of network addresses" on

TCP/IP networks). Given that Etherphone was implemented using

TCP/IP as described in Vin, in at least some instances, the computer

system on which Etherphone was used received IP addresses

dynamically, after connecting to the computer network.

Consequently, dynamic address assignment is inherent in the

Etherphone.

35 U.S.C. § 103 - Etherphone in view of Vin and further in view
of RFC 1531

Alternatively, it would have been obvious to one of ordinary skill in

the art to use dynamic address assignment on an Etherphone

network. As mentioned above, a motivation to combine

Etherphone and Vin exists because they both describe the same

Etherphone system. In addition, a motivation to combine these

references with RFC 1531 exists due to the problem to be solved.

In particular, Vin describes the use of IP addresses within an

Etherphone system and RFC 1531 describes techniques for

dynamically assigning IP addresses. One of ordinary skill in the art

would have been motivated to use dynamic IP address assignment

because it eliminates the burdensome task of manually assigning IP

addresses for all networked computers (e.g., workstations and

Etherphones) and allows for “automatic reuse of an address that is

no longer needed by the host to which it was assigned.” RFC 1531,

page 2 (Section 1, Introduction)..

The Voice Control Server maintains “a compilation of entries . . .

comprising a network protocol address and a corresponding

identifier.“ For example, the Voice Control Server “manages voice

switching by sending to each Etherphone or service the network

addresses of the other participants.” Swinehart 1, page 4. In order

to send the network addresses of the other participants, the Voice

Control Server must inherently store the network protocol addresses
in a “comuter memor .” The network addresses are stored in the
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process upon connection to the computer

network; and

Prior Art and Relevant Statute

memory with corresponding user identifiers. For example, the

Voice Control Server “uses dynamic information linking users to

workstations in order to provide calls to individuals rather than

fixed locations, and the registration of visitors in the offices of their

colleagues." Id. Thus, if a user logs in to any workstation, the

identity of that user and the associated network address must be

stored in a memory of the Voice Control Server so that other users

can locate the user. Since the user is connecting via a workstation

and Etherphone, the user identifier identifies the current software

process through which the user is interacting with the system.

b. in response to identification of one of

the entries by a requesting process

providing one of the identifier and the

network protocol address to the

requesting process.

Claim 33 also requires “in response to identification of one of the

entries by a requesting process providing one of the identifier and

the network protocol address to the requesting process.“ As

described above, the Voice Control Sewer “manages voice

switching by sending to each Etherphone or service the network

addresses of the other participants.” Swinehart 1, page 4.

34. The method of claim 33 further

comprising the step of:

c. modifying the compilation of entries.

35. The method of claim 34 wherein step

c further comprises:

Request for Ex Partes Reexamination

Page 261 of 500

35 U.S.C. § 102 — Etherphone

Etherphone discloses modifying the entries stored on the Voice

Control Server as users log-in and log-out of workstations. As
described in Swinehart 1:

The telephone control server controls voice conversations.

implements the stand-alone behavior of telephone instruments

and coordinates the activities of workstations and adjacent

telephones in their implementation of the various voice

capabilities. In addition, it stores personal preference

information about each user that allows it to support advanced

features such as ring motifs and subdued ringing without

involving workstation programs. It uses dynamic information

linking users to workstations in order to provide calls to

individuals rather than fixed locations and the registration of

visitors in the offices of their colleagues.

Swinehart 1, page 4 (underline emphasis added). Thus, the

entries stored on the Voice Control Server are updated

dynamically “in order to provide calls to individuals rather
than fixed locations.”

35 U.S.C. § 102 - Etherphone
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c.1 adding an entry to the compilation

upon the occurrence of a predetermined
event.

- . ’emet o o aim- w ereint e

predetermined event comprises

notification by a user process of an

assigned network protocol address.

37. The method of claim 34 wherein step

c further comprises:

c.1 deleting an entry from the

compilation upon the occurrence of a

predetermined event.

Request for Ex Partes Reexamination

Page 262 of 500

 

Prior Art and Relevant Statute

Etherphone inherently discloses this limitation. The predetermined

event may include, for example, adding a new workstation and

Etherphone to the network, powering on an existing Etherphone or

workstation, adding a new Voice Control Server, and/or logging in

a user to the system from a new workstation/Etherphone. Each of

these events may require adding an entry to the Voice Control

Server. See. e.g., Swinehart 1, page 4 (describing how the Voice

Control Server “manages voice switching by sending to each

Etherphone or service the network addresses of the other

participants“). In order to “manage“ voice switching by sending

network addresses of logged in participants, the Voice Control

Server must be capable of adding entries to its database in response

to “predetermined events.”

 
t erp one isc oses t is imitation. or examp e, w en auser g

in to a workstation/Etherphone, the identity of the user and the

network address of the workstation/Etherphone is transmitted to the

voice control server so that the user can be located by other users.

As mentioned above, the Voice Control Server “uses dynamic

information linking users to workstations in order to provide calls to

individuals rather than fixed locations and the registration of

visitors in the offices of their colleagues.“ Swinehart 1, page 4. 
35 U.S.C. § 102 - Etherphone

Etherphone inherently describes this limitation. As described in

Zellweger:  
If an Etherphone user logs in at a workstation, his calls can be

automatically forwarded to the adjacent Etherphone. An

additional feature, called visiting, allows him to register his

presence with a second workstation or Etherphone, such as

during a meeting. Registering with the destination location

allows users to travel more freely than forwarding calls from

the home location does. Each visit rguest cancels any earlier

rguests. The common problem of forgetting to cancel

forwarding is eased by ringing both Etherphones during

visiting.

 

 
 
 
 
 
 
 
 

Zellweger, page 5 (emphasis added). See also Swinehart, page 2

(describing how after Karmen leaves Lee‘s office “an additional

call to Karmen . . . reminds Lee to terminate the visiting

arrangement”). In these examples, “terminating” or “cancelling”

-_ status inherentl re uires deleting the associatio
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between the visiting user and the network address of the

workstation/Etherphone.

38. A computer program product for use

with a computer system having a memory

and being operatively connectable over a

computer network to one or more

computer processes, the computer

program product comprising a computer

usable medium having program code

embodied in the medium the program

code comprising:

a. program code configured to maintain,

in the computer memory, a network

accessible compilation of entries, selected

of the entries comprising a network

protocol address and a corresponding

identifier of a process connected to the

computer network, the network protocol

address of the corresponding process

assigned to the process upon connection

to the computer network; and

Request for Ex Partes Reexamination

Page 263 of 500

35 U.S.C. § 102 — Etherphone

The Etherphone system is implemented with software executed on a

plurality of computing devices, including servers, workstations, and

Etherphones. As described in Zellweger l, the Etherphone system

uses "microprocessor-controlled telephones to transmit voice over

an Ethernet that also supports a voice file server and a voice

synthesis server. . .” Zellweger 1, page 1. See also Swinehart 2,

page 1 (describing how the capabilities provided by the Etherphone

system “are presented to application programmers as program

packages and network services.”); Zellweger 1, page 2

(“Etherphone software is written in C"); id. (“Centralized server

software limited the necessary size and speed of the Etherphone

processor, and thus its cost . . .”); Terry, page 4 (“The server

software and the initial workstation software was developed in the

Cedar programming environment“). The computer systems are

operatively connectable over a computer network to computer

processes. As described in Zellweger l, “conversations are

established between two or more parties (Etherphones, servers, and

so on) by performing remote procedure calls to the Voice Control

Server.” Zellweger l, page 3. Remote procedure calls are

inherently directed to “computer processes.”

The Voice Control Server maintains “a compilation of entries . . .

comprising a network protocol address and a corresponding

identifier or a process connected to the computer network." For

example, the Voice Control Server “manages voice switching by

sending to each Etherphone or service the network addresses of the

other participants." Swinehart 1, page 4. In order to send the

network addresses of the other participants, the Voice Control

Server must inherently store the network protocol addresses in a

“computer memory.” The network addresses are stored in the

memory with corresponding user identifiers. For example, the

Voice Control Server “uses dynamic information linking users to

workstations in order to provide calls to individuals rather than

fixed locations, and the registration of visitors in the offices of their

colleagues.“ Id. Thus, if a user logs in to any workstation, the

identity of that user and the associated network address must be

stored in a memory of the Voice Control Server so that other users

can locate the user. Since the user is connecting via a workstation

and Etherphone, the user identifier identifies the current software

“process” through which the user is interacting with the system.
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On many networks, including TCP/IP networks, network addresses

are assigned “upon connection to the computer network.“ See, e. g.,

Dynamic Host Configuration Protocol, RFC 1531 (Oct. 1993)

(“RFC 1531”), Section 2.2 (describing the “dynamic allocation of

network addresses” on TCP/IP networks). Given that Etherphone

was implemented using TCP/IP as described in Vin, in at least som

instances, the computer system on which Etherphone was used

received IP addresses dynamically. after connecting to the computer

network. Consequently, dynamic address assignment is inherent in

the Etherphone.

35 U.S.C. § 103 — Etherphone in view of Vin and further in view
of RFC 1531

Alternatively, it would have been obvious to one of ordinary skill in

the art to use dynamic address assignment on an Etherphone

network. As mentioned above, a motivation to combine

Etherphone and Vin exists because they both describe the same

Etherphone system. In addition, a motivation to combine these

references with RFC 1531 exists due to the problem to be solved.

In particular, Vin describes the use of IP addresses within an

Etherphone system and RFC 1531 describes techniques for

dynamically assigning IP addresses. One of ordinary skill in the art

would have been motivated to use dynamic IP address assignment

because it eliminates the burdensome task of manually assigning IP

addresses for all networked computers (e. g., workstations and

Etherphones) and allows for “automatic reuse of an address that is

no longer needed by the host to which it was assigned.” RFC 1531,

page 2 (Section 1, Introduction).

b. program code responsive to

identification of one of the entries by a

requesting process and configured to

provide one of the identifier and the

network protocol address to the

requesting process.

As described above, the Voice Control Server “manages voice

switching by sending to each Etherphone or service the network

addresses of the other participants.“ Swinehart 1, page 4.

39. The computer program product of

claim 38 further comprising:

c. program code configured to modify the

compilation of entries.

Request for Ex Partes Reexamination

Page 264 of 500

35 U.S.C. § 102 — Etherphone

Etherphone discloses modifying the entries stored on the Voice

Control Server as users log-in and log-out of workstations. As
described in Swinehart 1:

The telephone control server controls voice conversations.

implements the stand-alone behavior of telephone instruments

and coordinates the activities of workstations and adjacent

telephones in their implementation of the various voice

capabilities. In addition, it stores personal preference
information about each user that allows it to su ort advanced
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features such as ring motifs and subdued ringing without

involving workstation programs. It uses dynamic information

linking users to workstations in order to provide calls to
individuals rather than fixed locations and the reoistration of

visitors in the offices of their colleaoues.

Swinehart 1, page 4 (underline emphasis added). See also

Swinehart, page 2 (describing how after Karmen leaves Lee’s office
“an additional call to Karmen . . . reminds Lee to terminate the

visiting arrangement"). Thus, the entries stored on the Voice

Control Server are updated dynamically “in order to provide calls to

individuals rather than fixed locations” and to “terminate” old,
outdated entries.

40. The computer program product of

claim 39 wherein program code

configured to modify comprises:

35 U.S.C. § 102 — Etherphone

c.1 program code configured to add an

entry to the compilation upon the

occurrence of a predetermined event.

41. The computer program product of

claim 40 wherein the predetermined

event comprises notification by a process

of an assigned network protocol address.

Etherphone inherently discloses this limitation. The predetermined

event may include, for example, adding a new workstation and

Etherphone to the network, powering on an existing Etherphone or

workstation, adding a new Voice Control Server, and/or logging in

a user to the system from a new workstation/Etherphone. Each of

these events may require adding an entry to the Voice Control

Server. See. e.g., Swinehart 1, page 4 (describing how the Voice

Control Server “manages voice switching by sending to each

Etherphone or service the network addresses of the other

participantsf‘). In order to “manage“ voice switching by sending

network addresses of logged in participants, the Voice Control

Server must be capable of adding entries to its database in response

to “predetermined events.”

Etherphone inherently discloses this limitation. For example, when

a user logs in to a workstation/Etherphone, the identity of the user

and the network address of the workstation/Etherphone is
transmitted to the voice control server so that the user can be

located by other users. As mentioned above, the Voice Control

Server “uses dynamic information linking users to workstations in

order to provide calls to individuals rather than fixed locations and

the registration of visitors in the offices of their colleagues.“

Swinehart 1, page 4.

42. The computer program product of

claim 38 wherein step c further

comprises:

 
35 U.S.C. § 102 — Etherphone

Request for Ex Partes Reexamination

Page 265 of 500
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c.1 program code configured to delete an

entry from the compilation upon the

occurrence of a predetermined event.

43. A computer program product for use

with a computer system, the computer

system executing a first process

operatively coupled over a computer

network to a second process and a server

process, the computer program product

comprising a computer usable medium

having computer readable program code

embodied therein, the program code

comprising:

a. program code configured to access a

directory database, the database having a
network rotocol address for a selected

Request for Ex Partes Reexamination

Page 266 of 500
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Etherphone inherently describes this limitation. As described in

Zellweger:

If an Etherphone user logs in at a workstation, his calls can be

automatically forwarded to the adjacent Etherphone. An

additional feature, called visiting, allows him to register his

presence with a second workstation or Etherphone, such as

during a meeting. Registering with the destination location

allows users to travel more freely than forwarding calls from

the home location does. Each visit rguest cancels any earlier

rguests. The common problem of forgetting to cancel

forwarding is eased by ringing both Etherphones during

visiting.

Zellweger, page 5 (emphasis added). See also Swinehart, page 2

(describing how after Karmen leaves Lee‘s office “an additional

call to Karmen . . . reminds Lee to terminate the visiting

arrangement.”). In these examples, “terminating” or “cancelling”

the user’s visiting status inherently requires deleting the association

between the visiting user and the network address of the

workstation/Etherphone.

35 U.S.C. § 102 - Etherphone

The Etherphone system is implemented with software executed on a

plurality of computing devices, including servers, workstations, and

Etherphones. As described in Zellweger l, the Etherphone system

uses "microprocessor-controlled telephones to transmit voice over

an Ethernet that also supports a voice file server and a voice

synthesis server. . .” Zellweger 1, page 1. See also Swinehart 2,

page 1 (describing how the capabilities provided by the Etherphone

system “are presented to application programmers as program

packages and network services.”); Zellweger 1, page 2

(“Etherphone software is written in C”); id. (“Centralized server

software limited the necessary size and speed of the Etherphone

processor, and thus its cost . . .”); Terry, page 4 (“The server

software and the initial workstation software was developed in the

Cedar programming environment.“). The computer systems are

operatively connectable over a computer network to computer

processes and server processes. As described in Zellweger 1,

“Conversations are established between two or more parties

(Etherphones, sewers. and so on) by performing remote procedure

calls to the Voice Control Server.“ Zellweger 1, page 3. Remote

procedure calls are inherently directed to “computer processes.“

Etherphone describes a directory database for storing network

addresses of on-line processes. For example, the Voice Control

Server (also referred to as a “Telehone Control Server“) stores
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plurality of processes having on-line

status with respect to the computer

network, the network protocol address of

each respective process forwarded to the

database following connection to the

computer network; and

b. program code responsive to one of the

network protocol addresses and

configured to establish a point-to-point
communication link from the first

process to the second process over the

computer network.

Prior Art and Relevant Statute

network addresses for processes executed on each workstation and

Etherphone. As described in Zellweger l: “Users can place calls

by specifying a name, a number, or other attributes of the called

party. A system directory database for local Xerox employees

(about 1000 entries) is stored on the Voice Control Server.“

Zellweger 1, page 4 (emphasis added). See also Swinehart l, page

4 (“The Telephone Control Server manages voice switching by

sending to each Etherphone or service the network addresses of the

other participants.”). The network addresses are sent to the Voice

Control Server following connection to the computer network. See,

e.g., Swinehart 1, page 4 (“The telephone control server . . . uses

dynamic information linking users to workstations in order to

provide calls to individuals rather than fixed locations, and the

registration of visitors in the offices of their colleagues“). Thus,

when a user logs in to a workstation, the network protocol address

of the workstation and the identity of the user are sent to the Voice
Control Server.

After receiving the network protocol address from the Voice

Control Server, the caller’s workstation and Etherphone will

establish a point-to-point connection with the callee’s workstation

and Etherphone. See, e. g., Swinehart 1, page 4 (describing how

after receiving a network address from the Voice Control Server,

“voice datagrams are transmitted directly among the participants,

bypassing the control server.”).

44. In a first computer process

operatively coupled over a computer

network to a second process and an

address server, a method of establishing a

point-to-point communication between

the first and second processes comprising

the steps of:

A. following connection of the
rocess to the com uter network

Request for Ex Partes Reexamination

Page 267 of 500

35 U.S.C. § 102 — Etherphone

Etherphone describes a first computer process operatively coupled

to a second process and an address server and further describe a

method in the first process for establishing point-to-point

communication with the second process. For example, in the

Etherphone system, a first process executed on a first Etherphone or
workstation contacts the Voice Control Server to learn the address

of a second process executed on a second Etherphone or

workstation. See e.g., Swinehart l, page 4 (“The Telephone

Control Server manages voice switching by sending to each

Etherphone or service the network addresses of the other

participants“). The first process then uses the network address to

establish point-to-point communication with the second process.

See, e.g., id. (‘”Thereafter, voice datagrams are transmitted directly

among the participants, bypassing the control server.”).

In the Etherphon

workstation, the user’s identit and the network rotocol address of
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forwarding to the address server a

network protocol address at which the

first process is connected to the computer

network;

B. querying the address sewer as to

whether the second process is connected

to the computer network;

C. receiving a network protocol address

of the second process from the address

server, when the second process is

connected to the computer network; and

Prior Art and Relevant Statute

the workstation is forwarded to the Voice Control Server. See, e.g.,

Swinehart 1, page 4 (“The telephone control server . . . uses

dynamic information linking users to workstations in order to

provide calls to individuals rather than fixed locations, and the

registration of visitors in the offices of their colleagues.”).

As mentioned above, the Voice Control Server “manages voice

switching by sending to each Etherphone or service the network

addresses of the other participants.” Swinehart 1, page 4.

Moreover, “conversations are established between two or more

parties (Etherphones, sewers, and so on) by performing remote

procedure calls to the Voice Control Server.” Zellweger 1, page 3.

Thus, when a first user at a first Etherphone (a first “process”) calls

a second user at a second Etherphone (a second “process”), the first

Etherphone transmits a query in the form of a remote procedure call

to determine the location of the second Etherphone. See also

Swinehart 1, page 2 (“Calls are to individuals, not locations . . .

Logging in tells the telephone system where Karmen is.“);

Zellweger 1, page S (“An additional feature, called visiting, allows

him to register his presence with a second workstation or

Etherphone, such as during a meeting.”).

As mentioned above, the Voice Control Server “manages voice

switching by sending to each Etherphone or service the network

addresses of the other participants.” Swinehart 1, page 4.

D. in response to the network protocol

address of the second process,

establishing a point-to-point
communication link with the second

process over the computer network.

As described in Swinehart 1, after receiving a network address from

the Voice Control Server, “voice datagrams are transmitted directly

among the participants, bypassing the control server.” Swinehart 1,

page 4.

Request for Ex Partes Reexamination

Page 268 of 500
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U.S. Patent No. 6,108,704

Exhibit 0

Claim chart for Claims 1-7 and 10-44 of the ‘704 patent:

0 Voca|Chat User's Guide in view of Voca|Chat Readme, and

further in view of Voca|Chat Networking, and further in view of

VocalChat Help File, and further in view of VocalChat

Troubleshooting Help File (collectively “VocalChat” or

“VocalChat references”) (Claims 1-2, 4, 7, 10-11, 19-22, 30-42)

under 35 U.S.C. § 103(a)

0 Voca|Chat References in view of RFC 1531 (Claims 1-2, 4, 7,10-

11, 19-22, 30-42) under 35 U.S.C. § 103(a)

0 Voca|Chat References in view of NetB|OS (Claim 3) under 35

U.S.C. § 103(a)

0 Voca|Chat References in view of Pinard (Claims 12-18 and 23-

29) under 35 U.S.C. § 103(a)

Customer No.: 8791 Blakely, Sokoloff, Taylor & Zafman, LLP

Sunnyvale, California 94085-4040

Telephone (408) 720-8300

Fax (408) 720-8383
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Claim Chart — VocalChat

Claims

1. A computer program product for use

with a computer system, the computer

system executing a first process and

operatively connectable to a second

process and a server over a computer

network, the computer program product

comprising:
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35 U.S.C. § 103 - VocalChat

When TCP/IP is used, “the network addresses of the different

workstations are required for VocalChat to be able to access the

network users.“ Help File, page 2. Moreover, as described above,

with TCP/IP, “a shared CONNLIST.VC file is used by the different

running copies of VocalChat to hold user names and addresses.”

The ability to establish a call merely by identifying a unique user
name demonstrates that VocalChat clients “receive “ the network

addresses of VocalChat callees from the server‘s directory database.

Indeed, the directory database is used to “get . . . the addresses of

specific users.“ Id.; see also id., page 22 (“VocalChat will use the

CONNLIST.VC files to get network addresses[.]”).

In the pending litigation, Net2Phone argued that the term “server“

should be defined broadly. Plaintiff Net2Phone, Inc.’s Response

Brief on Claim Construction (Oct. 18, 2007) (Exhibit U), page 3.

More specifically, Net2Phone argued:

Consistent with the use of the term ‘server’ in the

specification, the claims do not refer to any specific

server configuration. They simply require a ‘server’

(also referred to as a ‘connection server,’ ‘address

server,’ or ‘server process’). There is nothing in any

of the claims that require that the server be in the

form of a single computer with a centralized

database, as defendants contend.

Id., page 4. Similarly, Net2Phone argued that “[a] server in a

‘client/server system’ can be implemented in any number of ways,

from one to multiple computers, in one location or many, and from

a single large computer acting as the server to a network of personal

computers.” Plaintiff Net2Phone Inc.’s Reply Brief on Claim

Construction (Oct. 19, 2007) (Exhibit W), page 7 (citing to the

declaration of Professor Larry L. Peterson). Thus, under

Net2Phone’s interpretation, a “server” is not limited to any

particular hardware or software configuration.

It should be noted, however, that the requestor of the present

Reexamination does not agree with this interpretation, and has

stated as such in the pending litigation. See, e.g., Reply Claim

Construction Brief of Skype Technologies SA, Skype. Inc. and

EBay Inc (Oct. 19, 2007) (Exhibit X), pages 2-9. For the sake of

brevity, these interpretations are not repeated below with respect to

the other claims of the ‘704 patent which require a “server.” Under
an interretation the “ost office“ server in VocalChat is a

1/41 US. Patent No. 6,108,704



Claims

a computer usa e m

program code embodied in the medium,

the program code comprising:

program code for transmitting to the

server a network protocol address

received by the first process following

connection to the computer network;
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“server.”

at is in erent y store as program co -

computer-usable medium. See, e.g., Readme, page l (listing the

VocalChat files copied during installation). See also VocalChat

User’s Guide, page 8 (describing how VocalChat is installed by

inserting “the VocalChat Disk in drive A“).

As illustrated in the figure on page 5 of the VocalChat User’s Guide

(reproduced above), computers with VocalChat installed connect

directly to a server to register their current network protocol

addresses. In the initial VocalChat implementations (versions l.x)

each VocalChat client transmitted its name and network protocol
address to a USERS file stored on the server. As described in

VocalChat Network Information:

When the network used is not NetWare or Windows

for Workgroups, VocalChat maintains a shared

USERS file with the names of logged in users.

Each time a user loads VocalChat, its entry in the

USERS file is updated with its IPX/NetBIOS

address. When exiting VocalChat, the address is

removed, but the user name is kept in the file. Thus

other users can add this user‘s name as a Quick Dial

button even if the user is not running VocalChat at

the moment. However, in order for VocalChat to

work properly, all users must have access to the

same USERS file, and all must have read/write

access to that file.

VocalChat Network Information, page 10 (underline emphasis

added). Later VocalChat implementations (e. g., version 2.02),
referred to the USERS file as a “Connection List” file which was

stored within a ‘Post-Office‘ directory. See, e. g., Help File, page 2

(“a shared CONNLIST.VC file is used by the different running

copies of VocalChat to hold user names and addresses. This file is

placed in the Post Office directory.

Regardless of the file name, the Connection List/USERS file was

stored on a server so that it could be accessed by VocalChat clients.

See, e. g., VocalChat Network Infonnation, page 2 (“Server

Installation is used to install the VocalChat program files on the

network, for use by the different network users.”). See also

Readme File, page 2 (“VocalChat creates a central directory on the

network, shared by all users called ‘Post-Office.’ All users must

use the same Post-Office, otherwise they won't be able to

communicate or leave messages to each other. This means that all
users must be attached to one file-server which will be used for the

Post-Office, and all have write permission for the Post-Office

directory.”).

2/-‘H US. Patent No. 6,108,704
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On many networks, including TCP/IP networks, network addresses

were assigned “following connection to the computer network.”

See, e.g., Dynamic Host Configuration Protocol, RFC 1531 (Oct.

1993) (“RFC 1531”), Section 2.2 (describing the “dynamic

allocation of network addresses“ on TCP/IP networks). Thus, in at

least some instances, the computer system on which VocalChat was

executed received its IP address dynamically, after connecting to

the computer network. Consequently, dynamic address assignment

was inherent in the VocalChat system.

35 U.S.C. § 103 — VocalChat References in view of RFC 1531

Alternatively, it would have been obvious to one of ordinary skill in

the art to use dynamic address assignment on a TCP/[P network. A
motivation to combine the VocalChat references with RFC 1531

exists because the VocalChat references describe the VocalChat

software operating on a TCP/IP network and RFC 1531 describes a

well known technique for dynamically assigning IP addresses

within a TCP/IP network. One of ordinary skill in the art would
have been motivated to combine VocalChat with RFC 1531 to

realize the benefits associated with dynamic IP address assignment.

For example, one of ordinary skill in the art would have been

motivated to use dynamic IP address assignment because it

eliminates the burdensome task of manually assigning IP addresses

for all networked computers and allows for “automatic reuse of an

address that is no longer needed by the host to which it was

assigned.” RFC 1531, page 2 (Section 1, Introduction). In fact, it is

a virtual certainty that VocalChat software was executed on

personal computers which had IP addresses dynamically assigned.

program code for transmitting, to the

server, a query as to whether the second

process is connected to the computer

network;

Request for Ex Partes Reexamination
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VocalChat employed different techniques for locating users based

on the underlying network protocol. As described in the Help File:

Method of determining users address:

Netware Get Users information from Netware 2.x/3.x

bindery

Winworkgroups Get users information from Windows for

Workgroups .

GenericUser VocalChats files for users information. (See

Generic network, below).

Help File, page 26. Thus, when any protocol other than Netware or

Windows for Workgroups was used (such as TCP/IP or NetBIOS),

a “generic” method was used in which the VocalChat client queried

VocalChat files (the Connection List/USERS files) to locate users

on the network. As described in greater detail in the Help File:

When NetWare is used, VocalChat uses the

3/41 US. Patent No. 6,108,704
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program code for receiving a network

protocol address of the second process

from the server, when the second process

is connected to the computer network;
and
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NetWare Bindery services to get the list of servers,

known users and groups on each server, currently

logged-in users, and the addresses of specific users.

When Windows for Workgroups is used,

VocalChat uses the Window for Workgroups users

services to get the list of workgroups and computers

(there is no need for user addresses here).

When NetBIOS or IPX are used, but not with

NetWare or Window for Workgroups, or when

TCP/IP is used, a shared CONNLlST.VC file is used

by the different running copies of VocalChat to hold

user names and addresses. This file is placed in the

Post Office directory. In this case, the user name for

each user, is entered when performing the User

Installation in the Setup program. You should make

sure that this name is not used by any other user on
the network.

Help File, page 2. See also Help File, page 22 (VocalChat “will use

the CONNLIST.VC files to get network addresses”); page 8 (“the

Setup program creates a Connection List file which is used to

identify and access users“). Thus, when NetWare was used, the

VocalChat client queried existing NetWare Bindery services to

locate “currently logged-in users;” when Windows for Workgroups

was used, the VocalChat client queried the Windows for

Workgroups services to locate online users; and when other

protocols, such as TCP/IP and NetBIOS were used, the VocalChat

client queried the shared Connection List file (CONNLIST.VC).

Regardless of which protocol was used, the query determined

whether the second process (the VocalChat clients of other users)

were is connected to the computer network. For example, “[w]hen

the network used is not NetWare or Windows for Workgroups,

VocalChat maintains a shared USERS file with the names of logged

in users. Each time a user loads VocalChat, its entry in the USERS

file is updated with its IPX/NetBIOS address. When exiting

VocalChat, the address is removed, but the user name is kept in the

file.” VocalChat Network Information, page 10. Thus, a

distinction was made between logged in users and logged out users.

Similarly, as described above, in the NetWare implementation, the

query retrieved a list of “currently logged in users."

When TCP/IP is used, “the network addresses of the different

workstations are required for VocalChat to be able to access the

network users.“ Help File, page 2. Moreover, as described above,

when TCP/IP is used, “a shared CONNLISTVC file is used by the

different running copies of VocalChat to hold user names and

addresses.” The ability to establish a call merely by identifying a
un' ue user name demonstrates that VocalChat clients “received”

4/-‘H US. Patent No. 6,108,704
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the network addresses of VocalChat callees from the server’s

directory database. Indeed, the directory database is used to “get . .

. the addresses of specific users.“ Id.

In Claim Construction Briefs filed in the pending litigation, the

patentee argued that the term

‘connected’ means ‘logged on,’ and vice versa . . .

To the extent defendants are trying to suggest that

the claims require perfect information about who is

on line at a given moment, that is simply incorrect.

While Net2Phone‘s invention endeavors to identify

accurately who is on line, it is not possible to

achieve perfection. For example, it takes some time

(albeit minimal) for the signal that a user has gone

off-line to be communicated to the server, or a user‘s

Internet connection may get interrupted before she

can send an off-line message (and thus the server, for

a time, assumes she is on-line, when in fact she is

not). See Strickland Dep. at 140:7-141:7 (Ex. 2l).

Recognizing these issues, the patents explain that the

server may use timestamps to update a person’s

status— e.g., setting a default value of two hours,

after which the server assumes that a party has gone

off-line if it has not heard from her. See ’704 patent,

col. 5, ll. 39-44 (Ex. 2). In this respect, the patents

explain, “the on-line status information stored in the

database is relatively current.“ Id. at col. 5, 11. 42-43

(emphasis added). While Net2Phone believes that

the claim language is clear, if the term “connected”

(or “on-line”) is going to be modified at all, it should

be modified to say “relatively currently connected,“

because that is what the patents actually say.

Plaintiff Net2Phone Inc.’s Response Brief on Claim Construction

(Oct. 18, 2007) (Exhibit U), pages 24-25. Thus, under Net2Phone‘s

interpretation, the information retained in the “server“ as to which

processes are “connected to the computer network“ or “online” may

be imperfect. As described above, while the server “endeavors to

identify accurately who is on line, it is not possible to achieve

perfection.“ Id. As described above, VocalChat employs similar

techniques as address entries for off-line VocalChat processes are

removed through the use of log-out messages.

Once again, the requestor of the present reexamination does not

agree with this interpretation, and has stated as such in the pending

litigation. See, e. g., Reply Claim Construction Brief of Skype

Technologies SA, Skype, Inc. and EBay Inc (Exhibit X), pages 12-

I4. For the sake of brevit , these interretations are not reeated
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program code, responsive to the network

protocol address of the second process,

for establishing a point-to-point
communication link between the first

process and the second process over the

computer network.

5. III I I I

point communications between a first and

a second process over a computer

network, the apparatus comprising:

Prior Art and Relevant Statute

below with respect to the other claims of the ‘704 patent which

require a process to be “connected to” the computer network or “on-

line.“ Under any interpretation, a first VocalChat process receives

the network protocol address of a second VocalChat process from

the “post office” server when the second VocalChat process is

“connected to the computer network.”

VocalChat discloses that “[u]ser-to-user access is facilitated

automatically through the [Connection List] file.” Help File, page

17. VocalChat also discloses “the peer-to-peer nature of Windows

for Workgroups, which VocalChat “uses . . . for user services.” Id.

In fact, VocalChat is a voice over computer network product for use
on various networks that “enables communication between”

VocalChat users. Id. at 8. See also User Guide, page 2 (“Talk with

other users over the network, and broadcast to network users or

groups. Access network users with the Address Book and Quick-

Dial buttons”).

VocalChat discloses the preamble of claim 2. For example,

VocalChat is a software-based telephone executed on personal

computers which connects to a central server to locate other

personal computers on a variety of computer networks, including

TCP/IP, NetBIOS, and IPX networks. See, e.g., VocalChat User’s

Guide, page 5 (illustrating a central server with a “post office” to

enable communication between computers). See also id.. pages 7-8

(describing minimum personal computer requirements as a “386SX

or higher IBM-compatible computer”); Readme, page 1 (listing the

VocalChat files copied during installation); Help File, page 2

(“VocalChat can work with IPX, NetBlOS and TCP/IP network

protocols.”). lnherently, the personal computers and the server

included a processor, for processing program code. and a network
interface connected to the network. The VocalChat software

installed on each computer system comprises a computer-

implemented “process.”

3 PIOCCSSOI; Logically, the personal computers and the server included a

processor for processing program code and a network interface for

connecting to the network.

a network interface, operatively coupled

to the processor, for connecting the

apparatus to the computer network;

a memory, operatively coupled to the

processor, for storing a network protocol

address for selected of a plurality of

Logically, the personal computers and the server included a

processor for processing program code and a network interface for

connecting to the network.

Computer systems with VocalChat installed and the central server

inherently included “a memory, operatively coupled to the

processor“ in the form of a RAM and a hard drive. See, e.g., User

Request for Ex Partes Reexamination
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processes, each network protocol address

stored in the memory following

connection of a respective process to the

computer network;
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Guide, page 7 (describing minimum system requirements of 4 MB

RAM). In the initial VocalChat implementations (versions l.x)

each VocalChat client transmits its name and network protocol
address to a USERS file stored on a server. As described in

VocalChat Network Information:

When the network used is not NetWare or Windows

for Workgroups, VocalChat maintains a shared

USERS tile with the names of logged in users.

Each time a user loads VocalChat, its entry in the

USERS file is updated with its IPX/NetBIOS

address. When exiting VocalChat, the address is

removed, but the user name is kept in the file. Thus

other users can add this user’s name as a Quick Dial

button even if the user is not running VocalChat at

the moment. However, in order for VocalChat to

work properly, all users must have access to the

same USERS file, and all must have read/write

access to that file.

VocalChat Network Information, page 10 (underline emphasis

added); Troubleshooting Help File, page 28 (“VocalChat needs the

TCP/IP software to recognize your own comptuers host name and

IP address"). Later VocalChat implementations (e. g., version

2.02), referred to the USERS file as a “Connection List” file. See,

e.g., Help File, page 2 (“a shared CONNLIST.VC tile is used by the

different running copies of VocalChat to hold user names and

addresses. This file is placed in the Post Office directoryf’).

Regardless of the file name, the Connection List/USERS file is

stored on a server for access by VocalChat clients. See, e.g..

VocalChat Network Information, page 2 (“Server Installation is

used to install the VocalChat program files on the network, for use

by the different network users.”). See also Readme File, page 2

(“VocalChat creates a central directory on the network, shared by
all users called ‘Post-Office.’ All users must use the same Post-

Office, otherwise they won't be able to communicate or leave

messages to each other. This means that all users must be attached

to one file-server which will be used for the Post-Office, and all

have write permission for the Post-Office directory.“); Help File,

page 8(“the Setup program crates a Connection List File which is

used to identify and access users“).

On many networks, including TCP/IP networks, network addresses

are assigned “following connection to the computer network." See,

e.g., Dynamic Host Configuration Protocol, RFC 1531 (Oct. 1993)

(“RFC l53l“), Section 2.2 (describing the “dynamic allocation of

network addresses“ on TCP/IP networks). Thus, in at least some
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means, responsive to a query from the

first process, for determining the on-line

status of the second process and for

transmitting a network protocol address

of the second process to the first process

in response to a positive determination of

the on-line status of the second process.
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address following connection to the computer network.

Consequently, dynamic address assignment is inherent in the

VocalChat system. Alternatively, as set forth below, it would have

been obvious to one of ordinary skill in the art to use dynamic

address assignment on a TCP/IP network in combination with
VocalChat.

35 U.S.C. § 103 — VocalChat References in view of RFC 1531

Alternatively, it would have been obvious to one of ordinary skill in

the art to use dynamic address assignment on a TCP/IP network. A
motivation to combine the VocalChat references with RFC l53l

exists because the VocalChat references describe the VocalChat

software operating on a TCP/IP network and RFC 1531 describes a

well known technique for dynamically assigning IP addresses

within a TCP/IP network. One of ordinary skill in the art would
have been motivated to combine VocalChat with RFC l53l to

realize the benefits associated with dynamic IP address assignment.

For example, one of ordinary skill in the art would have been

motivated to use dynamic IP address assignment because it

eliminates the burdensome task of manually assigning IP addresses

for all networked computers and allows for “automatic reuse of an

address that is no longer needed by the host to which it was

assigned.” RFC 1531, page 2 (Section l, Introduction). In fact, it is

a virtual certainty that VocalChat software was executed on

personal computers which had IP addresses dynamically assigned.

In a TCP/IP implementation, the server on which the Connection

List/USERS file is located transmits the network protocol address

of a second VocalChat client (second process) to a first VocalChat

client (first process) upon request. As described in the Help File:

Method of determining users address:
Netware Get Users information from

Netware 2.x/3.x bindery

WinWorkgroups Get users information from

Windows for Workgroups.
Generic User VocalChats files for

users information. (See Generic

network, below).

Help File, page 26. With any protocol other than Netware or

Windows for Workgroups (such as TCP/IP or NetBIOS), a

“generic“ method is used where the VocalChat client queries

VocalChat files (the Connection List/USERS files) locating users

on the network. As described in greater detail in the Help File:

When NetBIOS or IPX are used, but not with

NetWare or Window for Workgroups, or when

TCP/IP is used, a shared CONNLIST.VC file is used

b the different runnin coies of VocalChat to hold

8/-‘H US. Patent No. 6,108,704
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user names and addresses. This file is placed in the

Post Office directory. In this case, the user name for

each user, is entered when performing the User

Installation in the Setup program. You should make

sure that this name is not used by any other user on
the network.

Help File, page 2. With NetWare, the VocalChat client queries

existing NetWare Bindery services locating “currently logged-in

users;” with Windows for Workgroups, the VocalChat client

queries the Windows for Workgroups services locating online

users; and with other protocols, such as TCP/TP and NetBIOS, the

VocalChat client queries the shared Connection List file

(CONNLlST.VC). Regardless of protocol, the query determines

whether the second process (the VocalChat client of another user) is

connected to the computer network. For example, “[w]hen the

network used is not NetWare or Windows for Workgroups,

VocalChat maintains a shared USERS file with the names of logged

in users. Each time a user loads VocalChat, its entry in the USERS

tile is updated with its IPX/NetBIOS address. When exiting

VocalChat, the address is removed, but the user name is kept in the

file.“ VocalChat Network Information, page 10. Thus, a

distinction is made between logged in users and logged out users.

Similarly, as described above, in the NetWare implementation, the

query retrieves a list of “currently logged in users.“

3. The computer server apparatus of

claim 2 further comprising a timer,

operatively coupled to the processor, for

time stamping the network protocol

addresses stored in the memory.

Request for Ex Partes Reexamination
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Claim 3 of the ‘704 patent requires “a timer, operatively coupled to

the processor, for time stamping the network protocol addresses

stored in the memory.” The VocalChat references do not describe a

timer for time stamping network protocol address. However, time

stamping was a well known technique at the time the application

which resulted in the ‘704 patent was filed. For example, the

NBNS described in NetBIOS includes a timer for time-stamping

name/IP address entries. As described in NetBIOS, “[t]he NBNS

may impose a ‘time-to-live‘ on each name it registers. The

registering node is made aware of this time value during the name

registration procedure.” NetBIOS at 382. Similarly, as described
in NetBIOS:

If an end-node holds any names that have finite

time-to-live values, then that node must periodically

send a status report to the NBNS. Each name is

reported using the NAME REFRESH REQUEST

packet. These status reports restart the timers of

both the NBNS and the reporting node. However, the

9/41 US. Patent No. 6,108,704
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with the name found in the status report. Timers on
other names are not affected. Ia’.

A motivation to combine the VocalChat references with NetBIOS

explicitly exists within the VocalChat references. For example,

NetBIOS is one of the network protocols explicitly supported by

VocalChat. See, e.g., Help File, page 2 (“When NetBIOS or IPX

are used, but not with NetWare or Window for Workgroups, or

when TCP/IP is used, a shared CONNLIST.VC file is used by the

different running copies of VocalChat to hold user names and

addresses.” Thus, one of ordinary skill in the art would have been

motivated to combine VocalChat with NetBIOS, because the

VocalChat references explicitly state that NetBIOS may be used as

the underlying network protocol.

4. A method for enabling point-to-point 35 U.S.C. § 103 — VocalChat

communication between a first process

and a second process over a computer

network, the method comprising the steps
of:

As mentioned above, VocalChat discloses that “[u]ser-to-user

access is facilitated automatically through the [Connection List]

file.” Help File, page 17. VocalChat also discloses “the peer-to-

peer nature of Windows for Workgroups, which VocalChat “uses . .

. for user services.“ Ia’. In fact, VocalChat is a voice over computer

network product for use on various networks that “enables
communication between” VocalChat users. Id. at 8. See also User

Guide, page 2 (“Talk with other users over the network, and

broadcast to network users or groups. Access network users with

the Address Book and Quick-Dial buttons.”).

A. receiving and storing into a computer

memory a respective network protocol

address for selected of a plurality of

processes that have an on-line status with

respect to the computer network, each of

the network protocol addresses received

As described in VocalChat Network Information:

When the network used is not NetWare or Windows for

Workgroups, VocalChat maintains a shared USERS file

with the names of logged in users.

foflowing conngction of [ha fgspgctivg Each CIITIC 6. 11861‘ IO6.dS VocalChat ICS Cl'ltI' in 1116
process to the computer network; USERS file is u dated with its [PX/NetBIOS address.

When exiting VocalChat, the address is removed, but

the user name is kept in the file. Thus other users can

add this user’s name as a Quick Dial button even if the

user is not running VocalChat at the moment.

However, in order for VocalChat to work properly, all

users must have access ID the same USERS file, and all

must have read/write access to I/zarfile.l

VocalChat Network Information, ae 10 (underline emhasis

1 VocalChat Network Information, page 10 (underline emphasis added).
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added); see also Troubleshooting Help File, page 28 (“VocalChat

needs the TCP/IP software to recognize your own comptuers host

name and IP address"). Later VocalChat implementations (e. g.,

version 2.02), referred to the USERS file as a “Connection List“

file. See, e.g., Help File, page 2 (“a shared CONNLIST.VC file is

used by the different running copies of VocalChat to hold user

names and addresses. This file is placed in the Post Office

directory.”). Regardless of the file name, the Connection

List/USERS file is stored on a server for access by VocalChat

clients. See. e.g., VocalChat Network Information, page 2 (“Server

Installation is used to install the VocalChat program files on the

network, for use by the different network users”). See also

Readme File, page 2 (“VocalChat creates a central directory on the

network, shared by all users called ‘Post-Office.’ All users must

use the same Post-Office, otherwise they won't be able to

communicate or leave messages to each other. This means that all
users must be attached to one file-server which will be used for the

Post-Office, and all have write permission for the Post-Office

directory”): Help File, page 8 (“the Setup program crates a

Connection List File which is used to identify and access users").

On many networks, including TCP/IP networks, network addresses

are assigned “following connection to the computer network.“ See,

e.g., Dynamic Host Configuration Protocol, RFC 1531 (Oct. 1993)

(“RFC 1531”), Section 2.2 (describing the “dynamic allocation of

network addresses” on TCP/IP networks). Thus, in at least some

instances, a computer system executing VocalChat receives its IP

address following connection to the computer network.

Consequently, dynamic address assignment is inherent in the

VocalChat system. Alternatively, as set forth below, it would have

been obvious to one of ordinary skill in the art to use dynamic

address assignment on a TCP/IP network in combination with
VocalChat.

35 U.S.C. § 103 - VocalChat References in view of RFC 1531

Alternatively, it would have been obvious to one of ordinary skill in

the art to use dynamic address assignment on a TCP/IP network. A
motivation to combine the VocalChat references with RFC 1531

exists because the VocalChat references describe the VocalChat

software operating on a TCP/IP network and RFC 1531 describes a

well known technique for dynamically assigning IP addresses

within a TCP/IP network. One of ordinary skill in the art would
have been motivated to combine VocalChat with RFC 1531 to

realize the benefits associated with dynamic IP address assignment.

For example, one of ordinary skill in the art would have been

motivated to use dynamic IP address assignment because it

eliminates the burdensome task of manually assigning IP addresses
for all networked comuters and allows for “automatic reuse of an

l1;'41 US. Patent No. 6,108,704
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B. receiving a query from the first

process to determine the on-line status of

the second process;
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address that is no longer needed by the host to which it was

assigned.” RFC 1531, page 2 (Section I, Introduction). In fact, it is

a virtual certainty that VocalChat software was executed on

personal computers which had IP addresses dynamically assigned.

In a TCP/IP implementation, the server on which the Connection

List/USERS file was located received queries from VocalChat

clients (first processes) to determine the on-line status of other

VocalChat clients (second processes). As described in the Help
File:

Method of determining users address:
Netware Get Users information from

Netware 2.x/3.x bindery

WinWorkgroups Get users information from

Windows for Workgroups.
Generic User VocalChats tiles for

users information. (See Generic

network, below).

Help File, page 26. With any protocol other than Netware or

Windows for Workgroups (such as TCP/IP or NetBIOS), a

“generic“ method is used where the VocalChat client queries

VocalChat files (the Connection ListfUSERS files) locating users

on the network. As described in greater detail in the Help File:

When NetBIOS or IPX are used, but not with

NetWare or Window for Workgroups, or when

TCP/IP is used, a shared CONNLIST.VC file is used

by the different running copies of VocalChat to hold

user names and addresses. This file is placed in the

Post Office directory. In this case, the user name for

each user, is entered when performing the User

Installation in the Setup program. You should make

sure that this name is not used by any other user on
the network.

Help File, page 2. With NetWare, the VocalChat client queries

existing NetWare Bindery services locating “currently logged-in

users;” with Windows for Workgroups, the VocalChat client

queries the Windows for Workgroups services locating online

users; and with other protocols, such as TCP/IP and NetBIOS, the

VocalChat client queries the shared Connection List file

(CONNLIST.VC). Regardless of protocol, the query determines

whether the second process (the VocalChat client of another user) is

connected to the computer network. For example, “[w]hen the

network used is not NetWare or Windows for Workgroups,

VocalChat maintains a shared USERS file with the names of logged

in users. Each time a user loads VocalChat, its entry in the USERS
tile is udated with its IPX/NetBIOS address. When exiti

12741 US. Patent No. 6,108,704
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C. determining the on-line status of the

second process; and

Prior Art and Relevant Statute

VocalChat, the address is removed, but the user name is kept in the

file.“ VocalChat Network Information, page 10. Thus, a

distinction is made between logged in users and logged out users.

Similarly, as described above, in the NetWare implementation, the

query retrieves a list of “currently logged in users.“

As described above, with TCP/IP, “the network addresses of the

different workstations are required for VocalChat to be able to

access the network users.“ Help File, page 2. Moreover, with

TCP/IP, “a shared CONNLIST.VC file is used by the different

running copies of VocalChat to hold user names and addresses.”

The ability to establish a call merely by identifying a unique user
name demonstrates that the server “transmits” the network

addresses of VocalChat callees from the server’s directory database.

Indeed, the directory database is used to “get . . . the addresses of

specific users.“ Ia/.; see also id., page 22 (“VocalChat will use the

CONNLIST.VC files to get network addresses[.]“).

D. transmitting an indication of the on-

line status of the second process to the

first process over the computer network.

As described above, when TCP/IP is used, “the network addresses

of the different workstations are required for VocalChat to be able

to access the network users.” Help File, page 2. Moreover, when

TCP/IP is used, “a shared CONNLlST.VC file is used by the

different running copies of VocalChat to hold user names and

addresses.” The ability to establish a call merely by identifying a

unique user name demonstrates that the server “transmitte “ the

network addresses of VocalChat callees from the server‘ s directory

database. I11deed, the directory database is used to “get . . . the

addresses of specific users.“ Id.

‘ emet o o c arm I w erein step

further comprises the steps of:

c.l searching the computer memory for

an entry relating the second process; and

C2 retrieving a network protocol address

of the second process in response to a

positive determination of the on-line

status of the second process.

The VocalChat references inherently describe “searching the

computer memory for an entry relating the second process.” For

example, as described above, VocalChat used a server to store

names and network addresses of on-line users and to provide those

network address to VocalChat clients upon request. See, e.g., Help

File, page 22 (VocalChat “will use the CONNLIST.VC files to get

network addresses”); page 8 (“the Setup program creates a

Connection List file which is used to identify and access users“).

Consequently, the server was inherenly capable of “searching the

computer memory for an entry relating to the second process (i.e., a

name and address of a VocalChat client).

6. The method of claim 4 wherein step D

Request for Ex Partes Reexamination
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further comprises the steps of:

d.l transmitting the network protocol

address of the second process to the first

process when the second process is

determined in step C to have a positive

on-line status with respect to the

computer network.
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In a TCP/IP implementation, the server on which the Connection

List/USERS file was located received queries from VocalChat

clients (first processes) to determine the on-line status of other

VocalChat clients (second processes). As described in the Help
File:

Method of determining users address:

Netware Get Users information from Netware 2.x/3.x bindery

WinWorkgroups Get information from Windows fo

Workgroups.

LISCIS

Generic User VocalChats files for users information. (Se

Generic network, below).

Help File, page 26. Thus, when any protocol other than Netware or

Windows for Workgroups was used (such as TCP/IP or NetBIOS),

a “generic” method was used in which the VocalChat client queried

VocalChat files (the Connection ListfUSERS files) to locate users

on the network. As described in greater detail in the Help File:

When NetWare is used, VocalChat uses the

NetWare Bindery services to get the list of sewers,

known users and groups on each server, currently

logged-in users, and the addresses of specific users.

When Windows for Workgroups is used,

VocalChat uses the Window for Workgroups users

services to get the list of workgroups and computers

(there is no need for user addresses here).

When NetBIOS or IPX are used, but not with

NetWare or Window for Workgroups, or when

TCP/IP is used, a shared CONNLlST.VC file is used

by the different running copies of VocalChat to hold

user names and addresses. This file is placed in the

Post Office directory. In this case, the user name for

each user, is entered when performing the User

Installation in the Setup program. You should make

sure that this name is not used by any other user on
the network.

Help File, page 2. Thus, when NetWare was used, the VocalChat

client queried existing NetWare Bindery services to locate

“currently logged-in users;” when Windows for Workgroups was

used, the VocalChat client queried the Windows for Workgroups

services to locate online users; and when other protocols, such as

TCP/IP and NetBIOS were used, the VocalChat client queried the

shared Connection List file (CONNLIST.VC). Re ardless of which

l4;'41 US. Patent No. 6,108,704
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7. Th '

further comprises the steps of:

d.l generating an off-line message when

the second process is determined in step

C to have a negative on-line status with

respect to the computer network; and

d.2 transmitting the off-line message to

the first process.

Prior Art and Relevant Statute

protocol was used, the query determined whether the second

process (the VocalChat clients of other users) was connected to the

computer network. For example, “[w]hen the network used is not

NetWare or Windows for Workgroups, VocalChat maintains a

shared USERS file with the names of logged in users. Each time a

user loads VocalChat, its entry in the USERS file is updated with its

IPX/NetBIOS address. When exiting VocalChat, the address is

removed, but the user name is kept in the file.” VocalChat Network

Information, page 10. Thus, a distinction was made between

logged in users and logged out users. Similarly, as described above,

in the NetWare implementation, the query retrieved a list of

“currently logged in users.”

35 U.S.C. § 103 - V0calCha

First, as described above, “[w]hen the network used is not NetWare

or Windows for Workgroups, VocalChat maintains a shared

USERS file with the names of logged in users. Each time a user

loads VocalChat, its entry in the USERS file is updated with its

IPX/NetBIOS address. When exiting VocalChat, the address is

removed, but the user name is kept in the file.“ VocalChat Network

Information, page 10 (emphasis added). Thus, a distinction was

made between on-line and off-line users. Similarly, as described

above, in the NetWare implementation, the query retrieved a list of

“currently logged in users.” Moreover, various types of off-line

messages were provided to indicate the unavailability of VocalChat

users. See, e. g., Troubleshooting Help File, page 2 (describing that

when a user’s name in the “New Users” dialog box, one of the

causes may be that “[t]he ‘Show only Logged-in‘ check-box is

checked, and the person is not currently logged-in.“).

Consequently, the server inherently transmitted “off-line messages”

 

to the VocalChat clients to distinguish between online and offline
users.

10. In a computer system, a method for

establishing a point-to-point

communication link from a caller process

to a callee process over a computer

network, the caller process having a user

interface and being operatively

connectable to the callee process and a

server over the computer network, the

method comprising the steps of:

Request for Ex Partes Reexamination

Page 284 of 500
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As discussed above, VocalChat clients connect to a server to locate

and establish point-to-point connections with other VocalChat

clients over a network. For example, VocalChat discloses that

“[u]ser-to-user access is facilitated automatically through the

[Connection List] file“ which is stored on a server. Help File, page

17. VocalChat also discloses “the peer-to-peer nature of Windows

for Workgroups, which VocalChat “uses . . . for user services.” Id.

In fact, VocalChat is a voice over computer network product for use
on various networks that “enables communication between”

VocalChat users. Id. at 8. See also User Guide, age 2 (“Talk with

l5;'41 US. Patent No. 6,108,704
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A. providing a user interface element

representing a first communication line;

B. providing a user interface element

representing a first callee process; and

C. establishing a point-to-point
communication link from the caller

process to the first callee process, in

response to a user associating the element

representing the first callee process with

the element representing the first
communication line.
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other users over the network, and broadcast to network users or

groups. Access network users with the Address Book and Quick-

Dial buttons.”).

A VocalChat user makes a point-to-point call to another user by

using the VocalChat “Call” button, which is a user interface

element representing a first communication line. See, e.g., User

Guide, page 14 (“Select Call from the Chat menu, or click on the

tool bar Call button”). In addition, the VocalChat graphical user

interface (GUI) includes a plurality of Quick Dial buttons. See Use

Guide, page l2. Depending on the implementation, either the Call

button or the Quick Dial button comprises an “element representing
a first communication line.”

The VocalChat GUI displayed the names of potential callees in a

dialog box. See, e.g., Help File, page 14 (“just select a user from

the user list, and choose “OK“). Callees are also represented as

Quick Dial buttons. See Help File, pages ll, 20-21 (“Setting a

Quick Dial Button“). Depending on the implementation, either the

callee names listed within the dialog box or the Quick Dial buttons

comprise “a user interface element representing a first callee

process.”

As mentioned above, a VocalChat user makes a point-to-point call

to another user with the Call button or a Quick Dial Button

representing a frequently called callee. See Help File, page [4

(describing use of the Call button) and 20 (describing use of the

Quick Dial buttons). Selecting the Call button opens a dialog box

displaying a list of connected VocalChat users. A caller then clicks
on a user‘s name in the list and then clicks the OK button to

establish a point-to-point communication link. See, e. g., Help File,

page 14. In this example, the graphical representation of the user in

the list is an “element representing the first callee process” and the

OK button is an “element representing a first communication line.”

Alternatively, a user can associate any VocalChat user with a Quick

Dial button by right-clicking on a Quick Dial button, which

presents the user with the VocalChat users list. See Help File, page

20. After the user selects a user name from the list, that user is

associated with the quick dial button. See Help File, page 21

(“From the user list, choose the user name that you want the button

to hold.“). The caller then places a call to the callee by selecting the

Quick Dial button. VocalChat also assigns Quick Dial buttons

automatically (“When you call a user with the Call command, a

l6;'41 US. Patent No. 6,108,704
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11. The method of claim 10 wherein step

C further comprises the steps of:

Prior Art and Relevant Statute

it already.”). In these examples, the graphical representation of the

user in the list is an “element representing the first callee process”

and the quick dial button is an “element representing a first

communication line.” In both cases, the element representing the

callee process is associated with an element representing a
communication line. 
35 U.S.C. § 103 - the VocalChat References

c.1 querying the server as to the on-line

status of the first callee process; and

c.2 receiving a network protocol address

of the first callee process over the

computer network from the server.

As described above, when NetWare was used, the VocalChat client

queried existing NetWare Bindery services to locate “currently

logged-in users;” when Windows for Workgroups was used, the

VocalChat client queried the Windows for Workgroups services to

locate online users; and when other protocols, such as TCP/IP and

NetBIOS were used, the VocalChat client queried the shared

Connection List file (CONNLlST.VC). See, e.g., Help File, page 2.

Regardless of which protocol was used, the query determined the

online status of the callee process (the VocalChat client of a callee).

For example, “[w]hen the network used is not NetWare or

Windows for Workgroups, VocalChat maintains a shared USERS

file with the names of logged in users. Each time a user loads

VocalChat, its entry in the USERS file is updated with its

IPX/NetBIOS address. When exiting VocalChat, the address is

removed, but the user name is kept in the file.“ VocalChat Network

Information, page 10 (emphasis added). Thus, a distinction was

made between logged in users and logged out users. Similarly, as

described above, in the NetWare implementation, the query

retrieved a list of “currently logged in users.”

12. The method of claim 10 further

comprising the step of:

D. providing an element representing a
second communication line.

13. The method of claim 12 further

comprising the steps of:

Request for Ex Partes Reexamination
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35 U.S.C. § 103 — VocalChat in view Pinard

The graphical user interface described in Pinard provides an

element representing a second communication line. For example,

call icons 23 and 29 representing two communication lines are

shown in Figure 6 of Pinard. See Pinard, 5:31-40, Figure 6 (“Now

there are clearly two calls in progress . . .“). 
35 U. .C. § 103 — VocalChat in view Pinard
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E. terminating the point-to-point
communication link from the caller

process to the first callee process, in

response to the user disassociating the

element representing the first callee

process from the element representing the

first communication line; and

communication link from the caller

process to the first callee process, in

response to the user associating the

element representing the first callee

process with the element representing the
second communication line.

14. The method of claim 10 further

comprising the steps of:

Prior Art and Relevant Statute

Figure 6 of Pinard illustrates how the call represented by call icon

23 is terminated by dragging the user icon for “John“ 21 out of the

call icon 23. Similarly, Figure 11 illustrates how a call is

terminated by dragging the user icon to a “waste basket“ icon 26. 
dragged from call icon 23 to call icon 29, thereby terminating the

call represented by call icon 23 and establishing a different link

with the callee process represented by icon 21 (in this case a

conference call with “John,“ “Mary,” and “Debbie”). Moreover,

once a callee is removed from a call by clicking and dragging the

callee’s icon, a new call can always be established with the callee

by dragging the callee’s icon to a call setup icon. See, e.g., Pinard,

Figure 3 (showing a callee icon dragged from a directory to a call

setup icon to establish a call). See also Pinard, 4:22-31.

35 U.S.C. § 103 — V0calChat in view Pinard

D. providing a user interface element

representing a second callee process; and

. esta 18 mg a con erence point-to-

point communication link between the

caller process and the first and second

callee process, in response to the user

associating the element representing the

second callee process with the element

representing the first communication line.

In Figure 6 of Pinard, the user interface element for “John“ 21 is a

“second callee process.” See Pinard, 5:31-44 (“Now to conference

all parties, the user Debbie merely drags the John icon to the call

icon 29.“).

igure

dragged from call icon 23 to call icon 29, thereby creating a

conference call between “John,“ “Mary,” and ”Debbie.“ See

Pinard, 5:31-44 (“Now to conference all parties, the user Debbie

merely drags the John icon to the call icon 29.”).

15. The method of claim 10 further

comprising the step of:

35 U.S.C. § 103 — V0calChat in view Pinard

F. removing the second callee process

from the conference point-to-point

communication link in response to the

user disassociating the element

representing the second callee process

from the element representing the first
communication line.

In Pinard, any callee process can be removed from a conference call

by dragging the element representing the callee process from the

conference call icon. For example, Figure 8 of Pinard shows the

user icon “Debbie" removed from conference call represented by

call icon 32, thereby “breaking Debbie’s line from the conference.”

Pinard, 6:14-15.

Request for Ex Partes Reexamination
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16. The method of claim 10 further 35 U.S.C. § 103 — VocalChat in view Pinard

comprising the steps of:

D. providing a user interface element Examples of a “temporarily disabled status“ provided in the ‘704

representing a communication line patent include “line on hold” and “line on mute.“ See, e.g., ‘704

having a temporarily disabled status; and patent, Claims 17 and 18. Pinard describes a user interface element

representing a communication line having a temporarily disabled

status. For example, Figure 12 illustrates a “hard hold“ icon 39 to

which user icons representing callers/callees 41 may be dragged to

put the callers/callees on hold. See, e.g., Pinard, 6:36-53 (“To place

Mary on hard hold, Debbie drags Mary‘s icon 28 to the hard hold

icon 39.“).

I ller/callee 41 I

communication link between the caller into the hard hold icon 39, the caller/callee is placed on hold. See,

process and the first callee process, in e.g., Pinard, 6:36-53 (“To place Mary on hard hold, Debbie drags

response to the user associating the Mary’s icon 28 to the hard hold icon 39.").

element representing the first callee

process with the element representing the

communication line having a temporarily
disabled status.

17. The method of claim 16 wherein the 35 U.S.C. § 103 — VocalChat in view Pinard

element provided in step D represents a
_ _ _ In Pinard, in response to an icon of a caller/callee 41 being movedcommunication line on hold status.

into the hard hold icon 39, the caller/callee is placed on hold. See,

e.g., Pinard, 6:36-53 (“To place Mary on hard hold, Debbie drags

Mary’s icon 28 to the hard hold icon 39.").

18. The method of claim 17 wherein the 35 U.S.C. § 103 — VocalChat in view of Pinard

element provided in step D represents a. . . The VocalChat User’s Guide describes a “communication line on
communication line on mute status.

mute status." As described in the User’s Guide, “Manual

Activation can also be used like the MUTE option in many phones:

it lets you talk without being heard on the other user‘s system.”

User’s Guide, page 57.

19. The method of claim 10 wherein the 35 U.S.C. § 103 — VocalChat

caller process further comprises a visual

display and the user interface comprises a

graphic user interface.

The VocalChat client included a graphical user interface capable of

being displayed on a “visual display.“ See, e.g., User Guide, page

11 (illustrating the primary VocalChat GUI including a Call button,

a volume slider and a plurality of Quick Dial buttons).
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20. The method of claim 19 wherein the

steps of establishing a point-to-point link

as described in step C is performed in

response to manipulation of the graphic

elements on the graphic user interface.

Prior Art and Relevant Statute

35 U.S.C. § 103 - VocalChat

A VocalChat user could make a point-to-point call to another user

by using the Call button or a Quick Dial Button representing a

frequently called callee. See User Guide, page 14 (“just select a

user from the user list, and choose “O K“). Callees were also

represented as Quick Dial buttons. See Help File, pages ll, 20-21

(“Setting a Quick Dial Button“).

21. A computer program product for use

with a computer system comprising:

a computer usable medium having

program code embodied in the medium

for establishing a point-to-point

communication link from a caller process

to a callee process over a computer

network, the caller process having a user

interface and being operatively

connectable to the callee process and a

server over the computer network, the

medium further comprising:

program code for generating an element

representing a first communication line;

Request for Ex Partes Reexamination
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35 U.S.C. § 103 - VocalChat

The techniques described in VocalChat are implemented in

software, which is a “computer program product.“ In particular,

VocalChat is a software-based telephone executed on personal

computers which connects to a central server to locate other

personal computers on a variety of computer networks, including

TCP/IP, NetBlOS, and IPX networks. See, e.g., VocalChat User’s

Guide, page 5 (illustrating a central server with a “post office” to

enable communication between computers). See also id.. pages 7-8

(describing minimum personal computer requirements as a “386SX

or higher IBM-compatible computer”); Readme, page l (listing the

VocalChat files copied during installation); Help File, page

2(“VocalChat can work with IPX, NetBIOS and TCP/IP network

protocols.”).

As software, VocalChat is inherently stored as program code on a

computer-usable medium. See, e.g., Readme, page 1 (listing the

VocalChat flies copied during installation). See also VocalChat

User’s Guide, page 8 (describing how VocalChat is installed by

inserting “the VocalChat Disk in drive A"). As discussed above,

VocalChat clients connect to a sewer to locate and establish point-

to-point connections with other VocalChat clients over a network.

For example, VocalChat discloses that “[u]ser-to-user access is

facilitated automatically through the [Connection List] file” which

is stored on a sewer. Help File, page 17. VocalChat also discloses

“the peer-to-peer nature of Windows for Workgroups, which

VocalChat "uses . . . for user services.” Id. In fact, VocalChat is a

voice over computer network product for use on various networks
that “enables communication between” VocalChat users. Id. at 8.

See also User Guide, page 2 (“Talk with other users over the

network, and broadcast to network users or groups. Access networ

users with the Address Book and Quick-Dial buttons.”).

20;'41 US. Patent No. 6,108,704
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program code for generating an element

representing a first callee process;

program code, responsive to a user

associating the element representing the

first callee process with the element

representing the first communication line,

for establishing a point-to-point
communication link from the caller

process to the first callee process.

Prior Art and Relevant Statute

A VocalChat user makes a point-to-point call to another user by

using the VocalChat “Call” button. which is a user interface

element representing a first communication line. See, e.g., User

Guide, page 14 (“Select Call from the Chat menu, or click on the

tool bar Call button”). In addition, the VocalChat graphical user

interface (GUI) included a plurality of Quick Dial buttons. See

User Guide, page 12. Depending on the implementation, either the

Call button or the Quick Dial button comprises an “element

representing a first communication line.” 
The VocalChat GUI displayed the names of potential callees in a

dialog box. See, e.g., Help File, page 14 (“just select a user from

the user list, and choose “OK"). Callees were also represented as

Quick Dial buttons. See Help File, pages ll, 20-21 (“Setting a

Quick Dial Button"). Depending on the implementation, either the

callee names listed within the dialog box or the Quick Dial buttons

comprise “a user interface element representing a first callee

process.”

As mentioned above, a VocalChat user makes a point-to-point call

to another user with the Call button or a Quick Dial Button

representing a frequently called callee. See Help File, page 14

(describing use of the Call button) and 20 (describing use of the

Quick Dial buttons). Selecting the Call button opens a dialog box

which displays a list of connected VocalChat users. A caller then
clicks on a user’s name in the list and then clicks the OK button to

establish a point-to-point communication link. See, e. g., Help File,

page 14. In this example, the graphical representation of the user in

the list is an “element representing the first callee process” and the

OK button is an “element representing a first communication line.”

Alternatively, a user can associate any VocalChat user with a Quick

Dial button by right-clicking on a Quick Dial button, which

presents the user with the VocalChat users list. See Help File, page

20. Once the user selects a user name from the list, that user was

associated with the quick dial button. See Help File, page 21

(“From the user list, choose the user name that you want the button

to hold.“). The caller may then place a call to the callee by

selecting the Quick Dial button. VocalChat also assigns Quick Dial

buttons automatically (“When you call a user with the Call

command, a vacant button changes to hold the user’s name if one

does not hold it already.“). In these examples, the graphical

representation of the user in the list is an “element representing the

first callee process” and the quick dial button is an “element

representing a first communication line.” In both cases, the element

representing the callee process is associated with an element

representing a communication line.
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22. The computer program product of

claim 21 wherein the program code for

establishing a point-to-point
communication link further com rises:

program code for querying the server as
to the on-line status of the first callee

process; and

program code for receiving a network

protocol address of the first callee

process over the computer network from
the server.

Request for Ex Partes Reexamination

Page 291 of 500

35 U.S.C. § 103 - VocalChat

As described above, when NetWare was used, the VocalChat client

queried existing NetWare Bindery services to locate “currently

logged-in users;” when Windows for Workgroups was used, the

VocalChat client queried the Windows for Workgroups services to

locate online users; and when other protocols, such as TCP/IP and

NetBlOS were used, the VocalChat client queried the shared

Connection List file (CONNLlST.VC). See, e.g., Help File, page 2.

Regardless of which protocol was used, the query determined the

online status of the callee process (the VocalChat client of a callee).

For ex ample, “[w]hen the network used is not NetWare or

Windows for Workgroups, VocalChat maintains a shared USERS

file with the names of logged in users. Each time a user loads

VocalChat, its entry in the USERS file is updated with its

IPX/NetBIOS address. When exiting VocalChat, the address is

removed, but the user name is kept in the file.” VocalChat Network

Information, page 10 (emphasis added). Thus, a distinction was

made between logged in users and logged out users. Similarly, as

described above, in the NetWare implementation, the query

retrieved a list of “currently logged in users.”

As described in the Help File:

Method of determining users address:

Netware Get Users information from Netware 2.x/3.x bindery

WinWorkgroups Get information from Windows fo

Workgroups .

LISCIS

Generic User VocalChats files for users information. (Se

Generic network, below).

Help File, page 26. Thus, when any protocol other than Netware or

Windows for Workgroups was used (such as TCP/IP or NetBIOS),

a “generic” method was used in which the VocalChat client queried

VocalChat files (the Connection List/USERS files) to locate users

on the network. As described in greater detail in the Help File:

When NetWare is used, VocalChat uses the

NetWare Bindery services to get the list of sewers,

known users and groups on each server, currently

logged-in users, and the addresses of specific users.

When Windows for Workgroups is used,

VocalChat uses the Window for Workgroups users
services to et the list of workrou s and comuters

22741 US. Patent No. 6,108,704
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(there is no need for user addresses here).

When NetBIOS or IPX are used, but not with

NetWare or Window for Workgroups, or when

TCP/IP is used, a shared CONNLlST.VC file is used

by the different running copies of VocalChat to hold

user names and addresses. This file is placed in the

Post Office directory. In this case, the user name for

each user, is entered when performing the User

Installation in the Setup program. You should make

sure that this name is not used by any other user on
the network.

Help File, page 2. Thus, when NetWare was used, the VocalChat

client queried existing NetWare Bindery services to locate

“currently logged-in users;” when Windows for Workgroups was

used, the VocalChat client queried the Windows for Workgroups

services to locate online users; and when other protocols, such as

TCP/IP and NetBIOS were used, the VocalChat client queried the

shared Connection List file (CONNLIST.VC). Regardless of which

protocol was used, the query determined whether the second

process (the VocalChat clients of other users) was connected to the

computer network. For example, “[w]hen the network used is not

NetWare or Windows for Workgroups, VocalChat maintains a

shared USERS file with the names of logged in users. Each time a

user loads VocalChat, its entry in the USERS file is updated with its

IPX/NetBIOS address. When exiting VocalChat, the address is

removed, but the user name is kept in the file.” VocalChat Network

Information, page 10. Thus, a distinction was made between

logged in users and logged out users. Similarly, as described above,

in the NetWare implementation, the query retrieved a list of

“currently logged in users.”

23. A computer program product of claim

21 further comprising:

program code for generating an element

representing a second communication
line.

35 U.S.C. § 103 — VocalChat in view Pinard

The graphical user interface (GUI) in Pinard clearly shows an

element representing a second communication line. See, e.g.,

Pinard, Figure 6 (illustrating a first call icon (23) representing a first

communication line and a second call icon (29) representing a

second communication line.)

24. The computer program product of

claim 23 further comprising:

35 U.S.C. § 103 — VocalChat in view Pinard

program code, responsive to the user

disassociatin ; the element re resentin 3
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the first callee process from the element call icon 23. Similarly, Figure ll illustrates how a call is

representing the first communication line, terminated by dragging the user icon to a “waste basket“ icon 26.

for terminating the point-to-point
communication link from the caller

process to the first callee process; and

program code responsive to the user In Figure 6, the callee process icon for “John” 21 is dragged from

associating the element representing the call icon 23 to call icon 29, thereby terminating the call represented

first callee process with the element by call icon 23 and establishing a different link with the callee

presenting the second communication process represented by icon 2l (in this case a conference call with

line, for establishing a different point-to- “John,“ “Mary,” and “Debbie“). Moreover, once a callee is

point communication link from the caller removed from a call by clicking and dragging the callee’s icon, a

process to the first callee process. new call can always be established with the callee by dragging the

callee‘s icon to a call setup icon. See, e.g., Pinard, Figure 3

(showing a callee icon dragged from a directory to a call setup icon

to establish a call). See also Pinard, 4:22-3l.

b, I II II‘ llll I

claim 2l further comprising:

program code for generating an element In Figure 6 of Pinard, the user interface element for “John“ 21 is

representing a second callee process; and “an element representing a second callee process.”

_.

user associating the element representing dragged from call icon 23 to call icon 29, thereby creating a

the second callee process with the conference call between “Iohn," “Mary,” and “Debbie.” See

element representing the first Pinard, 5:31-44 (“Now to conference all parties, the user Debbie

communication line, for establishing a merely drags the John icon to the call icon 29.”)
conference communication link between

the caller process and the first and second

callee process.

 
26. The computer program product of 35 U. .C. § 103 — V0calChat in view Pinard

claim 25 further comprising:

program code, responsive to the user In Pinard, any callee process can be removed from a conference call

disassociating the element representing by dragging the element representing the callee process from the

the second callee process from the conference call icon. For example, Figure 8 of Pinard shows the

element representing the first user icon “Debbie” removed from conference call represented by

communication line, for removing the call icon 32. thereby “breaking Debbie‘s line from the conference.”

second callee process from the Pinard, 6: 14-15.
conference communication link. 
Request for Ex Partes Reexamination 24741 US. Patent No. 6,108,704
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27. The computer program product of 35 U.S.C. § 103 — VocalChat in view Pinard

claim 21 further comprising:

program code for generating an element Examples of a “temporarily disabled status“ provided in the ‘704

representing a communication line patent include “line on hold” and “line on mute.” See, e.g., ‘704

having a temporarily disabled status; and patent, Claims 17 and 18. Pinard describes a user interface element

representing a communication line having a temporarily disabled

status. For example, Figure 12 illustrates a “hard hold“ icon 39 to

which user icons representing callers/callees 41 may be dragged to

put the callers/callees on hold. See, e.g., Pinard, 6:36-53 (“To place

Mary on hard hold, Debbie drags Mary‘s icon 28 to the hard hold

icon 39.“).

the element representing the first callee into the hard hold icon 39, the caller/callee is placed on hold. See,

process with the element representing the e.g., Pinard, 6:36-53 (“To place Mary on hard hold, Debbie drags

communication line having a temporarily Mary’s icon 28 to the hard hold icon 39.").

disabled status, for temporarily disabling

the point-to-point communication link

between the caller process and the first

callee process.

28. The computer program product of 35 U. .C. § 103 — VocalChat in view Pinard
claim 27 wherein the communication line

. . . In Pinard, in response to an icon of a caller/callee 41 being moved
having a temporarily disabled status

_ _ _ _ into the hard hold icon 39, the caller/callee is placed on hold. See,

°°mP“S‘°'S “ °°“‘”‘“‘“°“”°“ '“““ 0“ h°'d e g Pinard 6-36-53 (“To place Mary on hard hold Debbie drags
Status‘ Mary’s icon 28 to the hard hold icon 39.").

29. The computer program product of 35 U.S.C. § 103 - VocalChat in view Pinard
claim 27 wherein the communication line

having a temporarily disabled status

comprises a communication line on mute
status.

The VocalChat User’s Guide describes a “communication line on

mute status” as recited in Claim 29. As described in the VocalChat

User‘s Guide, “Manual Activation can also be used like the MUTE

option in many phones: it lets you talk without being heard on the

other user’s system.” User’s Guide, page 57.

30. ‘ computer program pro

21 wherein the computer system further

comprises a visual display and the user

interface comprises a graphic user
interface.

The VocalChat client included a graphical user interface capable of

being displayed on a “visual display.“ See, e.g., User Guide, page

[1 (illustrating the primary VocalChat GUI including a Call button,

a volume slider and a plurality of Quick Dial buttons).
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31. The computer program product of 35 U.S.C. § 103 - VocalChat

claim 30 wherein the element The elements in VocalChat were graphic elements. See, e.g.,
representing the first Communication line User’s Guide page ll 14 20-21 (illustrating various features of
and the element representing the first the Vocalchgt GED ’ ’
callee process are graphic elements and

wherein the program code for

establishing a point-to-point
communication link from the caller

process to the first callee process further

comprises:

program code, responsive to A VocalChat user could make a point-to-point call to another user

manipulation of the graphic elements on by using the Call button or a Quick Dial Button representing a

the graphic user interface, for frequently called callee. See User Guide, page 14 (“just select a

establishing the point-to-point user from the user list, and choose “OK"). Callees were also

communication link from the caller represented as Quick Dial buttons. See User’s Guide, pages 11, 20-

process to the first callee process. 21 (“Setting a Quick Dial Button“).

32. A C. § 103 — VocalCh

computer network comprising the steps
of:

a. maintaining an Internet accessible list In the initial VocalChat implementations (versions 1.x) each

having a plurality of selected entries, VocalChat client transmits its name and network protocol address

each entry comprising an identifier and a to a USERS file stored on a server. As described in VocalChat

corresponding Internet protocol address Network Information:

of a process currently connected to the

Internet, the Internet Protocol address When the network used is not NetWare or Windows

added to the list following connection of for Workgroups, VocalChat maintains a shared

the process to the computer network; and USERS file with the names of logged in users.

Each time a user loads VocalChat, its entry in the

USERS file is updated with its [PX/NetBIOS

address. When exiting VocalChat, the address is

removed, but the user name is kept in the tile. Thus

other users can add this user’s name as a Quick Dial

button even if the user is not running VocalChat at

the moment. However, in order for VocalChat to

work properly, all users must have access to the

same USERS file, and all must have read/write

access to thatfile.

VocalChat Network Information, page 10 (underline emphasis

added); Troubleshooting Help File, page 28 (“VocalChat needs the
TCP/IP software to reco nize our own comtuers host name and
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IP address.”). Later VocalChat implementations (e.g., version

2.02), refer to the USERS file as a “Connection List” file. See, e.g.,

Help File, page 2 (“a shared CONNLlST.VC file is used by the

different running copies of VocalChat to hold user names and

addresses. This file is placed in the Post Office directory.”).

Regardless of the file name, the Connection List/USERS file is

stored on a server for access by VocalChat clients. See, e.g.,

VocalChat Network Information, page 2 (“Server Installation is

used to install the VocalChat program files on the network, for use

by the different network users.”). See also Readme File, page 2

(“VocalChat creates a central directory on the network, shared by
all users called ‘Post-Office.’ All users must use the same Post-

Office, otherwise they won‘t be able to communicate or leave

messages to each other. This means that all users must be attached

to one file-server which will be used for the Post-Office, and all

have write permission for the Post-Office directory.“); Help File,

page 8 (“the Setup program crates a Connection List File which is

used to identify and access users“).

While VocalChat does not explicitly describe a server with stored

names and addresses is accessible over “the Internet,” it describes

the use of TCP/IP, which is the protocol used on the Internet. Thus,

VocalChat inherently describes that the list of users and network

addresses is accessible over the Internet. Moreover, the Internet is a

type of Wide Area Network (WAN) and VocalChat describes a

WAN implementation. For example, the Help File describes that

“[o]ver a WAN . . . it is advisable to create local copy of the

executables and DLLs, and reference only the Post Office over the

low-speed [WAN] connection.“ Help File, page 4.

On many networks, including TCP/IP networks, network addresses

are assigned “following connection to the computer network.“ See,

e.g., Dynamic Host Configuration Protocol, RFC 1531 (Oct. 1993)

(“RFC 1531”), Section 2.2 (describing the “dynamic allocation of

network addresses” on TCP/IP networks). Thus, in at least some

instances, a computer system executing VocalChat receives its IP

address following connection to the computer network.

Consequently, dynamic address assignment is inherent in the

VocalChat system. Alternatively, as set forth below, it would have

been obvious to one of ordinary skill in the art to use dynamic

address assignment on a TCP/IP network.

35 U.S.C. § 103 - VocalChat References in view of RFC 1531

Alternatively, it would have been obvious to one of ordinary skill in

the art to use dynamic address assignment on a TCP/IP network. A
motivation to combine the VocalChat references with RFC 1531

exists because the VocalChat references describe the VocalChat

software operating on a TCP/IP network and RFC 1531 describes a
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b. i entification of one of

the list entries by a requesting process,

providing one of the identifier and the

corresponding Internet protocol address

of the identified entry to the requesting

process.

33. A method for locating processes

having dynamically assigned network

protocol addresses over a computer

network, the method comprising the steps
of:

Request for Ex Partes Reexamination
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well known technique for dynamically assigning IP addresses

within a TCP/IP network. One of ordinary skill in the art would
have been motivated to combine VocalChat with RFC 1531 to

realize the benefits associated with dynamic IP address assignment.

For example, one of ordinary skill in the art would have been

motivated to use dynamic IP address assignment because it

eliminates the burdensome task of manually assigning IP addresses

for all networked computers and allows for “automatic reuse of an

address that is no longer needed by the host to which it was

assigned.” RFC 1531, page 2 (Section I, Introduction). In fact, it is

a virtual certainty that VocalChat software was executed on

personal computers which had IP addresses dynamically assigned.

VocalChat caller sends the directory se

query identifying a particular callee. See, e.g., Help File, page 22

(VocalChat “will use the CONNLIST.VC files to get network

addresses”); page 8 (“the Setup program creates a Connection List

file which is used to identify and access users“). Consequently, the

server identifies an entry in the directory corresponding to the

identified callee (the Connection List tile in a TCP/IP

implementation), and, if the callee is connected, provides the

corresponding IP address associated with that callee in the directory
to the caller.

35 U.S.C. § 103 - VocalChat

As described above, VocalChat clients rely on a central server to
locate the network addresses of other VocalChat clients. As

described in VocalChat Network Information:

When the network used is not NetWare or Windows

for Workgroups, VocalChat maintains a shared

USERS file with the names of logged in users.

Each time a user loads VocalChat, its entry in the

USERS file is updated with its IPX/NetBIOS

address. When exiting VocalChat, the address is

removed, but the user name is kept in the file. Thus

other users can add this user’s name as a Quick Dial

button even if the user is not running VocalChat at

the moment. However, in order for VocalChat to

work properly, all users must have access to the

same USERS file, and all must have read/write

access to thatfile.

VocalChat Network Information, page 10 (underline emphasis
I-leladded); Troubleshootin File, age 28 (“VocalChat needs the

28;'41 US. Patent No. 6,108,704
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TCP/IP software to recognize your own comptuers host name and

IP address"). Later VocalChat implementations (e. g., version

2.02), referred to the USERS file as a “Connection List” file. See,

e.g., Help File, page 2 (“a shared CONNLIST.VC tile is used by the

different running copies of VocalChat to hold user names and

addresses. This file is placed in the Post Office directoryf’).

Regardless of the file name, the Connection List/USERS file is

stored on a server for access by VocalChat clients. See, e.g..

VocalChat Network Information, page 2 (“Server Installation is

used to install the VocalChat program files on the network, for use

by the different network users”). See also Readme File, page 2

(“VocalChat creates a central directory on the network, shared by
all users called ‘Post-Office.’ All users must use the same Post-

Office, otherwise they won't be able to communicate or leave

messages to each other. This means that all users must be attached

to one file-server which will be used for the Post-Office, and all

have write permission for the Post-Office directory.“); Help File,

page 8 (“the Setup program crates a Connection List File which is

used to identify and access users“).

On many networks, including TCP/IP networks, network addresses

are assigned dynamically “following connection to the computer

network.” See, e.g., Dynamic Host Configuration Protocol, RFC

1531 (Oct. 1993) (“RFC 1531“), Section 2.2 (describing the

“dynamic allocation of network addresses” on TCP/IP networks).

Thus, in at least some instances, a computer system executing

VocalChat receives its IP address following connection to the

computer network. Consequently, dynamic address assignment is

inherent in the VocalChat system. Altematively, as set forth below,

it would have been obvious to one of ordinary skill in the art to use

dynamic address assignment on a TCP/IP network.

35 U.S.C. § 103 — VocalChat References in view of RFC 1531

Alternatively, it would have been obvious to one of ordinary skill in

the art to use dynamic address assignment on a TCP/IP network. A
motivation to combine the VocalChat references with RFC 1531

exists because the VocalChat references describe the VocalChat

software operating on a TCP/IP network and RFC 1531 describes a

well known technique for dynamically assigning IP addresses

within a TCP/IP network. One of ordinary skill in the art would
have been motivated to combine VocalChat with RFC 1531 to

realize the benefits associated with dynamic IP address assignment.

For example, one of ordinary skill in the art would have been

motivated to use dynamic IP address assignment because it

eliminates the burdensome task of manually assigning IP addresses

for all networked computers and allows for “automatic reuse of an
address that is no loner needed b the host to which it was

29741 US. Patent No. 6,108,704
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a. maintaining, in a computer memory, a

network accessible compilation of

entries, selected of the entries comprising

a network protocol address and a

corresponding identifier of a process

connected to the computer network, the

network protocol address of the

corresponding process assigned to the

process upon connection to the computer

network; and
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assigned.” RFC 1531, page 2 (Section 1, Introduction). In fact, it is

a virtual certainty that VocalChat software was executed on

personal computers which had IP addresses dynamically assigned.

The server on which the Connection List/USERS file is maintained

inherently includes a computer memory. Moreover, the server

stores a network accessible compilation of entries including a

network protocol address and a name (corresponding identifier) of a

process connected to the computer network. As described in
VocalChat Network Information:

When the network used is not NetWare or Windows

for Workgroups, VocalChat maintains a shared

USE-RS file with the names of log ged in users.

Each time a user loads VocalChat, its entry in the

USERS file is updated with its IPX/NetBIOS

address. When exiting VocalChat, the address is

removed, but the user name is kept in the file. Thus

other users can add this user’s name as a Quick Dial

button even if the user is not running VocalChat at

the moment. However, in order for VocalChat to

work properly, all users must have access to the

same USERS file, and all must have read/write

access to Ilzalfile.

VocalChat Network Information, page 10 (underline emphasis

added); Troubleshooting Help File, page 28 (“VocalChat needs the

TCP/IP software to recognize your own comptuers host name and

IP address"). Later VocalChat implementations (e.g., version

2.02), referred to the USERS file as a “Connection List” file. See,

e.g., Help File, page 2 (“a shared CONNLIST.VC file is used by the

different running copies of VocalChat to hold user names and

addresses. This file is placed in the Post Office directory”).

Regardless of the file name, the Connection List/USERS file is

stored on a server for access by VocalChat clients. See, e.g.,

VocalChat Network Information, page 2 (“Server Installation is

used to install the VocalChat program files on the network, for use

by the different network users.”). See also Readme File, page 2

(“VocalChat creates a central directory on the network, shared by
all users called ‘Post-Office.’ All users must use the same Post-

Office, otherwise they won‘t be able to communicate or leave

messages to each other. This means that all users must be attached

to one file-server which will be used for the Post-Office, and all

have write permission for the Post-Office directory.“); Help File,

page 8 (“the Setup program crates a Connection List File which is

used to identify and access users“).

30;'41 US. Patent No. 6,108,704
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b. in response to identification of one of As discussed above, a VocalChat caller sends the directory server a

the entries by a requesting process query identifying a particular callee. See, e.g., Help File, page 22

providing one of the identifier and the (VocalChat “will use the CONNLIST.VC files to get network

network protocol address to the addresses”); page 8 (“the Setup program creates a Connection List

requesting process. file which is used to identify and access users”). Consequently, the

server identifies an entry in the directory corresponding to the

identified callee (the Connection List file in a TCP/IP

implementation), and, if the callee is connected, provides the

corresponding IP address that is associated with that callee in the

directory to the caller.

34.

c. modifying the compilation of entries. The compilation of entries stored on the server (e.g., in the

Connection List/USERS file) was modified as new users installed

VocalChat software and as existing users logged in and logged off.

For example, “[w]hen the network used is not NetWare or

Windows for Workgroups, VocalChat maintains a shared USERS

file with the names of logged in users. Each time a user loads

VocalChat, its entry in the USERS file is updated with its

IPX/NetBIOS address. When exiting VocalChat, the address is

removed, but the user name is kept in the file.“ VocalChat Network

Information, page 10 (emphasis added). Later VocalChat

implementations (e. g., version 2.02), referred to the USERS file as

a “Connection List“ file, which was modified in the same manner as

the USERS file. See, e.g., Help File, page 2 (“a shared

CONNLIST.VC file is used by the different running copies of

VocalChat to hold user names and addresses. This file is placed in

the Post Office directory“).

 

35. The method of claim 34 wherein step 35 U.S.C. § 103 - VocalChat

c further comprises:

c.1 adding an entry to the compilation An entry is added to the compilation of entries within the

upon the occurrence of a predetermined Connection List/USERS file when a user first sets up VocalChat or

event. when the user logs in to VocalChat. See. e.g., VocalChat Network

Information, page 10 (“Each time a user loads VocalChat, its entry

in the USERS file is updated with its IPX/NetBIOS address”); Help

File, page 2 (“a shared CONNLIST.VC file is used by the different

running copies of VocalChat to hold user names and addresses . . .

the user name for each user, is entered when performing the User

Installation in the Setup program”); page 4 (user installation “is

used to . . . add the user to the Address Book”); Page 10 (user name

“will be used by VocalChat to identify you and will appear in the

VocalChat Address Book and in the Connection List file“).
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36. The method of claim 35 wherein the

predetermined event comprises

notification by a user process of an

assigned network protocol address.

37. The method of claim 34 wherein step

c further comprises:

c.1 deleting an entry from the

compilation upon the occurrence of a

predetermined event.

with a computer system having a memory

and being operatively connectable over a

computer network to one or more

computer processes, the computer

program product comprising a computer

usable medium having program code

embodied in the medium the program

code comprising:

Request for Ex Partes Reexamination
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35 U.S.C. § 103 - VocalChat

When a user logs in, or when a computer with VocalChat is turned
on, the network address of the VocalChat client is sent to the

Connection List/USERS file. For example, as described in

VocalChat Network Information, “[w]hen the network used is not

NetWare or Windows for Workgroups, VocalChat maintains a

shared USERS file with the names of logged in users. Each time a

user loads VocalChat, its entry in the USERS file is updated with its

IPX/NetBIOS address.“ VocalChat Network Information, page 10.

35 U.S.C. § 103 — VocalChat

 
VocalChat inherently discloses this limitation. Any database

containing entries, such as the one used on the server containing the

Connection List/USERS file, is inherently capable of deleting

entries upon request from an end user and/or a network

administrator. Moreover, when a user logged off the system, the
user’s network address was deleted from the list of “on-line" users.

See, e.g., VocalChat Network Information, page 10 (“VocalChat

maintains a shared USERS file with the names of logged in users.

Each time a user loads VocalChat, its entry in the USERS file is

updated with its IPX/NetBIOS address. When exiting VocalChat

the address is removed, but the user name is kept in the file.‘‘)

(emphasis added).

 
VocalChat is a software-based telephone executed on personal

computers which connects to a central sewer to locate other

personal computers on a variety of computer networks, including

TCP/IP, NetBIOS, and IPX networks. See, e.g., VocalChat User’s

Guide, page 5 (illustrating a central server with a “post office” to

enable communication between computers). See also id.. pages 7-8

(describing minimum personal computer requirements as a “386SX

or higher IB M-compatible computer”); Help File, page 2

(“VocalChat can work with IPX, NetBIOS and TCP/IP network

protocols”). As software, VocalChat is inherently stored as

program code on a computer-usable medium. See, e.g., Readme,

page 1 (listing the VocalChat files copied during installation). See

also VocalChat User’s Guide, page 8 (describing how VocalChat is

installed by inserting “the VocalChat Disk in drive A“).
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a. program code configured to maintain,

in the computer memory, a network

accessible compilation of entries, selected

of the entries comprising a network

protocol address and a corresponding

identifier of a process connected to the

computer network, the network protocol

address of the corresponding process

assigned to the process upon connection

to the computer network; and
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The server on which the Connection List/USERS file is maintained

inherently includes a computer memory. Moreover, the server

stores a network accessible compilation of entries including a

network protocol address and a name (correspondingidentifier) of a

process connected to the computer network. As described in
VocalChat Network Information:

When the network used is not NetWare or Windows

for Workgroups, VocalChat maintains a shared

USERS file with the names of logged in users.

Each time a user loads VocalChat, its entry in the

USERS file is updated with its [PX/NetBIOS

address. When exiting VocalChat, the address is

removed, but the user name is kept in the file. Thus

other users can add this user’s name as a Quick Dial

button even if the user is not running VocalChat at

the moment. However, in order for VocalChat to

work properly, all users must have access to the

same USERS file, and all must have read/write

access to thatfile.

VocalChat Network Information, page 10 (underline emphasis

added); Troubleshooting Help File, page 28 (“VocalChat needs the

TCP/IP software to recognize your own comptuers host name and

IP address"). Later VocalChat implementations (e.g., version

2.02), refers to the USERS file as a “Connection List” file. See,

e.g., Help File, page 2 (“a shared CONNLIST.VC file is used by the

different running copies of VocalChat to hold user names and

addresses. This file is placed in the Post Office directory.”).

Regardless of the file name, the Connection List/USERS file is

stored on a server for access by VocalChat clients. See, e. g..

VocalChat Network Information, page 2 (“Server Installation is

used to install the VocalChat program files on the network, for use

by the different network users.”). See also Readme File, page 2

(“VocalChat creates a central directory on the network, shared by
all users called ‘Post-Office.’ All users must use the same Post-

Office, otherwise they won't be able to communicate or leave

messages to each other. This means that all users must be attached

to one file-server which will be used for the Post-Office, and all

have write permission for the Post-Office directory.“); Help File,

page 8 (“the Setup program crates a Connection List File which is

used to identify and access users”).

On many networks, including TCP/IP networks, network addresses

are assigned dynamically “following connection to the computer

network.” See, e. g., Dynamic Host Configuration Protocol, RFC

1531 (Oct. 1993) (“RFC 1531”), Section 2.2 (describing the
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Thus, in at least some instances, a computer system executing

VocalChat receives its IP address following connection to the

computer network. Consequently, dynamic address assignment is

inherent in the VocalChat system. Altematively, as set forth below,

it would have been obvious to one of ordinary skill in the art to use

dynamic address assignment on a TCP/IP network.

35 U.S.C. § 103 — VocalChat References in view of RFC 1531

Alternatively, it would have been obvious to one of ordinary skill in

the art to use dynamic address assignment on a TCP/IP network. A
motivation to combine the VocalChat references with RFC 1531

exists because the VocalChat references describe the VocalChat

software operating on a TCP/IP network and RFC 1531 describes a

well known technique for dynamically assigning IP addresses

within a TCP/IP network. One of ordinary skill in the art would
have been motivated to combine VocalChat with RFC 1531 to

realize the benefits associated with dynamic IP address assignment.

For example, one of ordinary skill in the art would have been

motivated to use dynamic IP address assignment because it

eliminates the burdensome task of manually assigning IP addresses

for all networked computers and allows for “automatic reuse of an

address that is no longer needed by the host to which it was

assigned.” RFC 1531, page 2 (Section 1, Introduction). In fact, it is

a virtual certainty that VocalChat software was executed on

personal computers which had IP addresses dynamically assigned.

b. program code responsive to

identification of one of the entries by a

requesting process and configured to

provide one of the identifier and the

network protocol address to the

requesting process.

As discussed above, a VocalChat caller sends the directory server a

query identifying a particular callee. See, e.g., Help File, page 22

(VocalChat “will use the CONNLIST.VC files to get network

addresses“); page 8 (“the Setup program creates a Connection List

file which is used to identify and access users”). Consequently, the

server identifies an entry in the directory corresponding to the

identified callee (the Connection List file in a TCP/IP

implementation), and, if the callee is connected, provides the

corresponding IP address that is associated with that callee in the

directory to the caller.

39. The computer program product of

claim 38 further comprising:

c. program code configured to modify the

compilation of entries.
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35 U.S.C. § 103 — VocalChat

The compilation of entries stored on the server (e. g., in the

Connection List/USERS file) was modified as new users installed

VocalChat software and as existing users lo wed in and low ed off.
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For example, “[w]hen the network used is not NetWare or

Windows for Workgroups, VocalChat maintains a shared USERS

file with the names of logged in users. Each time a user loads

VocalChat, its entry in the USERS file is updated with its

IPX/NetBIOS address. When exiting VocalChat, the address is

removed, but the user name is kept in the file.“ VocalChat Network

Information, page 10 (emphasis added). Later VocalChat

implementations (e. g., version 2.02), referred to the USERS tile as

a “Connection List“ file, which was modified in the same manner as

the USERS file. See, e.g., Help File, page 2 (“a shared

CONNLIST.VC file is used by the different running copies of

VocalChat to hold user names and addresses. This file is placed in

the Post Office directory.”).

40. The computer program product of 35 U.S.C. § 103 — VocalChat

claim 39 wherein program code

configured to modify comprises:

c.l program code configured to add an An entry is added to the compilation of entries within the

entry to the compilation upon the Connection List/USERS file when a user first sets up VocalChat or

occurrence of a predetermined event. when the user logs on to VocalChat. See, e.g., VocalChat Network

Information, page 10 (“Each time a user loads VocalChat, its entry

in the USERS file is updated with its IPX/NetBIOS address"); Help

File, page 2 (“a shared CONNLIST.VC file is used by the different

running copies of VocalChat to hold user names and addresses . . .

the user name for each user, is entered when performing the User

Installation in the Setup program”); page 4 (user installation “is

used to . . . add the user to the Address Book”); Page 10 (user name

“will be used by VocalChat to identify you and will appear in the

VocalChat Address Book and in the Connection List file“).

41. The computer program product of 35 U.S.C. § 103 - VocalChat

claim 40 wherein the predetermined

event comprises notification by a process

of an assigned network protocol address.

When a user logs in, or when a computer with VocalChat is turned
on, the network address of the VocalChat client is sent to the

Connection List/USERS file. For example, as described in

VocalChat Network Information, “[w]hen the network used is not

NetWare or Windows for Workgroups, VocalChat maintains a

shared USERS file with the names of logged in users. Each time a

user loads VocalChat, its entry in the USERS file is updated with its

IPX/NetBIOS address.“ VocalChat Network Information, page 10.

42. The computer program product of 35 U.S.C. § 103 - VocalChat

claim 38 wherein step c further

comprises:

c.1 ro am code confiured to delete an VocalChat inherentl discloses this limitation. An databas
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entry from the compilation upon the

occurrence of a predetermined event.

43. A computer program product for use

with a computer system, the computer

system executing a first process

operatively coupled over a computer

network to a second process and a server

process, the computer program product

comprising a computer usable medium

having computer readable program code

embodied therein, the program code

comprising:

a. program code configured to access a

directory database, the database having a

network protocol address for a selected

plurality of processes having on-line

status with respect to the computer

network, the network protocol address of

each respective process forwarded to the

database following connection to the

computer network; and

Prior Art and Relevant Statute

containing entries, such as the one used on the server containing the

Connection List/USERS file, is inherently capable of deleting

entries upon request from an end user and/or a network

administrator. Moreover, when a user logged off the system, the
user’s network address was deleted from the list of “on-line” users.

See, e.g., VocalChat Network Information, page 10 (“VocalChat

maintains a shared USERS file with the names of logged in users.

Each time a user loads VocalChat, its entry in the USERS file is

updated with its IPX/NetBIOS address. When exiting VocalChat,

the address is removed, but the user name is kept in the file.“)

(emphasis added).

35 U.S.C. § 103 - VocalChat

VocalChat is a software-based telephone executed on personal

computers which connected to a central server to locate other

personal computers on a variety of computer networks, including

TCP/IP, NetBIOS, and IPX networks. See, e.g., VocalChat User’s

Guide, page 5 (illustrating a central server with a “post office” to

enable communication between computers). See also id., pages 7-8

(describing minimum personal computer requirements as a “386SX

or higher IB M-compatible computer”); Help File, page 2

(“VocalChat can work with IPX, NetBIOS and TCP/IP network

protocols.”). As software, VocalChat is inherently stored as

program code on a computer-usable medium. See, e.g., Readme,

page 1 (listing the VocalChat files copied during installation). See

also VocalChat User’s Guide, page 8 (describing how VocalChat is

installed by inserting “the VocalChat Disk in drive A“).

 

 
In a TCP/IP implementation, the server on which the Connection

List/USERS file is located transmits the network protocol address

of a second VocalChat client (second process) to a first VocalChat

client (first process) upon request. As described in the Help File:

Method of determining users address:
Netware Get Users information from

Netware 2.x/3.x bindery

WinWorkgroups Get users information from

Windows for Workgroups.
Generic User VocalChats files for

users information. (See Generic

network, below).

Help File, page 26. With any protocol other than Netware or

Windows for Workgroups (such as TCP/IP or NetBIOS), a

“generic” method is used where the VocalChat client queries

VocalChat files (the Connection List/USERS files) locating users

on the network. As described in greater detail in the Help File:
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When NetBIOS or IPX are used, but not with

NetWare or Window for Workgroups, or when

TCP/IP is used, a shared CONNLIST.VC file is used

by the different running copies of VocalChat to hold

user names and addresses. This file is placed in the

Post Office directory. In this case, the user name for

each user, is entered when performing the User

Installation in the Setup program. You should make

sure that this name is not used by any other user on
the network.

Help File, page 2.

Thus, With NetWare, the VocalChat client queries existing

NetWare Bindery services locating “currently logged-in users;“

with Windows for Workgroups. the VocalChat client queries the

Windows for Workgroups services locating online users; and with

other protocols, such as TCP/IP and NetBIOS, the VocalChat client

queries the shared Connection List file (CONNLIST.VC).

Regardless of protocol, the query determines whether the second

process (the VocalChat client of another user) is connected to the

computer network. For example, “[w]hen the network used is not

NetWare or Windows for Workgroups, VocalChat maintains a

shared USERS file with the names of logged in users. Each time a

user loads VocalChat, its entry in the USERS file is updated with its

IPX/NetBIOS address. When exiting VocalChat, the address is

removed, but the user name is kept in the file.“ VocalChat Network

Information, page 10 (emphasis added). Thus, a distinction is made

between logged in users and logged out users. Similarly, as

described above, in the NetWare implementation, the query

retrieves a list of “currently logged in users.“

35 U.S.C. § 103 — VocalChat References in view of RFC 1531

Alternatively, it would have been obvious to one of ordinary skill in

the art to use dynamic address assignment on a TCP/IP network. A
motivation to combine the VocalChat references with RFC I531

exists because the VocalChat references describe the VocalChat

software operating on a TCP/IP network and RFC 1531 describes a

well known technique for dynamically assigning IP addresses

within a TCP/IP network. One of ordinary skill in the art would
have been motivated to combine VocalChat with RFC I531 to

realize the benefits associated with dynamic IP address assignment.

For example, one of ordinary skill in the art would have been

motivated to use dynamic IP address assignment because it

eliminates the burdensome task of manually assigning IP addresses

for all networked computers and allows for “automatic reuse of an

address that is no longer needed by the host to which it was

assigned.” RFC 1531, page 2 (Section I, Introduction). In fact, it is
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a virtual certainty that VocalChat software was executed on

personal computers which had IP addresses dynamically assigned.

b. program code responsive to one of the

network protocol addresses and

configured to establish a point-to-point
communication link from the first

process to the second process over the

computer network.

44. In a first computer process

operatively coupled over a computer

network to a second process and an

address server, a method of establishing a

point-to-point communication between

the first and second processes comprising

the steps of:

VocalChat discloses that “[u]ser-to-user access is facilitated

automatically through the [Connection List] file.” Help File, page

17. VocalChat also discloses “the peer-to-peer nature of Windows

for Workgroups, which VocalChat “uses . . . for user services.” Id.

In fact, VocalChat is a voice over computer network product for use
on various networks that “enables communication between”

VocalChat users. Id. at 8. See also User Guide, page 2 (“Talk with

other users over the network, and broadcast to network users or

groups. Access network users with the Address Book and Quick-

Dial buttons”).

35 U.S.C. § 103 — VocalChat

VocalChat is a software-based telephone executed on personal

computers which connected to a central server to locate other

personal computers on a variety of computer networks, including

TCP/IP, NetBIOS, and IPX networks. See, e.g., VocalChat User’s

Guide, page 5 (illustrating a central server with a “post office” to

enable communication between computers). See also id.. pages 7-8

(describing minimum personal computer requirements as a “386SX

or higher IBM-compatible computer”); Readme, page l (listing the

VocalChat files copied during installation); Help File, page 2

(“VocalChat can work with IPX, NetBIOS and TCP/IP network

protocols.”).

A. following connection of the first

process to the computer network

forwarding to the address server a

network protocol address at which the

first process is connected to the computer

network;
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As discussed above, VocalChat clients connect to a server to locate

and establish point-to-point connections with other VocalChat

clients over a network. For example, VocalChat discloses that

“[u]ser-to-user access is facilitated automatically through the

[Connection List] file” which is stored on a server. Help File, page

17. VocalChat also discloses “the peer-to-peer nature of Windows

for Workgroups, which VocalChat “uses . . . for user services.” Id.

In fact, VocalChat is a voice over computer network product for use
on various networks that “enables communication between”

VocalChat users. Id. at 8. See also User Guide, page 2 (“Talk with

other users over the network, and broadcast to network users or

groups. Access network users with the Address Book and Quick-

Dial buttons”). Because the server stores network addresses of

logged in clients, it is an “address server.”

Inherently, a VocalChat client transmits its network protocol

address “following connection of the [VocalChat client] to the

comuter network.“ Moreover, on man networks, including
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TCP/IP networks, network addresses are assigned “following

connection to the computer network.” See, e.g., Dynamic Host

Configuration Protocol, RFC 1531 (Oct. 1993) (“RFC 1531”),

Section 2.2 (describing the “dynamic allocation of network

addresses“ on TCP/IP networks). Thus, in at least some instances,

computer system executing VocalChat receives its IP address

following connection to the computer network. Consequently,

dynamic address assignment is inherent in the VocalChat system.

Alternatively, as set forth below, it would have been obvious to one

of ordinary skill in the art to use dynamic address assignment on a
TCP/IP network.

35 U.S.C. § 103 - VocalChat References in view of RFC 1531

Alternatively, it would have been obvious to one of ordinary skill in

the art to use dynamic address assignment on a TCP/IP network. A
motivation to combine the VocalChat references with RFC 1531

exists because the VocalChat references describe the VocalChat

software operating on a TCP/IP network and RFC 1531 describes a

well known technique for dynamically assigning IP addresses

within a TCP/IP network. One of ordinary skill in the art would
have been motivated to combine VocalChat with RFC 1531 to

realize the benefits associated with dynamic IP address assignment.

For example, one of ordinary skill in the art would have been

motivated to use dynamic IP address assignment because it

eliminates the burdensome task of manually assigning IP addresses

for all networked computers and allows for “automatic reuse of an

address that is no longer needed by the host to which it was

assigned.” RFC 1531, page 2 (Section 1, Introduction). In fact, it is

a virtual certainty that VocalChat software was executed on

personal computers which had IP addresses dynamically assigned.

B. querying the address server as to

whether the second process is connected

to the computer network;
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In a TCP/IP implementation, the server on which the Connection

List/USERS file is located receives queries from VocalChat clients

(first processes) to determine the on-line status of other VocalChat

clients (second processes). As described in the Help File:

Method of determining users address:
Netware Get Users information from

Netware 2.x/3.x bindery

WinWorkgroups Get users information from

Windows for Workgroups.
Generic User VocalChats tiles for

users information. (See Generic

network,

below).

Help File, page 26. With any protocol other than Netware or

Windows for Workgroups (such as TCP/IP or NetBlOS), a

“eneric” method is used where the VocalChat client ueries
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C. receivin twork protocol address

of the second process from the address

server, when the second process is

connected to the computer network; and

Prior Art and Relevant Statute

VocalChat files (the Connection List/USERS files) locating users

on the network. As described in greater detail in the Help File:

When NetBIOS or IPX are used, but not with

NetWare or Window for Workgroups, or when

TCP/IP is used, a shared CONNLIST.VC file is used

by the different running copies of VocalChat to hold

user names and addresses. This file is placed in the

Post Office directory. In this case, the user name for

each user, is entered when performing the User

Installation in the Setup program. You should make

sure that this name is not used by any other user on
the network.

Help File, page 2. Thus, with NetWare, the VocalChat client

queries existing NetWare Bindery services locating “currently

logged-in users;” with Windows for Workgroups, the VocalChat

client queries the Windows for Workgroups services locating online

users; and with other protocols, such as TCP/TP and NetBIOS, the

VocalChat client queries the shared Connection List file

(CONNLIST.VC). Regardless of protocol, the query determines

whether the second process (the VocalChat client of another user) is

connected to the computer network. For example, “[w]hen the

network used is not NetWare or Windows for Workgroups,

VocalChat maintains a shared USERS file with the names of logged

in users. Each time a user loads VocalChat, its entry in the USERS

file is updated with its IPX/NetBIOS address. When exiting

VocalChat, the address is removed, but the user name is kept in the

file.“ VocalChat Network Information, page 10. Thus, a

distinction is made between logged in users and logged out users.

Similarly, as described above, in the NetWare implementation, the

query retrieves a list of “currently logged in users.“

As described above, with TCP/IP, “the network addresses of th

different workstations are required for VocalChat to be able to

access the network users.“ Help File, page 2. Moreover, with

TCP/IP, “a shared CONNLIST.VC tile is used by the different

running copies of VocalChat to hold user names and addresses.”

The ability to establish a call merely by identifying a unique user
name demonstrates that the server “transmits” the network

addresses of VocalChat callees from the server’s directory database.

Indeed, the directory database is used to “get . . . the addresses of

specific users.“ Ia/.; see also id., page 22 (“VocalChat will use the

CONNLIST.VC files to get network addresses[.]").

D. in res onse to the network rotocol
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VocalChat discloses that “[u]ser-to-user access is facilitated
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address of the second process, automatically through the [Connection List] file.” Help File, page

establishing a point-to-point 17. VocalChat also discloses “the peer-to-peer nature of Windows

communication link with the second for Workgroups, which VocalChat “uses . . . for user services.” Id.

process over the computer network. In fact, VocalChat is a voice over computer network product for use
on various networks that “enables communication between”

VocalChat users. Id. at 8. See also User Guide, page 2 (“Talk with

other users over the network, and broadcast to network users or

groups. Access network users with the Address Book and Quick-

Dial buttons”).
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EXHIBIT P

COMMENTS ON ARGUMENTS MADE BY NETZPI-IONE’S EXPERT

TO DISTINGUISH OVER NETBIOS

During the Net2Phone Litigation, Net2Phone attempted to distinguish the claims of the

‘704 patent over NetBIOS. The court has yet to render an opinion on these arguments. As set

forth below, these arguments fail to distinguish the claims of the ‘704 patent over NetBIOS for a

variety of reasons.

A. Net2Phone argued that NetB [OS does not disclose “Processes" because,

according to Net2Phone, NetBIOS describes a set of software components

executed at the operating system level.

This argument fails for at least two reasons. First, the claims of the ‘704 patent are not

limited to software processes at the application layer (i.e., outside of the operating system). No

meaningful distinction can be made between processes executed as applications and processes

executed within an operating system. In both cases, they are “processes” as recited in the claims

of the ‘704 patent.

Second, NetBIOS, in fact, describes that the NetBIOS software may be implemented

either as an application or within an operating system. For example, Appendix B of NetBIOS

provides “Implementation Models“ for implementing NetBIOS as applications and within an

operating system. See, e. g., NetBIOS at 411 (describing a “Combined Service and Application

Model“ in which “[t]he NetBIOS service and application are both contained within a single

process” as well as a “Common Kernel Element Model” in which “[t]he NetBIOS Service is part

of the operating system (perhaps as a device driver or a front-end processor).).”

Thus, Net2Phone’s assertion that NetBIOS does not describe “processes” as claimed in

the ‘704 patent is incorrect.
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B. Net2Phone argued that NetB [OS describes a system designed to work On

Local Area Networks (LANs) and Wide Area Networks (WANs) but not on
the Internet.

This argument is both untrue and irrelevant. First, NetBIOS explicitly describes that

NetBIOS name servers (NBNS) and clients may be connected over the Internet. For example,

the Figure on page 371 of NetBIOS clearly shows a NBNS and multiple client nodes connected

over the “INTERNET.” In addition, as recited on the first page of RFC 1001:

This RFC defines a proposed standard protocol to support NetBIOS services in a

TCP/IP environment. Both local network and intemet operation are supported.

Various node types are defined to accommodate local and internet topologies and

to allow operation with or without the use of IP broadcast.

NetBIOS id. at 350. See also id. at 355 (“This RFC specifies a proposed standard for the Internet

community. Since this topic is new to the Internet community, discussions and suggestions are

specifically requested”); id. at 358 (due to the need to “ALLOW INTERNET OPERATION . .

.[t]he proposed standard recognizes the need for NetBIOS operation across a set of networks

interconnected by network (IP) level relays (gateways).”). NetBIOS also describes that it is

interoperable with the Intemet’s Domain Name System. See, e.g., id. at 368 (“The NBNS design

attempts to align itself with the Domain Name System in a number of ways. First, the NetBIOS

names are encoded in a form acceptable to the domain name system”). See also id. at 367 (“A

single NBNS may be implemented as a distributed entity, such as the Domain Name Service.”).

Second, even the LAN embodiments described in NetBIOS anticipate the claims of the

‘704 patent. Specifically, a single NBNS on a LAN with two or more NetBIOS clients

connected to the LAN communicate using the lntemet Protocol, the same protocol used on the

Internet. See, e.g., id. at 1 (“This RFC defines a proposed standard protocol to support NetBIOS

services in a TCP/IP environment”). Thus, the NBNS performs the same basic operations on a
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LAN using TCP/IP as it does on “the Internet” (i.e., responding to queries for IP addresses from

caller nodes to identify the locations of callee nodes).

Thus, Net2Phone’s assertion that the NetBIOS reference does not operate on the Internet

is both incorrect and irrelevant.

C. Net2Phone Argued That the NetBIOS protocol does not provide for

permanently-assigned unique identifiers.

Once again, this assertion is both irrelevant and untrue. It is irrelevant because the claims

of the ‘704 patent do not require “permanently-assigned unique identifiers.” Claims 32, 33 and

38 simply require “an identifier“ to identify a process on the network, not a “unique” or

“permanent” identifier.

The assertion is untrue because the NetBIOS names are permanently-assigned unique

identifiers. As stated unambiguously in NetBIOS, “[e]very node has a permanent unique name.”

Id. at 376. Net2Phone calls this statement “aspirational” because two nodes may improperly

acquire the same name, resulting in an error condition. As described in NetBIOS, “[a] unique

name should be held by only one station at a time. However, duplicates (‘name conflicts’) may

arise due to errors.“ NetBIOS also describes how name conflicts are resolved, thereby ensuring

that each node is identified by a unique name. See, e.g., id. at 380 (if a node improperly acquires

a name which is already in use “can no longer be used by that node for any session establishment

or sending or receiving datagrams.“). See also id. (“The only valid user function against a [name

with a conflict] is DELETE NAME. Any other user NetBIOS function returns immediately with

an error code of ‘NAME CONFLICT‘.“). Consequently, using name conflict detection and

resolution techniques, NetBIOS ensures that each node has a permanent unique name. See id. at

379 (section entitled “Name Conflicts“).

D. Net2Phone Argued That a Name Query to an NBNS was limited to the

“Scope” associated with that NBNS and, as such, a NetBIOS network would

Page 314 of 500



be “implemented in a series of nonintersecting network fragments, not in a

large single network such as the Internet with a global server designed to

facilitate communications among all of the client processes connected to that
network.”

Once again, this assertion is both irrelevant and untrue. It is irrelevant because any

network which operates using NetBIOS, including a single LAN within a single “scope,“

includes all of the limitations found in the claims. The particular size of the network is

irrelevant.

The assertion is untrue because NetBIOS naming was structured so as to be compatible

with the Internet’s Domain Name Service (DNS). As described in NetBIOS:

The NBNS design attempts to align itself with the Domain Name System in a

number of ways.

First, the NetBIOS names are encoded in a form acceptable to the domain name

system.

Second, a scope identifier is appended to each NetBIOS name. This identifier

meets the restricted character set of the domain system and has a leading period.

This makes the NetBIOS name, in conjunction with its scope identifier, a valid

domain system name.

Third, the negotiated responsibility mechanisms permit the NBNS to be used as a

simple bulletin board on which are posted (name, address) pairs. This parallels the

existing domain sytem query service.

NetBIOS, page 368. See also id. at 367 (“A single NBNS may be implemented as a distributed

entity, such as the Domain Name Service."); 426 (“The NetBIOS Name Service packets follow

the packet structure defined in the Domain Name Service (DNS).”); id. at 502 (“[the NetBIOS

SCOPE_ID] is expressed as a character string meeting the requirements of the domain name

system and without a leading or trailing ‘dot’. An implementation may elect to make this a

single global value for the node or allow it to be specified with each separate NetBIOS name

(thus permitting cross-scope references”). Consequently, NetBIOS describes that NetBIOS
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names may be used across network “Scopes“ and, in fact, may be integrated within the Internet

using the Domain Name Service.
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26 METHOD AND SYSTEM OF MULTICAST ROUTING FOR GROUPS WITH A SINGLE

TRANSMITTER, US PAT 55I7494Assignce: Apple Computer, Inc., (US. PTO Utility I996)
27 METHOD FOR CONFIGURING AND OPERATING A TELECOMMUNICATION APPARAT-

US, US PAT 5544303Assignee: International Business Machines, (US. PTO Utility I996)

28 METHOD FOR POINT~TO-POINT COMMUNICATIONS WITHIN SECURE COMMUNICA-

TION SYSTEMS, US PAT 535757 IAssignee: Motorola, lnc., (U.S. PTO Utility I994)
29 METHODS AND APPARATUS FOR ROUTING PACKETS IN PACKET TRANSMISSION

NETWORKS, US PAT 5309433Assignee: International Business Machines Corp., (U.S. PTO
Utility 1994)
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30 MULTI-MEDIA INTEGRATED MESSAGE ARRANGEMENT, US PAT 54794! IAssignec:
AT&amp;T Corp., (us. PTO Utility I995)

3| MULTIMEDIA SERVER, US PAT S58IS52Assignec: AT&amp;T, (U.S. PTO Utility I996)

32 MULTIPLE PROTOCOL ROUTING, US PAT 5430727Assignec: Digital Equipment Corpora-
tion, (U.S. PTO Utility I995)

33 NETWORK-BASED MULTIMEDIA COMMUNICATIONS AND DIRECTORY SYSTEM

AND METHOD OF OPERATION, US PAT 574023 IAssigncc: Octel Communications Corpora-
tion, (U.S. PTO Utility I998)

34 NETWORK CONTROL SYSTEM AND METHOD, US PAT 5224095Assignec: Johnson Ser-

vice Company, (US. PTO Utility I993)

35 NETWORK MONITORING METHOD AND APPARATUS, US PAT 5430709Assignce: Hew-

lett-Packard Company, (US PTO Utility I995)

36 OBIECT»ORlENTED TELEPHONY SYSTEM, US PAT 5455854Assigncc: Taligent, Inc., (US
PTO Utility I995)

37 PROTOCOL SELECTION AND ADDRESS RESOLUTION FOR PROGRAMS RUNNING IN

I-IETEROGENEOUS NETWORKS, US PAT 542S028Assignee: International Business Ma-
chines, (U.S. PTO Utility I995)

38 RECONFIGURABLE, FAULT TOLERANT, MULTISTAGE INTERCONNECT NETWORK

AND PROTOCOL, US PAT 532I8I3Assignee: Teradata Corporation, (US. PTO Utility I994)
39 SCHEME FOR INTERLOCKING LINE CARD TO AN ADDRESS RECOGNITION ENGINE

TO SUPPORT PLURALITY OF ROUTING AND BRIDGING PROTOCOLS BY USING NET-

WORK INFORMATION LOOK-UP DATABASE, US PAT 55242S4Assignee: Digital Equip-
ment Corporalion, (U.S. PTO Utility I996)

40 SHARED-PRICE CUSTOM VIDEO RENTALS VIA INTERACTIVE TV, US PAT

529l554Assignce: TV Answer, lnc., (U.S. PTO Utility I994)

41 SHORTCUT NETWORK LAYER ROUTING FOR MOBILE HOSTS, US PAT

5442633Assignee: Intemntional Business Machines, (US. PTO Utility I995)
42 SYSTEM FOR REVERSE ADDRESS RESOLUTION FOR REMOTE NETWORK DEVICE IN-

DEPENDENT OF ITs PHYSICAL ADDRESS, us PAT 5S26489Assignoc: 3Com Corporation,
(us. PTO Utility I996)

43 UNIFIED MESSAGING SYSTEM AND METHOD, US PAT 5608786AssignE:e‘. Alphanet Tele-
com Inc, (US. PTO Utility I997)

44 UTILIZATION OF REDUNDANT LINKS IN BRIDGED NETWORKS, US PAT

5I50360Assignce: Digital Equipment Corporation, (US PTO Utility 1992)
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US District Court Civil Docket

U.S. District - New Jersey

(Newark)

2:06cv2469

Netzphone, Inc v. Ebay, Inc et al

This case was retrieved from the court on Tuesday, February 17, 2009

Date Filed: 06/01/2006

Assigned To: Judge Katharine 5 Hayden

Referred To: Magistrate Judge Patty Shwartz

Nature of suit: Patent (830)

' Cause: Patent Infringement

Lead Docket: None
other Docket: None

Jurisdiction: Federal Question

Litigants

Howard 5 Jonas
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Ronald J Hedges
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Ronald J Hedges
Special Master

Netzphone, Inc
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Netzphone, Inc
Counter Defendant

Date

06/01/2006

06/02/2006

06/02/2006

06/07/2006

06/09/2006

06/21/2006

06/21/2006

06/26/2006

06/25/2006

06/28/ 2006

07/1 1/2006

07/11/2006

07/25/2006

07/25/2006

07/25/2006

07/25/2006

#

1

10

11

12

Kathleen M Fennelly
[COR LO NTC]
Graham, Curtin, PA
4 Headquarters Plaza
PO Box 1991

Morristown , NJ 07962-1991
USA

(973) 292-1700
Fax: (973) 292-1767
Email: KFENNELLY@GRAHAMCURTIN.COM

Proceeding Text

COMPLAINT against EBAY, INC., SKYPE TECHNOLOGIES SA, SKYPE, INC., JOHN DOES 1-10
( Filing fee $ 350 receipt number 987250.) JURY DEMAND, filed by NET2PHONE, INC..
(Attachments: ii‘ 1 Exhibit Air 2 7.1)(Im2, ) (Entered: 06/02/2006)

Summons Issued as to SKYPE TECHNOLOGIES SA, SKYPE, INC..Days Due - 20. (counsel picked
up 5/2/05) (Im2, ) (Entered: 05/02/2005)

Summons Issued as to EBAY, INC..Days Due — 20. (counsel picked up 6/2/06) (Im2, ) (Entered:
05/02/2005)

AMENDED COMPLAINT against all defendants all defendants., filed by NET2PHONE, INC..
(LASALA, JOSEPH) (Entered: 06/O7/2006)

AMENDED COMPLAINT against EBAY, INC., SKYPE TECHNOLOGIES SA, SKYPE, INC., JOHN
DOES 1-10, filed by NET2PHONE, INC.. (Attachments: # 1 Exhibit A to amended complaint)
(LASALA, JOSEPH) (Entered: 06/09/2006)

MOTION for Leave to Appear Pro Hac Vice of Allen Rubenstein and Steven Stern by NET2PHONE,
INC.. (Attachments: if 1 Affidavit of Joseph P. LaSala# 2 Affidavit of Steven Stern# 3 Affidavit
of Allen Rubensteindr 4 Text of Proposed Order # S Certificate of Service)(LASALA, JOSEPH)
(Entered: 06/21/2006)

Set Deadlines as to 4 MOTION for Leave to Appear Pro Hac Vice of Allen Rubenstein and Steven
Stern. Motion Hearing set for 7/24/2006 10:00 AM before Judge Katharine S. Hayden. (nr, )
(PLEASE BE ADVISED THAT THIS MOTION WILL BE DECIDED ON THE PAPERS UNLESS
OTHERWISE NOTIFIED BY THE COURT) (Entered: 06/22/2006)

NOTICE of Appearance by MARIA A. SAVIO on behalf of all plaintiffs (SAVIO, MARIA) (Entered:
06/26/2006) -

ORDER granting 4 Motion for Allen I. Rubenstein & Steven Stern to Appear Pro l-lac Vice .
Signed by Judge S. D. wigenton on 06/22/06. (nr, ) Modified on 6/27/2006 (nr, ). (Entered:
06/27/2006)

AMENDED COMPLAINT against all defendants all defendants, filed by NET2PHONE, INC..
(Attachments: # 1)(LASALA, JOSEPH) (Entered: 06/28/2006)

MOTION for Leave to Appear Pro Hac Vice by NET2PHONE, INC.. (Attachments: # I Affidavit of
J. LaSala# 2 Affidavit ofJ. Alan GaIbraith# 3 Affidavit of B. Sullivaniit 4 Affidavit ofM. Stern# 5

Text of Proposed Order it 6 Certificate of Service)(LASALA, JOSEPH) (Entered: 07/11/2006)

Set Deadlines as to 8 MOTION for Leave to Appear Pro Hac Vice. Motion Hearing set for
9/11/2006 10:00 AM before Judge Katharine 5. Hayden. (nr, ) (PLEASE BE ADVISED THAT THIS
MOTION WILL BE DECIDED ON THE PAPERS UNLESS OTHERWISE NOTIFIED BY THE COURT)
(Entered: 07/27/2006)

AFFIDAVIT of Service for Summons and Second Amended Complaint served on Carla Mccreight
on behalf of Ebay on 7/13/06, filed by NET2PHONE, INC.. (LASALA, JOSEPH) (Entered:
07/25/2006)

AFFIDAVIT of Service for Summons, Complaint, Exhibit and First Amended Complaint served on
Skype, Inc. on 6/12/06, filed by NET2PHONE, INC.. (LASALA, JOSEPH) (Entered: 07/25/2006)

AFFIDAVIT of Service for Summons, Complaint, Exhibit, First Amended Complaint served on
Ebay on 5/12/05, filed by NET2PHONE, INC.. (LASALA, JOSEPH) (Entered: 07/25/2005)

AFFIDAVIT of Service for Summons, Second Amended Complaint served on Carla Mccreight on
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08/08/2006

08/15/2006

08/17/2006

08/17/2006

09/1 S/2006

09/20/2006

09/22/2006

09/22/2006

09/22/2006

09/22/2006

09/22/2006

10/06/2006

10/1 1/2006

10/12/2006

10/16/2006

10/16/2006

10/16/2006

10/16/2006

10/27/2006

1 0/30/2006

11/02/2006

1 1/03/2006

13

14

15

16

17

18

19

20

21

22

23

24

25

26

27

28

29

30

31

32

behalf of Skype, Inc. on 7/13/06, filed by NETZPHONE, INC.. (LASALA, JOSEPH) (Entered:
07/25/2006)

ORDER granting 8 Motion for Brendan V. Sullivan, J. Alan Galbraith and Michael K. Stern to
Appear Pro Hac Vice . Signed by Judge Patty Shwartz on 08/08/06. (nr, ) (Entered:
08/08/2006)

ORDER directing plainhtiff to move for default and default judgment by September 4, 2006.
Signed by Judge Katharine 5. Hayden on 3/15/06. (RG, ) (Entered: 08/16/2006)

NOTICE of Appearance by THOMAS R. CURTIN on behalf of EBAY, INC., SKYPE, INC. (CURTIN,
THOMAS) (Entered: 08/17/2006)

STlPULA'I'l0N AND ORDER extending deft's time to move or otherwise respond to second
amended complt.. Signed by Judge Madeline C. Arleo on 08/14/06. (nr, ) (Entered:
08/18/2006)

ANSWER to Amended Complaint, COUNTERCLAIM against all plaintiffs by EBAY, INC., SKYPE
TECHNOLOGIES SA, SKYPE, INC.. (Attachments; # 1 Statement Rule 7.1 Disclosure
Statementll 2 Certificate of Service)(FENNELLY, KATHLEEN) (Entered: 09/15/2006)

ANSWER to Counterclaim by NET2PHONE, INC.. (Attachments: # 1)(LASALA, JOSEPH)
(Entered: 09/20/2005)

Notice of Request by Pro Hac Vice to receive Notices of Electronic Filings. (LASALA, JOSEPH)
(Entered: 09/22/2006)

Notice of Request by Pro l-lac Vice to receive Notices of Electronic Filings. (LASALA, JOSEPH)
(Entered: 09/22/2006)

Notice of Request by Pro Hac Vice to receive Notices of Electronic Filings. (LASALA, JOSEPH)
(Entered: 09/22/2006)

Notice of Request by Pro Hac Vice to receive Notices of Electronic Filings. (LASALA, JOSEPH)
(Entered: 09/22/2006)

Notice of Request by Pro Hac Vice to receive Notices of Electronic Filings. (LASALA, JOSEPH)
(Entered: 09/22/2006)

ORDER granting application for pro hac vice admission of Andrei Iancu, Morgan Chu, Ted M.
Sichelman and Michelle E. Armond . Signed by Judge Patty Shwartz on 10/03/06. (nr, )
(Entered: 10/10/2006)

SCHEDULING ORDER setting Scheduling Conference for 10/27/2005 11:30 AM in Newark —
Courtroom 10 before Magistrate Judge Patty Shwartz. Signed by Judge Patty Shwartz on
10/11/06. (aa, ) (Entered: 10/11/2006)

Pro Hac Vice fee: 2; 600.00, receipt number 200341554 re Andrei Iancu, Morgan Chu, Slchel
Man, Michelle Armond (nr, ) (Entered: 10/13/2006)

Notice of Request by Pro Hac Vlce Andrei Iancu, Esq. to receive Notices of Electronic Filings.
(FENNELLY, KATHLEEN) (Entered: 10/16/2006)

Notice of Request by Pro Hac Vice Morgan Chu, Esq. to receive Notices of Electronic Flllngs.
(FENNELLY, KATHLEEN) (Entered: 10/16/2006)

Notice of Request by Pro Hac Vice Michelle E. Arrnond, Esq. to receive Notices of Electronic
Filings. (FENNELLY, KATHLEEN) (Entered: 10/16/2006)

Notice of Request by Pro Hac Vice Ted M. Sichelman, Esq. to receive Notices of Electronic
Filings. (FENNELLY, KATHLEEN) (Entered: 10/16/2006)

Minute Entry for proceedings held before Judge Patty Shwartz : Scheduling Conference held on
10/27/2006. (aa, )(Entered: 10/30/2006)

PRETRIAL SCHEDULING ORDER: Settlement Conference set for 4/12/2007 01:00 PM before

Magistrate Judge Patty Shwartz. Telephone Conference set for 12/4/2006 04:00 PM before
Magistrate Judge Patty Shwartz. Final Pretrial Conference set for 6/17/2008 01:00 PM before
Magistrate Judge Patty Shwartz. Discovery due by 12/31/2007. Proposed Pretrial Order due by
6/10/2008.. Signed by Judge Patty Shwartz on 10/27/2006. (nr, ) (Entered: 10/31/2006)

Letter from Joseph La Sala. (LASALA, JOSEPH) (Entered: 11/02/2006)

CORRECTED SCHEDULING ORDER: Settlement Conference set for 4/12/2007 01:00 PM before
Magistrate Judge Patty Shwartz. Telephone Conference set for 12/4/2006 04:00 PM before
Magistrate Judge Patty Shwartz. Final Pretrial Conference set for 6/17/2008 01 :00 PM before
Magistrate Judge Patty Shwartz. Amended Pleadlngs due by 3/8/2007.. Signed by Judge Patty
Shwartz on 11/2/2006. (mn, ) (Entered: 11/03/2006)
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11/03/2006

11/20/2006

11/30/2006

1 2/01/2006

12/04/2006

12/08/2006

1 2/1 1/2005

01/04/2007

01/17/2007

01/17/2007

01/19/2007

01/22/2007

01/30/2007

02/05/2007

02/06/2007

02/06/2007

02/06/2007

02/06/2007

02/06/2007

02/27/2007

0 2/28/2007

03/02/2007

03/05/2007

33

34

35

36

37

38

39

40

41

42

43

44

45

46

47

48

49

50

51

52

Notice of Request by Pro Hac vice Andrei lancu, Esq. to receive Notices of Electronic Filings.
(FENNELLY, KATHLEEN) (Entered: 11/03/2006)

Letter from Joseph P. LaSala, Esq. enclosing Plaintiffs Preliminary Identification of Allegedly
Infringing Products List and Certification of service. (LASALA, JOSEPH) (Entered: 11/20/2006)

Letter from Joseph La Sala. (I.ASALA, JOSEPH) (Entered: 11/30/2006)

Letter from Joseph La Sala. (LASALA, JOSEPH) (Entered: 12/01/2006)

Minute Entry for proceedings held before Judge Patty Shwartz : Telephone Conference held on
12/4/2006. (aa, ) (Entered: 12/03/2006)

Letter from Joseph La Sala. (LASALA, JOSEPH) (Entered: 12/08/2006)

Letter from Joseph P. La Saia, Esq. in lieu of fonnal motion regarding form of protective order re
Telephone Conference. (Attachments: # 1 Exhibit 1# 2 Exhibit 21:‘ 3 Exhibit 3# 4 Certificate of
Service)(LASALA, JOSEPH) (Entered: 12/11/2006)

oxscovenv CONFIDENTIALITY oaoea on INFORMAL APPLICATION . Signed by Judge Patty
Shwartz on 12/29/05. (dc, ) (Entered: on/o4/2007)

Letter from Joseph La Sala. (LASALA, JOSEPH) (Entered: 01/17/2007)

ORDER an informal application denying request to Impose a patent prosecution bar. Signed by
Judge Patty Shwartz on 1/12/2007. (rnn, ) (Entered: 01/17/2007)

ORDER ON INFORMAL APPL. that the issue raised in the 1/16/07 letter is deemed resolved by
the Order dated 1/12/07.. Signed by Judge Patty Shwartz on 1/17/07. (DD, ) (Entered:
01/19/2007)

TRANSCRIPT of Proceedings held on December 29, 2006 before Judge Shwartz. PLEASE NOTE:
The complete transcript of these proceedings is maintained In paper format on file in the Clerks
Office. To request copies of this transcript, contact the Official Court Reporter or Transcription
Service who prepared the transcript. (ji, ) (Entered: 01/23/2007)

ORDER on informal application mooting the need to file a response to the letter seeking
reconsideration of the Discovery Confidentiality order . Signed by Judge Patty Shwartz on
01/30/2007. (nr, ) (Entered: 01/31/2007)

NOTICE by TED M. SICHELMAN, MICHELLE E. ARMOND, EBAY, INC., EBAY, INC., SKYPE
TECHNOLOGIES SA, SKYPE, INC., SKYPE TECHNOLOGIES SA, SKYPE, INC. re 24 Order NOTICE
OF WITHDRAWAL OF ADMISSIONS PRO HAC VICE OF TED M. SICHELMAN, ESQ., AND
MICHELLE E. ARMOND, ESQ. (FENNELLY, KATHLEEN) (Entered: 02/05/2007)

ORDER ON INFORMAL APPLICATION granting pro hac vice admission of counsel etc. Signed by
Judge Patty Shwartz on 2/6/07. (cs, ) (Entered: 02/09/2007)

DECUKRATION of Kathleen N. Fenneliy, Esq.in support of pro hac vice admission on behalf of
eBay, Inc and Skype, Inc. (cs, ) (Entered: 02/09/2007)

DECLARATION of Alan J. Heinrich re admission pro hac vice on behalf of dfts., e-Bay Inc. and
Skype, Inc. ((3, ) (Entered: 02/09/2007)

DECLARATION of Eric Vandevelde re admission pro hac vice on behalf of dfts., EBAY, INC.,
SKYPE, INC., (cs, ) (Entered: 02/09/2007)

DECLARATION of Andrew D. Weiss re admission pro hac vice on behalf of dl‘ts., EBAY, INC.,
SKYPE, lNC.. (cs, ) (Entered: 02/09/2007)

Minute Entry for proceedings held before Judge Patty Shwartz : Telephone Conference held on
2/27/2007. (aa, ) (Entered: 03/05/2007)

ORDER on informal application granting request to extend the deadline to commence foreign
evidence collection and to File motions to amend the pleadings, SCHEDULING ORDER:
Settlement Conference set for 4/12/2007 01:00 PM before Magistrate Judge Patty Shwartz.
Telephone Conference set for 6/18/2007 03:00 PM before Magistrate Judge Patty Shwartz. Final
Pretrial Conference set for 6/17/2007 01:00 PM before Magistrate Judge Patty Shwartz.
Discovery due by 12/31/2007.. Signed by Judge Patty Shwartz on 02/27/2007. (nr, ) (Entered:
03/01/2007)

Pro Hac Vice fee: $ 450.00, receipt number 200344847 alan J. Heinrich, Andrew D. Weiss and
Eric Vandevelde (nr, ) (Entered: 03/05/2007)

ORDER on informal application granting request to extend the deadline to submit a porposecl
confidentiality order and clarify the timing for sewing interrogatories; SCHEDULING ORDER:
Settlement Conference set for 4/12/2007 01:00 PM before Magistrate Judge Patty Shwartz.
Telephone Conference set for 2/27/2007 03:00 PM before Magistrate Judge Patty Shwartz. Final
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03/08/2007

03/08/2007
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65

66
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69
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Pretrial Conference set for 6/17/2008 01:00 PM before Magistrate Judge Patty Shwartz.
Discovery due by 12/31/2007. Proposed Pretrial Order due by 6/10/2008.. Signed by Judge
Patty Shwartz on 12/04/2006. (nr, ) (Entered: 03/05/2007)

Notice of Request by Pro Hac Vice Alan J. Heinrich to receive Notices of Electronic Filings.
(FENNELLY, KATHLEEN) (Entered: 03/08/2007)

Notice of Request by Pro Hac Vice Andrew D. Weiss to receive Notices of Electronic Filings.
(FENNELLY, KATHLEEN) (Entered: 03/08/2007)

Notice of Request by Pro Hac Vice Eric Vandevelde to receive Notices of Electronic Filings.
(FENNELLY, KATHLEEN) (Entered: 03/08/2007)

ORDER on Informal application that defts‘ request to bar Professor Bhattacharjee from being
designated as an expert witness in this case is denied w/out prejudice, etc.. Signed by Judge
Patty Shwartz on 3/14/07. (jd, ) (Entered: 03/14/2007)

SCHEDULING LE‘l’I'ER ORDER: Settlement Conference set for 6/18/2007 10:00 AM before
Magistrate Judge Patty Shwartz.. Signed by Judge Patty Shwartz on 03/26/2007. (nr, )
(Entered: 03/27/2007)

Letter from Thomas R. Curtin, Esq.. (CURTIN, THOMAS) (Entered: 03/26/2007)

ORDER denying pltfs request to extend certain deadlines. Signed by Judge Patty Shwartz on
03/29/2007. (nr, ) (Entered: 03/30/2007)

NOTICE by NETZPHONE, INC. of Claims Identification (Attachments: # 1)(l_ASALA, JOSEPH)
(Entered: 03/30/2007)

Order on informal application granting request to extend pretrial deadlines; Bi THIRD AMENDED
SCHEDULING ORDER: Settlement Conference set for 6/18/2007 10:00 AM before Magistrate
Judge Patty Shwartz., Telephone Conference set for 9/25/2007 03:00 PM before Magistrate
Judge Patty Shwartz.,' l-'Ina1 Pretrial Conference set for 6/17/2007 01:00 PM before Magistrate
Judge Patty Shwartz.,Disc0very due by 12/31/2007.. Signed by Judge Patty Shwartz on
04/09/2007. (nr, ) (Entered: 04/11/2007)

MOTION for Leave to Appear Pro Hac Vice on Behalf of Bruce R. Genderson, Esq., Nicholas J.
Boyle, Esq., Kevin Hardy, Esq. and Hannah M. Stott—Bumsted, Esq. by NETZPHONE, INC..
(Attachments: # 1 Affidavit of Joseph P. La Sela, Esq.# 2 Affidavit of Kevin'l-lardy, Esq.# 3
Affidavit of Nicholas J. Boyle, Esq.-ii! 4 Affidavit of Hannah M. Stott-Bumsted, Esq.# S Affidavit of
Bruce R. Genderson, Esq.# 6 Text of Proposed Order if 7 Certificate of Service)(LASALA,
JOSEPH) (Entered: 04/13/2007)

ORDER on informal application granting the parties request to extend deadline to raise disputes
regarding the designation of Dr. Bhattacharjee as an expert. Signed by Judge Patty Shwartz on
04/12/2007. (nr, ) (Entered: 04/16/2007)

ORDER granting 62 Motion for Bruce R. Genderson, Nicholas J. Boyle, Kevin Hardy, and Hannah
M. Stott-Burnsted to Appear Pro Hac Vice. Signed by Judge Patty Shwartz on 04/16/2007. (nr, )
(Entered: 04/17/2007)

Notice of Request by Pro Hac Vice Kevin Hardy, Esq. to receive Notices of Electronic Filings.
(LASALA, JOSEPH) (Entered: 04/18/2007)

Notice of Request by Pro Hac Vice Hannah M. Stott-Bumsted, Esq. to receive Notices of
Electronic Filings. (LASALA, JOSEPH) (Entered: 04/13/2007)

Notice of Request by Pro l-lac Vice Nicholas J. Boyle, Esq. to receive Notices of Electronic Filings.
(LASALA, JOSEPH) (Entered: 04/18/2007)

Notice of Request by Pro l-lac Vice Bruce Genderson, Esq. to receive Notices of Electronic Filings.
(LASALA, JOSEPH) (Entered: 04/18/2007)

Pro Hac Vice fee: $ 600.00, receipt number 1441B31,1441B43,14418S2,1441855 re Kevin
Hardy, Hannah M. Scott Brumsted, Nicholas J. Boyle, Bruce Genderson (nr, ) (Entered:
04/19/2007)

MOTION to Withdraw Pro Hac Vice Admission of Michael K. Stern, Esq. by NETZPHONE, lNC..
(LASALA, JOSEPH) (Entered: 04/20/2007)

First MOTION for Issuance of Letters Rogatory by NET2PHONE, INC.. (Attachments: ll 1 Exhibit
A - Part 1# 2 Exhibit A - Part 2# 3 Exhibit B - Part 1# 4 Exhibit B - Part 28 5 Exhibit C - Part
1# 6 Exhibit C - Part 2# 7 Exhibit D - Part 1:: 8 Exhibit D - Part 2# 9 Exhibit E - Part 1# 10

Exhibit E - Part 2# 11 Exhibit F - Pan 1# 12 Exhibit F - Part 2# 13 Text of Proposed Order # 14
Certificate of Service)(LASALA, JOSEPH) (Entered: 04/20/2007)

Set Deadlines as to 70 First MOTION for Issuance of Letters Rogatory. Motion Hearing set for

Page 344 of 500



04/24/2007

04/27/2007

04/27/2007

04/27/2007

04/30/2007

05/01/2007

05/02/2007

05/07/2007

05/07/2007

05/07/2007

05/07/2007

05/07/2007

05/11/2007

05/11/2007

05/14/2007

05/2 1/2007

05/22/2007

05/29/2007

05/30/2007

05/30/2007
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72

73

75

74

76

77

76

80

81

82

B3

85

5/28/2007 10:00 AM before Judge Katharine 5. Hayden. (nr, ) (PLEASE BE ADVISED THAT THIS
MOTION WILL BE DECIDED ON THE PAPERS UNLESS OTHERWISE NOTIFIED BY THE COURT)
(Entered: 04/24/2007)

Pro l-lac Vice lee; $ 600, receipt number 200344948 re Bruce R. Genderson, Nicholas J. Boyle,
Hannah M. Stott-Bumsted, Kevin Hardy (nr, ) (Entered: 04/24/2007)

Letter from Joseph La Saia re 70 First MOTION for Issuance of Letters Rogatory. (IASALA,
JOSEPH) (Entered: 04/27/2007)

Amended MOTION for Issuance of Letters Rogatory by NETZPHONE, INC.. (Attachments: # 1
Exhibit A » part H: 2 Exhibit A - part 2:! 3 Exhibit Bar 4 Exhibit C11 5 Exhibit D# 6 Exhibit Ea‘ 7
Exhibit Fill 8 Text of Proposed Order # 9 Certificate of Service)(LASALA, JOSEPH) (Entered:
04/27/2007)

Set Deadlines as to 72 Amended MOTION for Issuance of Letters Rogatory. Motion Hearing set
for 5/23/2007 10:00 AM before Judge Katharine S. Hayden. (nr, ) (PLEASE BE ADVISED THAT
THIS MOTION WILL BE DECIDED ON THE PAPERS UNLESS OTHERWISE NOTIFIED BY THE

COURT) (Entered: 04/30/2007)

NOTICE by NEFZPHONE, INC. of Amended Identification of Infringing Products (Attachments: it
1)(LASALA, JOSEPH) (Entered: 04/30/2007)

ORDER withdrawing p|tf‘s request for issuance of letters rogatory (Docket No. 71). Signed by
Judge Patty Shwartz on 04/27/2007. (nr, ) (Entered: 05/02/2007)

Notice of Request by Pro Hac wce Steven Stern, Esq. to receive Notices of Electronic Filings.
(LASALA, JOSEPH) (Entered: 05/02/2007)

ORDER overruling dfts‘ objection to the production of responsive discovery based upon a
parivate agreement that contains a confidentiality clause. Any and all such responsive
information shall be produced no later than S/25/07 subject to the Discovery Confidentiality
Order. Signed by Judge Patty Shwartz on 5/7/07. (cs, ) (Entered: OS/07/2007)

MO11ON for Leave to File Third Amended Complaint by NETZPHONE, INC.. (Attachments: # 1
Exhibit I-Third Amended Complaintii 2 Text of Proposed Order it 3 Certificate of Service)
(LASALA, JOSEPH) (Entered: 05/07/2007)

ORDER granting 72 Motion for Issuance of Letters Rogatory. Signed by Judge Patty Shwartz on
05/07/20047. (nr, ) (Entered: 05/09/2007)

Set Deadlines as to 77 MOTION for Leave to File Third Amended Complaint. Motion Hearing set
for 6/11/2007 10:00 AM before Judge Katharine 5. Hayden. (nr, ) (PLEASE BE ADVISED THAT
THIS MOTION WILL BE DECIDED ON THE PAPERS UNLESS OTHERWISE NOTIFIED BY THE

COURT) (Entered: 05/o9/2007)

Minute Entry for proceedings held before Judge Patty Shwartz : Telephone Conference held on
5/7/2007. (aa, ) (Entered: 06/01/2007)

Third MOTION for Issuance of Letters Rogatory by NETZPHONE, INC.. (Attachments: # 1 Exhibit
Alt 2 Exhibit 8# 3 Exhibit C# 4 Exhibit Div 5 Exhibit Eil 6 Exhibit Fla‘ 7 Text of Proposed Order ii‘
3 Certificate of Service)(l.ASALA, JOSEPH) (Entered: o5/11/2007)

Set Deadlines as to 79 Third MOTION for Issuance of Letters Rogatory. Motion Hearing set for
6/11/2007 10:00 AM before Judge Katharine S. Hayden. (nr, ) (PLEASE BE ADVISED THAT THIS
MOTION WILL BE DECIDED ON THE PAPERS UNLESS OTHERWISE NOTIFIED BY THE COURT)
(Entered: 05/15/2007)

TRANSCRIPT of Proceedings held on May 7, 2007 before Judge Shwartz. PLEASE NOTE: The
complete transcript of these proceedings is maintained in paper format on file in the Clerks
Office. To request copies of this transcript, contact the Official Court Reporter or Transcription
Service who prepared the transcript. (ji, ) (Entered; 05/15/2007)

ORDER granting 79 Motion for issuance of Letters Rogatory. Signed by Judge Patty Shwartz on
05/16/2007. (nr, ) (Entered: 05/21/2007)

Letters Rogatory issued re 81 Order on Motion for Issuance of Letters Rogatory. (rnn, )
(Entered: 05/22/2007)

Letter from Thomas R. Curtln, Esq., re 77 MOTION for Leave to File Third Amended Complaint.
(CURTIN, THOMAS) (Entered: 05/29/2007)

MOTION for Leave to Appear Pro Hac Vice on behalf of Michael D. Hurwitz, Esq. by NETZPHONE,
INC.. (Attachments: # 1 Affidavit of Jospeh P. La Salali 2 Affidavit of Michaei D. Hurwitz# 3
Text of Proposed Order it 4 Certificate of Servlce)(LASALA, JOSEPH) (Entered: 05/30/2007)

ORDER on informal application granting the request to extend deadlines concerning the
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91
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invalidity disclosures and infringement contentions to address the newly asserted patent;
FOURTH AMENDED PRETRIAL SCHEDULING ORDER: Settlement Conference set for 6/18/2007

10:00 PM before Magistrate Judge Patty Shwartz., Telephone Conference set for 9/25/2007
03:00 PM before Magistrate Judge Patty Shwartz., Final Pretrial Conference set for 5/17/2008
01:00 PM before Magistrate Judge Patty Shwartz.,Discovery due by 12/31/2007.. Signed by
Judge Patty Shwartz on 05/30/2007. (nr, ) (Entered: OS/31/2007)

Set Deadlines as to 83 MOTION for Leave to Appear Pro Hac Vice on behalf of Michael D.
Hurwitz, Esq.. Motion Hearing set for 6/25/2007 10:00 AM before Judge Katharine S. Hayden.
(nr, )(PLEASE BE ADVISED THAT THIS MOTION WILL BE DECIDED ON THE PAPERS UNLESS
OTHERWISE NOTIFIED BY THE COURT) (Entered: 05/31/2007)

NOTICE by NETZPHONE, INC. of Withdrawal of Admission Pro Hac Vice of J. Alan Galbraith, Esq.
(IASALA, JOSEPH) (Entered: 05/31/2007)

ORDER granting 77 Motion for Leave to File third amended complt.. Signed by Judge Patty
Shwartz on 05/30/2007. (nr, ) (Entered: 05/31/2007)

ORDER granting 83 Motion for Michael D. Hurwitz to Appear Pro Hac Vice. Signed by Judge Patty
Shwartz on 05/31/2007. (nr, ) (Entered: 06/01/2007)

AMENDED COMPLAINT against all defendants all defendants, filed by NETZPHONE, INC..
(Attachments: # 1)(LASALA, JOSEPH) (Entered: 06/04/2007)

Notice of Request by Pro Hac Vice Michael D. Hurwitz, Esq. to receive Notices of Electronic
Filings. (LASALA, JOSEPH) (Entered: 06/12/2007)

Pro Hac Vice fee: $ 150, receipt number 200345674 re Michael Hurwitz (nr, ) (Entered:
06/12/2007)

LETTER ORDER: resetting Settlement Conference set for 9/6/2007 11:00 AM before Magistrate
Judge Patty Shwartz.. Signed by Judge Patty Shwartz on 06/22/2007. (nr, ) (Entered:
06/25/2007)

ANSWER to Amended Complaint, COUNTERCLAIM against all plaintiffs by EBAY, INC., SKYPE
TECHNOLOGIES SA, SKYPE, INC.. (Aztachrnents: # 1 Certificate of Service)(CURTIN, THOMAS),
(Entered: O6/25/2007)

Letter from Joseph P. La Sala, Esq. Regarding Joint Request to Change Scheduling Order.
(IASALA, JOSEPH) (Entered: 06/25/2007)

CONSENT ORDER extending defts‘ time to answer to 06/25/2007. Signed by Judge Patty
Shwartz on 06/22/2007. (nr, ) (Entered: 06/26/2007)

ORDER on informal application granting request to extend deadline to raise unresolved
discovery, Fil-‘l'H AMENDED PRETRIAL SCHEDULING ORDER: Settlement Conference set for
9/6/2007 11:30 AM before Magistrate Judge Patty Shwart2., Telephone Conference set for
9/25/2007 03:00 PM, 12/4/2007 AT 3:00P.M. 8: 4/29/2008 AT 3:00P.M. before Magistrate
Judge Patty Shwart2., Final Pretrial Conference set for 6/17/2008 01:00 PM before Magistrate
Judge Patty Shwartz.,Discovery due by 12/31/2007.. Signed by Judge Patty Shwartz on
06/24/2007. (nr, ) (Entered: 06/26/2007)

LETTER ORDER: Settlement Conference set for 9/6/2007 1 1:00 AM before Magistrate Judge
Patty Shwartz.. Signed by Judge Patty Shwartz on 06/26/2007. (nr, ) (Entered: 06/27/2007)

ORDER on informal application granting the request to extend deadline to submit Markman
briefs; SCHEDULING ORDER: Settlement Conference set for 9/6/2007 11 :30 AM before
Magistrate Judge Patty Shwartz, Telephone Conference set for 9/25/2007 03:00 PM before
Magistrate Judge Patty Shwartz., Final Pretrial Conference set for 6/17/2007 01:00 PM before
Magistrate Judge Patty 5hwart2.,Discovery due by 12/31/2007.. Signed by Judge Patty Shwartz
on 08/06/2007. (nr, ) (Entered: OB/07/2007)

PIatiniff‘s Net2Phone, Inc‘s Opening Claim Construction MEMORANDUM by NETZPHONE, INC..
(Attachments: # 1 Declaration of Kevin Hardyii‘ 2 Exhibit Hi 3 Exhibit 2# 4 Exhibit 3# 5 Exhibit
4&9 6 Exhibit 51% 7 Exhibit 6# 8 Exhibit 7# 9 Exhibit 8# 10 Exhibit 91¢ 11 Exhibit 10# 12 Exhibit
11:: 13 Exhibit 12# 14 Exhibit 13# 15 Exhibit 14:: 16 Exhibit 15# 17 Exhibit 16.6‘ 18 Exhibit

17# 19 Certificate of Service)(LASALA, JOSEPH) Modified on 10/11/2007 (rg, ). (Entered:
08/30/2007)

Declaration of Alan J. Heinrich in support of Opening Claim Construction MEMORANDUM of
SKYBE Tech, SKYPE, Inc. and EBAY by EBAY, lNC., SKYPE TECHNOLOGIES SA, SKYPE, INC..
(Attachments: lit 1 Exhibit A# 2 Exhibit Br? 3 Exhibit Ci: 4 Exhibit D# 5 Exhibit E17 6 Exhibit F#
7 Exhibit G3: 8 Exhibit Hii 9 Exhibit I# 10 Exhibit J# 11 Exhibit K# 12 Exhibit L# 13 Exhibit M#

14 Exhibit N13‘ 15 Exhibit 0:: 16 Exhibit Pt! 17 Exhibit Q# 18 Exhibit R# 19 Exhibit S# 20 Exhibit
T# 21 Exhibit U# 22 Exhibit Va? 23 Exhibit will 24 Brief Skype‘s Opening Claim Construction
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Brief# 25 Appendix A# 26 Appendix Bill 27 Certificate of Servlce)(CURTIN, THOMAS) Modified
on 10/11/2007 (rg, ). (Entered: 00/30/2007)

LETTER ORDER rescheduling Settlement Conference set for 10/29/2007 11:00 AM before
Magistrate Judge Patty Shwart2.. Signed by Judge Patty Shwartz on 09/07/2007. (nr, )
(Entered: 09/10/2007)

ORDER on informal application granting request that defts. produce hardware, compilers and
codes needed to establish a "test". Signed by Judge Patty Shwartz on 09/11/2007. (nr, )
(Entered: 09/12/2007)

TRANSCRIPT of Proceedings held on September 11,2 007 before Judge Shwartz. PLEASE NOTE:
The complete transcript of these proceedings is maintained in paper format on file in the Clerks
Olfice. To request copies of this transcript, contact the Official Court Reporter or Transcription
Service who prepared the transcript. (ji, ) (Entered: 09/18/2007)

Letter from Thomas R. Curtin, Esq.. (FENNELLY, KATHLEEN) (Entered: 09/20/2007)

Letter from Joseph P. La Sala, Esq. regarding discovery disputes. (LASALA, JOSEPH) (Entered:
09/21/2007)

CLERK'S QUALITY CONTROL MESSAGE: ERIC VANDEVELDE, does not have a correct e-mail
address listed with the court and is not receiving his/her notices of electronic filing in this case.
Pursuant to local rule 10.1 and court procedures, counsel and unrepresented parties are
required to notify the court of any mailing or email address changes. The court has deleted the
invalid e-mail address. Attorneys should review the ECF link on our web site for information on
maintaining your account and unrepresented parties, or those attorneys without access to
maintaining their account, should notice the Clerk. (mem, ) (Entered: 09/24/2007)

Text Minute Entry for proceedings held before Judge Patty Shwartz : Telephone Conference held
on 9/25/2007. (aa, ) (Entered: 09/28/2007)

ORDER on informal application directing the pltf. to submit no later than Oct. 15, 2007 the
nonprivileged documents referred to in the Sept. 20, 2007 submissions. Signed by Judge Patty
Shwartz on 09/25/2007. (nr, ) (Entered: D9/28/2007)

NOTICE by ERIC VANDEVELDE, EBAY, INC., SKYPE TECHNOLOGIES SA, SKYPE, INC. re 55
Notice of Pro l-lac Vice to Receive NEF Withdraw! of Pro Hac Vice Admission and Request for
Electronic Notification (FENNELLY, KATHLEEN) (Entered: 10/02/2007)

Plaintiff Net2Phone Inc's Response MEMORANDUM on Claim Construction by NETZPHONE, INC.,
(Attachments: all 1 Declaration of Kevin Hard (Second)# 2 Exhibit 181'? 3 Exhibit 19# 4 Exhibit
20# 5 Exhibit 21# 6 Exhibit 22# 7 Exhibit 23# 8 Exhibit 24# 9 Exhibit 25!! 10 Exhibit 26# 11

Exhibit 27# 12 Exhibit 28# 13 Exhibit 29# 14 Certificate of Service)( IASALA, JOSEPH) Modified
on 10/11/2007 (rg, ). (Entered: 10/04/2007)

Responsive claim Construction MEMORANDUM of SKYPE Tech, SKYPE and EBAY by EBAY, INC.,
SKYPE TECHNOLOGIES SA, SKYPE, INC.. (Attachments: it 1 Declaration of David Johnsonlr 2
Exhibit Hi 3 Exhibit 2# 4 Declaration of Alan Heinricnill 5 Exhibit Air 6 Exhibit A part 2# 7
Exhibit 8# 8 Exhibit Ca‘: 9 Exhibit D# 10 Exhibit El! 11 Exhibit Fair 12 Certificate of Service)
(CURTIN, THOMAS) Modified on 10/11/2007 (rg, ). (Entered: 10/04/2007)

Minute Entry for proceedings held before Judge Katharine 5. Hayden : Status Conference held
on 10/11/2007. (rg, ) (Entered: 10/12/2007)

AMENDED Minute Entry for proceedings held before Judge Katharine S. Hayden : Status
Conference held on 10/11/2007. (rg, ) Additional attachrnent(s) added on 10/19/2007 (rg, ).
(Entered: 10/16/2007)

Letter from Joseph P. La Sala, Esq.. (LASALA, JOSEPH) (Entered: 10/15/2007)

ORDER on informal application directing he parties 0 produce the supplemental responses to the
document demands to include documents that came into existence between April 1, 2007 and
Aug. 1, 2007. Signed by Judge Patty Shwartz on 10/13/2007. (nr, ) (Entered: 10/16/2007)

AMENDED DOCUMENT by NETZPHONE, INC.. Amendment to 97 Pretrial Memorandum,
Supplemental Memorandum Relating to Entry 97. (Attachments: # 1 Certificate of Service for
Supplemental Memorandum Relating to Entry 97)(LASALA, JOSEPH) (Entered: 10/18/2007)

AMENDED DOCUMENT by NETZPHONE, INC.. Amendment to 106 Pretrial Memorandum,
Supplemental Memorandum Relating to Entry 106. (Attachments: # 1 Certificate of Service for
Supplemental Memorandum Relating to Entry 106)(LASALA, JOSEPH) (Entered: 10/18/2007)

AMENDED DOCUMENT by EBAY, INC., SKYPE TECHNOLOGIES SA, SKYPE, lNC.. Amendment to
96 Pretrial Memorandum,, Supplemental Memorandum Relating to Entry 93, Attachment 24.
(Attachments: # 1 Appendix A to Reforrnatted Opening Brlefir 2 Appendix B to Reformatted
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10/30/2007

11/02/2007

1 1/02/2007

11/02/2007

115

116

117

118

119

120

I22

123

124

Opening Brief# 3 Certificate of Service)(CURTIN, THOMAS) (Entered: 10/18/2007)

AMENDED DOCUMENT by EBAY, INC., SKYPE TECHNOLOGIES SA, SKYPE, lNC.. Amendment to
107 Pretrial Memorandum, Supplemental Memorandum Relating to Entry 107. (Attachments: #
1 Certificate of Sen/ice)(CURTlN, THOMAS) (Entered: 10/18/2007)

PRETRIAL MEMORANDUM by NETZPHONE, INC.. (Attachments: ii 1 Declaration of Kevin Hardy
(Third)# 2 Exhibit 30 to Third Declaration ofl(evin Hardyiai 3 Exhibit 31 to Third Declaration of
Kevin Hardyit 4 Exhibit 32 to Third Declaration of Kevin Hardyir 5 Exhibit 33 to Third
Declaration of Kevin Hardyit 5 Declaration of Professor Larry L. Peterson!) 7 Exhibit 1 to
Peterson Declarations? 8 Exhibit 2 to Peterson Deciarationli 9 Exhibit 3 to Peterson Declarationlai
10 Exhibit 4 to Peterson Deciarationiit 11 Exhibit 5 to Peterson Declarationii 12 Exhibit 6 to
Peterson Declarationlf 13 Exhibit 7 to Peterson Deciarationi: 14 Exhibit B to Peterson
Declarationiit 15 Exhibit 9 to Peterson Deciaration# 16 Exhibit 10 to Peterson Declaration# 17
Exhibit 11 to Peterson Declaration# 13 Exhibit 12 to Peterson Declaration# 19 Exhibit 13 to
Peterson DecIaration# 20 Exhibit 14 to Peterson Deciarationiii 21 Exhibit 15 to Peterson
Declaratiomii 22 Exhibit 16 to Peterson Declarations! 23 Exhibit 17 to Peterson Declaratiomt 24

Certificate of Service)(LASALA, )OSEPH) (Entered: 10/19/2007)

PRETRIAL MEMORANDUM by EBAY, INC., Si-(YPE TECHNOLOGIES SA, SKYPE, INC..
(Attachments: ii 1 Appendix to Reply Claim Construction Brief# 2 Declaration of Alan Heinrich#
3 Exhibit A to Heinrich Dec.# 4 Exhibit B to Heinrich Dec.# 5 Exhibit D to Heinrich Dec.# 6 '
Exhibit E to Heinrich Dec.# 7 Exhibit H to Heinrich Dec.# 8 Exhibit I to Heinrich Dec.# 9 Exhibit
J to Heinrich Dec.ii‘ 10 Exhibit K to Heinrich Dec.# 11 Exhibit L to Heinrich Dec.# 12 Exhibit M

to Heinrich Dec.# 13 Exhibit C to Heinrich Dec.# 14 Certificate of Service)(CURTIN, THOMAS)
(Entered: 10/19/2007)

PRETRIAL MEMORANDUM by EBAY, lNC., SKYPE TECHNOLOGIES SA, SKYPE, INC..
(Attachments: if 1 Exhibit F# 2 Exhibit G)(FENNELLY, KATHLEEN) (Entered: 10/19/2007)

MOTION to Seal by EBAY, INC., SKYPE TECHNOLOGIES SA, SKYPE, INC.. (Attachments: # 1
Brief # 2 Declaration of Kathleen N. Fennellyii‘ 3 Text of Proposed Order # 4 Certificate of
Service)(CURTIN, THOMAS) (Entered: 10/22/2007)

Set Deadlines as to 119 MOTION to Seal. Motion Hearing set for 11/26/2007 10:00 AM before
Judge Katharine S. Hayden. (nr, ) (PLEASE BE ADVISED THAT THIS MOTION WILL BE DECIDED
ON THE PAPERS UNLESS OTHERWISE NOTIFIED BY THE COURT) (Entered: 10/23/2007)

ORDER ON INFORMAL APPLICATION directing all parties to produce the supplemental responses
to the document demands to include documents that came into existence between April 1, 2007
and August 1, 2007 no later than October 29, 2007, etc. Signed by Judge Patty Shwartz on
10/25/07. (aa, ) (Entered: 10/26/2007)

Minute Entry for proceedings held before Judge Patty Shwartz : Settlement Conference held on
10/29/2007. (aa, ) (Entered: 11/05/2007)

MOTION for Leave to Appear Pro l-lac Vice by NET2PHONE, INC.. (Attachments: # 1 Affidavit
Affidavit of Joseph P. La Salaif 2 Affidavit Affidavit of Scott K. Dasovich, Esq.# 3 Text of
Proposed Order Proposed Form of Order Pro Hac Vice Dasovichii 4 Certificate of Service Cert of
Filing and Service Dasovich)(LASALA, JOSEPH) (Entered: 10/30/2007)

Set Deadlines as to 121 MOTION for Leave to Appear Pro Hac Vice. Motion Hearing set for
11/25/2007 10:00 AM before )udge Katharine 5. Hayden. (nr, )(PLEASE BE ADVISED THAT
THIS MOTION WILL BE DECIDED ON THE PAPERS UNLESS OTHERWISE NOTIFIED BY THE

COURT) (Entered: 11/01/2007)

ORDER granting in part and denying in part 119 Motion to Seal. Signed by Judge Patty Shwartz
on 10/25/2007. (nr, ) (Entered: 11/02/2007)

MOTION to Strike 116 Pretrial Memoranoum,,,, Specifically the Declaration of Larry Peterson
submitted in Support of Reply Claim Constructin Brief by EBAY, lNC., SKYPE TECHNOLOGIES
SA, SKYPE, INC..Responses due by 11/12/2007 (Attachments: # 1 Brief in Support of Motion to
Strixeir 2 Exhibit A to Brief in Support of Motion to Strike (Deci.)# 3 Exhibit 1 to Ex. A to Brief#
4 Exhibit 2 to Ex. A to Brief# 5 Exhibit 3 to Ex. A to Briefii 6 Exhibit 4 to Ex. A to Briefli‘ 7
Exhibit 5 to Ex. A to Brief# 8 Exhibit 6 to Ex. A to Briefir 9 Exhibit 7 to Ex. A to Brlef# 10
Exhibit B to Ex. A to Brief# 11 Exhibit 9 to Ex. A to Briefs‘ 12 Exhibit 10 to Ex. A to Briefaif 13

Exhibit 11 to Ex. A to Brief!) 14 Exhibit 12 to Ex. A to Brief# 15 Text of Proposed Order # 16
Certificate of Service)(CURTlN, THOMAS) (Entered: 11/O2/2007)

NOTICE by NETZPHONE, INC. of Filing Redacted Documents (Attachments: # I)(LASALA,
JOSEPH) (Entered: 11/o2/2007)

Set Deadlines as to 123 MOTION to Strike 116 Pretrial Memorandurn,,,, Specifically the
Declaration of Larry Peterson submitted in Support of Reply Claim Constructin Brief MOTION to
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11/05/2007

11/06/2007

1 1/07/2007

1 1/09/2007

11/13/2007

11/13/2007

1 1/14/2007

11/16/2007

11/16/2007

11/19/2007

11/19/2007

11/19/2007 -

1 1/20/2007

1 1/21/2007

11/24/2007

1 1/27/2007

125

126

127

128

129

130

131

132

133

137

136

134

135

138

Strike 116 Pretrial Memorandum,,,, Specifically the Declaration of Larry Peterson submitted in
Support of Reply Claim Constructin Brief MOTION to Strike 116 Pretrial Men'iorandum,,,,
Specifically the Declaration of Larry Peterson submitted in Support of Reply Claim Constructin
Brief MOTION to Strike 1 16 Pretrial Memorandum,,,, Specifically the Declaration of Larry
Peterson submitted in Support of Reply Claim Constructin Brief. Motion Hearing set for
11/26/2007 10:00 AM before Judge Katharine 5. Hayden. (PLEASE BE ADVISED THAT THIS
MOTION WILL BE DECIDED ON THE PAPERS UNLESS OTHERWISE NOTIFIED BY THE COURT)
(nr, ) (Entered: 11/05/2007)

AFFIDAVIT of Joseph P. La Sala, Esq. re 121 MOTION for Leave to Appear Pro Hac Vice
Amended Afficiavit by NET2Pi-lONE, INC.. (LASALA, JOSEPH) (Entered: 11/06/2007)

AMENDED DOCUMENT by NETZPHONE, INC.. Amendment to 121 MOTION for Leave to Appear
Pro Hac Vice Afficiavit Scott K. Dasovich, Esq.. (LASALA, JOSEPH) (Entered: 11/06/2007)

ORDER on informal appiication overruling objection to producing Niklas Zennstrom for
deposition; deposition will be completed no later than 12/20/2007. Signed by Judge Patty
Shwartz on 11/05/2007. (nr, ) (Entered: 11/08/2007)

ORDER granting 121 Motion for Scott K. Dasovich to Appear Pro Hac Vice. Signed by Judge
Patty Shwartz on 11/07/2007. (nr, ) (Entered: 11/09/2007)

BRIEF in Opposition re 123 MOTION to Strike 116 Pretrial Memorandum,,,, Specifically the
Declaration of Larry Peterson submitted in Support of Reply Claim Constructin Brief MOTION to
Strike 116 Pretrial Memorandum,,,, Specifically the Declaration of Larry Peterson submitted in
Support of Reply Claim Constructin Brief MOTION to Strike 116 Pretrial Memorandum,,,,
Specifically the Declaration of Larry Peterson submitted in Support of Reply Claim Constructin
Brief MOTION to Strike 116 Pretrial Memorandum,,,, Specifically the Declaration of Larry
Peterson submitted in Support of Reply Claim Constructin Brief filed by NETZPHONE, INC..
(Attachments: it 1 it 2)(LASAl.A, JOSEPH) (Entered: 11/13/2007)

Notice of Request by Pro Hac Vice Scott K. Dasovich, Esq. to receive Notices of Electronic
Filings. ( Pro l-lac Vice fee $ 150 receipt number 1736940.) (LASALA, JOSEPH) (Entered:
11/13/2007)

Pro Hac Vice fee: is 150, receipt number 1736940 re Scott K. Dasovich (nr, ) (Entered:
11/14/2007)

REPLY to Response to Motion re 123 MOTION to Strike 116 Pretrial Memorandum,,,, Specifically
the Declaration of Larry Peterson submitted in Support of Reply Claim Constructin Brief MOTION
to Strike 116 Pretrial Memorandum,,,, Specifically the Declaration of Larry Peterson submitted
in Support of Reply Claim Constructin Brief MOTION to Strike 116 Pretrial Memorandum,,,,
Specifically the Declaration of Larry Peterson submitted in Support of Reply Claim Constructin
Brief MOTION to Strike 116 Pretrial Memorandum,,,, Specifically the Declaration of Larry
Peterson submitted in Support of Reply Claim Constructin Brief Reply Brief in Support of Motion
to Strike filed by EBAY, INC., SKYPE TECHNOLOGIES SA, SKYPE, lNC.. (Attachments: # 1
Certificate of Service)(CURT[N, THOMAS) (Entered: 11/16/2007)

Minute Entry for proceedings held before Judge Patty Shwartz : Settlement Conference held on
11/15/2007. (drc, ) (Entered: 12/03/2007)

ORDER on informal application granting request to extend deadlines; SEVENTH AMENDED
SCHEDULING ORDER: Telephone Conference set for 12/4/2007 03:00 PM before Magistrate
Judge Patty Shwartz., Final Pretrial Conference set for 6/17/2008 01:00 PM before Magistrate
Judge Patty Shwartz.,Proposed Pretrial Order due by 6/10/2008.. Signed by Judge Patty
Shwartz on 11/16/2007. (nr, ) (Entered: 11/19/2007)

ORDER granting application for pro hac vice admission of Mark M. Kuo and Benjamin T. Wang
for pro hac vice admission. Signed by Judge Patty Shwartz on 11/16/2007. (nr, ) (Entered:
11/19/2007)

DECLARATION of Mlnh 2. Kuo in support of pro hac vice admission (Attachments: # 1 Decl. of
Kathleen N. Fennellyii 2 Decl. of Beniamin T. wang)(nr, ) (Entered: 11/26/2007)

ORDER on informal application requesting to correct order of 11/19/2007, and SEVENTH
AMENDED SCHEDULING ORDER: Telephone Conference set for 12/4/2007 03:00 PM before
Magistrate Judge Patty Shwartz., Final Pretrial Conference set for 6/17/2008 01:00 PM before
Magistrate Judge Patty Shwart2.. Signed by Judge Patty Shwartz on 11/20/2007. (mn, )
(Entered: 11/26/2007)

Letter from Thomas R. Curtin, Esq. (CURTIN, THOMAS) (Entered: 11/21/2007)

Letter from Joseph La Saia. (LASALA, JOSEPH) (Entered: 11/24/2007)

MOTION for Leave to Appear Pro l-lac Vice by NETZPHONE, iNC.. (Attachments: # 1 Affidavit
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11/27/2007

1 1/27/2007

11/27/2007

1 1/28/2007

11/28/2007

11/29/2007

11/29/2007

1 1/30/2007

11/30/2007

1 2/10/2007

12/10/2007

1 2/10/2007

12/10/2007

12/10/2007

12/1 1/2007

1 2/1 2/2007

12/17/2007

12/ 17/2007

139

140

142

143

141

144

145

146

147

148

1.49

150

151

152

JPLS# 2 Affidavit Robert J. Shaughnessyait 3 Certificate of Service # 4 Text of Proposed Order)
(LASALA, JOSEPH) (Entered: 11/27/2007)

MOTION for Leave to Appear Pro Hac Vice by NETZPHONE, INC.. (Attachments: # 1 Affidavit
JPLS# 2 Affidavit Thomas G. Hentoffrr 3 Certificate of Service # 4 Text of Proposed Order to
appear pro hac vice)(LASALA, JOSEPH) (Entered: 11/27/2007)

LETTER ORDER Setting a Telephone Conference for 11/29/2007 11 :00 AM before Magistrate
Judge Patty Shwart2.. Signed by Judge Patty Shwanz on 11/26/07. (cs, ) (Entered:
11/23/2007)

Set Deadlines as to 139 MOTION for Leave to Appear Pro Hac Vice, 138 MOTION for Leave to
Appear Pro Hac Vice. Motion Hearing set for 12/24/2007 10:00 AM before Judge Katharine 5.
Hayden. (nr, )(PLEASE BE ADVISED THAT THIS MOTION WILL BE DECIDED ON THE PAPERS
UNLESS OTHERWISE NOTlFlED BY THE COURT) (Entered: 1 1/29/2007)

STIPULATION AND ORDER for issuance of depositions for foreign residents. Signed by Judge
Patty Shwartz on 11/28/2007. (nr, ) (Entered: 11/29/2007)

ORDER granting 1 38 Motion for Robert J. Shaughnessy and Thomas G. Hentoff to Appear Pro
Hac \fice; granting 139 Motion for Leave to Appear Pro Hac Vice. Signed by Judge Patty Shwartz
on 11/28/2007. (nr, ) (Entered: 11/30/2007)

TRANSCRIPT of Proceedings held on October 25, 2007 before Judge Shwartz. PLEASE NOTE:
The complete transcript of these proceedings is maintained in paper format on tile in the Clerks
Office. To request copies of this transcript, contact the Official Court Reporter or Transcription
Service who prepared the transcript. (ji, ) (Entered: 11/29/2007)

Minute Entry for proceedings held before Judge Patty Shwartz : Telephone Status Conference
held on 11/29/2007. (drc, ) (Entered; 12/03/2007)

NOTICE by NETZPHONE, INC. of withdrawal of Admission Pro Hac Vice of Michael D. l-lurwitz.
Esq. (Attachments; it 1 Certificate of Service)(LASALA, JOSEPH) (Entered: 11/30/2007)

ORDER on informal application directing the pltf. to report to the Court its position concerning
whether or not it would agree to have a special Master recview all privilege documents and limit
any appeal to legal decisions made concerning the pre—sale documents and limit such appeal to
one level of appeal or agreed to have a judicial officer review only a limited sampling of the
documents and to waive any appeal of the decisions about the rulings, etc.. Signed by Judge
Patty Shwartz on 11/29/2007. (nr, ) (Entered: 11/30/2007)

ORDER appointing Ronald J. Hedges as the special master; scheduling a telephone conference
with the Special Master for 1/8/2006 at 1:00p.m.; Hearing set for 1/10/2008 10:00 AM 8:
1/15/2008 at 10:00am. before Magistrate Judge Patty Shwartz.. Signed by Judge Patty
Shwartz on 12/07/2007. (nr, ) (Entered: 12/10/2007)

MOTION for Leave to Appear Pro Hac Vice on behalf of Steven R. Ruby, Esq. by NETZPHONE,
INC.. (Attachments: are 1 Affidavit of Joseph P. La Sala in suppoprt of motion»! 2 Affidavit of
Steven R. Ruby, Esq.# 3 Text of Proposed Order # 4 Certification of Service)(LASALA, JOSEPH)
(Entered: 12/10/2007)

Notice of Request by Pro Hac Vice Robert J. Shaughnessy, Esq. to receive Notices of Electronic
Filings. ( Pro Hac Vice fee $ 150 receipt number 1773820.) (IJXSALA, JOSEPH) (Entered:
12/10/2007)

Letter from Thomas R. Curtin, Eso.. (CUR1'IN, THOMAS) (Entered: 12/10/2007)

Set Deadlines as to 147 MOTION for Leave to Appear Pro Hac Vice on behalf of Steven R. Ruby,
Esq.. Motion Hearing set for 1/14/2008 10:00 AM before Judge Katharine 5. Hayden. (nr, )
(PLEASE BE ADVISED THAT THIS MOTION WILL BE DECIDED ON THE PAPERS UNLESS
OTHERWISE NOTIFIED BY THE COURT) (Entered: 12/11/2007)

Notice of Request by Pro Hac Vice Thomas G. Hentoff, Esq. to receive Notices of Electronic
Filings. ( Pro Hac Vice fee $ 150 receipt number 1776164.) (LASALA, JOSEPH) (Entered:
12/11/2007)

ORDER granting 147 Motion for Steven R. Ruby to Appear Pro Hac Vice. Signed by Judge Patty
Shwartz on 12/11/2007. (nr, ) (Entered: 12/12/2007)

MOTION for Leave to Appear Pro Hac Vice by NETZPHONE, INC.. (Attachments: # 1 Affidavit if
2 Affidavit it 3 Certificate of Service it 4)(LASALA, JOSEPH) (Entered: 12/17/2007)

Set Deadlines as to 152 MOTION for Leave to Appear Pro l-lac Vice. Motion Hearing set for
1/14/2008 10:00 AM before Judge Katharine S. Hayden. (nr, ) (PLEASE BE ADVISED THAT THIS
MOTION WILL BE DECIDED ON THE PAPERS UNLESS OTHERWISE NOTIFIED BY THE COURT)
(Entered: 1 2/18/2007)
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1 2/18/2007

12/19/2007

12/19/2007

12/19/2007

12/20/2007

1 2/20/2007

01/04/2008

01/10/2008

01/11/2008

01/11/2003

01/11/2008

01/14/2008

01/14/2008

01/14/2008

01/17/2008

01/17/2008

01/18/2008

01/18/2008

01/22/2008

01/22/2008

01/24/2008

01/24/2008

01/24/2008

01/28/2008

153

154

155

156

157

158

159

160

161

162

163

154

165

166

167

168

169

170

171

172

173

174

ORDER granting 152 Motion for Stephen D. Andrews to Appear Pro Hac Vice. Signed by Judge
Patty Shwartz on 12/18/2007. (nr, ) (Entered: 12/19/2007)

Pro Hac Vice fee: $ 300.00, receipt number 200349723 re Marko l(uo 8: Benjamin Wang (nr, )
(Entered: 12/19/2007)

AFFIDAVIT of Ronald J. Hedges by RONALD J. HEDGES. (HEDGES, RONALD) (Entered:
12/19/2007)

Letter from Thomas R. Curtin, Esq., to Hon. Ronald Hedges forwarding Skype Privilege Log
Submission. (FENNELLY, KATHLEEN) (Entered: 12/19/2007)

Notice of Request by Pro Hac VICE Marko Kuo to receive Notices of Electronic Filings. (FENNELLY,
KATHLEEN) (Entered: 12/20/2007)

Notice of Request by Pro Hac Vice Benjamin Wang to receive Notices of Electronic Filings.
(FENNELLY, KATHLEEN) (Entered: 12/20/2007)

ORDER on informal application granting Ski/pe's request for deposition of Mr. Oberg. Signed by
Judge Patty Shwartz on 01/02/2008. (nr, ) (Entered: 01/07/2008)

ORDER granting application for pro hac vice admission of Perry M. Goldberg. Signed by Judge
Patty Shwartz on 01/07/2008. (nr, ) (Entered: 01/10/2008)

Notice of Request by Pro Hac wce Steven R. Ruby, Esq. to receive Notices of Electronic Filings.
( Pro Hac Vice fee $ 150 receipt number 1813268.) (LASALA, JOSEPH) (Entered: 01/11/2008)

MOTION for Leave to Appear Pro Hac Vice on Behalf of Amy Mason Saharia, Esq. by
NETZPHONE, INC.. (Attachments: # 1 Affidavit it 2 Affidavit of Amy Sahariaili 3 Text of
Proposed Order # 4 Certificate of Sen/ice)(LASALA, JOSEPH) (Entered: 01/11/2008)

Set Deadlines as to 161 MOTION for Leave to Appear Pro Hac Vice on Behalf of Amy Mason
Saharia, Esq.. Motion Hearing set for 2/4/2008 10:00 AM before Judge Katharine 5. Hayden.
(nr, ) (PLEASE BE ADVISED THAT THIS MOTION WILL BE DECIDED ON THE PAPERS UNLESS
OTHERWISE NOTIFIED BY THE COURT) (Entered: 01/14/2008)

TRANSCRIPT of Proceedings held on January 2, 2008 before Judge Shwartz. PLEASE NOTE: The
complete transcript of these proceedings is maintained in paper format on file in the Clerks
Office. To request copies of this transcript, contact the Official Court Reporter or Transcription
Service who prepared the transcript. (ji, ) (Entered: 01/14/2008)

ORDER on informal application withdrawing the telephone conference schedule for 1/11/2008.
Signed by Judge Patty Shwartz on 01/14/2008. (nr, ) (Entered: 01/14/2008)

STATEMENT Attaching Revised Nel:2Phone and IDT Privilege Log by NETZPHONE, INC..
(Attachments: # 1 Exhibit A)(LASALA, JOSEPH) (Entered: 01/14/2008)

DECLARATION of PERRY M. GOLDBERG in support of application for pro hac vice admission
(nr, ) (Entered: 01/18/2008)

DECLARATION of Kathleen N. Fennelly in support of application for pro hac vice admission (nr, )
(Entered: 01/18/2008)

ORDER on informal application granting application for pro hac vice admission of Perry M.
Goldberg. Signed by Judge Patty Shwartz on 01/07/2008. (nr, ) (Entered: 01/18/2008)

AFFIDAVIT of Joseph P. La Sala in Compliance with Court Order by NETZPHONE, INC..
(Attachments: lit 1 Certificate of Service)(LASAl.A, JOSEPH) (Entered: 01/18/2008)

ORDER granting 161 Motion for Amy Mason Sharia to Appear Pro Hac Vice. Signed by Judge
Patty Shwartz on 01/18/2008. (nr, ) (Entered: 01/23/2008)

ORDER on informal application advising the parties that If they do not resolve the prior art issue
by 1/24/2008 at S:00p.m. the parties shall then submit their positions concerning the prior art
issue via joint letter protocol and be prepared to discuss the issue during the the telephone
conference schedule for 1/25/2008 at 5:00pm.. Signed by Judge Patty Shwartz on 01/18/2008.
(nr, ) (Entered: 01/23/2008)

AFFIDAVIT of of Compliance by Andrew D. WEISS by EBAY, lNC., SKYPE TECHNOLOGIES SA,
SKYPE, INC.. (FENNELLY, KATHLEEN) (Entered: 01/24/2008)

Letter from Thomas R. Curtin, Esq. re: Certifications of Compliance. (CURTIN, THOMAS)
(Entered: 01/24/2008)

Letter from Kathleen N. Fennelly, Esq., Requesting Extension of Joint Letter Deadline.
(FENNELLY, KATHLEEN) (Entered: 01/24/2008)

ORDER on informal application regarding production of documents and directing that depositions
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