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1
METHOD AND APPARATUS FOR

PROVIDING POLICY-BASED SERVICES
FOR INTERNAL AI’PI .ICA'I‘IONS

BACKGROUND OF THE INVENTION

A. Field of the Invention

This invention relates to the field of digital telecommu~
nications. More particularly, this invention relates to a
method and apparatus for applying policies in packet for-
warding devices, such as routers and remote access servers.

B. Description of Related Art
l’ackebswitched networks, such as the Internet, typically

include one or more packet forwarding devices, such as
routers or remote access servers. Viewed at the simplest
level, a router is a device having a plurality of interfaces,
with each interface typically connected to a wide area
network (WAN), a local area network (LAN), or a host.
Internally, the router forwards packets from one interface to
another based on the destination address contained in the

header of each packet. A remote access server is similar to
a router, except that, in addition to interfaces to WANs
andior [.ANs, a remote access server also includes one or

more interfaces to the public switched telephone network
(PSTN) to provide dial-in access to the network. Remote
access servers also forward packets from one interface to
another based on the destination addresses of the packets.

Increasingly, routers and remote access servers are also
performing more sophisticated handling of packets than
simply routing them on the basis of destination address. In
particular, some packets may be selected for special treat—
ment in order to provide “policy-based services." “Policy-
based services" encompass any disposition of packets that
involves more than simply routing them based on their
destination addresses. For example, routers and remote
access servers may perform packet filtering, in which certain
packets are dropped, diverted, andr’or logged. The router or
remote access server may also perform network address
translation (NAT), in which the source andlor destination
addresses are changed. Certain packets may be encrypted or
decrypted, such as provided for in the IPsec protocols.
Finally, certain packets may be prioritized in the queue of
the router or remote access server in order to provide a
particular quality of service (008) level. Many other types
of special handling of packets could also be performed.

To identify the packets that are to be subject to such
special handling, the router or remote access server typically
examines more than the destination address of the packet. In
general, the packet-forwarding device examines one or more
"selector fields" within each packet, such as the source
address, destination address, source port, destination port,
and protocol type. User name, more particularly the IP
address allocated to a particular user, may also be used as a
selector filed in remote access servers. The packet- _
forwarding device then enforces a “policy” by applying a set
of rules to packets whose selector fields meet predefined
criteria. The rules specify how the packets are to be handled.
As a result of this policy enforcement, packets may be
dropped, logged, translated, encrypted, decrypted, or
prioritized, if the selector fields within the packets match
certain predefined criteria.

Typically, the “policy” is applied to all interfaces of the
packet-forwarding device. For example, Abraham et al.,
US. Pat. No. 5,983,270 discloses a network server through
which all traffic between a LAN and the Internet passes. A
filter engine in the network server applies a policy, embodied
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in a set of rules. to all outbound packets transmitted from the
LAN to the Internet and to all inbound packets from the
Internet to the LAN.

Similarly, Haddock et al., PCT Publication No. W0
99r'11003 discloses a packet—forwarding device having a
comparison engine. The comparison engine examines the
packets arriving at each input port to determine with which
tralIic group each packet is associated, the traffic groups
defining different 008 levels.

A packet-forwarding device 10 that typifies the prior art
approach of applying policies to packets. is shown in FIG. 1.
FIG. I is a functional block diagram in which arrows
illustrate the flow of packets between functional blocks.
Device 10 may be a router, a remote access server, or other
such device that forwards packets. Device 10 includes
interfaces 12, 14, and 16, that connect device 10 to nodes 18,
20, and 22, respectively. Nodes 18—22 may represent hosts
connected via a LAN or WAN or via the PSTN. Nodes

18—22 may also represent other packet forwarding devices.
Although device 10 is shown in FIG. I with three interfaces,
device ll] may, in general. have a greater or fewer number
of interfaces.

As indicated by the double—headed arrows, interfaces
12—16 are able to send packets to and to receive packets
from nodes 18—22, respectively. Interfaces 12—16, in turn,
are logically connected to a packet forwarder 24 via policy
engines 26, 28, and 30. Internal applications 32 are also
logically connected to packet forwarder 24. Internal appli-
cations 32 include the applications on device 10, such as
applications for controlling and configuring device 10, that
arc accessible remotely, such as by SNMP or by Telnet.

Packet forwarder 24 receives packets forwarded by inter
faces 12—16, via policy engines 26—30, and by internal
applications 32. Packet forwarder 24-, in turn, is able to
forward packets to internal interfaces 12—16, via policy
engines 26—30, and to internal applications 32. Packet
forwarder 24 performs a routing functionality. Specifically,
packet forwarder 24- determines, for each packet it receives,
whether to forward the packet to one or more of interfaces
12—16 andfor internal applications 32. Packet forwarder 24
makes this routing determination for each packet based on
the packet‘s destination address. Typically, packet forwarder
24 has access to routing tables that specify where to send
each destination address. Normally, packet forwarder 24 will
forward a packet to internal applications 32 when the
packet’s destination address matches one of the packet—
forwarding device’s own IP addresses.

Policy engines 26-30 apply policies to all packets for-
warded between interfaces 12—16 and packet forwarder 24-.
In this process, policy engines 26-30 trap each packet and
examine various selector fields in each packet, such as
source address, destination address. source port, destination
port, and protocol type. Based on this information, policy
engines 26—30 apply a set of rules that specify the manner
in which the packets are to be handled. In general, policy
engines 26—30 may be separately configured so as to apply
different policies.

The problem with this approach is that there is a high
overhead associated with applying policies to all incoming
and outgoing packets. This high overhead may increase the
latency of each packet and may degrade the throughput of
the packetwforwarding device. Another disadvantage with
the prior art approach is the time and effort required to
develop and manage policies for each interface. Finally, the
overhead and management difficulties serve to limit the
complexity of the policies that a packet-forwarding device
can apply.

f 

 

Find authenticated court documents without watermarks at docketalarm.com. 

https://www.docketalarm.com/


Real-Time Litigation Alerts
  Keep your litigation team up-to-date with real-time  

alerts and advanced team management tools built for  
the enterprise, all while greatly reducing PACER spend.

  Our comprehensive service means we can handle Federal, 
State, and Administrative courts across the country.

Advanced Docket Research
  With over 230 million records, Docket Alarm’s cloud-native 

docket research platform finds what other services can’t. 
Coverage includes Federal, State, plus PTAB, TTAB, ITC  
and NLRB decisions, all in one place.

  Identify arguments that have been successful in the past 
with full text, pinpoint searching. Link to case law cited  
within any court document via Fastcase.

Analytics At Your Fingertips
  Learn what happened the last time a particular judge,  

opposing counsel or company faced cases similar to yours.

  Advanced out-of-the-box PTAB and TTAB analytics are  
always at your fingertips.

Docket Alarm provides insights to develop a more  

informed litigation strategy and the peace of mind of 

knowing you’re on top of things.

Explore Litigation 
Insights

®

WHAT WILL YOU BUILD?  |  sales@docketalarm.com  |  1-866-77-FASTCASE

API
Docket Alarm offers a powerful API 
(application programming inter-
face) to developers that want to 
integrate case filings into their apps.

LAW FIRMS
Build custom dashboards for your 
attorneys and clients with live data 
direct from the court.

Automate many repetitive legal  
tasks like conflict checks, document 
management, and marketing.

FINANCIAL INSTITUTIONS
Litigation and bankruptcy checks 
for companies and debtors.

E-DISCOVERY AND  
LEGAL VENDORS
Sync your system to PACER to  
automate legal marketing.


