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Hypertext Transfer Protocol -- HTTP/1.1
1 Status of this Memo
This document is an Internet-Draft. Internet-Drafts are working documents of the Internet Engineering
Task Force (IETF), its areas, and its working groups. Note that other groups may also distribute working
documents as Internet-Drafts.

Internet-Drafts are draft documents valid for a maximum of six months and may be updated, replaced, or
made obsolete by other documents at any time. It is inappropriate to use Internet-Drafts as reference
material or to cite them other than as “work in progress”.

To learn the current status of any Internet-Draft, please check the “1id-abstracts.txt” listing
contained in the Internet-Drafts Shadow Directories on ftp.is.co.za (Africa), nic.nordu.net
(Europe), munnari.oz.au (Pacific Rim), ds.internic.net (US East Coast), or ftp.isi.edu
(US West Coast).

Distribution of this document is unlimited. Please send comments to the HTTP working group at <http-
wg@cuckoo.hpl.hp.com>. Discussions of the working group are archived at
<URL:http://www.ics.uci.edu/pub/ietf/http/>. General discussions about HTTP and the
applications which use HTTP should take place on the <www-talk@w3.org> mailing list.

NOTE: This specification is for discussion purposes only. It is not claimed to represent the
consensus of the HTTP working group, and contains a number of proposals that either have not
been discussed or are controversial. The working group is discussing significant changes in many
areas, including - support for caching, persistent connections, range retrieval, content
negotiation, MIME compatibility, authentication, timing of the PUT operation.

2 Abstract
The Hypertext Transfer Protocol (HTTP) is an application-level protocol for distributed, collaborative,
hypermedia information systems. It is a generic, stateless, object-oriented protocol which can be used for
many tasks, such as name servers and distributed object management systems, through extension of its
request methods (commands). A feature of HTTP is the typing and negotiation of data representation,
allowing systems to be built independently of the data being transferred.

HTTP has been in use by the World-Wide Web global information initiative since 1990. This specification
defines the protocol referred to as “HTTP/1.1”.

3 Note to Readers of This Document

We believe this draft to be very close to consensus of the working group in terms of functionality for
HTTP/1.1, and the text substantially correct.  One final technical change NOT reflected in this draft is to
make persistent connections the default behavior for HTTP/1.1; editorial changes to reflect this in the
next, and we hope final draft, are being circulated in the working group mailing list.

This draft has undergone extensive reorganization to improve presentation.  Let us know if there are
remaining problems.
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The terminology used in this draft has changed to reduce confusion.  While we are converging on a shared
set of terminology and definitions, it is possible there will be a final set of terminology adopted in the next
draft.  Despite any terminology changes that may occur to improve the presentation of the specification,
we do not expect to change the name of any header field or parameter name.

There are a very few remaining issues indicated by Editor’s Note: in bold font.
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