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EXPRESS MAIL POST OFFICE TO ADDRESSEE LABEL NO.
M484077838U.

Commissioner of Paterits and Trademarks
BOX PATENT APPLICATION
Washington, D.C. 20231

Re: U.S. Patent Application: INFORMATION STORAGE AND DELIVERY
OVER A COMPUTER NETWORK USING CENTRALIZED
INTELLIGENCE TO MONITOR AND CONTROL THE INFORMATION
BEING DELIVERED
Inventors: Michael John Griffiths and James David McElhiney
Our File No.: 18022-001

Sir:

The enclosed Patent Application of the above-referenced inventors, Michael John
Griffiths, Westminster, Colorado, and James David McElhiney, Ottawa, Ontario,
Canada, is being filed by EXPRESS MAIL POST OFFICE TO ADDRESSEE
(Label No. EM484077838US) with the specification, claims, abstract, and drawings
which are sufficient to obtain a filing date under 37 C.F.R. 1.53 of the Patent Office
Rules. The applicants will complete the application by submitting the required filing
fee and declaration within the time allowed under 37 C.F.R. 1.53.

The cotrespondence address for purposes of Rule 1.53 is as follows:

Scott B. Allison, Reg. No. 38,370

Attorney for Applicant

CHRISMAN, BYNUM & JOHNSON, P.C.
1900 Fifteenth Street

Boulder, CO 80302

Telephone: (303) 546-1300

Facsimile: (303) 449-5426
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BACKGROUND OF THE INVENTION

1. Field_of the Invention:

This invention relates to the system for the storage, management, and delivery of
information on a computer network and, more specifically, to the efficient and reliable storage,

delivery, and monitoring of advertising and other information on a computer network.

2. Description of the Prior Art:

During recent years there have been rapid advancements in computers and computer
networking. In particular, the world-wide network of computers commonly referred to as the
Internet has seen explosive growth The Internet comprises a vast network of smaller wide area
and local area computer networks connected together so as to allow the sharing of resources and
to facilitate data communication between computers and users. The rapid growth of the Internet
is ldue, in large part, to the introduction and widespread use of graphical user interfaces catled
browsers which allow users easy access to network servers and computers connected to the
Internet and, more particularly, the World Wide Web.

The World Wide Web forms a subset of the Internet and includes a collection of servers,
computers, and other devices. Each server may contain documents formatted as web pages or
hypertext documents that are accessible and viewable with a web compliant browser, such as the
Netscape Navigator™ browser or the Mosaic™ browser. Each hypertext document or web pagé
may contain references to graphic files or banners that are to be displayed in conjunction with the
hypertext document or web page. The files and banners may or may not be stored at the same

location as the hypertext document or web page.

2
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A hypertext document often contains hypertext links to other hypertext documents such that
the other hypertext documents can be accessed from the first hypertext document by activating the
hypertext links. The servers connected to the World Wide Web utilize the Hypertext Transfer
Protocol (HTTP) which is widely known protocol which allows users to use browsers to access
web pages and the banners -or files associated with web pages. The files, banners, hypertext
documents, or web pages may contain text, graphics, images, sound, video, etc. and are generally
written in a standard page or hypertext document description language known as the Hypertext
Markup Language (HTML). The HTML format allows a web lbage developer to specify the
location and presentation of the graphic, textual, sound, etc. on the screen displayed to the user
accessing the web page. In addition, the HTML format allows a web page to contain links, such
as the hypertext links described above, to other web pages or servers on the Internet. Simply by
selecting a link, a user can be transferred to the new web page, which may be located very
different geographically or topologically from the original web page.

When using a conventional browser, a user can select which web page or hypertext
document the user wishes to have displayed on the user’s computer or terminal by specifying the
web page’s Universal or Uniform Resource Locator (URL) address. Each server has a unique
URL address and, in fact, so does each web page and each file needed to display the web page.
For example,- the URL address for the U.S. Patent and Trademark Office is currently
hitp://www.uspto.gov. When a user types in this URL address into a browser, the user’s terminal
establishes a connection with the U.S. Patent and Trademark Office and the initial web page for

the U.S. Patent and Trademark Office is transmitted from the server storing this web page (which

A
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may or may not be actually located at the U.S. Patent and Trademark Office) to the user’s terminal
and displayed on the user’s terminal. The web page may include a number of graphic.images or
elements, often referred to as banners, which are to be displayed on the user’s terminal in
conjunction with the web page. Each of the graphic images is typically stored as a separate file
on the server and has its own URL address. When the web page is initially transmitted from the
server to the user’s terminal, the browser receives the URL addresses for the graphic images and
then requests that they be transmitted from the server on which they are stored to the user’s
terminal for display on the user’s terminal in conjunction with the web page. The server(s) on
which the graphic images are stored may or may not be the same server on which the original web
page is stored. More specifically, since the URL’s addresses for the included graphic images are
all processed separately using the HTML protocols, it is possible and, in fact, common, for these

graphic images to be stored on separate and even widely distributed computers or hosts, all of

- which are accessible to the user’s terminal via a computer network. For purposes of the present

invention, the term “banner” is meant to be construed very broadly and includes any information
displayed in conjunction with a web page wherein the information is not part of the same file as
the web page. That is, a banner includes anything that is displayed or used in conjunction with
a web page, but which can exist separately from the web page or which can be used in conjunction
with many web pages. Banmners can include graphics, textual informati_on, video, audio,
animation, and links to other computer sites, web sites, web pages, or banners.

The growth of easy access to the World Wide Web and the ability to create visually

pleasing web pages have helped increase the amount of advertising and other promotional

{
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materials created for use and display with web pages. For example, a car manufacturer may have
a web page describing the company and the cars and car parts that the company manufactures and
sells. Part of the web page may include advertising information or banners such as, for example,
images of current car models sold by the manufacturer or the types and numbers or cars the
manufacturer has in stock. The car manufacturer may also contract with the owners. or operators
of other web pages to have the car manufacturer’s advertisement banners displayed when ﬁsers
access these other web pages. Similarly, an advertising agency may contract with various web
sites to have the advertisement banners of the agency’s clients displayed when users access the web
pages st(l)red on the web sites, For example, an advertising agency or ad-network firm may
contract with a web site containing general information about cars to have advertising information
or banners included on the web pages displayed to a user accessing the web site. The advertising
banners may contain graphics, text, etc. about car models or car parts manufactured by on of the
advertising agency’s clients. Furthermore, the advertisement banners may not be stored on the
same server or computer or web site on which the web page is stored. Rather, all or a significant
portion of the advertisement banners created by an advertising agency may reside on one or more
information or ad servers. Typically, an advertising agency will pay a fixed amount of money for
a fixed number of displays of its advertisement banners on a single web page or group of web
pages. Therefore, advertising agencies are understandably very interested in knowing which
advertisement banners have been displayed with which web pages and how often eac_h
advertisement banner has been displayed on terminals or otherwise served to terminals.

Unfortunately, the current state of the art is such that accurate counts are not made of hbw

s
h
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marnly times an banner, even a banner confaining an advertisement, is displayed to users or served
to terminals. Furthermore, nature and extent of the problem of miscounting displays of banners
is not well-known or even understood in the industry or by people of ordinary skill in the art.
Therefore, despite the well-developed state of the art in the displaying of information, banners,
and advertisements in conjunction with web pages, documents, or other information, there is stiil
a need for a system for storing and delivering information and banners on a computer network
where accurate counts of the number of times each piece of infqrmation and banner is displayed
can be made and the information and banners are displayed quic‘:kly and efficiently to usefs or
terminals. In addition, there is a need for a highly reliable, even fault-tolerant, system for storing
and delivering the information and banners that will not significantly reduce the efficiency of the
Internet or the servers on which the information and banners are stored, while providing for

accurate monitoring and counting of the information and banners displayed to a user or served to

a terminal.,

SUMMARY OF THE INVENTION
Accordingly, it is a general object of the present invention to provide a system for storing
and delivering information on a computer network.
It is a specific object of the present invention to provide a system for the storage, delivery
monitoring, and tailoring of advertising information on a computer network. -
It is another general object of the present invention to provide a system for storing and

delivering information on a computer network wherein accurate counts of the number of times the

5

b

Page 10 of 249



N

1
1

o B T D 5 0 B

ﬂ'l‘
et
Lh

20

Express Mail Label No. EM484077838US

information is displayed or served to users or terminals can be made.

It is a specific object of the present invention to provide a system for storing and delivering
information on a computer network wherein the operation of the computer network is not
significantly affected. |

It is another general object of the present invention to provide a system for storing and
delivering information on a coniputer network wherein the system maintains a high degtee of
reliability and fault tolerance.

Additional objects, advantages, and novel features of the irfvention shall be set forth in part

in the description that follows, and in part will become apparent to those skilled in the art upon

examination of the fbllowing or may be learned by the practice of the invention. The objects and

the advantages may be realized and attained by means of the instrumentalities and in combinations
particularly pointed out in the appended claims.

To achieve the foregoing and other objects and in accordance with the purposes of the
present invention, as embodied and broadly described herein, the system includes terminals
connected to a computer network, either directly, or indirectly through an intermediary device
such as a local or proxy server, that access computer or web sites also connected to the computer
network to download or transmit pages, documents, or other information from the computer or
web sites for storage or display on the terminals, wherein the pages, documents, or other
information served to the terminals contain references to banners to be displ_ayed in conjunction
with the pages, documents, and information. The terminal initiates access or connection to'a

desired computer or web site to access a desired page. After the desired page is transmitted and

6

7
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serﬁed to the terminal from the computer or web site, the terminal initiates and sends an initial
banner request signal to an information server either requesting that unspecified banner be served
to the terminal or that a specified banner be served to the terminal. The information server returns
a redirect signal to the terminal telling the terminal the location on the computer network of the
banner requested or specified by the terminal or selected by the information server, which location
may be the information server, the computer site, or some other information server, computer site,
or location accessible to the terminal via the computer network. The terminal then initiates a
second spcciﬁc banner request signal to the location of the banner requested or specified by the
terminal or selected ’by the information server and the banner is transmitted to the terminal for
display on the terminal, unless the requested or selected banner has previously been stored or
cached in the terminal’s memory or in the memory of a local or proxy server connected to the
terthinal, in which case the second banner request signal is not sent across the computer-network
and the banner is loaded and/or displayed directly from the terminal’s memory or served to the
teﬁnal from the proxy server.

In a second embodiment, a primary information server and at least one mirror information
server are connected to the computer site, but may be separated either geographically or network
topologically. The banner information stored in the primary information server is also stored in
eacﬁ_ of the mirror information servers. All of the initial banner request signals are sent to the
primary information server which determines which information server is best sﬁited for delivering
the banner to the terminal sending the initial banner request signal. As in the first embodimex_lt,

the banner may be specifically requested by the terminal or may be selected by the primary

7

g‘
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information server. The primary information server then sends a signal to the terminal indicating
to the terminal which information server the terminal should request the requested or selected
banner from. The terminal then generates the second banner request signal to serve or transmit
the banner from the information server selected by the primary information server. Should the

primary information server go offline, one or more of the mirror information servers can become

a new primary information server,

r'_“\
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BRIEF DESCRIPTION OF THE DRAWINGS

The accompanying drawings, which are incorporated in and form a part of the
specification, illustrate the preferred embodiments of the present invention, and together with the
descriptions serve to explain the principles of the invention.
In the Drawings:

Figure 1 illustrates a computer network over which the preseni: invention can be
implemented;

Figure 2 shows an representative web page accessible from a computer site connected to
the computer network of Figure 1;

Figure 3 shows a flowchart diagram of a prior method for storing and delivering
information across the computer network of Figure 1; and

Figure 4 shows a flowchart diagram of the preferred method of the present invention for

storing and delivering information across the computer network of Figure 1.

DETAILED DESCRIPTION OF THE PREFERRED EMBODIMENTS
A representative computer network 30 is illustrated in Figure 1 and includes computers or
terminals 32, 34, 36, 38, 40, 42, 44 with which users can access or connect to the computer
network 30 and the resources connected to the computer network 30 such as thg computer or web
sites or servers 46, 48. The computer network 30 can include satellite links, microwave links,
fiber optic transmission lines, local area networks, wide area networks, etc. Terminals, such as

the terminals 36, 38, 40, 42, 44, may be connected to the computer network 30 via local or
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caching proxy servers 50, 52 or other intermediary devices (not shown). Proxy servers allow
multiple terminals to access the computer network 30, while reducing the number of physical
connections to the computer network 30, as will be discussed in more detail below. A primary
information server 54 and mirror information servers 56, 58 may also be connected to the
computer network 30 to facilitite the serving and displaying of information or banners to the
terminals 32, 34, 36, 38, 40, 42, 44, as will also be discussed in more detail below. . The
computer network 30 illustrated in Figure 1 is only meant to- be generally representative of
computgr networks for purposes of elaboration and explanation of the present invention and other
devices, networks, etc. may be connected to the computer network 30 without departing from the
scope of the present invention. The computer network 30 is also intended fo be representative of,
and include, the Internet, the World Wide Web, privately or publicly owned or operated networks
such as, for example, Tymnet, Telenet, America On-Line, Prodigy, Compuserve, Information
America, and the Microsoft Network, and other local or wide area computer networks. The
cbmputer network 30 can also include or be representative of corporate or other private intranets,
which are privately owned networks using Internet protocols. It should also be noted that the
distinction between information servers, web site, computer sites, and generic servers is made only
for the purposes of elaboration and explanation of the present invention and that a device can
function simultaneously or alternatively as a computer site, web site, information server, generic
server, or other device, or combinations thereof without falling outside the écope of the present
invention.

By way of general introduction, in a typical computer network, a user located at a terminal

10
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~

can access the resources connected to the computer network. For example, a user at the terminal
34 or terminal 36 can access the web site or computer site 46 and the information stored thereon.
The computer site or server 46 may contain web pages, such as the web page 60 illustrated in
Figure 2, that the user can download for display on the terminal 34, For purposes of this
invention, the term “web page” shall be defined broadly and will include any hypertext document,
information, screen displays, etc. that a user can download or otherwise retrieve from a computer
or web site for display and/or storage on the user’s terminal, and shall not be limited to only the
information, pages, or documents retrievable by a user connected to the World Wide Web.
Therefore, the term “web page” will be used generically to refer to information transmitted or
served to a terminal from a computer site, web site, server, or other device, wherein the web page
may contain banners or references to banners that can be served to the terminal and displa}yed in
conjunction with the web page. The web page 60 may centain textual information, such as “XYZ
COMPANY” and “Company History,” and information configured in banners, such as the
banners 62, 64, 66. The banners 62, 64, 66 may contain graphics, text, video, etc. As will be
discussed in more detail below, the banners associated with a web page may not be stored at the
same place as the web page and may be downloaded or served to a user’s terminal separately from
the web page. A significant feature and advantage of the present invention is in the way the
banner information is selected and downloaded or served to a user’s terminal from computer sites
or information servers connected over a same computer network, as will be discussed in more
detail below. The current state of the art is such that the counts of banner displays are largely

inaccurate, banners are not targetable to large segments of the population using caching proxy

11
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servers, and suffers when the performance gains provided by proxy servers are not taken into
account in prior art methods of counting banner displays, as will also be disciissed in more detail
below.

In a conventional web page, such as the web page 60, if a user clicks on, or otherwise
activates, the button associated wi.th the textual information, a new web page might be displayed
on the user’s terminal. For example, if the user clicks on the button 68 associated with the textual
information “Company History,” a new web page devoted to thg history of the XYZ company
might be ‘served from the computer site 46 to the user’s terminal 34 and displayed on the user’s
terminal 34, Similarly, if the user clicks on the button 70 associated with the textual information
“Product Line,” a new web page devoted to the product line of the XYZ company might be served
from the computer site 46 to the user’s terminal 34 and displayed on the user’s terminal 34. Each
web page may contain similar “links” to other web pages, hypertext documents, web sites, etc.
Activating a link available on a web page or hypertext document, therefore, provides the user with
an ability to navigate or move to and display or download different documents, pages, banners,
sites, or other information via the computer network 30.

When a user has a web page displayed on the user’s terminal, the web page and its
associated banners are often stored or cached in the terminal’s memory for a period of time. In
this fashion, if the user desires or requests that a web page previously displayed to the user on the
terminal be reaccessed and displayed on the user’s terminal, the web page and the banneré
associated with the requested web page can be loaded directly from the terminal’s memory without

reconnecting to the computer or web site on which the web page is stored and from which the web

12
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page was originally served and without reconnecting to the computer site or information server
on which the banners are stored and from the banners were originally served, thereby reducing
the time needed to display the web page. Similarly, if the user’s terminal is connected to a local
Or proxy ‘server, the web page and the banners associated with the web page may be stored in the
memory of the proxy server. Should the user at a terminal request a redisplay of a web page
previously displayed on the user’s terminal or previously displayed on any other terminal
connected to the same proxy server, the web page and the banners associated from the web page
can be served from the proxy server to the terminal for display on ;:he terminal without connecting
to the computer or web site on which the web page is stored and from which the web page was
originally downloaded or served and withopt connecting to computer site or information servers
on which the banners are stored and from which the banneré were originally transmitted or served.

Note that, in the case that the information is retrieved from a copy of the information previously
stored held within a proxy server connected to the terminal, the serving of the informatibn to the
terminal will typically be completed by sending the information from the proxy server to the
terminal, {.e.,without the participation of the computer site or server. Therefore, it is difficult for
the computer site or server 46 to maintain an accurate count of the terminals 36, 38, etc. on which
the information is displayed if the ferminals are connected to caching proxy servers, if the
performance benefits offered by the caching proxy server are desired.

As previously discussed above, a significant feature and advantage of the present invention

is in the way the banner information is selected and transmitted and served to the user’s terminal

from computer sites or information servers connected over a same computer network. More
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specifically, the method of the present invention allows banner information to be served over a
computer network to a terminal, computer, etc. in a way which takes advantage of the
performance enbancements offered by caching proxy servers and such that the operation of the

computer network is not significantly affected while providing the ability to accurately track or

~ count the number of times the banner information has been displayed on terminals connected to

the computer network, as will be discussed in more detail below. It is not unéommon for banners
to confain up to fifty kilobytes (KB) of information, therebyl fhakh1g the limiting of banner
transmissions across a computer network very significant to the efficiency and operation of the
computer network and to banner serving computer systems.

For purposes of elaboration and explanation of the present invention, the conventions and
protocols of the World Wide Web, and browsers therefore, will be used as examples, in particular,
the concept of a Uniform Resource Locator (URL), the Hypertext Transfer Protocol (HTTP), the
Hypertext Markup Language (HTML), and the Transmission Control Protocol/Internet Protocol
(TCP/IP). It should be noted, however, that the concepts underlying the present invention can be
used for computer networks using other or different types of conventions and protocols. For more

details on these protocols, the reader is directed to: Kevin Washburn and Jim Evans, TCP/IP
running a successful network, 2nd Ed. (1996), published by Addison-Wesley, Douglas E. Comer,

Intervetworking with TCP/IP, 3rd Ed. (1995), published by Prentice Hall, John December and
Mark Ginslberg, HTML 3.2 and CGI Unleashed Professional Reference Edition (1996), published
by Sams.net Publishing, and Jerry Honeycutt ez al., Using HTMI 3.2, 3rd Ed (1997), published

by Que Corporation, all of these references of which are incorporated herein by reference. Other
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information about the HTTP, HTML, TCP/IP and other network protocols can also be found in
U.S. Patent No. 5,617,540 issued to Civanlar et al., U.S. Patent No. 5,572,643 issued to Judson,
and U.S. Patent No. 5,442,771 issued to Filepp et al., all of which are also incorporated herein
by reference. The linking of one web page or hypertext document to another is commonly done
using a hypertext markup comment tag. When the user clicks on or otherwise activates the
hypertext markup comment tag, a link to the new web page or hypertext document is generally
initiated by the user’s browser software which causes the user’s terminal to request that the new
web page or hypertext document be displayed on the user’s terml:nal or computer, Similarly, if
a web page served to a user’s terminal contains banners, the URL addresses for the banners will
be served with the web page so that the terminal can request that the banners be served to the
terminal for display on the terminal along with the previously served web page.

It should also be noted that the disclosed system and method also work for all types of
operating systems running on the computers, terminals, computer sites, information servers, and
other devices connected to the computer network 30. Such operating systems can include, for
example, Microsoft’s DOS™, WINDOWS 3.x™, WINDOWS NT™, or WINDOWS 95™ software,
IBM’s OS/2™ software, Apple’s System 7™ software, or the AIX or UNIX operating system
software platforms.

Now referring back to Figure 1, computers or terminals can be connected to the computer
network 30 in a variety of ways. For example, the terminals 32, 34 can be connected directly to
the computer network 30 or may be attached via a dial-up line or network access service provider.

Other terminals may connected to the computer via network proxy or local servers, such as the
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proxy servers 50, 52. Proxy servers allow multiple computers, terminals, or computer networks
to be connected to another computer network at a single point. In addition, since the connection
from the terminals 32, 34 and the proxy server 50 to the computer network 30 is in most instances

slower than the connections from the terminals 36, 38 to the proxy server 50, the proxy server 50

can provide significant speed improvements. For example, a large corporation may have all its

terminals connected via a local area computer network. The local area computer network can be
connected to a caching proxy server which is, in turn, connected tg the computer network 30. In
the computer network 30 illustrated in Figure 1, the terminals 36, 38 access the computer network
30 through the proxy server 50. Similarly, the terminals 40, 42, 44 access the computer network
30 through the proxy server 52. Using proxy servers allows multiple computers or terminals to
access a computer network while limiting the number of physical connections to the computer
network. Unfortunately, the use of proxy or network servers also creates some serious prbblems
when the counting of banner information files displayed to users on terminals is desired, as will
be' discussed in more detail below.

As previously discussed above, the connection of computer sites, web sites, information
servers, terminals, and other devices to a computer network allows the resources and information
stored in the computer sites, information servers, and other devices to be accessible to users at the
different terminals connected to the computer network. The users can also communicate with each
other or the computer sites by sending messages. or e-mail. When a user accesées the information
stored at a computer site, information, web pages, or screen displays are generally served from

the computer site for display on the user’s terminal or computer. The information transmitted to
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the iser’s terminal may contain a banner which is also served from the computer site, or which
may be instead automatically served from other computer sites or information servers connected
to the computer network. As a general example, referring once again to Figure 1, suppose a user
at the terminal 36 accesses the web site or computer site 46 via the proxy server 50 and the
computer network 30 in order to obtain information about the hypothetical XYZ Company. A web
page about the XYZ Company, such as the web page 60 illustrated in Figure 2, may be served
from the computer site 46 to the terminal 36 and displayed on the user’s terminal 36. The web
page 60 may contain places for banner information, such as the b;'mners 62, 64, 66 illustrated in
Figure 2. When the web page 60 is received by the user’s terminal 36, the banners 62, 64, 66
may be received at the same time. Alternatively, instructions may be sent to the user’s terminal
36 from the computer site 46 telling the terminal 36 where to find and request the banners 62, 64,
66 on the computer network 30, which may be the computer site 46, another computer site, or an
information server such as the information servers 54, 56, 58. When such instructions are
received by the user’s terminal 36, the terminal 36 accesses the appropriate location of banners
62, 64, 66 via the computer network 30 and requests that the banners 62, 64, 66 be served for
display on the user’s terminal 36.

The process described above in relation to the example has many inherent problems,
particularly when it is desired to count the number of times banner information is displayed on the
user’s terminal. More particularly, with reference to the previous example, the banners 62, 64,
66 displayed on the user’s terminal may or may not be related to the XYZ Company. Regardlesé

of the relationship between the banners 62, 64, 66 and the XYZ Company, the XYZ Company,
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an advertising agency, or some other entity may wish to know how many times the banners 62,
64, 66 bave been displayed on users’ terminals. As a more specific example, suppose the banners
62, 64, 66 constitute advertisements. The advertiser and the company or blient for whom the
advertisements are created will be very interested in knowing how many times the advertisements
are displayed on users’ terminals. Therefore, accurate count information for the banmers 62, 64,
66 is highly desirable. Unfortunately, such accurate count information is very difficult to acquire,
as will now be discussed in more detail.

Now referring to Figure 3, a CODVCIItiOIl?Ll method 72 used t’o download or serve web pages
and banner information to a user’s terminal is illustrated. Using the examples discussed above,

a user at the terminal 36 can access the computer site 46 via the computer network 30 and request

a web page to be served from the computer site 46 to the terminal 36 during the request page step

74. When the user requests a page during the request page step 74, a signal is sent from the user’s
terminal 36 to the computer site 46 via the proxy server 50 and the computer network 30 telling
the computer site 46 which page stored on the computer site 46 the user desires to have displayed
on the user’s terminal 36. However, the request signal sent by the user’s terminal 36 during the
request page step 74 may not reach the computer site 46. If the user at the terminal 36 had
previously requested the same page from the computer site 46, the page may already be stored in
the user’s terminal 36. Similarly, if any users at the terminals 36, 38 had requested the same page
from the computer site 46, the page may be stored in the proxy server 50. After the user requests
a page during the request page step 74, the terminal 36 may determine if the desired page is

already stored in the terminal 36 during storage determination step 76. If the desired page is
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alre:ady stored in the terminal 36, the terminal 36 will display the page during display step 78
without sending the signal to the computer site 46. If the desired page is not already stored in the
terminal 36, the terminal 36 will send the page request signal during send page request step 80.
Since the terminal 36 is connected to the proxy server 50, the page request signal sent during step
80 must pass through the proxy server before reaching the computer network 30. As a result, the
proxy server 50 may determine if the desired page is already stored in the proxy server 50 during
storage determination step 82 before it sends any signal to the computer site 46 over the computer
network 30. If the desired page is already stored in the proxy server 50, the proxy server 50 can
stop or otherwise terminate the page request signal, thereby stopping the page request signal from
being received by the computer site 46, and the proxy server will serve the desired page directly
to the terminal 36 for display on the terminal 36 during serve requested page step 84. The
terminal 36 may also store the desired page in its own memory during the serve requestéd page
step 84. If the proxy server 50 does not have the desired page already stored in its own memory,
the proxy server 50 will send the page request signal to the computer site 46 over the computer
petwork 30 during send page request step 85. The computer site 46 will then serve the desired
page to the proxy server 50 and the terminal 36 for display on the terminal 36 during the serve
requested page step 86. Either or both the terminal 36 and the proxy server 50 may store the
desired page during the serve requested page step 86.

Since terminals may be connected to the computer network 30 without aiso being connected
to proxy servers, the steps 82, 84, and 85 may not always be necessary in the method 72. For

example, now referring to Figure 1, the terminal 34 is not connected to a proxy server but is
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connected to the computer network 30. Therefore, the steps 82, 84 in the method 72 are not
needed and the terminal 34 will send the page request signal via the computer network 30 directly
to the computer site 46 during the send page request signal step 80.

The web page requested by the user from the computer site 46 may contain banner

" information, such as the banners 62, 64, 66 in the web page 60 illustrated in Figure 2. The banner

information may be served with the web page or, more commonly, the banner information may
reside in separate files which will need to be requested by the use-r"é: terminal 36 before the banner
information can be displayed on the user’s terminal 36 along with the requested web page.
Typically, the web page information served to the terminal 36 for display on the terminal 36 will
contain the electronic address information containing the location of the banner information on the
computer network 30. The banner information may be located on the computer site 46 or at other
locations connected to the computer network 30, as will be discussed in more detail below.

The terminal 36 will determine during banner determination step 88 if the page served to
the terminal during steps 78, 84, or 86 contains banner information not already included in the
web page displayed on the terminal 36. If the answer is no, i.e., the web page served to the
terminal 36 is complete, the process is ended. If the answer is yes, i.e., the page served to the
terminal 36 is not complete and contains banner information that needs to be served to the terminal
36, the terminal 36 requests the banner during request banner step 90.

Similar to the process described above for service of the desired page to the terminal 36;
the terminal 36 first determines if the requested banmer is already stored in the memory of the

terminal 36 during banner storage determination step 92. The banner storage determination step
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92 c‘an occur in conjunction with the banner request step 90 such that no signal is generated by the
terminal 36 if the requested banner is already stored in the terminal 36. If the requested banner
is, in fact, already stored in the memory of the terminal 36, the terminal 36 will display the
requested banner during display banner step 94 and the process is over. If the requested banner
is not already stored in the memory of the terminal 36, the terminal 36 will generate and send a
banner request signal during send banner request signal step 96. The request banner signal sent
during the step 96 contains the address of the location of the desired banner so the computer
network 30 can properly locate the desired banner.

Since the terminal 36 is connected to the proxy server 50, in a similar manner as described
above in relation to steps 82, 84, 85, 86, once the proxy server 50 receives the banner request
signal from the terminal 36, the proxy server 50 will determine whether or not the desired banner
is already stored in the memory of the proxy server 50 during banner storage determinatién step
98. If the desired banner is already stored in the memory of the proxy server 50, the proxy server
Sd will transmit and serve the banner directly to the terminal 36 for display by the terminal 36
during serve banner step 100. The terminal 36 may also store the banner in its own memory
during the serve banner step 100. If the requested banper is not already stored in the proxy server
50, the proxy server will send the banner request signal to the device on which the requested
banner is stored via the computer network 30 during the send banner request signal step 102. The
device on which the requested banner is stored will then download or serve thé requested banner
to the proxy server 50 and the terminal 36 during the serve banner step 104 for display by the

terminal 36. Either or both the terminal 36 and the proxy server 50 may store the banner served

21

10~

Page 26 of 249

4 rr—

26



puil,
o)

T R e e 7

g TR T LT

ey
Lh

20

Express Mail Label No. EM484077838U8

by the device on which the requested banner is stored during the serve banner step 104.

The steps 98, 100, and 102 will not be necessary if a terminal requesting the banner
information is not connected to a proxy server. For example discussed above, since the terminal
34 is not connected to a proxy server, the steps 98, 100, and 102 are not needed for the terminal
34 and the terminal 34 will send the page request signal via the computer network 30 directly to
the server on which the requested banner is stored during send banner request signal step 102.

When the computer site 46 in the example described above.in relation to Figure 3 is a web
site using the HTTP and HTML protocols, the user selects and accesses the web site 46 by
entering the Uniform Resource Locator (URL) address of the web site 46 into the terminal 36.
The page request signal generated by the terminal 36 during step 74 tells the computer network
30 and the equipment associated with the computer network 30 which computer site the user
wishes to access. Each computer and device attached to the computer network 30 will ﬁave its
own unique URL address and each page and file stored in each computer will usually also have
its' own URL address so that each page and file can be made accessible to users via the computer

network 30. For example, if the user desires to access the web page 60 for the XYZ company,

the user may enter the URL address for the web page 60, hitp://www.xyzcompany.com, into the

browser software operating on the user’s terminal. The URL address contains an alphanumeric
portion or domain name, “www.xXyzcompany.com” that identifies the web site in an easy to
understand and remember format. Each computer or web site and other host de\‘rices, end systemms,
networks, or network router devices connected to the computer network 30, however, has a unique

Internet Protocol (IP) address that is thirty-two bits in length and is generally written as four
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decimal numbers in the range zero (0) through 255, separated by periods. For example, an IP
address could be 128.10.2.30 which in its full thirty-two Dbit format is
10600000.00001010.00000010.00011110. Providing every host computer on a computer network
with a unique IP address allows any host computer to communicate with any other host computer.

By a process known as domain name resolution or by the use of Domain Name System
(DNS), the IP address of the con;puter or web site on which XYZ Company’s web page 60 and
the web page 60 are stored can be determined from the domain name provided in the URL
address. In fact, the IP address for computer or web site must fﬁét be determined when an URL
address is entered by the user at a terminal that does not contain the IP address. For example, if
a user at a terminal or computer enters the alphanumeric domain name address, i.e.,
http://www.xyzcompany.com, the alphanumeric domain name must be resolved by the Domain
Name System to a specific IP address, i.e., http://019.247.56.38, before the designated and
desired computer containing the web page 60 for the XYZ Company can be accessed. If the user
enters the specific IP address directly, then use and access of the Domain Name System is not
required. If resolution or determination of an IP address is required, the name server will return
the appropriate IP address to the terminal which generated the signal in which the IP address. was
not included. The use and operation of domain name resolution and the Domain Name System
for determining IP addresses are well known to people of ordinary skill in this art and need not
be explained in any further detail for purposes of the present invention.

When the web page requested by the user during page request step 74 is served to the

terminal 36 during steps 78, 84, or 86, the web page will often contain the URL addresses of
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baﬁners or banner information to be displayed along with the web page on the user’s terminal 36
instead of the banner information itself. The terminal 36 will then use the URL addresses of the
desired banner information to access the computer network 30 and request that the desired banner
information be served to the terminal 36 for display on the terminal 36. For example, when the
web page 60 for the XYZ comp-any is served to a terminal, the web page may contain URL
addresses for the banners 62, 64, 66. The URL address for the banner 62 may be of the form
hitp://www.bannersitel.com/bannerl.gif. The “bannersitel.co.n'l‘” portion of the URL address
for the banner 62 indicates which device, for example the information server 54, connected to the
computer network contains the requested banner 62 where the “banner1.gif” portion of the URL
address for the banner 62 indicates which file stored on the indicated device constitutes the banner
62. Similarly, the URL address for the banner 64 may be of the form
http://www.bannersite2.com/banner54.gif. The “bannersite2.com” portion of the URL address
for the banner 64 indicates which device, for example the information server 56, connected to the
computer network contains the requested banner 64 where the “banner54.gif” portion of the URL
address for the banner 64 indicates which file stored on the indicated device constitutes the banner
64. As shown by these examples, the banner 62 may not be stored on the same device as the
banner 64. In addition, as previously discussed above, the banners 62, 64 may be located on the
same web site as the requested page or may be located on other web or computer sites, such as the
computer or web site 48 shown in Figure 1, or on information servers, such as the information
servers 34, 56, 58 shown in Figure 1. When the terminal 36 requests the banner information

during step 96, the banner request signal will contain the URL addresses for each banner to be
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displayed with the web page so that the banners can be located at, and served from, the appropriate
devices on the computer network 30.
re getor Gk madhad T4

h’-l‘-he—methed—',’% discussed above and illustrated in Figure 3 has many inherent problems,
however, which make it unsuitable for counting the number of times a banner is displayed on the
terminals connected to the computer network 30, as will now be discussed in more detail. Since
the web page, and the banners to be displayed with the web page, selected by the user can be
stored in either the user’s terminal or the proxy server connected to the user’s terminal, not all
requests for the banner information are forwarded by the user’s terminal or respective proxy
server and transmitted over the computer network 30. While this result may appear to be
beneficial in that the amount of data traffic on the computer network 30 is reduced, in fact, this
result prevents the accurate count of banner displays. More specifically, entities such as
advertising agencies, advertising repping firms, and the entities hiring them want to count and
know each time a banner is displayed on a user’s terminal so that the success or failure of various
advertising banners can be determined and so that the correct payment for the display of the
advertising banners can be computed. There are two conventional ways in which the number of
times a banmer is displayed is counted. The first way is to count the number of times an
information server or computer site serves a page during the step 86. The second way is to count
the number of times that the information server actually serves a banner during the step 104.
Unfortunately, a page requested by a terminal during the step 74 is already stored on either the
terminal or a proxy server connected to the terminal, the display of the banner on the user’s

terminal is not counted under the first method. Similarly, if a banner requested by a terminal
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during the step 90 is already stored on either the terminal or a proxy server connected to the
terminal, the display of the banner on the user’s terminal is not counted under the second method.
The discrepancy between the number of times a banner is actually displayed on a user’s terminal
and the number of times the display of the banner on the user’s terminal is counted can become
significant, even reaching error rates of eighty percent or higher.

One solution to the problem is to prevent banner informatjon from being stored or cached
on either the user’s terminal or the proxy server to which th’e user’s terminal is attached.
Thereforé, each time a banner is requested by the user’s terminal, the banner will have to be
downloaded or served from the computer site or information server on which the banner is stored
to the user’s terminal for display on the user’s terminal. For example, the HTTP and HTML
protocols allow banners to be tagged or indicated as being uncachable or unstorable at the user’s
terminal or the proxy server connected to the user’s terminal, as will be discussed in more detail
below. Therefore, such a solution can be implemented where after each request for banner
information, the requested banner 'iﬁformation is served from the location storing the banner
information, thereby allowing the display of the banner information to be counted accurately at
the location at which the requested banner information is stored.

The solution described in the preceding paragraph creates a significant problem, however,
that creates even more signiﬁcant consequences, thereby making its use for accurately counting
advertisement and banner displays highly impractical and undesirable. More specifically, the
storage of web pages and banper information at the user’s terminal or in the proxy server

connected to the user’s terminal provides several important benefits that will be eliminated by this
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simple solution. First, the speed at which the information is displayed on the user’s terninal will
be reduced since the information will always have to be transmitted or served to the user’s
terminal for display on the user’s terminal each time the user requests the information. If the
information had previously been requested by the user such that the information was already stored
in the user’s terminal or the proxy server connected to the user’s terminal, or if the information
had previously been requested by a second user at a terminal con_m?cted to the same proxy server
as the first user’s terminal such that information was already stored in the proxy server connected
to the ﬁrslt user’s terminal, re-requesting the information to be downloaded or served from another
device connected to the computer network and the actual serving of the information to the user’s
terminal will take substantially longer than loading the information already stored in the user’s
terminal or serving the information to the user’s terminal only from the proxy server to which the
user’s terminal is connected. If the banners contain advei_'tisements, the length of time the banner
is displayed to the user may also be critically important to the advertiser. The user may not wait
for the banner information to be served and displayed before the user selects another web page,
thereby minimizing the success of the banner.

A second and more serious problem created by having to serve the information displayed
on the user’s terminal each tiroe the information is requested ;s that the amount of data traffic on
the computer network will significantly increase, and can even bring the flow of information tq
a virtual stop, particularly if all requests for banner information from any terminal connected to
the computer network require the information to be transmitted across the computer network fo

the terminal,
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A third problem created with the prior art method 72 is that the step 100 eliminates any
possibility of targeting specific information to be displayed with specific web pages. That is, if
any demographic or other information about the user or terminal 36 is known by the server on
which the banners are stored, the prior art method 72 prevents the server from using the
demographic or other information. to target the user with a specific banner or to tailor a banner to
the specific user. Such targeting or tailoring of banners can be very importaﬁt when the banners
contain advertising information and the advertisers want to send -speciﬁc advertisement banners
to users dbout whom specific demographic or other information is known.

The method 110 of the present invention solves the initial problem of how to create
accurate counts of banner information di‘splays on user terminals while avoiding the problems
created by requiring the banner information to be retransmitted across the computer network each
time the banner information is requested by a user or a user’s terminal, as will now be discussed
in.more detail in reference to Figure 4. In addition, the method 110 allows for the use of content
general and content specific signals, which allow banner displays to be targeted to specific users
while taking advantage of the performance gains possible with caching proxy servers, as will also
now be discussed in more detail in reference to Figure 4.

In the method 110, the steps 74, 80, 82, 84, 85, 86, and 88 are essentially the same as
described above in relation to the prior art method 72 illustrated in Figure 3, Therefore, no
further discussion of these steps is required for purposes of explanation of the ﬁlethod 110 of ﬂ-m
present invention. After a requested page containing a banner has been displayed on a user’s

terminal during the steps 78, 84, or 86, and, as determined during banner determination step 88,
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if £1;e page contains banners to be displayed on the user’s terminal 36 along with the page, an
initial request banner signal is generated by the user’s-terminal 36 during initial banner request
step 112, Unlike the previous situation with the method 72, however, the terminal 36 and the
proxy server 50 preferably do not check to see if the banner information has already been stored
and the terminal 36 and the proxy server 50 preferably cannot stop the initial banner request signal
sent by the terminal 36 during the step 112 from being transmitted across tﬁe computer network
30. That is, the initial banner request signal sent by thé terminal 36 during the step 112 is
preferably a mandatory signal to be transmitted across the computer network 30 and that cannot
be blockéd or terminated by either the terminal 36 or the proxy server 50, even if the banner to
be served to the terminal 36 is already stored in either the terminal 36 or the proxy server 50.
The initial banner request signal generated by the terminal 36 during the step 112
preferably does not contain the location information of the desired banner as does the banner
request signal generated by the terminal 36 during the request banner step 90 of the prior art
method 72. In other words, the initial banner request signal generated by terminal 36 during the
step 112 can be a content general signal and may contain only the minimum amount of information
needed to tell a designated computer site, information server, or other device which receives the
initial banner request signal and on which a banner may or may not be stored or located, only that
the terminal 36 desires that an unspecified banner be served to the terminal. The designated
computer site, information server, or other device can then select which bannef is to be served to
the terminal 36. The process of selecting which banner is to be served to the terminal 36 can be

made during the optional banner selection step 113, which would occur after the step 112 and
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bef(;re the step 114 in the method 110 illustrated in Figure 4. If the optional selection step 113
is not used with the method 110, the terminal 36 will request during the step. 112 that a specific
banner to be served to the terminal 36. If the optional selection step 113 is used with the method
110, the terminal 36 will only request during step 112 that a banner be served to the terminal 36,
but the terminal 36 will not specify which banner is to be served to the terminal 36.

Since the designated computer site, information server, or other device should, barring any
problems with the computer network 30, always receive the initial request banner signal from the
terminal 36 sent during the step 112, the display of the banner on the user’s terminal 36 can
always be counted and monitored. Instead of returning or serving a banner to the terminal 36,
however, the designated computer site, information server, or other device will usually return or
send a banner location signal to the terminal 36 during return banner location address step 114
specifying the location address of the banner requested by the terminal 36 (if the optional .stép 113
is not used) or the banner selected by the designated computer site, information server, or other
device (if the optional step 113 is used), to be served to the terminal 36. The signals transmitted
during the steps 112 and 114 are very short or small since the signals contain only a small amount
of information, particularly when compared to a banner which may contain a large amount of
information.

Sirilar to the process described above for service of the desired page to the terminal 36
during step 76, the terminal 36 first determines if the requested (if the optiohal step 113 is not
used) or the selected (if the optional step 113 is used) banner is already stored in the memory of

the terminal 36 during banner storage determination step 92. If the requested or selected banner
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is, in fact, already stored in the memory of the terminal 36, the terminal 36 will display the banner
during display banner step 94 and the process is over. If the requested or selected banner is not
already stored in the memory of the terminal 36, the terminal 36 will generate and send a second
banner request signal during send second banner request signal step 116. The second banner
request signal sent during the step‘ 116 is essentially the same as the signal sent during the step 96
of the method 72 and, therefore, contains the address of the location of the requested or selected
banner so the computer network 30 can properly locate the reqﬁe’Sted or selected banner.

Since the terminal 36 is connected to the proxy server 50, in a similar manner as described
above in relation to steps 82, 84, 86, once the proxy server 50 receives the second banner request
signal from the terminal 36, the proxy server 50 will determine whether or not the selected banner
is already stored in the memory of the proxy server 50 during banner stérage determination step
98. If the selected banner is already stored in the memory of the proxy sérver 50, the proxy server
50 will transmit the banner directly to the terminal 36 for display by the terminal 36 during serve
banner step 100. The terminal 36 may also store the banner in its own memory during the serve
banner step 100. If the requested or selected banner is not already stored in the proxy server 50,
the proxy server will send the second banner request signal to the location of the banner on the
computer network 30 during the send second banner request signal step 118 in a similar manner
to the send banner request signal step 102 in the method 72. The device on which the requested
or selected banner is stored will then download and serve the banner to the proxy server 50 and
the terminal 36 during the serve banner step 104 for display by the terminal 36. Either or both

the terminal 36 and the proxy server 50 may store the banner served by the computer site 50
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during the serve banner step 104.

When the computer site 46 in the example described above in relation to Figure 4 is a web
site using the HTTP and the HTML protocols, as previously described above, the user selects and
accesses the web site 46 by entering the Uniform Resource Locator (URL) address of the desired
web site 46 into the terminal 36. The page request signal generated by the terminal 36 during page
request step 74 tells the computer network 30 which computer or web site the user wishes to
access. As previously discussed above, when the requested page s served to the terminal 36 from
the web site 46, it may contain the URL addresses of specific banners to be displayed along with
the requested web page, or it may contain the URL addresses in a content general format, i.e., the
URL address does not specify exactly which banner is to be served to the terminal 36, only that
a banner is to be served to the terminal 36. It should be noted that steps 80, 85, 112, 116, and 118
may also include name resolution of the IP address needed to transmit the signals acrdss the
computer network to the designated and desired computer web site or information server and these
stéps should be construed to include such IP address resolution and the use of the Domain Name
System (DNS).

Again using the example of the XYZ Company and the web page 60, the web page 60
served to the terminal 36 or loaded by the terminal 36 during steps 78, 84, or 86 may include
general content URL addrésses for banners or specific content URL addresses for the specific
banners 62, 64, 66. A general content URL address for a banner does not prdvide the necessary
information to determine which banner is to be displayed. Rather a general content URL address

for a banner only indicates that a banner is to be displayed and the receiver of the signal generated
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by the terminal 36 during the step 112 can decide which banner is to be displayed during the
selection step 113. A general content URL address for a banner could be of the form
http://www.bannersitel.com/image;spacedesc =contentsitename. A server at
www.bannersitel.com looks to see if the first word after the name of the site is “image” or any
other previously designated word which can be distinguished from an existing file name. It the
first word after the name of the site is “image,” then the URL address is recognized as a generic
request or content general request for a banner, which, as a result,"does not specify any particular
banner. = The server than looks for a space descriptor immediately folléwing the text
“spacedesc=" which provides a reference to a section of the server in which banners are stored
or located and from where a specific banner can be selected to be served to the terminal 36. The
space descriptor field in the general content URL address can reference different groups of banners
such as, for example, a collection of car advertisements, a collection of detergent advertisements,
etc., depending on the web page providing the general content URL address.

A specific content URL address for a banner does contain the necessary information to
determine which banner is to be displayed and the location for the banner. As illustrated in the
examples above, the specific content URL address for the banner 62 may be of the form
http://www.bannersitel.com/banner1.gif. The “bannersitel.com” portion of the specific content
URL address for the banner 62 indicates which device, for example the information server 54,
connected to the computer network contains the banner 62 and the “bannerl.gif” portion of the
specific content URL address for the banner 62 indicates which file stored on the indicated device

constitutes the banner 62 and the physical location of the file.
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Preferably, the initial banner request signal generated by the terminal 36 during the step
112 is a general content URL address that merely requests a banner to be displayed on the terminal
36, but does not specify which banner is to be displayed. The recipient of the initial banner
request signal can then select which banner is to be displayed on the terminal 36 during the
selection step 113, thereby alIowi;]g targeting and variation in the banners displayed, and return
a specific content URL address to the terminal 36 during the step 114 in the form of a Status
HTTP 302 Redirect (temporary) signal to the terminal 36 to tell tl_le terminal 36 where the selected
banner to be displayed on the user’s terminal 36 is located on thf:computer network 30, i.e., to
provide the terminal 36 with the content specific URL address of the selected banner to be
displayed on the user’s terminal 36. An HTTP 302 temporary redirect signal does not create an
association between the general content URL address signal generated by the terminal 36 during
the step 112 and the banner to be displayed on the terminal 36 or the response signal sent to the
terminal 36 during the step 114. Therefore, even though the banner displayed on tﬁe user’s
terminal 36 may be cached or stored on the user’s terminal 36 or on the proxy server 50, the

response sent during the step 114 to the general content URL address signal generated by the

terminal 36 during the step 112 is not cached. Therefore, the signal sent by the terminal 36 during

the step 112 will not be blocked or otherwise prevented from being transmitted over the computer
network 30 by either the terminal 36 or the proxy server 50.
HTTP
An alternative to using only the*302 Redirect signal is fo use, in addition, standard HTML

response header tags. More specifically, every time a server responds to a request for a document

or page from a client’s browser software, the response from the server can contain one or more
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response beader lines. Each line of the response header describes a different aspect of the
response, including its size, the type of content it is (image, text, etc.), a status code, and one or
more tags which affect the changing nature of the document and how proxy servers or terminals
should deal with the document,

The method 110 of the present invention can use HTML tags to tell proxy servers and
terminals that the response sent during the step 114 is not cachable, even if the actual banner
eventually served to the terminal is itself cachable. There are many types of tags that can be used
for this purpose. For example, the Expiry tag which specifies the date and time beyond which a
cached cc;py of the response is no longer valid. By setting the Expiry tag to a date in the past,
the response sent to the terminal 36 during the step 114 will not be considered valid for any further
signals sent by the terminal during later steps 112. Therefore, the response sent to the terminal
365 during a previous step 114 is no longer valid and the signal sent by the terminal 36 during the
current step 112 cannot be blocked by the terminal 36 or the proxy server 50. Another tag that
could be used is the Last-Modified Tag which specifies the last time the response was modified.
By setting the Las-Modified Tag for a response as a date far in the past, the terminal or PIoxy
server may consider the response to be too “stale” to be considered_ya_lid. A third tag that could
be used is the Cache-Control Tags or the obsolete pragma:no-cache tag which informs a receiver
of the response that the response is not be cached or stored in the receiver.

Another option for implementing the method 110 of the present invention using standard
HTML and HTTP protocols is to incorporate variable components into the links on a web page

or hypertext document such that the variable components are incorporated into the general content
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URL addresses sent by the terminal during the step 112 . For example, referring to the web page
60 in Figure 2, the hypertext links or URL addresses returned for the banners 62, 64, 66 when
the web page 60 is displayed on the user’s terminal 36 during steps 78, 84, or 86 can contain a
variable component such as, for example, a random number, a time/date stamp, cgi-bin string, or
a random page identifier. In this ‘manner, each time the web page 60 is displayed on the terminal
36, the URL addresses for the needed banners 62, 64, 66 will be different. When the terminal 36
sends the initial banner request signal during step 112, the initial banner request signal can
incorporgte the variable component URL addresses generated when the web page 60 is served or
displayed on the terminal 36. Since the variable component URL addresses are, by definition,
different every time, the initial banner request signal generated during the step 112 will be
different every time, thereby preventing the terminal 36 or the proxy server 50 from blocking the
transmission to the computer network 30 of the initial banner request signal generated during the
step 112.

| Another alternative for implementing the method 110 of the present invention is to use for
the general content URL address, an URL address which, though constant, is interpreted by
caching proxy servers and/or caching web browsers or terminals to resemble a constantly changing
URL address and, as a result, is not cached. More specifically, caching proxy servers exist which
will specifically avoid caching content related to any URL address containing the strings “cgi-bin”
and “?” which are ?ggy?gonventionally used in the construction of URL addresses for which
responses are dynamically generated and, therefore, are unsuitable for caching. It should be noted

that a general content URL address using this techniques such as, for example,
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http://www.bannersitel ..:gabaﬂl\cgi-bin/image;spacedisc=c0ntensitename?variable, need not use the
cgi-bin directory and need not use the variable after the “?”. Since these markers exist in the URL
address, some caching proxy servers will be led to conclude that the URL address should not be
cached,

In order to speed up the process of downloading, transmitting, or serving a specific banner
from an information server to the terminal 56, the content specific URL address of the requested
or selected banner sent to the terminal during step 114 can contain the exact Internet Protocol (tP)
address of the requested or selected banner. For example, instead of providing the specific content

URL address for the banner 62 as http://www.bannersitel.com/banner1.gif, the specific content

URL address for the banner 62 could be provided as, for example,

_ http://236.45.78.190/banner1.gif, thereby removing any need to use the Domain Name System

(DNS) to convert the alphanumeric address “www.bannersitel.com” of the information server to
its exact IP address. The use of content general and content specific URL addresses and IP
addressing is well known to people of ordinary skill in the art and need not be explained in any
further detail for purposes of the present in.vention.

The method 110 of the present invention has particular application to the advertising
industry, as will now be discussed in more detail. While the previous discussions in regard to the
prior art method 72 and the method 110 of the present invention have indicated that the banner
information can be located on either the computer or web sites connected to a computer network
or information servers connected to the computer network, the conventional practice in the

advertising business is to have all of the banners located on one or more information or ad servers,
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such as the information servefs 54, 56, 58. As previously discussed above, advertising agencies
create the banners and then arrange or contract to have the banners be associated with web pages
or web sites such that when users access the web sites and the web pages are displayed on the
user’s terminal, the banners are also displayed on the user’s terminal. While the advertisements
can be stored on the computer or web sites connected to the computer networXk, it is typically more
convenient for the advertisements to be centrally stored on an information or ad server,
particularly if the advertisements change or the advertisers want to target specific advertising
banners to specific users. Therefore, when a web page requested by the user is served to the
user’s terminal and the web page contains advertising banners, the web page will often include the
address information for the advertising banner to be displayed in conjunction with the requested
web page so that the terminal can request the serving of the advertising banners. By k_eeping the
advertising banners centrally located in an information server, the advertiser can keep each
advertising banner’s address information included in the web page constant while changing the
actual advertising banner associated with the banner address information. In addition, the
generation of content general URL addresses during the step 112, the selection of banners to be
displayed by a central or primary information server during optional step 113, and the return of
content specific URL addresses during the step 114 allow the advertiser to rotate and change the
advertising banners displayed to users. Furthermore, if the device receiving the initial bann_er
request .signal. generated by a user’s terminal during step 112 has any demographic or other
information about the user, the use of content general URL addresses and content specific URL

addresses in the method 110 allows the device sending the banner location signal during step 114
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to select an advertising banner targeted to the particular user during the step 113, thereby
increasing the appeal and success of the advertising banner. In contrast, the prior art method 72
previously discussed above does not utilize content specific and content general URL addressing.

Nor does the prior art method allow for the selection or targeting of banners to be made by an

 information server.

The prior art method 72 also does not allow each display of the banners associated with
a page to be counted, while the method 110 of the present inveﬁtibn specifically allows for each
such display of a banner to be counted and monitored. More specifically, allowing the user’s
terminal or proxy server connected to the user’s terminal to terminate or block a banner request
from the user’s terminal (created during step 90) when the banner is already stored in either the
user’s terminal or the proxy server connected to the user’s terminal in the prior art method 72
prevents accurate banner display counts to be made. In contrast, the method 110 of the present
invention specifically allows each banner display to be counted by preventing the user’s terminal
or the proxy server connected to the user’s terminal from terminating or blocking the initial banner
request signal (created during step 112) from reaching the information or ad server in which the
desired banner is stored or which is controlling the selection of the banner to be served to the
terminal.

In addition to the advantage of the method 110 described above, a significant feature of the
method 110 of the present invention is that it does not significantly impact the operation or
efficiency of the computer network 30. While the initial banner request signal created by the

terminal during the step 112 and the banner location signal generated during the step 114 are
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additional signals created in the method 110 that are not created in the prior art method 72, thereby
creating additional data traffic and overhead on the computer network 30, the initial banner request
signal and the banner location signal are both extremely small, often comprising no more than a
single packet or one-hundred to two-hundred bytes. Therefore, the overhead created by the
additional banner signal during tile step 112 and the banner location signal during step 114 is
negligible. More importantly, since the method 110 still allows the web pages and the banner
information to be cached or stored in the terminals and proxy ;sérvers, there is no unnecessary
retransmission of the web pages or banners from the computer or web sites or the information or
ad servers to the terminals which would significantly increase the data traffic and overhead on the
computer network 30.

In a second embodiment of the method 110 of the present invention, multiple information
servers storing the banner information used in conjunction with the displays of web pages on user
terminals are connected to the computer network. Using mirror information servers allows for
banners to be distributed faster to user terminals and increases the reliability of the method 110.
For example, the computer network 30 illustrated in Figure 1 includes a primary information
server 54 and mirror information servers 56, 58 which preferably contain a duplicate of the
banners stored on the primary information server 54. When the terminal 36 creates and sends the
initial banner request signal during the step 112, the initial banner request signal is preferably
configured so that it sent to and received by the primary ad or information server 54 which in turn
creates and sends the address location information of a selected banner to the terminal 36 during

the step 114. The selected banner is preferably stored at the primary information server 54 and
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at also the mirror servers 56, 58. The address location informaﬁon for the banner sent by the
primary information server 54 to the terminal during the step 114 is preferably includes the
address location for the banner at the information server best suited to handle a transmittal of the
bammer to the terminal 36 or includes other information with which the terminal 36 can determine
the best suited information server to serve the banner. Typically, the information server best
suited to handle the serving or transmittal of a banner to the terminal 36 will be the information
server that can download or serve the banner to the terminal 36 in the shortest period of time.
Other selection criteria can be used, however, in determining \P;li]ich information server is best
suited to download or serve a banner to a terminal, including the network topological distance
between the terminal 36 and the information servers, the geographical distance between the
terminal 36 and the information servers, the bandwidth of the information servers, or the round
trip times for a message between the terminal 36 and the information servers. The use of a
primary information server and mirror information servers allows all of the intelligence, &atabases,
banner display counting processes, etc. for operating the method 110 of the present invention to
be stored and operated in a single location, i.e., the primary information server, while allowing
mirror information servers to be little more than network accessible memory devices or servers
on which the banners are stored. Many Intemét Service Providers (ISPs) and other network
service providers connected to computer networks will provide memory space and will store
docﬁments and other files for access and retrieval from the compuier netwozk for relatively low
cost and such storage capabilities are easy to implement and maintain. |

As a further example, suppose that the user at the terminal 36 sends an initial banner
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;éQuest signal to the primary information server 54 during the step 112 and the primary
information server selects a banner to be served to the during step 113. If desired, the primary
information server 54 can update the count information for the particular banner selected to be
displayed on the user’s terminal 36. The primary information server 54 may determine that the
mirror information server 56 is best suited for serving the selected banner tq the terminal 36 since
the mirror information server 56 can serve the selected banner to the terminal 36 in the shortest
period of time. Alternatively, the primary information server 54 may determine that either it, the
mirror information server 58, or some other information server (not shown) connected to the
computér network 30 can serve the selected banner to the terminal 36 in the shortest period of
time. The information servers 54, 56, 58 may themselves be separated geographically or
topologically such that every terminal connected to the computer network 30 has an optimal
information server from which banners can be served, even if the terminals are scattered across
a wide geograbhical or topological area. Therefore, for example, the terminal 36 may be
optimally served by the mirror information server 56 while the terminal 32 may be optimally
served by the primary information server 54 and the terminal 44 is optimally served by the mirror
information server 58. When the primary information server 54 has determined which information
server is best suited to handle the serving of the selected banner to the terminal 36, the primary
information server 54 will return the banner location address for the selected banner at the selected
information server to the terminal 36 during the return banner location addfess step 114. The
terminal 36 can then request that the selected banner be served from the selected information

server during the steps 98, 100, 104, 116, and 118 for display at the terminal 36.
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As previously discussed above, the selection of which mirror information server is the best
suited for serving a particular banner to a particular terminal can be made a variety of ways. The
criteria to be considered can include precision, i.e., the accuracy of the determination of which
information server is best suited to serve a particular banner to a particular terminal, the ease of
implementation, and the time required for the primary information server to make the
determination of which information server is best suited to serve a particular banner to a particular
terminal. The decision can be made by either the primary information server or by some other
method. .

As one example implementation of the decision criteria implemented in a primary
information server, a table or matrix can be stored and maintained at the primary information
server 54 which showing the relationship between each information server 54, 56, 58 and the
particular terminal. The matrix preferably contains the round trip times for messages sent béck and
forth between each information server and the terminal, The information in the matrix can be
upﬁated continuously or periodically as desired. This information server determination method
has several advantages. First, with such a matrix stored at the primary information server, the
primary information server can quickly and accurately determine which information server is best
suited to serve a particular banper to a particular terminal. Also, the time for the primary

information server to make a decision is very fast and does not require additional searches of the
computer network 30. Furthermore, the primary information server will kﬁow exactly which
information server served each and every banner to every terminal on the computer network,

which can be very valuable for evaluating the efficiency of the method 110.
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This information server determination method described above does, however, also have
several disadvantages. First, a significant effort is needed to generate the matrix and the
information stored in the matrix, particularly if the computer network is quite large. More
specifically, this method requires that monitoring software and/or hardware be operating at each
information server to measure the round trip times between the information servers and the
terminals. In addition, the matrix at the primary information server will need to be updated with
the information created by the monitoring software and hardware at the mirror information servers
so that accuracy of the matrix is maintained. Since the computer network may be continuously
changiné or evolving as new devices and networks are connected or disconnected from the
computer network, and portions of the computer network may become temporarily disabled or
offline, the overhead of monitoring the round trip times can be significant. The ability to create
a matrix with the round trip times between all of the information servers and all of the terminals
may take too long to develop, particularly if there is a significant number of terminals that do not
ever request a banner stored on the information servers. This problem can be reduced by
assuming that the round trip time between an information server and a particular terminal is the
same, or at least approximately the same as, for example, other terminals connected to the same
proxy server, the same as other terminals connected to the same sub-network, or the same as other
terminals in a /24 network (a set of 256 contiguous IP addresses).

Another method in which the information server is best suited for s'erving a particular
banner to a particular server uses and takes advantage of the Domain Name System (DNS) already

being implemented on the Internet. As previously discussed above, DNS is a system for resolving
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or determining the thirty-two bit Internet Protoco! (IP) addresses for each host computer or
network device on the computer network. Every time a signal is generated by terminal or other
device connected to the computer network requesting access to, or communication with, another
device on the computer network, the IP address for the desired device must be determined if the
signal does not already contain the IP address.

The DNS process is very complex and so a complete description of it is beyond the
purview necessary for a complete understanding of the present invention. In addition, the DNS
process is well known to people of ordinary skill in this art. For purposes of a general explanation
of how the DNS process can be used for selection of the information server to serve a banner to
a particular terminal, the DNS process uses name servers or resolvers located in the computer
network to determine the IP addresses. The name servers maintain listings of each computer or
device in the computer network and their IP addresses. If a particular name server does not know
a specific IP address when it is queried for the IP address, the name server can forward the query
to -another name server. Once the correct IP address is determined, it is passed along the reverse
path to the terminal énd is stored on all name servers who received the query and forwarded the
query along.

With the present invention, each information server 54, 56, 58 operates a name server.
Furthermore, each name server is configured to respond to a DNS request with the IP address of
the information server containing the name server. When the banner locatioﬁ signal is returned
to the terminal 36 during the step 114 from the primary information server 54, the banner location

signal contains a reference or general URL address of the banner to be served to the terminal, but
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not the specific I[P address. The terminal 36 then initiates a DN'S name resolving process prior to
step 116 to determine the information server from which to serve the desired banner. Upon
receiving the name resolving request from the terminal 36 or its nearby DNS name server, over
the course of several transactions, each of the name server in each information servers returns an
IP address to the terminal containing the IP address of the information server in which the name
server is located. That is, name server in the information server 56 returns the IP address of the
information server 56, while the name server in the information server 58 returns the IP address
of the information server 58, etc. All of the IP addresses becomes stored in the DNS name server
closest topologically to the terminal 36 since that DNS name server would have been the first name
server to receive the name resolution request from the terminal 36. The DNS name server keeps
a list of all of the IP addresses for all of the information servers and the round trip times for
communications between the DNS name server and the name servers located at the information
servers. The round trip times are initially set to zero. When the DNS name server gets a request
from the terminal 36, it selects the information server having the shortest round trip time and
provides the terminal 36 with the IP address of the selected information server. Since initially all
of the round trip times are set to zero (0), the DNS server will randomly select one IP address and
return it to the terminal 36. The DNS name server will then monitor the round trip time between
DNS server and the information server and update DNS name server’s round t;ip time list for the
particular information server’s IP address returned to the terminal 36. The next time the terminal
36 requests name resolution from the DNS server, the DNS name server will return the IP address

of a different information server since the round trip time of the first information server will no
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longer be zero (0). After this process is implemented at least as many times for each terminal or
each specified group or domain of terminals as there are information servers, the best information
server for serving banners to the terminals or groups or domains of terminals will be determined
and the appropriate IP addresses will be returned to the terminal requesting the DNS process. The
standard DNS process includes ways for insuring that the route trip times are updated so that
particular terminals are not locked into always receiving banqers from particular information
servers if other information servers become better suited for se;ving banners to the particular
terminals.

This second information server determination method described above has several
advantages. Unlike the first method described above, this method takes advantage of the already
existing DNS process and requires no special monitoring or sniffing software or hardware to be
installed at the information servers. Also the second method does not require a matrix to be
generated and stored in the primary information server or updates to a matrix to be made. In
comparison, the operation of a name server at each mirror site is simple to implement and operate.
Therefore, in contrast to the first method, the second method is easy and relatively inexpensive
to implement. Unfortunately, in contrast to the first method, the second system may be less
precise and take loﬁger to implement since a DNS search or rotation process will have to be
implemented each time a banner is to be served to a terminal. In addition, until the round trip
times for each information server are determined, the second method may produce less tha.ﬁ
optimal results. Furthermore, updating of the round trip time information may require using an

information server other than the optimal information server to serve a particular banner to a

I

Page 52 of 249

52



¥

1
1

fil it

i
H

S
o

i o Tt T e

2

1

—_
9. ]

Express Mail Label No. EM484077838US

particular terminal. Finally, the shortest round trip time between the DNS name server and the
pame servers at the information servers may not be an accurate reflection of the round trip times
between the terminal and the information servers, particularly if a given user’s DNS name server
is topologically distant from the terminal. As a result, the information server selected by the DNS
name server may not always have the shortest round trip time to the terminal.

Other methods for determining which information server is best suited to serve a particular
banner to a particular terminal include looking at the information, if any, about the terminal
received in the initial banner request signal generated during step 112. The information might
include things such as the country code or the network code in which or on which the terminal
resides. In addition, the information might include information about how the initial banner
request signal was routed from the terminal to the primary information server, thereby giving an
indication of the topological location of the terminal in the computer network. The primary
information server can then use this information dynamically or in conjunction with a matrix look-
up; process to determine which information server to select to serve the selected banner to the
terminal requesting a banner.

Anpother important benefit of mirroring is that it allows for redundancy and back-up if one
or more of the information servers connected to the computer network 30 goes offline or becomes
otherwise inaccessible or incapable of serving banners to terminals. For example, in the preferred
method, the initial banner request signal is preferably sent by a terminal to the primary information
server 54 during the send initial banner request signal step 112, thereby allowing the primary

information server 54 to be the centralized source of intelligence and the centralized source of

"
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banner display monitoring and counting. If however, the primary information server 54 becomes
disabled or goes offline for any reason, one of the mirror information servers 56, 58 can
temporarily or permanently become the primary information server for the 'computer network 30,
thereby allowing the delivery of banners to terminals to continue. Preferably, the switch from the
disabled primary information serv;ar 54 to the back-up information server 56 or 58 can take place
very quickly such that little impact on the delivery of banner information is noticed or even
created. It should be noted, however, that the backup primary. information server will need to
contain all of the centralized intelligence, databases, banner counting and monitoring software, efc.
operating on the original primary information server 54 such that the backup primary information
server can operate appropriately if the (;riginal primary information server 54 becomes disabled
or goes offline.

The switch over to the backup primary server can be handled in a variety a wziys. For
example, once again taking advantage of the Domain Name System (DNS) process and Internet
Protocol (IP) addresses, both the primary information server and the backup information server
will operate a name resolver or name server such that when the initial banner request signal is
generated during the step 112 that does not contain the needed IP address, the IP address for the
primary information server is returned to the terminal 36 and stored in all name servers receiving
and processing the query for the IP address of the primary server. The backup information server
will monitor the primary information server and, in the event that the primary information server
goes offline or becomes otherwise disabled, the backup- information server will shut down or

disable the name server at the primary information server. Furthermore, the backup information
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server will begin returning its IP address instead of the IP address of the primary information
server when queries are received. All IP address information stored in name servers has a time-to-
live (TTL) value that is set by the name server returning the IP address. When the TTL value
expires, the IP address information is no longer stored in the pame server and the name server will
have to forward any requests it receives for the IP address. Therefore, when either of the name
servers in the primary information server or the backup information server returns an IP address
for the primary information server, the IP address is set to have a finite TTL value of, for example
ten to thirty minutes. In the event of the primary information server going offline, eventually the
IP addresses for the primary information server stored in the name servers will expire and queries
for the IP address will reach the name server in the backup information server which will then
return its IP address instead of the IP address of the primary information server. Thus, within a
{inite time and selected TTL, all name servers in the computer network that have stored Qr cached
the IP address of the primary information server will have their caches or memory cleared. They
will then ask for new addresses and receive the IP addresses of the backup information server in
Tesponse »

The use of a centralized primary information server along with at least one mirror
information server on a computer network provides significant advantages for the delivery of
banners containing advertising information to a terminal for display on the terminal. First,
advertising banners are in most cases going to be delivered to the terminal requesting the
advertising banner in quick and efficient manner since the information server best suited for

delivering and serving a banner to a terminal will in most cases be the information server selected
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by the primary information server to deliver the banner to the terminal. The faster the advertising
banner is delivered to a terminal, the more likely the user at the terminal is to look at the
advertising banner, particularly if the advertising banner is displayed on the user’s terminal for
a longer period of time before the user exits the web page or selects a new page. In addition,
mirroring of information servers allows for the relatively fault tolerant delivery of advertising
banners to users at the terminals, thereby reducing or even eliminating lost opportunities to display
advertising banners on terminals when the primary informatioﬁ server becomes disabled or
otherwise goes offline. Furthermore, centralizing the intelligence at a primary information or ad
server allows the displays of advertising banners to be continuously and accurately monitored,
thereby increasing the ability to judge the success or failure of specific advertising banners.
The foregoing description is considered as illustrative only of the principles of the
invention. Furthermore, since numerous modifications and changes will readily occur to those
skilled in the art, it is not desired to limit the invention to the exact construction and process
shown and described abéve. Accordingly, all suitable modifications and equivalents may be
resorted to falling within the scope of the invention as defined by the claims which follow. For
example, while the method 110 of the present invention is directed primarily to the accurate
counting of banner information displayed with web pages, the method 110 can also be used to
provide an accurate count of the number of times specific web pages are displayed on a user’s
terminal by creating a send initial page request signal step in a similar manner to the send initial
banner request step 112 and a return page address location step in a similar manner to the refurn

banner Iocation step 114 prior to the storage determination step 76. In addition, while the method
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110 of the present invention has been described with connections to the computer network 30
being made primarily by terminals, computers, and proxy servers, it should be appreciated that
the method 110 will alsq be suitable for use with other devices connected between the user’s
terminal and the computer network may exist which can cache or store the web pages or the
banner information.

As yet another example of how the method 110 can be modified, if a primary information
server receiving the initial banner request signal generated by a terminal during step 112
determines that the primary information server itself is the information server best suited for
downloading or serving a selected bamner to the texminal, the primary information server may,
instead of sending a banner location signal to the terminal during the step 114, simply transmit the
selected banner to the terminal directly, thereby eliminating some of the steps in the method 110,

As yet another example of how the method 110 of the present invention can be niodified,
it is possible to move the steps 112 and 114 to between the steps 92 and 116 in Figure 4 so that
the steps 112 and 114 are no longer performed after step 88 and before step 92. The steps 112
and 114 are instead implemented after the step 92 and before the step 116 if the answer in step 92
is “no”. In this embodiment, web pages and banners that are stored in a user’s terminal are
automatically reloaded and displayed on the user’s terminal without generating additional signals
on the computer network. Therefore, if a user “backs” through a page, i.e., the user moves
through a series of pages, each of which are displayed on the user’s terminal and stored in thé
terminal’s memory along with the page’s associated banners, and then decides to review or

redisplay some of the pages (such as by using the “back” function of the browser software
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opefating on the user’s terminal), no initial banner request signal is generated during the step 112
since the steps 88, 92, 94 will be followed in sequence. While this embodiment of the method 110
of the present invention does not allow the redisplay of the banners on the same terminal (and
presumably to the same user) to be counted or monitored, it still allows the redisplay of banners
stored in the proxy server, but vyhich are requested to be displayed on different terminals (and
presumably to different users), to be counted and monitored.

While the method 110 of the present invention has been discussed in detail primarily with
the counting, monitoring, and targeting of advertising or other colr;tent over computer networks.,
the method 110 can also be used for the counting, monitoring, or targeting of content or banners
over local area networks, e-mail networks, and non-computer networks such as switched-network
cable television. In addition, the method 110 can easily be implement to monitor levels of content
sophistication, content language, content type, content levels of summarization, etc. when different
content options are selectable by a user or terminal.

It should also be noted that, while the terms information server, computer site, web site,
server, media property have been used to describe the method 110 of the present invention, the
terms have been used only to help clarify different portions of the method 110. Thus, an
information server could also function as a computer site, a computer site could also function as
an information server, and both could be labeled generically as servers. The method 110 of the
present invention, therefore, should not be limited by the terminology used to describe different

aspects of the present invention.
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CLAIMS

The embodiments of the invention in which an exclusive property or privilege is claimed

are deﬁnéd as follows:

A method for storing information on a primary/server and one or more secondary

6,\\9 R
servers and on computer sites connected to a computer network, wherein information delivered

10

over the computer network to a terminal or a group of gmjnals may contain references to other
information to be delivered to the terminal, compr‘ég the steps of:

serving a first portion of the infopfnation to the terminal, wherein said first portion
of the information contains a referente to a second portion of the information;

sending a first request siggial from the terminal to the primary server requesting a
location address for said second portion of the information from which said second portion
of said information can be Served to the terminal;

sending a locatipgn signal from the primary server to the terminal providing said

location address of sdid second portion of the information;

sending a sgcond request signal from the terminal containing said location address

54
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of said second portion of the information and requesting said second portion of the
information be served to the terminal; and

serving said second portion of the information to the terminal.

2. The method of claim 1, whereii said first request signal is not blocked from

reaching said primary server bj er/the terminal or any intermediary device located

topologicaily between the termine g€tver as a result of previous caching of said

first portion of the information gf said second portion of the information in the terminal or said

intermediary device.

2, wherein said second portion of the information is served

from the primary or secondary servers.

4, The method of claim 1, wherein said first request signal is a content general request

signal.

5. The method of claim 4, wherein said second request signal is a content specific

request signal.

econd portion of the information is served

from one of the secondary servers.

1. The method of claim 1, whergin after the primary server receives the first request
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9. The method of claim 8, including steps of creating a matrix of selections

5 between each of the terminals or groups oftérminals and each of the servers and using said matrix

\

to determine which of the servers is best suited to serve said second portion of the information to

roups of terminals,

10.  The method of claim 9, wherein said selections contain round trip times between

the servers and the terminals or groups of terminals.

3\]\@ 11.  The method of claim 1, including the ste

a pew primary server if the original primary server becomes inaccessible.

making one of the secondary servers

12.  The method gfclaim 1, including the step of storing said second portion of the

e gty
o I T T MR

information in the inal.

13.  The method of clai thcluding the step of determining whether said second

portion of information is stored

signal.

5\)\\9?“3 '14.  The method of claim 4, including the step of selecting the composition of said

second portion of the information.

15.  The method of claim 14, wHerein the results of said composition selection step are

included in said location signal sent from the information server to the terminal.

16. A method for distrjbuting a banner over a computer network to a device when the
banner is referenced in a hypeftext document served to the device, wherein the banner is stored

in one or more servers, cofiprising the steps of:
st banner request signal from the device to a first server requesting that

36
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5 a banner be served to the device;

sending a banner location signalfrom said first server to the device, wherein said

banner Jocation signal includes Ipéation information for a specified banner stored on a

é/\rs

second server; and

sending a secong/banner request signal from the device to said second server

i~\_rf,qucsting that the sécond server serve said specified banner to the device.
A 20

M. The method of claim 16; wherein said second server is said first server.

r———%—’ ;gj‘ 5 ) 18.  The method of claim 16, including the s

of determining which of the servers is

best suited for serving said specified banner e device.

19.  The method of claim 18; wherein said step of determining which of the servers is

best suited for serving said spécified banner to the device is performed in said first server after

said first server receiyes said first banner request signal from the device.

M 70
}O’. The method of claim)éf wherein said first banner request signal is a content

géneral banner request signal,
0% 2\

21, The method of claim }0’, wherein said second banner request signal is a content

specific banner request signal.

\)\@22. The method of claim 16, including the st

device.

of storing said specified banner in said

23.  The method of claim 22, including the step of determining whether said specified

banner is stored in the device before said stép of sending said second banner request signal.

24.  The method of claim 16, jicluding the step of selecting said specified banner prior

57
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to sending said banner IocatiQ{/s; gnal from said first server to the device.
9> p ‘
}5’./ The method of claim)6,/wherein all of the banner information stored on said first

server is also stored on said second server.

26.  The method of claim 16, wherein €aid first banner request signal is not blocked
from reaching said first server by, the device or any intermediary server located
topologically between the computer server as a result of previous caching of said

specified banner in the device or saidAntermediary server.

\%F) ; 27. A metbod for serving a web page and an associgfed banner to a computer running

browser software, wherein the web page contains links to'the banner, comprising the steps of:

serving the web page to the computer for display by the browser software;

sending a banner request signal frgin the computer to a primary server requesting

a banner be served to the computer, wherein said banner request signal includes the

-

‘ Uniform Resource Locator addrgss for said primary server;
\ determining which specified banner will be served to the computer; and
l. sending a banner docation signal from said primary server to the computer, wherein

said banner Iocation/ignal includes the Uniform Resource Locator address for a device

3 . ?
287 The method of claim/?/lf wherein said banner request signal includes a content
general Uniform Resource Locator address;

ﬁ‘@ 29.  The method of claim 27 sincluding the step of detemlinin'g;.;jevliemér said specified

banner is stored on the computer.
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30.  The method of claim 29, wherein a Said step of determining whether said

specified banner is stored on the computer-if said specified banner is not stored on the computer
Q then including the step of sgnding a specified banner request signal to said device requesting that
said device serve safd specified banner to the computer.

/3'1). The method of claim 30, including serving the specified banner from said device
to said computer.
) A '

;{ The method of claim 27, wherein said banner location signal constitutes an HTTP
302 redirect signal.

;a." The method of claim }6(, wherein said banner location signal includes a content

specific Uniform Resource Locator address for the specified banner,

@\q 34.  The method of claim 27, includi

e step of tagging said specified banner as being
cachable.

\,\’L'
38" The method of claim gﬂf wherein said device is said primary server.

ng\\ j 36. A method for distributing a bannet over a computer network to a device when the

banner is referenced in a hypertext document/served to the device, wherein the banner is stored

s

in one or more servers, comprising the steps of:

sending a first banner request signal from the device to a first server requesting that

5 a banner be served to the deyice, wherein said first banner request signal is not blocked
by the device or any interghediary server located between the device and said first server
as a result of a previoug storage in the device or said intermediary server of a response to

said first banner reqyest signal sent from said first server to the device;
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determining if said first server is best suited to s¢rve said banner to the device and
serving said banner to the device if said first server is/best suited to serve said banner and
sending a banner location signal from said first ser¥er to the device, wherein said banner
location signal includes location information fof a specified banner stored on a second

Sserver;

sending a second banner location regquest signal.from the device to said second
server requesting that the second server serve said specified banner to said device; and
| serving said specified banner to gaid device from said second server.

37. A method for distributing a banfier over a computer network to a device when the
banner is referenced in a document served tofthe device, wherein the banner is stored in one or
more servers connected to the computer nefwork, and the device is connected to the c_oinputcr
network via an intermediary server, comprising the steps of:

sending a first banner request signal from the device to a first server requesting that

a banner be served to the device;
signal from said first server to the device, wherein said
banner location signal includes location information for a specified banner stored on a
second server; and

determining if sajd specified banner is stored on the device and, if said specified
banner is not stored on the device, then sending a second banner request signal from the

device to the intermedjary server and determining if said specified banner is stored on the

intermediary server, wherein if said specified banner is not stored on the intermediary
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\ server, sending said second banner re signal to said second server requesting that said

second server serve said specifiéd banner to said device.
60
% The method of claim
9) o .

,39.) The method of claim, @7, wherein said first banner request signal 1s a content

, wherein said second server is said first server.

general request signal.
Y, 6\
. The method of claim }‘5, wherein said second banner request signal is a content

specific request signal.

41.  The method of claim 37, ind¢
2V |

specified banner.

g the step of having said first server select said

42.  The method of claim 37, wherein sajd first banner request signal is unblockable by

either the device or the intermediary f ¥as a result of a storage in the device or the

intermediary server of said specified ban ior othe generation of said first banner signal by

R
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ABSTRACT OF THE DISCLOSURE

A system for storing information on a computer network and allowing the information to
be accessed by terminals connected to the computer network, either directly, or through an
intermediary device such as a local or proxy server, includes computer or web sites which store
pages requested by terminals for display on the termipals. The pages may include references to
banners to be displayed in conjunction with the web pages on the terminal. The terminal initiates
access or connection to a desired computer or web site to access a desired page. After the desired
page is downloaded, transmitted, or served to the terminal from the computer or web site, the
terminal initiates and sends an initial banner request signal to an information server. The
information server returns a redirect signal to the terminal telling the terminal the location of the
desired banner on the computer network, which may be the information server, the computer site,
or some other information server, computer site, or location accessible via the computer nétwork.
The terminal then initiates a second banner request signal to the location of the desired banner and
thé banner is served to the terminal for display on the terminal, unless the requested banner has
previously been stored or cached in the terminal’s memory or in the memory of a local or proxy
server connected to the terminal, in which case the second banner request signal is not sent across
the computer network and the banner is loaded directly from the terminal’s memory or served to

the terminal from the proxy server.
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. ol mﬁ*‘ UNITED SR ATES DEPARTMENT: OF COMMERCE “i
. « | Patent and Trademark Offica- - o L
Address: COMMISSIONER OF PATENTS AND TRADEMARKS: k=
%g j Washington, D.C. 20231 : : SR
‘Wﬂ of i _'
I aprucaTiONNUMBER | FILING/RECEIPT DATE [ FIRST NAMED APPLICANT | ATTORNEY DOGKET NOTTTLE 1] - kg
o .
0EYBES, 650 0B/19/%7  GRIFFITHS M 18052-001 E
N2e2/1007
SCOTT B ALLISON NOT ASSIGNED
CHRISHMAN BYNMUM ANLE JOHMSON
1900 FIFTEENTH STREET
BOULDER C0 80302 2317 s
DATE MAILED: : ¥
: 18/07/37 i
NOTICE TO FILE MISSING PARTS OF APPLICATION 4
Filing Date Granted -3

An Application Numbaer and Filing Date have been assignad to this application. However, the items.Indicated balow are missing. The . “
required items and fees identified below must batimely submitted ALONG WITH THE:PAYMENT OF ASURCHARGE foritems tand -~
3-Bonlyof § L3D for afarge entity [J small entity in compliance with 37 CFR 1.27. The surcharge Is set forth in
37 CFR 1.16(g). Applicant is glven TWO MONTHS FROM THE DATE OF THIS NOTICE within which to file.all required items.and pay
any fees required above to avold abandonment. Extensions of time may be obtained by filing a petition accompanied by the extenslon
fee under the provisions of 37 CFR 1.136(a). ’ _ P

g{gﬂ' required items on this form are flled within the perlod set above; the total amount owed by applicant as a oY

ml)rge entity (] small entity (verified statement filed), is $_L5{ 8 ——— . . 2

1. The statutory basic fliing fee Is: ' ¥

missing. ol

O insufficient, |

Applicant must submit $ 790 —— to complete the basic filing fee and/or file a verified small entity

Ef/ statement claiming such status (37 CFR 1.27), E

2, Additional claim fees of $ o 4 & — , Including any muiltiple dependent claim fees, are required. s
Q/ Applicant must elther submit the additional claim fees or cancel additional claims for which faes are due.

3.

T%a/aﬁth or declaration: 3
Is missing. 5

0 does not cover the newly submitted items, | 2
O -does not identify the application to which It applies. S
O does not Include the city and state or forelgn country of applicant's resldence,
An oath or declaration In compliance with 37 CFR 1. 63, including residence Information and identifying the application by 3
the above Application Number and Filing Dale Is required.
O 4. The signature(s) to the oath or declaration Is/are: .
O missing. k-
O by a person other than inventor or parson qualified under 37 CFiR 1.42, 143, or 1.47.
A properiy signed cath or declaration in compliance with 37 CFR 1.63, Identifying the appiication by the above P
Application Number and Flling Dale, Is required, q-

{J 5. The signature of the following Joint inventor(s} is missing from the cath or declaration: ' "

An oath or declaration listing the names of all Inventors and signed by the omitted inventor(s), identifying this-application by e

the above Application Numbsr and Flling Dale, Is required. . f
O 6.A% processing fee Is required since your check was retumed without payment (87 CFR.1.21(m)):
O 7. Your filing recelpt was malled in error because your check was retumed without payment. i

[J 8. The application does not comply with the Sequence Rules.
See altached “Notice to Comply with Sequence Rules 37 CFR 1.821-1.825."

O 9. OTHER:

Direct the response and any questions about this notice to “Attention: Box Missing Parts.”

A copy of this notice MUST be returned with the response. T

Customer Service Cgnter
Initial Patent Examinafion Divislon (703) 308-1202

FORMPTO-1633.(REV.249) - PART 3- OFFICE COPY
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Serial No.:

Filing Date:

Title:

Our File No.:

IN THE UNITED STATES PATENT AND TRADEMARK OFFICE

. _ S color 7@

Michael John Griffiths and
James David McElhiney

08/858,650

z
s

2317

May 19, 1997
Examiner: Not Yet Accorded
INFORMATION STORAGE AND
DELIVERY OVER A COMPUTER
NETWORK USING CENTRALIZED
INTELLIGENCE TO MONITOR AND
CONTROL THE INFORMATION
BEING DELIVERED

M N N Nt N N N e N N N N S N N’

18022-001

CERTIFICATE OF MAILING UNDER 37 C.F.R. 1.8

I hereby certify that the following documents:

1.

Check No. 10176 in the amount of $824.00 ($719.00 filing fee, $65.00 surcharge
fee, and $40.00 assignment recordation fee);

Copy of Form PTO-1533 NOTICE TO FILE MISSING PARTS OF
APPLICATION FILING DATE GRANTED;

Form PTO-1082;

DECLARATION FOR PATENT APPLICATION with Power of Attorney
executed by the inventors, Michael John Griffiths and James Dayid McElhiney;
VERIFIED STATEMENT CLAIMINE?MALL ENTITY STATUS (37 CFR

1.9(5) & 1.27(b))-INDEPENDENT B®ENTOR signed by the inventors;
u

VERIFIED STATEMENT CLAIMING SMALL ENTITY STATUS (37 CFR

80

1.9(f) & 1.27(c)--SMALL BUSINES§ CONCERN, signed by Peter Estler,

President of MatchLogic, Inc.;

12/17/1997 SBLIZZAR

04 FL2581
05 FE:205
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7. Assignment signed by the inventors, with PTO 1595, Recordation Cover Sheet

attached; and
return postcard are being deposited with the United States Postal Service as first-class mail,

postage prepaid, in an envelope addressed to: Assistant Commissioner for Patents, BOX

MISSING PARTS, Washington, D.C. 20231, on this 17th day of November, 1997.

Page 78 of 249

78



RS wﬁrwﬁmmmﬁ%wmmg&mmmm%b wwwmfmmmm& ‘

UNITED“‘STATES DEPARTMEI\IT oF COMMEFIGE

Patent and Trademark Office. .

Address; COMMISSIDNER OF PATENTS AND TFIADEMAHKS‘ :
Washington, D.C; 20231~ -

{ ,_; APPLICATION NUMBERWCEIPTDATE i FIRST NAMED APPLIGANT | ATTORNEYDOCKETNOSTTLE. | -

III"" SEhE, Gh D&/ 12087 GRIFF T THS i TErzE-001

A2SR/ 1007
SCOTT B OALLIS0ON MOT  A%S RN
CHRESMAN BYNUM AND  TOHNSCN
1900 FIFTEENTH STREET

-1

S
F‘iLﬂ WIER C0 =030 =317
A - 3¢ 71 paTE MAILED: .
LA 07797
i o NOTICE TOFILE MISSING PARTS OF APPLICATION: : R
- - v mamitz. . FilingDateGranted... . ... .. e i Copgo o L

An Application Number.and Filing Date have been:assigned to this application. However, the.items: indicatad below.are. missing.-The .

required items and fees identified below musgpaftlmely submitted ALONG'WITH THE PAYMENT OF A SURCHARGE for iterfisit:and:
3-6 only of $. A£30 for a[®"large entity O3 small entity in compliance- with'87 CFR'1.27. The surcharge is: setforth in -
87 CFR 1.16(e). Applicant is given TWO MONTHS FROM THE:DATE OF.THIS NOTICE withinwhich to file.all ‘réquireditems and pay.

any tees required above to avoid abandonment. Extensions of time may.be obtained by filing a petition accompanied by the: extension
fee under the prowsmns of 37 CFR 1.136(a).

It gl required items.on.this form are filed within the per:od set aboye, the fotal amount owed by. apphcant asa. -
{arge entity [ small entity (verified statement filed), Is $ A5 (nk’ — . . '

Ti-t. Theystatutory basic filing fee is:

Lig mlssmg
O insufficient. - i ' : .
Applicarit.must subrn:t$ 740 — .. ‘o complete the basic filing.fée and/or file-a verified. small entity. . -
{ slatement claiming such status (37 CFR 1.27). : '
2. Additional claim fees of § 4K — mc!udlng ‘any multiple dependent claim fees, are required:

./ *Applicant must either submit the additional cla.vm fees or cancel additional claims for which:fees are due,
3. The/Gath or declaratlon
is missing.
O does not cover the newly submitted items.
O "doss not identify the application to which it applies.
1. does not include the city and state or foreign countryiof applicant's residence.
.An oath or.declaration in compliance with- 37 CFA.1. 63,{mcludmg residence mfonnatron and :dantrfwng the apphcatron by
the above Appiication Nurber and Fn'mg Date is requ:red .
O 4.The. signature(s) ta the oath or-declaration.is/are: *
3 missing. :
[0 by a person other than inventor or person qualified under37 CFR 142, 1.43, or 1.47. _ :
A properly signed oath or declaration in-compliance with:37 CFR 1. 63, identifying the application by the above - .. -
Application Number and Filing Date, is required. =~ ¢

O s. The signature of the following jeint inventor(s).is mlssing from the oath or declaration:

B L o o0 e A S SR

An-oath or declaration listing the names of all inventors and signed by the omitted :nventor(s) Jdennﬁ/mg this a p!:cat:on by :
the above Application Number and Filing Date, is requirgd: am

i
J06AS% processing fee is reqmred since your c GZ

O 7. Your filing receipt was mailed in error because your check wg,gﬁ ed without paymen
] -8: The applicatior does not:compiy-withthe-Sequence Rules: mf?%- O

See aftached “Notlce lo Comply with Sequence.Rules 37 CFE]' 821{1.825."
O 9. OTHER:

G
8%’2{3:{ %cTtTt glressg?gggggg ggyoa{gsstmngag %E.lf{othls hotlce to “Attentt&\ Box

% AN ‘7.#.:—?7‘7; £ / ﬂ
Gustomer'Service,_@_e ter &R
initial Patent Examingtien Division (703):308-1202 BN re
=i ~1—1
P LI
* FORM PTO-1633 (REV.746) -  PART 2-COPY. T BE RETJRNESWITH RESPONSE
—-Seg
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FORM PTO-1082 . CASE DOCKET NO._18022-001
[

THE COMMISSIONER OF PATENTS A
Washington, D.C. 20231

DATE: November 17, 1997

T~

Sir:

Transmitted herewith for filing is the pateh{s 1@*’3‘" of

Inventors:__ Michael John Griffiths and James David McElhinev

For: INFORMATION STORAGE AND DELIVERY OVER A COMPUTER NETWORK USING

CENTRALIZED INTELLIGENCE TQO MONITOR AND CONTRO], THE INFORMATION BEING
DELIVERED

Enclosed are:

X Declaration for Patent Application

_X_ An Assignment of the invention to _Matchl ogic, Inc.

_X_  Verified Statements to Establish Small Entity Status Under 37 CFR 1.9 and 37 CFR 1.27.

The filing fee has been calculated as shown below:

Other than a
(Col. 1) (Col. 2) ~ SMALL ENTITY OR SMALL ENTITY

FOR: NO.FILED NO.EXTRA RATE FEE RATE FEE
BASIC FEE XXXXXXX XXXXXXXX XXXX $395 XXXX §79
TOTAL CLAIMS 42 ~20 = 22 X511 5242 X $22 S_
INDEP CLAIMS 5 -3= 2 Xs41 S_82 X $82 S____
—_MULTIPLE DEPENDENT CLAIM PRESENTED X$135 $___ X$270 S

TOTAL $.719 OR TOTAL $_

X A check in the amount of $824.00 to cover the filing fee ($719.00), surcharge ($65.00), and assignment
recordal fee (340.00) is enclosed.

X The Commissioner is hereby authorized to charge payment of the following fees associated with this
communication or credit any overpayment to Deposit Account No. 03-1725 . A duplicate copy of this
sheet is enclosed.

_X  Any additional filing fees required under 37 CFR 1.16.
_X_ Any patent application processing fees under 37 CFR 1.17.

X The Commissioner is hereby authorized to charge payment of the following fees during the pendency of
this application or credit any overpayment to Deposit Account No. _03-1725 . A duplicate copy of this
sheet is enclosed.

_X__  Any patent application processing fees under 37 CFR 1.17.

X Theissue fee set in 37 CFR 1.18 at or before mailing of the Notice of Allowance, pursuant to 37
CFR 1.311(b). :

_X_  Any filing fees under 37 CFR 1.16 for presentation of extra claims.

Respectfully submitted,

LT b alle——

Scott B. Allison, Reg. No. 38,370
CHRISMAN, BYNUM & JOHNSON, P.C.
1900 Fifteenth Street

Boulder, CO 80302

(303) 546-1300

80
Page 80 of 249



-—;y/ N
. “\' PTO/SB/10 (11-90)
VERIFIED STATEMERXY CLAIMING SMALL ENTITY STATUS | Docket Number (optional)
(37 CFR 1.9¢) & 1.27(¢)-SMALL BUSIHESIGONCERN 18022-001

Applicants or Patentees:

Serial or Patent No.:  08/858.,650 2 S

Filed or Issued: May 19, 1997 X, &

Title: INFORMATION STORAGE ANDYMIERERY OVER A COMPUTER NETWORK
ALIZED INTELLI E T AND

I hereby declare that I am

[1 the owner of the small business concern identified below:
[X] an official of the small business concern empowered to act on behalf of the concern identified below:

. NAME OF SMALL BUSINESS CONCERN: MATCHLOGIC, INC.
ADDRESS OF SMALL BUSINESS CONCERN: 400 8. McCaslin Boulevard
Louisville, Colorado 80027

L hereby declare that the above identified small business concern qualifies as a small business concern as defined in 13 CER 121, 12, and
reproduced in 37 CFR 1.9(d), for purposes of paying reduced fees to the United States Patent and Office, in that the number of employees
of the concern, including those of its affiliates, does not exceed 500 persons.. For purposes of this statement, (1) the number of employees
of the business concern is the average over the previous fiscal year of the concern of the persons employed on a full-time, part-time or
temporary basis during each of the pay periods of the fiscal year, and (2) concerns are affiliates of each other when either, directly or
indirectly, one concern controls or has the power to control the other, or 2 third party or parties controls or has the power to control both.

I hereby declare that rights under contract or law have been conveyed to and remain with the small business concern identified above with
regard to the invention described in:

[1 the specification filed herewith with title as listed above.
[X] the application identified above.
[1 the patent identified above.

If the rights held by the above identified small business concern are not exclusive, each individual, concern or organization having rights
in the invention must file separate verified statements averring to their status as small entities, and no rights to the invention are held by any
person, other than the inventor, who would qualify as an independent inventor under 37 CFR 1.9(c) if that person made the invention, or
by any concern which would not qualify as a small business concern under 37 CER 1.9(d), or a nonprofit organization under 37 CFR 1.9(e).

Each person, concern or organization having any rights in the invention is listed below:
£X] no such person, concern, or organization exists.
[1 each person, concern or organization is listed below,

Separate verified statements are required from each named person, concern or organization having rights to the invention averring to their
status as small entities. (37 CFR 1.27)

T acknowledge the duty to file, in this application or patent, notification of any change in status resulting in loss of entitlement to small
entity status prior to paying, or at the time of paying, the earliest of the issue fee or any maintenance fee due after the date on which status
as a small entity is no longer appropriate. (37 CFR 1.28(b))

T hereby declare that all statements made herein of my own knowledge are true and that all statements made on inforrmation and belief
are believed-to be true; and further that these statements were made with the knowledge that willful false statements and the like so made are
punishable by fine or imprisonment, or both, under section 1001 of Title 18 of the United States Code, and that such willful false statements
may jeopardize the validity of the application, any patent issuing thereon, or any patent to which this verified statement is directed. .

NAME OF PERSON SIGNE{GPeter Estler
TITLE OF PERSON IE4 ) ;

PTO/SB/10 (11-90) Patent and Trademark Office; U.S. DEPARTMENT OF COMMERCE

18022 ~0e y
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e . : PTO/SB/01 (11-90)

DECLARATION FOI. .« TENJAPREIGATION . :
y % ’ DOCKET NUMBER (Optional)
As below named inventor, I hereby declare that: ' W 19 ot 18022-001
| g

I believe I am the original, first and sole inventor (if only ond™alniE s’tgd below) or an original, first and joint inventors (if plural names are listed befow)
of the subject matter which is claimed and for which a patent is sought on the invention entitled INFORMATION STORAGE AND DELIVERY OVER
A COMPUTER NETWORK USING CENTRALIZED INTELLIGENCE TO MONITOR AND CONTROL THE INFORMATION BEING
DELIVERED, the specification of which is attached hereto unless the following box is checked:

[ X] was filed on May 19, 1997 as United States Application Number or PCT International Application
Number__08/858,650 and was amended on (if applicable).

I hereby state that I have reviewed and understand the contents of the above identified specification, including the claims, as amended by any amendment
referred to above.

Lacknowledge the duty to disclose information which is material to the examination of this application in accordance with Title 37, Code of Federal
Reguiations, §1.56(a).

I hereby claim foreign priority benefits under Title 35, United States Code, §119 of any foreign application{s) for patent or inventor's certificate listed
below and have also identified below any foreign application for patent or inventor's certificate having a filing date before that of the application on which
priority is claimed.

Prior Foreign Applications(s) Priority Claimed Priority Claimed
[ 1Yes [ INo

{(Number) ‘ (Country} (Day/Month/Year Filed)

Ihereby claim the benefit under Title 35, United States Code, §120 of any United States application(s) listed below and, insofar as the subject matter of
cach of the claims of this application is not disciosed in the prior United States application in the manner provided by the first paragraph of Title 35, United
States Code, §112, I acknowledge the duty to disclose material information as defined in Title 37, Code of Federal Regulations, §1.56(a) which occurred
between the filing date of the prior application and the national or PCT International filing date of this application. ’

(Application Number) (Filing Date) (Status - patented, pending, abandoned)

I hereby appoint the following attorney(s) and/or ageni(s) to prosecute this application and to transact all business in the Patent and Trademark Office
connected therewith; '

JAMES R, YOUNG, Reg. No. 27,847, STEVEN C. PETERSEN, Reg. No. 36,238, ROBERT G. CROUCH, Reg. No. 34,806, SCOTT B. ALLISON Reg. No. 38,370,
BARBARA A. GYURE, Rep. No. 34,614

Address all telephone calls to Scott B. Allison at telephone number (303) 546-1300

Address all correspondence to Scott B, Allison, Chrisman, Bynum & Johnson, 1900 Fifteenth Street, Boulder, Colorado 80302

I hereby declare that all statements made herein of our own knowledge are true and that all statements made on information and belief are believed to be
true; and further that these statements were made with the knowledge that wiliful false statements and the like so made are punishable by fine or
imprisonment, or both, under Section 1001 of Title 18 of the United States Code and that such willful false statements may jeopardize the validity of the
application or any patent issued thereon.

Full name of sole or first inventor (given name, family name)_ Michael John Griffiths

Inventor's signature m/\—’ Date ?é.;é o>

Residence 11334 North Eaton Way, Broomfield, Colorado, §0020 Citizenship _Canada
Post Office Address 11334 North Eaton Way, Broomfield, Colorado 80020

Page 1 of 2
PTO/SB/O1 (11-90) Patent and Trademark Office; U.S. DEPARTMENT OF COMMERCE
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PTO/SB/0L (11-90)

DECLARATION FOk._,sTENT APPLICATION S
DOCKET NUMBER (Optional)

As a named inventor, I hereby declare that: 18022-001

All statements made herein of my own knowledge are true and that all statements made on information and belief are believed to be true; and further that
these statements were made with the knowledge that willful false statements and the like so made are punishable by fine or imprisonment, or both, under
Section 1001 of Title 18 of the United States Code and that such wiliful false statements may jeopardize the validity of the application or any patent
issued thereon.

Full name of second inventon name, ily o James David McElhiney
-~ ; I's .
Lo '/l f Date ‘%71- 2'5'/ 97

Inventor's signature X
Residence _114 dth Avenue.éttawa. Ontarjfo, Canada K1J2L4 Citizenship _Canada.

Post Office Address _114 4th_Avenue, Oitawa, Ontari anada K18 21.4

Full name of third inventor (given name, family name)

Inventor's signature_X Date
Residence Citizenship
Post Office Address
Page 2 of 2 .
PTO/SB/O1 (11-90) Patent and Trademark Office; U.S. DEPARTMENT OF COMMERCE
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PTO/SB/09 (11-90) -

VERIFIED STATEMENT CLAIMING SMALL ENTITY STATUS | Docket Numbef (optional)
(37 CFR L.9(f) & 1.27(b))--INDEPENDENT INVENTOR 18022-001

Applicant or Patentee:

Serial or Patent No.:  (08/858.650

Filed or Issued: MAY 19, 1997

. \%ﬁ .
Title: INFORMATION STORAGE AND DEDTVEY %VER A COMPUTER NETWORK
NG CENTRALIZED INTELLIGENCE TO MONITOR AND CQNTROL THE
RMAT BEING DELIVERED

As a below named inventors, we hereby declare that we qualify as an independent inventors as defined in 37 CER 1.9(c) for
the purposes of paying reduced fees to the Patent and Trademark Office described in:

[ ] the specification filed herewith title as listed above.

[X] the application identified above.
[ ] the patent identified above.

We have not assigned, granted, conveyed or licensed and am under no obligation under contract or law to assign, grant, convey
or license, any rights in the invention to any person who would not qualify as an independent inventor under 37 CFR 1.9(c)
if that person had made the invention, or to any concern which would not qualify as a small business concern under 37 CFR
1.9(d) or a nonprofit organization under 37 CFR 1.9().

Each person, concern or organization to which I have assigned, granted, conveyed, or licensed or am under an obligation under
contract or law to assign, grant, convey, or license any rights in the invention is listed below:

[ 1 No such person, concern, or organization exists.
[X] Each such person, concern or organization is listed below.
MatchLogic, Inc.

Separate verified statements are required from each named person, concern or organization having rights to the invention
averring to their status as small entities. (37 CFR 1.27)

We acknowledge the duty to file, in this application or patent, notification of any change in status resulting in loss of entitlement
to small entity status prior to paying, or at the time of paying, the eatliest of the issue fee or any maintenance fee due after the
date on which status as a small entity is no longer appropriate. (37 CFR 1.28(b))

We hereby declare that all statements made herein of our own knowledge are true and that all statements made on information
and belief are believed to be true; and further that these statements were made with the knowledge that willful false statements
and the like so made are punishable by fine or imprisonment, or both, under section 1001 of Title 18 of the United States Code,
and that sueh willful false statements may jeopardize the validity of the of the application, any patent issuing thereon, or any
patent to which this verified statement is directed. '

MICHAEL JOHN GRIFFITHS
NAME OF INVENTOR

it 2 D S .
Signature of Inventor Siﬁﬁature of Inventor
P> _S.F'f 2% /‘: 1
Date Date Y
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THE UNITED STATES PATENT AND TRADEMARK OFFICE Q%EES-
‘.f‘
Michael John Griffiths and ) %,
James David McElhiney )
) A
Serial No.:  08/858,650 ) Group Art Unit:
) Not Yet Accorded
)
. Filing Date: May 19, 1997 ) Examiner:
) Not Yet Accorded
Title: INFORMATION STORAGE AND DELIVERY )
OVER A COMPUTER NETWORK USING )
CENTRALIZED INTELLIGENCE TO MONITOR )
AND CONTROL THE INFORMAITON BEING )
DELIVERED )
)
Our File No.:  18022-001 )
ATIY L TATEME

To:  Assistant Commissioner for Patents
Washington, D.C. 20231

Dear Sir:
The applicants hereby submit their Information Disclosure Statement pursuant to 37-

C.F.R. §§ 1.56, 1.97 and 1.98 and respectfully request the Examiner to consider the

information disclosed in the patents and publications listed below:

CITATIONS
U.S. Patents Inventors Issue Dates
5,247,670 Matsunéga September 21, 1993
5,289,371 Abel et al. February 22, 1994
5,347,632 Filepp et al. September 13, 1994
5,430,729 Rahnema July 4, 1995
5,442,771 Filepp et al. August 15, 1995
5,459,837 Caccavale October 17, 1995
5,557,721 Fite et al. September 17, 1996
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5,572,643 Judson November 5, 1996

5,583,991 Chatwani et al. December 10, 1996
5,598,532 Liron January 28, 1997
5,602,991 Berteau February 11, 1997
5,617,540 Civanlar et al. April 1, 1997
5,621,884 Beshears et al. April 15, 1997
5,628,009 Kikuta et al. May 6, 1997

ARTICLES AND PUBLICATIONS

“Reload, Redraw, Repeat”, Paul Boutin, downloaded from electronif: webcite address
as of May 16, 1997 of: httw.//www.packet.com/packet/boutin/97/1 7/geek, htmifl, pp. 1-4.

“Advertisers, Privacy Advocates Clash Over Giving Users More ‘Cookie’ Control,”
Angela Drolte, Electronic Information Policy & Law Report, 2(21):530-531 (1997).

One (1) page of Form PTO-1449 and copies of all the above-cited prior art are enclosed
for the Exarmniners convenience.
Dated this_M ™" day of September, 1997.

Respectfully submitted,

Lot Z

Scott B, Allison, Reg. No. 38,370
CHRISMAN, BYNUM & JOHNSON, P.C.
1900 Fifteenth Street

Boulder, Colorado 80302

Telephone: (303) 546-1300

CERTIFICATE OF MAILING UNDER 37 C.F.R. §1.8

L hereby certify that the foregoing INFORMATION DISCLOSURE STATEMENT along
with PTO-Form 1449 and copies of all recited prior art, was mailed by first-class U.S. mail,
postage prepaid to the Assistant Commissioner for Patents, Washington, DC 26231 on this 19th

day of September, 1997,
%//M@w&/
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L .
_ h Sheet _ 1 _of 1
FORM PTO-1449 ?JE)E TMENT OF COMMERCE ATTY.DOCKET NO. SERIAL NO.
(Rev. 7-80) \ P‘3 ENT AN TRADEMARK. OFFICE 18022-001 08/858.650
LIST OF PRIGKINRT D BY APPLICANT APPLICANTS:
e Sevﬁiq;‘iﬂe if ns ssary) Griffiths, et al.
s S FILING DATE GROUP
V) Y May 19, 1997 Not Yet Accorded
7 V Y A 2153
S, PATE
*EXAMINER DOCUMENT DATE NAME CLASS SUBCLASS FILING DATE
INITIAL NUMBER IF APPROPRIATE
é AA (5,247,670 September 21, 1993 Matsunaga 395 650
j AB | 5,289,371 February 22, 1994 Abel, et al. 364 401
" AC| 5,347,632 September 13, 1994 Filepp, et al. 395 200
c,d\ AD 5,436,729 July 4, 1995 Rahnema 270 94.1
o7  AE|5,442,771 August 15, 1995 Filepp, et al, 395 650
bf/ AF | 5,459,837 Qctober 17, 1995 Caccavale 395 184.01 ) i
F  AG|5557,721 September 17, 1996 | Fite, et al. 305 148
o AH | 5,572,643 November 5, 1996 Judson 395 793
OJ Al 5,583,991 December 10, 1996 Chatwani, et al. 395 200.01
v/ AY|5,598,532 January 28, 1997 Liron 395 200.01
cw/ AK | 5,602,991 February 11, 1997 Berteau 395 200.01
0/ AL | 5,617,540 April 1, 1997 Civanlar, et al. 395 200.11
o . aM| 521,88 April 15, 1997 Beshears, et al. 395 182.08
>  AN|5628009 May 6, 1997 Kikuta, et al. 395 610
OTHER PRIOR ART (Including Author, Title, Date, Pertinent Pages Eic)
AO | "Reload, Redraw, Repeat”, Paul Boutin, downloaded from electronic webcite address as of May 16, 1997 of:
< hitw:/rwww.packet.com/packet/boutin/97/17/geek himi#1, pp. 1-4
= AP | "Advertisers, Privacy Advocates Clash Over Giving Users More ‘Cookie’ Contrel,” Angela Drolte, Electronic Information Policy
of
& Law Report, 2(21):530-531 (1997).
EXAMINER D, pa M ‘?//W(‘Z‘l
*EXAMINER; Initial if reference considered, whether or not citation is in conformance with MPEP 609; Draw line through citation if not in conformence and not considerer:l. Include copy of
this form with next communication to applicant, ’

Page 8

r o)
g e SR 'Lii!’-.

A2 b vk




. Paul Boutin - Technology http://www.packet.com/packet/boutin/97/17/index2a.htm)
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FRCEET

. Reload, Redraw,
Boutin Repeat
TECH

Redundant ad banners are a
waste of time and bandwidth,
but the sclution requires an
unlikely truce between the
browser companies

Like it or not, advertising banners on
the Web aren't going away any time
soon. Even if you welcome them, they
take up a maddening amount of
bandwidth and time by constantly
reloading, a characteristic that becomes
especially annoying over a home-dialup
connection. Fortunately, there's hope:
our favorite browser makers could
make ad delivery less painful for
everyone. But whether or not they will
remains to be seen.

- The total time you spend downloading
ads is a function of how many ads you
download, and how large each one is.
Size is enough of a problem, with
banners running from 8 KB to 15 KB
apiece, but the real criminal is that
chunk of code from the ad site's server
that reloads every time the banner is
redrawn.

5/10/97 7:10 PM
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Subscribe to

Consuming

push content:

needs to be

as easy as

watching TV

before it

will really
. catch on.

Join us
in Threads,

PacketFlash,
for Packet news.

So why are ad banners reloaded every
time you encounter a page you've
already seen, when your browser
already has a copy cached on your
local hard disk? Because advertisers
insist on paying per impression - they
are billed each time the banner is
shown to a user. In order to invoice an
advertiser, managers of the host site
need to log the number of times an ad
is served. With the current technology,
individual browsers can't report how
many times they have rendered a
specific ad banner. So we have to log
the number of times the host's server
has delivered a given ad,

Normally, the browser would simply
fetch an ad it has already displayed
from the local hard disk. But to force it
to reload each time, you have to
convince the browser that it's never
seen the ad before. Click Geek This to
see how:

These reloads can be personally
@ frustrating and they bog down
Geek the Web in general. The
This advertisers don't like them

“either; the long delays caused by ad

reloads don't help to build a positive
brand image.

Microsoft and Netscape are in a unique
position to remove the pox of
perpetually reloading ads from the Web
once and for all, simply by adding a
reporting feature to their browsers.
Instead of forcing the browser to revisit
a server, the improved browser would
count the number of times it displays a
cached banner, and then report that
information back to the ad server or a
designated reporting site. These reports
would each be far smaller than even
one extra ad-banner reload and would

free up substantial bandwidth. Web-site ‘

server loads would go down, and as

http://www.packet.com/packet/boutin/97/1 7/index2a.html
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load times decrease, readership may
well increase.

Both Microsoft and Netscape have
some sort of reporting features planned
for their 4.0 browsers. Microsoft's
Channel Definition Format (CDF)
standard for push-media content sites
includes a Tracking Element - 2 URL to
report user behavior to. Netscape points
out that its licensed Castanetchannel
technology already provides a back
channel through which information can
be passed from client to server.

But a real solution isn't here yet,
because standardized reporting
software won't come with the 4.0
browsers. If Microsoft and Netscape
can agree on a cross-platform standard,
cost-per-impression reports will be easy
to sell to advertisers, easy to train
webmasters and ad-sales staffs on, and
easy to support. But needless to say,
getting the browser companies to work
together is a tall order.

Pl HE

Talk back to Paul Boutin in his
column's Threads. .

avebofonkey  suarA cenTraL
Join t‘he BotWired

Network, it's frea.

Members log in, Previously in Boutin ...

Previously in Garfinkel ...

SEARCH
HELP '

Copyright © 1997 HotWired, Inc. All rights reserved.
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NetGravity Announces AdServer 2.0, Raises the Standard
in Online Advertising Management Software

Industry-Leading Advertising Management Software Gives Sites Enhanced Targeting Ability,
Modular Architecture, Greater Performance and Extensibility

SAN MATEQ, Calif,, ¢f¢ pﬁ%ﬁlﬁ?&gﬁﬁ'ﬁ{a&a"ﬂy’ the proven leader in online advertising management
software, today announced the release of NetGravity AdSEVH42:0; its industry-leading Internet
advertising management software. NetGravity AdServer, used by more than 30 of the top
advertising-supported sites on the Web -including Netscape, Time Inc.'s Pathfinder, CondéNet, Individual
Inc. and Nations Restaurant News - was the first product developed specifically for Web sites to optimize
the effectiveness and profitability of online advertising. NetGravity AdServer 2.0 delivers second
generation online ad management, enhancing the performance, extensibility, reliability and targeting
abilities of the product. NetGravity has experience in delivering mission-critical software to '
advertising-supported Web sites and offers 24 hour-a-day, seven-day-a-week support.

"For more than a year NetGravity has defined the market for online advertising management sofiware,"
said John Danner, president of NetGravity. "We listened to our customers' requests while integrating
further innovations into NetGravity AdServer 2.0, making it the only time-tested ad management product
on the market. NetGravity realizes that when a revenue generating application is not working, a site is
losing money. We deliver an ad management tool that is 100 percent reliable under the most demanding
conditions."

Scalable, Distributed, Extensible, High Performance Architecture

The ability to serve ads efficiently and scale operations quickly is a must for any successful ad-supported
site. NetGravity AdServer 2.0's scalable, distributed-architecture delivers a number of benefits to
customers, inchudifEdntellijent Caching and unlimited growth potential. AdServer 2.0 automatically
remembers-which-ads-have-beemscheduled for the most popular pages, greatly optimizing the speed at
which ads get served. As a site grows, AdServer easily scales to support the additional traffic. AdServer's
distributed architecture ensures the performance of a site will never be slowed down by serving ads, This
distributed system also enables sites to run separate modules on different hardware platforms.

AdServer 2.0's extensibility enables sites to customize and extend AdServer functionality to suit their
specific needs. For example, using NetGravity's AP1 a Web site may choose to create custom reports to
augment existing AdServer 2.0 reports. A Web site can also extend AdServer's targeting abilities by
including additional custom targeting criteria.

"With the online advertising market heading towards $5 billion by the year 2000, it's crucial for sites to
have access to the tools they need to manage placement and targeting," said Adam Schoenfeld, vice ,
president publishing at Jupiter Communications. "Without powerful ad management tools, sites can't offer
true value to their advertisers, and run the risk of turning their most crucial business relationships over to
outsiders."

9/23/98 11:25 Alv
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Privacy

Advertisers, Privacy Advocates Clash
Over Giving Users More ‘Cookie’ Control

Task Force proposal to give users more control

over “cookies”—the technology that tracks a us-
er’s clicks through a World Wide Web site—has pitted
advertisers against privacy advocates.

The HTTP State Management Mechanism proposal
(RFC 2109}, dated February 1997, would make it easier
to control the use of cookies by changing the default
setting for “third party cookies.” '

Third party cookies are cookies that occur. through
“unverifiable transactions,” according to David M. Kris-
tol, technical staff member at Bell Laboratories, Lucent
Technologies, Murray Hiil, N.J. Kristol is a ce-author of
RFC 2109. '

The RFC is in the comment phase.

‘Cookie,’ ‘Third Parly Coolde.’ A cookie is a data pack-
age that a World Wide Web server sends to a Web
browser. It can contain a variety of information, includ-
ing a user's virtual identity—i.e., the identifier that a
Web site assigns a user to identify the user each time he
or she visits the site, .

Cookies can also be used to store password and lo-
gin information so that a user visiting a secured Web
site is automatically identified and does not have to re-
submit that information on each visit,

Advertisers like cookies because they can be used to
tailor ads to customers, based on their likes, dislikes,
and shopping habits. Some vendors simply ask a user to
fill out a questionnaire to get this information; cookies,
however, can create a customer profile by tracking
where the user goes on a Web site and what links the
user clicks on.

Advertisers can keep track of ads that consumers
have seen on various Web sites through third party
cookies. A third party cookie enables a third party—i.e.,
a Web site other than the host site—to obtain data about
a user through the unrelated Web site. The process
works as follows: A user visits a Web site, which con-
tains a URL reference to the advertiser’s Web site. The
existence of the URL reference is not apparent to the
user, and wher the user clicks on a Web page having
the reference, user information is transferred to the ad-
vertising site unbeknownst to the user. "

The first time a user clicks on a Web site containing

A request for comment on an Internet Engineering

the advertiser's embedded URL, the advertiser sends -

the user’s browser a cookie, which contains the identi-
fier that the advertiser assigned the user. Thereafter,
each time the user clicks on a Web site containing an
embedded URL to the advertiser, the user's browser
sends the advertiser’s server the cookie.

These cookies enable the advertiser to keep track of
the ads that it has shown your virtual persona. Based on

the collected information, the advertiser can choose a
particular ad to display on the host Web site. Without
the user supplying additional information, such as his
or her name or e-mail address, the advertiser simply
knows that a user with a particular assigned virtual per-
sona has seen its ad X number of times on specified
Web sites. The more information the advertising Web

‘site has collected about your virtual persona, the better

able it is to tailor specific ads to you as you browse the
World Wide Web. .

. Privacy Concerns. Although cookies are not new, their
existence has recently garnered increasing publicity,
creating a stir among users who worry that their pri-
vacy may be compromised through the use of cockies.

Concern has been further heightened by reports of
some Web sites sharing information about their visitors
with each other. That practice could permit an adver-
tiser or other Web site operator to piece together infor-
mation the user has submitted for one purpose—say, to
sign up for a service—with other information—e.g., that
collected through cookiés, thereby being able to match
an individual’s virtual persona with his or her real per-
sona. The end result is a potential boom for advertisers,
who, equipped with detailed information about a user,
could further tailor ads to particular users.

Although some browsers enable the user to view the
cookie files that have been written to the user's hard
drive, there is currently no way to intercede the trans-
mission of a third party cookie.

People are troubled by what transpires behind their
backs, Kristol said. RFC 2109 would change the specifi-
cations for third party cookies to direct the browser not
to accept the cookie. The specifications would permit
browser manufacturers and vendors to build alerts into
their systems, flagging users to third party cookies.
Those alerts would be available, however, only if the
user rejects the default setting.

In an April 7 letter, a coalition of consumer, civil lib-
erties, and children’s advocacy groups expressed their
support for the IETF proposal. The letter was signed by
the Center for Media Education, the Consumer Project
on Technology, the Electronic Privacy Information Cen-
ter, Computer Professionals for Social Responsibility,
the Consumer Federation of America, the Electronic
Frontier Foundation, the National Association of El-
ementary School Principals, NetAction, Privacy Inter-
national, the U.S. Privacy Council, and more than 160
Internet users.

“The proposal will allow users to exercise greater

" control over the creation and collection of personal in-

formation resulting from transactions between web cli-
ents and web servers,” the groups said.

“We believe that ‘transparency’—the ability of users
to see and exercise control over the disclosure of per-
sonally identifiable information—is a critical guideline
for the development of sensible privacy practices on the
Internet,” they added.

62397

COPYRIGHT © 1997 BY THE BUREAU OF NATIONAL AFFAIRS, INC., WASHINGTON, D.C, EPLR  1088-1565/97/%0+$1.00 -

92
Page 92 of 249



LEAD REPORT

(Vol. 2, No. 21) 531

“There should never be a case where private firms
and government agencies are writing and reading infor-
mation .on a consumer’s hard disk, without explicit au-
thorization,” CPT Director James Love said in a press
release. “These iransactions must be more transparent,
and the users must have the practical ability to say no.”

Adverse impact on E-Commerce? Predictably, advertis-
ers are positioned in the opposite side of the ring. The
Association of Online Professionals urged the IETF to
retain the current coockie defaults in Web browsers.

The proposal will adversely impact the. industry, the
association said, including; -

m the potential loss of services from online services
relying on cookies for passwords, preferences, and
other tasks; cral .

-m the loss of electronic commerce relying on cookies,
including those using the “shopping cart” models;

m the loss of a major method for assessing advertis-
ing effectiveness for Web sites relying economically on
those revenues and sponsorships; .

m the loss of “[h]undreds of thousands of ... man-
hours for reprogramming of web sites”; and

w added technical suppoit costs for Internet service
providers, online services, and browser software com-
panies, “who will have to deal with subscribers who do
not understand Cookies or their use, when web sites
‘don't work.' "' Co - . o

“If there were a valid threat to privacy, or a single
documented case of the technology being abused to the
detriment of consumers, we might feel differently,”
AQP Executive Director Dave McClure said in an April
22 press release. We cannot allow “vague fears to dic-
tate the technology, the structure or the growth of the
online industry,” he added.

“Abandoning a widely used and largely effective
technology just because it might possibly be abused is
not a rational response to privacy concerns,” McClure
said. He said the proposal should not be adopted be-
cause users can easily control Web browsers and be-
cause, {o date, there is no record of cookie abuse.

Cookies Abound. In a discussion with BNA, McClure
explained that users can see what cookies have been set
on a browser file. Cookies simply record the name of
the Web site and the identification number assigned to
the user. In fact, they are so widely used, that if you
used a browser option designed to alert you every time
a cookie file is written to your hard drive, alarms would
be sounding incessantly as you browse the World Wide
Web, McClure said. Co .

It is true that some Web sites have decided to share
databases of information they have collected on Web
site visitors, McClure said. While this is a reason to not
visit those sites, it is not a reason to change the cookie
settings. Although not in favor of it, McClure said a pos-
sible solution would be to make it unlawful to share in-
formation without the user’s authorization, .

McClure also pointed out the potential effect on ser-
vice fees that a requirement to obtain authorization be-

fore sharing information would have. He noted that
junk mail subsidizes the U.S. postal system. What if In-
ternet access were to cost $200 per month? McClure
queried. Would one be willing to trade low-cost access
for greater privacy protections? he asked.

A simple rule, he said, is that if one does not want
personal information traded, one should not give out

—

that information in the first place—in the real world, or
online. _—_— -

Privacy is a social and regulatory issue—not a tech-
nology issue, McClure said. You do not solve social is-
sues with technology; rather, you solve them with
sound and reasonable policies, he told BNA.

Long Process. The eventual outcome of the IETF pro-
posal may not be known for some time. The RFC pro-
cess for IETF proposals tends to be fairly long. Al-
though IETF standards are voluntary, they have, in the
past, been followed as law, '

According to Peter Harter, public policy counsel for
Netscape Communications Corp., Netscape is backing
the RFC as originally drafted. Indeed, the proposal’s
other co-author is Lou Montulli, a Netscape founding
engineer.

The IETF proposal would permit common standards
for how cookies are set—e.g., what it looks like and how

- it is set. Ag such, it is a management protocol, Harter

noted,

Through a browser, cookies can be sent to certain .
files so that a user knows what cookies have been set.
Netscape 3.0 allows a user to program an alarm to
sound when a cookie is activated. Montulli wanted an
open standard for this mechanism, Harter said.

Open standards for cookies, including how they are
created, would not only give users better control over
the collection of personal information online, but would
help Web site operators because the resulting products
would be interoperable, Harter said. Interoperability,
coupled with user control, will make cookies a more ef-
fective tool for online commerce, he said.

‘eTRUST’ Would Be an Add-On. The online world is ad-
dressing privacy concerns as well. One program,
“eTRUST,” aims to rate Internet sites according to de-
fined privacy standards that govern how personal infor-
mation is collected and used (1 EPLR 621). The pro-
gram is a collaborative effort among the Electronic
Frontier Foundation, CyberSource Corp., Portland Soft-
ware, TestDrive Corp., and InfoOnline.

According to Kristol, the eTRUST ratings system
would not substitute for RFC 2109, but would constitute
an add-on function.

As a proposed standard, the RFC must be out for
comment for the earlier of six months or the appear-
ance of two independent, intercperable implementa-
tions of the specification,

If changes are made to the proposal, it will then be-
come a draft standard. After a minimum of two months,
it would then be eligible to become a standard. That
stage of the process tends to move relatively quickly,
Kristol said.

Kristol noted that he has issued a second draft of the
proposal, containing technical changes but not chang-
ing the substance of the proposed third party cookie
specification. While IETF received a flurry of comments
in February and March on the original proposal, Kris-
tol’s second draft has not received any, he said.

By ANGELA DRoLTE

The text of RFC 2109, along with other documents in
the Request for Comments series, is available at Inter-
NIC’s World Wide Web site, http:/frs.internic.net/nic-
support/,
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IN THE UNITED STATES PATENT AND TRADEMARK OFFICE

Michael John Griffiths and
James David McElhiney

Serial No.: 08/858,650 Art Unit: 2317

Filing Date: May 19, 1997

- Examiner: Not Yet Accorded
Title: INFORMATION STORAGE AND
DELIVERY OVER A COMPUTER
NETWORK USING CENTRALIZED
INTELLIGENCE TO MONITOR AND
CONTROL THE INFORMATION
BEING DELIVERED

Mo Nt N St vt M Nt N N N S S SN S S

Our File No.: 18022-001

CERTIFICATE OF MAILING UNDER 37 C.F.R. §1.8

| 2 4d¥
TETNERES!

To: Assistant Commissioner for Patents
Washington, D.C. 20231

0092 dNGYY
86

I hereby certify that the following documents:

1. Intervention by Assignee, Revocation of Power of Attorney and Appointment of

New Power of Attorney and Address for Correspondence;

2. Certificate Under 37 CFR §3.73(b); and

Return Post Card are being deposited with the United States Postal Service as first-class mail,
postage prepaid, in an envelope addressed to the Assistant Commissioner for Patents,
Washington, D.C. 20231, on this 13" day of April, 1998.

MWrini,
J
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CERTIFICATE, OF MAILING UNDER 37 C.F.R, 1.8

I'hereby cettify that this correspondence is being deposited with
the United States Postal Service as first class maif in an envelope

addresged to/Assistant Coinunissioner for Patents, Washington,
Dﬁl April 13, 1998.
L

IN THE UNITED STATES PATENT AND TRADEMA% OFFICE

Applicants: Michael John Griffiths and )
James David McEihiney )
) 2285%
Serial No.: 08/858,650 )} Art Unit: 2319
)
Filing Date: May 19, 1997 )
)} Examiner: Not Yet Accorded
Title: INFORMATION STORAGE AND )
DELIVERY OVER A COMPUTER )
NETWORK. USING CENTRALIZED )
INTELLIGENCE TO MONITOR AND )
CONTROL THE INFORMATION )
BEING DELIVERED )
)
Our File No.: 18022-001 )

INTERVENTION BY ASSIGNEE,
REVOCATION OF POWER OF ATTORNEY
AND
APPOINTMENT OF NEW POWER OF ATTORNEY
AND ADDRESS FOR CORRESPONDENCE

To:  Assistant Commissioner for Patents
Washington, D.C. 20231

Sir:

Intervention and Revocation

MATCHLOGIC, INC,, a corporation organized and existing under the laws of the State
of Colorado, the assignee of record of the entire right, title, and interest in and to the invention
and the above-referenced patent application, hereby intervenes in this patent application and

revokes all powers of attorney previously appointed by the inventors or by any other entity in
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this patent application.
Appaintment of Power of Attorney
MATCHLOGIC, INC., hereby appoints, effective immediately, as principal attorneys
and/or patent agents: James R. Young, Reg. No. 27,847, Steven C. Petersen, Reg. No. 36,238;
Robert G. Crouch, Reg. No. 34,806; Scott B. Allison, Reg. No. 38,370, and Barbara A. Gyure,
Reg. No. 34,614.
Address for Correspondence
Please direct all communications to the following address:
Scott B. Allison
CHRISMAN, BYNUM & JOHNSON, P.C.
1900 Fifteenth Street
Boulder, Colorado 80302
Telephone: (303) 546-1300
Fax: (303) 449-5426
I hereby declare that all statements made herein of my own knowledge are true and that
all statements made on information and belief are believed to be true; and further that these
statements were made with the knowledge that willful false statements and the like so made are
punishable by fine or imprisonment, or both, under Section 1001 of Title 18 of the United States

Code and that such willful false statements may jeopardize the validity of the application or any

“ patent issued thereon.

John Mo -

Date: f;é/ /3// e,
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Applicant: MICHAEL JOAN

Application No.:_08/858.650

CEI&IFICATE UNDER 37 CFR 3.73(h)
AR 177

Entitled: !NFORMATION STORAGE AND DELIVERY OVER A COMPUTER NETWQRK USING CENTRALIZED
INTELLIGENCE TO MONITOR AND CONTRQL THE INFORMATION BEING DELIVERED

MATCHLOGIC, INC.

Filed: _May 19, 1997

(Name of Assignee)

Al ]

certifies that it is the assignee of the entire right, title and interest in the patent application identified above by virtue of either:

An assignment from the inventor(s) of the patent application identified above. The assignment was recorded in the
Patent and Trademark Office at Reel
OR

A chain of title from the inventor(s) of the patent application identified above, to the current assignee as shown below

»a __ COLORANG CORPORATION

(Type of Assignee, e.g. corporation, partunership, university, government
agency, etc.)

Frame » or for which a copy is attached.

To:

The document was recorded in the Patent and Trademark Office at
Reel

; Frame

» Or for which a copy thereof is attached.

To:

Frame

The document was recorded in the Patent and Trademark Office at
Reel s

, or for which a copy thereof is attached.

To:

The document was recorded in the Patent and Trademark Office at
Reel , Frame

B.[1]
1. From:
2. From:
3. From:
bl

and the like so made, are punishable by fine or imprisonment, o
and that such willful false statements may jeopardize the vatfdity o

Date Signature
JOHN MOI ER
Typed or printed name
CHIEF FINANCIAL OFFICER Title
PTO/SB/96(10/92) 300-10

Additional documents in the chain of title are listed on a supplemental sheet

[X ] Copies of assignment or other docuwments in the chain of title are attached

The undersigned has reviewed all the documents in the chain of title of the patent application identified above and, to the best of
undersigned's knowledge and belief, title is in the assignee identified above

The undersigned (whose title is supplied below) is empowered to sign this certificate on behalf of the assignee

I hereby declare that all statements made herein of my own knowledge are true, and that all statements made on information
and belief are believed to be true; and further, that these statements are made with the knowledge that willful false statements,

» or for which a copy there is attached.
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Patent and. Trademark Office; U.S. DEPARTMENT OF COMMERCE
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ASSIGNMENT

WHEREAS, we, Michael John Griffiths, 11334 North Eaton Way,
Broomfield, Colorado 80020, and James David McElhiney, 114 4th
Avenue, Ottawa, Ontario, Canada K18 2L4, have invented a certain
new and useful INFORMATION STORAGE AND DELIVERY OVER A COMPUTER
NETWORK USING CENTRALIZED INTELLIGENCE TO MONITOR AND CONTROL THE
INFORMATION BEING DELIVERED, for which application for Letters
Patent of the United States was filed on May 19, 1997, and
assigned Serial No. 08/858,650. |

WHEREAS, MatchLogic, Inc., 400 S. McCaslin Boulevard,
Louisville, Colorado 80027, a Delaware Corporation fully .
organized and existing under the laws of the State of Delaware is
desirous of acquiring the entire right, title and interest
therein and thereto;

NOW, THEREFORE, be it known that for and in consideration of
the sum of One Dollar ($1.00) and certain other good and valuable
consideration to us in hand paid, the receipt of which isg hereby
acknowledged, we, tEg said Inventois, Michael John Griffiths and
James David McElhiney, by these presents do sell, assign and
transfer unto the said MatchLogic! Inc., its successors, legal
representatives and assigns, our entire right, title and interest
in and to the said invention and the aforesaid patent
application, for the territory of the United States of America
and for all foreign countries and to all Letters Patent,
continuations and reissues, and extensions to be obtained
therefore; and we further agree to cooperate with the assignee

- hereunder in the obtaining and sustaining of any and all such
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Letters patent, but at the expense of said assignee.

) We further herxeby assign and agree to assign to MatchLogic,
Inc., the entire right, title and interest, domestic and foreign
which we may have in discoveries, improvementé and inventions
made, conceived or developed by us in connection with the
development of said INFORMATION STORAGE AND DELIVERY OVER A
COMPUTER NETWORK USIN-(_E} CENTRALIZED INTELLIGENCE TO MONITOR AND
CONTROL THE INFORMATION BEING DELIVERED, and do further agree to
execute all applications for patent, assiggments and other
appropriate documents and to perform all acts and to do all
things necessary to make this Agreement effective and to perfect
all right, title and interest in and to said discoveries,
improvements or inventions in MatchLogic, Inc. The Commissioner
of Patents is hereby authorized and requested to issue the
letters Patent solely in accordance with the terms of thisr
Assignment to MatchLogic, Inc.,its successors, legal
representatives and assigns, as the assignee of the entire right,
title and interest therein.

IN WITNESS WHEéEOF, we have hereunto set our hands and
affixed our seals on the date set forth hereinafter.

‘—"::Z—f:L»’i:)

Michael J. Griffiths

25 gl
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STATE OF COLORADOQ )
) ss.
COUNTY OF _Rouipsz.. )

Before me, a Notary Public in and for the said County and State, personally appeared
Michael John Griffiths, known to be the person whose name is subscribed to the foregoing
instrument, and acknowledged to me that he executed the same for the purposes and
consideration therein expressed.

Given under my hand and seal of office this 25" day of SSgrremdée- 1997

My commission expires:__| l/ (2. /a00c

(SEAL)

A A e

Notary Public
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LT e R e e . ’.0"" P -."L-UNITED.STAT“ :DEPARTMENT OF-COMMERCE .
‘ ’ : S:Lf Patent andTraw.imark Office - - SR ;

i _x_,". * | Address: COMMISSIONER OF PATENTS AND:FRADEMABKS

Washington, .C. 20231 ’ .
L_sERALNUMBER | FUNGDAE | FIRST NAMED APPLICANT | _ATTORNEY DOCKETNO. |

08/858,650 05/19/97 MICHAEL JOHN GRIFFTHS, et al. 18022~001
| EXAMINER |

F. Asta
[ amTunT | PAPERNUMBER |
e 2756 6

DATEMAILED: 4 /24 /98

This is in response to the Power of Attorney filed April 17, 1998

®1 1. The Power of Attorney to-your in this application has been revoked by the applicant. Future correspondence will
be mailed to the new address of record. 37 CFR 1.33.

0 2: The Power of Attorney to you in this application has been revoked by the assignee who has intervened
as provided by 37 CFR 3.71. Future correspandence will be mailed to the new address of record. (87 CFR 1.33).

(1 3. The withdrawal as attorney in this application has been accepted. Future correspondence will be maiied to the

new address of record. 37 CFR 1.33.

This/s a communication from the
Patent and Trademark Office

Xl 4. The Power of Attorney in this application Is accepted. Correspondence in this application will be mailed to'the
below-noted address as provided by 37 CFR 1.33,

L 5. The Power of Attorney in this application is not accepted for the reason(s) checked below:

[Ja. The Power of Attorney is from an assignee and the Certificate required by 37 CFR 3.73 (b) has not been
received.

CJb. The person signing for the assignee has omitted their empowerment to sign on behalf of the assignee,

[dc. The inventor(s) is without authority to appoint attorneys since the assignee has intervened as provided by
37 CFR 3.71.

(] d. The signature of » & co-inventor in this
application, has been omitted. The Power of Attorney will be entered Upon receipt of confirmation signed
by said co-inventor.

[]e. The person(s} appointed in the Power of Attorney is not registered to practice before the U. S. Patent &
Trademark Office, :

CIf. The revocation is not signed by the applicant, the assignee of the entire interest, or one particular principal
attorney having the authority to revoke. _

- 7l ,
~ SCOTT B. ALLISON M&ZM{&L
U, CHRISMAN, BYNUM AND JOHNSON

e A | “Thig'ls a communication from the
1900 FIFTEENTH ST. Patent and Trademark: Offi¢e
BOULDER, CO 80302
] s D75
FORM PTOL-305 (REV. 7/89) RETAIN THIS COPY IN THE APPLICATI??_E!LE? ” V'CO"P-Y.A‘ o
B —-’—"—-"'""-—-_———. Vet ) ‘101,.4‘
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UNITED STAfﬁgﬁEPAMMENT OF CONIMERCE
Patent and Trademark Office

o> ‘ Address: COMMISSIONER OF PATENTS AND TRADEMAR
i Washington, D.C. 20231
I SERIAL NUMBER | FI_I_._ING DATE | FIRST NAMED INVENTOR | ATTORNEY DOCKET NO.
08/858,650  05/19/97  BRIFFITHS M 18022-001
| EXAMINER ® |
LM /0304

SCOTT B ALLISON

o ART UN PAPER NUMBER

CHRISHAN BYNUM AND JOHNSON

19200 FIFTEENTH STREET i 7

BOULDER 0O 30302 2757

DATE MAILED: 03/04/59

This is a communlcation from the examiner In tharge of your application.
COMMISSIONER OF PATENTS AND TRADEMARKS
gﬂ’his application has been examined D Responsive to communlcation flled on D This action is mada final.
A shortened statutory-perlod for response to this action Is set to explre __i month(s}), o days from the date of this letter.

Fallure 1o respond within the period for response will cause the application 1o bacome abandoned. 35 U.8.C. 133
Part] THE FOLLOWING ATTACHMENT(S) ARE PART OF THIS ACTION:
1 ﬁ Notice of References Cited by Examlner, PTO-892. Notlcé of Draftsman's Patent Drawing Review; PTO-848.

2. [J
3, BebNotice of Art Cted by Appilcant, PTO-1449. 4. [J'Notics of Informal Patent Application, PTO-152.
5. D Information on How to Effect Drawing Changes, PTO-1474.. 6. D

Pastll SUMMARY OF ACTION

1. E’cwms [~V ' are pending In the application.
Ot the above, claims are withdrawn from consideration, -

2, D Claims have been cancelled.

3. D Claims are allowed.

4E Clalms [ ~ 7/ are rejected.

5. D.Clalms are objected to.

6. D Claims, E ' are subject to restriction or election requirement.

7. haet This application has been filed with Informal drawings under 37 C.F.R, 1.85 which are accaplable for examination purposes.

8. D Formal drawings are required in response to this Offlce action,

9. D The corrected or substitute drawings have been recelved on . Under 37 C.F.R. 1.84 these drawings
are [Jaccaptable; [Jnot acceptable (sea explanation or Notice of Drafisman’s Patent Drawing Revlew, PTO-948).

10, E The proposed additional or substitute sheet(s) of drawings, filad on . has (have) been [Japproved by the
examiner; [Jdlsapproved by the examiner (ses explanation).

1. D The propesed drawing correction, filed ,has been [approved; O disapproved (see explanation).

12, D Acknowledgement Is made of the claim for priority under 35 U.8.C. 119. The certifled copy has [1been recelved [ not been recelved
LJ been filed In parent application, serfal no. ; flled on .

13. I:I Since this application apppears o be n condition for allowance except for formal matiers, prosecution as to the merits Is closed In
accordance with the practice under Ex parte Quayls, 1935 C.D, 11; 463 O.G. 213,

14, D Other

. ‘ EXAMINER'S ACTION ‘ “

oLy g Y |
T ___,//%W‘/"ﬂ "_ ‘ wanﬂ-‘"ﬁ\

R PR 102
Page 102 of 249



Serial Number: 08/858, 650 -2-
Art ‘Unit: 2757

DETAILED ACTION

Claim 8 is dependent upon itself. It is assumed to be

dependent upon claim 7 for the rejection below.

. The following is & quotation of the appropriate paragraphs
-.of 35 U.S5.C, 102 that form the basis for the rejections under
this section made in this Office action: ‘

A person shall be entitled.to a patent unless --

(b) the invention was patented or described in a printed
publication in this or a foreign country or in public use or
on sale in this country, more than one year prior to the
date of application for patent in the United States,

The following is a quotation of 35 U.5.C. § 103(a) which
forms the basis for all obviousness rejections set forth in this
Office action:

(a) A patent may not be obtained though the invention is not
identically disclosed or described as set forth in section
102 of this title, if the differences between the subject :
matter sought to be patented and the prior art are such that
the subject matter as a whole would have been obvious at the
time the invention was made to a person having ordinary

skill in the art to which said subject matter pertains.
Patentability shall not be negatived by the manner in which
the invention was made.

Claims 1-42 are rejected under 35 U.S.cC. 103(a) as being
unpatentable over Kohda et al. “Ubiquitous advertising on the
WWW: Merging advertisement on the browser” and further in view of
Pitkin et al. US patent 5,341,477.

As per claim 1, Kohda teaches a method of information

storage and delivery essentially as claimed, comprising the steps

of:
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Serial Number: 08/858, 650 -3~

_Art Unit: 2757

serving a first portion of information [web page] to the
terminal where in the first portion contains reference to a
second portion [advertisement];

sending a request from the terminal to the primary server
[Advertising agent] requesting the second portion, |

. returning the second portion to the terminal [p.1495 col.1].

Kohda does not specifically disclose the terminal requesting
the location of the second portion and retrieving the second
portion based on the address return from the request. Kohda
teaches the second portion is delivered via the Advertising
Agent (i.e. brimary server).

Pitkin teaches a system for improving load balancing and
service efficiency in network system by having a primary server
(Broker) determines a Secondary server that best serve the
réquesting terminal and the terminal contact the selected
secondary server for services base on information returned from
the Broker [see abstract, col.3 lines 45-477.

Hence, one of ordinary skill in the art would have been
motivated to combine Pitkin teaching with Kohda to return the
address of the second portion to the terminal and let.the
terminal retrieves the second portion because it would héve
improved the efficiently of the system and reduced Processing

load on the Advertising Agent.
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Serial Number: 08/858,650 -4-
Art Unit: 2757 '

As per claim 2, Kohda teaches the first request to the primary
server [Advertising Agent] is not block by intermediary device or
cache [apparent from p.1495 section 2.2 and 2.3].

As per claims 3 and 6, Kohda teaches the second portion being
" served by the primary {Advertising Agent] or secondary [Advertiser
Server] (see p.1494 col.2 1** paragraph). '

As per claims 4-5, Pitkin disclose the first request is a

general content request [col.2 lines 6-~10]. It is apparent in the

system as modified that the first request is a generic request for.

an advertisement from the Advertising Agent and the second request
is a specific request to retrieve the selected advertisement stored
iﬁ an Advertiser Server.

As per claim 7, Pitkin teaches the primary server deterﬁines
thg best suited server ([Abstract].

As per claim 8, it is apparent in the system as modified that
the result of the determination is send to the terminal in order to

enable the terminal to retrieve the selected advertlisement.

As per claim 9, Pitkin discloses data structure for selecting
a server to a terminal [col.6]. Pitkin does not specifically
disclose creating a matrix. The specific data structure for
associating terminals and servers would have been a matter of

design choice, It is well within the level of one of ordinary
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Serial Number: 08/858, 650 ' -5-

Art Unit: 2757

skill in the art to derive an appropriate data structure for
associating servers and terminals to an application at hand.

As per claim 10, Pitkin discloses taking into consideration of
transmit times [col.5 lines 59-68].

As per claim 11, Pitkin teaches having backup broker [col.3
lines 55-60].

As per claims 12-13, it is well known 'in the art that web
browser has cache storing portion already retrieved. It 1is
apparent in Kohda as modified, that the browser would check the
cache prior to fetching the specific advertisement from the
Advertiser Server.

As per claims 14-15, Kohda dces not teach providing the
composition of the second portion. The type of additional
information return to the terminal would have been a matter of
design choice. It would have been obvious for one of ordinary
skill in the art to provide composition information because it

would help the terminal in renderinglthe display of the portion.

Bs per claims 16-26, 27-35, 37-42, they are rejected under

similar rationales as for claims 1-15 above.

As per claim 36, it is rejected under rationales as stated for

claims 1 + 2 + 7 and 8 above.

Any inquiry concerning this communication or earlier
communications from the examiner should be directed to Dung Dinh
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Serial Number: 08/858, 650 -6-‘

xt Unit: 2757

whose telephone number is {703) 305-9655. The examiner can
normally be reached on Monday-Thursday from 7:00 AM - 4:30 PM.
The examiner can also be reached on alternate Friday.

If attempts to reach the examiner by telephone are

- unsuccessful, the examiner's supervisor, Glenton Burgess can be

reached at (703) 305-4792.

Any inquiry of a gemeral nature or relating to the status of
this application should be directed to the Group receptionist whose
telephone number is (703) 305-9600.

Any response to this action should be mailed to:

Commissioner of Patents and Trademarks .
Washington, DC 20231

or faxed to:

{703) 308-9051, (for formal communications intended for
entry)

(703) 305-9731 (for informal or draft communications, please
label "PROPOSED" or "DRAFT")

Hand-delivered responses should be brought to Crystal Park II;
2121 Crystal Drive, Arlington. VA., Sixth Floor (Receptionist)

—

B

Dung Dinh
Primary Examiner
February 26, 1999
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' Application No. Applicantis}
. 08/858,650 Griffiths et al.
Notice of References Cited —— Group ATTURR
' Dung Dinh a—?‘-;j-‘::g Page 1 of 1
U.S. PATENT DOCUMENTS
DOCUMENT NO. DATE NAME CLASS SUBCLASS
A 5,774,680 06/30/98 Brendel et al. 395 200.31%
B 5,341,477 08/23/94 Pitkin et al. 395 200.56
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D
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F
G
H
i
J
K
L
M
FOREIGN PATENT DOCUMENTS
DOCUMENT NO. DATE COUNTRY NAME CLASS SUBCLASS
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NON-PATENT DOCUMENTS
DOCUMENT (including Author, Title, Source, and Partinent Pages) DATE
NetGravity AdServer 2.0 Annoucemant. Available at http://www.netgravity.com
u 10/96
Kohda et al. "Ubiquitous advertising on the WWW: Merging advertissment on the browser,” Computer
v | Network and ISDN System, 28 (12986) 1493-1488. 5/96
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U, 5. Patent snd Tradamark Offica

PTO-892 [Rev. 9-95)
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1TN'ét Grls_,v'ity: 'Prgss Releases o .
; -~ . FOR IMMEDIATE RELEASE
Ea Y . VA e e ! ' October 14, 1996
NetGravity

LITAR ]

* SAN MATEO, Calif,

NetGravity Announces AdServer 2.0, Raises the Standard
in Online Advertising Management Software

Industry-Leading Advertising Management Software Gives Sites Enhanced Targeting Ability,
Modular Architecture, Greater Performance and Extensibility

I ,b.gf-’14;'122§-1yet61aviw, the proven leader in online advertising management

software, today announced the rejesse of NetGravity AdSEverRe2.0; its industry-leading Intemnet
advertising ranagement software. NetGravity AdServer, used by more than 30 of the top
advertising-supported sites on the Web -including Netscape, Time Inc.'s Pathfinder, CondéNet, Individual
Inc. and Nations Restaurant News - was the first product developed specifically for Web sites to optimize
the effectiveness and profitability of online advertising, NetGravity AdServer 2.0 delivers second
generation online ad matagement, enhancing the performance, extensibility, reliability and targeting
abilities of the product. NetGravity hag experience in delivering mission-critical software to

advertising-supported Web sites and offers 24 hour-a-day, seven-day-a-week support,

"For more than a year NetGravity has defined the market for online advertising management software,"
said John Dauner, president of NetGravity, "We listened to our customers' requests while integrating
further innovations into NetGravity AdServer 2.0, making it the only time-tested ad management product
on the market. NetGravity realizes that when a revenue generating application is not working, a site is
losing money. We deliver an ad rmanagement tool that is 100 percent refiable under the most demanding

conditions.”
Scalable, Distributed, Extensible, High Performance Architecture

The ability to serve ads efficiently and scale operations quickly is a must for any successfi ad-supported
site. NetGravity AdServer 2,0's scalable, distributed. architecture delivers a number of benefits to
customers, includifigintelligent caching and unlimited growth potential. AdServer 2.0 automatically
remembers-which-ads-have beenscheduled for the most popular pages, greatly optimizing the speed at
which ads get served, As a site grows, AdServer easily scales to support the additiogal traffic. AdServer's
distributed architecture ensures the performance of a site will never be slowed down by serving ads, This

distributed system also enables sites to run separate modules on different hardware platforms,

AdServer 2.0's extensibility enables sites to customize and extend AdSeryer functionality to suit their
specific needs. For example, using NetGravity's API a Web site may choose to create custom reports to
augment existing AdServer 2.0 reports, A Web site can also extend AdServer's targeting abilities by
including additional custom targeting criteria.

"With the online advertising market heading towards $5 billion by the year 2000, it's crucial for sites to
have access to the tools they need to manage placement and targeting," said Adam Schoenfeld, vice
president publishing at Jupiter Communications. "Without powerful ad managerment tools, sites.can't offer
true value to their advertisers, and run the risk of turning their most crucial business relationships over to

outsiders,"
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NetGravity AdServer Delivers 100 Percent Reltability

Proving its ability to meet the demands of almost any site on the World Wide Web, NetGravity is used by
more than 30 of the most volume -and content-intensive sites. NetGravity AdServer manages the highest
traffic site online, Netscape, demonstrating the scalability and reliability of the- AdServer software.

"NetGravity has shown the ability to scale to Netscape's Internet site - which receives more thag one
hundred million hits a day," said Robert Andrews, Webmaster/director at Netscape, “"NetGravity is
consistently meeting our performance requirements and expanding along with Netscape"s phenomenal
growth, NetGravity continnes to implement new features, capabilities and problem solving solutiops, sucn
as their ability to operate on the multiple platforms that we support,"

NetGravity AdServer 2,0 is also used on Time Inc.'s Pathfinder, the most complex publishing site online,

demanding ad-specific targeting geared toward the specialized audiences 0f 90 different content
providers,

"Pathfinder is one of the largest and most visited sites on the Web today,"” said Bryce Judson, general
nanager of Time Inc. New Media, "This traffic creates special challenges for managing our advertising
base. The NetGravity AdServer 2.0 meets these challenges and gives Pathfinder advanced ad targeting
performance and capability as well as robust reliability.”

NetGravity AdServer 2.0 Delivers Distributed Architecture and Platform
Portability

NetGravity AdServer 2.0's distributed, scaleable architecture allows sites to customize thejr configuration
to meet their specific needs, adding components as the site grows. This component approach creates a
high-performance system that accommodates the demands of each individual site, NetGravity AdServer
2.0 enables sites to easily migrate between different Web servers and hardware platfortns, This modularity
allows NetGravity's customers to upgrade affordably as their business scales,
L8

NetGravity AdServer's Ad Targeting: Right Ad, Right Place, Right Time

NetGravity AdServer 2.0 allows for specific targeting by the user's browser type, computer platform,
country of origin, proxy server, high-level domain, “search terms and keywords, and time of day or day of
the week. Sites can also use NetGravity AdServer's open API to extend their targeting, by creating their
own target groups uﬁ]iég&ﬂq@gﬁe, " demogtaphic profiles from existing user databases or other
inf¥imation, " o ’

NetGravity AdServer 2.0 allows ad Inanagers to target ads by keyword and subject matter. This targeting

function delivers specified ads to complement the topic of the search. For instance, if the keyword is
"car," an advertisement for a sport utility vehicle would be displayed in the winter months, and an ad for a

"CondéNet is pleased to offer our advertisers the dynamic targeting and ad placement which the
NetGravity AdServer allows us to deliver,” said Sarah Chubb, director of CondéNet. "AdServer 2.0's
reliability and NetGravity's superior customer service and support is helping us to create one of the

223/98 11:25 AV
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NetGravity AdServer Delivers 100 Percent Reliability

Proving its ability to meet the demands of almost any site on the World Wide Web, NetGravity is used by
more than 30 of the most volume -and content-intensive sites. NetGravity AdServer manages the highest
traffic site online, Netscape, demonstrating the scalability and reliability of the AdServer software.

"NetGravity has shown the ability to scale to Netscape's Internet site - which receives more than one
hundred million hits a day," said Robert Andrews, Webmaster/director at Netscape. "NetGravity is
consistently meeting our performance requirements and expanding along with Netscape's phenomenal
growth, NetGravity continues to implement new features, capabilities and problem solving solutions, sucn
as their ability to operate on the multiple platforms that we support.”

NetGravity AdServer 2.0 is also used on Time Inc.'s Pathfinder, the most complex publishing site online,
demanding ad-specific targeting geared toward the specialized audiences of 90 different content
providers.

"Pathfinder is one of the largest and most visited sites on the Web today," said Bruce Judson, general
manager of Tine Inc. New Media. "This traffic creates special challenges for managing our advertising
base. The NetGravity AdServer 2.0 meets these challenges and gives Pathfinder advanced ad targeting
performance and capability as well as robust reliability."

NetGravity AdServer 2.0 Delivers Distributed Architecture and Platform
Portability

NetGravity AdServer 2.0's distributed, scaleable architecture allows sites to customize their configuration
to meet their specific needs, adding components as the site grows. This component approach creates a
high-performance system that accommodates the demands of each individual site. NetGravity AdServer
2.0 enables sites to easily migrate between different Web servers and hardware platforms. This modularity
allows NetGravity's customers to upgrade affordably as their business scales.

s,

Ty

NetGravity AdServer's Ad Targeting: Right Ad, Right Place, Right Time

NetGravity AdServer 2.0 allows for specific targeting by the user's browser type, computer platform,
country of origin, proxy server, high-level domain, ‘search terms and keywords, and time of day or day of
the week. Sites can also use NetGravity AdServer's open API to extend their targeting, by creating their
own target groups uuh%gg;_'icogkie," demoggaphic profiles from existing user databases or other

NetGravity AdServer 2.0 allows ad managers to target ads by keyword and subject matter. This targeting
function delivers specified ads to complement the topic of the search. For instance, if the keyword is
"car," an advertisement for a sport utility vehicle would be displayed in the winter months, and an ad fora
convertible would appear in the summer. Targeting ads by subject.matter allows sites to display
advertising that directly relates to what the user is searching for at that moement. For example, an ad for
Chardonnay might appear along with a search for a chicken recipe, while a Pinot Noir ad may come up
when looking for a steak recipe.

"CondéNet is pleased to offer our advertisers the dynamic targeting and ad placement which the

NetGravity AdServer allows us to deliver," said Sarab Chubb, director of CondéNet. "AdServer 2.0's
reliability and NetGravity's superior customer service and support is helping us to create one of the

9/23/98 11:25 AM
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unique, interactive advertising sites on the Web."

Advertiser Report Generation, Real-Time Copy Testing

NetGravity AdServer 2.0 enables sites to generate online performance reports for each advertiser. Sites
can strengthen their partnership with agencies and advertisers by offering real-time copy testing of
multiple creatives. This function allows advertisers and their agencies to make timely adjustments and
corrections to their media campaigns, maximizing click-throughs, effectiveness and return on investment.

"Receiving performance reports from NetGravity sites has been fantastic in order to evaluate our media
buys and make any rotation changes necessary in a timely manner." Melissa Hoban, media plaoner at J.
Walter Thompson. :

NetGravity AdServer 2,0 is the most advanced, reliable and dynamic tool for Web sites to fully realize
revenue potential from advertising. NetGravity introduced and promotes the model that allows Web sites
to retain 100 percent of advertising revenues, thereby enabling sites to build a viable economic business
model.

About NetGravity - -

NetGravity, founded in September 1995 and based in San Mateo, Calif,, is the proven leader in online
advertising management software. Customers include Netscape, Time Inc.'s Pathfinder, Quote.com,
CondéNet, Individual, Inc. and The Red Herring's herring.com. NetGravity can be found on the World

Wide Web at http.//www.netgravity.com.

Contact
Ann Burgraff
NetGravity,Inc. 5D
Voice: (415) 655-4797
Fax: (415) 655-4776
E-mail; ann@netgravity.com

H#HH#

Copyright © 1998 NetGravity, Inc. All rights reserved.
NetGravity and the NetGravity logo are trademarks of NetGravity, Inc.
Contact us at info@netgravity.com or call us at 650-655-4777

All other product names are trademarks of their respective owners.
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Ubiquitous advenising on the WWW- Merging advertisement on
. the browser '
Youji Kohda *, Susumu Endo !
Fujitsm Labivdinries Lig.. 1-9-§ Nukase, Mitmno ki, Chibowhi, Chibo 26), Japys
Abrtroel

We propods 3 new mivertising framework op the WWW. Same popular WWW sitcs now provide adyenising space in
their Web pages. Hownver the agiuul effectiveness of the advonising is guestionsble, In our advertising framcwork, an
advortising agent {s pliced botweon advertisors hd uacks, The ageni’s businexs is 1o deljuer mlvendsemenis to uiers who
wish fo see advartisemants o eir Wob Erowsar, Users wi)l sec 3 variely of advertisamenty as the siiey they viyit, cven if the
slics have no sdvenisements an the Web tersers, This il muke the udverijsing bushess on the WAVW really ubiguitoua,
Kaywords: World Wide Wab; Advermjatmapr Ad-sriting speni: 1} Forunet Web aericr; Web browwr; Web puge; Wb site
1. Introduction advertising has 5o far been similar 1o that uged in T™v

and néwspapers in estence,

To sell goads or sorvices, advertisement is Lhe Service providers on the Www such as Yahoo!
first s1ep to making them available to e public. TV {1}, a popular Interner directory service, prepare ad-
And newspapers arc reprosenative media thar bave verising spacg in their Web pages and sel) thiy space
advertising spaces for commercial Purposes. The op- W advertizers by the hour, The anchors (links to
erational cost of commercinl TV stations andl péws- advertiser's Web servers) are placed on the sold
paper publishing companics is covered by the adver- small sparex, and are displayed o users as small
tising ravenue, This makes it possible for people 1o clickable images. When they qlick one of the an-
receive TV programs ax no charge and 1o subscribe chor, they am then connecied 16 that advertiser's
to newspapers very cheaply, own commercial Web sorver, '

The World Wide Web s a new way of presentipg WWW advenising in its current state is baner
nformation to the public via the [ntrnet Advenis. thah nothing, but the cost benefir it qQuestonabls, for
ing on the World Wido Web has increased rapidly the following reasons. Firsdy. the hass Web mopver
over the lose fow year. Howover, the mode of must be very popular on the IntcrmeL If the host [s.

poy sufficienlly popular, the number of the peaple
sccing mivertisements placed on the server will be
" Copmaponalng authar, Empil: Kohda@tias, Nab. fujirm, co,jp, small. Scrondly. the advenising host server does nof

' Email; B ling. flab S, o jp. usually permit a competitor company’s adveryjse-
RIENTISL /96 /51 5.00 6 |96 Publiched by Blacuier Scienee BV, Al righis rexerved
FH 50169-7552(%6)u0070.0
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ILLT] . Kuhdd, S, Endyi g Compites Menenriy 15PN Spstems 381 1996) rapt_ hige
ments ta be displayed. For ipsance. Microsoft is [ T s poa e
most unlikely to adverrise IBM producis in their Wryh pagy MYy iimineng
Web gepver, — ’
Therefors. the advertising hos1 zerver should be — = % ,
YEry popular on the Intemner and, at (he same time. {"J T A [ { C )
unbiased. 1o earmn enolgh money from te mdvertising — ) = A
business. Network dlre¢iory services and ¥iryal {Ordinncy Wb server  } .‘},'::",,’:"w‘,‘:, ey
shopping /business  malls e possible carxlidates, : _ 1
However, the services offered by such sérvers are ’ Mverymng -
Balzwily seryjees [n essence, Users are normally busy ! ;‘;’*ﬂ:m J
. Soaching for information resources throuph the gare. ; By T iy
Wav services, and there s ho reasen for them 1o N .
waste their lime reading advenisements. This creaes e N
¢ um "udvgnising vacuum'', Ad=ariticy -.*—1 f=—=] advarmr= -
We propose a new advenising framework on the Volp vorsey L Yoo swpver -
World Wide Web. It will 6N this "adVerrising vags e e
wiim*', An alveruising nagenr s placed belween the Fit. 2 A tiew adverising framework un e Wiy,

ddvettisers and the users, Adﬁ'ﬁlnmenlg‘,[:lchvd
«from adwenisers' Web servers are merged with Wel
' “paged M 3ntinary Web Servers_ by the agent. und

-

"t merged ppges ape displayed on the users® Web PENLS 1o users whenever they weess -ordlnary Weh

*“browser, Thus. the uscrs see advertisements op dny servars,

“Berver around op the Inzroer. Moreover the agent-

“hus chances to defiver appropriale ndv:r:is:memn‘ 21, Making contracrs wirh adverilying agens
‘Which suit cach urer's lasle, ‘This |3 a nove away

, ffom the current sespe of advertizing on the Wvw First of all, the alvertising spent caompany makes
and will take the advenising business on the Waww a contracl with advep(jser vompahies, Remark tha
really ubiguitous, ordinary users can become advertisers or advertising

agents if they ure ready 10 pay for iL. but we use the

word. company, 1o make the explanation brisf. The

2 A new (ramework for adverlising on the WWw ABENL rompany s respongibie for delivering adver.
liséments to users. The sdvertisements we stred en

Fig, I fllusrats the ordinary usage of the Www, the agent's. Web scryer, Otherwise they might be
This can be compared with Fig, 2. which ix ap kept on the sdventiscr's Web seIvers with just the
OVEView of our new advertising framewerk. In Fig. links {o them sioreq in the agent's Web server.

2. the adveniting agem company’s Web swrver i3 Nexi, the advenising agent company alin negot-
new, It hax ap imponant rolg; Delivering advenjse- ales with Users, whe agrec jo see advenisemenis

while browsing. This is similar 10 subscription prece-
durc for tachpical magazines. which are full of lech-
nical articlex and sdvertisements which @rget is ihe

m“‘f ~ subscribers of the Magazines, The agent company ix
= responsible for delivering the appropriate advertisc-
S — ments to the users, Thus, the sontracl should at jepsy
[ J —_——— D Q allow e uszrs to specify whay categories of adver-
— tiscrments thoy wish 1o ste, For txample, a user can
Webzorsmp Wabbrowser  usar declare that he or she jy Interesting in new books,
: —_ Nely personal computers, and ysed cars. Il ix wonder-
Fig. 1, Ondinary Wiy wiayp, fol ir we conld determine x user's current and long
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lexth inierests with oo declaration, but jt fs ner quite
ripe fot the real nse, Morcover the conwract may
FequUEsL usér’s private Information, such as sex, age,
and home addresa in real life. If the ageni has user's
private information. it can pick vp mom fooysed
advenisemeni for each user,

AL lasi, the agent sompany shawld offer some
Clear benefit 1o ariract the users o the buziness.
because people do not positively want to see adver-
lsement, The agent company could pay for all or
part of the cusiomers” connection charges,

2.2, Delivering adveriisepients 1o cHsloWers

Users who have made » coniract with an advertis.
ing apent are given 4 Weh browser by ihe agent, The
Web browser software knhows how 1o receive adver.
tirermemts from the ngenr. Technically, the browser
lhn:;ges"ch Pages fewched fram more than one Web
server and displays a tompositc Web page on the
window. In Section 3. we wijil describe the browssy
ioechanisn in some devail, Yon will find the modij.
cation 1o the current browsers 4 very smal} and
rensonabla,

When a user clicks an anchor on » page displuyed
on the browset, the browser romagres the Weh servep
and relums a Web page designated by the anchor.
Simulianecusly, the browszr contasrs the adverising
agent's Web server, The ageni's Web seryey rerurns
a Web pape of one of |1 ddvertisements. Then the
browser marges those raturmed Web pagen, and dis.
Plays a composita P3ge on the screen,

Nole that the agen? is aware of the identity of e
user and which page the user js abour 19 read vn the
browser, 1o the adverlising agent can yailor adverjce.-
mants fot individuals and their current inferesis,
Thus it prevents the user trom having 1o sée adver-
Hsements that are nnrelaied 10 their cument interests,
Uneapesied advertisements would irritare users in
tach the same way as 4 magazine article thay js split
up with intervening advertisemens,

23, Axsessing aduernsing agents

Advertisements retumned from the advertising
agent's Web server can have links 1o other pages
which might, for example, be more detpjled adver-

Hisements continuously,

 FAX NO. 3034495426 - P12

1a%3

Usements or online order forms tar be advenised
8oods of services. When users follow these links. the
advenising dgent can deleel (hese uctions: Whp,
when, ta what page. The agent récorgs the sctions,
and the accumulned record can be used by the agem
lo shew the effeciiveness of thejr services (@ the
udvertiters,

2.4. Competirion between advernising ugonts

An advenising agent must have a pood strategy in
order lo beat the comperition. The rale of a5 adver-
lising agent compuny i4 ta offer muua) bencfits to
advertisers and users. IF o users feet there are no
bencfiss from using the services of une advenising
agenl, ey will go to anothcr, Similarly. il adverrjs-
€rs judge from the jecords thar their advenisements
have pot becn dafiversd 10 UPProprisic users, they
wit] also go ro another advertising agent,

There wre thrge possible Strategies Toy an wdvisrt)y-
ing agent. Firstly. there is no necd In deliver adver-
It might be more effactive
ind impressive o deljver wlvertisements al some
Intetvals. Secondly, other useful infarmation, such ay
the {atest news nnd latett weather informaiion, mighe
be delivered instend of sdvenisemenis ax the yser's
convenience. Thirdly, more “intelligepr” advertising
is passible, Suppose that a wser obtajns an online
order ferm for some goods. The adverrising agent
cah detect this event, It thep cxamines the order form
'a see wht poods the user wanis and e price
offered. Then the advertising sgent can creaw o
special offer and deliver it 10 the user, which tefls the
user that nother company (one of the agen!’y adver.
tisers) would self ihe some goods ar 3 Jower price
than the company that has the online order form,

2.5. Privacy issues

In the Intemnet, privacy is one of e first isstes.
Advertising agents kcep their customer's privars in.

fermation, such as nge and home address. Therefore

the contracy between adverising agenis and the cus.
fomers should ipclude a privacy clause which pro-
hibits the agents from forwarding their private infar-
malion 1o advertizers without permissian,
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Fig. 3. "Fliter Pogram ™ ment e js sddad.
ia vsrntutype of ubiguitous adveriising on the
in this scction we describe a simple X ity :
t
U new advertising framework. PIe protstype of =
3.1, Invcking filter programs when opening URLs @H" T 9
Au
We use a sightly augmented Web browser which H H w':':::;' ha
£an merge ‘_#eb Pages from different Web servars, —— ~— ‘
As 5'-"?"“ in Fig. 3. a special ‘Filter Program'’ L ~—
menp jter h‘ns .b“" added 1o the ordinary browser, L
Selecting this Itm, a window is optned and the Wl Sar—ny —
names of lilu:r programs can he speeified. Filers are Xk} precess s
programs *“which have one input. one ouipar, and sy
perform a useful ransformation oh data as it ppsscs Fiz, 4. A pipeiine of filwor pr L] T
. 4, ozrams,
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Y. Xohy,

threugh (2], Those filters cap be piped in order as
illustrared in Fig. 4, _

The fillers are invoked whep an anchor is clicked
in the browser's window. Ay invacation, cnviron.
ment, infermation is passed to each filker program as
invocatian parametsrs. The environment information
includes at least the identity of the wser and informa-
fien aboui the seleered anchor, The contenls of a
Web page designage] by the anchor am inpur inle the
pipe of fikers, and the oulput from the pipe is
displayed on the browser's windew Bs an HTmL
document.

3.2, A filer program which weaves advertisemenss

A specia) filer program s shipped Irom the xd.
vertising azent ta a user, once the user hax made

£ Endp / Computer Nerapeis und ISON Synemx 281§ W) 1493~ [ 499

;HX NO. 3034495428

lag?

fomtract with the agent, and the yser puts the fltcr
program in his/ber browser, The fijter keeps in
memory ie contast path (URL) 1o the agent’s Web !
sarver. When |t is invoked. it forwards the invocagion |
parametcrs pasacd from the browscr o the agens's
Web server, and waits for a rzply. Then, the agent's
Web scrver renims onc of iis advertisements wr other
usclul infarmation. The filker merges the reply from .
e agent’s Web server befors the input from the
pipe. i.e.. Web pages from other Web scrvers.

Fig- 5 is am example of a Wen page with an
advertisement; 3 new prduct adverisement and a
Haome page. The stralegy on how to weave advertise.
ments in this example 1 quite casy; advertlsernent is
inserted bafore, Please note that the sdvertisément in
Fig. 5 has an anchor (labeled as * For Mejs Informa-
tion'") in j1. When a user ciicks s apcher, a more

A A Ry
- “E—&—E-!LE-

L T g —r—

[ A, i e, S infer hnl

Fig. 3, A Web page with

R LT B AU ORI
S b 1t

Sect] P | Akl Ot | v . | i s St _

il
e

T
-2l Y ATRR

an inacried xdveniamesy,
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detniled advertisemen: Would be displayed. Ar the
same nime, the cljek tion is teconded 3¢ the adver.
Using agent, The advertising agent can show A sum.
May of the record wheneyer the advarnisers reques)
i

d.3, Comments on the current implemeniarion

We have already implemented working proto.
YPe of Ris ubiguitoys advertising on the WWW,
Figs. 3 and § ape snapshoes taken from (he computer
créen,

We have made » very small improvement 1o
NCSA Memaic, We have added 4 pew meny itom,
" Filler Program**, Just afier "Edil Seurce,, " meny
v, ““Edit Source,, ' NCSA Masaic invokes an

11 3 hew Wab Page, Filler programs sct by *‘Filter
Program™ menn ltem do ihe ahhost same work
Withol! yrer Intervention, For cxample, if we pyy a
“capiwlize’ filjer (though it shoujd Yemain iniact

iween <A> and </as), the charicters displayed
on the browsey ape g1 capiialized, We belieyc that
this additjong) Teotun: 3y ¥imple and mwerful, and
therefore j1 iy reafonable 1o add this f ature o opli-
flary Browsers sy a standary facilizy, Insh: ¥ pe-
1¥-hailored - proxy: geryer- could realize g

incorporated in the proxy server ar the same time [
disiinguish individuals, - -

A sample filter Program which insemx advenise-
meme béfore the original Weh contenls has hwen
ceded in Perl, which includes aceesn 1o remog= Web
sarvers, This advrnisemnt»inannim fAceds extra giyne
and might make users imitated, bur we bejicye this
performance degradation Will s0on become smaller.

A sample Web server for advertising ageats has
been implemenied as 3 st of Perl programs which

APPropriate  adveniscmeny and delivers it 1o jhe
browser, when the ndvmiserr:m-fnseniun fiker peo.
£1am Sel in ihe browsgy Invekes the program win
CCL The call addreng o the delivery Program wil]
bo coded in e fifgy Program ar the shipping tim.
The pregramns aise ixlude 1wa Programs for cop-
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functionality,, but althentication of sy should be

Y. Kobu, 5. Endn £ epircr Merwnarks uay 1SN Syriems 28 [ 1996 1493 —~1499

races, one for agenl-lo-user, the other fpr agent-in-
advertiser. This msans thar users and advenigers can
make a contrace wigh an advertising ASERT on the
Interner just with theip Web browsers,

In this paper, we have proposed and Prorory pect
the ubiguitous advertising on the WWW. However
further research effon |s Sl necesiary, 2. a (est
for adverviser/consumer fcceplance, befors patuny
this idea in the marker,

One more comment on priviacy issnus, You can
take off the Mvertisement-insertion fijier program
iemporarily Fom your browser anytime You wan,
when you want to escape from e ~supervision®” of

4. Conclusien

We have proposed s new advenising framework,
in which ap advertising agent plays a eentra) role. 1y
delivers advenisomenty to users under ceniract g

Proposed (famework can ba Scen as one
femsitle sicp 1owam I:) advenising on the Warw
[4] Firse, the advertisement is merged into an ongj.
pary Web page on e Web browser. instead of op

Secondly, the adverisement dejivered is chosen, ac.
cordlNF 1o the paey and e Web page he or she is
about te mag, Therefore, i) facuscs advenjsemenix
on the intsregx of the yser.
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of which is attachcd hiereto unlcas the following box is checked: » X F,jiECEil ﬂ

{ X ] was filed on June 1, 1997  as United Ststes Application Numbor or PCT International Application AUG 161999
Number_(8/872.971 _ and wag amended an _March 10, 1999 and on Junc 3, 1999,

T herchy state that Uhave reviewed and undetstand the confenls of the above identified spocification, including the olaims, as amcndcﬁf@iﬁmnggm
referred to above, -

] acknowledge the duty to disclosc information which is material to the examination of this application in accordancae with Title 37, Code of Feders!
Regulations, §1.56(a). :

I hereby claim foreign priority benelits under Title 35, Uniled States Code, §119 of any foreign appllgation(s) for patent or inventor's cortificate lisred
below and have also dentified below any foreign application for paient or invonlor'’s certificate having.a filing date hefore that of the application on which
priarily is elwimed,

Prior Foreign Applications(s) Priority Claimed Priority Claimed
[ JYes [ INo

(Numiber) {Country) {Pay/Monih/Year Filed)

1 hereby claim the benefit under Title 35, United States Clode, §120 of any United Slates application(s) listed below and, insofar as the subject mattcr of
each of the clpima of this applivation is not disclesed in the prior United States application in the manner provided by the first paragraph of Title 35, United
Stotes Ciode, §112, [ acknowledge the duty to disclose material information as defined in Title 37, Code of Federal Regulations, §1.56(4) which occurred -
between the filing date of the prior application and the national or PCT International flling date of this application,

0B/85B.G50 5/19/97 pending
(Application Nutnber) (Filing Dalc) (Status - patented, pending, abandoned)

I horeby appoint the following attorney(s) and/ar ageni(s) tu prosecule this application and te transaet all business in the Patent and Trademark Office

connccted therewith:
JAMES R. YOUNG, Tteg, No. 27,847; THOMAS C. FOLROM, Rep- No. 3§514; STEVEN C. PETERSEN, Rop. Nn. 36,23%: SCOTT 8, ALLISON Reg. No. 38,3704
KENT 4. LEMBKE, Rop. No. P-44,866; AND AGENT SARAH S. O'ROURKY, Hep. No, 41,226

Address af| telephone calls to Scott B. Altison at tclephone number (303) 546-1300
Address all correspondence to Scott B. Allison, Chyisman, Bvnuin & Tohnsoy, 1960 Fiftcenth Street, Bonlder, Colorade 80302

T hereby deelarc that all statoments made herein of our own knowledge are true and that all statements made on information and belief arc belicved to be
true; and Turther that these statements were made with the knowledge that willful false statements and the like so made are punishable by fine or
imprisoninent, or both, nnder Section 1001 of Title 18 of the Uniled States Code and that such willful false staternenis may jeopardize the validity of the
application or any patent issyed thercon.

Full name of sole or first inventor (given pame, family name)_Michael Juhn Griffiths

__-'-:—"-»'—‘:W’?
Inventor's signang® X . - _‘__M_ Date %0 = R AT

Residence __11334 Noxth Faton Way, Breamfield, Colorado 80020 Citizenship _Canads
Post Office Address _11334 North Eaton Way, Broomnfield: Calorado 80020

.

Papelof i
PTO/SB/OL (11.90) Patent and Trademark Office; U.S. DEPARTMENT OF COMMERCE
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HUG—13—EE_1£:-£-1-9_-—F-‘Q | - 7 FAX NO. 3021495428 _ P. 03

PTO/SB/01 (11-%

DECLARATION FOR PATENT APPLICATION
DOCKET NUMBER (Optional)
1802200

As below named inventar, I lereby deolare thut:

~

My residence, post office address and citizenship is as stated below next to Iny name,

I'bolteve I am the original, first and sole inventor (if only onc name is fisted below) or an origlal, first and Joint inventors (if plurul narmes are listed below)
of the sibjcct malter which is claimed and for which a patent is sought on the invention entitled A SYSTEM USING FIRST BANNER REQUESY THAT CAN NOT

BE NLOCKY) FROM REACHING A SERVER FOR ACCURATELY COUNTING DISELAYS OF BANNERS ON NETWORK TERMINALS {AS AME&NI‘EDi,J?f E—Jr’i‘vgt I
of which is attuched hereto unless the fellowing box i5 chooked: s HEUE
[ X ] was filed on Juna 11, 1997 as United States Application Number or PCT International Application AUl | 6 1999

Number_ 08/872 971 and was amendee] on  March 10, 1999 and on Junc 2, 1999,

I hercby stafo that T have reviewed and understund the conients of the above identified specificaion, including the claims, as amendﬁ} Eﬂﬂpan%z}ﬁmt
refcrred to above. -

T'acknowledge the duly to disclose information which is material to the examination of this application in sccordanse with Title 37, Code of Federal
Regulstions, §1.56(a),

I bereby oluim foreign priority benefits under Title 33, United States Code, §(19 of any foreign application(s) for patont or inventor's ceptificats iistad
below and have also identified bolaw any forcign application for patent or inventor's certificate having a Giling dute before that of the application on which
priority is claifred.

Prior Foralgn Applications(s) Priority Claimed . Priority Claimned
: [1¥es [ INo

(Number) (Country) (Day/Month/Year Filod)

I hereby claim the benefit under Titlo 35, United States Code, §120 of any United States application(s) listed below and, insofar as the subjoct matter of
cach of the clalins of this application is not disclosed in the prlor United States application i the manner provided by the first paragraph of Title 35, Uhiited
States Code, §112, 1 acknowledge the duty ro disclose malerial information 8z defined in Title 37, Code of Federa] Regulations, §1.56(s) which ocourred
belween the filing date of the prior applicution and the national or PCT International filing date of this application,

08/858.650 51997 pending
(Application Numbey) (Filing Date) (Starus - patented, peading, abandened)

I hereby appoint the following attortey(s) andfor apent(s) to prosecute this application and to transact all business in tho Patent and Trademark Offjeo
connecled thercwith:

-No. 27:867; THOMAS €, FOLSOM Rey, No. 35,504; STEVEN . "ETERSEN, Rey
: No, P-dd #66; AND AGENT SARAH S. 4]

Address all telephone enlls to Scott B. Allison at tclephono number (307) 546-1300

Address all corrospondeneo to Seatt B, Allison, Chrisman, Bynum & Johnson, 1900 Fifteenth Street, Boulder, Colorado 80302

Thereby devlaro that all statoments mada hosein of our own knowledge are 1rue and that al] Statcments made on information and belief arg belicved to be
true; armd fusther that theso staterments were mado with the knowledge that wiliful false stalements and the like so made ara punishable by fine or

imprisonment, or bath, under Section 1061 of Titlc 18 of the Unised States Code and that such willful false stalements may jeopardiza the validity of the
application or any patent issued thereon, :

Full nume of sole er first invenlor (given name, family name)_Michael John Griffithy

)
faventar's signaturd™X P”’Vz_‘/\m_ Date oire 423 /555

Residence 11334 North Faton Way. Broomfield, (.'olnr_ﬂdo ROD20 Cilizenship Canady
Post Qffice Address 11334 North Eaton Way, Breom(icld. Colorado 80020

I3

Pygc ] of 1 .
PTO/SB/O (] 1-90) Patent and Tradernark Office; U.S, DEPARTMENT OF COM MERCE
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© FAX NO. 304495426 P, D4

FRI 12:50 PM

e

BFFINIA

IN THE UNITED STATES PATENT AND TRADEMARK OFF ICE

Applicants:  Michael John Griffiths )
)
Serial No.:  08/872,971 ) Group Art Unit:
; 2317 278
Filing Date: Jupe 11, 1997° ) Examiner:
) . Dennis Pham
Title: METHOD FOR COUNTING DISPLAYS OF ) e et n ren
BANNERS ON TERMINALS CONNECTED ) FAs RECEIVED
TO A COMPUTE TWO -
PUTER NETWORK ) AUG 16 1999
Our FI.IC No.:  18022-002 ) Group 2700

SUPPLEMENTAL INFOR ATION DISCLOSURE S
UNDER 37 C.F.R. §§ 1.56, 1.97 and 1.98

To:  Assistant Commissioner for Patents
Washington, D.C. 20231

Dear Sir:
The applicant hereby submits his Supplemental Information Disclosure Statement
pursuant to 37 C.F.R, §§ 1.56, 1,97 and 1.98 and respectfully requests the Examiner to

consider the information disclosed in the patents and publications listed below:

CITATIONS
U.S. Patents Inventors ' Issue Dares
5,774,660 Brende] et a). June 30,1998
5,341,477 Pitkin et al, August 23,1994
5,794 210 Goldhaber et al. August 11, 1998
5,764,906 Edelstein et ai. June 9, 1998
5,781,550 Templin et al. July 14, 1998
5,796,952 Davis ct al, August 18, 1998
5,712,979 Graber et al. January 27, 1998
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e NO. 3034495428
HUG_IBHBQ FRI 12:50 PM F.H.X.- P St lh e a

ARTICLES AND PUBLICATIONS

NetGravity Ad Server 2.0 Announcement, Avajlabje at Izttp://Www.nergmvity. com,
10/96,

Khoda et a]. "Ubiquitous advertising on theWWW: Merging advertisernent on the
browser," Computer Nerwork and ISDN System, 28 (1996) 1493-1499. 5/9¢.

The Goldhaber, Edelstein et al. And Templin et al. referenceg were cited in the Writtepn
Opinion by the International Preliminary Examining Authority and the Davis et al. and Graber

et al. references were cited in the International Preliminaty Examination Report in the

The Brende] et al, and Pitkin et al. references were cited in the corresponding pending
U.S. patent application serial number 08/58,650.

Pursuant to C .FR. §1.17(p), Applicant submits herewith check 10,73524 in the amount
of $240.00 as payment for the filing of this Supplemental Information Disclosure Staternent.

One (1) page of Form PTO-1449 and copies of aj] the above-cited prior art and the
International Preliminary Examining Authority's Written Opinion and International

Preliminary Examination are enclosed for the Examiner’s convenience. This Information
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AUG 13 gﬂ F_RI iE;EO Pl“lr -- E%X_NO 30944951?28 _ - P FIB

“Disclosure Statement Under 37 C.F.R. §§ 1 56 and 1.97 is not to be construed that no other

material information as defined in 37 C.F.R. §1.56(a) exists, or that these citations constimte

prior art under 35 U.S.C. §102.

+h
Dated this {7 day of March, 1999

Respectfully subrmitted,

Ll B, Qe

Scott B, Allison, Reg. No, 38,370
CHRISMAN, BYNUM & JOHNSON, P.C.
1900 Fifteenth Street

Bonlder, Colorada 80302

Telephone: (303) 5456-1300

CERTIFICATE QF MAILING UNDER 37 C.F.R. §1.8
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CERTIFICATE OF MAILING UNDER 37 C.F.R. 1.8

I hereby certify that this correspondence is being deposited with
the United Siates Postal Service as first class mail in an envelope
addressed to: Assistant Commissioner for Patents, Washington,

DC 20231 oxiSejnber 3, 1999,
{ (N Ao

- IN THE UNITED STATES PATENT AND TRADEMARK OFFICE

Network Using Centralized Intelligence To Monitor
and Confrol the Information Being Delivered

Applicants:  Michael J. Griffiths )
James D. McElhiney )
)
* Serial No.:.  08/858,650 )
) Group Art Unit: 2757
Filing Date: May 19, 1997 )
) Examiner:
Title: Information Storage and Delivery Over a Computer ) Dung Dinh
)
)
)
)

Qur File No.: 18022-1

REQUEST FOR THREE-MONTH EXTENSION OF TIMEgy =~ =V ED

To:  Assistant Cormumnissioner for Patents QEP 13 1999
Washington, D.C. 20231 '
Group 27€0

Sir:

The applicant hereby requests a three-month extension of time from June 4, 1999 to
September 3, 1999, in which to respond to the Office Action, Paper No. 7, dated March 4, 1999.
Our Check Number 75582, in the amount of $435.00 is enclosed to cover payment of this three-

month extension of time request. The applicants’ Declaration to establish small entity status has

been previously filed.
Respectfully submitted, E
Dated: September 3, 1999 P /é M
~ Scott B. Allison, Reg. No. 38,370 =
1900 Fifteenth Street =
(570971999 -HERRARA— 0BG 0D4T-0ARGAGSS Boulder, Colorado 80302 =
I Telephone: (303) 546-1300 =
ey Jeb00-a Facsimile: (303) 449-5426 -
=5
g
<
& R
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Applicants:

Serial No.:
Filing Date:

Title:

Our File No.:

L o275
C O\/ﬂ%

—_— ——

IN THE UNITED STATES PATENT AND TRADEMARK OFFICE ‘4 i l/

Michael John Griffiths and
James David McElhiney
08/858,650 Art Unit: 2757
May 19, 1997

: Examiner: Dung Dinh
INFORMATIQON STORAGE AND
DELIVERY OVER A COMPUTER
NETWORK USING CENTRALIZED
INTELLIGENCE TO MONITOR AND
CONTROL THE INFORMATION
BEING DELIVERED

REGEN =D
P 13 99

18022-001
Group 2700

R R L T i S

CERTIFICATE OF MAILING UNDER 37 C.F.R. 1.8

I hereby- certify that the following:

1.

6.

7.

Check No. 75582 in the amount of $435.00 for Three Month Request for
Extension of Time;

Check No. 75585 in the amount of $480.00, filing fee for additional claims;

Check No. 75580 in the amount of $240.00, filing fee for Supplemental
Information Disclosure Statement;

Form PTO-1083;
Request for Three Month Extension of Time;
Amendment Under 37 C.F.R. §1.111;

Supplemental Information Disclosure Statement; and

return postcard are being deposited with the United States Postal Service as first-class mail,
postage prepaid, in an envelope addressed to: Assistant Commissioner for Patents, Washington,
D.C. 20231, on this 3rd day of September, 1999,

Ca—
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SEP 07 1998

FORM ™T0-1083

CASE DOCKET NO.__18022-001

In re Application of: _Michael J. Griffiths and James D. McElhiney

Serial No.: _08/858,650

Filed: ___May 19, 1997

For: INFORMATION STORAGE AND DELIVERY OVER A COMPUTER NETWORK USING CENTRALIZED INTELLIGENCE
TO MONITOR AND CONTROL THE INFORMATION BEING DELIVERED

THE COMMISSIONER OF PATENTS AND TRADEMARKS
Washington, D.C. 20231

Sir:

Transmitted herewith is an amendment in the above-identified application.

_X_ Small entity status of this application under 37 CFR 1.9 and 1.27 has been estabhshed by a verified statement previously submitted
A verified statement to establish small entity status under 37 CFR 1.9 and 1.27 is enclosed.
No additional fee is required.

The fee has been calculated as shown below: :
: OTHER THAN

(Col. 1) (Cal. 2) (Col. 3) SMALL ENTITY SMALL ENTITY
CLAIMS  HIGHESTNO. PRESENT  RATE OR  RATE RECEWV ED
REMAINING. PREVIOUSLY EXTRA FEE FEE - 9
AFTER PAID FOR gep 13199
AMENDMENT '
Group 2700

TOTAL 78 MINUS 42 =36 x$9= $_324 x$18= $
INDEP.__ 9 _MINUS_ 5 = 4 x$39= $_ 156 x$78= $
___MULTIPLE DEPENDENT CLAIMS x$130=§ x$260= §

TOTAL $__ 480 TOTAL §

Please charge my Deposit Account No. in the amount of § . A duplicate copy of this sheet is attached.

X A check in the amount of $ 480.00___ is attached.

X The Commissioner is hereby authorized to charge payment of the following fees associated with this communication or credit any
overpayment to Deposit Account No. 03-1725, A duplicate copy of this sheet is attached,
X Any filing fees under 36 CFR 1.16 for the presentation of extra claims.
_X  Any patent application processing fees under 37 CFR 1.17.

Respectfully submitted,

L Al

Scott B. Allison, Reg. No. 38,370
CHRISMAN, BYNUM & JOHNSON, P.C.
1900 Fifteenth Street

Boulder, CO 80302

(303) 546-1300
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&/IN THE UNITED STATES PATENT AND TRADEMARK OFFICE TS5 79

Michael John Griffiths and
James David McElhiney

Serial No.:  08/858,650 Group Art Unit: 2757

Filing Date: May 19, 1997 Examiner: Dung Dinh

. Title: INFORMATION STORAGE AND DELIVERY
OVER A COMPUTER NETWORK USING
CENTRALIZED INTELLIGENCE TO MONITOR
AND CONTROL THE INFORMATION BEING
DELIVERED

vvvvvvvuvvvvvvv

Our File No.:  18022-001

SUPPLEMENTAL INFORMATION DISCLOSURE STATEMENT
UNDER 37 C.F.R. §§ 1.56, 1.97 and 1.98

To:  Assistant Commissioner for Patents
Washington, D.C. 20231

Dear Sir:
The applicants hereby submit their Suppiemental Information Disclosure Statement
pursuant to 37 C.F.R. §§ 1.56, 1.97 and 1.98 and respectfully request the Examiner to

consider the information disclosed in the patents and publications listed below:

CITATIONS

U.S. Patents Inventors Issug Dates

5,712,979  Graber etal. Tauary 27, 1998 3
5,715,453 Stewart February 3, 1998 g 5
5,727,129 Barrett et al. March 10, 1998 3
5,742,768 Gennaro et al. April 21, 1998 -
5,764,235 Hunt et al. June 9, 1998 2
5,764,906 Edelstein et al. June 9, 1998 2

4

.
1ife

$3/09/
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5,781,550 Templin et al. July 14, 1998

5,781,739 Bach et al. July 14, 1998

5,793,972 Shane August 11, 1998
5,794,210 Goldhaber et al. August 11, 1998
5,796,952 Davis et al. : August 18, 1998

Pursuant to C.F.R. §1.17(p), Applicants submit herewith check no. 75580 in the
amount of $240.00 as payment for the filing of this Supplemental Information Disclosure
* Statement.

One (1) page of Form PTO-1449 and copies of all the above-cited prior art are

enclosed for the Examiners convenience. - RE CFHVED
Dated this Zrh day of September, 1999. : SEP 1 3 1999

Respectfully submitted, Group 2700

ot B atl

Scott B. Allison, Reg. No. 38,370
CHRISMAN, BYNUM & JOHNSON, P.C. -
1900 Fifteenth Street '
Boulder, Colorado 80302

Telephone: (303) 546-1300

CERTIFICATE OF MAILING UNDER 37 C.E.R. §1.8

I hereby certify that the foregoing SUPPLEMENTAL INFORMATION DISCLOSURE
STATEMENT UNDER 37 C.E.R. §§ 1.56, 1.97 and 1.98, along with PTO-Form 1449 and
copies of all recited prior art, was mailed by first-class U.S. mail, postage prepaid to the Assistant
Commissioner for Patents, Washington, DC 20231 on this ﬂ day of September, 1999.

W
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Sheet _1_of 1

FORM PTO-1 WS. DEPARTMENT OF COMMERCE | ATTY. DOCKET NO. SERIAL NO.
(Rev. 7-80) PATENT AND TRADEMARK OFFICE 18022-001 08/858.650
" LIST OF PRIOR ART CITED BY APPLICANT APPLICANTS:
(Use several sheets if necessary) Griffiths, et al.
FILING DATE GROUP
May 19, 1997 R
U.S. PATENT DOCUMENTS
*EXAMINER |  DOCUMENT DATE NAME CLASS | SUBCLASS |  FILING DATE
INITIAL NUMBER IF APPROPRIATE
¢ AA 5,712,979 1/27/98 Graber et al. 395 200.11
é‘/ AB | 5,715,453 2/3/98 Stewart 395 615
7 AC|5727,129 3/10/98 Barrett et al. 395 12
> AD | 5,742,768 4/21/98 Genmaro et al. 295 200.33
O\ AB|5764235 6/9/98 Hunt et al. 345 428
= AF|5,764906 6/9/98 Edelstein et al. 395 200.49
" AG | 5,781,550 714498 Templin et al, 370 401
o AH | 5,781,739 7/14/98 Bach et al. 395 200.57
- Al| 5,793,972 8/11/98 Shane 395 200.49
——AT| 5794210 8/11/98 Goldhaber et al. 705 14
>z—AK | 5,796,952 8/18/98 Davis et al. 395 200.54
OTHER PRIOR ART (Including Author, Title, Date. Pertinent Pages, Btc.)
BXAMINER 5 57 NI /2

*EXAMINER: Initial if reference considered, whether ot not citation is in conformance with MPEP 609; Draw line through citation if not in conformance and not considered. Include copy of
this form with next communication o applicant.

RECEWVED
g 1 3 9

aroup 2700
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UNITED STATES PATENT AND TRADEMARK OFFICE 7= s~ 7'7

Applicants:  Michael J, Griffiths )
James D. McElhiney )
)
Serial No.:  08/858,650 )
) Group Art Unit: 2757
Filing Date: May 19, 1997 )
) Examiner:
Title: Information Storage and Delivery Over a ) Dung Dinh
Computer Network Using Centralized Intelligence )
To Monitor and Control the Information Being )
Delivered )
. - )
Our File No.: 18022-1 )
AMENDMENT UNDER 37 C.E.R. § 1.111
To:  Honorable Commissioner of RECE!V ED
Patents and Trademarks o
Washington, D.C. 20231 - SEP 13 1999
: eo
Dear Sir: Group 27_

In response to the Patent Examiner's Office Action, Paper No. 7, dated March 4, 1999,
please amend the above-identified patent application, as follows:

In the Specification: /
On page 25, ?ﬁplace “The method 72 with --The prior art method 72--.

On page 34, {ine 19, befor?hﬁ:rt ~HTTP--.
On page 36, ling/19, replace®stings” with --strings--.

On page 37, lifie 1, repla

“banmersitel .cm” with --bannersitel.com--.

On page 50, line 15¢1nsert --.-- after “response”.

09/09/1999 HKANARR 00000049 08858650

01 FL:803
{2 FL1202

324.00 (P
156,00 Op
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Inthe Claims:
Please cancel claims 4{42 ithout prejudice to the subject matter claimed therein.

Please amend the claims as follows:

%L

L. (Amended) A method for storing informatign on a primary server and one or

N\ \ :
ore secondary servers and on computer sites connected£0 a computer network, wherein

information delivered over the computer network to g/terminal or a group of terminals may

contain references to other information to be delivéred to the terminal, comprising [the steps of]:

s

serving a first portion of [the] ipformation to [the] a terminal, wherein said first
portion of [the] information containg a reference to a second portion of [the] information;

[sending] causing a first yéquest signal to be transmitted from the terminal to a

[the] primary server requesting a location address for said second portion of [the]
information from which said second portion of [said] information can be served to.the
terminal, wherein said first request signal canmot be blocked from reaching said primary

server by either the t¢rminal or any intermediary device located topologically between the

" terminal and the pfimary server as a result of previous caching of said first portion of

information or ghid second portion of information in the terminal or said intermedia
device;

sepding a location signal from the primary server to the terminal providing said
locatiopt address of said second portion of [the] information;

[sending] causing a second request signal to be transmitted from the terminal

cgntaining said location address of said second portion of [the] information and
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® "~ requesting said second portion of {the] information be served to the terminal; and

serving said second portion of [the] information to the terminal.

N, 3. (Amended) The method of claim 1 [2], wherein said second portion of [the]

information is served from the primary or secondary servers.

6. (Amended) The method of claim 1, wherein said second portion of [the]
" information is served from one of ;he secondary servers.

7. (Amended) The method of claim 1, wherein after the primarly server receives
the first request signal from the terminal, further including [the ste.:ﬁ.of] determining which server
connected to the computer network is best suited for serving said second portion of [the]
information to the terminal.

8. (Amended) The method of claim {8] 7, wherein results of said determining

& [&etermjnaﬁon step] are included in said location signal sent from the information server to the
terminal.
9. (Amended) The method of claim 8, including [the steps of] creating a matrix of
selections between each of the terminals or groups of terminals and each of the servers and using
said matrix to determine which of the servers is best suited to serve said second portion of [the]

information to the terminals or groups of terminals.

11.  (Amended) The method of claim 1, including [the step of] making one of the
\\ secondary servers a new primary server if the original primary server becomes inaccessible.
?\ 12, (Amended) The method of claim 1, including [the step of] storing .said second

portion of [the] information in the terminal.
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14. (Amended) The method of claim 4, including [the step of] selecting the

composition of said second portion of [the] information.

15.  (Amended) The method of claim 14, wherein the results of said composition

selection [step] are included in said location signal sent from the information server to the

terminal.

er over a computer network to a

6. (Amended) A method for distributingab

ce when the banner is referenced or linked to in ertext] document served to the device,

wherein the banner is stored in one or more servers, comprising [the steps of]:

[sending] receiving a first bariner request signal fromi [the] a device [to] at a first

server requesting that a bannepbe served to the device, wherein said first banner request

signal cannot be blocked from reaching said first server by the device despite previous

sending/a banner location signal from said first server to the device, wherein said
banner logétion signal includes location information for a specified banner stored on a
secoxd server; and

[sending] receiving a second banner request signal from the device [to] at said

second server requesting that the second server serve said specified bamner to the device,

\}

——

1 9
Vi (Amended) The method of claim 16 including [the step of] determining which
of the servers is best suited for serving said specified banner to the device.
s v
- 1% (Amended) The method of claim }B] wherein said [step of] determining which

of the servers is best suited for serving said specified banner to the device is performed in said

M
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first server after said first server receives said first banner request signal from the device.

-’L“’,zf (Amended)  The method of claim%including [the step of] storing said
specified banner in said device.
7 O
1
2. (Amended) The method of claim 34, including [the step of] determining
whether said specified banner is stored in the device before said [step of sending] receiving said
second banner request signal.

2 . ot
}4’. (Amended) The method of claim w,/including [the step of] selecting said

specified banner prior to sending said banner location signal from said first server to the device.

L

\\@ 27.  (Amended) A method for [serving]

abling a wéb page and an associated

banner to be served to a coniputer {running browsgf software], wherein the web page contéins a

link or.other reference [links] to the banner, ¢émprising [the steps of]:

serving [the] a web page #6 [the] a computer; [for display by the browser
[sending] causing a banner request signal to be sent from the computer to a

primary server requgsting a banner be served to the computer, wherein said banner

ludes [the] a Uniform Resource Locator address for said primary server

request signal i

al cannot be blocked from being received by the

erver as a result of previous caching of the bauner on the computer;
determining which specified banner will be served to the computer; and
sending a banner location signal from said primary server to the computer,

wherein said banner location signal includes the Uniform Resource Locator address fora

It
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P

device on whicly(e specific banner to be served to the computer is stored.

%‘0/29’ (Amended)  The method of claimy,’including [the step of] determining

whether said specified banner is stored on the computer.

2\ e ,
0\ }0’ (Amended)  The method of claim /29/, wherein after said [step of] determining

whether said specified banner is stored on the computer, if said specified banner is not stored on

. the computer then including [the step of sending] causing a [specified] second banner request
signal to be sent to said device requesting that said device serve said specified banner to the

~_computer.

%‘0 I'“34/ (Amended) The method of claimi’jf, including fthe step of] tagging said

specified banner as being cachable.
[ S

S&’ @36- (Amended) A method for distribujifig a banner over a computer network to a

device when the banner is referenced or linked t¢in a hypertext document served to the device, -

wherein the banner is stored in one or morg/servers, comprising [the steps of]:

[sending] receiving a fifst banner request signal from the device [to] at a first

server requesting that a bafiner be served to the device, wherein said first banner request

signal [is not] cannotSe blocked by the device or [any] an intermediary server located

between the devigé and said first server as a result of a previous storage in the device or
said intermedigty server of a response to said first banner request signal sent from said

first server 6 the device;

dgtermining if said first server is best suited to serve said banner to the device and -

serving said banner to the device if said first server is best suited to serve said banner and,
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if said first server is not best suited to server said banner to the device, sending a banner

location signal from said first server to the defice, wherein said banner location signal

includes location information for a specifted banner stored on a éecond server;

[sending] receiving a second banner location request signal from the device [to] at
said second server requesting that {the] said second server setve said specified banner to
said device if said first server ig'not best suited to server said banner to the device; and

serving said specified banner to said device from said second server if said first
server is not best suited to/ server said banner to. the device -

37.  (Amended) A method for enabling distribution of [disiributing] a banner over a
computer|network to a devige when the banner is referenced in a document served to the device,
wherein the banner is stored in one or more servers connected to the computer network, and the
device is connected to the computer network via an intermediary server, comprising [the steps
of}:

[sending] causing a first banner request signal to be_transmitted from the device to
a first server requesting that a banner be served to the device, wherein said first banner
request sfgnal is not blockable by the device or the intermediary server as a result of a
storage fin the device or the intermediary server of said requested banner prior to the
generdtion of said first banner signal by the device;

sending a banner location signal from said first server to the device, wherein said
banfier location signal includes location information for [a specified] said requested

bapner stored on a second server; and
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determining if said [specified] requested er is stored on the device.and, if said
[specified] requested banner is not stored6n the device, then [sending] causing a second
banner request signal to be tr itted from the device to the intermediary server and
determining if said [spegified] requested banner is stored on the intermediary server;
wherein if said ecified] requested banner is not stored on the intermediary server,
[sending)€ausing at least :'1 portion of said second banner request signal to be sent to said

spcbnd server requesting that said second server serve said [specified] requested banner to

re

said device.

W

B A ——
}fl’. (Amended) The method of clann)’f,/ including [the step of] having said first

. server select said [specified] requested banner.

\

Kindly add the following new claims:

Sk

confaining at least a portion of anfinitial URL, wherein said first request cannot be

prevented from being received by the primary server despite previous storage of the

banner on the client device;

sending a signal fibm the primary server to the client device that includes at least

a portion of a second associated with the banner’s location;
receiving at
the banner be sery,

serving fhe banner to the client device; and

A method for serving a bannef to a client device, comprising:

receiving at a primary servef a first request for a banner, said first request

e primary server a second TCP/IP compliant request requesting that

to the client device if the banner is not stored on the client device;
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counting at least one display of the banner on the client device.--
\0 94
A, The method of cIaim%J, wherein said first request includes the strings “cgi-bin”

and “?”-__
W
--,4{ The method of claim ;f, wherein said signal sent from said primary server to the
client device includes an HTTP 302 redirect command.--
b 6
--56./ The method of claim 45, wherein said fitst request cannot be prevented from
being received by the primary server as a result of previous caching or storing of the banner by
an intermediary device connected to the computer network.--

w3 vy
--57.’ The method of claim }({ wherein said intermediary device is connected

%’\. topologically on said computer network between the client device and the primary server.--

fr——

\ --48. A method for enabling accurate counting of displays of a banner on a client

W

gvice, comprising:

receiving a first banner request signal at a first server requesting that a banner be
served to a client device, whereifi said first banner request signal cannot be prevented
from being received by said first server, even though there has been previous caching or

storing of said banner By the client device or an intermediary device;

sending a er location signal to the client device, wherein said banner location

signal includegJocation information for a specified banner stored on a second server; and
cayéing a determination of whether said specified banner is stored on the client
device And, if said specified banner is not stored on the client device, receiving a second

er request signal from the client device at said intermediary device and causing a
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P

€&®-56. A method for serving ab

-

—

wherein if said specified bapfér is not stored on said intermediary device, receiving a

Q) third banner request gifnal at said second server requesting that said second server serve

said specified bahner to the client device.--

—714. The method of claim 48, wherein said intermediary device is a proxy server--,
--?6./ The method of claim 48, wherein said third banner request signal is identical to
said second banner request signal.--
V1 b
--54. The method of claim tyg, wherein said banner location signal includes an HT'TP
302 redirect command.--
w4
--52 The method of claim ?J, wherein said first banner request signal includes the
strings “cgi-bin” and “?”.—
\
--}3.’ The method of claim 48, wherein said first server and said second server are the
same server.--
1 Y
——;4/. The method of claim Ayg, including serving said specified banner to the client
device.--
~1°
-—}4 The method of claim 7{ including counting at least one display of said specified

banner on the client device.--

er to a client device, comprising:

receiving at a primary spfver a first request signal for a banner, said first request
signal containing at least a gortion of an initial URL, wherein said first request signal

cannot be prevented frgfn being received by the primary server as a result of previous

10
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e

caching of the banner in the client

RS

sending a signal from the primary server to the client device that includes a

/t second URL associated with the banner’s location;

% receiving a sg¢ond request signal requesting that the banner be served to the client

device if the banrer is not stored on the client device; and

N g the banner fo the client device.--
12 1

%
-_—}f The method of claim % including counting at least one display of the banner on

the client device.--
1 v
5% The method of claim 56, wherein said first request signal includes the strings

.‘Gcgi_bin’3 and “?1"__
i
--;f The method of claim 1, wherein said intermediary device is a proxy server.—
12
--ﬁ@f The method of claim 1, wherein said first request signal includes the strings “cgi-

27

bin” and “?M._-
o
--91( The method of claim 1, wherein said location signal includes an HTTP 302

redirect command.--
\

--gZ The method of claim 1, wherein said reference to a second portion of information
includes at least a portion of a URL.--
\3
-756/. The method of claim 1, wherein said first portion of information is a web page,

said second portion of information is a banner, and said reference is a link.--

. 10 ‘
--‘6-{ The method of claim %, including counting a display of said specified banner on -

said device.--
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.. 302 redirect command.--

e ——— i - o e— L

Al 2°

--§5. The method of claim }J, wherein said location information includes at least a

T~

portion of a URL.--

v, 19
-,%K The method of claim}(,wherein said first request signal includes the strings

“cgi_bin” and “?11'__
% > -
--% The method of claim }K, wherein said banner location signal includes an HTTP
)
-;98.  The method of claim 34, wherein said document is a web page.--

Y Y
--;I The method of claim 36, wherein said first bannerrequest signal includes the

ARE

strings “cgi-bin” and “?”.
o Y -
-ﬂ( The method of claim §9, wherein said banner relocation signal includes an HTTP
302 redirect command.--
W uD
-}( The method of claim ;ﬁ,/wherein said banner location information includes at
least a portion of a URL.-- "
--7}. * The method of claim}’f,wherein said first banner request signal includes the
strings “cgi-bin” and “?”.--
% VA |
-ﬂ{ The method of clajm}ﬂ,/wherein said banner location signal includes an HTTP
302 redirect command.--
do by .
--J{ The method of claim }7,/Wherein the document includes at least a portion of a
web page.--

e\ | YA :
-% The method of claim}/,whcrein said location information includes at least a

portion of a URL,,~

s
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ﬂ.]
\i(\ LJ be served to the client device.—-

e 14
-ﬂif.’ The method of claim}d, wherein said first banner request signal includes the

strings “cgi-bin” and “7”.--
41
-ﬁ The method of claim .?6: wherein said response signal includes an HTTP 302
redirect command.-- |
15
-}{ The method of claim }{, including receiving the banner at the client device.--
!
-;56.’ The method of claim 1, including counting at least one display of said second
portion of information on the terminal.--
43 %)
——}‘K The method of claim 3},/ including counting at least one display of said specified
banner on the device.--

49 Y
--}2./ The method of claim ¥7, including counting at least one display .of said specified

banner on the device.--

—_—
1l "
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In the Office Action, Paper No. 7, dated March 4, 1999, the Patent examiner rejected
claims 1-42 under 35 U.S.C. § 103 as being unpatentable over the article to Kokda et al. in view
of U.S. Patent No. 5,431,477 issued to Pitkin et al.

The applicants have carefully considered the patent examiner's rejections, the reasons for
the rejections, and the prior art cited by the patent examiner. In response, the applicants have
deleted claims 2, 13, 26, and 42 and added new claims 43-82. In addition, the applicants have
amended claims 1, 3, 6,7, 8, 9, 11, 12, 14,15, 16, 18, 19, 22, 23, 2;, 27,29, 30, 34, 36, 37, and
41 to define more clearly the essence (;f their invention. Please note that the applicants do not
desire or ntend that any elements of any of the pending claims be construed as being in step-
plus-function claim element format and none of the elements of any of the pending claims should
be construed as being in such step-plus-function claim element format, The applicants have also
amended the specification to correct inconsistencies noted by the applicants. No new ma&er is
introduced by this amendment. |
The Applicants’ Invention and the Prior Art References Cited by the Patent Examiner

Turning now to the substantive rejections of the applicants’ claims over the Kohda et al.
and the Pitkin et al. references, it is important to first put those two references in perspective with
the applicants’ invention. .In order to-do so, it is also important to recognize at least four of the
fundamental principles of the applicants’ invention.

First, applicants’ invention is specifically directed to the serving of banners or other

information from a server device to a client device via a computer network and the accurate

14
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coﬁting of such display of banners or other information on the terminal or client device. See,
Applicants’ disclosure, page 5, line 20 to page 6, line 1; page 11, line 17 to page 12, line 3; page
13, liﬁe 19 to page 14, line 9; page 39, lines 6-17. Iaccurate counting of banner displays on the
client device is often caused by previous caching or storage of the banner on the client device or
On Proxy ser\}ers, or other intermediate devices topologically connected between the client device
and the server device, which prevent requests or requesi signals for the banners generated orl sent
by the client device from reaching the server device. Thus, as a result of such caching or storage
of the banners on the client device, proxy servers, or other intcrmetiiate devices, such requests or
request si;gnals are blocked or otherwise prevented from reaching the server device. See,
Applicants’ disclosure, page 11, line 20 to page 12, line 3; page 12, line 16 to page 13, line 18;
page 18, line 8 to page 22, line 1; page 25, line 3 to page 26, line 5. Applicants’ invention
reduces the inaccurate display counting caused by caching of the banners by making or causing
request signals generated or transmitted by a client device unblockable by the client device or
proxy server, even thoﬁgh the banners may have been previously stored on the client device or
proxy server. Therefore, despite such caching or storage of the banners on the client device,
proxy servers, or other intermediate devices, the request signals generated or transmitted by the
client device cannot be blocked or prevented from reaching the server device. In other words, the
request signals generated by the client device cannot be blocked or prevented from reaching the
server device as a result or consequence of previous caching or storage of the banners on the
client device, proxy servers, or other intermediate devices. See, Applicants’ disclosure, page 28,

line 9 to page 29, line 10. It should be noted that no specific limitations are intended by the use
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of'the terms “terminal,” “device,” “client device,” or “server’” as those terms are used in the
applicants’ patent application, in the applicants’ claims, or in this response to the first Office
Action.

Second, applicants’ invention allows such serving and counting to occur without
significantly increasing data traffic on the computer network or unnecessarily delaying the
" display of the banners or other inf;)rmation on the client device. See, Applicants’ disclosure,-
page 5, lines 2-4; page 26, line 17 to page 27, line 15; page 28, lines 9-13; paée 37, lines 5-15.
Applicants’ invention controls the use of cached banners or advel:tl(sements such that accurate |
coimting of displays of the banners and advertisements can be made, as previously discussed
above, but allows and takes advantage of caching when appropriate and possible to reduce
congestion or unnecessary data traffic on the computer network. See, Applicants’ disclosure,
page 39, line 18 to page 40, line 10.

Third, applicants’ invention allows banners or advertisements to be targeted to users o
increase the banners’ or advertisements’ effectiveness. See, Applicants’ disclosure, page 5, lines
18-19; page 28, lines 14-16; page 38, line 18 to page 39, line 2. Therefore, applicants’ invention
allows advertisements to be selected for display to a user based on demographic or other

information known about the user and uses content general or content specific request signals as

B

part of the disclosed method. See, Applicants’ disclosure, page 28, lines 5-8; page 38, line 18 to
page 39, line 2,
Fourth, applicants’ invention increases fault tolerance and reliability for information and

banner delivery and storage systems, thereby increasing the ability to continuously serve

o X
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information and banners to clients or client devices. See, Applicants’ disclosure, page 6, lines 5-
7, page 40, line 11 to page 41, line 20; page 48, line 16 to page 50, line 15. Mirroring and
redundancy of banners and other information also allows for more efficient delivery §f sﬁch
banners and other information to clients or client devices. See, Applicants’ disclosure, page 50,
line 16 to page 51, ling 10.

In contrast to the applicant;’ invention, the Kohda et al. reference is directed to an
advertising framework in which users, “who agree to see advertisements whilé browsing,”
negotiate with advertising agents so as to allow tailored advertisir.lgﬂto be delivered by the
advertising agents to the users. Thus, the users make a contract with the advertising agent. See,
Kohda et al. reference, pages 1494-1495.

Once a contract is established between a user and an advertising agent, the agént provides
tﬁe user with a special filtering browser by the agent that allows the agent to track all pages and
advertisements served to the user. In addition, the filter is displayed as part of the browsér
software on the user’s computer. |

The filter keeps in memory the contact path (URL) to the agent’s Web server.
When it is invoked, it forwards the invocation parameters passed from the
browser to the agent’s Web server, and waits for a reply. Then the agent’s Web
server returns one of its advertisements or other useful information. The filter
merges the reply from the agent’s Web server before the input from the pipe, i.e.,
Web pages from other Web servers.
See, Kohda et al. reference, page 1497, In this disclosed scheme, the agent controls the
advertisements served to the user and a predefined relationship must exist between the user and

the agent. Furthermore, the agent’s browser must be modified by the filtering software to allow

the agent to “detect” the actions initiated by the user. See, Kohda et al. reference, page 1495.

o A
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‘The agent also detects all events initiated or undertaken by the user, thereby allowing the agent to

develop an accumulated record of the user’s interests and activities. Id,
While the Kohda et al. reference is related to advertising, it simply does not recognize or
address the problems encountered with accurate counting of banners served to users, particularly

the need to provide accurate counting without significantly increasing computer network data

.. traffic. More specifically, Kohda et al. do not teach or even recognize the problems associated

with accurate counting of banners delivered to client devices created by caching of such banners
on the terminal or other devices topologically located between thé terminal and a server. In fact,
Kohda et al. do not even discuss the caching of banners on a terminal. Moreover, in contrast to
thelapplicants’ invention, Kohda et al.’s disclosed method requires a user-selected agent that
controls the advertising delivered to the user and specialized browser software to allow the agent
to detect and monitor user activity.

The Pitkin et al. patent is directed to the allocation of resources within a computer
network architecture. Unlike the applicants’ invention, however, Pitkin et al. do not teach or
even address the concept of serving advertisements, information, banners, etc. in ari efficient
manner that promotes the accurate counting of displays of such advertisements, information,
banners, etc.

Obviousness Rejections

The Patent Examiner rejected claims 1-42 under 35 U.S.C. § 103(a) as being unpatentable
over the Kokda et al. reference in view of the Pitkin et al. patent. The applicants respectfully

disagree that the combination of these references results in the applicants® claimed invention. In

: X
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addition, the applicants point out that the Kohda ef al. and Pitkin et al. references are directed to
very-different problems in non-analogous areas. Therefore, the Patent Examingr"s combination
of these references is improper. The combination of elements from non-analogous sources, in a
manner that reconstructs the applicants’ invention only with the benefit of hindsight, is

insufficient to present a prima facie case of obviousness. Inre Qetiker, 977 F.2d 1443, 24

. USPQ2d 1443 (Fed. Cir. 1992). Moreover, one cannot use hindsight reconstruction to pick and
choose among isolated disclosures in the prior art to replicate the claimed invention. In re Fine,
837 F.2d 1071, 5 USPQ2d 1556 (Fed. Cir. 1988). Care must be taken to avoid hindsight
reconstruction by using the patent in suit as a guide through the maze of prior art references,
combining the right references in the right way so as to achieve the result of the claims in suit,
Grain Processing Corp. v. American Maize-Products Corp., 840 F.2d 902, 5 USPQ2d 1788 (Fed.
Cir. 1988).

Kohda et al. do not address the problems identified by Pitkin et al., i. e., the a.llocatidn of
resources within a computer network architecture. Moreover, Pitkin et al. do not address or even
suégest the problems identified by Kohda et al., i.e., delivery of targeted advertisements, The
inquiry into obviousness is not whether each element existed in the prior art, but whether the
prior art made obvious the invention as a whole for which patentability is claimed. Hartness

International, Tnc., v. Simplimatic Engineering Co., 819 F.2d 1100, 2 USPQ2d 1826 (Fed. Cir.

1987).. Furthermore, without some suggestion or incentive in the prior art, independent of
applicants’ claims, it is improper to combine the prior art references in a manner necessary to

show the applicants’ invention in a2 35 U.S.C. § 103 obviousness rejection. In re Samour, 197

. ¥
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USPQ 1 (CCPA 1978); In re Ringhart, 189 USPQ 143 (CCPA 1976); Ex parte Shepard and

Gushue, 188 USPQ 536 (Bd. Pat. App. & Int. 1974). Among other things, since the inventions

disclosed in the Kohda et al. or Pitkin et al. references are directed to such different problems,
and since any combination of the inventions disclosed in the Kohda et al. or Pitkin et al.
references would require extensive or cumbersome modifications to either or both of the

. inventions disclosed in the Kohda et al. or Pitkin et al. references, there is simply no suggestion
or teaching in either the Kohda et al. or Pitkin et al. references to combine them in any fashion
whatsoever.

In addition fo the above, as previously discussed, neither the Kohda et al, nor Pitkin et al.
references address or even suggest the goal of accurate counting of banner displays with efficient
delivery of such banners to client devices, or the problems in reaching such a goal created by
previous caching of a banmer. Furthermore, neither the Kokda et al. nor Pitkin et al. references
disclose or even fairly suggest the need to prevent blocking of request signals for a banner dr
other information from reaching a server as a result of previous caching or other storage of the
ba;mer or other information on a device other than the server. While the banner request signals
discussed in the Kohda et al. reference may reach a server, there is no guarantee that such signals
will not be blocked or otherwise prevented from reaching the server as a result of previously
caching of a requested banner, Therefore, even if the teachings of the Kokda et al. and Pitkin et
al. references are combined, neither the Kokda et al. nor Pitkin et al. references teach or fairly
suggest causing a first request signal to be transmitted from the terminal to a pﬁmary server

requesting a location address for said second portion of information from which said second

20 i
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portion of information can be served to the terminal, wherein said first request signal cannot be
blocked from reaching said primary server by either the terminal or any intermediary device
located topologically between the terminal and the primary server as a result of previous caching
of said first portion of information or said second portion of information in the terminal or said
intermediary device, as recited in applicants’ amended independent claim 1; receiving a first

* banner request signal from a device at a first server requesting that a banner be served to the
device, wherein said first banner request signal cannot be blocked from reaching said first server
by the device despite previous caching of said specified banner in the device, as recited in
applicants’ amended igdependent claim 16; causing a banner request signal to be sent from the
computer to a primary server requesting a banner be served to the computer, wherein said ba.uner

request signal includes a Uniform Resource Locator address for said primary server and wherein

said banner request signal capnot be blocked from being received by the primary server as a
result of previous caching of the banner on the computer, as recited in applicants’ amended
independent claim 27, receiving a first banner request signal from the device at a first server

requesting that a banner be served to the device, wherein said first banner request signal cannot

be blocked by the device or an intermediary server located between the device and said first
server as a result of a previous storage in the device or said intermediary server of a response to
said first banner request signal sent from said first server to the device, as recited in applicants’®
amended claim 36; or causing a first banner request signal to be transmitted from the device to a
first server requesting that a banner be served to the device, wherein said first banner request

signal is not blockable by the device or the intermediary server as a resulf of a storage in the

: 0
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device or the intermediary server of said requested banner prior to the generation of said first
banner signal by the device, as recited in applicants’ amended claim 37. Thus, applicants’
amended independent claims 1, 16, 27, 36, and 37 are non-obvious and allowable over the Kohda
et al. or Pitkin et al. references or any other references cited by the Patent Examiner or provided

by the applicants’ in their Supplemental Information Disclosure Statement filed concurrently

" herewith,

In addition to the above, neither the Kohda et al. nor Pitkin et al. references teach or
fairly suggest receiving at a primary server a first request for a banﬁer, said first request

containing at least a portion of an initial URL, wherein said first request cannot be prevented

from being received by the primary server despite previous storage of the banner on the client
device, as recited in applicants’ new independent claim 43; receiving a first banner request signal
at a first server requesting that a banner be-served to a client device, whereiﬁ said first banner
request signal cannot'be prevented from being received by said first server, even though there has
been previous caching or storing of said banner by the client device or an intermediary, as recited
in applicants’ new independent claim 48; receiving at a primary server a first retiuest signal for a
banner, said first request signal containing at least a portion of an initial URL, wherein said first
request signal cannot be prevented from being received by the primary server as a result of
previous caching of the banner in the client device, as recited in applicants’ new independent

claim 56; or transmitting said first request signal to a server, wherein said first request signal

cannot be prevented from being received by the server as a result of previous caching of the

banner on the client device, as recited in applicants’ new independent claim 76. Moreover,

22
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neit]:;er the Kohda et al. nor Pitkin et al. references teach or fairly suggest counting at least one
display of the banner on the client device, as recited in applicants’ claim 43. Therefore,
applicants’ new independent claims 43, 48, 56 and 76 are non-obvious and allowable over the
Kohda et al. or Pitkin et al. references or any other references cited by the Patent Examiner or
\ provided by the applicants’ in their Supplemental Information Disclosure Statement filed
concurrently herewith,

In addition to the above, neither the Kohda et al. nor Pitkin et al, references teach or '
fairly suggest the use of “cgi-bin” and “?” strings, as recited in applicants’ dependent claims 44,
52, 58, 66‘, 69, 72, and 77 and supported in page 36, line 14 to page 37, line 4 of the applicants’
original disclosure, the use of HTTP 302 redirect commands, as recited in applicants’ dependent
claims 32, 45, 51, 60, 67, 70, 73, 78 and supported in page 34, lines 1-18 and claim 32 of the
applicants’ original disclosure, or the counting of displays of banners or other information, as
recited in applicants’ dependent claims 55, 57, 80, 81, and 82 and discussed throughout
apblicants’ original disclosure.

The Patent Examiner is requested to reconsider his rejections in light of the amendments
and explanations above and to grant an early allowance. If any questions remain to be resolved,
the Patent Examiner is requested to contact applicants’ attorney at the telephone number listed

below.
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“~ Respectfully submitted,

Aol %

Scott B. Allison, Reg. No. 38,370
CHRISMAN, BYNUM & JOHNSON, P.C.

1900 Fifteenth Street
Boulder, Colorado 80302
 Dated: 4 3(a4 : Tel: (303) 546-1300

CERTIFICATE OF MAILING UNDER 37 C.F.R. § 1.8

I hereby certify that the attached AMENDMENT UNDER 37 CF.R. § 1.111 is being
deposited with the United States Postal Service, first class postage prepaid, in an envelope
addressed to Assistant Commissioner for Patents, Washington, DC 20231, on this 3rat _day of

September, 1999,
M .

RECEIVED
iSEp 1 3 1999

Group 2760
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Address: COMMISSIONER OF PATENTS AND TRADE
\ I Washington, D.C. 20231
{  APPLCATIONNUMBER | FILING DATE | FIRST NAMED APPLICANT | ATTORNEY DOCKET NO. |
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This is 8 communication from the examiner in charge of your application.
COMMISSIONER OF PATENTS AND TRADEMARKS
OFFICE ACTION SUMMARY

(4"Responsive 1o communlcation(s) filed on G- 7-2<

-

{7 This action Is FINAL.

0 Slncelthls application Is In condltion for allowance except for formal matters, prosecution as to the merits Is ciosed in

accordance with the practice under Ex parte Quayle, 1935 D.C. 11; 453 0.G. 213,
-

A shortened statutory period for responsa to this action Is set to expire 3 :
whichever Is longer, fromrthe mailing date of this communication. Faliure-to respond withi

. manthi{s); or thirty days,
he period for response. will cause

the application to become abandoned. (35 U.S.C. § 133). Extensions of time .may be obtained under therprovisions of 37 CF‘F}

1.136(a).

Disposition of Claims:
"I Claim(s) PR

Is/are pending in the application,

Of:the above, claim{s)

Is/are. withdrawn from conslderation.

isfare allowed.

= U ataim(s)
©  [3-claim(s)

is/are rejected.

b, 3rin, de =" WMy, 4y-wL
O Claim(s)

O claims

Application Papers

D See the attached Notice of Draftsperson’s Patent Drawing Review, PTO-948.
{0 The drawing(s) flled on

[J The proposed drawing corraction, flied on

O The speclfication is objectad to by the Examiner.
J The oath or declaration I5 objected to by the Examiner.
Plority under 35U.S.C. § 119
O Acknowledgement is made of a claim for fo_l:élgn p'@rlt'y under 35 U.S.C. § 119(a)-{d).

O Al O some* [ None of the CERTIFIED coples of the priority documents have been

] recelved.

U] received in Application No. (Series Code/Serial Number)

Isfara objected t0. -

are subject to restriction or election raq‘ZIremanL

?

Isfare objected to by the Examiner.
Is OJ approved [ disapproved.

O received in this national stage application from the International Bureau (PCT Rule 17.2(a)).

*Certified coples not received;

—

—
[ Acknowledgement is mads of a claim for domestic priority under 36 U.S.C. § 119(e).

Attachment(g)

JBINotice of Reference Clted, PTO-892
M\ [ Information Dlsclosiure Statement(s), PTO-1449, Paper-No(s).
= 1] Interview Summary, PT0-413 .

[ Notice of Draftsperson’s Patent Prawing Review, PT0-948

[ Notice of Informal Patent Application, PTO-162

~ SEE OFFICE ACTION ON THE FOLLOWING PAGES ~

™. PTOL-326 {Rov. 10/95) — -
g ‘ e N . \

DungC. Dinh
Primary Examiner.

* US GPO: 1996-408-290/40029
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Serial Number: 08/858,650 -2=-
Art-AUnit: 2757
DETAILED ACTION

The following is a quotation of the first paragraph of 35

U.s.Cc. 112:

The specification shall contain a written description of the
invention, and of t£e manner and process of making and using
it, in such full, clear, concise, and exact terms as to ‘enable
any personAskilled in the art to which it pertains, or with
which it is most nearly connected, to make_and'use the same and
shall set forth the best mode contemplated by the inventor of

carrying out his invention.

Claims 1-82 are rejected under 35 U.S8.C. 112, first
paragraph, because the specification, while being enabling for
the general concept of not caching the first request signal, -
does not reasonably provide enablement for the new limitation
“*signal cannot be blocked .”, “signal cannot be prevénted from
being received ..”, “signal is not blockable ., etc. The
specification does not enable any person skilled in the art to
which it pertains, or with which it is most nearly connected, to
make the invention commensurate in scope with these claims.

The specification discloses that it is preferred that the
first request signal is not blocked by the caching process.
There is no teaching of how one can implement the system such
that the signal is not blockable or cannot be blocked as

claimed. There are many ways, both legitimate and illegitimate
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Serial Number: 08/858,650 -3~
Art Unit: 2757

means, to block a request signal from reaching a server over a
communication network. A system can be piogrammed to bypass the
cache and/or to always send a certain type of request directly
to the intended server; but no system can guarantee that a

signal cannot be blocked from reaching the server.

The following claim number 1 from U.S. Patent No. 5,948,061
~is suggested to applicant under 35 U.S.C. 135(a) for the
purposes of an interference:

A network comprising:

a user node having a browser program coupled to said network, said user
node providing requests for information on said network;

a content provider affiliate node having a respective affiliate web
site responsive to requests for information from said user node to
provide media content, advertising space for display of advertising
content and a link message to said user node;

an advertiser node having an advertiser web site including advertising
content, said advertiser node responsive to a request to provide
said advertising content; and

an advertisement server node responsive to a request from said user
node based on said link message to select an advertiser node as a
selected advertiser node, and identify said advertiser node as said
selected advertiser node to said user node,

whexeby said advertising content from said selected advertiser node is
displayed at said user node.

The suggested claim must be copied exactly, althdugh other
claims may be proposed under 37 CFR 1.605(a).

Applicant is given ONE MONTH or THIRTY DAYS, whichever is
1$nger, from the mailing date of this communication to copy this
patent claim. Failure to do so will be considered a concession

that the subject matter of this claim is the prior invention of
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Serial Number: 08/858, 650 -4~
Art Unit: 2757

another under 35 U.S.C. 102(g), and thus also prior art under 35
U.S.C. 103(a) (In re Oguie, 517 F.2d 1382, 186 USPQ 227 (CCFA

1975)), but will not result in the abandonment of this

;

application. THE PROVISIONS OF 37 CFR 1.136 DC NOT APPLY TO THE
TIME SPECIFIED IN THIS ACTION.

Applicant need not respond'to the rema;ning issues in this
action if a suggested claiﬁ is copied for thé purpose of an
interference within the time limit specified above (37

CFR 1.605(b)}.

Any inquiry concerning this communication or earlier
communications from the examiner should be directed to Dung Dinh
whose telephone number is (703) 305-9655. The examiner can
normally be reached on Monday-Thursday from 7:00 AM - 4:30 PM.
The examiner can also be reached on alternate Friday.

If attempts to reach the examiner by telephone are
unsuccessful, the examiner's supervisor, Glenton Burgess can be
reached at (703) 305-4792.

Any inquiry of a general nature or relating to the status of
this application should be directed to the Group receptionist
whose telephone number is (703} 305-9600.

Any response to this action should be mailed to:

Commissioner of Patents and Trademarks

Washington, DC 20231
or faxed to: _
(703) 308-9051, (for formal communications intended for entry)
(703) 305-9731 (for informal or draft communications, please
label "PROPOSED" or "DRAFT"}
Hand-delivered responses should be brought to Crystal Park II,
2121 Crystal Drive, Arlington. VA, Sixth Floor (Receptionist).

I

pung C. Dinh
 Primary Examiner
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PAGE 1 OF 1
o R A Do, S
_ | 08/858,650 | ,.767 B
ﬁOTICE OF REFERENCES CITED APPLICANT(S) i
Griffiths et al.
U.S. PATENT DOCUMENTS .
* DOCUMENT NO. DATE NAME class | oiags "’3'%1?3
A 5,948,061 09/07/1999 Merriman et al. 709 219 10/29/1996
B
\C .
D
E
F
G
H 3
|
J
K
FOREIGN PATENT DOCUMENTS
* DOCUMENT NO. DATE COUNTRY NAME CLASS CSL‘;{%'S
L
M
N
0
P
Q
OTHER REFERENCES (Including Author, Title, Date, Pertinent Pages, Etc.)
R
S
T
U
EXAMINER DATE
D. Dinh December 20, 1999 FormB92ccs2106b
* A copy of this reference [s not being furnished with this office action.
(See Manual of Patent Examining Procedure, section 707.05(a).)
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AMENDMENT TRANSMITTAL LETT

J

e Attorney Décket No: ‘4')3

‘ Under Small Entity Status TAL 0320 18022.001 5‘5'}_5
Application Serial Number: Filing Date: ‘ iner: Group: i nit:
08/858,650 19 May 1997 =Pinh, D, 2757

I B2

L)

Invention: INFORMATION STORAGE AND DELIVERY OVER A COMPUTER NETWORK USING
CENTRALIZED INTELLIGENCE TO MONITOR AND CONTROL THE INFORMATION BEING

DELIVERED

TO THE COMMISSIONER OF PATENTS AND TRADEMARKS:
Transmitted herewith is an amendment in the above-identified application. The fee has been calculated as

shown below.
CLAIMS AS AMENDED
CLAIMS REMAINING HIGHEST NUMBER ] NO. OF EXTRA ADDITIONAL
AFTER AMENDMENT PREVIOUSLY PAID CLAIMS RATE FEE
FOR ‘ PRESENT .
TOTAL CLAIMS 78 MINUS 82 0 $9 $0
INDEP. CLADMS 9 MINUS | 9 0o - $39 ' 30

Petition is hereby made under 37 CFR 1.136(a) to extend the time for response to the Office Action of

X
12/27/1999 to and through 6/27/2000, comprising an extension of the shortened statutory period of:
one month ($55) X three months ($435)
two months ($190) — four months ($680)
TOTAL ADDITIONAL FEE FOR THIS AMENDMENT $435
X Small entity status of this application under 37 CFR 1.9 and 1.27 has been established by
a verified statement previously submitted. :
—  Averified statement to establish small entity status under 37 CFR 1.9 and 1.27 is enclosed.
_X_ A checkin the amount of $435_ is attached.
—— Charge $ to Deposit Account . - :
. No additional fee is required. W m
o
o=
27 June 2000 / = = M
Date Daniel N. Fishman 29
Reg. No. 35512 Mo~ :-E”
I hereby-certify that this correspondence and all correspondence identified as accompanying ﬂnﬁs cﬁc?sresﬁ'é_,ﬂdence '
is being deposited with the United States Postal Service as first class mail in an envelope ad(assed to the
Assistant Commissioner for Patents ington, D.C, 20231 on 27 June 2000.
/ Reg. No. 35512
Daniel N. Fishman
07/05/2000 HPRAGASD 00000106 0854650
01.FCs21? 435,00 0P
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ST
IN THE UNITED STATES PATENT AND TRADEMARK OFFICE

Applicants:  Michael J. Griffiths

)
James D. McEE]hiney )
)
Serial No.;  08/858,650 )
) Group Art Unit: 2757
_Filing Date: May 19, 1997 )
' ) Examiner:
. Title: Information Storage and Delivery Over a ) Dung Dinh
Computer Network Using Centralized Intelligence )
To Monitor and Control the Information Being )
Delivered )
-)
Our File No.: 18022-001 ) -
™
2 ¢ A
AMENDMENT UNDER 37 C.F.R. § 1.111 E‘: r‘( Cl_;?\
—f =l
-«
To:  Box Fee Amendment By = m
Honorable Commissioner of n 8 O
Patents and Trademarks b=
Washington, D.C. 20231

Dear Sir:

In response to the Patent Examiner's Office Action, Paper No. 12, dated 27 December

1999, please amend the above-identified patent application, as follows:

In the Claims:

1. (Twice Amended) A method for storing information on a primary server and

. one or more secondary servers and on computer sites connected to a computer network, wherein
information delivered over the computer network to a terminal or a group of terminals may

QQ\ contain references to other information to be delivered to the terminal, comprising:

serving a first portion of information to a terminal, wherein said first portion of

B

information contains a reference to a second portion of information;

14
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causing a first request signal to be transmitted from the terminal to a primary
server requesting a location address for said second portion of information from which
said second portion of information can be served to the terminal, wherein said first
request signal [cannot be blocked] includes information intended to prevent said first

request signal from being blocked from reaching said primary server by either the

terminal or any intermediary device located topologically between the terminal and the
primary server as a result of previous caching of said first portion of information or said
second portion of information in the terminal or said intermediary device;

%\ sending a location signal from the primary server tc.):he terminal providing said
focation address of said second portion of information;

causing a second request signal to be transmitted from the terminal containing

said location address of said second portion of information and requesting said second
portion of information be served to the terminal; and

serving said second portion of information to the {erminal.

720
16 (Twice Amended) A method for distributing a banmer over a computer

network to. a device when the banner is referenced or linked to in a document served to the
device, wherein the banner is stored in one or more servers, comprising:
b receiving a first banner request signal from a device at a first server requesting
~ that a banner be served -to the device, wherein said first banner request signal [cannot be

blocked] includes information intended to prevent said first banner request signal from

being blocked from reaching said first server by the device despite previous caching of

2 %
Lfr’;
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said specified banner in the device;
sending a banner location signal from said first server to the device, wherein said
banner location signal includes location information for a specified banner stored on a
Y- second server; and
% receiving a second banner request signal from the device at said second server

requesting that the second server serve said specified banner to the device.

74

)’f (Twice Amended) A method for enabling a web page and an associated banner
to be served to a computer, wherein the web page contains a link or' ;)ther reference to the banner,
| comprising:
serving a web page to a computer;
causing a banner request signal to be sent from the computer to a primary server
requesting a banner be served to the computer, wherein said banner request signal
includes a Uniform Resource Locator address for said primary server and wherein éaid

%f\) . banner request signal [cannot be blocked] includes information intended to prevent said

banner request signal from being blocked from being received by the primary server as a
result of previous caching of the banner on the computer;

determining which specified banner will be served to the computef; and

sending a banner-location signal from said primary server to the computer,
wherein said banner location signal includes the Uniform Resource Locator address for a

device on which the specific banner to be served to the computer is stored.

Ik
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'\'\3{ (Twice Amended) A method for distributing a banner over a computer
network to a device when the banner is referenced or linked to in a hypertext document served to
the device, wherein the banner is stored in one or more servers, comprising:
receiving a first banner request signal from the device at a first server requesting
that a banner be served to the device, wherein said first banner request signal {canmot be
blocked] includes information intended to prevent said first banner request signal from
being blocked by the device or an intermediary server located between the device and said -
first server as a result of a previous storage in the device 01: said intermediary server of a
response to said first banner request signal sent from said first server to the device;

\ determining if said first server is best suited to serve said banner to the device and
serving said banner to the device if said first server is best suited to serve said banner and,
if said first server is not best suited to server said banner to the device, sending a banner
location signal from said first server to the device, wherein said banner location sighal
includes location information for a specified banner stored on a second server;

receiving a second banner location request si.gnal from the device at said second
server requesting that said second server serve said specified banner to said device if said
first server is not best suited to server said banner to the device; and

serving said specified banner to said device from said second server if said first
server is not best suited to server said banner to the device.

;} (Twice Amended) . A method for enabling distribution of a banmer over a

computer network to a device when the banner is referenced in a document served to the device,
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wherein the banner is stored in one or more servers connected to the computer ﬁetwork, and the
device is connected to the computer network via an intermediary server, comprising:
causing a first banner request signal to be transmitted from the device to a first
server requesting that a banner be served to the device, wherein said first banner request

- signal [is not] includes information intended to make said first banner request signal not
blockable by the device or the intermediary server as a result of a storage in the device or
the intermediary server of said requested banner prior to the generation of said first
banner signal by the device;

\\ . sending a banner location signal from said first server to the device, wherein said
banner location signal includes location information for said requested banner stored on a
second server; and

determining if said requested banner is stored on the device and, if said requested
banner is not stored on the device, then causing a second banner request signal o be
transmitted from the device to the intermediary server and determining if said requested
banner is stored on the intermediary server, wherein if said requested banner is not stored
on the intermediary server, causing at least a portion of said second banner request signal
to be sent to said second server requesting that said second server serve said requested

banner to said device.

oA .
% (Amended) A method for serving a banner to a client device, comprising:
receiving at a primary server a first reéluest for a banner, said first request

Q) contéining at least a portion of an initial URL, wherein said first request [cannot be

. i

o
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prevented from being received by] includes information intended to prevent said first

" request from'being blocked from the primary server despite previous storage of the

banner on the client device;

sending a signal from the primary server to the client device that includes at least
a portion of a second URL associated with the banner’s location;

receiving at the primary server a second TCP/IP compliant request requesting that
the banner be served to the client device if the banner is not stored on the client device;

serving the banner to the client device; and

counting at least one display of the banner on the client device.

WM
/4v8'. (Amended) A method for enabling accurate counting of displays of a banner on

a client device, comprising;

receiving a first banner request signal at a first server requesting that a banner be
served to a client device, wherein said first banner request [cannot be prevented from

being received by] includes information intended to prevent said first banner request

signal from being blocked from said.first server, even though there has been previous
caching or storing of said banner by the client device or an intermediary device;
sending a banner location signal to the client device, wherein said banner location
signal includes location information for a specified banner stored on a second server; and
causing a determination of whether said specified banner is stored on the client
device and, if said specified banner is not stored on the client device, receiving a second

banner request signal from the client device at said intermediary device and causing a

g8
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determination of whether said specified banner is stored on said intermediary device,
wherein if said specified banner is not stored on said intermediary device, receiving a
third banner request signal at said second server requesting that said second server serve

said specified banner to the client device.

v _ |
,5‘57 (Amended) A method for serving a banner to a client device, comprising:
receiving at a primary server a first request signal for a banner, said first request
signal containing at least a portion of an initial URL, wherein said first request signal

[cannot be prevented from being received by] includes information intended to prevent

l\ said first request signal from being blocked from the primary server as a result of
qq previous caching of the banner in the client device; -
sending a signal from ihe primary server to the client device that inclﬁdes a second
URL associated with the banner’s location;
receiving a second request sigpal requesting that the banner be served to the client
device if the banner is not stored on the client device; and

serving the banner to the client device.

/}'?((Amended) A method for enabliﬁg a banner to be received at a client device,
-comprising: '
%X generating at the client device a first request signal for a banner; |
transmitting said first request signal to a server, wherein said first request signal .

[canﬁot be prevented from being received by] includes information intended to prevent
7 ?Si
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. said first request signal from being blocked from the server as a result of previous caching
of the banner on the client device;

receiving at the client device a response signal from the server that includes a
URL associated with the banner’s location; and

transmitting a second request signal from the client device requesting that the

~ banner be served to the client device.
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REMARKS
" In the Office Action, Paper No. 12, dated 27 December 1999, the Patent Examiner

rejected all pending claims under 35 U.S.C. § 112, first paragraph as not enabling, The Patent
Examiner also suggested to the Applicants under 35 U.S.C. § 135(a) that claim 1 from United
States Patent Number 5,948,061 be copied for purposes of an interference.

Applicants traverse the rejection of all claims as not enabled. Applicants further traverse

the Examiner’s suggestion to copy claim 1 of the identified patent for purposes of an

interference.

Applicants have amended independent claims 1, 16, 27, 36-37, 43, 48, 56 and 76 in
response to the Examiner’s § 112 rejection in hopes of advancing the prosecution of this patent

application.

§1.12' Rejection

| The Examiner rejected all remaining claims 1, 3-12, 14-25, 27-41 and 43-82 under 35
U.S.C. § 112, first paragraph as not enabling. The Examiner suggests that although the
specification enables the general concept of not caching the first request it does not enabie the
claimed feature wherein the signal cannot be blocked. The Examiner suggests that although the
specification teaches that it is preferred that the signal not be blocked there is no teaching to
implement a system such that the signal is not blockable or cannot be blocked as claimed. The
Examiner notes that there are many legitimate and illegitimate means to.block a request from
reaching an intended server and that no system can guarantee that a signal cannot be blocked in

view of zll such means.
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Applicants heartily disagree with the Examiner’s suggestion that the specification fails to
enable the claimed feature wherein the signal cannot be blocked. The specification starting at
page 34, line 1 through page 37, line 4 teaches a multitude of techniques for assuring that the
request signal will not be blocked from the intended server. The specified techniques include:

- Use of HTTP standard temporary redirect

- Use of HTTP standard response tags in the server responses including:

- Expiry tag to specify a latest valid date of the response

- Last-modified tag to specify the valid date of the response

- Cache-control tags to indicate that the response is not cachable

- pragma:no-cache tags to indicate that the response is not cachable

- Use of variable components in the links used by the terminal to request a response

such as:
- a random number |
- a time/date stamp
- a cgi-bin sfring
- .2 randon:i page identifier

- Use of a URL link that, thoﬁgh constant, appears to the terminal and intermediate
servers to be constantly changing
This extensive (though not exhaustive) list enables one of ordinary skill in the art to practice the
invention as claimed such that such request is not blocked by normal HTTP standard compliant
terminals or proxy servers (or other intermediate nodes).

The Examiner appears to suggest that since not every unknown, non-standardized

10 &
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) technique for blocking a signal from reaching its intended server is addressed by such a list, the
Applicants have not enabled the claimed feature of preventing biocking of the signal. Such
theoretical extensions are inappropriate to suggest that the Applicants have not enabled one of
ordinary skill in the art to.practice the invention. The Applicants extensive list presents a number
of equivalent methods to prevent blocking of the request signal by presently known HTTP
.. comﬁatible systems, terminals and browsers. The Examiner merely speculates that other
unspecified techniques, including illegitimate techniques, may still be capable of blocking such a
* message. | |

In view of the above discussion, Applicants suggest that the rejected claims are in fact
enabling for one of ordinary skill in the art to practice the invention as claimed.

However, in hopes of advancing the prosecution of this patent application, Applicants
have amended the ;'.ndependent claims to remove the phrasing of concern to the Examiner. In
particular, the term “cannof”’ has been removed from all independent claims. Rejected claini 1

for example has been amended to recite that the “first request signal includes information

intended to prevent said first request signal from being blocked from reaching said primary

server.” The absolute term “cannot”, found not to be enabled by the Examiner, is in essence
replaced by language indicating that the signal is structured in a manner intended not to be
blocked by caching operations of the terminal or intermediate servers, Similar amendments have
been made to other independent claims of the subject application.

Applicants strongly disagree with the Examiner’s rejection of the claims.as not enabled
but have made these amendments to advance the prosecution of the subject application.

In view of these amendments and the above discussion, Applicants respectfully request

1 . @
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reconsideration and withdrawal of the rejection of all claims under 35 U.S.C. § 112 as not

enabled.

Suggested Interference
The Examiner suggested copying of claim 1 of patent 5,948,061 (hereinafter the ‘061

patent) for purposes of provoking an interference therewith. Applicants declined the Examiner’s

 invitation in view of notable distinctions between the claimed inventions and the lack of support

for the claim to be copied by the specification of the subject application. Admittedly the claimed
invention of the subject application and that of suggested‘claim 1 o}." the ‘061 patent both relate to
Internet advertising but that is the extent of the similarity in the claimed invention. The claimed
invention of the subject application and that of suggested claim 2 of the ‘061 patent are directed
to very different subject matter and the specification of the subject application cannot support‘the
suggested claim 1 of the ‘061 patent.

First and foremost Applicants note that all claims of the subject application are directed to

specific methods of delivering network content to a requesting terminal. By contrast, suggested

claim 1 of the ‘061 patent is directed to an apparatus -- a particular structure of systems that
cooperate to deliver requested network content and advertising. In this sense the subject
application and the ‘061 are directed to fundamentally different inventions.

Further, claim 1 of the ‘061 patent, though seemingly broad, none the less recites specific

structure not found in a reasonable reading of the specification of the subject application. For

example, Applicants do not find support in the subject application for the combination of several |

nodes recited in the suggested claim 1 of ‘061. Specifically the subject application does not

: %
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support a combination of servers/nodes as recited in claim 1 of ‘061 including at least a user
node, a content provider having an affiliate web site, an advertising node having an advertiser
web site and an advertisement server node. In this sense as well the subject application and the
‘061 are directed to different inventions. The specification of the subject patent application
cannot therefore support the suggested claim 1 of the ‘061 patent.

Still further, the claimed invention of the subject application is directed to methods
qsimply not taught or reasonably suggested by the ‘061 patent. For example, one glaring
distinction is the very recitation that is the subject of the Examiner’s § 112 rejection discussed
above. Na:snely, the ‘061 patent does not teach or reasonably suggest that the request cannot be
blocked from transmission to the intended server by the requesting terminal or by intermediate
nodes. In this sense also, the invention of the subject application is very different than that of
suggested claim 1 of the ‘061 patent.

In view of the above discussion, Applicants strongly assert that the subject applicatidn
and the ‘061 patent are not directed to the same invention. Applicants respectfully request
recénsideration and withdrawal of the Examiner’s suggestion that claim 1 of the ‘061 is
supportable by the specification of the present invention and therefore be copied in accordance
with 35 U.S.C. § 135 to provoke an interference.

Despite Applicants refusal to copy the suggested claim for purposes of an interference
and in view of the above discussion, Applicants explicitly deny that the ‘061 patent is relevant
prior art with respéct to consideration under 35 U.S.C. §§ 102 and 103. Further, the Examiner
has not indicated any reading of the teachings of the ‘061 patent that suggest it is relevant art

with respect to the claims of the subject application. Applicants reserve the right to more

13
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thoroughly discuss the relevance of the ‘061 patent should the Examiner attempt to apply the

‘061 patent as a reference under 35 U.S.C. §§ 102 or 103.

3 1)
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Conclusion
| The Patent Examiner is requested to reconsider and withdraw his rejection in light of the

explénations above. The Examiner is further requested to withdraw his request for copying of a |

claim pursuant to 35 U.S.C. § 135 in view of Applicants position that the specification of the

subject application lacks support for such a claim. If any questions remain to be resolved, the

_ Patent Examiner is requested to contact applicants attorney at the telephone number listed

below.

Respectfully submitted,

2N

Daniel N. Fishman, Re’g. No.: 35,512 9,
CHRISMAN, BYNUM & JOHNSON, P.C. €
1900 Fifteenth Street
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Period for Reply

A SHORTENED STATUTORY PERIOD FOR REPLY IS SET TO EXPIRE 3 MONTH(S) FROM
THE MAILING DATE OF THIS COMMUNICATION,
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7 Claim(s) _____isfare objected to.
8)[] Claims

are subject o restriction and/or election requirement.

Application Papers
9)C] The specification is objected to by the Examiner.
10)(]] The drawing(s) filed on isfare ohjected to by the Examiner.
11)[L] The proposed drawing correction filed on is: a)[_] approved b)[] disapproved.
12)[] The oath or declaration Is objected to by the Examiner.

Priority under 35 U,S.C. § 119
13)[] Acknowledgment is made of a claim for foreign priority under 35 U.S.C. § 115(8)-(d).
a)JAll b)[J some* )] None of the CERTIFIED copies of the priority documents have been;
1.0 received.
2.[] received in Application No. (Series Code / Serial Number) .
3.[] received in this National Stage application fromthe International Bureau (PCT Rule 17.2(a)).
* See the attached detailed Office action for a list of the certified copies not received.

14 Acknowledgement is made of a claim for domestic priority under 35 U.S.C. & 119(g).

Attachment(s)
15) DX Notice of References Cited (PTO-892) 18) l:[ Interview Summary (PTO-413) Paper No(s). .
16} D Notlce of Draftsperson’s Patent Drawing Review (PT0-948} 18) El Notice of Informal Patent Application (PTO-152)
17) D Information Disclesure Statement(s) (PTO-1449) Paper No(s) . 20) |:] Other:
.5, Patent and Trademark Ofiica : . ——

PTO-326 (Rev. 3-88) Office Action Summary T Partof Paper No. 15

182
. Page 182 of 249




Sefial Number: 08/858, 650 -2
Art Unit: 2757

DETAILED ACTION
The amendment filed 7-3-00 is effective to overcome the
U.S.C. 112 1°° pargraph rejection in the prior office action

(paper #12).

The nonstatutory double patenting rejection is based on a
judicially created doctrine grounded in public policy (a policy
reflected in the statute) so as to prevent the unjustified or
improper timewise extension of the "right to exclude" granted by
a patent and to prevent possible harassment by multiple
assignees. See In re Goodman, 11 F.3d 1046, 29 USPQ2d 2010
(Fed. Cir. 1993); In re Longi, 759 F.2d 887, 225 USPQ 645 (Fed.
Cir. 1985); In re Van Ornum, 686 F.2d 937, 214 USPQ 761 (CCPA
1982); In re Vogel, 422 F.2d 438, 164 USPQ 619 (CCPA 1970) ;and,
In re Thorington, 418 F.2d 528, 163 USPQ 644 (CCPA 1969}.

A timely filed terminal disclaimer in compliance with 37
CFR 1.321(c) may be used to overcome an actual or provisional
rejection based on a nonstatutory double patenting ground
provided the conflicting application or patent i1s shown to be
commonly owned with this application. See 37 CFR 1.130(b).

Effective January 1, 1994, a registered attorney or agent
of record may sign a terminal disclaimer. A terminal disclaimer
"signed by the assignee must fully comply with 37 CFR 3.73(b).

All pending claims are rejected under the judicially
created doctrine of obviousness-type double patenting as being
unpatentable over claims 1-49 of U.S. Patent No. 6,014, 698.
Although the conflicting claims are not identical, they are not
patentably distinct from each other because all limitations
recited in the claims of the current application are within the

limitations of the claims of the patent 6,014,698,
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Claim 1 of present application:

Claim 1 of patent 6,014,088

A method for storing information on a primary
server and one or more secondary servers and on
computer sites connected to a computer network,
wherein information dellvered over the computer
network to a terminal or a group of terminals may
contain references to other information to be
delivered to the terminal, comprising:

A method for delivering information to a temminal
connected to a computer network, wherein
inforration delivered over the computer network
from a primary server to the terminal contains
references to other information to be delivered

to the terminal from the primary server or from one
or more other servers connected to the computer
network, comprising:

serving a first portion of information to a terminal,
wherein said first portion of information contains a
reference to a second portion of information;
sending a location signal from the primary seiver to
the terminal providing sald location address of said
second portion of information;

serving a first portion of information to the terminal,
wherein sald first portion of information contains a
reference to a second portion of information;

causing a first request signal to be transmitted from
the terminal to a primary server requesting a
location address for said second portion of
information from which said second portion of
Information, can be served to the terminal, wherein
said flrst request signal {cannot be blocked]
Includes information intended to prevent said first
request signal from being blocked from reaching
said primary server by either the terminal or any
intermediary device located {opologically between
the terminal and the primary server as a result of
previous caching of sald first portion of information
or sald second portion of information in the terminal
or said intermediary devics;

sending a first request signal from the terminal to
the primary server requesting a locatlon address for
said second portion of information from which said
second portion of information can be served to the
terminal, wherein said first request signal cannot be
blocked from reaching said primary server by either
the terminal or any intermediary device located
topologically between the terminal and the primary
server as a result of previous caching or storing of
said first portion of information or said second
portion of information by the terminal or said
Intermediary device; sending a location signal from
the primary server to the terminal providing said
location address of said second portion of
Information; and

causing a second request signal to be transmitted
from the terminal containing sald location address
of said second portlon of information and
requesting said second portion of information be
served to the terminal; and serving said second

determining ...sending a second request signal
from the terminal containing salid location address
of sald second portion of information and
requesting that said second portion of information
be served to the terminal ...

portion of information to the terminal.

Any inquiry concerning this communication or earlier

communications from the examiner should be directed to Dung Dinh

whose telephone number is ({703) 305-9655. The examiner can
normally be reached on Monday-Thursday from 7:00 AM - 4:30 PM,
The examiner can also be reached on alternate Friday.

If attempts to reach the

examiner by telephone are

unsuccessful, the examiner's supervisor, Glenton Burgess can be

reached at (703) 305-4792,
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Any inquiry of a general nature or relating to the status of
this application should be directed to the Group receptionist

whose telephone number is (703) 305-9600.
Any response to this action should be mailed to:

Commissioner of Patents and Trademarks
Washington, DC 20231

or faxed to:

=

(703) 308-9051, (for formal communications intended for
eptry) :

(703) 305-9731 (for informal or draft communications,
please label "PROPOSED" or "DRAFT")

Hand-delivered responses should be brought to Crystal Park II,
2121 Crystal Drive, Arlington. VA, Sixth Floor {Receptionist).

—

g2 —

Dung Dinh
Primary Examiner
September 20, 2000
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Beyond the Web: Excavating the Real
World Via Mosaic -

THE MERCURY PROJECT.

0 Ken Goldberg, Assistant Professor, Computer Science

1 Michael Mascha, Assistant Professor, Anthropology and
it Steven Gentner, M.S. Candidate, Computer Science

71 Juergen Rossman, Graduate Student, University of Dortmund, Germany
[0 Nick Rothenberg, PhD Candidate, Visual Anthropology

3 Carl Sutter, Senior Programmer/Analyst, Center for Scholarly Technology

O Jeff Wiegley, PhD Candidate, Computer Science

University of Southern California. Los Angeles, CA. .

(To appear in the Second International WWW Conference, Chicago, IL, Oct 17-21,
1994.)

Abstract

This paper describes a Mosaic server that allows users to "leave the Web" and interact
with the real world. An interdisciplinary team of anthropologists, computer scientists
and electrical engineers collaborated on the project, desigining a system which consists
of a robot arm fitted with a CCD camera and a pneumatic system. By clicking on an
ISMAP control panel image, the operator of the robot directs the camera to move
vertically or horizontally in order to obtain a desired position and image. The robot is
located over a dry-earth surface allowing users to direct short bursts of compressed air
onto the surface using the pneumatic system. Thus robot operators can "excavate”
regions within the environment by positioning the arm, delivering a burst of air, and
viewing the image of the newly cleared region. This paper describes the system in detail,
addressing critical issues such as robot interface, security measures, user
authentication, and interface design. We see this project as a feasibility study for a
broad range of WWW applications.

Goals of the Project

WWW and Mosaic[1]-like servers provide a multi-media interface that spans all major
platforms Thousands of sites have been set up in the past year. Our goal with this
project was to provide public access to a teleoperated robot, thus allowing users to reach
beyond the digital boundaries of the WWW.

10f 15 : 05/02/96 14:26:06
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Such a system should be robust as it must operate 24 hours a day and it should be low in
cost (we had an extremely limited budget). It is worth noting that the manufactuting
industry uses the same criteria to evaluate robots for production. Thus our experience
with RISC robotics (see below) proved helpful.

Our secondary goal was to create an evolving WWW site that would encourage repeat
visits by users to collectively solve a puzzle. As of this writing we do not have sufficient
data to report on the success of the "puzzle" component; therefore this paper focuses on
the details of the implementation. We also speculate on how Mosaic might be used for
other tele-operated applications.

Related Work

The first "teleoperated robots" were developed over 30 years ago. The basic objective
has always been to develop systems capable of working in inhospitable environments
(such as radiation sites). Teleoperation began with very simple mock-ups in nuclear
power plants [Mos], progressing to more versatile setups for teleoperation of robots in
space [Miz]. Over the last 20 years, the development of intuitively operable teleoperation
tools has continued to play an important role in the development of robotics in general.
The basic objectives have remained the same, even though the methods and technical
limitations have changed.

Today, sophisticated "Telerobot Operator Control Stations" [Kan] are equipped with
stereoimage-displays, "force reflecting hand controllers" and comprehensive video
graphics support. The development of teleoperation stations is currently being pushed
further with the help of latest graphics workstations to provide so-called "telepresence."
Modern telepresence systems, considered to be pushing the frontier of research in this
field, are defined as follows [Aki]: "At the worksite, the manipulator has the dexterity to
allow the operator to perform normal human functions. At the control station, the
operator receives sufficient quantity and quality of sensory feedback to provide a feeling
of actual presence at theworksite."

The Mercury Project does not achieve this level of telepresence but provides a limited
level of teleoperation. One of our goals was to provide "teleoperation for the masses.”
Instead of developing a highly sophisticated, multi-million-dollar testbed, we opted for a
simple and reliable end-effector on a commercial robot. Combined with an intuitively
operable man-machine-interface, the system gives all WWW users access to
teleoperation.

In the Discussion section, we describe a number of other WWW sites that offer
interactive capabilities.

05/02/96 14:26.59
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User Interface and Environment Design

The interface design for the system was challenging due to the limitations of the
HTML/HTTP environment, as well as network traffic considerations. An effective
system was created within such limitations by carefully designing the physical
environment for the robot, and by fine-tuning the user-machine interface. For example,
the initial idea of a live video feed from the camera was dropped in order to maintain
compatibility with all visual clients on the Web. (Although we could have implemented
some custom clients [2], we decided to stay within the limits of HTML/HTTP to reach as
large a user base as possible, making this a truly global system.) In addition, initial
simulations using a robot fitted with grippers (simulated in VIRTUS
WALKTHROUGH) revealed a high degree of complexity in control functions [3], not
suitable for the anticipated 5-10 seconds per frame page loading time, a 2D Mosaic
window and a naive/untrained user. i

The team chose instead to use a simple environment which would allow relatively easy
control of the robot. Here the analogy taken from real world archaeology - using a
dry-earth environment and compressed air bursts - allowed us to simplify the robot
control dramatically. Thus users could be quickly trained in the operation of the system,
through a simple "OperatorQs Orientation" and a "Level 1 Clearance Test.”

Even with a simplified system, users are still able to choose between fine and gross
movements of the arm. Fine pitch movements are executed by clicking in the camera
image, with the robot moving to center the arm over the X,Y coordinates of the
click-point. Crude navigation is provided by clicking on a schematic picture of the robot
and it's workspace, with the robot moving to center the arm over the click-point. Two
buttons allow navigation in the Z axis (between "up" and "down" positions), with a
button to blow air only active when at the Z=0 (i.e., "down") position.

‘C1ick to see an animated robot operation session in MPEG - 15K)

Other features of the system were designed to balance functionality with user needs. All
HTML documents sent to the clients are carefully designed to minimize network traffic
in order to get a high refresh rate. For example, control panel functions are clearly
distinguished from text-based information documents. The OOperator's LogO was

05/02/96 14:27:13
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implemented to create a forum for collaborative efforts to solve the puzzle/problem
regarding the underlying logic which links the artifacts. (The OOperator's LogQ is
readable throughout the system but only writeable after completing an operating
session.) A second entry path was also created to the system, which provides a
"back-story" explaining the project while also hinting at possible "real world" uses of the
system. '

Access to the Robot

Most of the HTML documents seen by the user on our site are generated by a script
running on the WWW server. Using a random token scheme described below, the system
tracks each user as he or she proceeds through the interface and generates appropriate
HTML documents. This allows the system to discriminate between "observers" and
"operators" so that it presents only accessible options to each.

To operate the robot, the user must read the information on how to use the control panel,
and then complete a level-1 clearance test to get a password. Since only one person can
operate the robot at a time, the system maintains a queue of pending operators. A typical
user will enter his/her password, and then add him/herself to the queue. Each time update
button is clicked, the system updates the queue and returns a current status page. When
the user's turn arrives, the screen returned is the live operators' control screen.

System Architecture

Below is a Block Diagram for the system. We start with an overview that necessarily
glosses over many interesting details.

4 of 1& ‘ 05/02/96 14:27:29
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At one end are WWW clients from around the world; at the other end is a robot arm
combined with a camera. The robot and camera provide an updated image of the

_environment, which is combined with a schematic of the robot arm/workspace and
control buttons to produce the final GIF image that is send to users.

At any given time there may be dozens of clients interacting with the system. Since there
can only be one Operator at a time, one challenge is to keep track of which client is the
operator. '

The Mercury system is comprised of three communicating servers. The first, call it A, is
a standard Mosaic server (NCSA httpd v.1.3, currently running on a Sun SPARCserver
1000, with SunOS Release 5.3. When the RTE Site is requested by an observer, the most
recent image, which is stored on server A, is simply returned.

The database of registered users is handled by another server, call it B. In our case,
Server B runs on the same machine as server A. The database server is custom
programmed for this project, but performs fairly standard database functions.

When a client request comes in, Server A communicates with server B. If that client is an

Operator, Server A must then communicate with a third server, call it C, that controls the
robot. Server C runs on a Pentium-based PC and communicates with servers A and B via

50f 15 IS 05/02/96 14.27:39

191
Page 191 of 249



leyond the Web (Conference Paper) FILLPL AWV, LS, BULTUE LI UG o pa e

6of15

the Internet. Server A decodes the ISMAP X&Y mouse coordinates, and sends them to
server C.

On server C, a custom program decodes these coordinates into a robot command and
verifies that the command is legal, e.g., within the robot workspace. If it is, this
command is then converted into a robot command format which is sent to the robot over
a serial line. Once the robot move is completed server C uses the CCD camera to capture
a stable 8 bit 192x165 image of the workspace.

Using a simple set of equations for inverse kinematics server C then generates a
schematic view of the robot in its new configuration. This schematic is combined with
the camera image, and the up, down, and air control buttons to form a new composite
image. Server C then compresses this image into GIF format and returns it to Server A,
which updates the most recent image and returns it-to the Operator client..

Subsystems

Random Tokens for Cache Avoidance and User Tracking

Following some complex and unwieldy tests, we implemented a random token scheme
for tracking users as they use the system. Each time a URL is returned, a large random
number is added to the path (which the NCSA HTTPD 1.3 server splits into the
PATH_INFO environment variable). This "token" serves two purposes:

The first is to prevent the WWW client from caching the robot view. When a document
is requested a second time during a session, it is much faster to swap in a local copy of
the document rather than going back over the net to retrieve it a second time. Most
implementations of Mosaic support such caching at various memory levels. However in
our case we want to repeatedly retrieve the URL containing the robot image because it is
updated continuously. In brief, we DON'T WANT users to cache this url. The random
token makes each request look différent and tricks the client into retrieving a fresh
version of the document.

The second use for the token is to identify Operators. When an operator logs in with a
correct password, the system begins tracking him/her as he/she moves from viewing the
robot to being on the operators' queue to operating the robot. Since the same script is
used for all views, the token allows the system to customize the result for every user
depending on his/her position in the system.

Scripts

The robot view screen is controlled for the most part by one script at the HTTPD server.

05/02/96 14:27:50
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Each call to the main script has a token attached to the URL. The token is decoded by the
WWW server, and placed in the PATH_INFO environment variable. The main script
then checks the token with the database server to determine the status of the user. Each
check of the database generates a system update to keep the queue moving. The user's
status is used to generate the custom system status page.

The robot image itself is only changed by the operator when he or she makes a move.
Each image is date and time stamped, so WWW clients that cache the image will only
retrieve the image when it changes (since its filename will be different, due to a different
time stamp).

Due to the client-server architecture of the World Wide Web HTTPD protocol, The robot
system (server) has no way to contact the client except at the client's prompting. From
the user's point of view, once he or she gets the robot view screen, there is no way for the
server to keep sending updates automatically as the robot is moved by the operator. The
screen updates must be driven by the user. Since the user must trigger each update, we
wanted to provide a button for doing so, since each web client handles reloading the
page differently. Some sites have a "reload" hypertext link to the same page, but this
doesn't work for any client that caches pages. If a page is being viewed, hitting reload
will just re-display the page from the cache, thus not obtaining a new view from the
system. Asking the user to disable hls/her cache is also problematic, since not all clients
allow this option.

One attempt was made to use a mini-form, since the submit button always calls a script
and is not cached. that scheme was eventually dropped, since passing registered user
identification information to the server via hidden fields only worked on some clients.
Using the random token allows for an elegant interface.

Since the robot can only be controlled by one person at a time, a registration scheme was
implemented to allow the server to track operators as they move on to the waiting queue
and progress to controlling the robot. Since the server only knows the IP address of each
user, some user information had to be incorporated into the HTML robot view document
itself for re-transmission to the system when the user hits "reload." There are various
techniques used by many sophisticated web systems to accomplish user identification
between document requests, but we found some problems in many of the standard
solutions. In the end, the random token served excellently as a means of identifying
registered users.

A preliminary attempt was made to use a small form to identify the user. Hidden fields
could hold the user id, but once again, many clients do not implement the hidden field
attributes so the interface is cluttered by unnecessary fields. Putting the user's id
information into the ACTION field of the form tag is also client dependent.
Unfortunately, some clients strip that data before adding the encoded field information.

05/02/96 14:28:02
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Since random tokens were already being passed with each update, the system was
extended to track the tokens of each registered user. Each time the script is called, the
token is exchanged for a new one, and the database is updated with the new token for
registered users. One side effect is that the user can not use the client re-load button,
since this will not use the new URL (it is embedded in the update HREF).

The Data Server

The data server ("B") is a custom Per] script that handles all of the database work for the
project. It continuously runs as a TCP/IP listener, waiting for database transactions from
the other system scripts. The data server runs as a single process, handling requests
serially to maintain internal data integrity. Typically, transactions are very short, since
the data is kept in main memory. The data server could be replaced by an off-the-shelf
transaction based DB system in the future. A time-out is set to close the connection if
there is too much time elapsed between commands. This was implemented because some
WWW clients would crash in the middle of a document request, leaving the system
waiting for the connection to be closed.

Internal Network Interface

The networking functionality required by the project was defined by two factors. On one
hand, the camera that we purchased required a PC-based platform running an MicroSoft
DOS or compatible operating system to run on Server C. On the other hand, the expected
load of client requests required a machine capable of more heavy networking duties such
as a Sun workstation (Server A). Currently Server A is located across campus from
server C.

These servers are connected via Ethernet. Each machine has its own IP address and
resides in the usc.edu domain. Communication is achieved using a socket connection
between the two machines. The implementation on Server A was done using the standard
BSD socket functions provided with the SunOS 4.1 operating system and Perl. On
Server C we used a publicly available socket package called Waterloo TCP and Borland
C. The Waterloo TCP package was obtained from the fip site dorm.rutgers.edu in the file
/pub/msdos/wattcp/wattcp.zip.

With this software Server A can request a socket connection to Server C to establish a
connection. The first step in obtaining a new image is for Server A to write a command
consisting of thirty bytes which encodes the (xy) coordinates of the ISMAP event. After
Server C completes the moves and generates the new image, it writes the size of the new
image to server A so that server A knows exactly how many bytes to expect. Server C
then proceeds to write the entire image to the socket and waits for the socket to close to
insure deliver of the data. Once server A has read all the specified bytes it closes the
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socket. Server C is now ready and waiting for another socket connection. Server A is free
to continue processing the Mosaic actions of the current users. '

Current.throughput is approximately 20 Kbytes/second, which is poor compared to the
0.5 megabyte per second rate that can be achieved between two Sun workstations in
close proximity on the campus network. At this time we feel that the delays are being
imposed by the MS-DOS operating system because of it's inability to support networking
operations and its lack of multitasking abilities, which necessitates busy waiting cycles
in the PC software to obtain concurrence between the robotic/camera operations and the
networking duties.

Our low data rate is somewhat tolerable because the time for communication between
Servers A and C is small compared with Internet delays between clients and server A.
One way to speed communication would be to use different methods of image
compression such as JPEG to reduce the size of the image. However this may introduce
latency due to encoding. -

The IBM Robot and Server "C"
The robot we're using is an IBM SR5427 SCARA arm, built around 1980.

SCARA stands for "Selective Compliance Assembly Robot Arm" . Robots with SCARA.
kinematics are common in industrial assembly for "pick-and-place" operations because
they are fast, accurate and have a large 2.5D workspace. However, the SCARA arm can
only rotate its gripper about the vertical (Z) axis. We selected this robot over other robots
in our lab due to it's excellent durability, large workspace, and because it was gathering
dust in the Robot Education Lab.

The IBM SCARA robot is controlled through a 4800 baud serial port by a custom
written C library constructed with reference from IBM's BASIC library distributed along
with the robot. The commands sent by the library are simple instructions consisting of
instruction id, length, data and checksum. The data length and content varies depending
on instruction id. The IEEE floating point format is used to represent the necessary data.
This command string is then sent over the serial line to the robot to issue the command.

Unfortunately IBM no longer supports this robot and we were forced to read two
antiquated BASIC programs and monitor their serial line transmissions to decipher the
protocols needed for serial control of the robot. The robot accepts XYZ .and Theta
commands using IEEE format and checksums. Server C now runs on a Pentium based
PC with all custom code written in Borland C. '
The first step was implementing a local graphical user interface to control robot
movements and monitor subsequent functions such as network flow. We chose two
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views of the workspace: a global schematic view for coarse motions, and a local camera
view for fine motions. Note that a click on the camera image requires a different relative
move ifthe camera is in the up or down position. To handle it, we implemented an
empirical calibration program.

The major difficulty in implementing Server C was to schedule response to the network,
the local mouse, and the image capture board. At first we discussed a multi-tasking
environment but, upon further study, we realized we could achieve this cooperation
within a single DOS task. Another problem, inherent to DOS based applications, is
memory management. This complication was solved by careful usage of memory and by
utilizing the screen itself as a memory buffer. This careful usage of memory enabled the
custom written GIF encoder to use more memory which, combined with an appropriate
hash function, sped the GIF encoding process up to a few microseconds.

In future versions of Mercury, we plan to incorporate a more sophisticated PC-based
robot simulation system based on COSIMIR [Fre] from the University of Dortmund.

Camera

We are using an EDC 1000 digital CCD camera from Electrim Inc. This camera was
chosen based on size and cost. Image data is sent from the camera back through a serial
line into a video capture card. The picture captured is always 192 by 165 pixels with 256
shades of gray. The image size and gray shades are fixed. Focus and contrast are
manually adjusted. Exposure time can be changed by sofiware to range between 1/200 th
to 1/64 th of a second. 1/150th exposure was used to reduced light streaking that the
camera is prone to.

Although the robot's control system quickly dampens oscillation about the destination
point, dynamic effects can cause image blur. Two solutions were implemented. First the
robot was slowed down enough as to reduce some of the vibration but not to hinder the
robot access speed considerably. Second, once the robot responds positively to an issued
command, the camera captures two pictures each at 1/64 th of a second. These two
images are compared to determine a factor of similarity. If this factor is below some set
value the image is presumed to be stable, otherwise subsequent pictures are taken until
the image pair is determined to be stable. More then 3 trials results in a time-out in
which case the most current image is used and the program continues. This image
comparison procedure reduces movement streaks seen in pictures of moving objects.

Lighting the workspace has been problematic. The work space is primarily luminated by
standard florescent ceiling fixtures and augmented by two additional florescent lamps to
reduce shadows and raise the overall ambient light levels. We tested a contrast '
enhancement routine to normalize the lighting of each image captured from the camera.
This increased the visual aesthetics of the image but subjected it to drastic light and dark
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changes as the robot moved onto different objects with different light reflecting qualities.
In response, a global lighting adjustment was implemented but found to reduce certain
areas to unacceptable darkness. Certainly a better lighting system is required.

Due to the manual focus adjustment of the camera, the focus adjustment could not be
changed between the up and down position of the camera. This resulted in a compromise
focus adjustment that is not perfect for the up or down position of the robot arm, but
accepatable in both positions.

To decrease compressed image size and thus increase network transfer rate the image is
reduced from 256 to 64 gray scales since most systems available can only display 256
colors or 64 shades of gray. Thus the gray scale reduction did not reduce image quality
but reduced compressed image size by about 10K.

Robustness and Soft Resets

All robot motions are monitored by Server C. Each command sent to the robot is verified
to be within the robot's workspace. Acknowledgments from the robot are monitored to
detect errors. When an error is detected, Server C automatically resets the robot
controller, recalibrates, and returns the robot to its previous position.

Performance

History and Statistics

Daily statistics are available and may be correlated with project milestones. As of the
writing of this paper, the system has been online for over 4 weeks and there are
approximately 100 users per day. There is also a list of all hosts that have.visited the
system. As of this writing the system has been visted by hosts from all of the major
continents except the polar caps.

Refresh Rates via Ethernet

System response time seems to be mostly dependent on network link speeds. Locally, we
get screen refreshes at rates of 5-10 seconds per page. Similar response times have been
reported from Europe. Obviously, a slow local link or SLIP connection will drastically

affect the update speed, since the robot control image is essential to the system. Updates
are also strongly affected by the speed of the WWW client application.

Uptime

The system is designed for 24 hour use. The WWW server scripts are generally
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modified, tested and then loaded into the running system. Background programs monitor
the system and notify the team members if there are problems.

Operators' Logs
When an operator has finished driving, he or she is prompted to make a textual entry into

an "Operator's log". The Operator's log provides an ongoing forum for discussion of the
system and record of artifacts discovered in the sand.

For example, several skeptics have claimed that the system is an elaborate hoax where
all images are taken from a prestored library (much like the celebrated Apollo Moonwalk
hoax of 25 years ago). We have had encouraging comments from the robotics
community, including several researchers at NASA.

Discussion and Future Applications:

This project,is an initial step in an ongoing educational and research project at the
University of Southern California. It brings together faculty and students of different
backgrounds to collaborate in the design and implementation of a networked system that
combines robotics with archaeology and interactive art.

This system exemplifies RISC Robotics, which advocates Reduced Intricacy in Sensing
and Control. The SCARA-type robot requires only 4 axes, is relatively inexpensive and
robust, and it is easy to avoid singularities. The end effector we've used here is also
about the minimum. For more on RISC as applied to industrial robotics, please see RISC
for Industrial Robots: Recent Results and Open Problems, (with J. Canny),1994 IEEE
Conference on Robotics and Automation.

We see the project leading in several directions. For Mosaic and the WWW, the required
interface design prompted new developments related to several issues, including user
authentication, user queuing and interface security (as discussed above).

For this project we chose a very simple application. The server can be extended to a
variety of platforms that permit remote inspection and manipulation of objects -- for
example, providing unique and unedited access and views of priceless and otherwise
inaccessible resources (a Grecian urn, a Gutenberg Bible, etc.), thus providing an
alternative to pre-stored libraries which are limited in terms of perspective, depth of
resolution, etc. (Cite Recent NY Times article on the Metropolitan Museum of Art).

Further extensions for this project might include: the robot could be placed out in the

field, in a remote anthropological site or on the moon; the camera could be replaced with
a scanning electron microscope; or the remote operator could be a doctor examining a
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patient or a specialist performing remote inspection or manufacturing, All of these areas
also have significant implications for education, as they present the opportunity for
virtual "field trips" to a live site while permitting remote manipulation from the
classroom.

Anthropologists have conventionally recorded the diverse cultural heritage of
humankind by means of varied media: written text, graphics, film, sound and still
images. The advantage of a system like the one described in this paper lies in the fact
that you do not have to rely on prerecorded media. It enables the user to view and
possibly record her or his own "slice of reality". We see the Web as a perfect medium for
updating pre-recorded media as described in [Mas] Interactive Education: Transitioning
CD-ROM:s to the WEB, a paper presented at the First WWW Conference, Geneva 94.
Furthermore, we now have the possibility to combine updateable prerecorded media of
all sorts with live recordings and live remote interactions. The possibilites of a system
that combines global access to up-datable prerecorded media and combines it with the
possibility of live remote interactions are just beginning to unfold, and are a central
focus of interest for the anthropologists from the E-LAB involved in this project.

In view of other interactic WW'W sites, we propose a three-tiered system describing
interactively on the WWW. Under Level I, interaction is solely between digital
information stored on computers or created by scripts running on such machines, and
connected or communicating with the WWW and Mosaic clients. In Level 11 sites, the
clients are able to observe the "real world" by means of a camera observing and
digitizing visual and, hopefully soon, audio-visual information. The camera acts as an
"eye" for the Web, providing multiple "real world images" from a global theater. A
number of Web sites fall into this category, such as the Coffee Pot and the Fishtank sites.
All have the same characteristic of passively observing the real world. We also know of

one restricted site that allows the user to alter the user's point of view (see LEGO pan
and tilt site.)

The Mercury Project introduces a third level. Level III sites reach beyond the digital
domain to allow users to alter a remote physical environment. We envision this project
as a first glimpse into the possibilities available at Level Ill. We might also speculate
about other levels, which might allow remote users to control a mobile robot and thus
"tele-ambulate”.

Footnotes

[1] -
To simplify we mention only Mosaic as a WWW client but we are aware of the fact
that there are different WWW clients similar to Mosaic, e.g. MacWeb, Cello, etc.
[2]

MBONE broadcasting, REFERENCE to MIT LIVE VIDEO SITE [diversion -
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possible fixes to client refresh problem to show we know about the X stuff etc.]
There are two possible fixes to this problem, One is to release specially modified
clients that set up a two-way communication, the second is to use some other
software to display the current system on the user's client workstation. Since many
clients are used to view the WWW, making modifications would be difficult,
especially since they are being updated all the time. Even if source code could be
obtained for every major client, changes would have to made to every release of all
these be on each release of these applications, The second possibility is to write a
separate program to run on the clients' workstation. The problem here is to write a
robots client that can be released for enough platforms to be useful, Since this
would be an esoteric piece of the system, it is not likely that other sites would
customize the software for different systems like is done for the major systems. One
technique is to use the X windows protocol to display a client application on the
users workstation running an X server. (weather, movies) We felt that this would be
a limited audience, however. It also may compromise security from the user's point
of view. Both these approaches may be attempted in version 2.0 of the system to
allow more enhanced use of the system for some users. The HTTPD protocol could
be extended to allow these sort of connections, though - maybe we need a new
protocol for passing media only back that doesn't have all the hooks info system
calls like X Windows and Display PostScript. '

(3]
3D control of a robot needs: 3 dimensions of spatial movement, 3 dimensions of
orientation-and 1 to 3 dimensions of gripper control.
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CERTIFICATE CF MAILING UNDER 37 C.F.R. § 1.8

I hereby certify that this correspondence is being deposited with
the United States Postal Service as first class mail in an envelope
addressed to Box ISSUE FEE, c/o Technology Center 2100 US
Patept and I_{rademark Office, Washington, DC 20231 on

IN THE UNITED STATES PATENT ’

Michael J. Griffiths )
James D. McElhiney )
- )
Serial No.:  08/858,650 )
) Group Art Unit: 2153
Filing Date: May 19, 1997 )
) Examiner:
Title: Information Storage and Delivery Over a ) Dung Dinh
Computer Network Using Centralized Intelligence )
To Monitor and Control the Information Being ) QOur File:18022-001
Delivered )
TRANSMITTAL OF ISSUE FEE

To:  Box ISSUE FEE

c/o Technology Center 2100

U.S. Patent and Trademark Office

Washington, DC 20231

Enclosed is Chrisman, Bynum & Johnson check no. 86452 in the amount of $1,270.00
($1,240.00 for Issue Fee and $30.00 for advance order of patent copies), along with the Issue Fee
Transmittal form PTOL-85B (Rev. 10-96) for the above-referenced patent application. Please
note that the applicant is no longer entitled to a small entity status. Therefore, the Issue Fee

Transmittal form, PTOL-85B (REV.) 10-66), has been corrected to reflect the large entity status

along with the appropriate fee.

Dated: c-\_J g, 27,, OO0/

(/gmesR oung, Heg. Mo. 27,847
& JOHNSON
1900 Fifteenth et

Boulder, Colorado 80302
Telephone: (303) 546-1300
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<

logether with ap).. _dbie fees, to:

-BQXISSUE FEE
Washington, D.C.

PART B—ISSUE FEE TRANSMITTAL _

. / 9 —
-t §-af
B

a’.

.

Qéﬂ

Assistant Commissioner for Patents

20231

gpecifying a new curraa B0 W
malntenanca {ee notifications.

Biid be used for transmiting the ISSUE FEE, Biocks 1

ate. All further correspondenca including the ssua Fee
biification of rrninlanance feos will be mauad to tha currant

e address; and/or (b) indicating a separale “FEE ADDHESS' for

Note: The certificate of' maliing below can only be uzed for domestic
malfings of the Issua Fea Transmittal. This cortificate cannat bo used
‘for any other accompanying papers, Ench additional paper, such as an
assignment o7 formai drawing, must have is own carUlIcate of malling,

Certificate of Malling

CURRENT CORRESPONDENCE ADDRESS (Nota: Lagibly mark-up with any comsctions or usa Block 1) -

- TMO2/0406
SGQ'F?-—-B--AI:E.—-I-GGN James R, Yéung
CHRISMAN BYNUM AND JOHNSON

1900 FIFTEENTH STREET

:l':"
¢

| hareby certity that this Issue Fee Trangmittal is being deposited with
tha Urfited States Postal Service with sufficient postage for first class

mall n an enveiops addreasad to the Box lssus Fee address abave on
the date Indicated below.

. X {Dwposiior's name)
BOULDER CO 80302
. {Signature)
: {Dae)
APPLICATIONNO. - - * .|  FIUNGDATE | . TOTALCLAMS - | - EXNMINER AND GROUPAY UNIT. . | DATE MAILED
08/858,656  05/19/97 073 DINH, D | | 2153 04/06/01
First Named l . CL
Apphcant GRIFFITHS, 35 USC 154(b) tarm ext. = Q D""‘YS'
INTLLEEN?GNINFORMATIDN STORAGE AND DEL.IVERY OVER A COMPUTER NETWORK USING
CENTRALIZED INTELLIGENCE TO MONITOR AND CONTROL THE INFORMATION
BEING DELIVERED i
“ATTY'S DOCKET NO. T T CLASS-SUBCLASS . | BATCHNO, | APPLN.TYPE .| SMALLENTITY | FEEDUE | - DATEDUE | 1
. ; $1,240,00
G 1adz2-001 709-229.0600 ES? UTILITY L_@_ES R&2H-00 a7/0&6/01
1. Change of cormaspandence address or indication of ¥ Fee Address® (37 CFR 1.383). 2. Forprinting on the patent front page, list . B .
Use'e! PTO form(s} and Customer Number are recommonded. but not regulred. (1) the names of up to 3 mgisterad patent  4_Yames R, Young

[ Change of commespondence atidreas {or Change of Cormaspondence Addrass form
PTO/SEV122) attached, "

J*Fea Address” Indication {or "Fea Address" Indication form PTO/SB/A47) atlached. )

altomeys or agents OF, altematively, (2)
the nama of a elngia fim (having as a
member a regisiared atiomey or agent}
and the names of up to 2 registerad patent
attomeys or agents. i no name Is listed, no
name will be printed.

Lhrisman Bynum & Johknson

3

., ASSIGNEE NAME AND RESIDENCE DATA TO BE PRINTED ON THE PATENT (print or type)
. PLEASE NOTE: Unless an assignea Is idantified befow, no assignes data will appear on the patent:
Inciusion of assignee data Is cnly approplata when an assignment has baen previously submited to
"the PTO or is being swmltted undler separata cover, Completion-of this form {8 NOT a subsititue for
filing an assignment. .

. (A) NAME OF ASSIGNEE Hatchlogic ' Inc,

(B) RESIDENCE: (CITY & STATE OR COUNTAY) .
Lousiville s CO
Pisase chack the appropriate assignes category Indicated balow (will not be printad on tha patant)

Elcorporation or other private group entity (] govemment

4a, The following fees am enclosaed (make check payable to Commissioner
of Patenls and Trademarks):

3 tssue Feo

3 Advance Order- # of Copies. 10

't #b. Tha following foes or deficiancy in thesa tees should be charged to:

DEPOSIT ACCOUNT NuMBeR Q31725
{(ENCLOSE AN EXTRA COPY OF THIS FORM)
& iasue Feo

kgl Advance Order-#ofCoples_419

fJEN § AND TRADEMARKS IS requastad to apply the Is6Ua Fee to the appiicalion kientified above.

&/t23/0/

othar than tha applicant; & registered atlomey
Ip Intardst as shown by the records of ihe Patent and .

. Burden Hour Statement: This form is estimatod to take 0.2 hours to complele Time will vary
depanding on the needs of the individual case. Any comments on the amount of time required
to complete this form should be sent to the Chiet Information Officer, Patent and Trademark
Office, Washington, D.C. 20231. DO NOT SEND FEES OR COMPLETED FORMS TO THIS
ADDRESS, SEND FEES:AND THIS FORM TO; Box |ssue Fee, Assistant Commissioner for
Patents, Washington D.C. 20231 .

Undar the Paparwork Reduction Act of 1985, no persons are required to respond to & collection
of information unless it diaplays a valid OMB control number.

y  VI70/2001 SRERER: mm

81 FLatde
@ FLi5I “3&3

TRANSMIT THI8 FORM WITH FEE -

PTOL-85B{AEV.10-08) Approved for.uss through D6%30v@9, OMB 0651-0033

- Patent and Trademauk Office; U.8, DEPARTMENT OF COMMERCE
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CERTIFICATE OF MAILING UNDER 37 C.E.R. 1.8

I hereby certify that this correspondence is being deposited with

the United States Postal Service as first class mail in an envelope )§
addressed to: Box ISSUE FEE, c¢/o Technology Center 2100, US

Patent and Trademark Office, Washington, DC 20231 on O

fiAPY 0/

Computer Network Using Centralized Intelligence
"To Monitor and Control the Information Being
Delivered

Michael J. Griffiths )
James D. McElhiney )
‘ )
Serial No.:  08/858,650 )
) Group Art Unit: 2153
Filing Date: May 19, 1997 )
) Examiner:
Title: Information Storage and Delivery Over a ) Dung Dinh
)
)
)
)
)

Our File No.: 18022-001
TRANSMITTAL OF FORMAL DRAWINGS

To:  Box ISSUE FEE

c/o Technology Center 2100

U.S. Patent and Trademark Office

Washington, D.C. 20231
Dear Sir:

In response to the Notice of Allowance and Issue Fee Due dated April 6, 2001, please find
enclosed, along with a separate Letter to the Official Draftsman, three (3) sheets of formal drawings
containing figures one through four for the above-referenced patent application.

Respectfully submitted,

CHRISMAN, BYNUM & JOHNSON, P.C.

Dated: d% 225 200/

Telephone: (303) 546-1300
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Computer Network Using Centralized Intelligence
To Monitor and Control the Information Being
Delivered

Applicants: Michael J. Griffiths )
James D. McElhiney )
)
Serial No.:  08/858,650 )
) Group Art Unit: 2153
. Filing Date: May 19, 1997 )
) Examiner:
Title: Information Storage and Delivery Over a ) Dung Dinh
)
)
)
)
)

Qur File No.: 18022-001

LETTER TO OFFICIAL DRAFTSPERSON TRANSMITTING FORMAL DRAWINGS
To: Box ISSUE FEE
¢/o Technology Center 2180
U.S. Patent and Trademark Office
Washington, DC 20231
Dear Sir/Madam:
Enclosed herewith are three (3) sheets of formal drawings containing figures one through

four for the above-referenced patent application.

fully submitted,

Dated: 295 me/

Jymles R, Young, Reg. INo. 27,847
SMAN, B &J SON
1900 Fifteenth S

Boulder, Colorade 80302
Telephone: (303) 546-1300
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IN THE UNITED STATES PATENT AND TRADEMARK OFFICE

Michael J. Griffiths

Computer Network Using Centralized Intelligence
To Monitor and Control the Information Being
Delivered

)
James D. McElhiney )
)
Serial No.: - 08/858,650 )
) Group Art Unit: 2153
Filing Date: May 19, 1997 )
) Examiner:
Title: Information Storage and Delivery Over a ) Dung Dinh
)
)
)
)
3

Our File No.: 18022-001

CERTIFICATE OF MAILING UNDER 37 C.EF.R. §1.8 .

To:  Box ISSUE FEE
c/o Technology Center 2100
U.S. Patent and Trademark Office
Washington, DC 20231

The undersigned hereby certifies that the following documents:

—

Certificate of Mailing Under 37 C.F.R. §1.8

Form PTOL~85B (Rev.10-96);

Chrisman, Bynum & Johnson check no. 86452 in the amount of $1,270.00 ($1,240.00 for
Issue Fee and $30.00 for advance order of patent copies);

Transmittal of Issue Fee;

Transmittal of Formal Drawings;

Letter to Office Drafisperson Transmitting Formal Drawings; and

Three (3) sheets of formal drawings containing figures one through four; and

Return Post Card

W

i N

are being deposited with the United States Postal Service as first-class mail, postage prepaid, in
an envelope addressed to: Box ISSUE FEE, Assistant Commissioner of Patents, Washington, DC
20231, on thisgg 7 fday of June 2001
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Commissioner for Patents

United States Patent and Trademark Office
P.O. Box 1430

Alexandria, VA 22313-1450
WWW.UspLo.gev

PAYOR NUMBER

28286
P75M
FAEGRE & BENSON LLP DATE PRINTED
Attn: PATENT DOCKETING
2200 WELLS FARGO CENTER 10/05/05

90 SOUTH 7TH STREET .
* MINNEAPOLIS MN 55L02-3901

NOTICE OF PATENT EXPIRATION

According to the records of the U.S. Patent and Trademark Office (USPTQ), payment of the
maintenance fee for the patent(s) listed below has not been received timely prior to the

end of the six~month grace period in accordance with 37 CFR 1.362(e). THE PATENT{(S)
LISTED BELOW HAS THEREFORE EXPIRED AS OF THE END OF THE GRACE PERIOD.
35 U.S.C. 41(b). Notice of the expiration will be published in the USPTO OQfficial Gazette.

Expired patents may be reinstated in accordance with 37 CFR 1.378 if upon petition, the
maintenance fee and the surcharge set forth in 37 CFR 1.20() are paid, AND the delay in
payment of the maintenance fee is shown to the satisfaction of the Director- to have been
unavoidable or unintentional. 35 U.S.C. 41(cXi).

If the Director accepts payment of the maintenance fee and surcharge upon petition under
37 CFR 1.378, the patent shall be considered as not having expired but would be subject to
the intervening rights and conditions set forth in 35 U.S.C. 41(c)2).

For instructions on filing a petition under 37 CFR 1.378 to reinstate an expired patent, you
may call the USPTO Contact Center at 800-786-9199 or 703-308-4357.

u.S.
PATENT APPLICATION PATENT APPLICATION EXPIRATION  ATTORNEY
NUMBER NUMBER 1SSUE DATE FILING DATE DATE DOCKET NUMBER

62866&5 08858650 09/04/01 05/19/97 09/06/05 101001

MA441C (572004}
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. RECENVEP

OFFICE OF PETmoNs

Patent Number 6,286,045 B1

Issue Date ' September 4; 2001
TRANSMITTAL FORM First Named Inventor Michael John Griffiths

{to be used for alf correspondence during pendency of

filed application) Group Art Unit-Number | N/A REC D
. Examiner Name Dung C. Dinh - W 1 2 20 5
Total Number of Pages in This Submission | 4 Aftorney Docket Number | 19675-11 S%FH ' -y

ENCLOSURES (check all that apply)
]:l Fee Transmittal Form (in duplicate) El Issue Fee Transmittal

Check Enclosed L] Letterto Chief Draftsperson
(] Retum Receipt Postcard [C] Formal Drawing(s): (Replacement Sheets)
DX Petition to Accept Unintentionally Delayed Payment of [ ]Sheet(s) of Figure(s) [ ]
Maintenance Fee in an Expired Patent
|:| 1 Appeal Communication to Board of Appeals and
[ peciaration Interferences
[:] Power of Attorney o Prosecute Before the USPTO |:| Appeal Communication to Group
[] statement Under 37 CFR 3.73(b) {Appeal Nolice, Brief, Reply Brief)
[l Copy of Assignment |:| Certified Copy of Priority Document(s)
[[] Atter Allowance Communication to Group

[_:l Request for Corrected Filing Receipt |:|
|:| Request for Correction of Recorded Assignment I:l
] Amendment: [1 Pége(s) [l

] After Final O
|:| Status Request D

|:| Revocation and Substitute Power of Attorney

REMARKS;

SIGNATURE OF ATTORNEY OR AGENT

Signature: %%/

Attorney/Reg. No.. | Brian M. Hoffman, Reg. No.: 39,713 | Dated: | May £ , 2006

CERTIFICATE OF MAILING

| hereby certify that this comrespondence, Including the enclosures Identified above, is being deposited with the Unlted States Postal Service as
first class mall in an envelope addressed to: Mail Stop Petitlon, Commissloner for Patents, P.O. Box 1450, Alexandrla, VA 22313-1450 on the
date shown below. If the Express Mall Malling Number Is filted in below, then this correspondence is belng deposited with the United States
Postal Service "Express Mall Post Office to Addressee" service pursuant to 37 CFR 1.10.

Signature: W ,
Typed or Printed Name: | Brian M. Hoffman | Dated: | Y /-g,/o 4
Express Mail Mailing Number (optional): | T

20423/01000/8F/5167969.1
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J PETITION TO ACCEPT UNINTENTIONALLY DELAYED PAYMENT OF Dockel Number (Optonal TF%

1 MAINTENANCE FEE IN AN EXPIRED PATENT (37 CFR 1.378(c) 2042311836
RECEIVED

Commissioner for Patents | maY 1 2 2006

P.O. Box 1450
Alexandria, VA 22313-1450
ORFICE OF PETITIONS

NOTE: If information or assistance is needed in completing this form, please contact Petitions
Information at (703) 305-9282.

] Patent No, 6,286,045 B1 ] Application Number 08/858,650

Issue Date September 4, 2001 _ Filing Date May 19, 1997

CAUTION: Maintenance fee (and surcharge, if any) payment must correctly identify: (1) the patent number {or
reissue patent number, if a reissue) and (2) the application number of the actual U.S. application (or
reissue. application) leading to issuance of that patent to ensure the fee(s) is/are associated with the

_correct patent. 37 CFR 1.366(c) and (d).

Also complete the fallowing information, if applicable

‘The above-identified patent.

[] is a reissue of original Patent No. , original issue date
original application number '
origirial filing date

[] resulted from the entry into the U.S. under 35 U.S.C. 371 of international apphcatlon
filed on

CERTIFICATE OF MAILING OR TRANSMISSION [37 CFR 1.8(a)]

| hereby certify that this paper (along with any paper referred to as being attached or enclosed) I3 being
deposited with the United States Postal Service on the date shown below with sufficient postage as first class
mail in an envelope addressed to the Mail Stop Petition, Commissioner for Patents, P.C. Box 1450, Alexandria,

VA 22313-1450,
May € 2006 % éé’——\

Date Signature

Bermn/ A,/;,qz;vm o/

Typed or printed hame of person signing Cerlificate

djustuant datec 10100006 CALLOK #5/80/2006 THESHAH] BABAGRL6 G286645
=95 Y ecns Tl ooauots eeseoss B FL21599 S
Km/tweaos CHLOK 00000005 G286045
; 90000 0P
SRS 1640.00 OP

[Page 1 of 3]
20423/01000/SF/5167967.1
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1. SMALL ENTITY
[l Patentee claims, or has previously claimed, small entity status. See 37 CFR 1.27.

2. LOSS OF ENTITLEMENT TO SMALL ENTITY STATUS
X Patentee is no longer entitled to small entity status. See 37 CFR 1.27(g).

3. MAINTENANCE FEE (37 CFR 1.20(e)-(q))

The appropriate maintenance fee must be submitted with this petition, unless it was paid earlier.

NOT Small Entity Small Entity
Amount Fee (Code) Amount - Fee (Code)
X $900.00 3% yr fee (1551) O $ 3% yrfee (2551}
O 3 T¥hyrfee  (1552) O s - T¥yrfese  (2552)
O s M¥%yrfee  (1553) 0O s 11%yrfee  (2553)

MAINTENANCE FEE BEING SUBMITTED $

4. SURCHARGE

The surcharge required by 37 CFR 1.20(1)(2) of $1.640.00 (Fee Code 1558) must be paid as a condition
of accepting unintentionally delayed payment of the maintenance fee.

SURCHARGE FEE BEING SUBMITTED $1.640.00

5. MANNER OF PAYMENT
Enclosed is a check for the sum of $2,540.00.

[[1 Please charge Deposit Account No. the sum of $ . A
duplicate copy of this authorization is attached.

[] Payment by credit card. Form PTO-2038 is attached.

6. AUTHORiZATlON TO CHARGE ANY FEE DEFICIENCY

X The Commissioner is hereby authorized to charge any maintenance feg, surcharge or petition deficiency
to Deposit Account No. 19-2555. A duplicate copy of this authorization is attached. ‘

[Page 2 of 3]
20423/01000/SF/5167967.1
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| 7. OVERPAYMENT
] As to any overpayment made please
Credit to Deposit Account No. 19-2555.
OR
] Send refund check.

WARNING: Information on this form may become public. Credit card information should not
be included on this form. Provide credit card information and autherization on PTO-2038.

8. STATEMENT
The delay in payment of the maintenance fee to this patent was unintentional.

9. PETITIONER(S) REQUEST THAT THE DELAYED PAYMENT OF THE MAINTENANCE FEE BE
ACCEPTED AND THE PATENT REINSTATED.

May 2 2006 ' 6 é/é”’,’

Date Signature(s) of Petitioner(s)
Telephone .
Number: (415) 875-2484 Brian M. Hoffman, Reg. No. 39,713
Typed or printed name(s)
Address
Fenwick & West LLP

‘ Silicon Valley Center
801 California Street

Mountain View, CA 94041

37 CFR 1.378(d) states: “Any petition under this section must be signed by an attorney or agent registered to
practice before the Patent and Trademark Office, or by the patentee, the assignee, or other party in mterest "

Enclosures:

B Maintenance Fee payment
Bd Surcharge '
O

[Page 3 of 3]
20423/01000/8F/5167967.1
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Commissioner for Patents
United States Patent and Trademark Office
P.0. Box 1450
Alexandria, VA 22313-1450
¥¥W. USpLo, gov
Paper No. 22
BRIAN M. HOFFMAN
FENWICK & WEST LLP : COPY MAILED
SILICON VALLEY CENTER
801 CALIFORNIA STREET 0CT 1 0 2006
MOUNTAIN VIEW, CA 94041 "
OFFICE OF PETITiONt:f

In re Patent No. 6,286,045

Issue Date: September 4, 2001 :

Application No. 08/858,650 : . ON PETITION
Filed: May 19, 1997 : '

Patentee(s) Michael John Griffiths et al

This is a decision on the petition under 37 CFR 1.378(c), filed May 5, 2006, to accept the delayed
payment of a maintenance fee for the above-identified patent.

The petition is GRANTED.

The maintenance fee is hereby accepted and the above-identified patent is reinstated as of the
mail date of this decision. -

It is not apparent whether the dE:Ir::rson signing the statement of unintentional delay was in a
position to have firsthand or direct knowledge of the facts and circumstances of the delay at
1ssue. Nevertheless, such statement is being treated as having been made as the result of a
reasonable inquiry into the facts and circwmstances of such delay. In the event that such an
inquiry has been made, petitioner must make such an inquiry. If such inquiry results in the
discovery that the delay in paying the maintenance fee under 37 CFR 1.378(c) was intentional,
petitioner must notify the Office.

Petitioner will not receive future correspondence related to maintenance fees for the above-
identified patent unless a fee address@ (see PTO/SB/47) is submitted for the above-identified
patent.

;l“gi%phone inquiries concerning this decision should be directed to Irvin Dingle at (571) 272-

The patent file is beiﬂg forwarded to Files Repository.
in Dingle

Petitions Examiner
Office of Petitions
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L
CHRISMAN BYNUM & JOHNSON

ATTORNEYS AND COUNSELORS AT LAW
1900 FIFTEENTH STREET
BOULDER, COLORADO 80302

Box Fee Amendment
Assistant Commissioner for Patents
Washington, DC 20231

I!.’i!{jiﬂi.‘:liijﬁ ii'! 3!!}}5 5i!:ﬁ
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PATENT NUMBER ' ORIGINAL CLASSIFICATION -~ :
. [eiAss S o |SUBCASS
e va L |
APPLICATION SEFIAL NUMBER ; ' T CROSS REFERENGES) ~
gt / 59, 65V CLASS (ONE SUBCLASS BER BLOCK)

APPLICANT"S NAME [PLEASE PRINT} -1 o 0‘ M q

0% (L
IF REISSUE, ORIGINAL PATENT NUMBER 7 b-! - 50 (

INTERNATIQONAL CLASSIFICATION‘
|0 16|k n /ov
/ N GROUP ASSISTANT EXAMINER (PLEASE STAMP OR PRINT FULL NAME)
/ ART UNIT
PRIMARY EXAMINER (PLEASE STAMP OR PRINT FULL NAME)
0D c, P

PTO 270 U.S. DEPARTMENT OF COMMERCE
(REV. 5-91)

ISSUE CLASSIFICATION SLIP

PATENT AND TRADEMARK OFFICE

Page 220 of 249
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TR AL L iR st

by Qrf,ﬁlp %LAIMS ASFILED - PART 1
Ay Rk o
(Column 1) : (Column 2)
FOR NUMBER FILED . NUMB_EH E){THA *
BASIC FEE
TOTAL CLAIMS
INDEPENDENT CLAIMS : ENCERR IR It
: X uxB0=:-
MULTIPLE DEPENDENT CLAIM PRESENT - o KEAN TR
+130= ‘OR| +260=| 50
* If the difference in column 1 is less than zero, enter “0" in column 2 y TR l"" e " .
T,OIAL - ] OR TOTAL T
CLAIMS AS AMENDED - PART Il OTHER THAN
(Column 1) (Column 2} {Column 3) SMALL ENTITY --OR ~ SMALL ENTITY
CLAIMS - . HIGHEST = | -
- HEMAINING NUMBER ‘PHESENT _ ADDI- ’ ADD!-
o) AFTER PREVIOUSLY | EXTRA- CRATE -TIONAL_ 40 RATE TIONAL
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1

INFORMATION STORAGE AND DELIVERY
OVER A COMPUTER NETWORK USING
CENTRALIZED INTELLIGENCE TO
MONITOR AND CONTROL THE
INFORMATION BEING DELIVERED

BACKGROUND OF THE INVENTION

1. Field of the Invention

This invention relates to the system for the storage,
management, and delivery of information on a computer
network and, more specifically, to the efficient and reliable
storage, delivery, and monitoring of advertising and other
information on a computer network.

2. Description of the Prior Art

During recent years there have been rapid advancements
in computers and computer networking. In particular, the
world-wide network of computers commonly referred to as
the Internet has seen explosive growth. The Internet com-
prises a vast network of smaller wide area and local area
computer networks connected together so as to allow the
sharing of resources and to facilitate data communication
between computers and users. The rapid growth of the
Internet is due, in large part, to the introduction and wide-
spread use of graphical user interfaces called browsers
which allow users easy access to network servers and
computers connected to the Internet and, more particularly,
the World Wide Web.

The World Wide Web forms a subset of the Internet and
includes a collection of servers, computers, and other
devices. Each server may contain documents formatted as
web pages or hypertext documents that are accessible and
viewable with a web compliant browser, such as the
Netscape Navigator™ browser or the Mosaic™ browser.
Each hypertext document or web page may contain refer-
ences to graphic files or banners that are to be displayed in
conjunction with the hypertext document or web page. The
files and banners may or may not be stored at the same
location as the hypertext document or web page.

A hypertext document often contains hypertext links to
other hypertext documents such that the other hypertext
documents can be accessed from the first hypertext docu-
ment by activating the hypertext links. The servers con-
nected to the World Wide Web utilize the Hypertext Transfer
Protocol (HTTP) which is widely known protocol which
allows users to use browsers to access web pages and the
banners or files associated with web pages. The files,
banners, hypertext documents, or web pages may contain
text, graphics, images, sound, video, etc. and are generally
written in a standard page or hypertext document description
language known as the Hypertext Markup Language
(HTML). The HTML format allows a web page developer to
specify the location and presentation of the graphic, textual,
sound, etc. on the screen displayed to the user accessing the
web page. In addition, the HTML format allows a web page
to contain links, such as the hypertext links described above,
to other web pages or servers on the Internet. Simply by
selecting a link, a user can be transferred to the new web
page, which may be located very different geographically or
topologically from the original web page.

When using a conventional browser, a user can select
which web page or hypertext document the user wishes to
have displayed on the user’s computer or terminal by
specifying the web page’s Universal or Uniform Resource
Locator (URL) address. Each server has a unique URL
address and, in fact, so does each web page and each file
needed to display the web page. For example, the URL
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address for the U.S. Patent and Trademark Office is currently
http://www.uspto.gov. When a user types in this URL
address into a browser, the user’s terminal establishes a
connection with the U.S. Patent and Trademark Office and
the initial web page for the U.S. Patent and Trademark Office
is transmitted from the server storing this web page (which
may or may not be actually located at the U.S. Patent and
Trademark Office) to the user’s terminal and displayed on
the user’s terminal. The web page may include a number of
graphic images or elements, often referred to as banners,
which are to be displayed on the user’s terminal in conjunc-
tion with the web page. Each of the graphic images is
typically stored as a separate file on the server and has its
own URL address. When the web page is initially transmit-
ted from the server to the user’s terminal, the browser
receives the URL addresses for the graphic images and then
requests that they be transmitted from the server on which
they are stored to the user’s terminal for display on the user’s
terminal in conjunction with the web page. The server(s) on
which the graphic images are stored may or may not be the
same server on which the original web page is stored. More
specifically, since the URL’s addresses for the included
graphic images are all processed separately using the HIML
protocols, it is possible and, in fact, common, for these
graphic images to be stored on separate and even widely
distributed computers or hosts, all of which are accessible to
the user’s terminal via a computer network. For purposes of
the present invention, the term “banner” is meant to be
construed very broadly and includes any information dis-
played in conjunction with a web page wherein the infor-
mation is not part of the same file as the web page. That is,
a banner includes anything that is displayed or used in
conjunction with a web page, but which can exist separately
from the web page or which can be used in conjunction with
many web pages. Banners can include graphics, textual
information, video, audio, animation, and links to other
computer sites, web sites, web pages, or banners.

The growth of easy access to the World Wide Web and the
ability to create visually pleasing web pages have helped
increase the amount of advertising and other promotional
materials created for use and display with web pages. For
example, a car manufacturer may have a web page describ-
ing the company and the cars and car parts that the company
manufactures and sells. Part of the web page may include
advertising information or banners such as, for example,
images of current car models sold by the manufacturer or the
types and numbers or cars the manufacturer has in stock. The
car manufacturer may also contract with the owners or
operators of other web pages to have the car manufacturer’s
advertisement banners displayed when users access these
other web pages. Similarly, an advertising agency may
contract with various web sites to have the advertisement
banners of the agency’s clients displayed when users access
the web pages stored on the web sites. For example, an
advertising agency or ad-network firm may contract with a
web site containing general information about cars to have
advertising information or banners included on the web
pages displayed to a user accessing the web site. The
advertising banners may contain graphics, text, etc. about
car models or car parts manufactured by on of the adver-
tising agency’s clients. Furthermore, the advertisement ban-
ners may not be stored on the same server or computer or
web site on which the web page is stored. Rather, all or a
significant portion of the advertisement banners created by
an advertising agency may reside on one or more informa-
tion or ad servers. Typically, an advertising agency will pay
a fixed amount of money for a fixed number of displays of
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its advertisement banners on a single web page or group of
web pages. Therefore, advertising agencies are understand-
ably very interested in knowing which advertisement ban-
ners have been displayed with which web pages and how
often each advertisement banner has been displayed on
terminals or otherwise served to terminals.

Unfortunately, the current state of the art is such that
accurate counts are not made of how many times an banner,
even a banner containing an advertisement, is displayed to
users or served to terminals. Furthermore, nature and extent
of the problem of miscounting displays of banners is not
well-known or even understood in the industry or by people
of ordinary skill in the art. Therefore, despite the well-
developed state of the art in the displaying of information,
banners, and advertisements in conjunction with web pages,
documents, or other information, there is still a need for a
system for storing and delivering information and banners
on a computer network where accurate counts of the number
of times each piece of information and banner is displayed
can be made and the information and banners are displayed
quickly and efficiently to users or terminals. In addition,
there is a need for a highly reliable, even fault-tolerant,
system for storing and delivering the information and ban-
ners that will not significantly reduce the efficiency of the
Internet or the servers on which the information and banners
are stored, while providing for accurate monitoring and
counting of the information and banners displayed to a user
or served to a terminal.

SUMMARY OF THE INVENTION

Accordingly, it is a general object of the present invention
to provide a system for storing and delivering information
on a computer network.

It is a specific object of the present invention to provide
a system for the storage, delivery monitoring, and tailoring
of advertising information on a computer network.

It is another general object of the present invention to
provide a system for storing and delivering information on
a computer network wherein accurate counts of the number
of times the information is displayed or served to users or
terminals can be made.

It is a specific object of the present invention to provide
a system for storing and delivering information on a com-
puter network wherein the operation of the computer net-
work is not significantly affected.

It is another general object of the present invention to
provide a system for storing and delivering information on
a computer network wherein the system maintains a high
degree of reliability and fault tolerance.

Additional objects, advantages, and novel features of the
invention shall be set forth in part in the description that
follows, and in part will become apparent to those skilled in
the art upon examination of the following or may be learned
by the practice of the invention. The objects and the advan-
tages may be realized and attained by means of the instru-
mentalities and in combinations particularly pointed out in
the appended claims.

To achieve the foregoing and other objects and in accor-
dance with the purposes of the present invention, as embod-
ied and broadly described herein, the system includes ter-
minals connected to a computer network, either directly, or
indirectly through an intermediary device such as a local or
proxy server, that access computer or web sites also con-
nected to the computer network to download or transmit
pages, documents, or other information from the computer
or web sites for storage or display on the terminals, wherein
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the pages, documents, or other information served to the
terminals contain references to banners to be displayed in
conjunction with the pages, documents, and information.
The terminal initiates access or connection to a desired
computer or web site to access a desired page. After the
desired page is transmitted and served to the terminal from
the computer or web site, the terminal initiates and sends an
initial banner request signal to an information server either
requesting that unspecified banner be served to the terminal
or that a specified banner be served to the terminal. The
information server returns a redirect signal to the terminal
telling the terminal the location on the computer network of
the banner requested or specified by the terminal or selected
by the information server, which location may be the infor-
mation server, the computer site, or some other information
server, computer site, or location accessible to the terminal
via the computer network. The terminal then initiates a
second specific banner request signal to the location of the
banner requested or specified by the terminal or selected by
the information server and the banner is transmitted to the
terminal for display on the terminal, unless the requested or
selected banner has previously been stored or cached in the
terminal’s memory or in the memory of a local or proxy
server connected to the terminal, in which case the second
banner request signal is not sent across the computer net-
work and the banner is loaded and/or displayed directly from
the terminal’s memory or served to the terminal from the
PIroXy server.

In a second embodiment, a primary information server
and at least one mirror information server are connected to
the computer site, but may be separated either geographi-
cally or network topologically. The banner information
stored in the primary information server is also stored in
each of the mirror information servers. All of the initial
banner request signals are sent to the primary information
server which determines which information server is best
suited for delivering the banner to the terminal sending the
initial banner request signal. As in the first embodiment, the
banner may be specifically requested by the terminal or may
be selected by the primary information server. The primary
information server then sends a signal to the terminal
indicating to the terminal which information server the
terminal should request the requested or selected banner
from. The terminal then generates the second banner request
signal to serve or transmit the banner from the information
server selected by the primary information server. Should
the primary information server go offline, one or more of the
mirror information servers can become a new primary
information server.

BRIEF DESCRIPTION OF THE DRAWINGS

The accompanying drawings, which are incorporated in
and form a part of the specification, illustrate the preferred
embodiments of the present invention, and together with the
descriptions serve to explain the principles of the invention.
In the Drawings:

FIG. 1 illustrates a computer network over which the
present invention can be implemented;

FIG. 2 shows an representative web page accessible from
a computer site connected to the computer network of FIG.
1

FIG. 3 shows a flowchart diagram of a prior method for
storing and delivering information across the computer
network of FIG. 1; and

FIG. 4 shows a flowchart diagram of the preferred method
of the present invention for storing and delivering informa-
tion across the computer network of FIG. 1.
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DETAILED DESCRIPTION OF THE
PREFERRED EMBODIMENTS

A representative computer network 30 is illustrated in
FIG. 1 and includes computers or terminals 32, 34, 36, 38,
40, 42, 44 with which users can access or connect to the
computer network 30 and the resources connected to the
computer network 30 such as the computer or web sites or
servers 46, 48. The computer network 30 can include
satellite links, microwave links, fiber optic transmission
lines, local area networks, wide area networks, etc.
Terminals, such as the terminals 36, 38, 40, 42, 44, may be
connected to the computer network 30 via local or caching
proxy servers 50, 52 or other intermediary devices (not
shown). Proxy servers allow multiple terminals to access the
computer network 30, while reducing the number of physi-
cal connections to the computer network 30, as will be
discussed in more detail below. A primary information
server 54 and mirror information servers 56, 58 may also be
connected to the computer network 30 to facilitate the
serving and displaying of information or banners to the
terminals 32, 34, 36, 38, 40, 42, 44, as will also be discussed
in more detail below. The computer network 30 illustrated in
FIG. 1 is only meant to be generally representative of
computer networks for purposes of elaboration and expla-
nation of the present invention and other devices, networks,
etc. may be connected to the computer network 30 without
departing from the scope of the present invention. The
computer network 30 is also intended to be representative of,
and include, the Internet, the World Wide Web, privately or
publicly owned or operated networks such as, for example,
Tymnet, Telenet, America On-Line, Prodigy, Compuserve,
Information America, and the Microsoft Network, and other
local or wide area computer networks. The computer net-
work 30 can also include or be representative of corporate or
other private intranets, which are privately owned networks
using Internet protocols. It should also be noted that the
distinction between information servers, web site, computer
sites, and generic servers is made only for the purposes of
elaboration and explanation of the present invention and that
a device can function simultaneously or alternatively as a
computer site, web site, information server, generic server,
or other device, or combinations thereof without falling
outside the scope of the present invention.

By way of general introduction, in a typical computer
network, a user located at a terminal can access the resources
connected to the computer network. For example, a user at
the terminal 34 or terminal 36 can access the web site or
computer site 46 and the information stored thereon. The
computer site or server 46 may contain web pages, such as
the web page 60 illustrated in FIG. 2, that the user can
download for display on the terminal 34. For purposes of
this invention, the term “web page” shall be defined broadly
and will include any hypertext document, information,
screen displays, etc. that a user can download or otherwise
retrieve from a computer or web site for display and/or
storage on the user’s terminal, and shall not be limited to
only the information, pages, or documents retrievable by a
user connected to the World Wide Web. Therefore, the term
“web page” will be used generically to refer to information
transmitted or served to a terminal from a computer site, web
site, server, or other device, wherein the web page may
contain banners or references to banners that can be served
to the terminal and displayed in conjunction with the web
page. The web page 60 may contain textual information,
such as “XYZ COMPANY” and “Company History,” and
information configured in banners, such as the banners 62,
64, 66. The banners 62, 64, 66 may contain graphics, text,
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video, etc. As will be discussed in more detail below, the
banners associated with a web page may not be stored at the
same place as the web page and may be downloaded or
served to a user’s terminal separately from the web page. A
significant feature and advantage of the present invention is
in the way the banner information is selected and down-
loaded or served to a user’s terminal from computer sites or
information servers connected over a same computer
network, as will be discussed in more detail below. The
current state of the art is such that the counts of banner
displays are largely inaccurate, banners are not targetable to
large segments of the population using caching proxy
servers, and suffers when the performance gains provided by
proxy servers are not taken into account in prior art methods
of counting banner displays, as will also be discussed in
more detail below.

In a conventional web page, such as the web page 60, if
a user clicks on, or otherwise activates, the button associated
with the textual information, a new web page might be
displayed on the user’s terminal. For example, if the user
clicks on the button 68 associated with the textual informa-
tion “Company History,” a new web page devoted to the
history of the XYZ company might be served from the
computer site 46 to the user’s terminal 34 and displayed on
the user’s terminal 34. Similarly, if the user clicks on the
button 70 associated with the textual information “Product
Line,” a new web page devoted to the product line of the
XYZ company might be served from the computer site 46 to
the user’s terminal 34 and displayed on the user’s terminal
34. Each web page may contain similar “links™ to other web
pages, hypertext documents, web sites, etc. Activating a link
available on a web page or hypertext document, therefore,
provides the user with an ability to navigate or move to and
display or download different documents, pages, banners,
sites, or other information via the computer network 30.

When a user has a web page displayed on the user’s
terminal, the web page and its associated banners are often
stored or cached in the terminal’s memory for a period of
time. In this fashion, if the user desires or requests that a web
page previously displayed to the user on the terminal be
reaccessed and displayed on the user’s terminal, the web
page and the banners associated with the requested web page
can be loaded directly from the terminal’s memory without
reconnecting to the computer or web site on which the web
page is stored and from which the web page was originally
served and without reconnecting to the computer site or
information server on which the banners are stored and from
the banners were originally served, thereby reducing the
time needed to display the web page. Similarly, if the user’s
terminal is connected to a local or proxy server, the web
page and the banners associated with the web page may be
stored in the memory of the proxy server. Should the user at
a terminal request a redisplay of a web page previously
displayed on the user’s terminal or previously displayed on
any other terminal connected to the same proxy server, the
web page and the banners associated from the web page can
be served from the proxy server to the terminal for display
on the terminal without connecting to the computer or web
site on which the web page is stored and from which the web
page was originally downloaded or served and without
connecting to computer site or information servers on which
the banners are stored and from which the banners were
originally transmitted or served. Note that, in the case that
the information is retrieved from a copy of the information
previously stored held within a proxy server connected to
the terminal, the serving of the information to the terminal
will typically be completed by sending the information from
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the proxy server to the terminal, i.e., without the participa-
tion of the computer site or server. Therefore, it is difficult
for the computer site or server 46 to maintain an accurate
count of the terminals 36, 38, etc. on which the information
is displayed if the terminals are connected to caching proxy
servers, if the performance benefits offered by the caching
proxy server are desired.

As previously discussed above, a significant feature and
advantage of the present invention is in the way the banner
information is selected and transmitted and served to the
user’s terminal from computer sites or information servers
connected over a same computer network. More specifically,
the method of the present invention allows banner informa-
tion to be served over a computer network to a terminal,
computer, etc. in a way which takes advantage of the
performance enhancements offered by caching proxy serv-
ers and such that the operation of the computer network is
not significantly affected while providing the ability to
accurately track or count the number of times the banner
information has been displayed on terminals connected to
the computer network, as will be discussed in more detail
below. It is not uncommon for banners to contain up to fifty
kilobytes (KB) of information, thereby making the limiting
of banner transmissions across a computer network very
significant to the efficiency and operation of the computer
network and to banner serving computer systems.

For purposes of elaboration and explanation of the present
invention, the conventions and protocols of the World Wide
Web, and browsers therefore, will be used as examples, in
particular, the concept of a Uniform Resource Locator
(URL), the Hypertext Transfer Protocol (HTTP), the Hyper-
text Markup Language (HTML), and the Transmission Con-
trol Protocol/Internet Protocol (TCCP/IP). It should be
noted, however, that the concepts underlying the present
invention can be used for computer networks using other or
different types of conventions and protocols. For more
details on these protocols, the reader is directed to: Kevin
Washburn and Jim Evans, TCP/IP running a successful
network, 2nd Ed. (1996), published by Addison-Wesley,
Douglas E. Comer, Internetworking with TCP/IP. 3rd Ed.
(1995), published by Prentice Hall, John December and
Mark Ginsberg, HTML 3.2 and CGI Unleashed Professional
Reference Edition (1996), published by Sams.net
Publishing, and Jerry Honeycutt et al., Using HTMIL. 3.2 3rd
Ed (1997), published by Que Corporation, all of these
references of which are incorporated herein by reference.
Other information about the HTTP, HTML, TCP/IP and
other network protocols can also be found in U.S. Pat. No.
5,617,540 issued to Civanlar et al., U.S. Pat. No. 5,572,643
issued to Judson, and U.S. Pat. No. 5,442,771 issued to
Filepp et al., all of which are also incorporated herein by
reference. The linking of one web page or hypertext docu-
ment to another is commonly done using a hypertext markup
comment tag. When the user clicks on or otherwise activates
the hypertext markup comment tag, a link to the new web
page or hypertext document is generally initiated by the
user’s browser software which causes the user’s terminal to
request that the new web page or hypertext document be
displayed on the user’s terminal or computer. Similarly, if a
web page served to a user’s terminal contains banners, the
URL addresses for the banners will be served with the web
page so that the terminal can request that the banners be
served to the terminal for display on the terminal along with
the previously served web page.

It should also be noted that the disclosed system and
method also work for all types of operating systems running
on the computers, terminals, computer sites, information
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servers, and other devices connected to the computer net-
work 30. Such operating systems can include, for example,
Microsoft’s DOS™, WINDOWS 3.x™, WINDOWS NT™,
or WINDOWS 95™ goftware, IBM’s OS/2™ software,
Apple’s System 7™ software, or the AIX or UNIX operating
system software platforms.

Now referring back to FIG. 1, computers or terminals can
be connected to the computer network 30 in a variety of
ways. For example, the terminals 32, 34 can be connected
directly to the computer network 30 or may be attached via
a dial-up line or network access service provider. Other
terminals may connected to the computer via network proxy
or local servers, such as the proxy servers 50, 52. Proxy
servers allow multiple computers, terminals, or computer
networks to be connected to another computer network at a
single point. In addition, since the connection from the
terminals 32, 34 and the proxy server 50 to the computer
network 30 is in most instances slower than the connections
from the terminals 36, 38 to the proxy server 50, the proxy
server 50 can provide significant speed improvements. For
example, a large corporation may have all its terminals
connected via a local area computer network. The local area
computer network can be connected to a caching proxy
server which is, in turn, connected to the computer network
30. In the computer network 30 illustrated in FIG. 1, the
terminals 36, 38 access the computer network 30 through the
proxy server 50. Similarly, the terminals 40, 42, 44 access
the computer network 30 through the proxy server 52. Using
proxy servers allows multiple computers or terminals to
access a computer network while limiting the number of
physical connections to the computer network.
Unfortunately, the use of proxy or network servers also
creates some serious problems when the counting of banner
information files displayed to users on terminals is desired,
as will be discussed in more detail below.

As previously discussed above, the connection of com-
puter sites, web sites, information servers, terminals, and
other devices to a computer network allows the resources
and information stored in the computer sites, information
servers, and other devices to be accessible to users at the
different terminals connected to the computer network. The
users can also communicate with each other or the computer
sites by sending messages or e-mail. When a user accesses
the information stored at a computer site, information, web
pages, or screen displays are generally served from the
computer site for display on the user’s terminal or computer.
The information transmitted to the user’s terminal may
contain a banner which is also served from the computer
site, or which may be instead automatically served from
other computer sites or information servers connected to the
computer network. As a general example, referring once
again to FIG. 1, suppose a user at the terminal 36 accesses
the web site or computer site 46 via the proxy server 50 and
the computer network 30 in order to obtain information
about the hypothetical XYZ Company. A web page about the
XYZ Company, such as the web page 60 illustrated in FIG.
2, may be served from the computer site 46 to the terminal
36 and displayed on the user’s terminal 36. The web page 60
may contain places for banner information, such as the
banners 62, 64, 66 illustrated in FIG. 2. When the web page
60 is received by the user’s terminal 36, the banners 62, 64,
66 may be received at the same time. Alternatively, instruc-
tions may be sent to the user’s terminal 36 from the
computer site 46 telling the terminal 36 where to find and
request the banners 62, 64, 66 on the computer network 30,
which may be the computer site 46, another computer site,
or an information server such as the information servers 54,

237
Page 237 of 249



US 6,286,045 B1

9

56, 58. When such instructions are received by the user’s
terminal 36, the terminal 36 accesses the appropriate loca-
tion of banners 62, 64, 66 via the computer network 30 and
requests that the banners 62, 64, 66 be served for display on
the user’s terminal 36.

The process described above in relation to the example
has many inherent problems, particularly when it is desired
to count the number of times banner information is dis-
played on the user’s terminal. More particularly, with ref-
erence to the previous example, the banners 62, 64, 66
displayed on the user’s terminal may or may not be related
to the XYZ Company. Regardless of the relationship
between the banners 62, 64, 66 and the XYZ Company, the
XYZ Company, an advertising agency, or some other entity
may wish to know how many times the banners 62, 64, 66
have been displayed on users’ terminals. As a more specific
example, suppose the banners 62, 64, 66 constitute adver-
tisements. The advertiser and the company or client for
whom the advertisements are created will be very interested
in knowing how many times the advertisements are dis-
played on users’ terminals. Therefore, accurate count infor-
mation for the banners 62, 64, 66 is highly desirable.
Unfortunately, such accurate count information is very dif-
ficult to acquire, as will now be discussed in more detail.

Now referring to FIG. 3, a conventional method 72 used
to download or serve web pages and banner information to
auser’s terminal is illustrated. Using the examples discussed
above, a user at the terminal 36 can access the computer site
46 via the computer network 30 and request a web page to
be served from the computer site 46 to the terminal 36
during the request page step 74. When the user requests a
page during the request page step 74, a signal is sent from
the user’s terminal 36 to the computer site 46 via the proxy
server 50 and the computer network 30 telling the computer
site 46 which page stored on the computer site 46 the user
desires to have displayed on the user’s terminal 36.
However, the request signal sent by the user’s terminal 36
during the request page step 74 may not reach the computer
site 46. If the user at the terminal 36 had previously
requested the same page from the computer site 46, the page
may already be stored in the user’s terminal 36. Similarly, if
any users at the terminals 36, 38 had requested the same
page from the computer site 46, the page may be stored in
the proxy server 50. After the user requests a page during the
request page step 74, the terminal 36 may determine if the
desired page is already stored in the terminal 36 during
storage determination step 76. If the desired page is already
stored in the terminal 36, the terminal 36 will display the
page during display step 78 without sending the signal to the
computer site 46. If the desired page is not already stored in
the terminal 36, the terminal 36 will send the page request
signal during send page request step 80. Since the terminal
36 is connected to the proxy server 50, the page request
signal sent during step 80 must pass through the proxy server
before reaching the computer network 30. As a result, the
proxy server 50 may determine if the desired page is already
stored in the proxy server 50 during storage determination
step 82 before it sends any signal to the computer site 46
over the computer network 30. If the desired page is already
stored in the proxy server 50, the proxy server 50 can stop
or otherwise terminate the page request signal, thereby
stopping the page request signal from being received by the
computer site 46, and the proxy server will serve the desired
page directly to the terminal 36 for display on the terminal
36 during serve requested page step 84. The terminal 36 may
also store the desired page in its own memory during the
serve requested page step 84. If the proxy server 50 does not
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have the desired page already stored in its own memory, the
proxy server 50 will send the page request signal to the
computer site 46 over the computer network 30 during send
page request step 85. The computer site 46 will then serve
the desired page to the proxy server 50 and the terminal 36
for display on the terminal 36 during the serve requested
page step 86. Either or both the terminal 36 and the proxy
server 50 may store the desired page during the serve
requested page step 86.

Since terminals may be connected to the computer net-
work 30 without also being connected to proxy servers, the
steps 82, 84, and 85 may not always be necessary in the
method 72. For example, now referring to FIG. 1, the
terminal 34 is not connected to a proxy server but is
connected to the computer network 30. Therefore, the steps
82, 84 in the method 72 are not needed and the terminal 34
will send the page request signal via the computer network
30 directly to the computer site 46 during the send page
request signal step 80.

The web page requested by the user from the computer
site 46 may contain banner information, such as the banners
62, 64, 66 in the web page 60 illustrated in FIG. 2. The
banner information may be served with the web page or,
more commonly, the banner information may reside in
separate files which will need to be requested by the user’s
terminal 36 before the banner information can be displayed
on the user’s terminal 36 along with the requested web page.
Typically, the web page information served to the terminal
36 for display on the terminal 36 will contain the electronic
address information containing the location of the banner
information on the computer network 30. The banner infor-
mation may be located on the computer site 46 or at other
locations connected to the computer network 30, as will be
discussed in more detail below.

The terminal 36 will determine during banner determina-
tion step 88 if the page served to the terminal during steps
78, 84, or 86 contains banner information not already
included in the web page displayed on the terminal 36. If the
answer is no, i.e., the web page served to the terminal 36 is
complete, the process is ended. If the answer is yes, i.c., the
page served to the terminal 36 is not complete and contains
banner information that needs to be served to the terminal
36, the terminal 36 requests the banner during request
banner step 90.

Similar to the process described above for service of the
desired page to the terminal 36, the terminal 36 first deter-
mines if the requested banner is already stored in the
memory of the terminal 36 during banner storage detention
step 92. The banner storage determination step 92 can occur
in conjunction with the banner request step 90 such that no
signal is generated by the terminal 36 if the requested banner
is already stored in the terminal 36. If the requested banner
is, in fact, already stored in the memory of the terminal 36,
the terminal 36 will display the requested banner during
display banner step 94 and the process is over. If the
requested banner is not already stored in the memory of the
terminal 36, the terminal 36 will generate and send a banner
request signal during send banner request signal step 96. The
request banner signal sent during the step 96 contains the
address of the location of the desired banner so the computer
network 30 can properly locate the desired banner.

Since the terminal 36 is connected to the proxy server 50,
in a similar manner as described above in relation to steps
82, 84, 85, 86, once the proxy server 50 receives the banner
request signal from the terminal 36, the proxy server 50 will
determine whether or not the desired banner is already
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stored in the memory of the proxy server 50 during banner
storage determination step 98. If the desired banner is
already stored in the memory of the proxy server 50, the
proxy server 50 will transmit and serve the banner directly
to the terminal 36 for display by the terminal 36 during serve
banner step 100. The terminal 36 may also store the banner
in its own memory during the serve banner step 100. If the
requested banner is not already stored in the proxy server 50,
the proxy server will send the banner request signal to the
device on which the requested banner is stored via the
computer network 30 during the send banner request signal
step 102. The device on which the requested banner is stored
will then download or serve the requested banner to the
proxy server 50 and the terminal 36 during the serve banner
step 104 for display by the terminal 36. Either or both the
terminal 36 and the proxy server 50 may store the banner
served by the device on which the requested banner is stored
during the serve banner step 104.

The steps 98, 100, and 102 will not be necessary if a
terminal requesting the banner information is not connected
to a proxy server. For example discussed above, since the
terminal 34 is not connected to a proxy server, the steps 98,
100, and 102 are not needed for the terminal 34 and the
terminal 34 will send the page request signal via the com-
puter network 30 directly to the server on which the
requested banner is stored during send banner request signal
step 102.

When the computer site 46 in the example described
above in relation to FIG. 3 is a web site using the HTTP and
HTML protocols, the user selects and accesses the web site
46 by entering the Uniform Resource Locator (URL)
address of the web site 46 into the terminal 36. The page
request signal generated by the terminal 36 during step 74
tells the computer network 30 and the equipment associated
with the computer network 30 which computer site the user
wishes to access. Each computer and device attached to the
computer network 30 will have its own unique URL address
and each page and file stored in each computer will usually
also have its own URL address so that each page and file can
be made accessible to users via the computer network 30.
For example, if the user desires to access the web page 60
for the XYZ company, the user may enter the URL address
for the web page 60, http://www.xyzcompany.com, into the
browser software operating on the user’s terminal. The URL
address contains an alphanumeric portion or domain name,
“www.xyzcompany.com” that identifies the web site in an
easy to understand and remember format. Each computer or
web site and other host devices, end systems, networks, or
network router devices connected to the computer network
30, however, has a unique Internet Protocol (IP) address that
is thirty-two bits in length and is generally written as four
decimal numbers in the range zero (0) through 255, sepa-
rated by periods. For example, an IP address could be
128.10.2.30 which in its full thirty-two bit format is
10000000.00001010.00000010.00011110. Providing every
host computer on a computer network with a unique IP
address allows any host computer to communicate with any
other host computer.

By a process known as domain name resolution or by the
use of Domain Name System (DNS), the IP address of the
computer or web site on which XYZ Company’s web page
60 and the web page 60 are stored can be determined from
the domain name provided in the URL address. In fact, the
IP address for computer or web site must first be determined
when an URL address is entered by the user at a terminal that
does not contain the IP address. For example, if a user at a
terminal or computer enters the alphanumeric domain name
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address, i.e., http://www.xyzcompany.com, the alphanu-
meric domain name must be resolved by the Domain Name
System to a specific IP address, i.e., http:/1019.247.56.38,
before the designated and desired computer containing the
web page 60 for the XYZ Company can be accessed. If the
user enters the specific IP address directly, then use and
access of the Domain Name System is not required. If
resolution or determination of an IP address is required, the
name server will return the appropriate IP address to the
terminal which generated the signal in which the IP address
was not included. The use and operation of domain name
resolution and the Domain Name System for determining IP
addresses are well known to people of ordinary skill in this
art and need not be explained in any further detail for
purposes of the present invention.

When the web page requested by the user during page
request step 74 is served to the terminal 36 during steps 78,
84, or 86, the web page will often contain the URL addresses
of banners or banner information to be displayed along with
the web page on the user’s terminal 36 instead of the banner
information itself. The terminal 36 will then use the URL
addresses of the desired banner information to access the
computer network 30 and request that the desired banner
information be served to the terminal 36 for display on the
terminal 36. For example, when the web page 60 for the
XYZ company is served to a terminal, the web page may
contain URL addresses for the banners 62, 64, 66. The URL
address for the banner 62 may be of the form http://
www.bannersite1.com/bannerl.gif. The “banner sitel.com”
portion of the URL address for the banner 62 indicates
which device, for example the information server 54, con-
nected to the computer network contains the requested
banner 62 where the “bannerl.gif” portion of the URL
address for the banner 62 indicates which file stored on the
indicated device constitutes the banner 62. Similarly, the
URL address for the banner 64 may be of the form http://
www.bannersite2.com/banner54.gif. The “banner
site2.com” portion of the URL address for the banner 64
indicates which device, for example the information server
56, connected to the computer network contains the
requested banner 64 where the “banner54.gif” portion of the
URL address for the banner 64 indicates which file stored on
the indicated device constitutes the banner 64. As shown by
these examples, the banner 62 may not be stored on the same
device as the banner 64. In addition, as previously discussed
above, the banners 62, 64 may be located on the same web
site as the requested page or may be located on other web or
computer sites, such as the computer or web site 48 shown
in FIG. 1, or on information servers, such as the information
servers 54, 56, 58 shown in FIG. 1. When the terminal 36
requests the banner information during step 96, the banner
request signal will contain the URL addresses for each
banner to be displayed with the web page so that the banners
can be located at, and served from, the appropriate devices
on the computer network 30.

The prior are method 72 discussed above and illustrated
in FIG. 3 has many inherent problems, however, which make
it unsuitable for counting the number of times a banner is
displayed on the terminals connected to the computer net-
work 30, as will now be discussed in more detail. Since the
web page, and the banners to be displayed with the web
page, selected by the user can be stored in either the user’s
terminal or the proxy server connected to the user’s terminal,
not all requests for the banner information are forwarded by
the user’s terminal or respective proxy server and transmit-
ted over the computer network 30. While this result may
appear to be beneficial in that the amount of data traffic on
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the computer network 30 is reduced, in fact, this result
prevents the accurate count of banner displays. More
specifically, entities such as advertising agencies, advertis-
ing repping firms, and the entities hiring them want to count
and know each time a banner is displayed on a user’s
terminal so that the success or failure of various advertising
banners can be determined and so that the correct payment
for the display of the advertising banners can be computed.
There are two conventional ways in which the number of
times a banner is displayed is counted. The first way is to
count the number of times an information server or com-
puter site serves a page during the step 86. The second way
is to count the number of times that the information server
actually serves a banner during the step 104. Unfortunately,
a page requested by a terminal during the step 74 is already
stored on either the terminal or a proxy server connected to
the terminal, the display of the banner on the user’s terminal
is not counted under the first method. Similarly, if a banner
requested by a terminal during the step 90 is already stored
on either the terminal or a proxy server connected to the
terminal, the display of the banner on the user’s terminal is
not counted under the second method. The discrepancy
between the number of times a banner is actually displayed
on a user’s terminal and the number of times the display of
the banner on the user’s terminal is counted can become
significant, even reaching error rates of eighty percent or
higher.

One solution to the problem is to prevent banner infor-
mation from being stored or cached on either the user’s
terminal or the proxy server to which the user’s terminal is
attached. Therefore, each time a banner is requested by the
user’s terminal, the banner will have to be downloaded or
served from the computer site or information server on
which the banner is stored to the user’s terminal for display
on the user’s terminal. For example, the HTTP and HTML
protocols allow banners to be tagged or indicated as being
uncachable or unstorable at the user’s terminal or the proxy
server connected to the user’s terminal, as will be discussed
in more detail below. Therefore, such a solution can be
implemented where after each request for banner
information, the requested banner information is served
from the location storing the banner information, thereby
allowing the display of the banner information to be counted
accurately at the location at which the requested banner
information is stored.

The solution described in the preceding paragraph creates
a significant problem, however, that creates even more
significant consequences, thereby making its use for accu-
rately counting advertisement and banner displays highly
impractical and undesirable. More specifically, the storage
of web pages and banner information at the user’s terminal
or in the proxy server conned to the user’s terminal provides
several important benefits that will be eliminated by this
simple solution. First, the speed at which the information is
displayed on the user’s terminal will be reduced since the
information will always have to be transmitted or served to
the user’s terminal for display on the user’s terminal each
time the user requests the information. If the information had
previously been requested by the user such that the infor-
mation was already stored in the user’s terminal or the proxy
server connected to the user’s terminal, or if the information
had previously been requested by a second user at a terminal
connected to the same proxy server as the first user’s
terminal such that information was already stored in the
proxy server connected to the first user’s terminal,
re-requesting the information to be downloaded or served
from another device connected to the computer network and
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the actual serving of the information to the user’s terminal
will take substantially longer than loading the information
already stored in the user’s terminal or serving the informa-
tion to the user’s terminal only from the proxy server to
which the user’s terminal is connected. If the banners
contain advertisements, the length of time the banner is
displayed to the user may also be critically important to the
advertiser. The user may not wait for the banner information
to be served and displayed before the user selects another
web page, thereby minimizing the success of the banner.

A second and more serious problem created by having to
serve the information displayed on the user’s terminal each
time the information is requested is that the amount of data
traffic on the computer network will significantly increase,
and can even bring the flow of information to a virtual stop,
particularly if all requests for banner information from any
terminal connected to the computer network require the
information to be transmitted across the computer network
to the terminal.

A third problem created with the prior art method 72 is
that the step 100 eliminates any possibility of targeting
specific information to be displayed with specific web pages.
That is, if any demographic or other information about the
user or terminal 36 is known by the server on which the
banners are stored, the prior art method 72 prevents the
server from using the demographic or other information to
target the user with a specific banner or to tailor a banner to
the specific user. Such targeting or tailoring of banners can
be very important when the banners contain advertising
information and the advertisers want to send specific adver-
tisement banners to users about whom specific demographic
or other information is known.

The method 110 of the present invention solves the initial
problem of how to create accurate counts of banner infor-
mation displays on user terminals while avoiding the prob-
lems created by requiring the banner information to be
retransmitted across the computer network each time the
banner information is requested by a user or a user’s
terminal, as will now be discussed in more detail in refer-
ence to FIG. 4. In addition, the method 110 allows for the use
of content general and content specific signals, which allow
banner displays to be targeted to specific users while taking
advantage of the performance gains possible with caching
proxy servers, as will also now be discussed in more detail
in reference to FIG. 4.

In the method 110, the steps 74, 80, 82, 84, 85, 86, and 88
are essentially the same as described above in relation to the
prior art method 72 illustrated in FIG. 3. Therefore, no
further discussion of these steps is required for purpose of
explanation of the method 110 of the present invention. After
a requested page containing a banner has been displayed on
a user’s terminal during the steps 78, 84, or 86, and, as
determined during banner determination step 88, if the page
contains banners to be displayed on the user’s terminal 36
along with the page, an initial request banner signal is
generated by the user’s terminal 36 during initial banner
request step 112. Unlike the previous situation with the
method 72, however, the terminal 36 and the proxy server 50
preferably do not check to see if the banner information has
already been stored and the terminal 36 and the proxy server
50 preferably cannot stop the initial banner request signal
sent by the terminal 36 during the step 112 from being
transmitted across the computer network 30. That is, the
initial banner request signal sent by the terminal 36 during
the step 112 is preferably a mandatory signal to be trans-
mitted across the computer network 30 and that cannot be
blocked or terminated by either the terminal 36 or the proxy
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server 50, even if the banner to be served to the terminal 36
is already stored in either the terminal 36 or the proxy server
50.

The initial banner request signal generated by the terminal
36 during the step 112 preferably does not contain the
location information of the desired banner as does the
banner request signal generated by the terminal 36 during
the request banner step 90 of the prior art method 72. In
other words, the initial banner request signal generated by
terminal 36 during the step 112 can be a content general
signal and may contain only the minimum amount of
information needed to tell a designated computer site, infor-
mation server, or other device which receives the initial
banner request signal and on which a banner may or may not
be stored or located, only that the terminal 36 desires that an
unspecified banner be served to the terminal. The designated
computer site, information server, or other device can then
select which banner is to be served to the terminal 36. The
process of selecting which banner is to be served to the
terminal 36 can be made during the optional banner selec-
tion step 113, which would occur after the step 112 and
before the step 114 in the method 110 illustrated in FIG. 4.
If the optional selection step 113 is not used with the method
110, the terminal 36 will request during the step 112 that a
specific banner to be served to the terminal 36. If the
optional selection step 113 is used with the method 110, the
terminal 36 will only request during step 112 that a banner
be served to the terminal 36, but the terminal 36 will not
specify which banner is to be served to the terminal 36.

Since the designated computer site, information server, or
other device should, barring any problems with the com-
puter network 30, always receive the initial request banner
signal from the terminal 36 sent during the step 112, the
display of the banner on the user’s terminal 36 can always
be counted and monitored. Instead of returning or serving a
banner to the terminal 36, however, the designated computer
site, information server, or other device will usually return or
send a banner location signal to the terminal 36 during return
banner location address step 114 specifying the location
address of the banner requested by the terminal 36 (if the
optional step 113 is not used) or the banner selected by the
designated computer site, information server, or other device
(if the optional step 113 is used), to be served to the terminal
36. The signals transmitted during the steps 112 and 114 are
very short or small since the signals contain only a small
amount of information, particularly when compared to a
banner which may contain a large amount of information.

Similar to the process described above for service of the
desired page to the terminal 36 during step 76, the terminal
36 first determines if the requested (if the optional step 113
is not used) or the selected (if the optional step 113 is used)
banner is already stored in the memory of the terminal 36
during banner storage determination step 92. If the requested
or selected banner is, in fact, already stored in the memory
of the terminal 36, the terminal 36 will display the banner
during display banner step 94 and the process is over. If the
requested or selected banner is not already stored in the
memory of the terminal 36, the terminal 36 will generate and
send a second banner request signal during send second
banner request signal step 116. The second banner request
signal sent during the step 116 is essentially the same as the
signal sent during the step 96 of the method 72 and,
therefore, contains the address of the location of the
requested or selected banner so the computer network 30 can
properly locate the requested or selected banner.

Since the terminal 36 is connected to the proxy server 50,
in a similar manner as described above in relation to steps
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82, 84, 86, once the proxy server 50 receives the second
banner request signal from the terminal 36, the proxy server
50 will determine whether or not the selected banner is
already stored in the memory of the proxy server 50 during
banner storage determination step 98. If the selected banner
is already stored in the memory of the proxy server 50, the
proxy server 50 will transmit the banner directly to the
terminal 36 for display by the terminal 36 during serve
banner step 100. The terminal 36 may also store the banner
in its own memory during the serve banner step 100. If the
requested or selected banner is not already stored in the
proxy server 50, the proxy server will send the second
banner request signal to the location of the banner on the
computer network 30 during the send second banner request
signal step 118 in a similar manner to the send banner
request signal step 102 in the method 72. The device on
which the requested or selected banner is stored will then
download and serve the banner to the proxy server 50 and
the terminal 36 during the serve banner step 104 for display
by the terminal 36. Either or both the terminal 36 and the
proxy server 50 may store the banner served by the computer
site 50 during the serve banner step 104.

When the computer site 46 in the example described
above in relation to FIG. 4 is a web site using the HTTP and
the HTML protocols, as previously described above, the user
selects and accesses the web site 46 by entering the Uniform
Resource Locator (URL) address of the desired web site 46
into the terminal 36. The page request signal generated by
the terminal 36 during page request step 74 tells the com-
puter network 30 which computer or web site the user
wishes to access. As previously discussed above, when the
requested page is served to the terminal 36 from the web site
46, it may contain the URL addresses of specific banners to
be displayed along with the requested web page, or it may
contain the URL addresses in a content general format, i.e.,
the URL address does not specify exactly which banner is to
be served to the terminal 36, only that a banner is to be
served to the terminal 36. It should be noted that steps 80,
85, 112, 116, and 118 may also include name resolution of
the IP address needed to transmit the signals across the
computer network to the designated and desired computer
web site or information server and these steps should be
construed to include such IP address resolution and the use
of the Domain Name System (DNS).

Again using the example of the XYZ Company and the
web page 60, the web page 60 served to the terminal 36 or
loaded by the terminal 36 during steps 78, 84, or 86 may
include general content URL addresses for banners or spe-
cific content URL addresses for the specific banners 62, 64,
66. A general content URL address for a banner does not
provide the necessary information to determine which ban-
ner is to be displayed. Rather a general content URL address
for a banner only indicates that a banner is to be displayed
and the receiver of the signal generated by the terminal 36
during the step 112 can decide which banner is to be
displayed during the selection step 113. A general content
URL address for a banner could be of the form http://
www.bannersite1.com/image;spacedesc=contentsitename.
A server at www.bannersitel.com looks to see if the first
word after the name of the site is “image” or any other
previously designated word which can be distinguished from
an existing file name. It the first word after the name of the
site is “image,” then the URL address is recognized as a
generic request or content general request for a banner,
which, as a result, does not specify any particular banner.
The server than looks for a space descriptor immediately
following the text “spacedesc=" which provides a reference
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to a section of the server in which banners are stored or
located and from where a specific banner can be selected to
be served to the terminal 36. The space descriptor field in the
general content URL address can reference different groups
of banners such as, for example, a collection of car
advertisements, a collection of detergent advertisements,
etc., depending on the web page providing the general
content URL address.

A specific content URL address for a banner does contain
the necessary information to determine which banner is to be
displayed and the location for the banner. As illustrated in
the examples above, the specific content URL address for the
banner 62 may be of the form http://www.bannersite1.com/
bannerl.gif. The “bannersitel.com” portion of the specific
content URL address for the banner 62 indicates which
device, for example the information server 54, connected to
the computer network contains the banner 62 and the
“bannerl.gif” portion of the specific content URL address
for the banner 62 indicates which file stored on the indicated
device constitutes the banner 62 and the physical location of
the file.

Preferably, the initial banner request signal generated by
the terminal 36 during the step 112 is a general content URL
address that merely requests a banner to be displayed on the
terminal 36, but does not specify which banner is to be
displayed. The recipient of the initial banner request signal
can then select which banner is to be displayed on the
terminal 36 during the selection step 113, thereby allowing
targeting and variation in the banners displayed, and return
a specific content URL address to the terminal 36 during the
step 114 in the form of a Status HITTP 302 Redirect
(temporary) signal to the terminal 36 to tell the terminal 36
where the selected banner to be displayed on the user’s
terminal 36 is located on the computer network 30, i.c., to
provide the terminal 36 with the content specific URL
address of the selected banner to be displayed on the user’s
terminal 36. An HTTP 302 temporary redirect signal does
not create an association between the general content URL
address signal generated by the terminal 36 during the step
112 and the banner to be displayed on the terminal 36 or the
response signal sent to the terminal 36 during the step 114.
Therefore, even though the banner displayed on the user’s
terminal 36 may be cached or stored on the user’s terminal
36 or on the proxy server 50, the response sent during the
step 114 to the general content URL address signal generated
by the terminal 36 during the step 112 is not cached.
Therefore, the signal sent by the terminal 36 during the step
112 will not be blocked or otherwise prevented from being
transmitted over the computer network 30 by either the
terminal 36 or the proxy server 50.

An alternative to using only the HTTP 302 Redirect signal
is to use, in addition, standard HTML response header tags.
More specifically, every time a server responds to a request
for a document or page from a client’s browser software, the
response from the server can contain one or more response
header lines. Each line of the response header describes a
different aspect of the response, including its size, the type
of content it is (image, text, etc.), a status code, and one or
more tags which affect the changing nature of the document
and how proxy servers or terminals should deal with the
document.

The method 110 of the present invention can use HTML
tags to tell proxy servers and terminals that the response sent
during the step 114 is not cachable, even if the actual banner
eventually served to the terminal is itself cachable. There are
many types of tags that can be used for this purpose. For
example, the Expiry tag which specifies the date and time
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beyond which a cached copy of the response is no longer
valid. By setting the Expiry tag to a date in the past, the
response sent to the terminal 36 during the step 114 will not
be considered valid for any further signals sent by the
terminal during later steps 112. Therefore, the response sent
to the terminal 365 during a previous step 114 is no longer
valid and the signal sent by the terminal 36 during the
current step 112 cannot be blocked by the terminal 36 or the
proxy server 50. Another tag that could be used is the
Last-Modified Tag which specifies the last time the response
was modified. By setting the Las-Modified Tag for a
response as a date far in the past, the terminal or proxy server
may consider the response to be too “stale” to be considered
valid. A third tag that could be used is the Cache-Control
Tags or the obsolete pragma:no-cache tag which informs a
receiver of the response that the response is not be cached or
stored in the receiver.

Another option for implementing the method 110 of the
present invention using standard HTML and HTTP proto-
cols is to incorporate variable components into the links on
a web page or hypertext document such that the variable
components are incorporated into the general content URL
addresses sent by the terminal during the step 112. For
example, referring to the web page 60 in FIG. 2, the
hypertext links or URL addresses returned for the banners
62, 64, 66 when the web page 60 is displayed on the user’s
terminal 36 during steps 78, 84, or 86 can contain a variable
component such as, for example, a random number, a
time/date stamp, cgi-bin string, or a random page identifier.
In this manner, each time the web page 60 is displayed on
the terminal 36, the URL addresses for the needed banners
62, 64, 66 will be different. When the terminal 36 sends the
initial banner request signal during step 112, the initial
banner request signal can incorporate the variable compo-
nent URL addresses generated when the web page 60 is
served or displayed on the terminal 36. Since the variable
component URL addresses are, by definition, different every
time, the initial banner request signal generated during the
step 112 will be different every time, thereby preventing the
terminal 36 or the proxy server 50 from blocking the
transmission to the computer network 30 of the initial
banner request signal generated during the step 112.

Another alternative for implementing the method 110 of
the present invention is to use for the general content URL
address, an URL address which, though constant, is inter-
preted by caching proxy servers and/or caching web brows-
ers or terminals to resemble a constantly changing URL
address and, as a result, is not cached. More specifically,
caching proxy servers exist which will specifically avoid
caching content related to any URL address containing the
strings “cgi-bin” and “?” which are strings conventionally
used in the construction of URL addresses for which
responses are dynmically generated and, therefore, are
unsuitable for caching. It should be noted that a general
content URL address using this techniques such as, for
example, http://www.bannersitel.com/cgi-bin/
image;spacedisc=contensitename?variable, need not use the
cgi-bin directory and need not use the variable after the “?”.
Since these markers exist in the URL address, some caching
proxy servers will be led to conclude that the URL address
should not be cached.

In order to speed up the process of downloading,
transmitting, or serving a specific banner from an informa-
tion server to the terminal 56, the content specific URL
address of the requested or selected banner sent to the
terminal during step 114 can contain the exact Internet
Protocol (IP) address of the requested or selected banner. For
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example, instead of providing the specific content URL
address for the banner 62 as http:/www.bannersitel.com/
banner1.gif, the specific content URL address for the banner
62 could be provided as, for example, http://236.45.78.190/
banner1.gif, thereby removing any need to use the Domain
Name System (DNS) to convert the alphanumeric address
“www.bannersitel.com” of the information server to its
exact IP address. The use of content general and content
specific URL addresses and IP addressing is well known to
people of ordinary skill in the art and need not be explained
in any further detail for purposes of the present invention.

The method 110 of the present invention has particular
application to the advertising industry, as will now be
discussed in more detail. While the previous discussions in
regard to the prior art method 72 and the method 110 of the
present invention have indicated that the banner information
can be located on either the computer or web sites connected
to a computer network or information servers connected to
the computer network, the conventional practice in the
advertising business is to have all of the banners located on
one or more information or ad servers, such as the infor-
mation servers 54, 56, 58. As previously discussed above,
advertising agencies create the banners and then arrange or
contract to have the banners be associated with web pages or
web sites such that when users access the web sites and the
web pages are displayed on the user’s terminal, the banners
are also displayed on the user’s terminal. While the adver-
tisements can be stored on the computer or web sites
connected to the computer network, it is typically more
convenient for the advertisements to be centrally stored on
an information or ad server, particularly if the advertise-
ments change or the advertisers want to target specific
advertising banners to specific users. Therefore, when a web
page requested by the user is served to the user’s terminal
and the web page contains advertising banners, the web page
will often include the address information for the advertising
banner to be displayed in conjunction with the requested
web page so that the terminal can request the serving of the
advertising banners. By keeping the advertising banners
centrally located in an information server, the advertiser can
keep each advertising banner’s address information included
in the web page constant while changing the actual adver-
tising banner associated with the banner address informa-
tion. In addition, the generation of content general URL
addresses during the step 112, the selection of banners to be
displayed by a central or primary information server during
optional step 113, and the return of content specific URL
addresses during the step 114 allow the advertiser to rotate
and change the advertising banners displayed to users.
Furthermore, if the device receiving the initial banner
request signal generated by a user’s terminal during step 112
has any demographic or other information about the user, the
use of content general URL addresses and content specific
URL addresses in the method 110 allows the device sending
the banner location signal during step 114 to select an
advertising banner targeted to the particular user during the
step 113, thereby increasing the appeal and success of the
advertising banner. In contrast, the prior art method 72
previously discussed above does not utilize content specific
and content general URL addressing. Nor does the prior art
method allow for the selection or targeting of banners to be
made by an information server.

The prior art method 72 also does not allow each display
of the banners associated with a page to be counted, while
the method 110 of the present invention specifically allows
for each such display of a banner to be counted and
monitored. More specifically, allowing the user’s terminal or
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proxy server connected to the user’s terminal to terminate or
block a banner request from the user’s terminal (created
during step 90) when the banner is already stored in either
the user’s terminal or the proxy server connected to the
user’s terminal in the prior art method 72 prevents accurate
banner display counts to be made. In contrast, the method
110 of the present invention specifically allows each banner
display to be counted by preventing the user’s terminal or
the proxy server connected to the user’s terminal from
terminating or blocking the initial banner request signal
(created during step 112) from reaching the information or
ad server in which the desired banner is stored or which is
controlling the selection of the banner to be served to the
terminal.

In addition to the advantage of the method 1 10 described
above, a significant feature of the method 110 of the present
invention is that it does not significantly impact the opera-
tion or efficiency of the computer network 30. While the
initial banner request signal created by the terminal during
the step 112 and the banner location signal generated during
the step 114 are additional signals created in the method 110
that are not created in the prior art method 72, thereby
creating additional data traffic and overhead on the computer
network 30, the initial banner request signal and the banner
location signal are both extremely small, often comprising
no more than a single packet or one-hundred to two-hundred
bytes. Therefore, the overhead created by the additional
banner signal during the step 112 and the banner location
signal during step 114 is negligible. More importantly, since
the method 110 still allows the web pages and the banner
information to be cached or stored in the terminals and proxy
servers, there is no unnecessary retransmission of the web
pages or banners from the computer or web sites or the
information or ad servers to the terminals which would
significantly increase the data traffic and overhead on the
computer network 30.

In a second embodiment of the method 110 of the present
invention, multiple information servers storing the banner
information used in conjunction with the displays of web
pages on user terminals are connected to the computer
network. Using mirror information servers allows for ban-
ners to be distributed faster to user terminals and increases
the reliability of the method 110. For example, the computer
network 30 illustrated in FIG. 1 includes a primary infor-
mation server 54 and mirror information servers 56, 58
which preferably contain a duplicate of the banners stored
on the primary information server 54. When the terminal 36
creates and sends the initial banner request signal during the
step 112, the initial banner request signal is preferably
configured so that it sent to and received by the primary ad
or information server 54 which in turn creates and sends the
address location information of a selected banner to the
terminal 36 during the step 114. The selected banner is
preferably stored at the primary information server 54 and at
also the mirror servers 56, 58. The address location infor-
mation for the banner sent by the primary information server
54 to the terminal during the step 114 is preferably includes
the address location for the banner at the information server
best suited to handle a transmittal of the banner to the
terminal 36 or includes other information with which the
terminal 36 can determine the best suited information server
to serve the banner. Typically, the information server best
suited to handle the serving or transmittal of a banner to the
terminal 36 will be the information server that can download
or serve the banner to the terminal 36 in the shortest period
of time. Other selection criteria can be used, however, in
determining which information server is best suited to
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download or serve a banner to a terminal, including the
network topological distance between the terminal 36 and
the information servers, the geographical distance between
the terminal 36 and the information servers, the bandwidth
of the information servers, or the round trip times for a
message between the terminal 36 and the information serv-
ers. The use of a primary information server and mirror
information servers allows all of the intelligence, databases,
banner display counting processes, etc. for operating the
method 110 of the present invention to be stored and
operated in a single location, i.e., the primary information
server, while allowing mirror information servers to be little
more than network accessible memory devices or servers on
which the banners are stored. Many Internet Service Pro-
viders (ISPs) and other network service providers connected
to computer networks will provide memory space and will
store documents and other files for access and retrieval from
the computer network for relatively low cost and such
storage capabilities are easy to implement and maintain.

As a further example, suppose that the user at the terminal
36 sends an initial banner request signal to the primary
information server 54 during the step 112 and the primary
information server selects a banner to be served to the during
step 113. If desired, the primary information server 54 can
update the count information for the particular banner
selected to be displayed on the user’s terminal 36. The
primary information server 54 may determine that the mirror
information server 56 is best suited for serving the selected
banner to the terminal 36 since the mirror information server
56 can serve the selected banner to the terminal 36 in the
shortest period of time. Alternatively, the primary informa-
tion server 54 may determine that either it, the mirror
information server 58, or some other information server (not
shown) connected to the computer network 30 can serve the
selected banner to the terminal 36 in the shortest period of
time. The information servers 54, 56, 58 may themselves be
separated geographically or topologically such that every
terminal connected to the computer network 30 has an
optimal information server from which banners can be
served, even if the terminals are scattered across a wide
geographical or topological area. Therefore, for example,
the terminal 36 may be optimally served by the mirror
information server 56 while the terminal 32 may be opti-
mally served by the primary information server 54 and the
terminal 44 is optimally served by the mirror information
server 58. When the primary information server 54 has
determined which information server is best suited to handle
the serving of the selected banner to the terminal 36, the
primary information server 54 will return the banner loca-
tion address for the selected banner at the selected informa-
tion server to the terminal 36 during the return banner
location address step 114. The terminal 36 can then request
that the selected banner be served from the selected infor-
mation server during the steps 98, 100, 104, 116, and 118 for
display at the terminal 36.

As previously discussed above, the selection of which
mirror information server is the best suited for serving a
particular banner to a particular terminal can be made a
variety of ways. The criteria to be considered can include
precision, i.e., the accuracy of the determination of which
information server is best suited to serve a particular banner
to a particular terminal, the ease of implementation, and the
time required for the primary information server to make the
determination of which information server is best suited to
serve a particular banner to a particular terminal. The
decision can be made by either the primary information
server or by some other method.
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As one example implementation of the decision criteria
implemented in a primary information server, a table or
matrix can be stored and maintained at the primary infor-
mation server 54 which showing the relationship between
each information server 54, 56, 58 and the particular termi-
nal. The matrix preferably contains the round trip times for
messages sent back and forth between each information
server and the terminal. The information in the matrix can be
updated continuously or periodically as desired. This infor-
mation server determination method has several advantages.
First, with such a matrix stored at the primary information
server, the primary information server can quickly and
accurately determine which information server is best suited
to serve a particular banner to a particular terminal. Also, the
time for the primary information server to make a decision
is very fast and does not require additional searches of the
computer network 30. Furthermore, the primary information
server will know exactly which information server served
each and every banner to every terminal on the computer
network, which can be very valuable for evaluating the
efficiency of the method 110.

This information server determination method described
above does, however, also have several disadvantages. First,
a significant effort is needed to generate the matrix and the
information stored in the matrix, particularly if the computer
network is quite large. More specifically, this method
requires that monitoring software and/or hardware be oper-
ating at each information server to measure the round trip
times between the information servers and the terminals. In
addition, the matrix at the primary information server will
need to be updated with the information created by the
monitoring software and hardware at the mirror information
servers so that accuracy of the matrix is maintained. Since
the computer network may be continuously changing or
evolving as new devices and networks are connected or
disconnected from the computer network, and portions of
the computer network may become temporarily disabled or
offline, the overhead of monitoring the round trip times can
be significant. The ability to create a matrix with the round
trip times between all of the information servers and all of
the terminals may take too long to develop, particularly if
there is a significant number of terminals that do not ever
request a banner stored on the information servers. This
problem can be reduced by assuming that the round trip time
between an information server and a particular terminal is
the same, or at least approximately the same as, for example,
other terminals connected to the same proxy server, the same
as other terminals connected to the same sub-network, or the
same as other terminals in a /24 network (a set of 256
contiguous IP addresses).

Another method in which the information server is best
suited for serving a particular banner to a particular server
uses and takes advantage of the Domain Name System
(DNS) already being implemented on the Internet. As pre-
viously discussed above, DNS is a system for resolving or
determining the thirty-two bit Internet Protocol (IP)
addresses for each host computer or network device on the
computer network. Every time a signal is generated by
terminal or other device connected to the computer network
requesting access to, or communication with, another device
on the computer network, the IP address for the desired
device must be determined if the signal does not already
contain the IP address.

The DNS process is very complex and so a complete
description of it is beyond the purview necessary for a
complete understanding of the present invention. In
addition, the DNS process is well known to people of
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ordinary skill in this art. For purposes of a general expla-
nation of how the DNS process can be used for selection of
the information server to serve a banner to a particular
terminal, the DNS process uses name servers or resolvers
located in the computer network to determine the IP
addresses. The name servers maintain listings of each com-
puter or device in the computer network and their IP
addresses. If a particular name server does not know a
specific IP address when it is queried for the IP address, the
name server can forward the query to another name server.
Once the correct IP address is determined, it is passed along
the reverse path to the terminal and is stored on all name
servers who received the query and forwarded the query
along.

With the present invention, each information server 54,
56, 58 operates a name server. Furthermore, each name
server is configured to respond to a DNS request with the IP
address of the information server containing the name
server. When the banner location signal is returned to the
terminal 36 during the step 114 from the primary informa-
tion server 54, the banner location signal contains a refer-
ence or general URL address of the banner to be served to
the terminal, but not the specific IP address. The terminal 36
then initiates a DNS name resolving process prior to step 116
to determine the information server from which to serve the
desired banner. Upon receiving the name resolving request
from the terminal 36 or its nearby DNS name server, over
the course of several transactions, cach of the name server
in each information servers returns an IP address to the
terminal containing the IP address of the information server
in which the name server is located. That is, name server in
the information server 56 returns the IP address of the
information server 56, while the name server in the infor-
mation server 58 returns the IP address of the information
server 58, etc. All of the IP addresses becomes stored in the
DNS name server closest topologically to the terminal 36
since that DNS name server would have been the first name
server to receive the name resolution request from the
terminal 36. The DNS name server keeps a list of all of the
IP addresses for all of the information servers and the round
trip times for communications between the DNS name
server and the name servers located at the information
servers. The round trip times are initially set to zero. When
the DNS name server gets a request from the terminal 36, it
selects the information server having the shortest round trip
time and provides the terminal 36 with the IP address of the
selected information server. Since initially all of the round
trip times are set to zero (0), the DNS server will randomly
select one IP address and return it to the terminal 36. The
DNS name server will then monitor the round trip time
between DNS server and the information server and update
DNS name server’s round trip time list for the particular
information server’s IP address returned to the terminal 36.
The next time the terminal 36 requests name resolution from
the DNS server, the DNS name server will return the IP
address of a different information server since the round trip
time of the first information server will no longer be zero (0).
After this process is implemented at least as many times for
each terminal or each specified group or domain of terminals
as there are information servers, the best information server
for serving banners to the terminals or groups or domains of
terminals will be determined and the appropriate IP
addresses will be returned to the terminal requesting the
DNS process. The standard DNS process includes ways for
insuring that the route trip times are updated so that par-
ticular terminals are not locked into always receiving ban-
ners from particular information servers if other information
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servers become better suited for serving banners to the
particular terminals.

This second information server determination method
described above has several advantages. Unlike the first
method described above, this method takes advantage of the
already existing DNS process and requires no special moni-
toring or sniffing software or hardware to be installed at the
information servers. Also the second method does not
require a matrix to be generated and stored in the primary
information server or updates to a matrix to be made. In
comparison, the operation of a name server at each mirror
site is simple to implement and operate. Therefore, in
contrast to the first method, the second method is easy and
relatively inexpensive to implement. Unfortunately, in con-
trast to the first method, the second system may be less
precise and take longer to implement since a DNS search or
rotation process will have to be implemented each time a
banner is to be served to a terminal. In addition, until the
round trip times for each information server are determined,
the second method may produce less than optimal results.
Furthermore, updating of the round trip time information
may require using an information server other than the
optimal information server to serve a particular banner to a
particular terminal. Finally, the shortest round trip time
between the DNS name server and the name servers at the
information servers may not be an accurate reflection of the
round trip times between the terminal and the information
servers, particularly if a given user’s DNS name server is
topologically distant from the terminal. As a result, the
information server selected by the DNS name server may
not always have the shortest round trip time to the terminal.

Other methods for determining which information server
is best suited to serve a particular banner to a particular
terminal include looking at the information, if any, about the
terminal received in the initial banner request signal gener-
ated during step 112. The information might include things
such as the country code or the network code in which or on
which the terminal resides. In addition, the information
might include information about how the initial banner
request signal was routed from the terminal to the primary
information server, thereby giving an indication of the
topological location of the terminal in the computer net-
work. The primary information server can then use this
information dynamically or in conjunction with a matrix
lookup process to determine which information server to
select to serve the selected banner to the terminal requesting
a banner.

Another important benefit of mirroring is that it allows for
redundancy and back-up if one or more of the information
servers connected to the computer network 30 goes offline or
becomes otherwise inaccessible or incapable of serving
banners to terminals. For example, in the preferred method,
the initial banner request signal is preferably sent by a
terminal to the primary information server 54 during the
send initial banner request signal step 112, thereby allowing
the primary information server 54 to be the centralized
source of intelligence and the centralized source of banner
display monitoring and counting. If however, the primary
information server 54 becomes disabled or goes offline for
any reason, one of the mirror information servers 56, 58 can
temporarily or permanently become the primary information
server for the computer network 30, thereby allowing the
delivery of banners to terminals to continue. Preferably, the
switch from the disabled primary information server 54 to
the back-up information server 56 or 58 can take place very
quickly such that little impact on the delivery of banner
information is noticed or even created. It should be noted,
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however, that the backup primary information server will
need to contain all of the centralized intelligence, databases,
banner counting and monitoring software, etc. operating on
the original primary information server 54 such that the
backup primary information server can operate appropri-
ately if the original primary information server 54 becomes
disabled or goes offline.

The switch over to the backup primary server can be
handled in a variety a ways. For example, once again taking
advantage of the Domain Name System (DNS) process and
Internet Protocol (IP) addresses, both the primary informa-
tion server and the backup information server will operate a
name resolver or name server such that when the initial
banner request signal is generated during the step 112 that
does not contain the needed IP address, the IP address for the
primary information server is returned to the terminal 36 and
stored in all name servers receiving and processing the query
for the IP address of the primary server. The backup infor-
mation server will monitor the primary information server
and, in the event that the primary information server goes
offline or becomes otherwise disabled, the backup informa-
tion server will shut down or disable the name server at the
primary information server. Furthermore, the backup infor-
mation server will begin returning its IP address instead of
the IP address of the primary information server when
queries are received. All IP address information stored in
name servers has a time-to-live (TTL) value that is set by the
name server returning the IP address. When the TTL value
expires, the IP address information is no longer stored in the
name server and the name server will have to forward any
requests it receives for the IP address. Therefore, when
either of the name servers in the primary information server
or the backup information server returns an IP address for
the primary information server, the IP address is set to have
a finite TTL value of, for example ten to thirty minutes. In
the event of the primary information server going offline,
eventually the IP addresses for the primary information
server stored in the name servers will expire and queries for
the IP address will reach the name server in the backup
information server which will then return its IP address
instead of the IP address of the primary information server.
Thus, within a finite time and selected TTL, all name servers
in the computer network that have stored or cached the IP
address of the primary information server will have their
caches or memory cleared. They will then ask for new
addresses and receive the IP addresses of the backup infor-
mation server in response.

The use of a centralized primary information server along
with at least one mirror information server on a computer
network provides significant advantages for the delivery of
banners containing advertising information to a terminal for
display on the terminal. First, advertising banners are in
most cases going to be delivered to the terminal requesting
the advertising banner in quick and efficient manner since
the information server best suited for delivering and serving
a banner to a terminal will in most cases be the information
server selected by the primary information server to deliver
the banner to the terminal. The faster the advertising banner
is delivered to a terminal, the more likely the user at the
terminal is to look at the advertising banner, particularly if
the advertising banner is displayed on the user’s terminal for
a longer period of time before the user exits the web page or
selects a new page. In addition, mirroring of information
servers allows for the relatively fault tolerant delivery of
advertising banners to users at the terminals, thereby reduc-
ing or even eliminating lost opportunities to display adver-
tising banners on terminals when the primary information
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server becomes disabled or otherwise goes offline.
Furthermore, centralizing the intelligence at a primary infor-
mation or ad server allows the displays of advertising
banners to be continuously and accurately monitored,
thereby increasing the ability to judge the success or failure
of specific advertising banners.

The foregoing description is considered as illustrative
only of the principles of the invention. Furthermore, since
numerous modifications and changes will readily occur to
those skilled in the art, it is not desired to limit the invention
to the exact construction and process shown and described
above. Accordingly, all suitable modifications and equiva-
lents may be resorted to falling within the scope of the
invention as defined by the claims which follow. For
example, while the method 110 of the present invention is
directed primarily to the accurate counting of banner infor-
mation displayed with web pages, the method 110 can also
be used to provide an accurate count of the number of times
specific web pages are displayed on a user’s terminal by
creating a send initial page request signal step in a similar
manner to the send initial banner request step 112 and a
return page address location step in a similar manner to the
return banner location step 114 prior to the storage deter-
mination step 76. In addition, while the method 110 of the
present invention has been described with connections to the
computer network 30 being made primarily by terminals,
computers, and proxy servers, it should be appreciated that
the method 110 will also be suitable for use with other
devices connected between the user’s terminal and the
computer network may exist which can cache or store the
web pages or the banner information.

As yet another example of how the method 110 can be
modified, if a primary information server receiving the
initial banner request signal generated by a terminal during
step 112 determines that the primary information server
itself is the information server best suited for downloading
or serving a selected banner to the terminal, the primary
information server may, instead of sending a banner location
signal to the terminal during the step 114, simply transmit
the selected banner to the terminal directly, thereby elimi-
nating some of the steps in the method 110.

As yet another example of how the method 110 of the
present invention can be modified, it is possible to move the
steps 112 and 114 to between the steps 92 and 116 in FIG.
4 50 that the steps 112 and 114 are no longer performed after
step 88 and before step 92. The steps 112 and 114 are instead
implemented after the step 92 and before the step 116 if the
answer in step 92 is “no”. In this embodiment, web pages
and banners that are stored in a user’s terminal are auto-
matically reloaded and displayed on the user’s terminal
without generating additional signals on the computer net-
work. Therefore, if a user “backs” through a page, i.c., the
user moves through a series of pages, each of which are
displayed on the user’s terminal and stored in the terminal’s
memory along with the page’s associated banners, and then
decides to review or redisplay some of the pages (such as by
using the “back” function of the browser software operating
on the user’s terminal), no initial banner request signal is
generated during the step 112 since the steps 88, 92, 94 will
be followed in sequence. While this embodiment of the
method 110 of the present invention does not allow the
redisplay of the banners on the same terminal (and presum-
ably to the same user) to be counted or monitored, it still
allows the redisplay of banners stored in the proxy server,
but which are requested to be displayed on different termi-
nals (and presumably to different users), to be counted and
monitored.
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While the method 110 of the present invention has been
discussed in detail primarily with the counting, monitoring,
and targeting of advertising or other content over computer
networks, the method 110 can also be used for the counting,
monitoring, or targeting of content or banners over local area
networks, e-mail networks, and non computer networks such
as switched-network cable television. In addition, the
method 110 can easily be implement to monitor levels of
content sophistication, content language, content type, con-
tent levels of summarization, etc. when different content
options are selectable by a user or terminal.

It should also be noted that, while the terms information
server, computer site, web site, server, media property have
been used to describe the method 110 of the present
invention, the terms have been used only to help clarify
different portions of the method 110. Thus, an information
server could also function as a computer site, a computer site
could also function as an information server, and both could
be labeled generically as servers. The method 110 of the
present invention, therefore, should not be limited by the
terminology used to describe different aspects of the present
invention.

What is claimed is:

1. A method for storing information on a primary server
and one or more secondary servers and on computer sites
connected to a computer network, wherein information
delivered over the computer network to a terminal or a group
of terminals may contain references to other information to
be delivered to the terminal, comprising:

serving a first portion of information to a terminal,
wherein said first portion of information contains a
reference to a second portion of information;
causing a first request signal to be transmitted from the
terminal to a primary server requesting a location
address for said second portion of information from
which said second portion of information can be served
to the terminal, wherein said first request signal
includes information intended to prevent said first
request signal from being blocked from reaching said
primary server by either the terminal or any interme-
diary device located topologically between the terminal
and the primary server as a result of previous caching
of said first portion of information or said second
portion of information in the terminal or said interme-
diary device;
sending a location signal from the primary server to the
terminal providing said location address of said second
portion of information;
causing a second request signal to be transmitted from the
terminal containing said location address of said second
portion of information and requesting said second
portion of information be served to the terminal; and
serving said second portion of information to the terminal.
2. The method of claim 1, wherein said intermediary
device is a proxy server.
3. The method of claim 1, wherein said second portion of
information is served from the primary or secondary servers.
4. The method of claim 1, wherein said first request signal
is a content general request signal.
5. The method of claim 4, wherein said second request
signal is a content specific request signal.
6. The method of claim 1, wherein said second portion of
information is served from one of the secondary servers.
7. The method of claim 1, wherein after the primary server
receives the first request signal from the terminal, further
including determining which server connected to the com-
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puter network is best suited for serving said second portion
of information to the terminal.

8. The method of claim 7, wherein results of said deter-
mining are included in said location signal sent from the
information server to the terminal.

9. The method of claim 8, including creating a matrix of
selections between each of the terminals or groups of
terminals and each of the servers and using said matrix to
determine which of the servers is best suited to serve said
second portion of information to the terminals or groups of
terminals.

10. The method of claim 9, wherein said selections
contain round trip times between the servers and the termi-
nals or groups of terminals.

11. The method of claim 1, including making one of the
secondary servers a new primary server if the original
primary server becomes inaccessible.

12. The method of claim 1, including storing said second
portion of information in the terminal.

13. The method of claim 1, wherein said first request
signal includes the strings “cgi-bin” and “?”.

14. The method of claim 4, including selecting the com-
position of said second portion of information.

15. The method of claim 14, wherein the results of said
composition selection are included in said location signal
sent from the information server to the terminal.

16. The method of claim 1, wherein said location signal
includes an HTTP 302 redirect command.

17. The method of claim 1, wherein said reference to a
second portion of information includes at least a portion of
a URL.

18. The method of claim 1, wherein said first portion of
information is a web page, said second portion of informa-
tion is a banner, and said reference is a link.

19. The method of claim 1, including counting at least one
display of said second portion of information on the termi-
nal.

20. A method for distributing a banner over a computer
network to a device when the banner is referenced or linked
to in a document served to the device, wherein the banner is
stored in one or more servers, comprising:

receiving a first banner request signal from a device at a

first server requesting that a banner be served to the
device, wherein said first banner request signal includes
information intended to prevent said first banner
request signal from being blocked from reaching said
first server by the device despite previous caching of
said specified banner in the device;

sending a banner location signal from said first server to

the device, wherein said banner location signal includes
location information for a specified banner stored on a
second server; and

receiving a second banner request signal from the device

at said second server requesting that the second server
serve said specified banner to the device.

21. The method of claim 20, wherein said second server
is said first server.

22. The method of claim 20, including determining which
of the servers is best suited for serving said specified banner
to the device.

23. The method of claim 22, wherein said determining
which of the servers is best suited for serving said specified
banner to the device is performed in said first server after
said first server receives said first banner request signal from
the device.

24. The method of claim 20, wherein said first banner
request signal is a content general banner request signal.
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25. The method of claim 24, wherein said second banner
request signal is a content specific banner request signal.

26. The method of claim 20, including storing said
specified banner in said device.

27. The method of claim 26, including determining
whether said specified banner is stored in the device before
said receiving said second banner request signal.

28. The method of claim 20, including selecting said
specified banner prior to sending said banner location signal
from said first server to the device.

29. The method of claim 20, wherein all of the banner
information stored on said first server is also stored on said
second server.

30. The method of claim 20, including counting a display
of said specified banner on said device.

31. The method of claim 20, wherein said location infor-
mation includes at least a portion of a URL.

32. The method of claim 20, wherein said first request
signal includes the strings “cgi-bin” and “?”.

33. The method of claim 20, wherein said banner location
signal includes an HTTP 302 redirect command.

34. A method for enabling a web page and an associated
banner to be served to a computer, wherein the web page
contains a link or other reference to the banner, comprising:

serving a web page to a computer;

causing a banner request signal to be sent from the

computer to a primary server requesting a banner be
served to the computer, wherein said banner request
signal includes a Uniform Resource Locator address for
said primary server and wherein said banner request
signal includes information intended to prevent said
banner request signal from being blocked from being
received by the primary server as a result of previous
caching of the banner on the computer;

determining which specified banner will be served to the

computer; and

sending a banner location signal from said primary server

to the computer, wherein said banner location signal
includes the Uniform Resource Locator address for a
device on which the specific banner to be served to the
computer is stored.

35. The method of claim 34, wherein said banner request
signal includes a content general Uniform Resource Locator
address.

36. The method of claim 34, including determining
whether said specified banner is stored on the computer.

37. The method of claim 36, wherein after said determin-
ing whether said specified banner is stored on the computer,
if said specified banner is not stored on the computer then
including causing a second banner request signal to be sent
to said device requesting that said device serve said specified
banner to the computer.

38. The method of claim 37, including serving the speci-
fied banner from said device to said computer.

39. The method of claim 34, wherein said banner location
signal constitutes an HTTP 302 redirect signal.

40. The method of claim 35, wherein said banner location
signal includes a content specific Uniform Resource Locator
address for the specified banner.

41. The method of claim 34, including tagging said
specified banner as being cachable.

42. The method of claim 34, wherein said device is said
primary server.

43. A method for distributing a banner over a computer
network to a device when the banner is referenced or linked
to in a hypertext document served to the device, wherein the
banner is stored in one or more servers, comprising:
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receiving a first banner request signal from the device at
a first server requesting that a banner be served to the
device, wherein said first banner request signal includes
information intended to prevent said first banner
request signal from being blocked by the device or an
intermediary server located between the device and
said first server as a result of a previous storage in the
device or said intermediary server of a response to said
first banner request signal sent from said first server to
the device;

determining if said first server is best suited to serve said
banner to the device and serving said banner to the
device if said first server is best suited to serve said
banner and, if said first server is not best suited to server
said banner to the device, sending a banner location
signal from said first server to the device, wherein said
banner location signal includes location information for
a specified banner stored on a second server;

receiving a second banner location request signal from the
device at said second server requesting that said second
server serve said specified banner to said device if said
first server is not best suited to server said banner to the
device; and

serving said specified banner to said device from said

second server if said first server is not best suited to
server said banner to the device.

44. The method of claim 43, wherein said document is a
web page.

45. The method of claim 43, wherein said first banner
request signal includes the strings “cgi-bin” and “?”.

46. The method of claim 45, wherein said banner reloca-
tion signal includes an HTTP 302 redirect command.

47. The method of claim 43, wherein said banner location
information includes at least a portion of a URL.

48. The method of claim 43, including counting at least
one display of said specified banner on the device.

49. A method for enabling distribution of a banner over a
computer network to a device when the banner is referenced
in a document served to the device, wherein the banner is
stored in one or more servers connected to the computer
network, and the device is connected to the computer
network via an intermediary server, comprising:

causing a first banner request signal to be transmitted

from the device to a first server requesting that a banner
be served to the device, wherein said first banner
request signal includes information intended to make
said first banner request signal not blockable by the
device or the intermediary server as a result of a storage
in the device or the intermediary server of said
requested banner prior to the generation of said first
banner signal by the device;

sending a banner location signal from said first server to

the device, wherein said banner location signal includes
location information for said requested banner stored
on a second server; and

determining if said requested banner is stored on the

device and, if said requested banner is not stored on the
device, then causing a second banner request signal to
be transmitted from the device to the intermediary
server and determining if said requested banner is
stored on the intermediary server, wherein if said
requested banner is not stored on the intermediary
server, causing at least a portion of said second banner
request signal to be sent to said second server request-
ing that said second server serve said requested banner
to said device.
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50. The method of claim 49, wherein said second server
is said first server.

51. The method of claim 49, wherein said first banner
request signal is a content general request signal.

52. The method of claim 51, wherein said second banner
request signal is a content specific request signal.

53. The method of claim 49, including having said first
server select said requested banner.

54. The method of claim 49, wherein said first banner
request signal includes the strings “cgi-bin” and “?”.

55. The method of claim 49, wherein said banner location
signal includes an HTTP 302 redirect command.

56. The method of claim 49, wherein the document
includes at least a portion of a web page.

57. The method of claim 49, wherein said location infor-
mation includes at least a portion of a URL.

58. The method of claim 49, including counting at least
one display of said specified banner on the device.

59. A method for serving a banner to a client device,
comprising:

receiving at a primary server a first request for a banner,

said first request containing at least a portion of an
initial URL, wherein said first request includes infor-
mation intended to prevent said first request from being
blocked from the primary server despite previous stor-
age of the banner on the client device;

sending a signal from the primary server to the client

device that includes at least a portion of a second URL
associated with the banner’s location;

receiving at the primary server a second TCP/IP compli-

ant request requesting that the banner be served to the
client device if the banner is not stored on the client
device;

serving the banner to the client device; and

counting at least one display of the banner on the client

device.

60. The method of claim 59, wherein said first request
includes the strings “cgi-bin” and “?”.

61. The method of claim 59, wherein said signal sent from
said primary server to the client device includes an HTTP
302 redirect command.

62. The method of claim 59, wherein said first request
cannot be prevented from being received by the primary
server as a result of previous caching or storing of the banner
by an intermediary device connected to the computer net-
work.

63. The method of claim 62, wherein said intermediary
device is connected topologically on said computer network
between the client device and the primary server.

64. A method for enabling accurate counting of displays
of a banner on a client device, comprising:

receiving a first banner request signal at a first server

requesting that a banner be served to a client device,
wherein said first banner request includes information
intended to prevent said first banner request signal from
being blocked from said first server, even though there
has been previous caching or storing of said banner by
the client device or an intermediary device;

sending a banner location signal to the client device,

wherein said banner location signal includes location
information for a specified banner stored on a second
server; and

causing a determination of whether said specified banner

is stored on the client device and, if said specified
banner is not stored on the client device, receiving a
second banner request signal from the client device at
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said intermediary device and causing a determination
of whether said specified banner is stored on said
intermediary device, wherein if said specified banner is
not stored on said intermediary device, receiving a third
banner request signal at said second server requesting
that said second server serve said specified banner to
the client device.

65. The method of claim 64, wherein said intermediary
device is a proxy server.

66. The method of claim 64, wherein said third banner
request signal is identical to said second banner request
signal.

67. The method of claim 64, wherein said banner location
signal includes an HTTP 302 redirect command.

68. The method of claim 64, wherein said first banner
request signal includes the strings “cgi-bin” and “?”.

69. The method of claim 64, wherein said first server and
said second server are the same server.

70. The method of claim 64, including serving said
specified banner to the client device.

71. The method of claim 70, including counting at least
one display of said specified banner on the client device.

72. A method for serving a banner to a client device,
comprising:

receiving at a primary server a first request signal for a

banner, said first request signal containing at least a
portion of an initial URL, wherein said first request
signal includes information intended to prevent said
first request signal from being blocked from the pri-
mary server as a result of previous caching of the
banner in the client device;

sending a signal from the primary server to the client
device that includes a second URL associated with the
banner’s location;

receiving a second request signal requesting that the
banner be served to the client device if the banner is not
stored on the client device; and

serving the banner to the client device.

73. The method of claim 72, including counting at least
one display of the banner on the client device.

74. The method of claim 72, wherein said first request
signal includes the strings “cgi-bin” and “?”.

75. A method for enabling a banner to be received at a
client device, comprising:

generating at the client device a first request signal for a

banner;

transmitting said first request signal to a server, wherein
said first request signal includes information intended
to prevent said first request signal from being blocked
from the server as a result of previous caching of the
banner on the client device;

receiving at the client device a response signal from the
server that includes a URL associated with the banner’s
location; and

transmitting a second request signal from the client device
requesting that the banner be served to the client
device.
76. The method of claim 75, wherein said first banner
request signal includes the strings “cgi-bin” and “?”.
77. The method of claim 75, wherein said response signal
includes an HTTP 302 redirect command.
78. The method of claim 75, including receiving the
banner at the client device.
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