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Description

The present invention relates to the field of distribution and usage rights enforcement for digitally encoded works.
A fundamental issue facing the publishing and information industries as they consider electronic publishing is how

to prevent the unauthorized and unaccounted distribution or usage of electronically published materials. Electronically
published materials are typically distributed in a digital form and recreated on a computer based system having the
capability to recreate the materials. Audio and video recordings, software, books and multimedia works are all being
electronically published. Companies in these industries receive royalties for each accounted for delivery of the mate-
rials, e.g. the sale of an audio CD at a retail outlet. Any unaccounted distribution of a work results in an unpaid royalty
(e.g. copying the audio recording CD to another digital medium.)

The ease in which electronically published works can be ‘perfectly’ reproduced and distributed is a major concern.
The transmission of digital works over networks is commonplace. One such widely used network is the Internet. The

Internet is a widespread network facility by which computer users in many universities, corporations and government
entities communicate and trade ideas and information. Computer bulletin boards found on the Intemet and commercial

networks such as Compuserv and Prodigy allow for the posting and retrieving of digital information. lnforrnation services

such as Dialog and LEXIS/NEXIS provide databases of current information on a wide variety of topics. Another factor
which will exacerbate the situation is the development and expansion of the National lnforrnation Infrastructure (the
NH). It is anticipated that, as the Nll grows, the transmission of digital works over networks will increase many times
over. It would be desirable to utilize the NH for distribution of digital works without the fear of widespread unauthorized
copying.

The most straightforward way to curb unaccounted distribution is to prevent unauthorized copying and transmis-
sion. For existing materials that are distributed in digital form, various safeguards are used. in the case of software,

copy protection schemes which limit the number of copies that can be made or which corrupt the output when copying
is detected have been employed. Another scheme causes software to become disabled after a predetermined period
of time has lapsed. A technique used for workstation based software is to require that a special hardware device must

be present on the workstation in order for the software to run, e.g., see US-A—4,932,054 entitled ‘Method and Apparatus
for Protecting Computer Software Utilizing Coded Filter Network in Conjunction with an Active Coded Hardware Device.

‘ Such devices are provided with the software and are commonly referred to as dongles.

Yet another scheme is to distribute software, but which requires a ‘key’ to enable its use. This is employed in
distribution schemes where ‘demos’ of the software are provided on a medium along with the entire product. The
demos can be freely used, but in order to use the actual product, the key must be purchased. These schemes do not
hinder copying of the software once the key is initially purchased.

It is an object of the present invention to provide an improved system and method for controlling the use and
distribution of digital works.

The invention accordingly provides a system and method as claimed in the accompanying claims.

In a system for the control of distribution and use of digital works, a fee reporting mechanism for reporting fees
associated with such distribution and use is disclosed. The system includes a means for attaching usage rights to a
digital work. The usage rights define how the digital work may be used or further distributed by a possessor of the
digital work. Usage fees are specified as part of a usage right. The ability to report usage fees may be a condition to
the exercise of a usage right. Further, different fees may be assigned to different usage rights.

The present invention enables various usage fee scenarios to be used. Fees may be assessed on a per use basis,
on a metered basis or based on a predetermined schedule. Fees may also be discounted on a predetermined schedule,
or they can be marked-up a predetermined percentage (e.g. as a distributor fee). Fee reporting may also be deferred
to a later time, to accommodate special deals, rebates or some other external information not yet available.

The present invention supports usage fees in an additive fashion. Usage fees may be reponed for a composite
digital work, i.e. a digital work comprised of a plurality of discrete digital works each having their own usage rights, and
for distributors of digital works. Accordingly, fees to multiple revenue owners can be reported.

Usage fee reporting is done to a credit server. The credit server collects the fee information and periodically trans-
mits it to a billing clearinghouse. Alternatively, the credit sewer may have a pre-allocated credit which is decremented

as fees are incurred. in this alternative embodiment, the credit server would have to be periodically reallocated with
credits to enable further use.

A system and method in accordance with the invention will now be described, by way of example, with reference
to the accompanying drawings, in which:- .

Figure 1 is a flowchart illustrating a simple instantiation of the operation of the currently preferred embodiment of
the present invention.

Figure 2 is a block diagram illustrating the various repository types and the repository transaction flow between
them in the currently preferred embodiment of the present invention.

Figure 3 is a block diagram of a repository coupled with a credit server in the currently preferred embodiment of
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the present invention.

Figures 4a and 4b are examples of rendering systems as may be utilized in the currently preferred embodiment
of the present invention.

Figure 5 illustrates a contents file layout for a digital work as may be utilized in the currently preferred embodiment
of the present invention.

Figure 6 illustrates a contents file layout for an individual digital work of the digital work of Figure 5 as may be
utilized in the currently preferred embodiment of the present invention.

Figure 7 illustrates the components of a description block of the currently preferred embodiment of the present
invention.

Figure 8 illustrates a description tree for the contents file layout of the digital work illustrated in Figure 5.
Figure 9 illustrates a portion of a description tree corresponding to the individual digital work illustrated in Figure 6.
Figure 10 illustrates a layout for the rights portion of a description block as may be utilized in the currently preferred

embodiment of the present invention.
Figure 11 is a description tree wherein certain d-blocks have PRINT usage rights and is used to illustrate 'strict'

and "lenient' rules for resolving usage rights conflicts. '
Figure 12 is a block diagram of the hardware components of a repository as are utilized in the currently preferred

embodiment of the present invention.
Figure 13 is a block diagram of the functional (logical) components of a repository as are utilized in the currently

preferred embodiment of the present invention.
Figure 14 is diagram illustrating the basic components of a usage right in the currently preferred embodiment of

the present invention.

Figure 15 lists the usage rights grammar of the currently preferred embodiment of the present invention.
Figure 16 is a flowchart illustrating the steps of certificate delivery, hotlist checking and performance testing as

performed in a registration transaction as may be performed in the currently preferred embodiment of the present
invention.

Figure 17 is a flowchart illustrating the steps of session information exchange and clock synchronization as may
be perlorrned in the currently preferred embodiment of the present invention, after each repository in the registration
transaction has successfully completed the steps described in Figure 16.

Figure 18 is a flowchart illustrating the basic flow for a usage transaction, including the common opening and
closing step, as may be pertormed in the currently preferred embodiment of the present invention.

Figure 19 is a state diagram of server and client repositories in accordance with a transport protocol followed when
moving a digital workfrom the server to the client repositories, as may be performed in the currently preferred embod-
iment of the present invention.

OVERVIEW

A system for controlling use and distribution of digital works is disclosed. The present invention is directed to
supporting commercial transactions involving digital works.

Herein the terms ‘digital work‘, 'work' and 'content' refer to any work that has been reduced to a digital repre-
sentation. This would include any audio, video, text, or multimedia work and any accompanying interpreter (e.g. soft-
ware) that may be required for recreating the work. The term composite work refers to a digital work comprised of a
collection of other digital works. The term ‘usage rights‘ or ‘rights’ is a term which refers to rights granted to a recipient
of a digital work. Generally, these rights define how a digital work can be used and if it can be further distributed. Each
usage right may have one or more specified conditions which must be satisfied before the right may be exercised.

Figure 1 is a high level flowchart omitting various details but which demonstrates the basic operation of the present
invention. Referring to Figure 1, a creator creates a digital work, step 101. The creator will then determine appropriate
usage rights and fees, attach them to the digital work, and store them in Repository 1, step 102. The determination of
appropriate usage rights and fees will depend on various economic factors. The digital work remains securely in Re-
pository 1 until a request for access is received. The request for access begins with a session initiation by another
repository. Here a Repository 2 initiates a session with Repository 1, step 103. As will be described in greater detail
below, this session initiation includes steps which helps to insure that the respective repositories are trustworthy. As-

suming that a session can be established, Repository 2 may then request access to the Digital Work for a stated
purpose, step 104. The purpose may be, for example, to print the digital work or to obtain a copy of the digital work.
The purpose will correspond to a specific usage right. In any event, Repository 1 checks the usage rights associated
with the digital work to determine if the access to the digital work may be granted, step 105. The check of the usage
rights essentially involves a determination of whether a right associated with the access request has been attached to
the digital work and if all conditions associated with the right are satisfied. If the access is denied, repository 1 terminates
the session with an error message, step 106. If access is granted, repository 1 transmits the digital work to repository
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2, step 107. Once the digital work has been transmitted to repository 2, repository 1 and 2 each generate billing infor-
mation for the access which is transmitted to a credit server, step 108. Such double billing reporting is done to insure
against attempts to circumvent the billing process.

Figure 2 illustrates the basic interactions between repository types in the present invention. As will become apparent
from Figure 2, the various repository types wi|l'serve different functions. it is fundamental that repositories will share

a core set of functionality which will enable secure and trusted communications. Referring to Figure 2, a repository
201 represents the general instance of a repository. The repository 201 has two modes of operation; a server mode
and a requester mode. When in the server mode, the repository will be receiving and processing access requests to
digital works. When in the requester mode. the repository will be initiating requests to access digital works. Repository
201 is general in the sense that its primary purpose is as an exchange medium for digital works. During the course of
operation, the repository 201 may communicate with a plurality of other repositories, namely authorization repository
202, rendering repository 203 and master repository 204. Communication between repositories occurs utilizing a re-
pository transaction protocol 205.

Communication with an authorization repository 202 may occur when a digital work being accessed has a condition
requiring an authorization. Conceptually, an authorization is a digital certificate such that possession of the certificate
is required to gain access to the digital work. An authorization is itself a digital work that can be moved between

repositories and subjected to fees and usage rights conditions. An authorization may be required by both repositories
involved in an access to a digital work.

Communication with a rendering repository 203 occurs in connection with the rendering of a digital work. As will

be described in greater detail below, a rendering repository is coupled with a rendering device (e.g. a printer device)
to comprise a rendering system.

Communication with a master repository 205 occurs in connection with obtaining an identification certificate. iden-
tification certificates are the means by which a repository is identified as 'trustworthy'. The use of identification certif-
icates is described below with respect to the registration transaction.

Figure 3 illustrates the repository 201 coupled to a credit server 301. The credit server 301 is a device which

accumulates billing information for the repository 201. The credit server 301 communicates with repository 201 via
billing transactions 302 to record billing transactions. Billing transactions are reported to a billing clearinghouse 303
by the credit server 301 on a periodic basis. The credit server 301 communicates to the billing clearinghouse 303 via
clearinghouse transactions 304. The clearinghouse transactions 304 enable a secure and encrypted transmission of
information to the billing clearinghouse 303.

FiENDEFilNG SYSTEMS

A rendering system is generally defined as a system comprising a repository and a rendering device which can
render a digital work into its desired form. Examples of a rendering system may be a computer system, a digital audio
system, or a printer. A rendering system has the same security features as a repository. The coupling of a rendering
repository with the rendering device may occur in a manner suitable for the type of rendering device.

Figure 4a illustrates a printer as an example of a rendering system. Referring to Figure 4, printer system 401 has
contained therein a printer repository 402 and a print device 403. it should be noted that the the dashed line defining
printer system 401 defines a secure system boundary. Communications within the boundary are assumed to be secure.
Depending on the security level, the boundary also represents a barrier intended to provide physical integrity. The
printer repository 402 is an instantiation of the rendering repository 205 of Figure 2. The printer repository 402 will in
some instances contain an ephemeral copy of a digital work which remains until it is printed out by the print engine
403. In other instances, the printer repository 402 may contain digital works such as fonts, which will remain and can

be billed based on use. This design assures that all communication lines between printers and printing devices are
encrypted, unless they are within a physically secure boundary. This design feature eliminates a potential 'fault' point
through which the digital work could be improperly obtained. The printer device 403 represents the printer components
used to create the printed output.

Also illustrated in Figure 4a is the repository 404. The repository 404 is coupled to the printer repository 402. The
repository 404 represents an external repository which contains digital works.

Figure 4b is an example of a computer system as a rendering system. A computer system may constitute a ‘multi-

function' device since it may execute digital works (e.g. software programs) and display digital works (e.g. a digitized
photograph). Logically, each rendering device can be viewed as having its own repository, although only one physical
repository is needed. Referring to Figure 4b, a computer system 410 has contained therein a display/execution repos-
itory 411. The display/execution repository 411 is coupled to display device, 412 and execution device 413. The dashed
box surrounding the computer system 410 represents a security boundary within which communications are assumed

to be secure. The display/execution repository 411 is further coupled to a credit server 414 to report any fees to be
billed for access to a digital work and a repository 415 for accessing digital works stored therein.

Petitioner Apple Inc. — Exhibit 1002, p. 3009



Petitioner Apple Inc. - Exhibit 1002, p. 3010

10

20

25

30

40

50

EP 0 715 243 A1

STRUCTURE OF DIGITAL WORKS

Usage rights are attached directly to digital works. Thus, it is important to understand the structure of a digital work.
The structure of a digital work, in particular composite digital works, may be naturally organized into an acyclic structure

such as a hierarchy. For example, a magazine has various articles and photographs which may have been created
and are owned by diflerent persons. Each of the articles and photographs may represent a node in a hierarchical

structure. Consequently, controls, i.e. usage rights, may be placed on each node by the creator. By enabling control
and lee billing to be associated with each node, a creator of a work can be assured that the rights and fees are not
circumvented.

In the currently preferred embodiment, the file information for a digital work is divided into two files: a 'contents'
file and a ‘description tree‘ file. From the perspective of a repository, the "contents' file is a stream of addressable
bytes whose format depends completely on the interpreter used to play, display or print the digital work. The description

tree file makes it possible to examine the rights and fees for a work without reference to the content of the digital work.
It should be noted that the tenn description tree as used herein refers to any type of acyclic structure used to represent
the relationship between the various components of a digital work.

Figure 5 illustrates the layout of a contents file. Referring to Figure 5, a digital work is comprised of story A 510,
advertisement 511, story B 512 and story C 513. It is assumed that the digital work is stored starting at a relative
address of 0. Each of the pans of the digital work are stored linearly so that story A 510 is stored at approximately
addresses 0-30,000, advertisement 511 at addresses 30,001-40,000, story B 512 at addresses 40,001-60,000 and

story C 513 at addresses 60,001-85K. The detail of story A 510 is illustrated in Figure 6. Referring to Figure 6, the
story A 510 is further broken down to show text 614 stored at address 0-1500, soldier photo 615 at addresses

1501-10,000, graphics 616 stored at addresses 10,001 -25,000 and sidebar 617 stored address 25,001 -30,000. Note
that the data in the contents file may be compressed (for saving storage) or encrypted (for security).

From Figures 5 and 6 it is readily observed that a digital work can be represented by its component parts as a
hierarchy. The description tree for a digital work is comprised of a set of related descriptor blocks (d-blocks). The
contents of each d-block is described with respect to Figure 7. Referring to Figure 7, a d~block 700 includes an identifier
701 which is a unique identifier for the work in the repository, a starting address 702 providing the start address of the
first byte of the work, a length 703 giving the number of bytes in the work, a rights ponion 704 wherein the granted
usage rights and their status data are maintained, a parent pointer 705 for pointing to a parent d~b|ock and child pointers
706 for pointing to the child d~blocks. In the currently preferred embodiment, the identifier 701 has two parts. The first
part is a unique number assigned to the repository upon manufacture. The second part is a unique number assigned
to the work upon creation. The rights portion 704 will contain a data structure, such as a look-up table, wherein the
various information associated with a right is maintained. The infonnation required by the respective usage rights is
described in more detail below. D-blocks fonn a strict hierarchy. The top d-block of a work has no parent; all other d-

blocks have one parent. The relationship of usage rights between parent and child d~b|ocks and how conflicts are
resolved is described below.

A special type of d~block is a 'shell' d-block. A shell d-block adds no new content beyond the content of its parts.
A shell d-block is used to add rights and fee information, typically by distributors of digital works.

Figure 8 illustrates a description tree for the digital work of Figure 5. Referring to Figure 8. a top d~b|ock 820 for
the digital work points to the various stories and advertisements contained therein. Here, the top d~b|ock 820 points to
d-block 821 (representing story A 510), d-block 822 (representing the advertisement 511), d-block 823 (representing

story B 512) and and d-block 824 (representing story C 513).
The portion of the description tree for Story A 510 is illustrated in Figure 9. D~b|ock 925 represents text 614, d-

block 926 represents photo 615, d-block 927 represents graphics 616 by and d-block 928 represents sidebar 617.
The rights portion 704 of a descriptor block is further illustrated in Figure 10. Figure 10 illustrates a structure which

is repeated in the rights portion 704 for each right. Referring to Figure 10, each right will have a right code field 1050
and status infomiation field 1052. The right code field 1050 will contain a unique code assigned to a right. The status
information field 1052 will contain infonnation relating to the state of a right and the digital work. Such information is

indicated below in Table 1. The rights as stored in the rights portion 704 may typically be in numerical order based on
the right code.
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TABLE 1

DIGITAL WOFIK STATE INFOFIMATION 

Prope

A counter of the number of copies of a work that are in use. incremented when

another copy is used; decremented when use is completed.

Indicator of the maximum number of time-units that a document can be loanedout '

Indicator that the current work is a loaned out copy of an authorized digital work.
Fiemaining—'l'Ime indicator of the remaining time of use on a metered document right.
Document-Descr String A string containing various identifying information about a document. The exact

format of this is not specified, but it can include information such as a publisher
name, author name, ISBN number. and so on.

Ftevenue-Owner A handle identifying a revenue owner for a digital work. This is used reportingusage fees.

Publication-Date The date that the digital work was published.
History-list History-Flec A list of events recording the repostories and dates for operations that copy,

transfer, backup, or restore a digital work.

The approach for representing digtal works by separating description data from content assumes that parts of a
file are contiguous but takes no position on the actual representation of content. In particular, it is neutral to the question
of whether content representation may take an object oriented approach. It would be natural to represent content as

objects. In principle, it may be convenient to have content objects that include the billing structure and rights information
that is represented in the d-blocks. Such variations in the design of the representation are possible and are viable
alternatives but may introduce processing overhead, e.g. the interpretation of the objects.

Digital works are stored in a repository as part of a hierarchical file system. Folders (also termed directories and
sub—directories) contain the digital works as well as other folders. Digital works and folders in a folder are ordered in
alphabetical order. The digital works are typed to reflect how the files are used. Usage rights can be attached to folders
so that the folder itself is treated as a digital work. Access to the folder would then be handled in the same fashion as

any other digital work As will be described in more detail below, the contents of the folder are subject to their own rights.

Moreover, file management rights may be attached to the folder which define how folder contents can be managed.

Copies-in-Use

Loan—Period

Loaner-Copy

  

ATTACHING USAGE RIGHTS TO A DIGITAL WOFIK

It is fundamental to the present invention that the usage rights are treated as part of the digital work As the digital
work is distributed, the scope of the granted usage rights will remain the same or may be narrowed. For example, when
a digital work is transferred from a document server to a repository, the usage rights may include the right to loan a
copy for a predetermined period of time (called the original rights). When the repository loans out a copy of the digital
work, the usage rights in the leaner copy (called the next set of rights) could be set to prohibit any further rights to loan
out the copy. The basic idea is that one cannot grant more rights than they have.

The attachment of usage rights into a digital work may occur in a variety of ways. If the usage rights will be the
same for an entire digital work, they could be attached when the digital work is processed for deposit in the digital work
sewer. In the case of a digital work having different usage rights for the various components, this can be done as the
digital work is being created. An authoring tool or digital work assembling tool could be utilized which provides for an
automated process of attaching the usage rights. _

As will be described below, when a digital work is copied, transferred or loaned, a ‘next set of rights‘ can be
specified. The'next set of rights" will be attached to the digital work as it is transported.

Resolving Conflicting Rights

Because each part of a digital work may have its own usage rights. there will be instances where the rights of a
‘contained part‘ are different from its parent or container part. As a result, conflict rules must be established to dictate
when and how a right may be exercised. The hierarchical structure of a digital work facilitates the enforcement of such

rules. A "strict" rule would be as follows: a right for a part in a digital work is sanctioned it and only if it is sanctioned
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for the pan, for ancestor d-blocks containing the pan and for all descendent d-blocks. By sanctioned, it is meant that

(1) each of the respective pans must have the right, and (2) any conditions for exercising the right are satisfied.
It also possible to implement the present invention using a more lenient rule. In the more lenient rule, access to

the pan may be enabled to the descendent pans which have the right, but access is denied to the descendents which
do not.

An example of applying both the strict rule and lenient is illustrated with reference to Figure 11. Referring to Figure
11, a root d-block 1101 has child d-blocks 1102-1105. In this case, root d-block represents a magazine, and each of

the child d-blocks 1102-1105 represent articles in the magazine. Suppose that a request is made to PRINT the digital
work represented by root d-block 1101 wherein the strict rule is followed. The rights for the rootd-block1101 and child
d-blocks 1102-1105 are then examined. Root d-block 1101 and child d-blocks 1102 and 1105 have been granted PRINT

rights. Child d-block 1103 has not been granted PRINT rights and child d-block 1104 has PRINT rights conditioned on
payment of a usage fee.

Under the strict rule the PRINT right cannot be exercised because the child d-block does not have the PRINT right.
Under the lenient rule, the result would be different. The digital works represented by child d-blocks 1102 and 1105

could be printed and the digital work represented by d-block 1104 could be printed so long as the usage fee is paid.
Only the digital work represented by d-block 1103 could not be printed. This same result would be accomplished under
the strict rule if the requests were directed to each of the individual digital works.

The present invention supports various combinations of allowing and disallowing access. Moreover, as will be

described below, the usage rights grammar permits the owner of a digital work to specify if constraints may be imposed
on the work by a container pan. The manner in which digital works may be sanctioned because of usage rights conflicts
would be implementation specific and would depend on the nature of the digital works.

REPOSITORIES

In the description of Figure 2, it was indicated that repositories come in various forms. All repositories provide a
core set of services for the transmission of digital works. The manner in which digital works are exchanged is the basis
for all transaction between repositories. The various repository types differ in the ultimate functions that they perform.
Repositories may be devices themselves, or they may be incorporated into other systems. An example is the rendering
repository 203 of Figure 2.

A repository will have associated with it a repository identifier. Typically, the repository identifier would be a unique

number assigned to the repository at the time of manufacture. Each repository will also be classified as being in a
panicular security class. Cenain communications and transactions may be conditioned on a repository being in a
panicular security class. The various security classes are described in greater detail below.

As a prerequisite to operation, a repository will require possession of an identification cenificate. Identification
cenificates are encrypted to prevent forgery and are issued by a Master repository. A master repository plays the role
of an authorization agent to enable repositories to receive digital works. Identification cenificates must be updated on
a periodic basis. Identification cenificates are described in greater detail below with respect to the registration trans-
action.

A repository has both a hardware and functional embodiment. The functional embodiment is typically software
executing on the hardware embodiment. Alternatively, the functional embodiment may be embedded in the hardware
embodiment such as an Application Specific Integrated Circuit (ASIC) chip.

The hardware embodiment of a repository will be enclosed in a secure housing which if compromised, may cause

the repository to be disabled. The basic components of the hardware embodiment of a repository are described with
reference to Figure 12. Referring to Figure 12, a repository is comprised of a processing means 1200, storage system
1207, clock 1205 and external interface 1206. The processing means 1200 is comprised of a processor element 1201

and processor memory 1202. The processing means 1201 provides controller, repository transaction and usage rights
transaction functions for the repository. Various functions in the operation of the repository such as decryption and/or
decompression of digital works and transaction messages are also performed by the processing means 1200. The

processor element 1201 may be a microprocessor or other suitable computing component. The processor memory
1202 would typically be funher comprised of Read Only Memories (ROM) and Random Access Memories (RAM). Such
memories would contain the software instructions utilized by the processor element 1201 in performing the functions
of the repository.

The storage system 1207 is funher comprised of descriptor storage 1203 and content storage 1204. The description
tree storage 1203 will store the description tree for the digital work and the content storage will store the associated
content. The description tree storage 1203 and content storage 1204 need not be of the same type of storage medium,
nor are they necessarily on the same physical device. So for example. the descriptor storage 1203 may be stored on
a solid state storage (for rapid retrieval of the description tree information), while the content storage 1204 may be on
a high capacity storage such as an optical disk
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The clock 1205 is used to time-stamp various time based conditions for usage rights or for metering usage fees
which may be associated with the digital works. The clock 1205 will have an uninterruptable power supply, e.g. a
battery, in orderto maintain the integrity of the time-stamps. The external interface means 1206 provides for the signal
connection to other repositories and to a credit server. The external interface means 1206 provides for the exchange
of signals via such standard interfaces such as RS-232 or Personal Computer Manufacturers Card Industry Association
(PCMCIA) standards, or FDDI. The external interface means 1206 may also provide network connectivity.

The functional embodiment of a repository is described with reference to Figure 13. Referring to Figure 13, the
functional embodiment is comprised of an operating system 1301, core repository services 1302, usage transaction

handlers 1303, repository specific functions, 1304 and a user interface 1305. The operating system 1301 is specific
to the repository and would typically depend on the type of processor being used. The operating system 1301 would
also provide the basic services for controlling and interfacing between the basic components of the repository.

The core repository services 1302 comprise a set of functions required by each and every repository. The core
repository services 1302 include the session initiation transactions which are defined in greater detail below. This set
of services also includes a generic ticket agent which is used to ‘punch’ a digital ticket and a generic authorization
server for processing authorization specifications. Digital tickets and authorizations are specific mechanisms for con-
trolling the distribution and use of digital works and are described in more detail below. Note that coupled to the core

repository services are a plurality of identification certificates 1306. The identification certificates 1306 are required to
enable the use of the repository.

The usage transactions handlers 1303 comprise functionality for processing access requests to digital works and
for billing fees based on access. The usage transactions supported will be different for each repository type. For ex-
ample, it may not _be necessary for some repositories to handle access requests for digital works.

The repository specific functionality 1304 comprises functionality that is unique to a repository. For example, the
master repository has special functionality for issuing digital certificates and maintaining encryption keys. The repository
specific functionality 1304 would include the user interface implementation for the repository.

Repository Security Classes

For some digital works the losses caused by any individual instance of unauthorized copying is insignificant and
the chief economic concern lies in assuring the convenience of access and low-overhead billing. In such cases, simple
and inexpensive handheld repositories and network-based workstations may be suitable repositories, even though the
measures and guarantees of security are modest.

At the other extreme, some digital works such as a digital copy of a first run movie or a bearer bond or stock

certificate would be of very high value so that it is prudent to employ caution and fairly elaborate security measures to
ensure that they are not copied or forged. A repository suitable for holding such a digital work could have elaborate
measures for ensuring physical integrity and for verifying authorization before use.

By arranging a universal protocol, all kinds of repositories can communicate with each other in principle. However,
creators of some works will want to specify that their works will only be transferred to repositories whose level of security
is high enough. For this reason, document repositories have a ranking system for classes and levels of security. The
security classes in the currently preferred embodiment are described in Table 2.

TABLE 2

 
 

 

HEPOSITOHY SECURITY LEVELS

Description of Security
Level

 
 

 
Open system.Document transmission is unencrypted. No digital certificate is required for identification.
The security of the system depends mostly on userhon esty, since onlymodest knowledge may be needed
to circumvent the security measures. The repositery has no provisions for preventing unauthorized
programs from running and accessing or copying files. The system does not prevent the use of removable
storage and does not encrypt stored files.

Minimal security. Like the previous class except that stored files are minimally encrypted, including ones
on removable storage.

Basic security. Like the previous class except that special tools and knowledge are required to

compromise the programming, the contents of the repository, or the state of the clock. All digital
communications are encrypted. A digital certificate is provided as identification. Medium level encryption
is used. Repository identification number is unforgeable.

 

  

  
  

   
Continuation of the Table on the next page
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TABLE 2 (continued)

 
  
  
  

   

 
  
 

 
  
  

  

HEPOSITOHY SECURITY LEVELS

Description of Security

General security. Like the previous class plus the requirement of special tools are needed to compromise
the physical integrity of the repository and that modest encryption is used on all transmissions. Password
protection is required to use the local user interface. The digital clock system cannot be reset without
authorization. No works would be stored on removable storage. When executing works as programs, it
runs them in their own address space and does not give them direct access to any file storage or other
memory containing system code or works. They can access works only through the transmission
transaction protocol. '

Level

 

 
 Like the previous class except that high level encryption is used on all communications. Sensors are

used to record attempts at physical and electronic tampering. After such tampering, the repository will

not perform other transactions until it has reported such tampering to a designated server.
 

 Like the previous class except that if the physical or digital attempts at tampering exceed some preset
thresholds that threaten the physical integrity of the repository or the integrity of digital and cryptographic

barriers, then the repository will save only documentdescription records of history but will erase or destroy
any digital identifiers that could be misused if released to an unscrupulous. it also modifies any certificates
of authenticity to indicate that the physical system has been compromised. It also erases the contents
of designated documents.

Like the previous class except that the repository will attempt wireless communication to report tampering
and will employ noisy alarms.

This would correspond to a very high level of security. This sewer would maintain constant
communications to remote security systems reporting transactions, sensor readings, and attempts to
circumvent security.

 

  
    

The characterization of security levels described in Table 2 is not intended to be fixed. More important is the idea
of having different security levels for different repositories. It is anticipated that new security classes and requirements
will evolve according to social situations and changes in technology.

Repository User Interface

A user interface is broadly defined as the mechanism by which a user interacts with a repository in order to invoke
transactions to gain access to a digital work, or exercise usage rights. As described above, a repository may be em-
bodied in various forms. The user interface for a repository will differ depending on the particular embodiment. The

user interface may be a graphical user interface having icons representing the digital works and the various transactions
that may be perlorrned. The user interface may be a generated dialog in which a user is prompted for information.

The user interface itself need not be part of the repository. As a repository may be embedded in some other device,
the user interface may merely be a part of the device in which the repository is embedded. For example, the repository
could be embedded in a ‘card’ that is inserted into an available slot in a computer system. The user interface may be

a combination of a display, keyboard, cursor control device and software executing on the computer system.
At a minimum, the user interlace must permit a user to input information such as access requests and alpha

numeric data and provide feedback as to transaction status. The user interface will then cause the repository to initiate
the suitable transactions to service the request. Other facets of a particular user interface will depend on the functionality

that a repository will provide. ‘ ,

CREDIT SERVERS

In the present invention, fees may be associated with the exercise of a right. The requirement for payment of fees
is described with each version of a usage right in the usage rights language. The recording and reporting of such fees

is performed by the credit server. One of the capabilities enabled by associating fees with rights is the possibility of
supporting a wide range of charging models. The simplest model, used by conventional software, is that there is a
single fee at the time of purchase, after which the purchaser obtains unlimited rights to use the work as often and for
as long as he or she wants. Alternative models, include metered use and variable fees. A single work can have different
fees for different uses. For example, viewing a photograph on a display could have different fees than making a hardcopy
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or including it in a newly created work. A key to these alternative charging models is to have a low overhead means
of establishing fees and accounting for credit on these transactions.

A credit server is a computational system that reliably authorizes and records these transactions so that fees are

billed and paid. The credit server reports fees to a billing clearinghouse. The billing clearinghouse manages the financial
transactions as they occur. As a result, bills may be generated and accounts reconciled. Preferably, the credit server
would store the fee transactions and periodically communicate via a network with the billing clearinghouse for recon-
ciliation. In such an embodiment, communications with the billing clearinghouse would be encrypted for integrity and
security reasons. In another embodiment, the credit sewer acts as a ‘debit card‘ where transactions occur in ‘real-
time‘ against a user account.

A credit server is comprised of memory, a processing means, a clock. and interface means for coupling to a re-
pository and a financial institution (e.g. a modem). The credit server will also need to have security and authentication
functionality. These_elements are essentially the same elements as those of a repository. Thus, a single device can
be both a repository and a credit server, provided that it has the appropriate processing elements for carrying out the
corresponding functions and protocols. Typically, however, a credit server would be a cardsized system in the posses-
sion of the owner of the credit. The credit server is coupled to a repository and would interact via financial transactions

as described below. Interactions with a financial institution may occur via protocols established by the financial insti-tutions themselves.

In the currently preferred embodiment credit servers associated with both the server and the.repository report the
financial transaction to the billing clearinghouse. For example, when a digital work is copied by one repository to another
for a fee, credit servers coupled to each of the repositories will report the transaction to the billing clearinghouse. This
is desirable in that it insures that a transaction will be accounted for in the event of some break in the communication

between a credit server and the billing clearinghouse. However, some implementations may embody only a single
credit server reporting the transaction to minimize transaction processing at the risk of losing some transactions.

USAGE RIGHTS LANGUAGE

The present invention uses statements in a high level ‘usage rights language‘ to define rights associated with
digital works and their parts. Usage rights statements are interpreted by repositories and are used to determine what
transactions can be successfully carried out for a digital work and also to determine parameters lorthose transactions.
For example, sentences in the language determine whether a given digital work can be copied. when and how it can

be used, and what fees (if any) are to be charged for that use. Once the usage rights statements are generated, they
are encoded in a suitable form for accessing during the processing of transactions.

Defining usage rights in terms of a language in combination with the hierarchical representation of a digital work
enables the support of a wide variety of distribution and fee schemes. An example is the ability to attach multiple
versions of a right to a work. So a creator may attach a PFIINT right to make 5 copies for $10.00 and a PFIINT right to
make unlimited copies for $100.00. A purchaser may then choose which option best fits his needs. Another example
is that rights and fees are additive. So in the case of a composite work, the rights and fees of each of the components
works is used in determining the rights and fees for the work as a whole.

The basic contents of a right are illustrated in Figure 14. Referring to Figure 14, a right 1450 has a transactional
component 1451 and a specifications component 1452. A right 1450 has a label (e.g. COPY or PFllNT) which indicates
the use or distribution privileges that are embodied by the right. The transactional component 1451 corresponds to a
particular way in which a digital work may be used or distributed. The transactional component 1451 is typically em-
bodied in software instructions in a repository which implement the use or distribution privileges for the right. The
specifications components 1452 are used to specify conditions which must be satisfied prior to the right being exercised
or to designate various transaction related parameters. In the currently preferred embodiment, these specifications
include copy count 1453, Fees and Incentives 1454, 1'ime 1455, Access and Security 1456 and Control 1457. Each
of these specifications will be described in greater detail below with respect to the language grammar elements.

The usage rights language is based on the grammar described below A grammar is a convenient means for
defining valid sequence of symbols for a language. In describing the grammar the notation ‘[alblc]‘ is used to indicate
distinct choices among altematives. In this example, a sentence can have either an ‘a‘, ‘b‘ or ‘c‘. It must include
exactly one of them. The braces {] are used to indicate optional items. Note that brackets, bars and braces are used

to describe the language of usage rights sentences but do not appear in actual sentences in the language.
In contrast, parentheses are part of the usage rights language. Parentheses are used to group items together in

lists. The notation (x') is used to indicate a variable |ength_list, that is, a list containing one or more items of type x. The
notation (x)' is used to indicate a variable number of lists containing x.

Keywords in the grammar are words followed by colons. Keywords are a common and very special case in the
language. They are often used to indicate a single value, typically an identifier. In many cases, the keyword and the
parameter are entirely optional. When a keyword is given, it often takes a single identifier as its value. In some cases,

10

Petitioner Apple Inc. — Exhibit 1002, p. 3015



Petitioner Apple Inc. - Exhibit 1002, p. 3016

10

20

25

30

40

55

EP 0 715 243 A1

the keyword takes a list of identifiers.

In the usage rights language, time is specified in an hourszminuteszseconds (or hh:mm:ss) representation. Time
zone indicators, e.g. PDT for Pacific Daylight Time, may also be specified. Dates are represented as yearl month/day
(or YYYY/MMM/DD). Note that these time and date representations may specify moments in time or units of time
Money units are specified in terms of dollars.

Finally, in the usage rights language, various ‘things’ will need to interact with each other. For example, an instance
of a usage right may specify a bank account, a digital ticket. etc.. Such things need to be identified and are specified
herein using the suffix '-ID.' -1

The Usage Rights Grammar is listed in its entirety in Figure 15 and is described below.
Grammar element 1501 “Digital Work Rights: = (Rights')' define the digital work rights as a set of rights. The

set of rights attached to a digital work define how that digital work may be transferred. used, performed or played. A
set of rights will attach to the entire digital work and in the case of compound digital works, each of the components of
the digital work. The usage rights of components of a digital may be different.

Grammar element 1502 “Right : = (Right-code {Copy-Count} {Control-Spec} {Time-Spec} {Access-Spec}
{Fee-Spec})' enumerates the content of a right. Each usage right must specify a right code. Each right may also
optionally specify conditions which must be satisfied before the right can be exercised. These conditions are copy
count, control, time, access and fee conditions. In the currently preferred embodiment, for the optional elements, the

following defaults apply: copy count equals 1, no time limit on the use of the right, no access tests or a security level
required to use the right and no fee is required. These conditions will each be described in greater detail below.

It is imponant to note that a digital work may have multiple versions of a right, each having the same right code.
The multiple version would provide alternative conditions and fees for accessing the digital work.

Grammar element 1503 ‘Flight-code : = Render-code I Transport-Code I File-Management-Codel Derivative-
Works- code configuration-code‘ distinguishes each of the specific rights into a particular right type (although each
right is identified by distinct right codes). In this way, the grammar provides a catalog of possible rights that can be
associated with parts of digital works. In the following, rights are divided into categories for convenience in describing
them.

Grammar element 1504 ‘Render-Code : = [Playz {Playerz Player-ID} I Print: {Prlnterz Prlnter-lD}]' lists a cat-

egory of rights all involving the making of ephemeral, transitory, or non—digital copies of the digital work. After use the
copies are erased.

- Play A process of rendering or performing a digital work on some processor. This includes such things as playing
digital movies, playing digital music, playing a video game, running a computer program, or displaying a
document on a display.

0 Print To render the work in a medium that is not further protected by usage rights, such as printing on paper.

Grammar element 1505 ‘Transport-Code : = [Copy I Transfer I Loan (Remaining-Ftights: Next-Set-of-Rights}]

{(Next-Copy-Rights: Next-Set of Rights)}' lists a category of rights involving the making of persistent, usable copies
of the digital work on other repositories. The optional Next-Copy-Flights determine the rights on the work after it is
transported. If this is not specified, then the rights on the transponed copy are the same as on the original. The optional

Flemaining-Flights specify the rights that remain with a digital work when it is loaned out. If this is not specified, then
the default is that no rights can be exercised when it is loaned out.

- Copy Make a new copy of a work
- Transfer Moving a work from one repository to another.
- Loan Temporarily loaning a copy to another repository for a specified period of time.

Grammar element 1506 ‘File-Management-Code: = Backup {Back-Up-Copy-Rights: Next-Set -of FIlghts}l
Restore I Delete I Folder I Directory {Name:Hlde-Local I Hlde - Remote}{Parts:HIde-Local I Hide-Ftemote}' lists

a category of rights involving operations for file management, such as the making of backup copies to protect the copy
owner against catastrophic equipment failure.

Many software licenses and also copyright law give a copy owner the right to make backup copies to protect against
catastrophic failure of equipment. However, the making of uncontrolled backup copies is inherently at odds with the
ability to control usage, since an uncontrolled backup copy can be kept and then restored even after the authorized
copy was sold.

The File management rights enable the making and restoring of backup copies in a way that respects usage rights,
honoring the requirements of both the copy owner and the rights grantor and revenue owner. Backup copies of work
descriptions (including usage rights and fee data) can be sent under appropriate protocol and usage rights control to
other document repositories of sufficiently high security. Funher rights permit organization of digital works into folders
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which themselves are treated as digital works and whose contents may be 'hidden' from a party seeking to determine
the contents of a repository.

- Backup To make a backup copy of a digital work as protection against media failure.
- Restore To restore a backup copy of a digital work.
- Delete To delete or erase a copy of a digital work.
- Folder To create and name folders, and to move files and folders between folders.
0 Directory To hide a folder or its contents.

Grammar element 1507 ‘Derivative-Works-Code : [Extract l Embed I Edit {Processz Process-lD}] {Next-copy-
Rights : Next-Set-of Rlghts}' lists a category of rights involving the use of a digital work to create new works.

- Extract To remove a portion of a work, for the purposes of creating a new work.
0 Embed To include a work in an existing work.

0 Edit To alter a digital work by copying, selecting and modifying portions of an existing digital work.

Grammar element 1508 ‘Configuration-Code: = Install I UnlnstaIl' lists a category of rights for installing and
uninstalling software on a repository (typically a rendering repository.) This would typically occur for the installation of
a new type of player within the rendering repository.

0 Install: To install new software on a repository.
- Uninstallz To remove existing software from a repository.

Grammar element 1509 ‘Next-Set-of-Rights: = {(Add: Set-Ol‘-Rights)} {(Delete: Set-Of-Rights)} {(RepIace:
Set-Ol-Ftights)} {(Keep: Set-O1-Rights)}" defines how rights are carried forward for a copy of a digital work. If the
Next—Copy-Rights is not specified, the rights for the next copy are the same as those of the current copy Otherwise,
the set of rights for the next copy can be specified. Versions of rights after Add: are added to the current set of rights.
Rights after Delete: are deleted from the current set of rights. If only right codes are listed after Deletez, then all versions

of rights with those codes are deleted. Versions of rights after Replace: subsume all versions of rights of the same type
in the current set of rights. ’

If Remaining-Rights is not specified, then there are no rights for the original after all Loan copies are loaned out.

If Remaining-Rights is specified, then the Keep: token can be used to simplify the expression of what rights to keep
behind. A list of right codes following keep means that all of the versions of those listed rights are kept in the remaining
copy. This specification can be overridden by subsequent Delete: or Replace: specifications.

Copy Count Specification

For various transactions, it may be desirable to provide some limit as to the number of 'copies' of the work which

may be exercised simultaneously for the right. For example, it may be desirable to limit the number of copies of a digital
work that may be loaned out at a time or viewed at a time.

Grammar element 1510 ‘copy-count : = (copies: positive-integer l 0 l unlimited)“ provides a condition which
defines the number of 'copies' of a work subject to the right . A copy count can be 0, a fixed number, or unlimited. The

copy-count is associated with each right, as opposed to there being just a single copy-count for the digital work. The
Copy-Count for a right is decremented each time that a right is exercised. When the Copy-Count equals zero, the right
can no longer be exercised. If the Copy-Count is not specified, the default is one.

Control Specification

Rights and fees depend in general on rights granted by the creator as well as further restrictions imposed by later
distributors. Control specifications deal with interactions between the creators and their distributors governing the im-‘
position of further restrictions and fees. For example, a distributor of a digital work may not want an end consumer of
a digital work to add fees or otherwise profit by commercially exploiting the purchased digital work.

Grammar element 1511 ‘control-Spec : = (control: {Restrlctablel Unrestrictable} {Unchargeablel Charge-
abIe})' provides a condition to specify the eflect of usage rights and fees of parents on the exercise of the right. A
digital work is restrictable if higher level d-blocks can impose further restrictions (time specifications and access spec-
ifications) on the right. it is unrestrictable if no further restrictions can be imposed. The default setting is restrictable.
A right is unchargeable if no more fees can be imposed on the use of the right. It is chargeable if more fees can be
imposed. The default is chargeable.
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Time Specification

It is often desirable to assign a stan date or specify some duration as to when a right may be exercised. Grammar
element 1512 ‘Time-Spec : = ({Fixed-Interval I Sliding-Interval I Meter-Time} Until: Expiration-Date)‘ provides for

specification of time conditions on the exercise of a right. Rights may be granted for a specified time. Different kinds
of time specifications are appropriate for different kinds of rights. Some rights may be exercised during a fixed and
predetermined duration. Some rights may be exercised for an interval that starts the first time that the right is invoked
by some transaction. Some rights may be exercised or are charged according to some kind of metered time, which
may be split into separate intervals. For example, a right to view a picture for an hour might be split into six ten minute
viewings or four fifteen minute viewings or twenty three minute viewings.

The terms 'time' and ‘date’ are used synonymously to refer to a moment in time. There are several kinds of time
specifications. Each specification represents some limitation on the times over which the usage right applies. The
Expiration-Date specifies the moment at which the usage right ends. For example, if the Expiration-Date is ‘Jan 1,
1995.‘ then the right ends at the first moment of 1995. If the Expiration-Date is specified as ‘forever’, then the rights
are interpreted as continuing without end. If only an expiration date is given, then the right can be exercised as often
as desired until the expiration date. ‘

Grammar element 1513 ‘Fixed-Interval : = From: Start-Time‘ is used to define a predetermined interval that runs
from the start time to the expiration date.

Grammar‘ element 1514 ‘Sliding-Interval: = Interval: Us&Duration' is used to define an indeterminate (or
'open') stan time. It sets limits on a continuous period of time over which the contents are accessible. The period starts
on the first access and ends after the duration has passed or the expiration date is reached, whichever comes first.
For example, if the right gives 10 hours of continuous access, the use-duration would begin when the first access was
made and end 10 hours later.

Grammar element 1515 ‘Meter-Time: = Time-Remaining: Remaining-Use‘ is used to define a ‘meter time,‘ that

is, a measure of the time that the right is actually exercised. It differs from the Sliding-Interval specification in that the
time that the digital work is in use need not be continuous. For example, if the rights guarantee three days of access,
those days could be spread out over a month. With this specification, the rights can be exercised until the meter time
is exhausted or the expiration date is reached, whichever comes first.

Flemaining-Use: : Time-Unit
Start-Time: = ‘Fme-Unit
Use-Duration: = Time-Unit

All of the time specifications include time-unit specifications in their ultimate instantiation.

Security Class and Authorlzatlon Specification

The present invention provides for various security mechanisms to be introduced into a distribution or use scheme.
Grammar element 1516 ‘Access-Spec: = ({SC: Security-Class} {Authorizationz Authorization-lD‘} {Other-Au-
thorization: Authorization-ID‘) {Ticket: Ticket-lD})' provides a means for restricting access and transmission. Ac-
cess specifications can specify a required security class for a repository to exercise a right or a required authorization
test that must be satisfied. —

The keyword 'SC:' is used to specify a minimum security level for the repositories involved in the access. if ‘SC:
' is not specified, the lowest security level is acceptable.

The optional 'Authorlzation:' keyword is used to specify required authorizations on the same repository as the
work. The optional ‘Other-Authorlzetlonf keyword is used to specify required authorizations on the other repository
in the transaction. '

The optional 'Tlcket:' keyword specifies the identity of a ticket required for the transaction. A transaction involving
digital tickets must locate an appropriate digital ticket agent who can 'punch' or otherwise validate the ticket before
the transaction can proceed. Tickets are described in greater detail below. -

In a transaction involving a repository and a document server, some usage rights may require that the repository
have a particular authorization, that the server have some authorization, or that both repositories have (possibly dif-

' ferent) authorizations. Authorizations themselves are digital works (hereinafter referred to as an authorization object)
that can be moved between repositories in the same manner as other digital works. Their copying and transferring is
subject to the same rights and fees as other digital works. A repository is said to have an authorization if that author-
ization object is contained within the repository.

in some cases, an authorization may be required from a source other than the document server and repository.
An authorization object referenced by an Authorization-ID can contain digital address information to be used to set up
a communications link between a repository and the authorization source. These are analogous to phone numbers.
For such access tests, the communication would need to be established and authorization obtained before the right
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could be exercised.

For one-time usage rights, a variant on this scheme is to have a digital ticket. Aticket is presented to a digital ticket

agent, whose type is specified on the ticket. In the simplest case, a certified generic ticket agent, available on all
repositories, is available to 'punch' the ticket. In other cases, the ticket may contain addressing information for locating
a 'special' ticket agent. Once a ticket has been punched, it cannot be used again for the same kind of transaction
(unless it is unpunched or refreshed in the manner described below.) Punching includes marking the ticket with a
timestamp of the date and time it was used. Tickets are digital works and can be copied or transferred between repos-
itories according to their usage rights.

In the currently preferred embodiment, a ‘punched’ ticket becomes ‘unpunched’ or 'refreshed' when it is copied
or extracted. The Copy and Extract operations save the date and time as a property of the digital ticket. When a ticket
agent is given a ticket, it can simply check whether the digital copy was made alter the last time that it was punched.
Of course, the digital ticket must have the copy or extract usage rights attached thereto.

The capability to unpunch a ticket is inportant in the following cases:

0 A digital work is circulated at low cost with a limitation that it can be used only once.
0 A digital work is circulated with a ticket that can be used once to give discounts on purchases of other works.
- A digital work is circulated with a ticket (included in the purchase price and possibly embedded in the work) that

can be used for a future upgrade.

In each of these cases, if a paid copy is made of the digital work (including the ticket) the new owner would expect
to get a fresh (unpunched) ticket, whether the copy seller has used the work or not. In contrast, loaning a work or simply
transferring it to another repository should not revitalize the ticket.

Usage Fees and Incentives Specification

The billing for use of a digital work is fundamental to a commercial distribution system. Grammar Element 1517

‘Fee-Spec: = {Scheduled-Discount} Regular-Fee-Spec I Scheduled-Fee-Spec I Markup-Spec‘ provides a range
of options for billing for the use of digital works.

A key feature of this approach is the development of low—overhead billing for transactions in potentially small
amounts. Thus, it becomes feasible to collect fees of only a few cents each for thousands of transactions.

The grammar differentiates between uses where the charge is per use from those where it is metered by the time
unit. Transactions can support fees that the user pays for using a digital work as well as incentives paid by the right
grantor to users to induce them to use or distribute the digital work.

The optional scheduled discount refers to the rest of the fee specification-discounting it by a percentage over
time. If it is not specified, then there is no scheduled discount. Hegular fee specifications are constant overtime.
Scheduled fee specifications give a schedule of dates over which the fee specifications change. Markup specifications
are used in d-blocks for adding a percentage to the fees already being charged.

Grammar Element 1518 “Scheduled-Discount: = (Scheduled-Discount: (Time-Spec Percentage)")' A Sched-

uled-Discount is a essentially a scheduled modifier of any other fee specification for this version of the right of the
digital work. (It does not refer to children or parent digital works or to other versions of rights.). It is a list of pairs of
times and percentages. The most recent time in the list that has not yet passed at the time of the transaction is the
one in effect. The percentage gives the discount percentage. For example, the number 10 refers to a 10% discount.

Grammar Element 1519 ‘Regular-Fee-Spec : = ({Fee: I Incentive: }[Per-Use-Spec I Metered-Rate-Spec I Best-
Price-Spec I Call-For-Price-Spec] {Mln: Money-Unlt Per: Time-Spec}{Max: Money-Unlt Per: Time-Spec} To:
Account-ID)" provides for several kinds of fee specifications.

Fees are paid by the copy-owner/user to the revenue-owner if Fee: is specified. Incentives are paid by the revenue-
owner to the user if Incentive: is specified. If the Min: specification is given, then there is a minimum fee to be charged
per time-spec unit for its use. If the Max: specification is given, then there is a maximum fee to be charged per time-
spec for its use. When Fee: is specified, Account-ID identifies the account to which the fee is to be paid. When Incentive:
is specified, Account-ID identifies the account from which the fee is to be paid.

Grammar element 1520 ‘Per-Uee-Spec: = Per-Uee: Money-unit‘ defines a simple fee to be paid every time the
right is exercised, regardless of how much time the transaction takes.

Grammar element 1521 ‘Metered-Ftate-Spec := Metered: Money-Unit Per: Time-Spec‘ defines a metered-rate
tee paid according to how long the right is exercised. Thus, the time it takes to complete the transaction determines
the fee.

Grammar element 152 ‘Best-Price-Spec := Best-Price: Money-unit Max: Money-unit‘ is used to specify a
best-price that is determined when the account is settled. This specification is to accommodate special deals, rebates,
and pricing that depends on information that is not available to the repository. All fee specifications can be combined
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with tickets or authorizations that could indicate that the consumer is a wholesaler or that he is a preferred customer,

or that the seller be authorized in some way. The amount of money in the Max: field is the maximum amount that the
use will cost. This is the amount that is tentatively debited from the credit server. However, when the transaction is

ultimately reconciled, any excess amount will be returned to the consumer in a separate transaction.
Grammar element 1523 ‘Call-For-Price-Smc : = Call-For-Price " is similar to a ‘Best-Price-Spec‘ in that it is

intended to accommodate cases where prices are dynamic. A Call-For-Price Smc requires a communication with a
dealer to determine the price. This option cannot be exercised if the repository cannot communicate with a dealer at
the time that the right is exercised. It is based on a secure transaction whereby the dealer names a price to exercise

the right and passes along a deal certificate which is referenced or included in the billing process.
Grammar element 1524 “Scheduled-Fee-Spec: = (Schedule: (Time-Spec Regular-Fee-Spec)‘)' is used to pro-

vide a schedule of dates over which the tee specifications change. The fee specification with the most recent date not
in the future is the one that is in effect. This is similar to but more general than the scheduled discount. It is more

general, because it provides a means to vary the fee agreement for each time period.
Grammar element 1525 ‘Markup-Spec: = Markup: percentage To: Account-ID" is provided for adding a per-

centage to the fees already being charged. For example, a 5% markup means that a fee of 5% of cumulative fee so
far will be allocated to the distributor. A markup specification can be applied to all of the other kinds of fee specifications.

It is typically used in a shell provided by a distributor. It refers to fees associated with d-blocks that are parts of the
current d-block. This might be a convenient specification for use in taxes, or in distributor overhead.

HEPOSITOHY TRANSACTIONS

When a user requests access to a digital work, the repository will initiate various transactions. The combination
of transactions invoked will depend on the specifications assigned for a usage right. There are three basic types of
transactions, Session Initiation Transactions, Financial Transactions and Usage Transactions. Generally. session ini-
tiation transactions are initiated first to establish a valid session. When a valid session is established, transactions

corresponding to the various usage rights are invoked. Finally, request specific transactions are performed.
Transactions occur between two repositories (one acting as a server), between a repository and a document play-

back platform (e.g. for executing or viewing), between a repository and a credit server or between a repository and an
authorization server. When transactions occur between more than one repository, it is assumed that there is a reliable

communication channel between the repositories. For example, this could be a TCP/IP channel or any other commer-
cially available channel that has built-in capabilities for detecting and correcting transmission errors. However, it is not
assumed that the communication channel is secure. Provisions for security and privacy are part of the requirements

for specifying and implementing repositories and thus form the need for various transactions.

Message Transmission

Transactions require that there be some communication between repositories. Communication between reposi-
tories occurs in units termed as messages. Because the communication line is assumed to be unsecure, all commu-
nications with repositories that are above the lowest security class are encrypted utilizing a public key encryption
technique. Public key encryption is a well known technique in the encryption arts. The term key refers to a numeric
code that is used with encryption and decryption algorithms. Keys come in pairs, where ‘writing keys‘ are used to
encrypt data and ‘checking keys‘ are used to decrypt data. Both writing and checking keys may be public or private.
Public keys are those that are distributed to others Private keys are maintained in confidence.

Key management and security is instrumental in the success of a public key encryption system. In the currently

preferred embodiment, one or more master repositories maintain the keys and create the identification certificates
used by the repositories.

When a sending repository transmits a message to a receiving repository, the sending repository encrypts all of
its data using the public writing key of the receiving repository. The sending'repos'rtory includes its name, the name of

the receiving repository, a session identifier such as a nonce (described below), and a message counter in each mes-
sage.

In this way, the communication can only be read (to a high probability) by the receiving repository, which holds the

private checking key for decryption. The auxiliary data is used to guard against various replay attacks to security. If
messages ever arrive with the wrong counter or an old nonce, the repositories can assume that someone is interfering
with communication and the transaction terminated.

The respective public keys for the repositories to be used for encryption are obtained in the registration transaction
described below.
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Session Initiation Transactions

A usage transaction is carried out in a session between repositories. For usage transactions involving more than
one repository, or for financial transactions between a repository and a credit sewer, a registration transaction is per-
formed. A second transaction temied a login transaction, may also be needed to initiate the session. The goal of the
registration transaction is to establish a secure channel between two repositories who know each others identities. As
it is assumed that the communication channel between the repositories is reliable but not secure, there is a risk that

a non-repository may mimic the protocol in order: to gain illegitimate access to a repository
The registration transaction between two repositories is described with respect to Figures 16 and 17. The steps

described are from the perspective of a ‘repository-1 ' registering its identity with a ‘repository-2'. The registration must
be symmetrical so the same set of steps will be repeated for repository-2 registering its identity with repository-1.

Referring to Figure 16, repository-1 first generates an encrypted registration identifier, step 1601 and then generates
a registration message, step 1602. A registration message is comprised of an identifier of a master repository, the
identification certificate forthe repository-1 and an encrypted random registration identifier. The identification certificate
is encrypted by the master repository in its private key and attests to the fact that the repository (here repository-1) is
a bona fide repository. The identification certificate also contains a public key for the repository, the repository security
level and a timestamp (indicating a time after which the certificate is no longer valid.) The registration identifier is a
number generated by the repository for this registration. The registration identifier is unique to the session and is

encrypted in repository-1's private key. The registration identifier is used to improve security of authentication by de-
tecting certain kinds of communications based attacks. Repository-1 then transmits the registration message to repos-
itory-2, step 1603. _

Upon receiving the registration message, repository-2 determines if it has the needed public key for the master
repository, step 1604. If repository-2 does not have the needed public key to decrypt the identification certificate, the
registration transaction terminates in an error, step 1618.

Assuming that repository-2 has the proper public key the identification certificate is decrypted, step 1605. Repos-
itory-2 saves the encrypted registration identifier. step 1606, and extracts the repository identifier, step 1607. The
extracted repository identifier is checked against a 'hot|ist' of compromised document repositories, step 1608. In the
currently preferred embodiment, each repository will contain 'hotlists" of compromised repositories. If the repository
is on the ‘hotlist’, the registration transaction terminates in an error per step 1618. Repositories can be removed from
the hotlist when their certificates expire, so that the list does not need to grow without bound. Also, by keeping a short
list of hotlist certificates that it has previously received, a repository can avoid the work of actually going through the
list. These lists would be encrypted by a master repository. A minor variation on the approach to improve efficiency
would have the repositories first exchange lists of names of hotlist certificates, ultimately exchanging only those lists
that they had not previously received. The 'hotlists" are maintained and distributed by Master repositories.

Note that rather than terminating in error, the transaction could request that another registration message be sent
based on an identification certificate created by another master repository. This may be repeated until a satisfactory
identification certificate is found, or it is determined that trust cannot be established.

Assuming that the repository is not on the hotlist, the repository identification needs to be verified. In other words.
repository-2 needs to validate that the repository on the other end is really repository-1. This is termed performance
testing and is perfonned in order to avoid invalid access to'the repository via a counterfeit repository replaying a re-
cording of a prior session initiation between repository-1 and repository-2. Performance testing is initiated by repository-
2 generating a performance message, step 1609. The performance message consists of a nonce, the names of the
respective repositories, the time and the registration identifier received from repository-1. A nonce is a generated
message based on some random and variable information (e.g. the time or the temperature.) The nonce is used to

check whether repository-1 can actually exhibit correct encrypting of a message using the private keys it claims to
have, on a messagethat it has never seen before. The performance message is encrypted usingthe public key specified
in the registration message of repository-1. The performance message is transmitted to repository-1, step 1610, where
it is decrypted by repository-1 using its private key, step 1611. Repository—1 then checks to make sure that the names

of the two repositories are correct, step 1612, that the time is accurate, step 1613 and that the registration identifier
corresponds to the one it sent, step 1614. if any of these tests fails, the transaction is terminated per step 1616.
Assuming that the tests are passed, repository-1 transmits the nonce to repository-2 in the clear, step 1615. Repository-
2 then compares the received nonce to the original nonce, step 1617. If they are not identical, the registration transaction
terminates in an error per step 1618. If they are the same, the registration transaction has successfully completed.

At this point, assuming that the transaction has not terminated, the repositories exchange messages containing
session keys to be used in all communications during the session and synchronize their clocks. Figure 17 illustrates
the session information exchange and clock synchronization steps (again from the perspective of repository-1.) Re-
lerring to Figure 17, repository-1 creates a session key pair, step 1701. A first key is kept private and is used by
repository-1 to encrypt messages. The second key is a public key used by repository-2 to decrypt messages. The
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second key is encrypted using the public key of repository-2, step 1702 and is sent to repository-2, step 1703. Upon
receipt, repository-2 decrypts the second key, step 1704. The second key is used to decrypt messages in subsequent

communications. When each repository has completed this step, they are both convinced that the other repository is
bona tide and that they are communicating with the original. Each repository has given the other a key to be used in
decrypting further communications during the session. Since that key is itself transmitted in the public key of the re-
ceiving repository only it will be able to decrypt the key which is used to decrypt subsequent messages.

After the session information is exchanged, the repositories must synchronize their clocks Clock synchronization
is used by the repositories to establish an agreed upon time base for the financial records of their mutual transactions.
Referring back to Figure 17. repository-2 initiates clock synchronization by generating a time stamp exchange message,
step 1705, and transmits it to repository- 1, step 1706. Upon receipt, repository-1 generates its own time stamp mes-
sage, step 1707 and transmits it back to repository-2, step 1708. Repository-2 notes the current time, step 1709 and
storesthetime receivedfrom repository-1, step 1710. The current time is comparedtothetime received from repository-
1, step 1711. The difference is then checked to see if it exceeds a predetermined tolerance (e.g. one minute), step
1712. If it does, repository-2 terminates the transaction as this may indicate tampering with the repository, step 1713.
If not repository-2 computes an adjusted time delta, step 1714. The adjusted time delta is the difference between the
clock time of repository-2 and the average of the times from repository-1 and repository-2.

To achieve greater accuracy, repository-2 can request the time again up to a fixed number of times (e.g. five times),
repeat the clock synchronization steps, and average the results.

A second session initiation transaction is a Login transaction. The Login transaction is used to check the authenticity
of a user requesting a transaction. A Login transaction is particularly prudent for the authorization of financial transac-
tions that will be charged to a credit server. The Login transaction involves an interaction between the user at a user
interface and the credit server associated with a repository. The information exchanged here is a login string supplied
by the repository/credit server to identify itself to the user, and a Personal Identification Number (PIN) provided by the
user to identify himself to the credit server. In the event that the user is accessing a credit server on a repository different
from the one on which the user interface resides. exchange of the information would be encrypted using the public and
private keys of the respective repositories.

Bllllng Transactions

Billing Transactions are concerned with monetary transactions with a credit server. Billing Transactions are carried
out when all other conditions are satisfied and a usage fee is required for granting the request. For the most pan, billing
transactions are well understood in the state of the art. These transactions are between a repository and a credit server,
or between a credit server and a billing clearinghouse. Briefly. the required transactions include the following:

- Registration and LOG IN transactions by which the repository and user establish their bona fides to a credit sewer
These transactions would be entirely internal in cases where the repository and credit server are implemented as
a single system.

- Registration and LOG IN transactions, by which a credit server establishes its bona fides to a billing clearinghouse.
- An Assign-fee transaction to assign a charge. The information in this transaction would include a transaction iden-

tifier, the identities of the repositories in the transaction, and a list of charges from the parts of the digital work. If
there has been any unusual event in the-transaction such as an interruption of communications, that information
is included as well.

- A Begin-charges transaction to assign a charge. This transaction is much the same as an assign-fee transaction
except that it is used for metered use. It includes the same information as the assign-fee transaction as well as
the usage fee information. The credit-server is then responsible for running a clock.

I An Endcharges transaction to end a charge for metered use. (In a variation on this approach, the repositories
would exchange periodic charge infomtation for each block of time.)

- A report-charges transaction between a personal credit server and a billing clearinghouse. This transaction is
invoked at least once per billing period. It is used to pass along information about charges. On debit and credit

cards, this transaction would also be used to update balance information and credit limits as needed.

All billing transactions are given a transaction ID and are reported to the credit severs by both the server and the
client. This reduces possible loss of billing information if one of the parties to a transaction loses a banking card and
provides a check against tampering with the system.

Usage Transactions

After the session initiation transactions have been completed, the usage request may then be processed. To sim-
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plify the description of the steps carried out in processing a usage request, the term requester is used to refer to a
repository in the requester mode which is initiating a request, and the term server is used to refer to a repository in the
sewer mode and which contains the desired digital work. In many cases such as requests to print or view a work, the

requester and server may be the same device and the transactions described in the following would be entirely internal.
In such instances, certain transaction steps, such as the registration transaction, need not be performed.

There are some common steps that are part of the semantics of all of the usage rights transactions. These steps
are referred to as the common transaction steps. There are two sets --the ‘opening’ steps and the “closing” steps. For
simplicity, these are listed here rather than repeating them in the descriptions of all of the usage rights transactions.

Transactions can refer to a part of a digital work, a complete digital work, or a Digital work containing other digital
works. Although not described in detail herein, a transaction may even refer to a folder comprised of a plurality of digital
works. The term 'work' is used to refer to what ever portion or set of digital works is being accessed.

Many of the steps here involve determining if certain conditions are satisfied. Recall that each usage right may
have one or more conditions which must be satisfied before the right can be exercised. Digital works have parts and
parts have parts. Different pans can have different rights and fees. Thus, it is necessary to verify that the requirements
are met for ALL of the parts that are involved in a transaction For brevity, when reference is made to checking whether
the rights exist and conditions for exercising are satisfied, it is meant that all such checking takes place for each of the
relevant pans of the work.

Figure 18 illustrates the initial common opening and closing steps fora transaction. At this point it is assumed that

registration has occurred and that a “trusted” session is in place. General tests are tests on usage rights associated
with the folder containing the work or some containing folder higher in the file system hierarchy. These tests correspond
to requirements imposed on the work as a consequence of its being on the panicular repository, as opposed to being
attached to the work itself. Referring to Figure 18, prior to initiating a usage transaction, the requester performs any
general tests that are required before the right associated with the transaction can be exercised, step, 1801. For ex-
ample, install, uninstall and delete rights may be implemented to require that a requester have an authorization certif-

icate before the right can be exercised. Another example is the requirement that a digital ticket be present and punched

before a digital work may be copied to a requester. If any of the general tests fail, the transaction is not initiated, step,
1802. Assuming that such required tests are passed, upon receiving the usage request, the server generates a trans-
action identifier that is used in records or reports of the transaction, step 1803. The server then checks whether the

digital work has been granted the right corresponding to the requested transaction, step 1804. If the digital work has
not been granted the right corresponding to the request, the transaction terminates, step 1805. if the digital work has
been granted the requested right, the server then determines if the various conditions for exercising the right are
satisfied. Time based conditions are examined, step 1806. These conditions are checked by examining the time spec-
ification for the the version of the right. If any of the conditions are not satisfied, the transaction terminates per step 1805.

Assuming that the time based conditions are satisfied, the server checks security and access conditions, step
1807. Such security and access conditions are satisfied if: 1)the requester is at the specified security class, or a higher
security class, 2) the sewer satisfies any specified authorization test and 3) the requester satisfies any specified au-
thorization tests and has any required digital tickets. if any of the conditions are not satisfied, the transaction terminates
per step 1805.

Assuming that the security and access conditions are all satisfied, the server checks the copy count condition,
step 1808. If the copy count equals zero, then the transaction cannot be completed and the transaction terminates per
step 1805.

Assuming that the copy count does not equal zero, the server checks if the copies in use for the requested right
is greater than or equal to any copy count for the requested right (or relevant parts), step 1809. If the copies in use is
greater than or equal to the copy count, this indicates that usage rights for the version of the transaction have been

exhausted. Accordingly, the server terminates the transaction, step 1805. If the copy count is less than the copies in
use for the transaction the transaction can continue, and the copies in use would be incremented by the number of
digital works requested in the transaction, step 1810.

The server then checks if the digital work has a 'Loan' access right, step 1811. The 'Loan" access right is a special
case since remaining rights may be present even though all copies are loaned out. If the digital work has the 'Loan'

access right. a check is made to see if all copies have been loaned out, step 1812. The number of copies that could
be loaned is the sum of the Copy-Counts for all of the versions of the loan right of the digital work. For a composite
work, the relevant figure is the minimal such sum of each of the components of the composite work. If all copies have
been loaned out, the remaining rights are determined, step 1 81 3. The remaining-rights is determined from the remaining
rights specifications from the versions of the Loan right. If there is only one version of the Loan right, then the deter-

mination is simple. The remaining rights are the ones specified in that version of the Loan right, or none if Remaining-
Rights: is not specified. If there are multiple versions of the Loan right and all copies of all of the versions are loaned

out, then the remaining rights is taken as the minimum set (intersection) of remaining rights across all of the versions
of the loan right. The server then determines if the requested right is in the set of remaining rights, step 1814. If the
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requested right is not in the set ot remaining rights, the sewer terminates the transaction, step 1805.

If Loan is not a usage right for the digital work or if all copies have not been loaned out or the requested right is in
the set of remaining rights, tee conditions for the right are then checked, step 1815. This will initiate various financial
transactions between the repository and associated credit sewer. Further, any metering of usage of a digital work will
commence. If any financial transaction fails, the transaction terminates per step 1805.

it should be noted that the order in which the conditions are checked need not follow the order of steps 1806-1815.

At this point, right specific steps are now performed and are represented here as step 1816. The right speci ti c
steps are described in greater detail below.

The common closing transaction steps are now performed. Each of the closing transaction steps are performed
by the server after a successful completion of a transaction. Fleferring back to Figure 18, the copies in use value for
the requested right is decremented by the number of copies involved in the transaction, step 1817. Next, it the right
had a metered usage fee specification, the sewer subtracts the elapsed time from the Ftemaining-Use-Time associated
with the right for every part involved in the transaction, step 1818. Finally, if there are fee specifications associated
with the right, the server initiates End-Charge financial transaction to confirm billing, step 1819.

Transmission Protocol

An important area to consider is the transmission of the digital work from the server to the requester. The trans-
mission protocol described herein refers to events occurring after a valid session has been created. The transmission
protocol must handle the case of disruption in the communications between the repositories. It is assumed that inter-
terence such as injecting noise on the communication channel can be detected by the integrity checks (e.g., parity,
checksum, etc.) that are built into the transport protocol and are not discussed in detail herein.

The underlying goal in the transmission protocol is to preclude certain failure modes, such as malicious or accidental
interference on the communications channel. Suppose, for example, that a user pulls a card with the credit server at

a specific time near the end of a transaction. There should not be a vulnerable time at which ‘pulling the card“ causes
the repositories to tail to correctly account for the number of copies of the work that have been created. Ftestated, there

should be notime at which a party can break a connection as a means to avoid payment after using a digital work.
If a transaction is interrupted (and fails), both repositories restore the digital works and accounts to their state prior

to the failure, modulo records of the failure itself.

Figure 19 is a state diagram showing steps in the process of transmitting information during a transaction. Each

_ box represents a state of a repository in either the server mode (above the central dotted line 1901 ) or in the requester
mode (below the dotted line 1901). Solid arrows standtor transitions between states. Dashed arrows stand for message
communications between the repositories. A dashed message arrow pointing to a solid transition arrow is interpreted
as meaning that the transition takes place when the message is received. Unlabeled transition arrows take place
unconditionally. Other labels on state transition arrows describe conditions that trigger the transition.

Referring now to Figure 19, the server is initially in a state 1902 where a new transaction is initiated via start
message 1903. This message includes transaction information including a transaction identifier and a count of the
blocks of data to be transferred. The requester, initially in a wait state 1904 then enters a data wait state 1905.

The server enters a data transmit state 1906 and transmits a block of data 1907 and then enters a wait for ac-

knowledgement state 1908. As the data is received, the requester enters a data receive state 1909 and when the data

blocks are completely received it enters an acknowledgement state 1910 and transmits an Acknowledgement message
1911 to the sewer.

If there are more blocks to send, the sewerwaits until receiving an Acknowledgement message from the requester.
When an Acknowledgement message is received it sends the next block to the requester and again waits for acknowl-
edgement. The requester also repeats the same cycle of states.

It the server detects a communications failure before sending the last block, it enters a cancellation state 1912
wherein the transaction is cancelled. Similarly, if the requester detects a communications failure before receiving the
last block it enters a cancellation state 1913.

it there are no more blocks to send, the server commits to the transaction and waits for the final Acknowledgement
in state 1914. if there is a communications tailure before the server receives the final Acknowledgement message, it
still commits to the transaction but includes a report about the event to its credit server in state 1915. This report serves
two purposes. It will help legitimize any claims by a user of having been billed for receiving digital works that were not
completely received. Also it helps to identity repositories and communications lines that have suspicious patterns of
use and interruption. The server then enters its completion state 1916.

On the requester side, when there are no more blocks to receive, the requester commits to the transaction in state
1917. it the requester detects a communications failure at this state, it reports the failure to its credit server in state

1918, but still commits to the transaction. When it has committed, it sends an acknowledgement message tothe sewer
The sewer then enters its completion state 1919.
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The key property is that both the server and the requester cancel a transaction if it is interrupted before all of the
data blocks are delivered, and commits to it if all of the data blocks have been delivered.

There is a possibility that the server will have sent all of the data blocks (and committed) but the requester will not
have received all of them and will cancel the transaction. In this case, both repositories will presumably detect a com-
munications failure and report it to their credit server. This case will probably be rare since it depends on very precise
timing of the communications failure. The only consequence will be that the user at the requester repository may want
to request a refund from the credit services -- and the case for that refund will be documented by reports by both
repositories. .

To prevent loss of data, the server should not delete any transferred digital work until receiving the final acknowl-
edgement from the requester. But it also should not use the file. A well known way to deal with this situation is called
‘two-phase commit‘ or 2PC.

Two-phase commit works as follows. The first phase works the same as the method described above. The server

sends all of the data to the requester. Both repositories mark the transaction (and appropriate files) as uncommitted.
The server sends a ready-to-commit message to the requester. The requester sends back an acknowledgement. The
server then commits and sends the requester a commit message. When the requester receives the commit message,
it commits the file.

If there is a communication failure or other crash, the requester must check back with the server to determine the
status of the transaction. The server has the last word on this. The requester may have received all of the data, but if
it did not get the final message, it has not committed. The server can go ahead and delete files (except for transaction
records) once it commits, since the files are known to have been fully transmitted before starting the 2PC cycle.

There are variations known in the art which can be used to achieve the same effect. For example, the server could
use an additional level of encryption when transmitting a work to a client. Only after the client sends a message ac-
knowledging receipt does it send the key. The client then agrees to pay for the digital work. The point of this variation
is that it provides a clear audit trail that the client received the work. For trusted systems, however, this variation adds
a level of encryption for no real gain in accountability.

The transaction for specific usage rights are now discussed.

The copy Transaction

A Copy transaction is a request to make one or more independent copies of the work with the same or lesser

usage rights. Copy differs from the extraction right discussed later in that it refers to entire digital works or entire folders
containing digital works. A copy operation cannot be used to remove a portion of a digital work.

- The requester sends the server a message to initiate the Copy Transaction. This message indicates the work to
be copied, the version of the copy right to be used for the transaction, the destination address information (location
in a folder) for placing the work, the file data for the work (including its size), and the number of copies requested.

- The repositories perform the common opening transaction steps.
- The server transmits the requested contents and data to the client according to the transmission protocol. If a

Next-Set-Of-Rights has been provided in the version of the right, those rights are transmitted as the rights for the
work. Otherwise, the rights of the original are transmitted. In any event, the Copy-Count field for the copy of the
digital work being sent right is set to the number-of—copies requested.

- The requester records the work contents, data, and usage-rights and stores the work. It records the date and time
that the copy was made in the properties of the digital work.

- The repositories perform the common closing transaction steps.

The Transfer Transaction

A Transfer transaction is a request to move copies of the work with the same or lesser usage rights to another
repository. In contrast with a copy transaction, this results in removing the work copies from the sewer

- The requester sends the server a message to initiate the Transfer Transaction. This message indicates the work
to be transferred, the version of the transfer right to be used in the transaction, the destination address information
for placing the work, the file data for the work, and the number of copies involved.

- The repositories perform the common opening transaction steps. _
- The server transmits the requested contents and data to the requester according to the transmission protocol. If

a Next-Set-Of-Flights has been provided, those rights are transmitted as the rights for the work. Otherwise, the
rights of the original are transmitted. In either case, the Copy—Count field for the transmitted rights are set to the
number-of—copies requested.
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0 The requester records the work contents, data, and usage rights and stores the work.
0 The server decrements its copy count by the number of copies involved in the transaction.
0 The repositories perform the common closing transaction steps.
0 If the number of copies remaining in the server is now zero, it erases the digital work from its memory.

The Loan Transaction

A loan transaction is a mechanism for loaning copies of a digital work. The maximum duration.of the loan is de-

termined by an internal parameter of the digital work. Works are automatically returned after a predetermined time
period.

0 The requester sends the server a message to initiate the Transfer Transaction. This message indicates the work
to be loaned, the version of the loan right to be used in the transaction, the destination address information for
placing the work, the number of copies involved, the file data for the work, and the period of the loan.

0 The server checks the validity of the requested loan period, and ends with an error if the period is not valid. Loans
fora loaned copy cannot extend beyond the period of the original loan to the server.

- The repositories perform the common opening transaction steps.
0 The server transmits the requested contents and data to the requester. if a Next-Set-O1-Flights has been provided,

those rights are transmitted as the rights for the work. Otherwise, the rights of the original are transmitted, as
modified to reflect the loan period.

0 The requester records the digital work contents, data, usage rights, and loan period and stores the work
0 The server updates the usage rights inlorrnation in the digital work to reflect the number of copies loaned out.
0 The repositories periorm the common closing transaction steps.
0 The server updates the usage rights data for the digital work. This may preclude use of the work until it is returned

from the loan. The user on the requester platform’ can now use the transferred copies of the digital work. A user
accessing the original repository cannot use the digital work, unless there are copies remaining. What happens
next depends on the order of events in time.

Case 1. If the time of the loan period is not yet exhausted and the requester sends the repository a Return message.

- The return message includes the requester identification, and the transaction ID.
- The server decrements the copies~in-use field by the number of copies that were returned. (ll the number of

digital works retumed is greater than the number actually borrowed, this is treated as an error.) This step may
now make the work available at the server for other users.

- The requester deactivates its copies and removes the contents from its memory.

Case 2. If the time of the loan period is exhausted and the requester has not yet sent a Return message.

- The server decrements the copies-in-use field by the number digital works that were borrowed.
- The requester automatically deactivates its copies of the digital work. It terminates all current uses and erases

the digital work copies from memory. One question is why a requester would ever return a work earlier than
the period of the loan, since it would be returned automatically anyway. One reason for early return is that
there may be a metered fee which determines the cost of the loan. Returning early may reduce that fee.

The Play Transaction

A play transaction is a request to use the contents of a work. Typically, to ‘play’ a work is to send the digital work
through some kind of transducer, such as a speaker or a display device. The request implies the intention that the
contents will not be communicated digitally to any other system. For example, they will not be sent to a printer, recorded
on any digital medium, retained alter the transaction or sent to another repository.

This term ‘play’ is natural for examples like playing music, playing a movie, or playing a video game. The general
form of play means that a ‘player’ is used to use the digital work. However, the term play covers all media and kinds
of recordings. Thus one would ‘play’ a digital work, meaning, to render it for reading, or play a computer program,
meaning to execute it. For a digital ticket the player would be a digital ticket agent.

- The requester sends the server a message to initiate the play transaction. This message indicates the work to be
played, the version of the play right to be used in the transaction, the identity of the player being used, and the file
data for the work
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0 The server checks the validity of the player identification and the compatibility of the player identification with the
player specification in the right. It ends with an error if these are not satisfactory.

- The repositories perform the common opening transaction steps.

- The server and requester read and write the blocks of data as requested by the player according to the transmission
protocol. The requester plays the work contents, using the player.

- When the player is finished, the player and the requester remove the contents from their memory.
- The repositories perform the common closing transaction steps.

The Print Transaction

A Print transaction is a request to obtain the contents of a work for the purpose of rendering them on a "printer."

We use the term ‘printer’ to include the common case of writing with ink on paper. However, the key aspect of ‘printing‘
in our use of the term is that it makes a copy of the digital work in a place outside of the protection of usage rights. As
with all rights, this may require particular authorization certificates.

Once a digital work is printed, the publisher and user are bound by whatever copyright laws are in effect. However,
printing moves the contents outside the control of repositories. For example, absent any other enforcement mecha-
nisms, once a digital work is printed on paper, it can be copied on ordinary photocopying machines without intervention
by a repository to collect usage fees. If the printer to a digital disk is permitted, then that digital copy is outside of the

control of usage rights. Both the creator and the user know this, although the creator does not necessarily give tacit
consent to such copying, which may violate copyright laws.

- The requester sends the server a message to initiate a Print transaction. This message indicates the work to be
played, the identity of the printer being used, the file data for the work, and the number of copies in the request.

- The server checks the validity of the printer identification and the compatibility of the printer identification with the
printer specification in the right. it ends with an error it these are not satisfactory.

0 The repositories perform the common opening transaction steps.
- The server transmits blocks of data according to the transmission protocol.
- The requester prints the work contents, using the printer.

0 When the printer is finished, the printer and the requester remove the contents from their memory.
- The repositories perform the common closing transaction steps.

The Backup Transaction

A Backup transaction is a request to make a backup copy of a digital work, as a protection against media failure.
In the context of repositories, secure backup copies differ from other copies in three ways: (1) they are made under

the control of a Backup transaction rather than a Copy transaction, (2) they do not count as regular copies, and (3)
they are not usable as regular copies. Generally, backup copies are encrypted.

Although backup copies may be transferred or copied, depending on their assigned rights, the only way to make
them useful for playing, printing or embedding is to restore them.

The output of a Backup operation is both an encrypted data file that contains the contents and description of a
work, and a restoration file with an encryption key for restoring the encrypted contents. In many cases, the encrypted
data file would have rights for ‘printing’ it to a disk outside of the protection system, relying just on its encryption for
security. Such files could be stored anywhere that was physically safe and convenient. The restoration file would be

held in the repository. This file is necessary for the restoration of a backup copy. it may have rights for transfer between
repositories.

- The requester sends the server a message to initiate a backup transaction. This message indicates the work to
be backed up, the version of the backup right to be used in the transaction, the destination address information
for placing the backup copy, the file data for the work.

- The repositories perform the common opening transaction steps.

- The server transmits the requested contents and data to the requester. If a Next-Set-Of-Flights has been provided,
those rights are transmitted as the rights for the work. Otherwise, a set of default rights for backup files of the
original are transmitted by the server.

- The requester records the work contents, data, and usage rights. It then creates a one—time key and encrypts the
contents file. It saves the key information in a restoration file.

- The repositories perform the common closing transaction steps.

In some cases, it is convenient to be able to archive the large, encrypted contents file to secure offline storage,
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such as a magneto-optical storage system or magnetic tape. This creation of a non-repository archive file is as secure
as the encryption process. Such non-repository archive storage is considered a form of “printing” and is controlled by

a print right with a specified ‘archive-printer.‘ An archive-printer device is programmed to save the encrypted contents
file (but not the description file) offline in such a way that it can be retrieved.

The Restore Transaction

A Restore transaction is a request to convert an encrypted backup copy of a digital work into a usable copy. A
restore operation is intended to be used to compensate for catastrophic media failure. Like all usage rights, restoration
rights can include fees and access tests including authorization checks.

- The requester sends the server a message to initiate a Restore transaction. This message indicates the work to
be restored, the version of the restore right for the transaction, the destination address information for placing the
work, and the file data for the work.

- The server verifies that the contents file is available (i.e. a digital work corresponding to the request has been
backed-up.) if it is not, it ends the transaction with an error.

- The repositories perform the common opening transaction steps.
- The sewer retrieves the key from the restoration file. It decrypts the work contents, data, and usage rights.
- The sewer transmits the requested contents and data to the requester according to the transmission protocol. If

a Next-Set-Of-Rights has been provided, these rights are transmitted as the rights for the work. Otherwise, a set
of default rights for backup files of the original are transmitted by the server.

- The requester stores the digital work.
- The repositories perform the common closing transaction steps.

The Delete Transaction

A Delete transaction deletes a digital work or a number of copies of a digital work from a repository. Practically all
digital works would have delete rights.

- The requester sends the server a message to initiate a delete transaction. This message indicates the work to be
deleted, the version of the delete right for the transaction.

- The repositories perform the common opening transaction steps.
- The server deletes the file, erasing it from the file system.
- The repositories perform the common closing transaction steps.

The Directory Transaction

A Directory transaction is a request lor information about folders, digital works, and their parts. This amounts to
roughly the same idea as protection codes in a conventional file system like TENEX, except that it is generalized to
the full power of the access specifications of the usage rights language.

The Directory transaction has the important role of passing along descriptions of the rights and fees associated
with a digital work. When a user wants to exercise a right, the user interface of his repository implicitly makes a directory
request to determine the versions of the right that are available. Typically these are presented to the user —- such as
with different choices of billing for exercising a right. Thus, many directory transactions are invisible to the user and
are exercised as part of the normal process of exercising all rights.

- The requester sends the server a message to initiate a Directory transaction. This message indicates the file or
folder that is the root of the directory request and the version of the directory right used for the transaction.

0 The server verifies that the information is accessible to the requester. In particular, it does not return the names

of any files that have a HlDE-NAME status in their directory specifications, and it does not return the parts of any
folders or files that have HIDE-PARTS in their specification. If the information is not accessible, the server ends
the transaction with an error.

- The repositories perform the common opening transaction steps.
- The server sends the requested data to the requester according to the transmission protocol.
- The requester records the data.
- The repositories perform the common closing transaction steps.
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The Folder Transaction

A Folder transaction is a request to create or rename a folder, or to move a work between folders. Together with
Directory rights, Folder rights control the degree to which organization of a repository can be accessed or modified
from another repository.

- The requester sends the sewer a message to initiate a Folder transaction. This message indicates the folder that
is the root of the folder request, the version of the folder right for the transaction, an operation, and data. The
operation can be one of create, rename, and move file. The data are the specifications required for the operation,
such as a specification of a folder or digital work and a name.

- The repositories perform the common opening transaction steps.
- The server performs the requested operation —- creating a folder, renaming a folder, or moving a work between

folders.

- The repositories perform the common closing transaction steps.

The Extract Transaction

A extract transaction is a request to copy a pan of a digital work and to create a new work containing it. The
extraction operation differs from copying in that it can be used to separate a pan of a digital work from d-blocks or
shells that place additional restrictions or fees on it. The extraction operation differs from the edit operation in that it
does not change the contents of a work, only its embedding in d-blocks. Extraction creates a new digital work.

- The requester sends the server a message to initiate an Extract transaction. This message indicates the part of
the work to be extracted, the version of the extract right to be used in the transaction, the destination address

information for placing the part as a new work, the file data for the work, and the number of copies involved.
- The repositories perform the common opening transaction steps.

I The server transmits the requested contents and data to the requester according to the transmission protocol. If
a Next-Set-Of—Rights has been provided, those rights are transmitted as the rights for the new work. Otherwise,
the rights ofthe original are transmitted. The Copy-Count field for this right is set to the number-of-copies requested.

- The requester records the contents, data, and usage rights and stores the work. It records the date and time that
new work was made in the properties of the work.

0 The repositories perform the common closing transaction steps.

The Embed Transaction

An embed transaction is a request to make a digital work become a part of another digital work or to add a shell
d-block to enable the adding of fees by a distributor of the work.

- The requester sends the server a message to initiate an Embed transaction. This message indicates the work to

be embedded, the version of the embed right to be used in the transaction, the destination address information
for placing the part as a a work, the file data for the work, and the number of copies involved.

0 The server checks the control specifications for all of the rights in the part and the destination. if they are incom-
patible, the server ends the transaction with an error.

- The repositories perform the common opening transaction steps.

- The server transmits the requested contents and data to the requester according to the transmission protocol. If
a Next-Set-Of-Rights has been provided, those rights are transmitted as the rights for the new work. Otherwise,
the rights of the original are transmitted. The Copy-Count field for this right is set to the number-of-copies requested.

- The requester records the contents, data, and usage rights and embeds the work in the destination file.
- The repositories perform the common closing transaction steps.

The Edit Transaction

An Edit transaction is a request to make a new digital work by copying, selecting and modifying portions of an
existing digital work. This operation can actually change the contents of a digital work. The kinds of changes that are
permitted depend on the process being used. Like the extraction operation, edit operates on portions of a digital work.
In contrast with the extract operation, edit does not affect the rights or location of the work It only changes the contents.
The kinds of changes permitted are determined by the type specification of the processor specified in the rights. In the
currently preferred embodiment, an edit transaction changes the work itself and does not make a new work. However,
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it would be a reasonable variation to cause a new copy of the work to be made.

- The requester sends the server a message to initiate an Edit transaction. This message indicates the work to be
edited, the version of the edit right to be used in the transaction, the file data for the work (including its size), the
process-ID for the process, and the number of copies involved.

0 The sewer checks the compatibility of the process-ID to be used by the requester against any process-ID speci-
fication in the right. If they are incompatible, it ends the transaction with an error.

- The repositories perform the common opening transaction steps. . .
- The requester uses the process to change the contents of the digital work as desired. (For example, it can select

and duplicate parts of it; combine it with other infonnation; or compute functions based on the information. This
can amount to editing text, music, or pictures or taking whatever other steps are useful in creating a derivative work.)

0 The repositories pertorm the common closing transaction steps.

The edit transaction is used to cover a wide range of kinds of works. The category describes a process that takes

as its input any portion of a digital work and then modifies the input in some way. For example, for text, a process for
editing the text would require edit rights. A process for 'summarizing' or counting words in the text would also be
considered editing. For a music file, processing could involve changing the pitch or tempo, or adding reverberations,
or any other audio effect. For digital video works, anything which alters the image would require edit rights. Examples
would be colorizing, scaling, extracting still photos, selecting and combining frames into story boards, sharpening with
signal processing, and so on.

Some creators may want to protect the authenticity of their works by limiting the kinds of processes that can be

performed on them. If there are no edit rights, then no processing is allowed at all. A processor identifier can be included
to specify what kind of process is allowed. If no process identifier is specified, then arbitrary processors can be used.
For an example of a specific process, a photographer may want to allow use of his photograph but may not want it to
be colorized. A musician may want to allow extraction of portions of his work but not changing of the tonality.

Authorization Transactions

There are many ways that authorization transactions can be defined. In the following, our preferred way is to simply
define them in terms of other transactions that we already need for repositories. Thus, it is convenient sometimes to

speak of ‘authorization transactions,‘ but they are actually made up of other transactions that repositories already have.
A usage right can specify an authorization—lD, which identifies an authorization object (a digital work in a file of a

standard format) that the repository must have and which it must process. The authorization is given to the generic
authorization (or ticket) server of the repository which begins to interpret the authorization.

As described earlier, the authorization contains a server identifier, which may just be the generic authorization

server or it may be another server. When a remote authorization server is required, it must contain a digital address.
it may also contain a digital certificate.

If a remote authorization server is required, then the authorization process first perlonns the following steps:

- The generic authorization server attempts to set up the communications channel. (It the channel cannot be set
up, then authorization fails with an error.)

- When the channel is set up, it performs a registration process with the remote repository. (if registration fails. then
the authorization fails with an error.)

- When registration is complete, the generic authorization server invokes a 'Play' transaction with the remote re-
pository, supplying the authorization document as the digital workto be played, and the remote authorization server
(a program) as the ‘player.’ (If the player cannot be found or has some other error, then the authorization fails with
an error.) *

- The authorization server then 'piays' the authorization.'This involves decrypting it using either the public key of

the master repository that issued the certificate or the session key from the repository that transmitted it. The
authorization server then performs various tests. These tests vary according to the authorization server. They
include such steps as checking issue and validity dates of the authorization and checking any hot-lists of known
invalid authorizations. The authorization server may require carrying out any other transactions on the repository

as well, such as checking directories, getting some person to supply a password, or playing some other digital
work It may also invoke some special process for checking information about locations or recent events. The
‘script’ for such steps is contained within the authorization server.

- If all of the required steps are completed satisfactorily, the authorization sewer completes the transaction normally,
signaling that authorization is granted.
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The Install Transaction

An Install transaction is a request to install a digital work as runnable software on a repository. In a typical case,
the requester repository is a rendering repository and the software would be a new kind or new version of a player.

5 Also in a typical case, the software would be copied to file system of the requester repository before it is installed.

0 The requester sends the server an Install message. This message indicates the work to be installed, the version

of the Install right being invoked, and the file data for the work (including its size).
- The repositories perform the common opening transaction steps.

10 - The requester extracts a copy of the digital certificate for the software. If the certificate cannot be found or the
master repository for the certificate is not known to the requester. the transaction ends with an error.

- The requester decrypts the digital certificate using the public key of the master repository, recording the identity
of the supplier and creator, a key for decrypting the software, the compatibility information, and a tamper-checking
code. (This step certifies the software.)

15 0 The requester decrypts the software using the key from the certificate and computes a check code on it using a
1-way hash function. If the check-code does not match the tamper-checking code from the certificate, the instal-

lation transaction ends with an error. (This step assures that the contents of the software, including the various
scripts, have not been tampered with.)

- The requester retrieves the instructions in the compatibility-checking script and follows them. If the software is not

20 compatible with the repository, the installation transaction ends with an error. (This step checks platform compat-
ibility.)

- The requester retrieves the instructions in the installation script and follows them. if there is an error in this process
(such as insufficient resources), then the transaction ends with an error. Note that the installation process puts the

runnable software in a place in the repository where it is no longer accessible as a work for exercising any usage
25 rights other than the execution of the software as part of repository operations in carrying out othertransactions.

- The repositories perform the common closing transaction steps.

The Unlnstall Transactlon

30 An Uninstall transaction is a request to remove software from a repository. Since uncontrolled or incorrect removal
of software from a repository could compromise its behavioral integrity, this step is controlled.

- The requester sends the server an Uninstall message. This message indicates the work to be uninstalled, the

version of the Unlnstall right being invoked, and the file data for the work (including its size).
35 0 The repositories perform the common opening transaction steps.

- The requester extracts a copy of the digital certificate for the software. If the certificate cannot be found or the

master repository for the certificate is not known to the requester, the transaction ends with an error.
- The requester checks whether the software is installed. If the software is not installed, the transaction ends withan error.

40 0 The requester decrypts the digital certificate using the public key of the master repository, recording the identity
of the supplier and creator, a key for decrypting the software, the compatibility information, and a tamper-checking
code. (This step authenticates the certification of the software, including the script for uninstalling it.)

- The requester decrypts the software using the key from the certificate and computes a check code on it using a
1-way hash function. If the check-code does not match the tamper-checking code from the certificate, the instal-

45 lation transaction ends with an error. (This step assures that the contents of the software, including the various
scripts, have not been tampered with.)

- The requester retrieves the instructions in the uninstallation script and follows them. If there is an error in this
process (such as insufficient resources), then the transaction ends with an error.

- The repositories perform the common closing transaction steps.so

Claims

1. A system for controlling the distribution and use of digital works having a mechanism for reporting fees based on
55 the distribution and use of digital works, said system comprising:

means for attaching usage rights to a digital work, each of said usage rights specifying how a digital work may
be used or distributed, each of said usage rights specifying usage fee information, said usage fee information
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comprising a fee type and fee parameters which define a fee to be paid in connection with the exercise of said
usage right;

a communication medium for coupling repositories to enable communication between repositories; and
a plurality of repositories, each of said repositories comprising:
an external interface for removably coupling to said communications medium;
storage means for storing digital works having attached usage rights and fees;
requesting means for generating a request to access a digital work stored in another of said plurality of repos-
itories. said request indicating a particular usage right; and

processing means for processing requests to access digital works stored in said storage means and for gen-
erating fee transactions when a request indicates a usage right that is attached to a digital work and said usage
right specifies usage fee information;
each of said plurality of repositories being removably coupled to a credit server, said credit server being
arranged for recording fee transactions from said repository and subsequently reporting said fee transactions
to a billing clearinghouse.

2. The fee reporting system as recited in Claim 1 wherein said fee type of said fee information is a metered use fee,
a per use fee, a best price fee, a scheduled fee,or a mark-up fee.

3. A method for reporting fees associated with the distribution and use of digital works in a system for controlling the
distribution and use of digital works, said method comprising the steps of:

a) attaching one or more usage rights to a digital work, each of said one or more usage rights comprising an
indicator of how said digital work may be distributed or used and a usage fee to be paid upon exercise of said
right;
b) storing said digital work and attached one or more usage rights in a server repository, said sewer repository
controlling access to said digital work;
c) said server repository receiving a request to access said digital work from a requesting repository;
d) said sewer repository identifying a usage right associated with said access request;
e) said server repository determining if said identified usage right is the same as one of said one or more
usage rights attached to said digital work;
f) if said identified usage right is not the same as any one of said one or more usage rights attached to said
digital work. said sewer repository denying access to said digital work;
g) if said usage right is included with said digital work, said sewer repository detennining if a usage fee is
associated with the exercise of said usage right;

h) if a usage fee is associated with usage right, said sewer repository calculating said usage fee;
i) said sewer repository transmitting a first assign fee transaction identifying said requesting repository as a
payer for said usage fee to a first credit sewer;

j) said requesting repository transmitting a second assign fee transaction identifying said requesting repository
as a payer for said usage fee to a second credit sewer;
k) said sewer repository transmitting said digital work to said requesting repository;
I) said sewer repository transmitting a first confirm fee transaction to said first credit sewer; and
m) said requesting repository transmitting a second confinn fee transaction to said second credit sewer.

4. The method as recited in Claim 3 wherein said digital work is comprised of a plurality of independent digital works

and said step of said sewer calculating said usage fee is further comprised of the step of reporting the usage fees
for each of the plurality of independent digital works.

5. A method for reporting fees associated with the distribution and use of digital works in a system for controlling the
distribution and use of digital works, said method comprising the steps of:

a) attaching one or more usage rights to a digital work, each of said one or more usage rights comprising an
indicator of how said digital work may be distributed or used and a usage fee to be paid for exercise of said right;

b) storing said digital work and said attached one or more usage rights in a sewer repository, said sewer
repository controlling access to said digital work;

c) said sewer repository receiving a request to access said digital work from a requesting repository;
d) said sewer repository identifying a usage right associated with said access request;

e) said sewer repository detennining if said digital work has attached thereto said identified usage right;
f) if said identified usage right is not attached to said digital work. said sewer repository denying access to
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said digital work;

g) if said usage right is attached to said digital work, said server repository determining if a usage fee is
associated with the exercise of said usage right;

h) if a usage fee is associated with said usage right, said server repository determining a fee type;
i) said sewer repository transmitting a first tee transaction identifying said requesting repository as a payee
for said usage feetoa credit server, said first tee transaction being dependent on said determined fee type; and
k) said sewer repository transmitting said digital work to said requesting repository.

6. A system for controlling the distribution and utilization of digital works having a mechanism for reporting usage
fees, said system comprising:

digital works comprising a first part for storing the digitally encoded data corresponding to a digital work and

a second part for storing usage rights and fees for said digital work, said usage rights specifying how a digital
work may be used ordistributed and said usage fees specifying a feeto be paid in connection with the exercise
of a corresponding usage right;

a plurality of repositories, each of said repositories comprising:

communication means for communicating with another of said plurality of repositories;
storage means for storing digital works;

requesting means for generating a request to access a digital work stored in another of said plurality of repos-
itories, said request indicating a particular usage right;

processing means for processing requests to access digital works stored in said storage means and granting
access when said particular usage right corresponds to a stored usage right stored in said digital work, said
processing means generating fee transactions when said access is granted and said stored usage right spec-
ifies a fee;

each of said plurality of repositories being removably coupled to a credit server, said credit server being
arranged for recording fee transactions from said repository and subsequently reporting said fee transactions
to a billing clearinghouse.

7. The system as recited in Claim 6 wherein said storage means is further comprised of a first storage device for
storing said first part of said digital work and a second storage device for storing said second part of said digital work.

8. A method for reporting fees associated with use of rendering digital works by a rendering device in a system for
controlling the rendering of digital works by a rendering system, said rendering system comprised of a rendering
repository and a rendering device, said rendering device utilizing a rendering digital work for rendering a digital
work, said method comprising the steps of:

a) storing a first digital work in a server repository, said digital work specifying a first usage fee to be reported
fora use of said first digital work;

b) storing a rendering digital work in said rendering repository, said first rendering digital work specifying a
second usage fee to be reported for a use of said rendering digital work;

c) said server repository receiving a request to use said first digital work from said rendering repository;
d) said server repository determining if said request may be granted;

e) if said server repository determines that said request may not be granted, said server repository denying
access to said first digital work;

f) it said server repository determines that said request may be granted, said server repository transmitting
said digital work to said rendering repository;

g) said server repository transmitting a first tee transaction identifying said rendering repository as a payee
for said first usage fee for use of said first digital work to a first credit server;

h) said rendering device rendering said first digital work using said rendering digital work; and

i) said rendering repository transmitting a second fee transaction identifying said rendering repository as a
payee for said second usage fee for use of said rendering digital work to a second credit sewer

9. The method as recited in Claim 8 further comprising the step of said rendering repository transmitting a third fee
transaction identifying said rendering repository as a payee for said first usage fee for use of said first digital work
to said second credit sewer.

10. The method as recited in Claim 9 wherein said rendering digital work is a set of coded rendering instructions for
controlling said rendering device.
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1501 -‘Digital Work Rights: = (Rights‘)

1502 ~—Right : = (Right-Code {Copy-Count} {Control-Spec} {Time-Spec }

{Access-Spec} {Fee-Spec})

1503~Right-C ode := Render-Code |Transport-Code I File-Management

CodeI Derivative-Works Code I Configuration-Code
1504 -«RenderoCode := [Play : {Playerz Player-ID} I Print: {Printer: Printer-ID}]

1505 -T1-ansport-Code := [Copy I Transfer I Loan {Remaining-Rights:

Next-Set-of-R.ights}]{(Next-Copy-Rights: Next-Set-of-Rightsll

1505"'File-Management-Code := Backup {Back-Up-Copy-Rights:

Next-Set-of-Rights} I Restore I Delete I Folder

I Directory {Nunez Hide-Local I Hide—Remote}

{Pa.rts: Hide-Local I Hide-Remote}

1507~'Derivative-Works-Code := [Extract I Embed I Edit{Process:

Process-ID}] {Next-Copy-Rights :

Next-Set-of Rights}

1508-vconfiguration-Code := Install I Uninstall

1509 -Next-Set-of-Rights := {(Add: Set-Of-Rightsl} {(Delete:

Set-Of-Rightsl} {(Rep1ace: Set-Of- Rights )}{(Keep: Set-Of-Rights ll

1510 ‘~Copy-Count 2 = (Copieszpositive-integer I 0 I Unlimited)

1511 -vControl-Spec := (Control: {Restrictable I Unrestrictable}

{Unchargeable I Chargeable})

1512 --«Time-Spec := ({Fixed-Interval I Sliding-Interval I Meter-Time}

Until: Expiration-Date)

1513~— Fixed-Interval := From: Start-Time

1514 ~-'Sliding-Interval : = Interval: Use-Duration

1515~«Meter-Time: = Time-Remaining: Remaining-Use

1515~v Access-Spec := (ISC: Security-Class} {Authorizatiom Authorization-ID"}

{Other-Authorization: Authorization-ID*} {Ticketz Ticket-IDI)

1517"-vFee-Spec: = {Scheduled-Discount} Regular-Fee-Spec I Scheduled-Fee-Spec I
Markup-Spec _

1513 ~—Scheduled-Discount: = Scheduled-Discount: (Scheduled-Discount:

(Time-Spec Percentage) ‘)

1519 ~Regular-Fee-Spec := ({Fee: I Incentive: } [Per-Use-Spec I Metered-Rate
Spec I Best-Price-Spec I Call-For-Price-Spec]

{Minz Money-Unit Per: Time-Spec}{Max:

Money-Unit Per: Time-Spec} To: Account~ID)

1520 ~«Per-Use-Spec: = Per-Use: Money~unit

1521 -— Metered-Rate-Spec : = Metered: Money-Unit Per: 'I‘ime—Spec

1522~—Best-Price-Spec := Best-Price: Money-unit Max: Money-unit

1523 -Call-For-Price-Spec := Call-For -Price

1524 '~-- Scheduled-Fee-Spec: = (Schedule: (Time-Spec Regular-Fee-Spec)‘ )

1525-Marknp-Spec: = Markup: percentage To: Account-ID

Fig. 15
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Description

BACKGROUND OF THE INVENTION

Field of the Invention

This invention relates to an operation management
system and an operation management method, and

more particularly to software operation management or
execution management.

Description of the Related Art

As computers and computer use become more
common, more advanced technology is introduced and
a variety of software products are developed for use in
various fields. However. in many cases, the user finds
it difficult to select a product from among a variety of
software products that seem to meet the user's require-
ments; often, the user cannot find the best tool for his
needs.

To reduce such a risk, a service has been available

that supplies the user with a tnal-use software product
free of charge. However, most of these trial-use soft-

ware products contain only function descriptions or pro-
vide the user with limited functions (e.g., save function
and/or output function is/are not included). This makes
it difficult for the user to evaluate the actual product (all
the functions) correctly.

A sales system which charges the user according
to how long the user actually uses a software product
(including a trial use) would allow him to buy the product
anytime he wants, to fully evaluate the product, and to
precisely determine the requirements for continued use
(including payment for it). Many users would find this
type of sales system appealing and economical.

In Japanese Patent Laid-Open Publication No. Sho
59-41061 and Japanese Patent Laid-Open Publication
No. Sho 63-153633, a system is disclosed that automat-
ically prevents a program from being used when the us-
age count reaches a specified value. In Japanese Pat-
ent Laid-Open Publication No. Hei 1447622 a system
is disclosed which accumulates program execution time
(total program execution time) and prevents the pro-
gram from being used when the accumulation time
reaches a specified amount. However, these systems
do not disclose means for extending the program usage
period. Japanese Patent Laid-Open Publication No. Hei
5434949 discloses a system in which a program and
expiry of the program are downloaded from a host com-
puter to a user computer via a communication line. Also

disclosed is a system in which a new expiry of the pro
gram is downloaded from the host computerto the user
computer in order to update the expiry. However, the
system only measures the execution time taken for ex-

ecuting the entire program, and does not include any
means for changing the expiry on the user computer.

In Japanese Patent Laid-Open Publication No. Hei
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7-234785, a system is disclosed that relates to a soft-

ware rental system. This system connects a computer
in a rental company to a user computer on which a rental
software product is running over a communication line.
When the time elapsed from the rental start time reach-

es the rental limit time, the system makes the program
unavailable for use. (For example, the program is delet-
ed.) To allow the user to update the rental period, the

rental company sends a rental period extension pro-
gram to the user's computer over a communication line.

The user runs this program to extend the rental period
of the program. A drawback of this system is that the

user must pay for the software product regardless of
whether the user has used it frequently or not. This
means that the amount of money the user has to pay
depends, not on how often he has used it, but on how
long he has used it.

In Japanese Patent Laid-Open Publication No. Hei

7-244585, a system is disclosed that manages the pro-
gram usage period. This system assigns a usage limit
date to a program and, when the current date becomes
greaterthan the limit date, the program product is made
unavailable. To extend the usage limit date, the system
reads update limit data from a recording medium con-
tainingthat data and re-assignsa usage limit date based
on the update limit data. This system is not reasonable
because the amount of money the user has to pay does
not depend on whether or not the user actually uses the
program.

For example, during execution of a Computer Aided
Design (CAD) software product, the user often spends
much time thinking without entering data. In the system
disclosed by the above mentioned Japanese Patent

Laid-Open Publication No. Hei 7-234785 or Japanese
Patent Laid-Open Publication No. Hei 7-244585, the us-
er must pay for this thinking time. This places unwanted
pressure on the user, especially when he must think

carefully during program execution.

SUMMARY OF THE INVENTION

The present invention seeks to solve the problems
associated with the art described above. In view of the

foregoing, it is an object of the present invention to pro-
vide an operation management system and method
which reasonably manage the operation of a managed
software product.

It is another object of the present invention to pro-
vide an operation management system and method
which levy a charge according to the actual usage
amount of the managed software product (or the amount

of the result generated by the managed software prod-
uct).

It is still another object of the present invention to

provide an operation management system and method
which manage the operation according to the property
of each function of the managed software product.
(1) To achieve the above objects, an operation manage-
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ment system for managing the operation of a managed
software product according to the present invention
comprises: battery value management means for dec-
rementing a battery value according to the operation
amount of the managed software product; operation lim-
it means for limiting the operation of the managed soft-

ware product when the battery value has decreased to
a specified limit value; and charge means for adding a
charge value to the current battery value when the
charge value is entered from external means.

The ‘battery value‘ mentioned above is a ‘virtual
battery‘ which drives a managed software product. This
battery value is preferably the value of a counter.

The battery value management means decrement
the battery value according to the operation amount of
the managed software product. When the battery value
has reached a specified limit value (for example, 0), the
operation limit means limit all of or a part of the operation
of the managed software product. Upon receiving a
charge value (additional battery value) from the extemal
means, the charge means add the received value to the
current battery value, thus extending the operation pe-
riod. That is, the battery value is incremented, just as a
battery is charged, to allow the continued use of the
managed software product.

The managed software product described above is
preferably a packaged application software program in-
cluding a CAD program, game program, video program,
language processor. music program, communication
program, or a measurement program.

The battery value management means, operation
management means, and charge means described
above should be implemented preferably as software
programs (management software programs) that run on
a computer. The managed software product and the
management software product may be separate, or the
whole or a part of the management software product

may be included in the managed software product.
A system according to the present invention is im-

plemented on a general-purpose computer or special-
purpose computer having such peripheral units as a disk
drive, display, and input unit. The external means de-
scribed above include recording media such as a mag-
netic disk or an optical disk and other host computers
connected over a network.

(2) An operation management system according to the
present invention may be applied to an application soft-
ware product sales system. The following explains an
example:

A vendor sells an application software product con-
taining the operation management program according
to the present invention. The operation management
program has a battery.value defined as the initial value.
In addition to this product, the vendor sells recording
media containing charge values (e.g., floppy disk (FD)).
In this case, it is desirable that a variety of recording
media, each containing a unique charge value, be sup-
plied.
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On the other hand, a user who bought the applica-
tion software product may use the product until the bat-
tery value reaches zero. This allows the user to fully
evaluate and examine the product. A user who wants to
use the product after the battery value becomes zero
must buy a recording medium containing a charge value

to charge the battery. This enables him to add a charge
value to the battery value and to use the product con-
tinuously.

if the specifications of the application software prod-
uct do not satisfy the users request, the user does not
buy the recording medium. This prevents additional

charges and reduces the cost to the user.
Considering an increase in the sales profit in record-

ing media that will be produced in the future, a combi-
nation of a managed software product and the operation
management program will lower prices significantly. The
operation management system accordingto the present

invention will increase the profits of both the user and
the vendor, making it possible to build a very reasona-
ble, economical system.
(3) In a preferred embodiment of the present invention,
the battery value management means calculate the op-
eration amount of each function of the managed soft-

ware product, and subtracts a value corresponding to
the operation amount from the battery value.

A continuous decrease in the battery value during
execution of a managed software product, as in a con-
ventional system, decrements the value even when the
user is idle (input wait time), which places pressure on
the user.

Calculating the operation amount of each function
during execution of a managed software product, as in
a system according to the present invention, decreases
the battery value only when the managed software prod-
uct is actually used, enabling the user to do operation
without having to worry about time elapsed while think-
ing.
(4) In a preferred embodiment of the present invention,
function category determination means are also availa-
ble which determine if an execution instruction from the

user activates a management target function or a man-

agement non-target function. And, the battery value
management means decrement the battery value only
when the management target function is executed.

For example, with the data generation function de-

fined as a management target function‘ and with other
functions as management non-target functions, a cost
can be levied only when new data are generated.
(5) In a preferred embodiment of the present invention,
the battery value management means have a weight ta-
ble containing an operation amount weight value for
each of the management target functions. When any of
the management target functions is executed, the bat-
tery value management means decrement the battery
value by the weight value corresponding to the manage-
ment target function.

In a preferred embodiment of the present invention,
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the battery value management means measure the ex-

ecution time of each of the management target functions
and decrement the battery value by the value corre-
sponding to the execution time.

This weight value system is able to calculate the op-

eration amount regardless of the computer speed,
which may differ among computers. In addition, by
measuring time in this manner, the execution time is di-

rectly monitored and therefore the operation mount be-
comes proportional to the CPU load.

(6) In a preferred embodiment of the present invention,
the operation limit means prevent only the management
target functions from being executed when the battery
value has decreased to a specified limit value; manage-
ment non-target functions are executed.

For example, forcing a game program used at home
to terminate when the battery value has reached a spec-
ified value does not cause a serious problem.

However, for a CAD program used in an office,
forced termination when the battery value has reached
a specified value may make already-produced data un-
available, possibly interrupting a job. Therefore, consid-
ering user's advantage and convenience, the embodi-
ment keeps some functions operable even when the
battery value has reached a specified value.
(7) A preferred embodiment of the present invention has
remainder warning means for issuing a remainder warn-
ing message when the battery value has decremented
to a specified warning value because a sudden inoper-
able condition in the managed software product without

prior notice may cause the user unexpected damage.
The remainder warning means alertthe usertothat con-
dition before it occurs. In other words, the warning mes-
sage prompts the user to determine whether to charge
the battery value.

A preferred embodiment of the present invention

has remainder display means for displaying the battery
value on the screen during execution of the managed
software product. This remainder display information
keeps the user informed of the amount by which the
managed software product will be able to continue op-
eration without being charged.

It is also possible to program the system so that,
upon detecting that the battery value has been charged
to a specified value, the system can automatically disa-
ble operation management through the battery value to
allow the user to use the product indefinitely.
(8) To‘ achieve the above objects, a method for manag-
ing the operation of a managed software product ac-
cording to the present invention comprises: a count val-
ue management step for changing a count valueaccord-

ing to the operation amount of the managed software
product; an operation limit step for limiting the operation
of the managed software product when the count value

has reached a specified limit value; and a charge step
for charging the current count value or the limit value
when a charge value is entered from external means.

The above count value is incremented or decre-
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mented according to the operation amount of the man-
aged software product. When the count value is incre-
mented, a charge value is added to the limit value; when

the count value is decremented, a charge value is added
to the current count value. In either case, the usage pe-
riod is extended by charging the battery value.

BRIEF DESCRIPTION OF THE DRAWINGS

Fig. 1 is a diagram showing a user machine used in
the operation management system according to the
present invention.

Fig. 2 is a diagram showing the data structure of a
charge disk.

Fig. 3 is a diagram showing the concept of the op-
eration management system according to the present
invention.

Fig. 4 is a diagram showing an example of the his-
tory table.

Fig. 5 is a diagram showing an example of the us-
age amount table.

Fig. 6 is a flowchart showing the processing of the
system when a management target function is executed
in the execution time based method.

Fig. 7 is a flowchart showing the processing of the
system when a management target function is executed
in the weight value based method.

Fig. 8 is a flowchart showing the charge disk read
processing.

Fig. 9 is a flowchart showingthe charge processing.
Fig. 10 is a diagram showing a user machine used

in another embodiment.

Fig. 11 is a diagram showing the structure of data
sent from the host machine to a user machine.

Fig. 12 is a diagram showing the concept of the sys-
tem in another embodiment.

Fig. 13 is a diagram showing an example of the user
registration table.

Fig. 14 is a flowchart showing the operation of the
user machine and a user machine in another embodi-
ment.

Fig. 15 is a diagram showing another configuration
of the system.

Fig. 16 is a diagram showing an example of an ap-
plication according to the present invention.

Fig. 17 is a flowchart showing the function category
determination processing.

DESCRIPTION OF PREFERRED EMBODIMENTS

Fig. 1 shows a user machine 10. This user machine

10 is a computer which executes various types of appli-
cation programs under control of the operation system
(OS). The user machine 10 is composed of a system
unit 12, display 14, keyboard (not shown in the figure),
output unit (not shown in the figure) such as a printer or
plotter, and so forth. The system unit 12 contains a CD-
FIOM disk drive 16 which accesses a CD-ROM and
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reads data from it and a floppy disk drive 20 which ac-
cesses a floppy disk (FD) and reads data from it.

The CD-FIOM shown in Fig. 1 contains a managed
software product 18. In this embodiment, the managed
software product 18, such as a CAD software product,
has an operation management program built in. The op-

eration management program, designed for managing
the operation of the managed software product 18, man-
ages the operation using a ‘battery value‘ which will be
described below. In the example shown in Fig. 1. the
managed software product 18 is installed from the CD-
FIOM to the user machine 10; it may be installed from

any other recording medium or via a communication
line.

A charge disk 22, containing specified data (includ-

ing a charge value) on a floppy disk, functions as a bat-
tery value charger. Inserting this charge disk 22 into the
floppy disk drive 20 causes a charge value to be read
and enables the user to extend the allowable operation

period of the managed software product 18. In this em-
bodiment, several charge disks 22, each containing a
unique charge value, are supplied to allow the user to
select or buy a desired charge disk 22 to add a desired
charge value to the battery value.

The managed software product 18 and the charge
disk 22 are usually supplied from the same vendor. In
this embodiment, the managed software product 18 in-
cludes the operation management program. Of course,

the managed software product 18 and the operation
management program may be separately loaded into
the user machine 10.

In Fig. 1, the display 14 has a remainder information
area 24 where remainder information is displayed and
a remainder warning area 26 where a warning message

is displayed when the remainder drops below the spec-
ified amount. These areas will be described later.

Fig. 2 shows the data structure of the charge disk
22. As shown in Fig. 2, the charge disk 22 contains a
serial number 28, management information 30, and
charge value (additional battery value) 32. The serial
number 28 is a unique identification number that is as-
signed when the floppy disk is formatted. Usually, this
number is not copied when the disk is copied. The man-

agement information 30 is created when the serial
number 28 is encrypted. This management information
30 is copied when the disk is copied. Therefore, when
the disk is copied illegally, the serial number 28 and the
management infomtation 30 do not match, thereby mak-
ing it easy to determine that the disk is copied illegally.
Of course, any other conventional security system may
also be used instead of this method.

The charge value 32 is an additional charge value
to be added to the battery value that is decremented as
the user uses the managed software product 18. Charg-

ing the battery value with this charge value enables the
user to extend the usage period.

When the battery value is managed in the ‘execu-
tion time based method‘ in which the battery value is
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decremented by the execution time of each function, an
additional time is recorded as the charge value 32. On
the other hand, when the battery value is managed in

the ‘weight value based method‘ in which the battery
value is decremented by the weight value of each func-
tion, the additional value is recorded as the charge value
32. These methods will be described in more detail later.

Although a floppy disk is used as the charge disk
22 in the embodiment shown in Fig. 1, other types of

recording media may also be used. Also, as shown in
another embodiment that will be explained later, a

charge value may be sent over a communication line.
Fig. 3 shows the concept of the operation manage-

ment system which uses the charge disk 22. The system
is composed primarily of the user machine 10, charge
disk 22, and vendor's machine 34. In this embodiment,

the managed software product 18 including the opera-
tion management program 36 is installed in the user ma-
chine 10.

The charge disk 22 is generated on the vendor's
machine 34 owned by the vendor which sold the man-

aged software product 18. More specifically, the ven-
dor's machine 34 has two software modules: the man-

agement information creation module 52 and the charge
value issuance module 54. The management informa-
tion creation module 52 encrypts the serial number 28
recorded on the charge disk 22, and writes the resulting
management information 30 back onto the charge disk
22. Note that the operation management program 36,
which contains the encryption condition or the decryp-
tion condition, can check whether or not the serial

number 28 agrees with the management information 30.
The charge value issuance module 54 records the
charge value 32, which has been set by the vendor, onto
the charge disk 22. In the execution time based method,
the charge value 32 is recorded, for example, as 100
hours, 200 hours, or 500 hours. Note that the operation

management program 36 contains an initial battery val-
ue (for example, 100 hours).

The operation management program 36 has a
counter 38 which decrements the battery value (battery

value management function). In this embodiment, the
operation management program 36 decrements the
counter 38 each time a ‘management target function‘
provided by the managed software product 18 is exe-
cuted. When the battery value, i.e., the counter value,
has decremented to the limit value of 0, the operation
management program 36 prevents management target
functions from being executed. That is, in this embodi-
ment, when the battery value has reached a specified
limit value, the execution of the managed software prod-
uct 18 is limited and, when the battery value is charged
with the charge value 32 contained on the charge disk
22, the charge value is added to the battery value and
the resulting value is used as a new battery value. The
usage period of the managed software product 18 is
thus extended.

A history table 40.managed by the operation man-
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agement program 36 contains history information on

charge values recorded on the charge disk 22. Fig. 4
shows an example. As shown in Fig. 4, the history table
40 is composed of three columns: FD serial number col-

umn 40A, charge data/time column 40B, and charge val-
ue column 40C. The table may have other columns as
necessary.

Referring to Fig. 3 again, the following explains how
the battery value is managed. When the battery value
is managed in the ‘execution time based method‘ de-

scribed above, the execution time of each management
target function, measured based on the internal clock

42, is subtracted from the battery value. On the other
hand, when the ‘weight value based method‘ described
above is used, the battery value is managed based on
the usage amount table 44. Fig. 5 shows an example of
the usage amount table 44. In this embodiment, the ta-

ble contains entries, each consisting of a function name
44A and the corresponding usage amount 44B. It should

be noted that each usage amount is used as a weight
value. For example, a weight value is pre-defined ac-
cording to the processing time of each function. There-
fore, when a management target function is executed,
the corresponding usage amount (weight value) is sub-
tracted from the battery value.

The managed software product 18 shown in Fig. 3
has many user interface programs as well as many in-
ternal functions and common functions used by the pro-
grams. These functions are classified roughly into two:
management target functions and management non-
target functions. Whenever the managed software prod-
uct 18 attempts to execute a management target func-
tion, the operation management program 36 references
the battery value and, when it is zero or greater, allows
the managed software product 18 to execute that func-

tion. When the managed software product 18 attempts
to execute a management non-target function, the op-
eration management program 36 does not check the

battery value. For example, when input/output function
for processing generated data 50 from the managed
software product 18 is defined as a management non-
target function, the input/output processing is always ex-
ecuted on the generated data 50, even if the usage pe-
riod of the managed software product 18 has expired.
This ensures that the generated data 50 are always
processed, thus protecting user assets. Examples of
management non-target functions include the data dis-

play function, data print function, and data plotter output
function.

Management target functions include the data gen-
eration function. For example, when the managed soft-
ware product is a CAD software product, the data gen-
eration function includes the straight-line drawing func-
tion, curved-line drawing function, circle drawing func-
tion, area fill-in function, area hatching function, and
character insertion function.

Fig. 3 conceptually shows management target func-
tion execution module 46 which executes management
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target functions and management non-target function
execution module 48 which executes management non-
target functions. in this embodiment, the battery value

is decremented only when a management target func-
tion is activated. Note that the battery may be decre-
mented when both a management target function and a
management non-target function are activated.

In addition to the data described above, the charge
disk 22 may contain other types of data. For example,
it may contain the name of the managed software prod-
uct 18 which accepts a charge value. in this case, the
name of the managed software product 18 is used as

follows. When the charge disk 22 is read, the operation
management program 36 checks whether or not the

name of the managed software recorded on the charge
disk 22 matches that of the managed software product
18 installed in the user machine 10 and, only when they
match, accepts the charge value 32.

The battery value described above is stored on the

hard disk and then copied into the computer's RAM. The
battery value in the RAM is decremented whenever a
management target function is executed. Also, at an in-
terval oras necessary, the battery value in the RAM re-
places the battery value on the hard disk. This means

that, even when the computer fails, the battery value is
not erased. The battery value may also be maintained
in some other way.

Fig. 17 is a flowchart showing how the operation
management program operates when it accepts an in-
struction requesting the execution of a managed soft-
ware product function. The following explains this
processing in more detail.

Upon receiving from a user an instruction request-
ing the execution of a function of the managed software
product while the managed software product is in exe-

cution ($601), the operation management program
checks whether the requested function is a manage-
ment target function or a management non-target func-
tion (8602). When the function is a management target
function (8603), the operation management program
performs the processing shown in Fig.6 or Fig. 7 (8604).
When the function is a management non-target function

(S603), the program executes the function immediately.
(S605). This processing is repeated whenever an exe-
cution instruction is received.

Next, referring to Fig. 3, the execution of a manage-
ment target function in the execution time based method

is explained with the use of Fig. 6.
When the user requests the execution ofa manage-

ment target function while the managed software prod-
uct 18 shown in Fig. 3 is in execution, the routine shown
in Fig. Sis started. First, the management target function
execution module 46 orthe operation management pro-
gram 36 reads the battery value to check if it is greater
than zero. If the battery value is zero or less, the routine

is terminated. That is, the requested management target
function cannot be started. Note that a management
non-target function is started even if the battery value is
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zero.

In $102, the routine gets the start time from the in-
ternal clock 42 before starting the requested manage-
ment target function and, in $103, starts the manage-
ment target function. In 3104, the routine gets the end
time from the internal clock 42 and, in S105, subtracts

the start time from the end time to calculate the process-
ing time (execution time) of the processing executed in
$103.

In $106, the routine subtracts the processing time
calculated in $105 from the battery value. In S107, the
routine checks if the resulting battery value is equal to
or less than the warning value and, if so, displays a mes-

sage in the remainder warning area 26 shown in Fig. 1.
If the resulting battery value is greater than the warning
value, the routine does not display the message. As

shown in Fig. 1, the remainder information area 24 is
displayed during execution of the managed software
product 18 (see Fig. 1) to allow the user to check the
remaining amount. This helps the user determine how
long he can execute the managed software product 18.

Fig. 7 shows the processing of a management tar-
get function in the weight value based method.

When the execution of a management target func-
tion is requested as described above, the routine refer-
ences the battery value in S201 to check if it is equal to
or greater than 0. If it is, the routine executes the re-
quested management target function in S202 and, in
S203, references the usage amount table 44 shown in
Fig. 5 to find the usage amount (weight value) of the
executed management target function. Then, in S204,
the routine subtracts the processing amount found in
$203 from the battery value to find a new battery value.
In $205, the routine checks if the battery value is less

than the warning value and, if so, displays a message
in the remainder warning area 26 in $206.

The ‘execution time based method‘ shown in Fig.
6 allows the user to manage operation using a physical
amount that is easy to understand. In addition, the user

can manage operation in a relatively simple configura-
tion. On the other hand, the ‘weight value based meth-
od' shown in Fig. 7 gives the user the same result re-

gardless of the CPU speed of the user's machine.
Next, referring to Fig. 3, the charge disk 22 read

processing is explained with the use of Fig. 8.
This processing is started when the charge disk 22

is inserted into the floppy disk drive 20 as shown in Fig.
1. The routine reads the serial number in $301, and the

management information in S302. both from the charge
disk 22. In S303, the routine encrypts the serial number
according to the encryption condition, or decrypts the
management information according to the decryption
condition, and compares the serial number with the
management information. This comparison determines
whether or not the charge disk 22 is legal. For example,
when the disk is illegally copied, the management infor-
mation 30 is copied, but the serial number 28 is not cop-
ied but replaced. This results in a mismatch between the
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serial number 28 and the management information 30,

thereby making it possible to find an illegal copy.
In $304, the routine checks if the charge disk 22 is

valid and, if it is not valid, terminates processing in $308.
If it is valid, the routine references the history table 40,

containing past charge history data, in S305 to check
the validity of the charge value 32 recorded on the
charge disk 22. To do so, the routine first checks to see
if the serial number 28 of the charge disk 22 is in the

historytable 40. If the serial number is found, the routine
takesthe following steps to check if the charge value 32
recorded on the charge disk 22 is valid. The routine finds

the charge value initially recorded on the charge disk 22
and, from that initial value, subtracts the actual charge
value to find the remainder. The next time the battery
value is charged, the routine compares the remainder

with the charge value currently recorded on the charge
disk. If the charge value on the charge disk 22 is greater
than the remainder, the routine determines in $306 that

the charge disk is not valid and terminates processing
in $308. If the routine finds that the charge value 32 on
the charge disk 22 is valid, it performs the charge
processing, shown in Fig. 9, in S307.

Fig. 9 shows an example of charge processing. In
S401, the routine references the counter 38 to read the

current battery value and, in 8402, reads the charge val-
ue from the charge disk 22. In S403, the routine asks
the user to type an actual charge value that does not
exceed the charge value 32 recorded on the charge disk
22. The user types the charge value, for example, from
the keyboard. In $404, the routine checks that the spec-
ified charge value is less than the charge value on the
charge disk 22. If the specified charge value is greater
than the charge value on the charge disk 22, the routine
asks the user to retype the charge value.

In $405, the routine adds the specified charge value

to the battery value, thus charging the battery value. In
$406, the routine subtracts the specified charge value
from the initial charge value and writes the resulting val-
ue on the charge disk 22 as a new charge value 32 . If

the initial charge value 32 is exhausted, the routine
writes the value of 0 on the charge disk 22 to virtually

erase the charge value. The value of 0 prevents the
charge disk 22 from being re-used. In $407, a record
relating to the charge processing is added to the history
table 40.

In the above embodiment, the user specifies an ac-
tual charge value. Instead of having the user specify a

value, a pre-defined charge value may be added to the
battery value at that time.

Fig. 10 shows another embodimentaccording tothe
present invention. In the embodiment described above,
the battery value is charged using a recording medium.
In this embodiment, the battery value is charged via a
communication line 60. For the same components as
those used in the above embodiment, the same num-

bers are assigned and their descriptions are omitted.
The user machine 10 in Fig.10 is connected to the
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host machine 62 via the communication line 60. From

this host machine 62, send data 64 shown in Fig. 11 are
sent to the user machine 10 to charge the battery value.

In Fig. 11, address information 68 specifies the ad-
dress of the user machine 10. Management information
70 is created by encrypting the serial number on the re-

cording medium containing the managed software prod-
uct 18. A charge value 72, a value to be added to the
battery value as with the above embodiment, is an ad-
ditional period of time in the execution time based meth-

od, and is an additional amount in the weight value
based method.

Fig. 12 illustrates the system concept of this embod-
iment.

As described above, the user machine 10 is con-
nected to the host machine 62 via the communication
line 60. That is, this host machine 62 is connected to

each of a number of user machines 10 for integrated
operation management. This host machine 62 has a

management information creation module 76, charge
value issuance module 78, user registration table 80,
and billing module 82. The management information
creation module 76 creates the management informa-
tion 70 shown in Fig. 11 , and the charge value issuance
module 78 issues a charge value 72 in response to a
request from the user machine 10. As shown in Fig. 13,
the user registration table 80 is composed primarily of
the user ID column 80A, user name column 808, and

request charge value column 800. The billing module
82 references the user registration table 80 to automat-
ically issue a bill for a requested amount whenever a

charge value is issued, or at some specified interval.
Next, referring to Fig. 12, the operation of this em-

bodiment is explained with the use of Fig. 14. The op-
eration of the user machine 10 is shown in the left side

of Fig. 14, while that of the host machine 62 is shown
on the right.

First, in S501 and S502, the user machine 10 is con-
nected to the host machine 62 via a communication line.

In S503, the user machine 10 generates a request for a
charge value that will be sent to the host machine 62. In
this case, the request contains at least the serial number

of the CD-FIOM containing the managed software prod-
uct 18 and infonnation on the charge value. In S504, the
user machine sends the request to the host machine
and, in S505, the host machine receives the request.

In S506, the host machine checks the user registra-
tion table 80. If the host machine finds, in S507, that the

requesting user is registered in the host machine 62, the
management information creation module 76 creates
management information based on the serial number in

S508, and the charge value issuance module 78 gener-
ates a charge value in response to the request from the

user. In S509, the host machine 62 sends the manage-
ment lnforrnation and the charge value to the user ma-
chine 10 as the send data 64 shown in Fig. 11. In S510,
the user machine 10 receives the send data 64. In S511
and S512, the user machine 10 and the host machine
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62 are disconnected.

In 8513, the operation management program 36
compares the serial number 74 with the management
information 70 to check to see it the data received by
the user machine 10 are valid. This prevents the user
from illegally charging the battery value. If it is found in

$51 4 that the send data arevalid, the charge processing
is performed in S515. This charge processing is the
same as that in Fig. 9.

As shown in Fig. 12, this embodiment may also use
the execution time based method or the weight value
based method in order to manage the battery value.

Although the battery value is charged over a com-
munication line such as a telephone line in the above

embodiment, it may also be charged over a communi-
cation satellite (satellite line).

In the above embodiments, the operation manage-
ment program 36 is included in the managed software
product 18. Of course, an external program can manage
the operation of the managed software product 18. Fig.
15 shows the concept of such an embodiment.

As shown in Fig. 15, the operation system (OS) 83
is located between the hardware 81 and each of appli-
cation programs 84, 86, and 88. The operation manage-
ment program 36 according to the present invention
may be located between the operation system 83 and
the application program 84.

Operation management program 36 therefore func-

tions as an interface program. Messages are ex-
changed between the operation management program
36 and the application program 84 according to some
specific rule. Messages are also exchanged between
the operation management program 36 and the opera-
tion system 83 according to a specific rule.

To execute a management target function In this
configuration, the operation management program 36
references the battery value when it receives an execu-

tion request from the application program 84. II the bat-
tery value is not zero, the operation management pro
gram 36 sends an instruction to the operation system
83 while simultaneously decrementing the battery value
by a value corresponding to the function. If the battery
value is zero, the operation management program 36
sends a message back to the application program 84,
indicating that the instruction cannot be executed.

To execute a management non-target function, the
operation management program 36 does not reference
the battery value when it receives an execution request
from the application program 84 but instead sends the
instruction directly to the operation system 83.

The battery value is decremented as management
target functions are executed. Charging the battery val-
ue allows the user lo extend the usage period of the ap-
plication program 84, which may be supplied separately
from the application program 84.

In the above embodiments, one operation manage-
ment program manages one operation management

program. It is also possible for one operation manage-
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ment program to manage several application programs.
Fig. 16 shows an application of the present inven-

tion. The system shown in Fig. 16 is composed of one
host machine 90 and several user machines 92. Within

each user machine 92 are a managed software product
18 and the operation management program 36, which,
in turn, contains the counter 38 where the battery value
to‘be decremented is stored. In other words, the opera-

tion of the managed software product 18 is controlled
by the value stored in the counter 38. To execute the
managed software product 18 in this system, it is nec-
essary to insert a battery disk 96 into the user machine
92 and to move the battery value from the battery disk
96 into the counter 38. The battery value is decremented
as the operation of the managed software product 18
proceeds. When the user finishes the managed soft-
ware product 18, a sequence of operations are executed
to move the current counter value from the counter 38

to the battery disk 96. This initializes the counter 38 to

zero just as it was before the battery disk 96 was insert-
ed.

The host machine 90 has several disk drives into

which a battery disk 96 is inserted to read the battery
value that was returned to the battery disk 96. This host
machine 90 is also used to charge the battery value on
the battery disk 96.

Integrated management of the battery values on
several battery disks 96 through the host machine 90
brings a benefit of integrally managing several managed
software products 18.

This type of system may be used, for example, in a
school or a business where many computers are in-
stalled. With an individual carrying his or her own port-
able battery disk 96, it is possible to check and control
the software usage amount of each person. in this case,
either the ‘execution time based method‘ or the ‘weight

value based method‘ may be used.

Claims

1. An operation management system for managing
the operation of a managed software product, com-
prising:

battery value management means for decre-
menting a battery value according to the oper-
ation amount of said managed software prod-
uct;

operation limit means for limiting the operation
of said managed software product when said
battery value has decremented to a specified
limit value; and

charge means for adding a charge value to the
current battery value when the charge value is
entered from external means.

2. An operation management system according to

10

20

25

30

40

45

55

claim 1, wherein said battery value management
means find the operation amount for each execu-

tion of a function owned by said managed software
product and subtract a value corresponding to said
operation amount from said battery value.

An operation management system according to
claim 2, further comprising:

function category determination means for
detennining if a function to which an execution in-
struction is issued is a management target function

or a management non-target function, wherein said
battery value management means decrement said
battery value only when said management target
function is executed.

An operation management system according to
claim 3, wherein

said battery value management means has a
weight table containing pairs of said manage-
ment target function and a weight value repre-
senting said operation amount thereof, and
said battery value management means sub-
tract a weight value corresponding to said man-
agement target function from said battery value

' when said management target function is exe-
cuted.

An operation management system according to
claim 3, wherein, when said management target
function is executed, said battery value manage-
ment means measure the execution time and sub-

tracts the execution time from said battery value.

An operation management system according to
claim 3, wherein said operation limit means prevent

said management target function from being exe-
cuted but allows said management non-target func-
tion to be executed when said battery value has
reached a limit value. '

An operation management system according to
claim 3, wherein said managed software product

has a data generation function and a data output
function and wherein said function category deter-
mination means determine said data generation
function as said management target function and
determine said data output function as said man-
agement non-target function.

An operation management system according to
claim 1, further comprising remainder warning
means for issuing a remainder waming when said
battery value has decremented to a warning value.

An operation management system according to
claim 1, further comprising remainder display
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means for displaying said battery value during ex-
ecution of said managed software product.

An operation management system for managing
the operation of a managed software product, com-
prising:

battery value management means for decre-

menting a battery value according to the oper-
ation amount of said managed software prod-
uct;

operation limit means for limiting the operation
of said managed software product when said
battery value has decremented to a specified
limit value;

read means for reading a charge value from a
recording medium containing the charge value
thereon; and

charge means for adding said charge value to
the current battery value.

An operation management system according to
claim 10, further comprising erase means for eras-
ing the charge value from said recording medium
after said charge value is added.

An operation management system according to
claim 10, further comprising:

specification means for allowing a userto spec-
ify an actual charge value by which the current
battery value is to be actually charged, the ac-
tual charge value not exceeding the charge val-
ue recorded on said recording medium; and
rewrite means for rewriting the charge value on
said recording medium with a remainder value
after said actual charge value is added to the
current battery value.

An operation management system according to
claim 10, in which said recording medium contains
not only said charge value, but also the identifica-

tion number of the recording medium and manage-
ment information generated through encryption of
the identification number, said operation manage-
ment system further comprising:

validity determination means for comparing
said identification number with said management
information considering the condition of said en-

cryption to determine the validity of said recording
medium.

An operation management system comprising:

a managed machine containing a managed
software product; and
a managing machine connected to said man-
aged machine with a communication line,
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wherein

said managed machine comprises:
battery value management means for decre-

menting a battery value according to the oper-
ation amount of said managed software prod-
uct;

operation limit means for limiting the operation
of said managed software product when said
battery value has decremented to a specified
limit value;

charge value receive means for receiving a
charge value from said managing machine; and
charge means for adding said charge value to
the current battery value, and wherein
said managing machine comprises:
charge value send means for sending said
charge value to said managed machine.

15. An operation management system according to
claim 14, wherein said managed machine further
comprises:

notification means for notifying said managing
machine of the identification number of a port-
able recording medium initially containing said
managed software product; and
validity determination means for comparing
management information sent from said man-

aging machine with said identification number
to detennine the validity of the recording medi-
um; and wherein said managing machine fur-
ther comprises:
management information creation means for

creating said management information gener-
ated by encrypting said notified identification
number and for sendingthe management infor-
mation to said managed machine.

16. An operation management system comprising:

at least one managed machine containing a
managed software product; and

a managing machine for managing the opera-
tion of said managed machine. wherein said
managed machine comprises:
a counter containing a battery value changing
according to the operation amount of said man-

aged software product;
first charge means for reading a battery value
from a portable recording medium to store the
battery value into said counter, and

first retum means for writing the current battery
value on said recording medium, and wherein,

said managing machine comprises: '
second charge means for writing said battery
value on said recording medium; and

second return means for reading said battery
value from said recording medium.
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17. An operation management method comprising: a module for charging the current count value
or said limit value when a charge value is en-

a count value management step for changing tered from external means.
a count value according to the operation
amount of a managed software product; 5

an operation limit step for limiting the operation
of said managed software product when said
count value has reached a specified limit value;
and

a charge step for charging the current count val- 10
ue or said limit value when a charge value is
entered from external means.

18. A medium containing a management software prod-

uct for managing the operation of a managed soft— 15
ware product, wherein said managed software
product and said management software product are
executed on computers, said management soft-
ware product comprising:

20

a module for changing a count value according
to the operation amount of said managed soft-
ware product;
a module for limiting the operation of said man-

aged software product when said count value 25
has reached a specified limit value; and

a module for charging the current count value
or said limit value when a charge value is en-
tered from external means.

30

19. A medium containing a charge value read by a man-
agement software product for use in managing the
operation of a managed software product, wherein
said managed software product and said manage-
ment software product are executed on computers, 35

said management software product comprising:

a module for changing a count value according
to the operation amount of said managed soft-
ware product; 40
a module for limiting the operation of said man-
aged software product when said count value
has reached a specified limit value; and
a module for charging the current count value
or said limit value when said charge value is 45
entered.

20. A computer system having an ‘interface software

product between an operation system and at least
one application software product, wherein said in- 50
terface software product comprises:

a module for changing a count value according
to the operation amount of said application soft-
ware product; 55
a module for limiting the operation of said ap-

plication software product when said count val-
ue has reached a specified limit value; and

11
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Description

The present invention relates to the field of distribution and usage rights enforcement for digitally encoded works.
A fundamental issue facing the publishing and information industries as they consider electronic publishing is how

to prevent the unauthorized and unaccounted distribution or usage of electronically published materials. Electronically
published materials are typically distributed in a digital form and recreated on a computer based system having the

capability to recreate the materials. Audio and video recordings, software, books and multimedia works are all being
electronically published. Companies in these industries receive royalties for each accounted for delivery of the mate-

rials, eg. the sale of an audio CD at a retail outlet. Any unaccounted distribution of a work results in an unpaid royalty
(e.g. copying the audio recording CD to another digital medium.)

The ease in which electronically published works can be 'perfectly' reproduced and distributed is a major concern.
The transmission of digital works over networks is commonplace. One such widely used network is the Internet. The

lntemet is a widespread network facility by which computer users in many universities, corporations and government
entities communicate and trade ideas and information. Computer bulletin boards found on the lntemet and commercial
networks such as Compuserv and Prodigy allow for the posting and retrieving of digital information. lnfonnation services
such as Dialog and LEXIS/NEXIS provide databases of current information on a wide variety of topics. Another factor

which will exacerbate the situation is the development and expansion of the National lnforrnation Infrastructure (the
NH). It is anticipated that, as the NI! grows, the transmission of digital works over networks will increase many times
over. It would be desirable to utilize the NH for distribution of digital works without the fear of widespread unauthorized
copying.

The most straightforward way to curb unaccounted distribution is to prevent unauthorized copying and transmis-
sion. For existing materials that are distributed in digital form, various safeguards are used. in the case of software,

copy protection schemes which limit the number of copies that can be made or which corrupt the output when copying
is detected have been employed, Another scheme causes software to become disabled after a predetermined period
of time has lapsed. A technique used for workstation based software is to require that a special hardware device must

be present on the workstation in orderfor the software to run, e.g., see US-A-4,932,054 entitled ‘Method and Apparatus
for Protecting Computer Software Utilizing Coded Filter Network in Conjunction with an Active Coded Hardware Device.
' Such devices are provided with the software and are commonly referred to as dongles.

Yet another scheme is to distribute software, but which requires a ‘key’ to enable its use. This is employed in
distribution schemes where 'demos' of the software are provided on a medium along with the entire product. The
demos can be freely used, but in order to use the actual product, the key must be purchased. These schemes do not
hinder copying of the software once the key is initially purchased.

It is an object of the present invention to provide an improved system and method for controlling the use and
distribution of digital works.

The invention accordingly provides a system and method as claimed in the accompanying claims.
A system for controlling use and distribution of digital works is disclosed. A digital work is any written, aural, graph-

ical or video based work including computer programs that has been translated to or created in a digital form, and
which can be recreated using suitable rendering means such as software programs. The present invention allows the
owner of a digital work to attach usage rights to the work. The usage rights forthe work define how it may be used and
distributed. Digital works and their usage rights are stored in a secure repository. Digital works may only be accessed
by other secure repositories.

Usage rights for a digital work are embodied in a flexible and extensible usage rights grammar. Conceptually, a
right in the usage rights grammar is a label attached to a predetennined behavior and conditions to exercising the right.
For example, a COPY right denotes that a copy of the digital work may be made. A condition to exercising the right is
the requester must pass certain security criteria. Conditions may also be attached to limit the right itself. For example,
a LOAN right may be defined so as to limit the duration of which a work may be LOANed. Conditions may also include
requirements that fees be paid.

A repository is comprised of a storage means for storing a digital work and its attached usage rights, an external

interface for receiving and transmitting data, a processor and a clock. A repository has two primary operating modes,
a server mode and a requester mode. when operating in a server mode, the repository is responding to requests to
access digital works. When operating in requester mode, the repository is requesting access to a digital work.

Generally, a repository will process each request to access a digital work by examining the work's usage rights.
For example, in a request to make a copy of a digital work, the digital work is examined to see if rights have been
granted which would allow copies to be given out. If such a right has been granted. then conditions to exercise of the

right are checked (e.g. a right to make 2 copies). if conditions associated with the right are satisfied, the copy can be
made. Before transporting the digital work, any specified changes to the set of usage rights in the copy are attached
to the copy of the digital work.

Flepositories communicate utilizing a set of repository transactions. The repository transactions embody a set of
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protocols for establishing secure sessions connections between repositories, and for processing access requests to
the digital works.

Digital works are recreated on rendering systems. A rendering system is comprised of at least a rendering repository
and a rendering device (e.g. a printer, display or audio system.) Flendering systems are internally secure. Access to
digital works not contained within the rendering repository is accomplished via repository transactions with an external
repository containing the desired digital work.

A system and method in accordance with the invention will now be described, by way of example, with reference
to the accompanying drawings, in which:-

Figure 1 is a flowchart illustrating a simple instantiation of the operation of the currently preferred embodiment of
the present invention.

Figure 2 is a block diagram illustrating the various repository types and the repository transaction flow between
them in the currently preferred embodiment of the present invention.

Figure 3 is a block diagram of a repository coupled with a credit server in the currently preferred embodiment of
the present invention.

Figures 4a and 4b are examples of rendering systems as may be utilized in the currently preferred embodiment

of the present invention.
Figure 5 illustrates a contents file layout for a digital work as may be utilized in the currently preferred embodiment

of the present invention.
Figure 6 illustrates a contents file layout for an individual digital work of the digital work of Figure 5 as may be

utilized in the currently preferred embodiment of the present invention.
Figure 7 illustrates the components of a description block of the currently preferred embodiment of the present

invention.

Figure 8 illustrates a description tree for the contents file layout of the digital work illustrated in Figure 5.
Figure 9 illustrates a portion of a description tree corresponding to the individual digital work illustrated in Figure 6.
Figure 10 illustrates a layoutfor the rights portion of a description block as may be utilized in the currently preferred

embodiment of the present invention.

Figure 11 is a description tree wherein certain d-blocks have PRINT usage rights and is used to illustrate 'strict'
and ‘lenient‘ rules for resolving usage rights conflicts.

Figure 12 is a block diagram of the hardware components of a repository as are utilized in the currently preferred
embodiment of the present invention.

Figure 13 is a block diagram of the functional (logical) components of a repository as are utilized in the currently
preferred embodiment of the present invention.

Figure 14 is diagram illustrating the basic components of a usage right in the currently preferred embodiment of
the present invention.

Figure 15 lists the usage rights grammar of the currently preferred embodiment of the present invention.
Figure 16 is a flowchart illustrating the steps of certificate delivery, hotlist checking and performance testing as

performed in a registration transaction as may be performed in the currently preferred embodiment of the present
invention.

Figure 17 is a flowchart illustrating the steps of session information exchange and clock synchronization as may
be performed in the currently preferred embodiment of the present invention, after each repository in the registration

transaction has successfully completed the steps described'in'Figure 16. '
Figure 18 is a flowchart illustrating the basic flow for a usage transaction, including the common opening and

closing step, as may be performed in the currently preferred embodiment of the present invention.
Figure 19 is a state diagram of server and client repositories in accordance with a transpon protocol followed when

moving a digital work from the server to the client repositories, as may be performed in the currently preferred embod-
iment of the present invention.

OVERVIEW ’

A system for controlling use and distribution of digital works is disclosed. The present invention is directed to
supporting commercial transactions involving digital works.

Herein the terms ‘digital work‘, ‘work‘ and ‘content’ refer to any work that has been reduced to a digital repre-
sentation. This would include any audio, video, text, or multimedia work and any accompanying interpreter (e.g. soft-
ware) that may be required for recreating the work The term composite work refers to a digital work comprised of a

collection of other digital works. The term ‘usage rights‘ or ‘rights' is a term which refers to rights granted to a recipient
of a digital work Generally, these rights define how a digital work can be used and if it can be further distributed. Each
usage right may have one or more specified conditions which must be satisfied before the right may be exercised.

Figure 1 is a high level flowchart omitting various details but which demonstrates the basic operation of the present
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invention. Referring to Figure 1, a creator creates a digital work, step 101. The creator will then determine appropriate
usage rights and fees, attach them to the digital work, and store them in Repository 1, step 102. The determination of
appropriate usage rights and fees will depend on various economic factors. The digital work remains securely in Re-
pository 1 until a request for access is received. The request for access begins with a session initiation by another
repository. Here a Repository 2 initiates a session with Repository 1, step 103. As will be described in greater detail

below, this session initiation includes steps which helps to insure that the respective repositories are trustworthy As-
suming that a session can be established, Repository 2 may then request access to the Digital Work for a stated
purpose, step 104. The purpose may be, for example, to print the digital work or to obtain a copy of the digital work.

The purpose will correspond to a specific usage right. In any event, Repository 1 checks the usage rights associated
with the digital work to determine if the access to the digital work may be granted, step 105. The check of the usage
rights essentially involves a determination of whether a right associated with the access request has been attached to
the digital work and if all conditions associated with the right are satisfied. If the access is denied, repository 1 terminates

the session with an error message, step 106. If access is granted, repository 1 transmits the digital work to repository
2, step 107. Once the digital work has been transmitted to repository 2, repository 1 and 2 each generate billing infor-
mation for the access which is transmitted to a credit server, step 108. Such double billing reporting is done to insure
against attempts to circumvent the billing process.

Figure 2 illustrates the basic interactions between repository types in the present invention. As will become apparent
from Figure 2, the various repository types will serve different functions. It is fundamental that repositories will share

a core set of functionality which will enable secure and trusted communications. Referring to Figure 2, a repository
201 represents the general instance of a repository. The repository 201 has two modes of operation; a server mode
and a requester mode. When in the server mode, the repository will be receiving and processing access requests to
digital works. When in the requester mode, the repository will be initiating requests to access digital works. Repository
201 is general in the sense that its primary purpose is as an exchange medium for digital works. During the course of

operation, the repository 201 may communicate with a plurality of other repositories, namely authorization repository
202, rendering repository 203 and master repository 204. Communication between repositories occurs utilizing a re-
pository transaction protocol 205.

Communication with an authorization repository 202 may occur when a digital work being accessed has a condition
requiring an authorization. Conceptually, an authorization is a digital certificate such that possession of the certificate
is required to gain access to the digital work. An authorization is itself a digital work that can be moved between
repositories and subjected to fees and usage rights conditions. An authorization may be required by both repositories
involved in an access to a digital work.

Communication with a rendering repository 203 occurs in connection with the rendering of a digital work. As will
be described in greater detail below, a rendering repository is coupled with a rendering device (e.g. a printer device)
to comprise a rendering system.

Communication with a master repository 205 occurs in connection with obtaining an identification certificate. Iden-
tification certificates are the means by which a repository is identified as 'trustworthy'. The use of identification certif-
icates is described below with respect to the registration transaction.

Figure 3 illustrates the repository 201 coupled to a credit sewer 301. The credit server 301 is a device which

accumulates billing information for the repository 201. The credit server 301 communicates with repository 201 via
billing transactions 302 to record billing transactions. Billing transactions are reported to a billing clearinghouse 303
by the credit server 301 on a periodic basis. The credit server 301 communicates to the billing clearinghouse 303 via
clearinghouse transactions 304. The clearinghouse transactions 304 enable a secure and encrypted transmission of
information to the billing clearinghouse 303.

FIENDEFIING SYSTEMS

A rendering system is generally defined as a system comprising a repository and a rendering device which can
render a digital work into its desired form. Examples of a rendering system may be a computer system, a digital audio
system, or a printer. A rendering system has the same security features as a repository. The coupling of a rendering
repository with the rendering device may occur in a manner suitable for the type of rendering device.

Figure 4a illustrates a printer as an example of a rendering system. Referring to Figure 4, printer system 401 has

contained therein a printer repository 402 and a print device 403. It should be noted that the the dashed line defining
printer system 401 defines a secure system boundary. Communications within the boundary are assumed to be secure.

Depending on the security level, the boundary also represents a barrier intended to provide physical integrity. The
printer repository 402 is an instantiation of the rendering repository 205 of Figure 2. The printer repository 402 will in

some instances contain an ephemeral copy of a digital work which remains until it is printed out by the print engine
403. In other instances, the printer repository 402 may contain digital works such as fonts, which will remain and can

be billed based on use. This design assures that all communication lines between printers and printing devices are
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encrypted, unless they are within a physically secure boundary. This design feature eliminates a potential ‘fault‘ point
through which the digital work could be improperly obtained. The printer device 403 represents the printer components
used to create the printed output.

Also illustrated in Figure 4a is the repository 404. The repository 404 is coupled to the printer repository 402. The
repository 404 represents an external repository which contains digital works.

Figure 4b is an example of a computer system as a rendering system. A computer system may constitute a ‘multi-
function‘ device since it may execute digital works (e.g. software programs) and display digital works (e.g. a digitized
photograph). Logically, each rendering device can be viewed as having its own repository, although only one physical
repository is needed. Referring to Figure 4b, a computer system 410 has contained therein a display/execution repos-
itory 411. The display/execution repository 411 is coupled to display device, 412 and execution device 413. The dashed
box surrounding the computer system 410 represents a security boundary within which communications are assumed
to be secure. The display/execution repository 411 is further coupled to a credit server 414 to report any fees to be
billed for access to a digital work and a repository 415 for accessing digital works stored therein.

STRUCTURE OF DIGITAL WORKS

Usage rights are attached directly to digital works. Thus, it is important to understand the structure of a digital work.
The structure of a digital work, in particular composite digital works, may be naturally organized into an acyclic structure
such as a hierarchy. For example, a magazine has various articles and photographs which may have been created
and are owned by different persons. Each of the articles and photographs may represent a node in a hierarchical

structure. Consequently, controls, i.e. usage rights, may be placed on each node by the creator. By enabling control
and fee billing to be associated with each node, a creator of a work can be assured that the rights and fees are not
circumvented.

In the currently preferred embodiment, the file information for a digital work is divided into two files: a ‘contents‘
file and a ‘description tree‘ file. From the perspective of a repository, the ‘contents‘ file is a stream of addressable
bytes whose fonnat depends completely on the interpreter used to play, display or print the digital work. The description
tree file makes it possible to examine the rights and fees for a work without reference to the content of the digital work.
It should be noted that the term description tree as used herein refers to any type of acyclic structure used to represent
the relationship between the various components of a digital work.

Figure 5 illustrates the layout of a contents file. Referring to Figure 5, a digital work is comprised of story A 510,
advertisement 511, story B 512 and story C 513. It is assumed that the digital work is stored starting at a relative
address of 0. Each of the parts of the digital work are stored linearly so that story A 510 is stored at approximately
addresses 0-30,000, advertisement 511 at addresses 30.001-40,000, story B 512 at addresses 40,001-60,000 and
story C 513 at addresses 60,001 -85K. The detail of story A 510 is illustrated in Figure 6. Referring to Figure 6, the
story A 510 is further broken down to show text 614 stored at address 0-1500, soldier photo 615 at addresses
1501-10,000, graphics 616 stored at addresses 10,001-25,000 and sidebar 617 stored address 25,001 -30,000. Note
that the data in the contents file may be compressed (for saving storage) or encrypted (for security).

From Figures 5 and 6 it is readily observed that a digital work can be represented by its component pans as a
hierarchy. The description tree for a digital work is comprised of a set of related descriptor blocks (d-blocks). The
contents of each d-block is described with respect to Figure 7. Referring to Figure 7, a d-block 700 includes an identifier
701 which is a unique identifier for the work in the repository, a starting address 702 providing the start address of the
first byte of the work, a length 703 giving the number of bytes in the work, a rights portion 704 wherein the granted
usage rights and their status data are maintained, a parent pointer 705 for pointing to a parent d-block and child pointers
706 for pointing to the child d-blocks. In the currently preferred embodiment, the identifier 701 has two pans. The first

part is a unique number assigned to the repository upon manufacture. The second pan is a unique number assigned
to the work upon creation. The rights portion 704 will contain a data structure, such as a look-up table, wherein the

various information associated with a right is maintained. The information required by the respective usage rights is
described in more detail below. D-blocks form a strict hierarchy. The top d-block of a work has no parent; all other d-
blocks have one parent, The relationship of usage rights between parent and child d—b|ocks and how conflicts are
resolved is described below. I

A special type of d-block is a ‘shell‘ d-block. A shell d-block adds no new content beyond the content of its parts.
A shell d-block is used to add rights and fee information, typically by distributors of digital works.

Figure 8 illustrates a description tree for the digital work of Figure 5. Referring to Figure B, a top d-block 820 for
the digital work points to the various stories and advertisements contained therein. Here, the top d-block 820 points to

d-block B21 (representing story A 510), d-block 822 (representing the advertisement 511), d-block 823 (representing
story B 512) and and d-block B24 (representing story C 513).

The portion of the description tree for Story A 510 is illustrated in Figure 9. D—block 925 represents text 614, d-
block 926 represents photo 615, d-block 927 represents graphics 616 by and d-block 928 represents sidebar 617.
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The rights portion 704 of a descriptor block is further illustrated in Figure 10. Figure 10 illustrates a structure which
is repeated in the rights portion 704 for each right. Referring to Figure 10, each right will have a right code field 1050
and status information field 1052. The right code field 1050 will contain a unique code assigned to a right. The status
information field 1052 will contain information relating to the state of a right and the digital work. Such information is

5 indicated below in Table 1. The rights as stored in the rights portion 704 may typically be in numerical order based on
the right code.

TABLE 1

  
DIGITAL WORK STATE INFORMATION

V='"° 0“

A counter of the number of copies of a workthat are in use. incremented when

10

 
another copy is used; decremented when use is completed.

Time-Units Indicator of the maximum number of time-units that a document can be loanedout

Loaner-Copy Boolean indicator that the current work is a loaned out copy of an authorized digital work.

Time-Unis

format of this is not specified, but it can include information such as a publisher

Document—Descr

name, author name, ISBN number, and so on.

R0-Descr A handle identifying a revenue owner for a digital work. This is used for reportingusage fees.

Publication-Date Date-Descr The date that the digital work was published.

History-list History-Fiec A list of events recording the repostories and dates for operations that copy,
transfer, backup, or restore a digital work.

The approach for representing digtai works by separating description data from content assumes that parts of a
file are contiguous but takes no position on the actual representation of content. in particular, it is neutral to the question
of whether content representation may take an object oriented approach. it would be natural to represent content as
objects. In principle, it may be convenient to have content objects that include the billing structure and rights information
that is represented in the d-blocks. Such variations in the design of the representation are possible and are viable
alternatives but may introduce processing overhead, eg. the interpretation of the objects.

Digital works are stored in a repository as part of a hierarchical file system. Folders (also termed directories and
sub-directories) contain the digital works as well as other folders. Digital works and folders in a folder are ordered in

alphabetical order. The digital works are typed to reflect how the files are used. Usage rights can be attached to folders
so that the folder itself is treated as a digital work. Access to the folder would then be handled in the same fashion as

any other digital work As will be described in more detail below, the contents of the folderare subject to their own rights.
Moreover, file management rights may be attached to the folder which define how folder contents can be managed.
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Indicator of the remaining time of use on a metered document right.

 
 
 

20 A string containing various identifying information about a document. The exact
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ATTACHING USAGE RIGHTS TO A DIGITAL WORK

it is fundamental to the present invention that the usage rights are treated as part of the digital work As the digital
work is distributed, the scope of the granted usage rights will remain the same or may be narrowed. For example, when
a digital work is transferred from a document server to a repository, the usage rights may include the right to loan a
copy for a predetermined period of time (called the originai rights). When the repository loans out a copy of the digital
work, the usage rights in the loaner copy (called the next set of rights) could be set to prohibit any further rights to loan
out the copy. The basic idea is that one cannot grant more rights than they have.

The attachment of usage rights into a digital work may occur in a variety of ways. if the usage rights will be the
same for an entire digital work, they could be attached when the digital work is processed for deposit in the digital work
server. in the case of a digital work having different usage rights for the various components, this can be done as the

digital work is being created. An authoring tool or digital work assembling tool could be utilized which provides for an
automated process of attaching the usage rights.

As will be described below, when a digital work is copied, transferred or loaned, a ‘next set of rights‘ can be
specified. The'next set of rights‘ will be attached to the digital work as it is transported.

50

55
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Resolving Conflicting Rights

Because each part of a digital work may have its own usage rights, there will be instances where the rights of a
‘contained part‘ are different from its parent or container pan. As a result, conflict rules must be established to dictate

when and how a right may be exercised. The hierarchical structure of a digital work facilitates the enforcement of such
rules. A 'strict" rule would be as follows: a right for a part in a digital work is sanctioned if and only if it is sanctioned

for the pan, for ancestor d—blocks containing the pan and for all descendent d—blocks. By sanctioned, it is meant that
(1) each of the respective-parts must have the right, and (2) any conditions .for exercising the right are satisfied.

It also possible to implement the present invention using a more lenient rule. In the more lenient rule, access to
the part may be enabled to the descendent pans which have the right, but access is denied to the descendents which
do not.

An example of applying both the strict rule and lenient is illustrated with reference to Figure 11. Referring to Figure
11, a root d-block 1101 has child d-blocks 1102-1105. In this case, root d-block represents a magazine, and each of

the child d—blocks 1102-1105 represent articles in the magazine. Suppose that a request is made to PRINT the digital

work represented by root d-block 1101 wherein the strict rule is followed. The rights for the root d-block 1101 and child
d—blocks 1102-1105 are then examined. Root d-block 1101 and child d—blocks 1102 and 1105 have been granted PRINT

rights. Child d-block 1103 has not been granted PRINT rights and child d-block 1104 has PRINT rights conditioned on
payment of a usage fee.

Under the strict rule the PRINT right cannot be exercised because the child d-block does not have the PRINT right.
Under the lenient rule, the result would be different. The digital works represented by child d—blocks 1102 and 1105

could be printed and the digital work represented by d-block 1104 could be printed so long as the usage fee is paid.
Only the digital work represented by d-block 1103 could not be printed. This same result would be accomplished under
the strict rule if the requests were directed to each of the individual digital works.

The present invention supports various combinations of allowing and disallowing access. Moreover, as will be

described below, the usage rights grammar permits the owner of a digital work to specify if constraints may be imposed
on the work by a container pan. The manner in which digital works may be sanctioned because of usage rights conflicts
would be implementation specific and would depend on the nature of the digital works.

REPOSITOFIIES

In the description of Figure 2, it was indicated that repositories come in various forms. All repositories provide a
core set of services for the transmission of digital works. The manner in which digital works are exchanged is the basis
for all transaction between repositories. The various repository types difter in the ultimate functions that they perform.
Repositories may be devices themselves, or they may be incorporated into other systems. An example is the rendering
repository 203 of Figure 2.

A repository will have associated with it a repository identifier. Typically, the repository identifier would be a unique
number assigned to the repository at the time of manufacture. Each repository will also be classified as being in a
particular security class. Certain communications and transactions may be conditioned on a repository being in a
particular security class. The various security classes are described in greater detail below

As a-prerequisite to operation, a repository will require possession of an identification certificate._ldentification
certificates are encrypted to prevent forgery and are issued by a Master repository. A master repository plays the role
of an authorization agent to enable repositories to receive digital works. Identification certificates must be updated on
a periodic basis. Identification certificates are described in greater detail below with respect to the registration trans-
action.

A repository has both a hardware and functional embodiment. The functional embodiment is typically software

executing on the hardware embodiment. Alternatively. the functional embodiment may be embedded in the hardware
embodiment such as an Application Specific Integrated Circuit (ASIC) chip.

The hardware embodiment of a repository will be enclosed in a secure housing which if compromised, may cause

the repository to be disabled. The basic components of the hardware embodiment of a repository are described with
reference to Figure 12. Referring to Figure 12, a repository is comprised of a processing means 1200, storage system
1207, clock 1205 and external interface 1206. The processing means 1200 is comprised of a processor element 1201

and processor memory 1202. The processing means 1201 provides controller, repository transaction and usage rights
transaction functions for the repository. Various functions in the operation of the repository such as decryption and/or
decompression of digital works and transaction messages are also perfomted by the processing means 1200. The
processor element 1201 may be a microprocessor or other suitable computing component. The processor memory
1202 would typically be further comprised of Read Only Memories (ROM) and Random Access Memories (RAM). Such
memories would contain the software instructions utilized by the processor element 1201 in performing the functions
of the repository.
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The storage system 1207 is further comprised of descriptor storage 1203 and content storage 1204. The description
free storage 1203 will store the description tree for the digital work and the content storage will store the associated

content. The description tree storage 1203 and content storage 1204 need not be of the same type of storage medium,
nor are they necessarily on the same physical device. So for example, the descriptor storage 1203 may be stored on
a solid state storage (for rapid retrieval of the description tree information), while the content storage 1204 may be on
a high capacity storage such as an optical disk.

The clock 1205 is used to time-stamp various time based conditions for usage rights or for metering usage fees
which may be associated with the digital works. The clock 1205 will have an uninterruptable power supply, e.g. a
battery, in order to maintain the integrity of the time-stamps. The external interface means 1206 provides forthe signal

connection to other repositories and to a credit server. The external interface means 1206 provides for the exchange
of signals via such standard interfaces such as RS-232 or Personal Computer Manufacturers Card Industry Association
(PCMCIA) standards, or FDDI. The external interface means 1206 may also provide network connectivity.

The functional embodiment of a repository is described with reference to Figure 13. Referring to Figure 13, the
functional embodiment is comprised of an operating system 1301, core repository services 1302, usage transaction
handlers 1303, repository specific functions, 1304 and a user interface 1305. The operating system 1301 is specific
to the repository and would typically depend on the type of processor being used. The operating system 1301 would
also provide the basic services for controlling and interfacing between the basic components of the repository.

The core repository services 1302 comprise a set of functions required by each and every repository. The core
repository services 1302 include the session initiation transactions which are defined in greater detail below. This set
of services also includes a generic ticket agent which is used to ‘punch’ a digital ticket and a generic authorization
server for processing authorization specifications. Digital tickets and authorizations are specific mechanisms for con-
trolling the distribution and use of digital works and are described in more detail below. Note that coupled to the core
repository services are a plurality of identification certificates 1306. The identification certificates 1306 are required to
enable the use of the repository.

The usage transactions handlers 1303 comprise functionality for processing access requests to digital works and
for billing fees based on access. The usage transactions supported will be different for each repository type. For ex-
ample, it may not be necessary for some repositories to handle access requests for digital works.

The repository specific functionality 1304 comprises functionality that is unique to a repository. For example, the
master repository has special functionality for issuing digital certificates and maintaining encryption keys. The repository
specific functionality 1304 would include the user interface implementation for the repository.

Repository Security Classes

For some digital works the losses caused by any individual instance of unauthorized copying is insignificant and
the chief economic concern lies in assuring the convenience of access and low-overhead billing. In such cases, simple
and inexpensive handheld repositories and network-based workstations may be suitable repositories, even though the
measures and guarantees of security are modest.

At the other extreme, some digital works such as a digital copy of a first run movie or a bearer bond or stock

certificate would be of very high value so that it is prudent to employ caution and fairly elaborate security measures to
ensure that they are not copied or forged. A repository suitable for holding such a digital work could have elaborate
measures for ensuring physical integrity and for verifying authorization before use.

By arranging a universal protocol, all kinds of repositories can communicate with each other in principle. However,
creators of some _works will want to specify that their works will only be transferred to repositories whose level of security
is high enough. For this reason, document repositories have a ranking system for classes and levels of security. The
security classes in the currently preferred embodiment are described in Table 2.

TABLE 2

REPOSITORY SECURITY LEVELS

Description of Security

Open system. Document transmission is unencrypted. No digital certificate is required for identification.
The security of the system depends mostly on user honesty, since only modest knowledge may be needed
to circumvent the security measures. The repository has no provisions for preventing unauthorized
programs from running and accessing or copying files. The system does not prevent the use of removable
storage and does not encrypt stored files. 
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TABLE 2 (continued)

REPOSITOFIY SECURITY LEVELS

Description of Security

Basic security. Like the previous class except that special tools and knowledge are required to
compromise the programming, the contents of the repository, or the state of the clock. All digital
communications are encrypted. A digital certificate is provided as identification. Medium level encryption
is used. Repository identification number is unforgeable.

General security. Like the previous class plus the requirement of special tools are needed to compromise
the physical integrity of the repository and that modest encryption is used on all transmissions. Password
protection is required to use the local user interface. The digital clock system cannot be reset without
authorization. No works would be stored on removable storage. When executing works as programs, it
runs them in their own address space and does not give them direct access to any file storage or other
memory containing system code or works. They can access works only through the transmission
transaction protocol.

Like the previous class except that high level encryption is used on all communications. ‘Sensors are
used to record attempts at physical and electronic tampering. Alter such tampering, the repository will
not perform other transactions until it has reported such tampering to a designated server.

Like the previous class except that if the physical or digital attempts at tampering exceed some preset
thresholds that threaten the physical integrity of the repository orthe integrity of digital and cryptographic
barriers, then the repository will save only document description records of history but will erase or destroy
any digital identifiers that could be misused if released to an unscrupulous party. It also modifies any
certificates of authenticity to indicate that the physical system has been compromised. It also erases the
contents of designated documents.

Like the previous class except that the repository will attempt wireless communication to report tampering
and will employ noisy alarms.

This would correspond to a very high level of security. This server would maintain constant
communications to remote security systems reporting transactions, sensor readings, and attempts to

circumvent security.

The characterization of security levels described in Table 2 is not intended to be fixed. More important is the idea
of having different security levels for different repositories. It is anticipated that new security classes and requirements
will evolve according to social situations and changes in technology.

Repository User Interface

A user interface is broadly defined as the mechanism by which a user interacts with a repository in order to invoke
transactions to gain access to a digital work, or exercise usage rights. As described above, a repository may be em- _
bodied in various fonns. The user interface for a repository will differ depending on the particular embodiment. The
user interface may be a graphical user interface having icons representing the digital works and the various transactions
that may be perfonned. The user interface may be a generated dialog in which a user is prompted for information.

The user interface itself need not be pan of the repository. As a repository may be embedded in some other device,
the user interface may merely be a pan of the device in which the repository is embedded. For example, the repository
could be embedded in a ‘card’ that is inserted into an available slot in a computer system. The user interface may be
a combination of a display, keyboard, cursor control device and software executing on the computer system.

At a minimum, the user interface must permit a user to input infonnation such as access requests and alpha
numeric data and provide feedback as to transaction status. The user interface will then cause the repository to initiate
the suitable transactions toservice the request. Otherfacets of a particular user interface will depend on the functionality

that a repository will provide.

CREDIT SERVERS

In the present invention, fees may be associated with the exercise of a right The requirement for payment of fees
is described with each version of a usage right in the usage rights language. The recording and reporting of such fees
is performed by the credit server. One of the capabilities enabled by associating fees with rights is the possibility of
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supporting a wide range of charging models. The simplest model, used by conventional software, is that there is a
single fee at the time of purchase, after which the purchaser obtains unlimited rights to use the work as often and for

as long as he or she wants. Alternative models, include metered use and variable fees. A single work can have dilierent

fees for different uses. For example, viewing a photograph on a display could have diflerent fees than making a hardcopy
or including it in a newly created work. A key to these alternative charging models is to have a low overhead means
of establishing fees and accounting for credit on these transactions.

A credit server is a computational system that reliably authorizes and records these transactions so that fees are

billed and paid. The credit server reports fees to a billing clearinghouse. The billing clearinghouse manages the financial
transactions as they occur. As a result, bills may be generated and accounts ‘reconciled. Preferably, the credit server
would store the fee transactions and periodically communicate via a network with the billing clearinghouse for recon-
ciliation. In such an embodiment, communications with the billing clearinghouse would be encrypted for integrity and
security reasons. In another embodiment, the credit server acts as a ‘debit card‘ where transactions occur in ‘real-
time' against a user account.

A credit server is comprised of memory, a processing means, a clock, and interface means for coupling to a re-
pository and a financial institution (e.g. a modem). The credit server will also need to have security and authentication
functionality. These elements are essentially the same elements as those of a repository. Thus, a single device can
be both a repository and a credit server, provided that it has the appropriate processing elements for carrying out the
corresponding functions and protocols. Typically, however, a credit server would be a card-sized system in the pos-
session of the owner of the credit. The credit server is coupled to a repository and would interact via financial trans-

actions as described below. Interactions with a financial institution may occur via protocols established by the financial
institutions themselves. .

In the currently preferred embodiment credit servers associated with both the server and the repository report the
financial transaction to the billing clearinghouse. For example, when a digital work is copied by one repository to another
for a fee, credit servers coupled to each of the repositories will report the transaction to the billing clearinghouse. This
is desirable in that it insures that a transaction will be accounted for in the event of some break in the communication

between a credit server and the billing clearinghouse. However, some implementations may embody only a single
credit server reporting the transaction to minimize transaction processing at the risk ol losing some transactions.

USAGE RIGHTS LANGUAGE

The present invention uses statements in a high level ‘usage rights language‘ to define rights associated with
digital works and their parts. Usage rights statements are interpreted by repositories and are used to determine what
transactions can be successfully carried out for a digital work and also to determine parameters for those transactions.
For example, sentences in the language determine whether a given digital work can be copied, when and how it can

be used, and what fees (if any) are to be charged for that use. Once the usage rights statements are generated, they
are encoded in a suitable form for accessing during the processing of transactions.

Defining usage rights in terms of a language in combination with the hierarchical representation of a digital work
enables the support of a wide variety of distribution and fee schemes. An example is the ability to attach multiple
versions of a right to a work. So a creator may attach a PFIINT right to make 5 copies for $10.00 and a PRINT right to
make unlimited copies for $100.00. A purchaser may then choose which option best fits his needs. Another example
is that rights and fees are additive. So in the case of a composite work, the rights and fees of each of the components
works is used in determining the rights and fees for the work as a whole.

The basic contents of a right are illustrated in Figure 14. Referring to Figure 14, a right 1450 has a transactional
component 1451 and a specifications component 1452. A right 1450 has a label (e.g. COPY or PFIINT) which indicates
the use or distribution privileges that are embodied by the right. The transactional component 1451 corresponds to a

particular way in which a digital work may be used or distributed. The transactional component 1451 is typically em-
bodied in software instructions in a repository which implement the use or distribution privileges for the right. The
specifications components 1452 are used to specify conditions which must be satisfied prior to the right being exercised
or to designate various transaction related parameters. In the currently preferred embodiment, these specifications
include copy count 1453, Fees and Incentives 1454, ‘Fme 1455, Access and Security 1456 and Control 1457. Each
of these specifications will be described in greater detail below with respect to the language grammar elements.

The usage rights language is based on the grammar described below. A grammar is a convenient means for
defining valid sequence of symbols for a language. In describing the grammar the notation ‘Ia I b I c] is used to indicate
distinct choices among altematives. In this example, a sentence can have either an 'a', 'b' or 'c'. It must include
exactly one of them. The braces { } are used to indicate optional items. Note that brackets, bars and braces are used

to describe the language of usage rights sentences but do not appear in actual sentences in the language.
In contrast, parentheses are part of the usage rights language. Parentheses are used to group items together in

lists. The notation (x') is used to indicate a variable length list, that is, a list containing one or more items of type x.

10

Petitioner Apple Inc. — Exhibit 1002, p. 3082



Petitioner Apple Inc. - Exhibit 1002, p. 3083

10

20

25

30

35

40

50

EP 0 715 245 A1

The notation (x)' is used to indicate a variable number of lists containing x.
Keywords in the grammar are words followed by colons. Keywords are a common and very special case in the

language. They are often used to indicate a single value, typically an identifier. In many cases, the keyword and the
parameter are entirely optional. When a keyword is given, it often takes a single identifier as its value. In some cases,
the keyword takes a list of identifiers.

In the usage rights language, time is specified in an hourszminuteszseconds (or hh:mm:ss) representation. ‘Fme
zone indicators, e.g. PDT for Pacific Daylight Time, may also be specified. Dates are represented as yearl month/day
(or YYYY/MMM/DD). Note that these time and date representations may specify moments in time or units of time

Money units are specified in terms of dollars.
Finally, in the usage rights language, various ‘things’ will need to interact with each other. For example, an instance

of a usage right may specify a bank account, a digital ticket, etc.. Such things need to be identified and are specified
herein using the suffix '-ID.'

The Usage Rights Grammar is listed in its entirety in Figure 15 and is described below.
Grammar element 1501 ‘Digital Work Rights: = (Rlghts*)' define the digital work rights as a set of rights. The

set of rights attached to a digital work define how that digital work may be transferred, used, performed or played. A
set of rights will attach to the entire digital work and in the case of compound digital works, each of the components of
the digital work. The usage rights of components of a digital may be different.

Grammar element 1502 “Right : = (Right-Code {Copy-Count} {control-Spec} {Tlme-Spec} {Access-Spec}
{Fee-Spec})' enumerates the content of a right. Each usage right must specify a right code. Each right may also
optionally specify conditions which must be satisfied before the right can be exercised. These conditions are copy
count, control, time. access and fee conditions. In the currently preferred embodiment, for the optional elements, the
following defaults apply: copy count equals 1, no time limit on the use of the right, no access tests or a security level
required to use the right and no fee is required. These conditions will each be described in greater detail below.

It is important to note that a digital work may have multiple versions of a right, each having the same right code.
The multiple version would provide altemative conditions and fees for accessing the digital work.

Grammar element 1503 ‘Right-Code : = Render-Code I Transport-code I File-Management-codel Derivative-
Works- Code Configuration-Code‘ distinguishes each of the specific rights into a particular right type (although each

right is identified by distinct right codes). In this way, the grammar provides a catalog of possible rights that can be
associated with parts of digital works. In the following, rights are divided into categories for convenience in describing
them.

Grammar element 1504 ‘Render-Code : = [Play: {Piayerz Player-ID] I Print: {PrInter: Printer-ID}]' lists a cat-
egory of rights all involving the making of ephemeral, transitory, or non-digital copies of the digital work. After use the
copies are erased.

- Play A process of rendering or performing a digital work on some processor. This includes such things as playing
digital movies, playing digital music, playing a video game, running a computer program, or displaying a
document on a display.

- Print To render the work in a medium that is not further protected by usage rights. such as printing on paper.

Grammar element 1505 ‘Transport-Code 2 = [Copy I Transfer I Loan {Remain ing-Rights: Next-Set-of-Rights}]
{(Next-copy-Rights: Next-Set of Rights)}' lists a category of rights involving the making of persistent, usable copies
of the digital work on other repositories. The optional Next-Copy-Rights determine the rights on the work after it is
transported. If this is not specified, then the rights on the transported copy are the same as on the original. The optional
Remaining-Rights specify the rights that remain with a digital work when it is loaned out. If this is not specified, then
the default is that no rights can be exercised when it is loaned out.

- Copy Make a new copy of a work
- Transfer Moving a work'from one repository to another.

- Loan Temporarily loaning a copy to another repository for a specified period of time.

Grammar element 1506 ‘File-Management-Code: = Backup {Back-Up-Copy-Rights: Next-Set -of Rights}l
Restore I Delete I Folder I Directory {Name:Hide-Local I Hide - Remote}{Parte:Hide-Local I Hide-Remote}' lists
a category of rights involving operations for file management, such as the making of backup copies to protect the copy
owner against catastrophic equipment failure.

Many software licenses and also copyright law give a copy owner the right to make backup copies to protect against
catastrophic failure of equipment. However, the making of uncontrolled backup copies is inherently at odds with the
ability to control usage, since an uncontrolled backup copy can be kept and then restored even after the authorized
copy was sold.
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The File management rights enable the making and restoring of backup copies in a way that respects usage rights,
honoring the requirements of both the copy owner and the rights grantor and revenue owner. Backup copies of work

descriptions (including usage rights and fee data) can be sent under appropriate protocol and usage rights control to
other document repositories of sufficiently high security. Further rights permit organization of digital works into folders
which themselves are treated as digital works and whose contents may be ‘hidden’ from a party seeking to determine
the contents of a repository.

- Backup To make a backup copy of a digital work as protection against media failure.
- Restore To restore a backup copy of a digital work.
- Delete To delete or erase a copy of a digital work.
- Folder To create and name folders. and to move files and folders between folders.
- Directory To hide a folder or its contents.

Grammar element 1507 ‘Derivative-works-code: [Extract l Embed I Edit {Process: Process-lD}] {Next-copy-
Rights : Next-Set-of RIghts}' lists a category of rights involving the use of a digital work to create new works.

- Extract To remove a portion of a work, for the purposes of creating a new work.
- Embed To include a work in an existing work.

- Edit To alter a digital work by copying, selecting and modifying portions of an existing digital work.

Grammar element 1508 ‘configuration-Code: = Install I UninstaIl' lists a category of rights for installing and
uninstalling software on a repository (typically a rendering repository.) This would typically occur for the installation of
a new type of player within the rendering repository.

0 Install:
0 Uninstall:

To install new software on a repository.
To remove existing software from a repository.

Grammar element 1509 ‘Next-Set-of-Rights : = {(Add : Set-Of-Rlghts)} {(Delete: Set-Of-Rlghts)} {(Replace:
Set-Of-Fllghts)} {(Keep: Set-Of-FIlghts)}" defines how rights are carried forward for a copy of a digital work. if the
Next—Copy-Rights is not specified, the rights for the next copy are the same as those of the current copy Otherwise,
the set of rights for the next copy can be specified. Versions of rights after Add: are added to the current set of rights.
Rights after Delete: are deleted from the current set of rights. If only right codes are listed after De|ete:, then all versions

of rights with those codes are deleted. Versions of rights after Replace: subsume all versions of rights of the same type
in the current set of rights.

if Remaining-Rights is not specified, then there are no rights for the original after all Loan copies are loaned out.

If Remaining-Rights is specified, then the Keep: token can be used to simplify the expression of what rights to keep
behind. A list of right codes following keep means that all of the versions of those listed rights are kept in the remaining
copy. This specification can be overridden by subsequent Delete: or Replace: specifications.

Copy Count Specification

For various transactions, it may be desirable to provide some limit as to the number of 'copies' of the work which
may be exercised simultaneously lorthe right. For example, it may be desirable to limit the number of copies of a digital
work that may be loaned out at a time or viewed at a time.

Grammar element 1510 ‘copy-Count : = (copies: positive-integer I O I unlimited)‘ provides a condition which
defines the number of 'copies' of a work subject to the right . A copy count can be 0, a fixed number, or unlimited. The

copy-count is associated with each right, as opposed to there being just a single copy-count for the digital work. The
Copy—Count for a right is decremented each time that a right‘ is exercised. When the Copy-Count equals zero, the right
can no longer be exercised. If the Copy-Count is not specified, the default is one.

Control Specification

Rights and fees depend in general on rights granted by the creator as well as further restrictions imposed by later
distributors. Control specifications deal with interactions between the creators and their distributors governing the im-
position of further restrictions and fees. For example. a distributor of a digital work may not want an end consumer of
a digital work to add fees or otherwise profit by commercially exploiting the purchased digital work.

Grammar element 1511 ‘control-Spec : = (control: {Flestrictable l Unrestrictable} {unchargeablel Charge-
able})' provides a condition to specify the effect of usage rights and fees of parents on the exercise of the right. A
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digital work is restrictable it higher level d-blocks can impose further restrictions (time specifications and access spec-
ifications) on the right. It is unrestrictable if no further restrictions can be imposed. The default setting is restrictable.
A right is unchargeable if no more fees can be imposed on the use of the right. It is chargeable if more fees can be
imposed. The default is chargeable.

Time Specification

it is often desirable to assign a start date or specify some duration as to when a right may be exercised. Grammar
element 1512 ‘Time-Spec : = ({Fixed-Interval I Sliding-Interval I Meter-Time} Until: Expiration-Date)‘ provides for
specification of time conditions on the exercise of a right. Rights may be granted for a specified time. Different kinds
of time specifications are appropriate for different kinds of rights. Some rights may be exercised during a fixed and
predetermined duration. Some rights may be exercised for an interval that starts the first time that the right is invoked

by some transaction. Some rights may be exercised or are charged according to some kind of metered time, which
may be split into separate intervals. For example, a right to viewa picture for an hour might be split into six ten minute
viewings or four fifteen minute viewings or twenty three minute viewings.

The terms ‘time’ and 'date' are used synonymously to refer to a moment in time. There are several kinds of time
specifications. Each specification represents some limitation on the times over which the usage right applies. The
Expiration-Date specifies the moment at which the usage right ends. For example, if the Expiration-Date is ‘Jan 1,
1995,‘ then the right ends at the first moment of 1995. If the Expiration-Date is specified as ‘forever’, then the rights
are interpreted as continuing without end. If only an expiration date is given, then the right can be exercised as often
as desired until the expiration date.

Grammar element 1513 ‘Fixed-Interval := From: Start-Time“ is used to define a predetermined interval that runs
from the start time to the expiration date.

Grammar element 1514 ‘Sliding-Interval : = Interval: Use-Duration‘ is used to define an indeterminate (or
'open') start time. It sets limits on a continuous period of time over which the contents are accessible. The period starts
on the first access and ends after the duration has passed or the expiration date is reached, whichever comes first.
For example, if the right gives 10 hours of continuous access, the use-duration would begin when the first access was
made and end 10 hours later.

Grammar element 1515 ‘Meter-Time: = Tlme-Remaining: Remaining-Use‘ is used to define a ‘meter time,‘ that
is, a measure of the time that the right is actually exercised. It differs from the Sliding-Interval specification in that the
time that the digital work is in use need not be continuous. For example, if the rights guarantee three days of access,
those days could be spread out over a month. With this specification, the rights can be exercised until the meter time
is exhausted or the expiration date is reached, whichever comes first.

Flemaining-Use: = ‘Fme-Unit
Start-Time: = Time-Unit
Use-Duration: : Time-Unit

All of the time specifications include time-unit specifications in their ultimate instantiation.

Security Class and Authorization Specification

The present invention provides for various security mechanisms to be introduced into a distribution or use scheme.

Grammar element 1516 ‘Access-Spec: = ({sc: Security-Class} {Authorlzationz Authorlzetlon-lD‘} {Other-Au-
thorlzatlon: Authorization-lD‘} {Tlcket: Tlcket-lD})' provides a means for restricting access and transmission. Ac-
cess specifications can specify a required security class for a repository to exercise a right or a required authorization
test that must be satisfied.

The keyword 'sc:' is used to specify a minimum security level for the repositories involved in the access. If ‘so:
' is not specified, the lowest security level is acceptable. '

The optional 'Authorlzation:' keyword is used to specify required authorizations on the same repository as the

work The optional ‘Other-Authorization? keyword is used to specify required authorizations on the other repository
in the transaction.

The optional 'Ticket:' keyword specifies the identity of a ticket required for the transaction. A transaction involving
digital tickets must locate an appropriate digital ticket agent who can 'punch' or otherwise validate the ticket before

the transaction can proceed. ‘Tickets are described in greater detail below. .
In a transaction involving a repository and a document sewer, some usage rights may require that the repository

have a particular authorization, that the server have some authorization, or that both repositories have (possibly dif-
ferent) authorizations. Authorizations themselves are digital works (hereinafter referred to as an authorization object)

that can be moved between repositories in the same manner as other digital works. Their copying and transferring is
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subject to the same rights and fees as other digital works. A repository is said to have an authorization if that author-
ization object is contained within the repository

In some cases, an authorization may be required from a source other than the document server and repository.
An authorization object referenced by an Authorization-ID can contain digital address information to be used to set up
a communications link between a repository and the authorization source. These are analogous to phone numbers.
For such access tests, the communication would need to be established and authorization obtained before the rightcould be exercised.

For one-time usage rights, a variant on this scheme is to have a digital ticket. A ticket is presented to a digital ticket
agent. whose type is specified on the ticket. In the simplest case, a certified generic ticket agent, available on all

repositories, is available to 'punch' the ticket. In other cases, the ticket may contain addressing information for locating
a 'special' ticket agent. Once a ticket has been punched, it cannot be used again for the same kind of transaction
(unless it is unpunched or refreshed in the manner described below.) Punching includes marking the ticket with a
timestamp of the date and time it was used. Tickets are digital works and can be copied or transferred between repos-
itories according to their usage rights.

In the currently preferred embodiment, a 'punched' ticket becomes 'unpunched' or ‘refreshed’ when it is copied
or extracted. The Copy and Extract operations save the date and time as a property of the digital ticket. When a ticket
agent is given a ticket, it can simply check whether the digital copy was made after the last time that it was punched.
Of course, the digital ticket must have the copy or extract usage rights attached thereto.

The capability to unpunch a ticket is inportant in the following cases:

- A digital work is circulated at low cost with a limitation that it can be used only once.
- A digital work is circulated with a ticket that can be used once to give discounts on purchases of other works.

- A digital work is circulated with a ticket (included in the purchase price and possibly embedded in the work) that
can be used for a future upgrade.

In each of these cases, if a paid copy is made of the digital work (including the ticket) the new owner would expect
to get a fresh (unpunched) ticket, whetherthe copy seller has used the work or not. In contrast, loaning a work or simply
transferring it to another repository should not revitalize the ticket.

Usage Fees and Incentives specification

The billing for use of a digital work is fundamental to a commercial distribution system. Grammar Element 1517

‘Fee-Spec: = {Scheduled-Dlscount} Regular-Fee-Spec I Scheduled-Fee-Spec I Markup-Spec‘ provides a range
of options for billing for the use of digital works.

A key feature of this approach is the development of low-overhead billing for transactions in potentially small
amounts. Thus, it becomes feasible to collect fees of only a few cents each for thousands of transactions.

The grammar differentiates between uses where the charge is per use from those where it is metered by the time
unit. Transactions can support fees that the user pays for using a digital work as well as incentives paid by the right
grantor to users to induce them to use or distribute the digital work.

The optional scheduled discount refers to the rest of the fee specification--discounting itrby a percentage over
time. If it is not specified, then there is no scheduled discount. Regular fee specifications are constant over time.

Scheduled fee specifications give a schedule of dates over which the fee specifications change. Markup specifications
are used in d-blocks for adding a percentage to the fees already being charged.

Grammar Element 1518 ‘Scheduled-Discount: = (Scheduled-Dlscount: (Tlme-Spec Percentage)')' A Sched-
. uled-Discount is a essentially a scheduled modifier of any other fee specification for this version of the right of the

digital work. (It does not refer to children or parent digital works or to other versions of rights.). It is a list of pairs of
times and percentages. The most recent time in the list that has not yet passed at the time of the transaction is the
one in effect. The percentage gives'the discount percentage. For example, the number 10 refers to a 10% discount.

Grammar Element 1519 ‘Regular-Fee-Spec : = ({Fee: llncentlve: } [Per-Use-Spec l,Metered-Hate-Spec I Best-
Price-Spec I call-For-Price-Spec ] {Min: Money-Unit Per: Time-Spec)(Max: Money-Unit Per: Time-Spec} To: Ac-
count-lD)' provides for several kinds of fee specifications.

Fees are paid by the copy-owner/user tothe revenue-owner if Fee: is specified. Incentives are paid by the revenue-
ownerto the user if Incentive: is specified. If the Min: specification is given, then there is a minimum fee to be charged
per time-spec unit for its use. If the Max: specification is given, then there is a maximum fee to be charged per time-
spec for its use. When Fee: is specified, Account-ID identifies the account to which the fee is to be paid. When Incentive:
is specified, Account-ID identifies the account from which the fee is to be paid.

Grammar element 1520 ‘Per-Use-Spec: = Per-Use: Money-unit‘ defines a simple fee to be paid every time the
right is exercised, regardless of how much time the transaction takes.

14

Petitioner Apple Inc. — Exhibit 1002, p. 3086



Petitioner Apple Inc. - Exhibit 1002, p. 3087

10

15

20

25

30

40

EP 0 715 245 A1

Grammar element 1521 ‘Metered-Flate-Spec : = Metered: Money-Unit Per: Time-Spec‘ defines a metered-rate

fee paid according to how long the right is exercised. Thus, the time it takes to complete the transaction determines
the fee.

Grammar element 1522 ‘Best-Price-Spec := Best-Price: Money-unit Max: Money-unit‘ is used to specify a
best-price that is determined when the account is settled. This specification is to accommodate special deals, rebates,
and pricing that depends on information that is not available to the repository. All fee specifications can be combined
with tickets or authorizations that could indicate that the consumer is a wholesaler or that he is a preferred customer,
or that the seller be authorized in some way. The amount of money in the Max: field is the maximum amount that the
use will cost. This is the amount that is tentatively debited from the credit server. However, when the transaction is

ultimately reconciled, any excess amount will be retumed to the consumer in a separate transaction.
Grammar element 1523 ‘Call-For-Prlce-Spec:= Call-For-Prlce‘ is similar to a ‘Best-Prlce-Spec‘ in that it is

intended to accommodate cases where prices are dynamic. A Cell-For-Price Spec requires a communication with a
dealer to determine the price. This option cannot be exercised if the repository cannot communicate with a dealer at
the time that the right is exercised. It is based on a secure transaction whereby the dealer names a price to exercise
the right and passes along a deal certificate which is referenced or included in the billing process.

Grammar element 1524 ‘Scheduled-Feespecz = (Schedule: (1'lme-Spec Ftegular-Fee-Spec)‘)‘ is used to pro-
vide a schedule of dates over which the fee specifications change. The fee specification with the most recent date not
in the future is the one that is in effect. This is similar to‘ but more general than the scheduled discount. it is more

general, because it provides a means to vary the fee agreement for each time period.
Grammar element 1525 ‘Markup-Spec: = Markup: percentage To: Account-ID‘ is provided for adding a per-

centage to the fees already being charged. For example, a 5% markup means that a fee of 5% of cumulative fee so
far will be allocated to the distributor. A markup specification can be applied to all of the other kinds of fee specifications.
It is typically used in a shell provided by a distributor. It refers to fees associated with d-blocks that are parts of the
current d-block. This might be a convenient specification for use in taxes, or in distributor overhead.

HEPOSITOFIY TRANSACTIONS

When a user requests access to a digital work, the repository will initiate various transactions. The combination
of transactions invoked will depend on the specifications assigned for a usage right. There are three basic types of
transactions, Session initiation Transactions, Financial Transactions and Usage Transactions. Generally, session ini-
tiation transactions are initiated first to establish a valid session. When a valid session is established, transactions

corresponding to the various usage rights are invoked. Finally, request specific transactions are performed.
Transactions occur between two repositories (one acting as a server), between a repository and a document play-

back platform (e.g. for executing or viewing), between a repository and a credit server or between a repository and an
authorization server. When transactions occur between more than one repository, it is assumed that there is a reliable

communication channel between the repositories. For example, this could be a TCP/lPchanne| or any other commer-
cially available channel that has built-in capabilities for detecting and correcting transmission errors. However, it is not
assumed that the communication channel is secure. Provisions for security and privacy are part of the requirements
for specifying and implementing repositories and thus form the need for various transactions.

Message Transmission

Transactions require that there be some communication between repositories. Communication between reposi-
tories occurs in units termed as messages. Because the communication line is assumed to be unsecure, all commu-
nications with repositories that are above the lowest security class are encrypted utilizing a public key encryption
technique. Public key encryption is a well known technique in the encryption ans. The tenn key refers to a numeric
code that is used with encryption and decryption algorithms. Keys come in pairs, where ‘writing keys‘ are used to
encrypt data and ‘checking keys‘ are used to decrypt data. Both writing and checking keys may be public or private.
Public keys are those that are distributed to others. Private keys are maintained in confidence.

Key management and security is instrumental in the success of a public key encryption system. In the currently
preferred embodiment, one or more master repositories maintain the keys and create the identification cenificates
used by the repositories.

When a sending repository transmits a message to a receiving repository, the sending repository encrypts all of
its data using the public writing key of the receiving repository. The sending repository includes its name, the name of
the receiving repository, a session identifier such as a nonce (described below), and a message counter in each mes-
sage.

In this way, the communication can only be read (to a high probability) by the receiving repository, which holds the

private checking key for decryption. The auxiliary data is used to guard against various replay attacks to security. If
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messages ever arrive with the wrong counter or an old nonce, the repositories can assume that someone is interfering
with communication and the transaction terminated.

The respective public keys for the repositories to be used for encryption are obtained in the registration transaction
described below.

Session Initiation Transactions

A usage transaction is carried out in a session between repositories. For usage transactions involving more than

one repository, or for financial transactions between a repository and a credit sewer, a registration transaction is per-
formed. A second transaction termed a login transaction, may also be needed to initiate the session. The goal of the
registration transaction is to establish a secure channel between two repositories who know each others identities. As
it is assumed that the communication channel between the repositories is reliable but not secure, there is a risk that

a non-repository may mimic the protocol in order to gain illegitimate access to a repository.
The registration transaction between two repositories is described with respect to Figures 16 and 17. The steps

described are from the perspective of a ‘repository-1 ' registering its identity with a ‘repository-2'. The registration must
be symmetrical so the same set of steps will be repeated for repository-2 registering its identity with repository-1.
Referring to Figure 16, repository-1 first generates an encrypted registration identifier, step 1601 and then generates
a registration message, step 1602. A registration message is comprised of an identifier of a master repository, the
identification certificate for the repository-1 and an encrypted random registration identifier. The identification certificate

is encrypted by the master repository in its private key and attests to the fact that the repository (here repository-1) is
a bona fide repository. The identification certificate also contains a public key for the repository, the repository security
level and a timestamp (indicating a time after which the certificate is no longer valid.) The registration identifier is a
number generated by the repository for this registration. The registration identifier is unique to the session and is

encrypted in repository-1's private key. The registration identifier is used to improve security of authentication by de-
tecting certain kinds of communications based attacks. Repository-1 then transmits the registration message to repos-
itory-2, step 1603.

Upon receiving the registration message, repository-2 determines if it has the needed public key for the master
repository, step 1604. If repository-2 does not have the needed public key to decrypt the identification certificate, the
registration transaction terminates in an error, step 1618.

Assuming that repository-2 has the proper public key the identification certificate is decrypted, step 1605. Repos-
itory-2 saves the encrypted registration identifier, step 1606, and extracts the repository identifier, step 1607. The
extracted repository identifier is checked against a 'hot|ist' of compromised document repositories, step 1608. In the
currently preferred embodiment, each repository will contain "hot|ists' of compromised repositories. If the repository
is on the 'hotlist', the registration transaction terminates in an error per step 1618. Repositories can be removed from

the hotlist when their certificates expire, so that the list does not need to grow without bound. Also, by keeping a short
list of hotlist certificates that it has previously received, a repository can avoid the work of actually going through the
list. These lists would be encrypted by a master repository. A minor variation on the approach to improve efficiency
would have the repositories first exchange lists of names of hotlist certificates, ultimately exchanging only those lists
that they had not previously received. The 'hot|ists' are maintained and distributed by Master repositories.

Note that rather than terminating in error, the transaction could request that another registration message be sent
based on an identification certificate created by another master repository. This may be repeated until a satisfactory
identification certificate is found, or it is determined that trust cannot be established.

Assuming that the repository is not on the hotlist, the repository identification needs to be verified. In other words,

repository-2 needs to validate that the repository on the other end is really repository-1. This is termed performance

testing and is performed in order to avoid invalid access to the repository via a counterfeit repository replaying a re-
cording of a prior session initiation between repository-1 and repository-2. Performance testing is initiated by repository-
2 generating a performance message, step 1609. The performance message consists of a nonce, the names of the

respective repositories, the time and the registration identifier received from repository-1. A'nonce is a generated
message based on some random and variable information (e.g. the time or the temperature.) The nonce is used to

check whether repository-1 can actually exhibit correct encrypting of a message using the private keys it claims to
have, on a messagethat it has never seen before. The performance message is encrypted using the public key specified
in the registration message of repository-1. The performance message is transmitted to repository-1, step 1610, where
it is decrypted by repository-1 using its private key, step 1611. Repository-1 then checks to make sure that the names
of the two repositories are correct, step 1612, that the time is accurate, step 1613 and that the registration identifier

corresponds to the one it sent, step 1614. If any of these tests fails, the transaction is terminated per step 1616.
Assumingthat the tests are passed, repository-1 transmits the nonce to repository-2 in the clear, step 1615. Repository-
2 then compares the received nonce to the original nonce, step 1617. If they are not identical, the registration transaction
terminates in an error per step 1618. if they are the same, the registration transaction has successfully completed.
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At this point, assuming that the transaction has not terminated, the repositories exchange messages containing

session keys to be used in all communications during the session and synchronize their clocks. Figure 17 illustrates
the session information exchange and clock synchronization steps (again from the perspective of repository-1.) Re-
ferring to Figure 17, repository-1 creates a session key pair, step 1701. A first key is kept private and is used by
repository-1 to encrypt messages. The second key is a public key used by repository-2 to decrypt messages. The
second key is encrypted using the public key of repository-2, step 1702 and is sent to repository-2, step 1703. Upon
receipt, repository-2 decrypts the second key, step 1704. The second key is used to decrypt messages in subsequent
communications. When each repository has completed this step, they are both convinced that the other repository is
bona fide and that they are communicating with the original. Each repository has given the other a key to be used in
decrypting further communications during the session. Since that key is itself transmitted in the public key of the re-
ceiving repository only it will be able to decrypt the key which is used to decrypt subsequent messages.

Afterthe session information is exchanged, the repositories must synchronize their clocks. Clock synchronization
is used by the repositories to establish an agreed upon time base for the financial records of their mutual transactions.
Referring backto Figure 17, repository-2 initiates clock synchronization by generating atime stamp exchange message,
step 1705, and transmits it to repository-1, step 1706. Upon receipt, repository-1 generates its own time stamp mes-
sage, step 1707 and transmits it back to repository-2, step 1708. Repository-2 notes the current time, step 1709 and
storesthe time received from repository-1, step 1710. The current time is compared to thetime received from repository-
1, step 1711. The difference is then checked to see if it exceeds a predetermined tolerance (eg. one minute), step
1712. If it does, repository-2 tenninates the transaction as this may indicate tampering with the repository, step 1713.
If not repository-2 computes an adjusted time delta, step 1714. The adjusted time delta is the diflerence between the
clock time of repository-2 and the average of the times from repository-1 and repository-2.

To achieve greater accuracy, repository-2 can request the time again up to a fixed number of times (e.g. five times),

repeat the clock synchronization steps, and average the resuits.
A second session initiation transaction is a Login transaction. The Login transaction is used to check the authenticity

of a user requesting a transaction. A Login transaction is particularly prudent for the authorization of financial transac-
tions that will be charged to a credit server. The Login transaction involves an interaction between the user at a user
interface and the credit server associated with a repository, The information exchanged here is a login string supplied
by the repository/credit server to identify itself to the user, and a Personal Identification Number (PIN) provided by the
user to identify himself to the credit server. In the event that the user is accessing a credit server on a repository different
from the one on which the user interface resides, exchange of the information would be encrypted using the public and
private keys of the respective repositories.

Bflllng Transactions

Billing Transactions are concerned with monetary transactions with a credit server. Billing Transactions are carried
out when all other conditions are satisfied and a usage fee is required for granting the request. For the most part, billing
transactions are well understood in the state of the art. These transactions are between a repository and a credit server,
or between a credit sewer and a billing clearinghouse. Briefly, the required transactions include the following:

0 Registration and‘LOG|N transactions by which the repository and user establish their bona fides to a credit server. _
These transactions would be entirely internal in cases where the repository and credit server are implemented as
a single system.

- Registration and LOGIN transactions, by which a credit server establishes its bona fides to a billing clearinghouse.
- An Assign-fee transaction to assign a charge. The information in this transaction would include a transaction iden-

tifier, the identities of the repositories in the transaction, and a list of charges from the pans of the digital work. If
there has been any unusual event in the transaction such as an interruption of communications, that information
is included as well.

- A Begin—charges transaction to assign a charge. This transaction is much the same as an assign-fee transaction
except that it is used for metered use. it includes the same information as the assign-fee transaction as well as
the usage fee information. The credit-server is then responsible for running a clock.

- An End-charges transaction to end a charge for metered use. (In a variation on this approach, the repositories
would exchange periodic charge information for each block of time.)

- A repon-charges transaction between a personal credit sewer and a billing clearinghouse. This transaction is
invoked at least once per billing period. It is used to pass along infonnation about charges. On debit and credit
cards, this transaction would also be used to update balance infomnation and credit limits as needed.

All billing transactions are given a transaction ID and are reported to the credit severs by both the server and the
client. This reduces possible loss of billing information if one of the parties to a transaction loses a banking card and
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provides a check against tampering with the system.

Usage Transactions

After the session initiation transactions have been completed, the usage request may then be processed. To sim-
plify the description of the steps carried out in processing a usage request, the term requester is used to refer to a

repository in the requester mode which is initiating a request, and the term server is used to refer to a repository in the
sewer mode and which contains the desired digital work. In many cases such as requests to print or view a work, the

requester and server may be the same device and the transactions described in the following would be entirely intemal.
In such instances, certain transaction steps, such as the registration transaction, need not be perfonned.

There are some common steps that are part of the semantics of all of the usage rights transactions. These steps
are referred to as the common transaction steps. There are two sets -— the 'opening' steps and the ‘closing’ steps.
For simplicity, these are listed here rather than repeating them in the descriptions of all of the usage rights transactions.

Transactions can refer to a part of a digital work, a complete digital work, or a Digital work containing other digital
works. Although not described in detail herein, a transaction may even referto a folder comprised of a plurality of digital
works. The term ‘work' is used to refer to what ever portion or set of digital works is being accessed.

Many of the steps here involve determining if certain conditions are satisfied. Flecall that each usage right may
have one or more conditions which must be satisfied before the right can be exercised. Digital works have parts and
parts have pans. Different parts can have different rights and fees. Thus, it is necessary to verify that the requirements
are met for ALL of the pans that are involved in a transaction For brevity, when reference is made to checking whether
the rights exist and conditions for exercising are satisfied, it is meant that all such checking takes place for each of the
relevant parts of the work.

Figure 18 illustrates the initial common opening and closing steps for a transaction. At this point it is assumed that
registration has occurred and that a ‘trusted’ session is in place. General tests are tests on usage rights associated
with the folder containing the work or some containing folder higher in the file system hierarchy. These tests correspond
to requirements imposed on the work as a consequence of its being on the particular repository, as opposed to being
attached to the work itself. Fleferring to Figure 18, prior to initiating a usage transaction. the requester performs any
general tests that are required before the right associated with the transaction can be exercised, step, 1801. For ex-
ample, install, uninstall and delete rights may be implemented to require that a requester have an authorization certif-

icate before the right can be exercised. Another example is the requirement that a digital ticket be present and punched

before a digital work may be copied to a requester. If any of the general tests fail, the transaction is not initiated, step,
1802. Assuming that such required tests are passed, upon receiving the usage request, the server generates a trans-
action identifier that is used in records or reports of the transaction, step 1803. The server then checks whether the

digital work has been granted the right corresponding to the requested transaction, step 1804. If the digital work has
not been granted the right corresponding to the request, the transaction terminates, step 1805. If the digital work has
been granted the requested right, the sewer then determines if the various conditions for exercising the right are

satisfied. Time based conditions are examined, step 1806. These conditions are checked by examining the time spec-
ification for the the version of the right. If any of the conditions are not satisfied, the transaction terminates per step 1805.

Assuming that the time based conditions are satisfied, the server checks security and access conditions, step
1807. Such security and access conditions are satisfied if: 1) the requester is at the specified security class, or a higher
security class, 2) the server satisfies any specified authorization test and 3) the requester satisfies any specified au-
thorization tests and has any required digital tickets. If any of the conditions are not satisfied, the transaction terminates
per step 1805.

Assuming that the security and access conditions are all satisfied, the server checks the copy count condition,

step 1808. if the copy count equals zero, then the transaction cannot be completed and the transaction terminates per
step 1805.

Assuming that the copy count does not equal zero, the server checks if the copies in use for the requested right
is greater than or equal to any copy count for the requested right (or relevant parts), step 1809. if the copies in use is
greater than or equal to the copy count, this indicates that usage rights for the version of the transaction have been

exhausted. Accordingly, the server terminates the transaction, step 1805. If the copy count is less than the copies in
use for the transaction the transaction can continue, and the copies in use would be incremented by the number of
digital works requested in the transaction, step 1810.

The server then checks if the digital work has a ‘Loan’ access right, step 1811. The ‘Loan’ access right is a special
case since remaining rights may be present even though all copies are loaned out. If the digital work has the 'Loan'
access right, a check is made to see if all copies have been loaned out, step 1812. The number of copies that could

be loaned is the sum of the Copy-Counts for all of the versions of the loan right of the digital work. For a composite
work, the relevant figure is the minimal such sum of each of the components of the composite work. If all copies have
been loaned out, the remaining rights are determined, step 1813. The remaining-rightsis determined from the remaining
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rights specifications from the versions of the Loan right. If there is only one version of the Loan right, then the deter-
mination is simple. The remaining rights are the ones specified in that version of the Loan right, or none if Remaining-
Rights: is not specified. If there are multiple versions of the Loan right and all copies of all of the versions are loaned
out, then the remaining rights is taken as the minimum set (intersection) of remaining rights across all of the versions
of the loan right. The server then determines if the requested right is in the set of remaining rights, step 1814. If the
requested right is not in the set of remaining rights, the server terminates the transaction, step 1805.

ll Loan is not a usage right for the digital work or if all copies have not been loaned out or the requested right is in
the set of remaining rights, fee conditions for the right are then checked, step 1815. This will initiate various financial
transactions between the repository and associated credit server. Further, any metering of usage of a digital work will
commence. If any financial transaction fails, the transaction terminates per step 1805.

It should be noted that the order in which the conditions are checked need not follow the order of steps 1806-1815.

At this point, right specific steps are now performed and are represented here as step 1816. The right specific
steps are described in greater detail below.

The common closing transaction steps are now performed. Each of the closing transaction steps are performed

by the server after a successful completion of a transaction. Referring back to Figure 18, the copies in use value for
the requested right is decremented by the number of copies involved in the transaction, step 1817. Next, ifthe right
had a metered usage fee specification, the server subtracts the elapsed time from the Remaining-Use—1”ime associated
with the right for every part involved in the transaction, step 1818. Finally, if there are tee specifications associated
with the right, the server initiates End-Charge financial transaction to confirm billing, step 1819.

Transmission Protocol

An important area to consider is the transmission of the digital work from the server to the requester. The trans-
mission protocol described herein refers to events occurring after a valid session has been created. The transmission
protocol must handle the case of disruption in the communications between the repositories. It is assumed that inter-
ference such as injecting noise on the communication channel can be detected by the integrity checks (e.g., parity,
checksum, etc.) that are built into the transport protocol and are not discussed in detail herein.

The underlying goal inthe transmission protocol isto preclude certainfailure modes, such as malicious oraccidental
interference on the communications channel. Suppose, for example, that a user pulls a card with the credit server at
a specific time near the end.of a transaction. There should not be a vulnerable time at which ‘pulling the card“ causes
the repositories to fail to correctly account for the number of copies of the work that have been created. Restated, there
should be no time at which a party can break a connection as a means to avoid payment after using a digital work.

If a transaction is interrupted (and fails), both repositories restore the digital works and accounts to their state prior
to the failure, modulo records of the failure itself.

Figure 19 is a state diagram showing steps in the process of transmitting information during a transaction. Each
box represents a state of a repository in eitherthe server mode (above the central dotted line 1901 )or in the requester
mode (below the dotted line 1901). Solid arrows stand for transitions between states. Dashed arrows stand for message
communications between the repositories. A dashed message arrow pointing to a solid transition arrow is interpreted

as meaning that the transition takes place when the message is received. Unlabeled transition arrows take place
unconditionally. Other labels on state transition arrows describe conditions that trigger the transition. V 4

Referring now to Figure 19, the server is initially in a state 1902 where a new transaction is initiated via start
message 1903. This message includes transaction information including a transaction identifier and a count of the
blocks of data to be transferred. The requester, initially in a wait state 1904 then enters a data wait state 1905.

The server enters a data transmit state 1906 and transmits a block of data 1907 and then enters a wait for ac-

knowledgement state 1908. As the data is received, the requester enters a data receive state 1909 and when the data
blocks are completely received it enters an acknowledgement state 1910 and transmits an Acknowledgement message
1911 to the sewer

If there are more blocks to send, the server waits until receiving an Acknowledgement message from the requester.

When an Acknowledgement message is received it sends the next block to the requester and again waits for acknowl-
edgement. The requester also repeats the same cycle of states.

If the server detects a communications failure before sending the last block, it enters a cancellation state 1912

wherein the transaction is cancelled. Similarly, if the requester detects a communications failure before receiving the
last block it enters a cancellation state 1913.

If there are no more blocks to send, the server commits to the transaction and waits for the final Acknowledgement
in state 1914. if there is a communications failure before the server receives the final Acknowledgement message, it
still commits to thetransaction but includes a report about the event to its credit server in state 1915. This report serves
two purposes. it will help legitimize any claims by a user of having been billed for receiving digital works that were not
completely received. Also it helps to identify repositories and communications lines that have suspicious patterns of
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use and interruption. The sewer then enters its completion state 1916.

On the requester side, when there are no more blocks to receive, the requester commits to the transaction in state
1917. If the requester detects a communications failure at this state, it reports the failure to its credit server in state

1918, but still commits tothe transaction. When it has committed, it sends an acknowledgement message to the sewer
The server then enters its completion state 1919.

The key property is that both the server and the requester cancel a transaction if it is interrupted before all of the
data blocks are delivered, and commits to it if all of the data blocks have been delivered.

There is a possibility that the sewer will have sent all of the datablocks (and committed) but the requester will not
have received all of them and will cancel the transaction. In this case, both repositories will presumably detect a com-
munications failure and report it to their credit server. This case will probably be rare since it depends on very precise
timing of the communications failure. The only consequence will be that the user at the requester repository may want
to request a refund from the credit services -- and the case for that refund will be documented by reports by both
repositories.

To prevent loss of data, the server should not delete any transferred digital work until receiving the final acknowl-
edgement from the requester. But it also should not use the file. A well known way to deal with this situation is called
‘two-phase commit‘ or 2PC. '

Two-phase commit works as follows. The first phase works the same as the method described above. The server

sends all of the data to the requester. Both repositories mark the transaction (and appropriate files) as uncommitted.

The server sends a ready-to-commit message to the requester. The requester sends back an acknowledgement. The
server then commits and sends the requester a commit message. When the requester receives the commit message,
it commits the file.

If there is a communication failure or other crash, the requester must check back with the server to determine the

status of the transaction. The server has the last word on this. The requester may have received all of the data, but if
it did not get the final message, it has not committed. The server can go ahead and delete files (except fortransaction
records) once it commits, since the files are known to have been fully transmitted before starting the 2PC cycle.

There are variations known in the art which can be used to achieve the same effect. For example. the server could

use an additional level of encryption when transmitting a work to a client. Only after the client sends a message ac-
knowledging receipt does it send the key. The client then agrees to pay for the digital work. The point of this variation
is that it provides a clear audit trail that the client received the work. For trusted systems, however, this variation adds
a level of encryption for no real gain in accountability.

The transaction for specific usage rights are now discussed.

The Copy Transaction

A Copy transaction is a request to make one or more independent copies of the work with the same or lesser

usage rights. Copy differs from the extraction right discussed later in that it refers to entire digital works or entire folders
containing digital works. A copy operation cannot be used to remove a portion of a digital work.

- The requester sends the server a message to initiate the Copy Transaction. This message indicates the work to
be copied, the version of the copy right to be used for the transaction, the destination address information (location
in afolder) for placing the work, the file data for the work (including its size), and the number of copies requested.

- The repositories perform the common opening transaction steps.

- The server transmits the requested contents and data to the client according to the transmission protocol. if a

Next-Set—Of-Flights has been provided in the version of the right, those rights are transmitted as the rights for the
work. Othenuise, the rights of the original are transmitted. In any event. the Copy-Count field for the copy of the
digital work being sent right is set to the number-of-copies requested.

0 The requester records the work contents, data, and usage rights and stores the work. It records the date and time
that the copy was made in the properties of the digital work.

- The repositories perform the common closing transaction steps.

The Transfer Transaction

A Transfer transaction is a request to move copies of the work with the same or lesser usage rights to another
repository. In contrast with a copy transaction, this results in removing the work copies from the sewer

- The requester sends the server a message to initiate the Transfer Transaction, This message indicates the work
to be transferred, the version of the transfer right to be used in the transaction, the destination address information
for placing the work. the file data for the work, and the number of copies involved.
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0 The repositories perform the common opening transaction steps.
- The server transmits the requested contents and data to the requester according to the transmission protocol. If

a Next-Set-Of-Flights has been provided, those rights are transmitted as the rights for the work. Otherwise, the
rights of the original are transmitted.

In either case, the Copy-Count field for the transmitted rights are set to the number-of-copies requested.

- The requester records the work contents, data, and usage rights and stores the work.
- The server decrements its copy count by the number of copies involved in the transaction.
- The repositories perform the common closing transaction steps.
- If the number of copies remaining in the server is now zero, it erases the digital work from its memory.

The Loan Transaction

A loan transaction is a mechanism for loaning copies of a digital work. The maximum duration of the loan is de-
termined by an internal parameter of the digital work. Works are automatically returned after a predetennined time
period.

0 The requester sends the server a message to initiate the Transfer Transaction. This message indicates the work
to be loaned, the version of the loan right to be used in the transaction, the destination address information for
placing the work, the number of copies involved, the file data for the work, and the period of the loan.

- The server checks the validity of the requested loan period, and ends with an error if the period is not valid. Loans
for a loaned copy cannot extend beyond the period of the original loan to the server.

- The repositories perform the common opening transaction steps.

- The server transmits the requested contents and data to the requester. If a Next-Set-O1-Flights has been provided,
those rights are transmitted as the rights for the work. Otherwise, the rights of the original are transmitted, as
modified to reflect the loan period.

- The requester records the digital work contents, data, usage rights, and loan period and stores the work.
- The sewer updates the usage rights information in the digital work to reflect the number of copies loaned out.
- The repositories perform the common closing transaction steps.
- The server updates the usage rights data for the digital work. This may preclude use of the work until it is returned

from the loan. The user on the requester platlonn can now use the transferred copies of the digital work. A user
accessing the original repository cannot use the digital work, unless there are copies remaining. What happens
next depends on the order of events in time.

Case 1. If the time of the loan period is not yet exhausted and the requester sends the repository a Return message.

0 The return message includes the requester identification, and the transaction ID.
- The server decrements the copies-in-use field by the number of copies that were returned. (If the number of

digital works returned is greater than the number actually borrowed, this is treated as an error.) This step may
now make the work available at the server for other users. 0 '

- The requester deactivates its copies and removes the contents from its memory.

Case 2. if the time of the loan period is exhausted and the requester has not yet sent a Return message.

- The sewer decrements the copies-in-use field by the number digital works that were borrowed.
- The requester automatically deactivates its copies of the digital work. it terminates all current uses and erases

the digital work copies from memory. One question is why a requester would ever return a work earlier than

the period of the loan, since it would be returned automatically anyway. One reason for early return is that
there may be a metered fee which determines the cost of the loan. Fietuming early may reduce that fee.

The Play Transaction

A play transaction is a request to use the contents of a work Typically, to 'play' a work is to send the digital work

through some kind of transducer, such as a speaker or a display device. The request implies the intention that the
contents will not be communicated digitally to any other system. For example, they will not be sent to a printer, recorded
on any digital medium, retained after the transaction or sent to another repository.

This term ‘play’ is natural for examples like playing music, playing a.movie, or playing a video game. The general
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form of play means that a 'player' is used to use the digital work. However, the term play covers all media and kinds

of recordings. Thus one would ‘play’ a digital work, meaning, to render it for reading, or play a computer program,
meaning to execute it. For a digital ticket the player would be a digital ticket agent.

0 The requester sends the server a message to initiate the play transaction. This message indicates the work to be
played, the version of the play right to be used in the transaction, the identity of the player being used, and the file
data for the work.

0 The server checks the validity of the player identification and the compatibility of the player identification with the
player specification in the right. It ends with an error if these are not satisfactory.

0 The repositories perform the common opening transaction steps.

- The server and requester read and write the blocks of data as requested by the player according to the transmission
protocol. The requester plays the work contents, using the player.

0 When the player is finished, the player and the requester remove the contents from their memory.
0 The repositories perform the common closing transaction steps.

The Print Transaction

A Print transaction is a request to obtain the contents of a work for the purpose of rendering them on a 'printer'

We use the term 'printer' to include the common case of writing with ink on paper. However, the key aspect of 'printing'
in our use of the term is that it makes a copy of the digital work in a place outside of the protection of usage rights. As
with all rights, this may require particular authorization cenificates.

Once a digital work is printed, the publisher and user are bound by whatever copyright laws are in ellect. However,
printing moves the contents outside the oontrol of repositories. For example, absent any other enforcement mecha-
nisms, once a digital work is printed on paper, it can be copied on ordinary photocopying machines without intervention
by a repository to collect usage fees. If the printer to a digital disk is permitted, then that digital copy is outside of the

control of usage rights. Both the creator and the user know this, although the creator does not necessarily give tacit
consent to such copying, which may violate copyright laws.

- The requester sends the server a message to initiate a Print transaction. This message indicates the work to be
played, the identity of the printer being used, the file data for the work, and the number of copies in the request.

0 The server checks the validity of the printer identification and the compatibility of the printer identification with the
printer specification in the right. It ends with an error if these are not satisfactory.

0 The repositories perform the common opening transaction steps.
0 The server transmits blocks of data according to the transmission protocol.
- The requester prints the work oontents, using the printer.

- When the printer is finished, the printer and the requester remove the contents from their memory.
0 The repositories perform the common closing transaction steps.

The Backup Transaction

A Backup transaction is a request to make a backup copy of a digital work, as a protection against media failure.
In the context of repositories, secure backup copies differ from other copies in three ways: (1) they are made under
the control of a Backup transaction rather than a Copy transaction, (2) they do not count as regular copies, and (3)
they are not usable as regular copies. Generally, backup copies are encrypted.

Although backup copies may be transferred or copied, depending on their assigned rights, the only way to make
them useful for playing, printing or embedding is to restore them.

The output of a Backup operation is both an encrypted data file that contains the contents and description of a
work, and a restoration file with an encryption key for restoring the encrypted contents. In many cases, the encrypted
data file would have rights for 'printing' it to a disk outside of the protection system, relying just on its encryption for
security. Such files could be stored anywhere that was physically safe and convenient. The restoration file would be

held in the repository. This file is necessary for the restoration of a backup copy. It may have rights for transfer between
repositories.

0 The requester sends the server a message to initiate a backup transaction. This message indicates the work to
be backed up, the version of the backup right to be used in the transaction, the destination address information
for placing the backup copy, the file data for the work.

- The repositories perform the common opening transaction steps.

- The server transmits the requested contents and data to the requester. If a Next-Set-Of-Flights has been provided,
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those rights are transmitted as the rights for the work. Otherwise, a set of default rights for backup files of the
original are transmitted by the sewer.

- The requester records the work contents, data, and usage rights. It then creates a one-time key and encrypts the
contents file. It saves the key information in a restoration file.

- The repositories perform the common closing transaction steps.

in some cases, it is convenient to be able to archive the large, encrypted contents file to secure oflline storage,

such as a magneto-optical storage system or magnetic tape. This creation of a non-repository archive file is as secure
as the encryption process. Such non-repository archive storage is considered a form of 'printing' and is controlled by
a print right with a specified ‘archive-printer.‘ An archive-printer device is programmed to save the encrypted contents
file (but not the description file) offline in such a way that it can be retrieved.

The Flestore Transaction

A Restore transaction is a request to convert an encrypted backup copy of a digital work into a usable copy A

restore operation is intended to be used to compensate for catastrophic media failure. Like all usage rights, restoration
rights can include fees and access tests including authorization checks.

- The requester sends the server a message to initiate a Restore transaction. This message indicates the work to
be restored, the version of the restore right for the transaction, the destination address infonnation for placing the
work, and the file data for the work.

- The server verifies that the contents file is available (i.e. a digital work corresponding to the request has been
backed-up.) If it is not, it ends the transaction with an error.

- The repositories perform the common opening transaction steps.
- The server retrieves the key from the restoration file. It decrypts the work contents, data, and usage rights.
- The server transmits the requested contents and data to the requester according to the transmission protocol. if

a Next-Set-Of-Rights has been provided, those rights are transmitted as the rights for the work. Otherwise, a set
of default rights for backup files of the original are transmitted by the server.

- The requester stores the digital work.
- The repositories perform the common closing transaction steps.

The Delete Transaction

A Delete transaction deletes a digital work or a number of copies of a digital work from a repository. Practically all
digital works would have delete rights.

- The requester sends the sewer a message to initiate a delete transaction. This message indicates the work to be
deleted, the version of the delete right for the transaction.

- The repositories perform the common opening transaction steps.
- The server deletes the file, erasing it from the file system.
- The repositories perform the common closing transaction steps.

The Directory Transaction

A Directory transaction is a request for infonnation about folders, digital works, and their parts. This amounts to
roughly the same idea as protection codes in a conventional file system like TENEX, except that it is generalized to
the full power of the access specifications of the usage rights language.

The Directory transaction has the important role of passing along descriptions of the rights and fees associated

with a digital work. When a user wants to exercise a right, the user interface of his repository implicitly makes a directory
request to determine the versions of the right that are available. Typically these are presented to the user -- such as
with different choices of billing for exercising a right. Thus, many directory transactions are invisible to the user and
are exercised as part of the normal process of exercising all rights.

- The requester sends the server a message to initiate a Directory transaction. This message indicates the file or
folder that is the root of the directory request and the version of the directory right used for the transaction.

- The server verifies that the infomtation is accessrlale to the requester. In particular, it does not return the names

of any files that have a HIDE-NAME status in their directory specifications. and it does not return the parts of any
folders or files that have HlDE—PAFlTS in their specification. if the infomiation is not accessible, the server ends
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the transaction with an error.

- The repositories perform the common opening transaction steps.

- The sewer sends the requested data to the requester according to the transmission protocol.
- The requester records the data.

- The repositories perform the common closing transaction steps.

The Folder Transaction

A Folder transaction is a request to create or rename a folder, or to move a work between folders. Together with
Directory rights, Folder rights control the degree to which organization of a repository can be accessed or modified
from another repository.

- The requester sends the server a message to initiate a Folder transaction. This message indicates the folder that
is the root of the folder request, the version of the folder right for the transaction, an operation, and data. The
operation can be one of create, rename, and move file. The data are the specifications required for the operation,
such as a specification of a folder or digital work and a name.

- The repositories perform the common opening transaction steps.

- The server performs the requested operation -- creating a folder, renaming a folder, or moving a work between
folders.

- The repositories perform the common closing transaction steps.

The Extract Transaction

A extract transaction is a request to copy a part of a digital work and to create a new work containing it. The
extraction operation differs from copying in that it can be used to separate a pan of a digital work from d~b|ocks or
shells that place additional restrictions or fees on it. The extraction operation differs from the edit operation in that it
does not change the contents of a work. only its embedding in d-blocks. Extraction creates a new digital work.

0 The requester sends the server a message to initiate an Extract transaction. This message indicates the pan of
the work to be extracted, the version of the extract right to be used in the transaction, the destination address

information for placing the part as a new work, the file data for the work, and the number of copies involved.
- The repositories perform the common opening transaction steps.

- The sewer transmits the requested contents and data to the requester according to the transmission protocol. If
a Next-Set-Of-Rights has been provided, those rights are transmitted as the rights for the new work. Otherwise,
the rights of the original aretransmitted. The Copy-Countfieldforthis right is set tothe number-of-copies requested.

- The requester records the contents, data, and usage rights and stores the work. It records the date and time that
new work was made in the properties of the work.

- The repositories perform the common closing transaction steps.

The Embed Transaction

An embed transaction is a request to make a digital work become a pan of another digital work or to add a shell
d-block to enable the adding of fees by a distributor of the work.

- The requester sends the server a message to initiate an Embed transaction. This message indicates the work to
be embedded, the version of the embed right to be used in the transaction, the destination address information

for placing the part as a a work, the file data for the work, and the number of copies involved.

- The server checks the control specifications for all of the rights in the part and the destination. If they are incom-
patible, the server ends the transaction with an error.

- The repositories perform the common opening transaction steps.

- The server transmits the requested contents and data to the requester according to the transmission protocol. If
a Next-Set-Of-Flights has been provided, those rights are transmitted as the rights for the new work. Otherwise,
the rights of the original are transmitted. The Copy-Count field forthis right is set to the number-of-copies requested.

- The requester records the contents, data, and usage rights and embeds the work in the destination file.

- The repositories perform the common closing transaction steps.
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The Edit Transaction

An Edit transaction is a request to make a new digital work by copying, selecting and modifying portions of an
existing digital work. This operation can actually change the contents of a digital work. The kinds of changes that are
permitted depend on the process being used. Like the extraction operation, edit operates on portions of a digital work.

In contrast with the extract operation, edit does not affect the rights or location of the work It only changes the contents.
The kinds of changes permitted are determined by the type specification of the processor specified in the rights. In the
currently preferred embodiment, an edit transaction changes the work itself and does not make a new work. However,
it would be a reasonable variation to cause a new copy of the work to be made.

- The requester sends the server a message to initiate an Edit transaction. This message indicates the work to be
edited, the version of the edit right to be used in the transaction, the file data for the work (including its size), the
process-ID for the process, and the number of copies involved.

- The server checks the compatibility of the process-ID to be used by the requester against any process-lD speci-
fication in the right. If they are incompatible, it ends the transaction with an error.

- The repositories perform the common opening transaction steps.
- The requester uses the process to change the contents of the digital work as desired. (For example, it can select

‘ and duplicate parts of it; combine it with other information; or compute functions based on the information. This
can amount to editing text, music, or pictures or taking whateverother steps are useful in creating a derivative work.)

- The repositories perform the common closing transaction steps.

The edit transaction is used to cover a wide range of kinds of works. The category describes a process that takes
as its input any portion of a digital work and then modifies the input in some way. For example, for text, a process for
editing the text would require edit rights. A process for 'summarizing' or counting words in the text would also be
considered editing. For a music file, processing could involve changing the pitch or tempo, or adding reverberations,
or any other audio effect. For digital video works, anything which alters the image would require edit rights. Examples
would be colorizing, scaling, extracting still photos, selecting and combining frames into story boards, sharpening with
signal processing, and so on.

Some creators may want to protect the authenticity of their works by limiting the kinds of processes that can be
performed on them. If there are no edit rights, then no processing is allowed at all. A processor identifier can be included
to specify what kind of process is allowed. If no process identifier is specified, then arbitrary processors can be used.
For an example of a specific process, a photographer may want to allow use of his photograph but may not want it to
be colorized. A musician may want to allow extraction of portions of his work but not changing of the tonality.

Authorization Transactions

There are many ways that authorization transactions can be defined. In the following, our preferred way is to simply
define them in terms of other transactions that we already need for repositories. Thus, it is convenient sometimes to
speak of ‘authorization transactions,‘ but they are actually made up of other transactions that repositories already have.

A usage right can specify an authorization—lD, which identifies an authorization object (a digital work in a file of a

standard format) that the repository must have and which it must process. The authorization is given to the generic
authorization (or ticket) server of the repository which begins to interpret the authorization.

As described earlier, the authorization contains a server identifier, which may just be the generic authorization
server or it may be another server. When a remote authorization server is required, it must contain a digital address.
It may also contain a digital certificate.

If a remote authorization server is required, then the authorization process first perfomts the following steps:

- The generic authorization server attempts to set up the communications channel. (If the channel cannot be set
up, then authorization fails with an error.)

- When the channel is set up, it performs a registration process with the remote repository (If registration fails, then
the authorization fails with an error.)

- When registration is complete, the generic authorization server invokes a ‘Play' transaction with the remote re-
pository, supplying the authorization document as the digital workto be played, and the remote authorization server
(a program) as the ‘player.’ (If the player cannot be found or has some other error, then the authorization fails with
an error.)

- The authorization server then ‘plays’ the authorization. This involves decrypting it using either the public key of
the master repository that issued the certificate or the session key from the repository that transmitted it. The
authorization server then performs various tests. These tests vary according to the authorization server. They
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include such steps as checking issue and validity dates of the authorization and checking any hot-lists of known

invalid authorizations. The authorization server may require carrying out any other transactions on the repository
as well, such as checking directories, getting some person to supply a password, or playing some other digital
work. It may also invoke some special process for checking information about locations or recent events. The
'script' for such steps is contained within the authorization server.

If all of the required steps are completed satisfactorily, the authorization server completes the transaction normally,
signaling that authorization is granted.

The Install Transaction

An Install transaction is a request to install a digital work as runnable software on a repository. In a typical case,
the requester repository is a rendering repository and the software would be a new kind or new version of a player.
Also in a typical case, the software would be copied to file system of the requester repository before it is installed.

The requester sends the server an install message. This message indicates the work to be installed, the version
of the Install right being invoked, and the file data for the work (including its size).
The repositories perform the common opening transaction steps.
The requester extracts a copy of the digital certificate for the software. If the certificate cannot be found or the
master repository for the certificate is not known to the requester, the transaction ends with an error.

The requester decrypts the digital certificate using the public key of the master repository, recording the identity
of the supplier and creator, a key for decrypting the software, the compatibility information, and a tamper-checking
code. (This step certifies the software.)

The requester decrypts the software using the key from the certificate and computes a check code on it using a
1-way hash function. If the check-code does not match the tamper-checking code from the certificate, the instal-

lation transaction ends with an error. (This step assures that the contents of the software, including the various
scripts, have not been tampered with.)

The requester retrieves the instructions in the compatibility-checking script and follows them. If the software is not

compatible with the repository, the installation transaction ends with an error. (This step checks platform compat-
ibility.)

The requester retrieves the instructions in the installation script and follows them. if there is an error in this process
(such as insufficient resources), then the transaction ends with an error. Note that the installation process puts the
runnable software in a place in the repository where it is no longer accessible as a work for exercising any usage
rights other than the execution of the software as part of repository operations in carrying out other transactions.
The repositories perform the common closing transaction steps.

The Uninstall Transaction

An Uninstall transaction is a request to remove software from a repository. Since uncontrolled or incorrect removal
of software from a repository could compromise its behavioral integrity, this step is controlled.

The requester sends the server an Uninstall message. This message indicates the work to be uninstalled, the

version of the Uninstall right being invoked, and the file data for the work (including its size).
The repositories perform the common opening transaction steps.
The requester extracts a copy of the digital certificate for the software. If the certificate cannot be found or the
master repository for the certificate is not known to the requester, the transaction ends with an error.
The requester checks whether the software is installed. If the software is not installed, the transaction ends with
an error.

The requester decrypts the digital certificate using the public key of the master repository, recording the identity
of the supplier and creator, a key for decrypting the software, the compatibility information, and a tamper-checking
code. (This step authenticates the certification of the software, including the script for uninstalling it.)

The requester decrypts the software using the key from the certificate and computes a check code on it using a
1-way hash function. if the check-code does not match the tamper-checking code from the certificate, the instal-

lation transaction ends with an error. (This step assures that the contents of the software, including the various
scripts, have not been tampered with.)

The requester retrieves the instructions in the uninstallation script and follows them. If there is an error in this
process (such as insufficient resources), then the transaction ends with an error.

The repositories perform the common closing transaction steps.
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Claims

1. A system for secure distribution and control of digital works between repositories comprising:

means for creating usage rights, each instance of a usage right representing a specific instance of how a
digital work may be used or distributed;

means for attaching a created set of usage rights to a digital work;
a communications medium for coupling repositories to enable exchange of repository transaction messages;
a plurality of general repositories for storing and securely exchanging digital works with attached usage rights,
each of said general repositories comprising:
a storage means for storing digital works and their attached usage rights;
an identification certificate for indicating that the associated general repository is secure;

an external interface for removably coupling to said communications medium;
a session initiation transaction processing means for establishing a secure and trusted session with another
repository, said session initiation transaction processing means using said identification certificate;
a usage transaction processing means having a requester mode of operation for generating usage repository
transaction messages to request access to digital works stored in another general repository, said usage
repository transaction message specifying a usage right, said usage transaction processing means further

having a server mode of operation for determining if a request for access toa digital work stored in said storage
means may be granted, said request being granted only if the usage right specified in said request is attached
to said digital work; and
an input means coupled to said usage transaction processing means for enabling user created signals to
cause generation of a usage repository transaction message to request access to digital works.

2. The system as recited in Claim 1 further comprising a rendering system, said rendering system comprising:

a rendering repository for securely accessing digital works from a general repository, said rendering repository
comprising;
a storage means for storing digital works and their attached usage rights;
an identification cenificate, said identification certificate for indicating that the rendering repository is secure;
an external interface for removably coupling to said communications medium;

a session initiation transaction processing means for establishing a secure and trusted session with a general
repository, said session initiation transaction processing means using said identification cenificate;
a usage transaction processing means for generating usage repository transaction messages to request ac-
cess to digital works stored in a general repository, said usage repository transaction message specifying a
usage right;
an input means coupled to said usage transaction processing means for enabling user created signals to
cause generation of usage repository transaction messages to request access to digital works;
a rendering device for rendering digital works.

3. The system as recited in Claim 1 wherein said means for creating usage rights is further for the specification of
different sets of usage rights to be attached to digital works when a corresponding usage right is exercised.

4. The system as recited in Claim 1 wherein said usage rights grammarfurther defines means for specifying conditions
which must be satisfied before a usage right may be exercised and said usage transaction processing means in
said server mode is furthercomprised of means for determining if specified conditions for a usage right are satisfied
before access is granted.

5. The system as recited in Claim 1 wherein a first usage right enables copying of a digital work and specification of
a revenue owner who is paid a fee whenever a copy of said digital work is made.

6. A method for controlling distribution and use of digital works comprising the steps of:

a) attaching a set of usage rights to a digital work, each of said usage rights defining a specific instance of
how a digital work may be used or distributed, said usage right specifying one or more conditions which must
be satisfied in order for said usage right to be exercised and a next set of usage rights to be attached to a
distrfinuted digital work;
b) storing said digital work and its attached usage rights in a first repository;
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c) a second repository initiating a request to access said digital work in said first repository, said request
identifying a usage right representing how said second repository desires to use said digital work;
d) said first repository receiving said request from said second repository;
e) said first repository determining if the identified usage right is attached to said digital work;

5 f) said first repository denying access to said digital work if said identified usage right is not attached to said
digital work;

g) if said identified usage right is attached to said digital work, said first repository determining if conditions
specified by said usage right are satisfied;

h) if said conditions are not satisfied, said first repository denying access to said digital work;
10 i) if said conditions are satisfied, said first repository attaching a next set of usage rights to said digital work,

said next set of usage rights specifying how said second repository may use and distribute said digital work; and
i) said first repository transmitting said digital work and said attached next set of usage rights to said second
repository.

15 7. The method as recited in Claim 6 wherein said step of a second repository initiating a request to access said digital
work in said first repository is further comprised of the steps of:

cf) said second repository initiating establishment of a trusted session with said first repository;
c2) said first repository performing a set of registration transaction steps with said second repository, successful

20 completion of said set of registration transaction steps indicatingthat said first repository is a trusted repository;
c3) said second repository performing said set of registration transaction steps with said first repository, suc-
cessful completion of said set of registration transaction steps indicating that said second repository is a trusted
repository;

c4) if said first repository and said second repository each successfully complete said set of registration steps,
25 said first and second repository exchanging session encryption and decryption keys for secure transmission

of subsequent communications between said first and second repository; and

c5) if said first repository or said second repository cannot successfully complete said set of registration trans-
action steps, terminating said session.

30 8. A system for controlling distribution and use of digital works comprising:

means for attaching usage rights to said digital work, said usage rights indicating how a recipient may use
and and subsequently distribute said digital work;

a communications medium for coupling repositories to enable distribution of digital works;

35 a plurality of repositories for managing exchange of digital works based on usage rights attached to said digital
works, each of said plurality of repositories comprising:
a storage means for storing digital works and their attached usage rights;
a processor operating responsive to coded instructions;

a memory means coupled to said processor for storing coded instruction to enable said processor to operate

40 in a first server mode for processing access requests to digital works and for attaching usage rights to digital
works when transmitted to another of said plurality of repositories, a second requester mode for initiating
requests to access digital works, and a session initiation mode for establishing a trusted session with another
of said plurality of repositories over said communications medium;
a clock;

45 a repository interface for coupling to said communications medium.

9. The system as recited in Claim 8 further comprising a plurality of rendering systems for rendering of digital works,
each of said rendering systems comprising:

50 a repository for secure receipt of a digital work; and

a rendering device having means for converting digital works to signals suitable for rendering of said digital
works.

10. A method for secure access of digital works stored on a server repository, said digital works having associated
55 therewith one or more usage rights for specifying how said digital work may be used or distributed, said method

comprising the steps of:

a) a requesting repository performing a first registration transaction with a server repository, said first regis-
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tration transaction tor establishing to said sewer repository that said requesting repository is trustworthy;
b) concurrently with step a), said sewer repository responding with a second registration transaction, said
second registration transaction lor establishing to said requesting repository that said sewer repository is
trustworthy;
c) il either said first registration transaction or said second registration transaction lails, said sewer repository
denying access to said digital work;
d) it said first registration transaction and said second registration transaction are successtul. said requesting
repository initiating a usage transaction with respect to a digital work stored in said sewer repository, said
usage transaction indicating arequest to access a digital work and specifying a particular usage right;
e) determining it said usage transaction may be completed by comparing said particular usage right specified
in said usage transaction and usage rights associated with said digital work;
i) it said particular usage right is not one of said usage rights associated with said digital work, denying access
to said digital work; and
g) it said particular usage right is one of said usage rights associated with said digital work, granting access
to said digital work and performing usage transaction steps associated with said particular usage right.
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1591"-Digital Work Rights: = (Rights’ )

1502 -Right : = (Right-Code {Copy-Count} {Control-Spec} {Time-Spec}
{Access-Spec} {Fee-Spec})

1503 -— Right-Code := Render-Code I Transport-Code I File-Management

Codel Derivative—Works- Code | Configuration-Code

1504 -Render-Code := [ Play : {Player Player-ID} I Print: IPrinter: Printer-ID}]

1505-—’I‘ransport-Code := [Copy I Transfer I Loan {Remaining-Rights:

Next-Set-of-Right.s}]{(Next-Copy-Rights: Next-Set-of-Rights)}

1505"'File-Management-Code 2 = Backup {Back-Up-Copy-Rights:
Next-Set-of-Rights} I Restore I Delete | Folder

I Directory {Nunez Hide-Local I Hide-Remote}

IPa.rts: Hide-Local I Hide-Remote}

1507~—Derivative-Works-Code : = [Extract I Embed I Edit{Process:

Process-ID}] {Next—Copy-Rights :

Next-Set-ofRigh1:s}

1508~configumioncode : = Install 1 Uninstall

1509 -vNext-Set-of~Rights := {(Add: Set-Of-Rights)} I(Delete:

Set-Of-Rightsll l(Replace: Set-Of-Rights )H(Keep: Set—Of-Rights )}

1519‘\*Copy-Count := (Copieszpositive-integer I 0 I Unlimited)

1511 ~Control-Spec : = (Control: {Restrictable I Unrestrictable}
IUnchargeable I ChargeabIe})

1512 ~Time-Spec := ({Fixed-Interval I Sliding-Interval I Meter-Time}
Until: Expiration-Date)

1513 -— Fixed-Interval := From: Start-Time

1514 '~—Sliding-Inte rval : = Interval: Use-Duration

1515-—Meter-Time: = Time-Remaining: Remaining-Use

1515~Access-Spec := ({SC: Security-Class} {Authorizationz Authorization-ID“}
{Other-Authorization: Authorization-ID‘} {Ticketz Ticket-ID})

1517--Fee~Spec: = {Scheduled-Discount} Regular-Fee-Spec I Scheduled-Fee-Spec I
Markup-Spec

1518-—Scheduled-Discount: = Scheduled-Discount: (Scheduled-Discount:
(Time-Spec Percentage?)

1519 -—Regular-Fee-Spec := ({Fee: I Incentive: } [Per-Use-Spec I Metered-Rate

Spec I Best-Price-Spec I Call-For-Price-Spec]

{Minz Money-Unit Per: Time-Spec}{Max:

Money-Unit Per: Time-Spec} To: Account-ID)

1520 ~—Per-Use-Spec: = Per-Use: Money-unit

1521 ~«Metered-Rate-Spec := Metered: Money- Unit Per: 'I‘ime-Spec

1522 ~— Best-Price-Spec : = Best-Price: Money-unit Max: Money-unit
1523 -—Call-For-Price-Spec := Call-For -Price

1524-— Scheduled-Fee-Spec: = (Schedule: (Time-Spec Regular-Fee-Spec)‘ )
1525 ~— Markup-Spec: = Markup: percentage To: Account-ID

Fig. 15
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the video game program and the predetermined frame
count in response to a request from the user. The pro-
gram and frame count is then stored in a memory oi the
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Description

Tfihnifil Hey

This invention relates to a video game cartridge for
receiving video game programs from a remote server.

DJ$fl 

Today. there are many video games available for
purchase or for rental at stores. Generally, there is no
trial or test playing of the games in the stores. and there

is no return on purchased games once the game pack-
age has been opened. Therefore, a person who is inter-
ested in any game has to buy it before playing it and
thus may face the risk of not liking the game later. There
is no return or refund of the game since the package
has been opened. A person who rents a game from a
store has to go through the usual VCR tape remal trou-
ble of driving to the store, picking up the game and then
later returning the game to the store.

To make video game remal easier for the consumer,
Sega has created the Sega Channel. In this service, via

cable and using a cable adapter unit which is plugged
into the Sega Genesis game machine, people can play
games that are downloaded to the cable adapter. It
requires the on-line Sega Channel connection as well

as the special adapter while the game is being played.
Down loading a software program to a personal

computer over the modem connection exists today.
Such software can come with a limited life where the life

can be specified by expiration date. or time. or the

number of times of the software usage. These schemes
in limiting the software usage is not applicable to down
loading video games to cartridges which are plugged
into existing video game base units because these
game base units do not have timer device built in. Thus

a new scheme for controlling the usage of the game is
needed.

The US Patent 4,905,280 to J.D. Vlfiedemer, et al

describes a method for real time down loading of broad-
cast programs for pay-per-view or for subscription.
Descrambling of broadcast programs is done by codes
on a replaceable memory module. which is delivered to

a subscriber by the service provider. This patem is
applicable to the "purchase" of software comem or real-

time service. but it is not applicable to limiting the life of
rented software.

US patent 5,251,909 to Reed et al describes soft-
ware renting or distributing schemes in which access is

granted to a subscriber prior to the actual programs
being transmitted. This patent describes an off-line

process and is not applicable to delivering software for
rental purposes.

Sgmmary of the invention

It is an object of this invention to provide a portable
video game cartridge which can be plugged into a video
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game machine base unit. such as Nintendos. Sega

Genesis&tm. video game machine or Atari's Jag-
uar&tm. video game machine. The cartridge will allow a
video game program to be used by receiving the video
program over a telephone network or cable system.

The current invention describes a way of distribut-
ing and controlling the usage of a video game program
(or any software program) by using a "watchdog mech-
anism' and by limiting the "life" of a game by limiting the
total number of graphic frames that a video machine

n generate. It offers a simple and effective way of soft-
ware renting and distribution where game machines
have no timer.

It is also an object of this invention to prevent piracy
of video programs and programs in general by storing
the frame count in a random location of the memory that
is unknown to a potential pirate. especially if the count
itself is encrypted. Since the coum is pan of the video
game program or program execution path. the video
game or program cannot be used without knowledge of
the count

This invention is generally an apparatus and
method for enabling a user to request and use a pro-
gram where the user receives the program and a frame
coum indicating the number of frames of the program
that the user is authorized to execute or use. This pro-
gram and the frame count is then stored in a memory.
When the user is actively providing input to the program,
the frame count changes. The frame count will cease to

change when the user is not providing input to the pro-
gram. When the coum reaches a predetennined limit.
the user is prevented from cominuing use of the pro-
gram.

This invention is a video game cartridge which can
be plugged into a video game machine for enabling a
user to receive and play a video game for a predeter-
mined number of frames. The cartridge has a receiver
for receiving the video program and for receiving a
frame coum indicating the number of video frames of
the video game program that the user is authorized to
play. The video program and frame coum is then stored
in a memory of the cartridge. The cartridge also has a
counter which changes the frame count when the user
is actively playing the video game program. When the
user is not playing the video game program. the counter
ceases to change its count. Finally when the counter
reaches a predetermined limit, the user is prevented
from further playing the video game program.

Brigf Degzriptign Q the Drgmngs

FIG. 1 schematically illustrates the major compo-
nents of the video game cartridge along with
a video game machine and a remote server.

FIG. 2 is a functional diagram showing the functions
of each of the major components of the video
game cartridge.
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FIG. 3 schematically illustrates the flow chart for the

watch "dog mechanism‘.

E . I. I I E I IE J I.

FIG. 1 illustrates a sample diagram of a electronic

game or program renting system setup. The dotted line
encloses the portable and programmable game car-

tridge unit 100 that can be plugged into a video game
machine base unit 102. such as Sega Genesis&tm.

video game machine. and remotely be connected to a
video game server 101 via a modem connection. The
connection to the remote video server can be through
cable TV. or other telecommunication facilities.

When a video game base unit 102 is powered on, a
user could either play a game (or games) stored in the

programmable game cartridge 100 or place an order of
a new game (either for rental or for purchase) to the
game or program server 101. The cartridge 100 con-
tains screen assistance (and voice assistance) to help
place an order for a video game program to the server
101.

FIG. 2 illustrates the components of the video game

cartridge unit 100. It consists of modem 201. microcon-
troller 202. flash memory 203 and an interface 204 to
the video game base unit 102. The modem 201 per-
forms the interface to the telephone or cable network It

can optionally perform decompression of received
game or software if necessary. The received game is
stored in flash memory 203. The game comes with its
"life" which is indicated by the total number of graphic
frames the video game machine 102 is authorized to
generate when the game is actively played. For exam-

ple. the game machine could render game graphics
frame by frame at the rate of thirty framers per second.

After the number of graphic frames is exhausted.

further playing of the game is prevented by the following
mechanism. The flash memory 203 also stores a
‘watchdog mechanism‘ which keeps tradr of the
remaining life of the game. An hourglass routine is
embedded in the watchdog mechanism which is exe-
cuted by microcontroller 202. This watchdog mecha-
nism updates and trade down a specified register in the
flash memory 203 with its location randomly determined

by the game server 101 in FIG. 1 during the down load-
ing of the game.

The use of expiration date or time for voiding the

game is an obvious approach if the video game base
unit 102 comes with a timer. Since this patent applica-
tion assumes a game base unit 102 which has no timer
(which is the ease of many existing game machines).
the ‘life’ of the rented game is determined by the total
number of graphic frames that the base game unit can
generate. This ‘life’, or frame count. is what a renter

gets when a game is down loaded. it is stored into a
location in the flash memory 203. The location into
which the frame count is stored in the flash memory is

determined randomly by the video sewer at the time of

the game down loading. The video game can resume at
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any time when it is being turned on, provided there is
available frame count stored in the designated random
location. The microcontroller 202 can pidr up the frame
count and allow the renting period, and thus the game
or software, to be continued. As the rented game is

being played. the frame count is decremented. When
the user turns off the power. the hourglass routine in
memory 203 will first store the remaining frame count to
a random location in the non- volatile memory 203 and
then shut down the game. The rental expires when
there is no frame count remaining. The microcontroller
202 will not allow any portion of the game to be played

by the game base unit 102 when the frame count
reaches zero.

FIG. 3 illustrates the watchdog mechanism embed-

ded with the video game program execution path that
contains the hourglass routine which serves as part of
the watchdog mechanism which can expire the game.
When the user starts the game, the frame count is first

fetched (305) and checked (306). If the frame count
reaches zero. the game is ever even though the game
unit still has its power on (306N). If the frame count is
still greater than zero (306Y), the scanner continues to
monitor the game player's input in playing the video
game (307). No active input (307) means the player is
not playing the video game. and the scanner continues
to monitor the player inputs from the key pad connected
to the video game. when there is no active input. the
video game will not render any game graphic frames.
Therefore. the game program execution path will fall
through decisions 308 and 309 and immediately return
to continue scanning (307). When the game is not
actively played and the player leaves the game

machine's power on, the game will be sitting idle without
rendering any new graphic frames. The frame count will
not be consumed until the player becomes active again

in playing the game as detected by the scanner (307
and 308).

It the player's input has been detected as active
(307). a check is made to see if graphic rendering is
required (309). Graphics rendering is required when the
game program determines that the input signals from
the key pad connected to the video game are valid sig-
nals. If rendering is required (309Y). the frame counter
will be decremented (301). The hourglass routine (301

and 302) decrements the frame count and checks for
any frame count left

It the count is valid (302Y). then the program flows
badr to (310) which is the game program main collec-
tions, and then at the same time, 302 Y:sup.‘:esup.
branches to check for power-off condition (303).

If the user deddes to power-oft the game. the

watchdog mechanism will go through decision (303)
and the shutdown routine (304) to store any remaining
frame count in the flash memory. The shutdown routine
stores the remaining frame count in the flash memory
and ecits the game. In sumnnry flowchart components

(301-306) and their associated flash memory tom the
‘watchdog mechanisrn' that contains the hourglass rou-
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tine (301 and 302) to keep track of the games "life"

(remaining frame count). The watchdog mechanism
also insures that the game can be resumed if there is

still a valid frame count in the flash memory. Microcon-

troller (202) can also give advance warning when the
rental is about to expire. Rental extension. if desired.

can be downloaded again by the server (101) through a

telephone or cable connection. Thus. server (101) in
FIG. 1 has complete control over the game playing time.
which should reflect the user's request for renting the
game.

Although this embodiment was described in terms

of a video game program in a cartridge. this invention

can be extended to software programs in general. As
long as the programs monitor user inputs, a scanner
and watchdog mechanism can be implemented in simi-
lar fashion using a non-volatile memory.

The watchdog mechanism can even be made more
secure by encrypting the frame count. which is stored at

a random location in the memory. Even if the would-be
pirate stumbles across the count in the memory, helshe
wouldn't know what hejshe found.

Claims

1. An apparatus for enabling a user to request and use
a program. said apparatus comprising:

a. a receiver for receiving the program and a
frame count indicating a number of frames of
the program that is authorized to be executed
by the user;

b. a memory for storing the program and the
frame count received by the receiver; and

c. a counter for changing the frame count when

the user is actively providing input to the pro-
gram. wherein the counter ceases to change its
count when the user is not providing input to
the program. and wherein the user is prevented
from continuing use of the program when the
counter reaches a predetermined limit.

2. An apparatus as recited in claim 1, further cornpris-
ing:

means for randomly detennining an address in
the memory in which the frame count is to be
stored, and wherein the address is unknown to‘
the user.

3. A method of enabling a user to request and use a
program. said method comprising:

a. receiving the game program and a frame

count indicating a number of frames of the pro-
gram that is authorized to be used by the user
in response to a request;
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b. a memory for storing the program and the
frame count; and

c. changing the frame count when the user is

actively using the program. wherein the frame
count ceases to change when the user is not
using the program and wherein the user is pre-
vented from continuing use of the program
when the counter reaches a predetermined
limit

4. A method as recited in claim 3. wherein the frame

count is stored in a randomly determined location in
the memory.

5. A video game cartridge which can be plugged into,
for operation with. a video game machine to enable
a user to request and play a video game program
which is received from a remotely located sewer,
said video game cartridge comprising:

a. a receiver for receiving from the server the
video game program and a frame count indicat-

ing a number of frames of the video game pro-
gram that is authorized to be played by the user
in response to a request;

b. a memory for storing the video game pro-
gram and the frame count received by the
receiver; and

c. a counter for changing the frame count when

the user is actively playing the video game pro-
gram, wherein the counter ceases to change its
count when the user is not playing the video

game program. and wherein the user is pre-
vented from further playing the video game
program when the counter reaches a predeter-

mined limit, indicating that the user has played
said video game for the number of frames.

6. A video game cartridge as recited in claim 5, further
comprising:

means for randomly determining an address in
the memory in which the frame count is to be
stored.

7. A video game cartridge as recited in claim 5, further
comprising:

a modem for transmitting to the server the
request from the user to play a video game pro-
gram.

8. A video game cartridge. as recited in claim 5,

wherein said memory is a non-volatile memory.
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A video game cartridge, as recited in claim 8.
wherein the frame count indicated in the counter is

stored in the memory when power for the video
game machine is turned off.

A video game cartridge, as recited in claim 9, fur-
ther comprising:

a means for fetching the frame count stored in
the memory when power for said game
machine is turned on.

. A video game cartridge which can be plugged into.
for operation with, a video game machine to enable
a user to request and play a video game program
which is received from a remotely located server,
said video game cartridge comprising:

a. a modem for transmitting from the user over
a telephone or cable network a request to
receive the video game from the server, and for
receiving the video game program and trame
count trom the server over the telephone or
cable network. the frame count indicating a
predetermined number of frames of the video
game program that is authorized to be played
by the user in response to the request;

b. a non-volatile memory for storing the video
game program and the frame count;

c. a counter for changing the frame count when
the player is actively playing the video game;

d. a means for storing the changed trame count
of the counter in the memory when the power
to the video game machine is turned off; and

e. a means for fetching the changed trame
count stored in the memory in step (d) when

the player resumes playing the video game.
wherein the user is prevented from further play-
ing of the video game program when the frame
count of the counter reaches a predetermined
limit, indicating that the user has played said
video game for the predetermined number of
frames.

30
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(57) An illegal viewlcopy protection method tor a
digital broadcasting system is disclosed including an au-
dio/video signal transmission step (200,201) lor multi-
plexing and transmitting audio/video bit stream scram-
bled in control words (206) and information where the .

control words and CPTC inlorrnation lor illegal viewl
copy protection are encrypted (208); and an audio/video -
reception step (202) tor decrypting (210) the transmitted
bit stream to analyze the CPTC information and control I
words (211), deciding whether recording is allowed or
not to be recorded on cassette tape, and using the con-
trol words, perlorming descrambling (212) and decoding
(213) to output audion/ideo signals to a monitor, thereby
protecting copyright.
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Description

Background ol the Invention

The present invention relates to an illegal view/copy
protection method and apparatus tor a digital broadcast-
ing system, in which digital broadcasting pertormed
through broadcasting media such as cable. satellite and
terrestrial broadcasting. or through prerecorded media

such as video cassette tapes, is prevented trom being
illegally viewed or copied to thereby protect its copyright.

For conventional systems for copyright protection
on digital media. there are Macrovision's intellectual
property protection system (IPPS). which is disclosed in
US Patent No. 5,315,448. and the integrated receiverl
decoder (IRD). a conditional receiving system lor digital
broadcasting media. tor receiving DirecTV's satellite
broadcasting currently transmitted in the US.

The Macrovision's IPPS disclosed in US Patent No.

5,315,448 is a copy protection system tor a hybrid digital
VCR having digital recording lunctions for both a digital
input signal and an analog input signal.

As shown in Figs. 1 and 2, in operating its copy pro-
tection lunction, Macrovision's IPPS detects. when a
digital signal is input, copy protection control bits trom
an input signal, and when an analog signal is input. de-
tects the analog copy protection wavelorm lrom the in-
put signal.

More specifically. as shown in Fig. 2, a signal in
which the analog copy protection wavelorm generated
trom an analog copy protection generator is added to
the analog video output 01 the output signals ol the dig-
ital VCR is output and displayed to be nomlal on an an-
alog TV but distorted on an analog VCR. as shown in
Fig. 1. in digital recording ol the input signal. the copy
protection control bits are changed to prevent digital
copy or to permit one-time digital copy.

Reterring to Fig. 3. the IPPS comprises an analog
copy protection detector (ACP) 2 lor detecting the ana-
log copy protection wavetonn trom an input analog NT-
SC videosignal 1. an A/D converter 3lor A/D-converting
analog NTSC videosignal 1 input according to the signal
output trom the ACP detector, an AC bit detector 5 lor

detecting the AC bit trom input digital video signal 4, an
SCPS bit detector 6 tor detecting the SCPS trom input
digital video signal 4, an AC bit adder 7 lor adding the
AC bit to input digital video signal 4 according to the
SCPS bit output trom SCPS bit detector 6. a switch 8
tor outputting a signal output trom AC bit adder 7 ac-
cording to the AC bit output trom AC bit detector 5. a
switch 9 lor selecting and outputting the signal output
trom A/D converter 3 and switch 8. a digital tape deck
mechanisrnlcircuit 10 for digitally recording the signal
output trom switch 9 andoutputting adigital videosignal.
an AC bit detector 11 lor detecting the AC bit trom the
signal output lrom digital tape deck mechanismlcircuit

10, an ACP signal generator 12 lor generating the ACP
signal trom the signal output trom AC bit detector 11.
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anda D/A converter 13 tor adding the ACP signal output
trom ACP signal generator 12 to the signal output trom
digital tape deck mechanism/circuit 10 and D/A conven-

ing the added result which is output as an analog NTSC
video signal.

The operation ot the IPPS will be explained below.
The copy protection control bits are made up ol the

AC and SCPS bits. The AC bit is added to recorded dig-
ital video data so that it the AC bit is set. digital copy is
prohibited and it the SCPS bit is set. one-time digital
copy is allowed.

in playback. when the AC bit is detected by AC bit
detector 11. the analog copy protection wavelorm gen-
erated trom ACP signal generator 12 is added to the an-
alog video signal. which is output to D/A converter 13.
Here, as the position ot the copy protection control bits
ot the digital video data. an area ol an MPEC-2 digital
copy protection header where one-bit copyright flag and
one-bit original-or-copy flag or a PES header are placed
is used. or a transport-private-data field area ol the
transport header of the MPEC-2 is used.

The analog copy protection wavelorm is a signal
which is severely distorted when inserted into the analog
NTSC wavelorm and directly coupled to the analog TV.
A methodot generating such a signal is presented in US
Patents Nos. 4.613.603 and 4.914.694. Using this meth-
od. the IPPS generates the analog copy protectionwavetonn.

Reterring to Fig. 4. the IRD. as a conditional receiv-

ing system lor digital broadcasting media, lor receiving
the DirecTV's satellite broadcasting currently transmit-
ted in US comprises an outdoor unit (ODU) 21 made up
at a satellite antenna lor receiving l2GHz-satellite
broadcasting signals and a low noise block converter
(LNB) tor converting down the received satellite broad-
casting signal into a 1GHz-signal, an IRD 20 tor receiv-

ing satellite broadcasting trom ODU 21 and oflering au-
dio and video services to a subscriber's TV or monitor.
and an access card 22 required lor conditional access
(CA) lor conditional reception.

Here, IRD 20 pertorms lorward error correction

(FEC). decoding, transport demultiplexing. MPEG de-
coding, NTSC encoding. and audio processing which is
a D/A conversion.

Access card 22, whose size is similar to that of a
general credit card. has a built-in IC. with this, the card
receives CA-related intormation through a broadst bit
stream and telephone line. that is, a telco MODEM. in
order to decide whether a user. subscriber. -selected

channel can be viewed or not and to collect its subscrip-tion lee.

As shown in Fig. 4. IRD 20 comprises an IR receiver
25 lor receiving and processing the subscribers remote
controller input. a teloo MODEM 26 which is a general
MODEM coupledto the telephone line. a microcomputer
27 made up ol an NDC verifier code including soltware
lor the CA lunction and IRD soltware lor IRD driving. a
tuner/demodulator/FEC 28 lor selecting one channel at
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the signal received through ODU 21 and converting the
selected channel into a digital bit stream for the purpose
of error correction. a transport IC 29 for selecting one
program of bit streams output from tunerldemodulatorl
FEC 28 and multiplexed with various programs, and
converting the selected program into a bit stream deco
dable in the MPEG video decoder and MPEG audio de-
coder, a card reader interlace 23 for data communica-

tion between transport IC 29 and access wrd 22. a sys-
tem memory 24 coupled to transport IC 29 and for inter-
mediate buffering of data. an MPEG video decoder 30
for expanding a video bit stream compressed in the
MPEG format. a frame memory 31 for storing video data
expanded in MPEG video decoder 30 in units of frame.
an encodelsync/anti—tape/D/A 33 for converting the dig-
ital video data expanded in MPEG video decoder 30 into
the analog NTSC format and inserting horizontal and
vertical sync signals H-Sync and V-Sync and a Macro-
vision-mode analog copy protection signal in the con-
version process, an RF modulator 34 for modulating an
NTSC signal of the baseband output from encode/synd
anti-tape/D/A 33 into the RF band, an MPEG audio de-

coder 32 lor expanding the audio bit stream compressed
in the MPEG fomtat. and a D/A 35 for convening the
expanded digital audio data output from MPEG audio
decoder 32 into analog.

Here. in the procedure of conversion into deoodable
bit stream in the MPEG video and audio decoders from
transport IC 29. it is decided whether a program selected
through communication with access card 22 can be
viewed or not. If the bit stream is scrambled, its de-
scrambling is perlorrned with the access card's permis-sion.

During the process of encode/sync/antitape/D/A
33 prior to NTSC video output. the analog copy protec-
tion waveforrn is added to prohibit copying to the analogVCR.

IRD 20 employs a CA system for conditional recep-
tion so that a subscriber views programs provided
through a broadcasting medium such as satellite broad-
casting.

tn IRD 20. the NDC verifier code. which is software,
and access card 22. which is a smart card for CA. are
used to support CA function. A descrambler 36 is con-
tained in transport IC 29.

The detailed block diagram of CA unit 37 and trans-

port IC 29 for operating the CA function in a manner gen-
erally used in digital broadcasting is shown in Fig. 5.

More specifically, CA unit 37, included in smart and
22. is made up of smart card 38 for CA and microcom-
puter 39 operated with CA software.

The CA function is performed when the following
two kinds of data are transmitted from a broadcasting
station to the IRD. In other words. there are two types
of data such as entitlement control message (ECM) or
control word packet (CWP). and entitlement manage-
ment message (EMM) or conditional access packet
(CAP).
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The EMM is accessed. through the telephone line
or satellite broadcasting. to the smart card of the respec-
tive IRD at the data rate of 200kbps. The broadcasting
station can access all of subscribers‘ smart cards in a

manner that the EMM is transmitted along with lDor ad-
dress. The EMM has infomiation required to make a
control word (CW) for descrarnblingfrom the ECM infor-
mation. The ECM, information in which the control word

is encrypted. is transmitted at a speed over 10 per sec-end.

For satellite broadcasting. there are Europe's DVB.
Korea's DBS. US‘ echoster, and the like. aside from Di-

recTV. Their CA function commonly uses the ECM and
EMM information. though different means is provided for
the respective broadcastings.

The conventional Macrovision's IPPS is a system
having a good perlormance with respect to the copy pro-
tection of analog NTSC video signal. This is an appro-
priate copyright protection means when a program sup-
plied through a digital medium is converted into analog
audio/video signal and recorded or copied through an
analog VCR.

However. the IPPS cannot guarantee a satisfactory
protection it digital data is recorded or copied using a
digital recording medium such as digital VCR. This is
because the IPPS uses a method of operating the head-
er‘s flag bits. without employing, todigitaldata, encoding
methods such as scrambling and encryption. By doing
so, hacking is easy to perlorrn only by modulating the
flag bits, resulting in very low security.

Summary of the invention

It would therefore be desirable to provide an illegal
view/copy protection method and apparatus for a digital
broadcasting system in which intellectual properties
supplied via digital media and protected by copyright are
prohibited from being illegally recorded or copied using
a digital recording medium such as digital VCR by a us-er.

It would also be desirable to provide an illegal viewl
copy protection method and apparatus for a digital
broadcasting system in which data recorded on a cas-

sette tape is atways scrambled to make its hacking dif-
ficult and protect its copyright.

It would also be desirable to provide an illegal view/
copy protection method and apparatus for a digital
broadcasting system in which copyright is protected ap-
propriately for respective media umbh are divided into
broadcasting media and pre—recorded media.

It would also be desirable to provide an illegal viewl
copy protection method and apparatus for a digital
broadcasting system in which intellectual properties
supplied from a program provider are reproduced to be
viewed on screen. copying of the intellectual properties
copied and the number of copy are controlled arbitrarily,
and fee for recording and copying is collected for the
purpose of copyright protection.
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According to a first aspect oi the present invention,
there is provided an illegal view/copy protection method
tor a digital broadcasting system comprising: an audio!
video signal transmission step for multiplexing and
transmitting audio/video bit stream scrambled in control
words and iniorrnation where the control words and

CPTC inlormation for illegal view/copy protection are
encrypted; and an audio/video reception step tor de-
crypting the transmitted bit stream to analyze the CPTC
iniorrnation and control words. deciding whether record-
ing is allowed or not to be recorded on cassette tape.
and using the control words, performing descrambiing
and decoding to output audio/video signals to a monitor.

According to a second aspect oi the present inven-
tion. there is provided an illegal view/copy protection ap-
paratus tor a digital broadcasting system comprising: a
program producing portion for multiplexing inlormation
encrypted both with the control word tor scrambnng and
the CPTC inlormation for prohibiting illegal view/copy,
and the audio/video bit stream scrambled in control
words. to thereby make a program; a distribution medi-
um ponion for distributing programs madein the pro-
gram producing portion through a transmission medium;
and a program receiving portion tor detecting and ana-
lyzing the CPTC iniorrnation from the bit stream trans-

mitted from the distribution medium ponion and the bit
stream reproduced trom cassette tape. and descram-
biing and decoding the bit stream transmitted trom the
distribution medium ponion.

Brief Description of the Attached Drawings

Figs. 1 and 2 illustrate the operation state of a con-
ventional IPPS;
Fig. 3 is a block diagram of a conventional IPPS;
Fig. 4 is a block diagram oi an IRD system;
Fig. 5 shows a configuration oi general hardware
performing CA function;
Figs. 6A and 68 show iomtats oi CPTC iniomtation
of an embodiment of the present invention;

Fig. 7 shows a state oi generation copy indicating
the number of tape recopiable;
Figs. 8A—8D show the recording positions of the
CPTC inlormation oi an embodiment of the present
invention;

Fig. 9 is a flowchan of showing the transmission
step of an illegal view/copy protection method em-
bodying the present invention;
Fig. 10 is a flowchart of showing the reception step
oi an illegal view/copy protection method embody-
ing the present invention;
Fig. 11 is a flowchart oi the CPTC iniomiation ana-
lyzing step of Fig. 10;
Fig. 12 is a ilowchart oi showing the reproduction]
rerecording step oi an illegal view/copy protection
method embodying the present invention;
Fig. 13 shows the lormat oi an EMM lookup table;
Fig. 14 shows the format of a tape state signal;
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Fig. 15 is a ilowchan oi showing the EMM process-
ing step; . . .

Fig. 16 is a block diagram of the whole configuration
oi an illegal view/copy protection apparatus embod-
ying the present invention;
Fig. 17 is a block diagram oi one embodiment oi the
program receiving ponion oi Fig. 16;
Fig. 18 is a block diagram oi another embodiment
oi the program receiving ponion oi Fig. 16;
Fig. 19 is a block diagram of still another embodi-
ment oi the program receiving portion oi Fig. 16;
Fig. 20 is a block diagram oi yet another embodi-
ment of the program receiving ponion oi Fig. 16;
Fig. 21 is a block diagram at the lFlD shown in Figs.
17, 19 and 20;
Fig. 22 is a block diagram of the IRD and DVCR 01
Fig. 18;

Fig. 23 illustrates the ilow of signals of Fig. 21;
Fig. 24 is a block diagram oi one embodiment of the
smart card of Fig. 17;
Fig. 25 is a block diagram of another embodiment
oi the smart card oi Fig. 17; and
Fig. 26 is a block diagram oi the DVCFl oi Fig. 17.

Detailed Descr_rp'tion 01 the Invention

An illegal view/copy protection method tor a digital
broadcasting system embodying the present invention
is performed by audiolvideo signal transmission and au-
dio/video reception steps.

in the audio/video signal transmission step, audio/
video bit stream scrambled in control words and infor-
mation where the control words and CPTC inlormation

ior illegal view/copy protection are encrypted are multi-
plexed and transmitted.

In the audiolvideo reception step, the bit stream
transmitted in the audioNideo signal transmission step
is decrypted to analyze the CPTC iniomiation and con-
trol words. By doing so. it is decided whether recording
is allowed or not. This result is recorded on cassette

tape. Using the control words. descrarnbling and decod-
ing are perlomted. and then audio/Video signals are out-
put to a monitor. Here, the CPTC iniomiation separately
manages the ECM, EMM and control words, and con-

tains CA iniorrnation, to thereby control illegal view/copy
protection. The CPTC iniorrnation will be described with
relerence to Figs. 6A and 6B.

The CPTC iniorrnation is iormatted in a generation-
al copy control field ior limiting the number oi copy avail-
able in order to control the depth oi generational copy,
and a reproducibility control field for limiting the repro-
duction of a copied program in order to control the
number oi copyiable tapes. As shown in Fig. 6A, format-
ting is perlormed containing a descrambiing intorrmtion
field where part oi the control words ior descrambiing
are recorded, or containing a CA field where CA inior-
rnation ior conditional access is recorded, as shown in
Fig. 6B.
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The CPTC infomtation may be encrypted separate-
ly to be multiplexed with scrambled digital data. or con-
tained in the ECM information for CA for encryption and
multiplexing. Here, the generational copy control field is
made up of a permissible generational field for limiting
the number of copy permissible and a present genera-
tional field for indicating the present generation of a pro-
gram copied. it the present generation stored in the
present generational field is greater than or equal to the
permissible generation stored in the permissible gener-
ational field, recording or copying is impossible.

A reproduction control field is made up of a repro-
ducible number field for limiting the number of reproduc-
ing acopied program. and a maximum reproducible time
field for limiting time to reproduce the copied program.

Here, the reproducible number stored in the repro-
ducible number field implements a conditional-number
reproducibility function according to the current reprcr
duction number of cassette tape. The maximum repro-
ducible time stored in the maximum reproducible time
field implements the conditional-lime reproducibility
function of copied cassette tape according tothe current
time infomiation of digital hardware.

The CPTC information may allow the copied cas-
sette tape to be always reproducible, make it never re-
producible, allow it to be reproducible as many as a lim-
ited number. or make the copied cassette tape repro-
ducible for a limited time after recording or copying.

Using the pennissible generational field and
present generational field of the generational copy con-
trol field, the reproducible number field of the reproduc-
tion control field, and data of the maximum reproducible
time field, the depth of generation copy, recopying of
copied cassette tape. and reproduction time and
number are controlled. This process controls the
number of copiable cassette tape copied. and reproduc-
tion time and number.

in other words. as shown in Fig. 7, inforrration
stored in the permissible generational field and present
generational field is used to allow first and second gen-
eration copy to be perlorm. lnforrnation stored in the re-
producible number field and maximum reproducible
time field is used to allow reproduction as many as a
limited number or for a limited time.

In order to prohibit illegal recording or copy of a pro-
gram protected by copyright law, collect tee for record-
ing or copy, or arbitrarily control the number of repro-
ducible copied tape to be made from a program supplied
by a provider, the depth of generation copy and repro-
duction of copy tape are controlled to decide how long
the first generation recording and copy and second gen-
eration copy are made possible.

For this purpose. the copy tape made to be always
reproducible, it is made never to be reproducible, it is
made to be reproducible as many as a limited number,
or it is made to be reproducible for a limited time after
recording or copy.

The data recorded on cassette tape contains

5
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scrambled audio/video bit stream and CPTC informa-

tion. The CPTC inlomiation is recorded on a rwording
medium, that is, a rental tape, to prohibit illegal view/
009)’-

In other words, as shown in Fig. 8A. the CPTC in-
fonnation is overwritten on the scrambled audiofvideo
bit stream tor the error effect and recorded on cassette

tape. Otherwise, as shown in Fig. 83, the CPTC infor-
mation is recorded on a portion of the audio track of cas-
sette tape, on the control track of cassette tape as
shown in Fig. 8C, or on the video track of cassette tape
as shown in Fig. 8D.

In other words, as shown in Fig. BA, the CPTC in-
lonnation is overwritten in a predetermined position in
the form of error after parities for error correction, that
is, inner and outer parities, are added to the scrambled
digital data. This method reduces error correction capa-
bility but requires no additional tape area for recording
the CPTC information. Further, during interleaving and
decoding of ECG, the CPTC infomiation is recognized
as an error and removed, obtaining the scrambled digital
data. Here, the CPTC information is detected separate-
ly.

In case that the CPTC intomtation is recorded in

pan of audio track or control track, as shown in Figs. 88
and BC, the audio head or control head must be eddi-

ticnally used as the means for detecting the CPTC so
that audio track and control track are additionally ac-
cessed to detect the CPTC intormation.

The audio/video signal transmission step using the
CPTC infomtation will be explained with reference to
Fig. 9.

One embodiment of the audio/video signal trans-
mission step is totransmit an audio/video signal notcon-
taining the CA infomtation for conditional access. This,
having onlythe copy protection function. is used in case
that a program which can be provided to all viewers is
transmitted.

As shown in Fig. 9, the first embodiment of the au-
dio/video signal transmission step comprises the steps
of: encoding (100) the audiolvideo bit stream; generat-
ing (105) a control word for scrambling; scrambling
(104) for the encoded audio/video bit stream using the
generated control word; generating (102) CPTC inter-
mation for illegal view/copy protection; encrypting (103)
tor encrypting the control word and CPTC information;
and multiplexing and transmitting (106) the scrambled
audio/video bit stream and encrypted CPTC informa-
tion.

In other words, in step 100. the audio/video bit
stream is encoded. in step 105, the control word for
scrambling is generated. In step 104, the encoded au-
dio/video bit stream is scrambled using the generated
control word. In step 102, the CPTC infomiation for ille-
gal viewlcopy protection is generated. In step 103, the
CPTC information and CA information are encrypted us-
ing the generated control word. The scrambled audio!
video bit stream, encrypted CPTC infonnation and CA
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infonnation are multiplexed and transmitted through a
transmission medium in step 106. The audiolvideo sig-
nal transmitted through the first embodiment of the au-

dio/video signal transmission step is received through
one embodiment of an audio/video reception step.

Fteferring to Fig. 10. the first embodiment ol the au-

dio/video reception step comprises the steps of frttering
(110) the transmitted bit stream and decrypting (111)the
CPTC information; analyzing (113 and 114) the CPTC
inlorrnation to generate a control word and a signal for
controlling the protection of copyright and to update the
CPTC information; deciding (115) whether to allow re-
cording according to the signal for controlling the pro-
tection of copyright to record the scrambled and trans-

mitted bit stream on cassette tape; and descrambling
and decoding (116 and 117) the transmitted bit stream

in the control word and outputting an audio/video signal.
In other words, the bit stream transmitted in the first

embodiment ol the audio/video signal transmission step
is filtered and the CPTC information is decrypted in
steps 110 and 111. The CPTC information is analyzed
to generate the control word and the signal for control-
ling the protection of copyright, and the CPTC informa-
tion is updated in steps 113 and 114. Whether to allow
recording is determined by the generated signal for con-
trolling the protection of copyright so that the scrambled
and transmitted bit stream is recorded on cassette tape
in step 115. Then. the transmitted bit stream is descram-

bled and decoded in control words andoutput as an au-
dio/video signal in steps 116 and 117. Here, all of the
control word is contained in the CPTCinfom1ation.

Fteferring to Fig. 11. the CPTC information analyz-
ing step comprises the steps of detecting (130. 131. 132
and 133) the permissible generation of the permissible
generational field for limiting the available number of
copy of a program of the CPTC information and the

present generation of the present generational field in-
dicating the present generation ol the program copied.
to thereby perform copy-impossible and update the
CPTC information: and detecting (134. 135, 136 and
137) the reproducible number of the reproducible
number field lor limiting the number of reproduction of
copied programs of the CPTC infomtation. the maxi-
mum reproducfiale time of the maximum reproducible
time field for limiting time to reproduce the copied pro-
gram. and the number and time of reproduction of tape.
to thereby process reproduction-impossible.

The copying number limiting step comprises the
steps ol: comparing (130) the permissible generation of
the permissible generational field and the present gen-
eration of the present generational field and deciding
whether the permissible generation is below the present
generation; if the permissible generation is below the
present generation, generating (131) an output disable
signal to make copying impossible and destroying the
control word; and if the permissible generation is not be-
low the present generation. increasing (1 32) the present
invention by '1‘ and recording the result on cassette
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tape. If the permissible generation is not below the
present generation. the CPTC information is updated in
step 133. instead of increasing the present generation
by '1.‘

In order to control generation copy, the permissible
generation of the permissible generational field and the
present generation of the present generational field are
compared in step 130. If the permissible generation is
below the present generation, the output disable signal
is generated to make copying impossible and the control
word is destroyed in step 131. If the permissible gener-
ation is not below the present generation, the present
generation is increased by '1' and thus recorded on cas-

sette tape in step 132. This enables generation copy.
Here. it can be possible that generation copy is limited
by updating the CPTC information. instead of increasing
the present generation by ‘1.‘

The reproduction limiting step comprises the steps
of: comparing the reproducible number of the reproduc-
lble number field and the reproduction number of tape
and deciding (134) whether the reproducible number is
below the reproduction number of tape; if the reproduc-
ible number is not below the reproduction number of
tape. comparing the maximum reproducible time and re-
production time ol tape, and deciding (135) whether the
maximum reproducible time is below the reproduction
time of tape; it the maximum reproducible time is not
below reproduction time of tape, turning off (136) an en-
able erase signal to thereby enable the copied program
to be reproduced; if the reproducible number is below
the reproduction number of tape or the maximum repro-
ducible time is belowthe reproduction time of tape. tum-
ing on (137) the enable erase signal to make the repro-
duction of the copied program impossible so that part of
or the whole program recorded on cassette tape iserased.

In order to control reproduction. the reproducible
number of the reproducible number field and the repro-
duction number of tape are compared in step 134. If the
reproducible number is not below the reproduction
number of tape. the maximum reproducible time of the
maximum reproducible time field and the reproduction
time of tape are compared and it is decided whether the
maximum reproducible time is below the reproduction
time ol tape in step 135. In other words. though repro-
ducible. whether n is limited by the reproducible time
must be checked. If the maximum reproducible time is
not below the reproduction time of tape, the enable
erase signal is turned off in step 136 to thereby make
the copied program reproducible. If the reproducible
number is below the reproduction number of tape or the
maximum reproducible time is below the reproduction
time of tape. the enable erase signal is turned on to pro-
hibit the reproduction of the copied program. By doing
so. pan of or the whole program recorded on cassette
tape is erased to make copy and reproduction impossi-
ble in step 137.

Here. the current time is transmitted to the user by
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a provider along with a program. In this case, the copy-
right protection system implements limited time repro-
duction using transmitted time information. In this meth-
od, the program provider manages the whole users‘ time
so that time modulation by a user cannot occur. There-
fore. this is very secure.

The bit stream transmitted in the first embodiment

of the audiolvideo signal transmission step contains
ECM and EMM. Pan of the corttrol word may be con-
tained in the CPTC infomtation. lts remainder may be
contained in the ECM or EMM. The whole control word
is contained in the ECM or EMM.

The audioNideo signal containing the control word
and transmitted according to the audiolvideo signal
transmission step is received according to another em-
bodiment of the audiolvideo reception step.

Referring to Fig. 10, the second embodiment of the
audio/video reception step comprises the steps of filter-
ing (110) the transmitted bit stream and decrypting (111)
the CPTC information and control word; filtering (118)
the control word; analyzing (113 and 114) the CPTC in-
lorrnation to generate a corttrol word and a signal for
controlling the protection of copyright and to update the
CPTC information; deciding (115) whether to allow re-
cording according to the signal for controlling the pro-
tection of copyright to record the scrambled and trans-
mitted bit stream on cassette tape; and descrambling
and decoding (116 and 117) the transmitted bit stream
in control words and outputting an audiolvideo signal.

In other words, the bit stream transmitted in the au-
dioNideo signal transmission step is filtered and the

CPTC inlomtation and control word are decrypted in
steps 110 and 111. The control word is filtered in step
118. The decrypted CPTC information is analyzed to
generate the control word and the signal for controlling
the protection of copyright, and the CPTC information is
updated in steps 113 and 114. Whether to allow record-
ing is determined by the generated signal for controlling
the protection of copyright so that the scrambled and
transmitted bit stream is recorded on cassette tape in
step 115. Then, the transmitted bit stream is descram-
bled and decoded in control words and output as an au-
diolvideo signal in steps 116 and 117.

Flelerring to Fig. 11. in the same manner as the first
embodiment of the audiolvideo reception step, the
CPTC information analyzing step comprises the steps
of: generating the control words; fletecting (130. 131,
132 and 133) the permissible generation of the permis-
sible generational field for limiting the available number
of copy of a program of the CPTC inlomtation and the
present generation oi the present generational field in-
dicating the present generation of the program copied.
to thereby perform copy-impossible and update the
CPTC information; and detecting (134, 135, 136 and
137) the reproducible number of the reproducible
number field for limiting the number of reproduction of
copied programs of the CPTC information. the maxi-
mum reproducible time of the maximum reproducible
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time field for limiting time to reproduce the copied pro-
gram, and the number and time of reproduction of tape.
to thereby process reproduction-impossible.

The copying number limiting step comprises the
stepsof: comparing (1 30) the permissible generation of
the permissible generational field and the present gen-
eration ol the present generational field and deciding
whether the permissible generation is below the present
generation; if the pennissible generation is below the
present generation. generating (131) an output disable
signal to make copying impossmle and destroying the
control word; and if the permissible generation is not be-
low the present generation, increasing (1 32) the present
invention by '1' and recording the result on cassette
tape. If the permissible generation is not below the
present generation. the CPTC infomtation is updated in
step 133, instead of increasing the present generation
by '1-'

The reproduction limiting step comprises the steps
of: comparing the reproducible number of the reproduc-
ible number lield and the reproduction number of tape
and deciding (134) whether the reproducible number is
below the reproduction number of tape; it the reproduc-
mle number is not below the reproduction number of
tape, comparing the maximum reproducible time and re-
production time of tape, and deciding (1 35) whether the
maximum reproducible time is below the reproduction
time of tape; it the maximum reproducible time is not
below reproduction time of tape. turning off (136) an en-
able erase signal to thereby enable the copied program
to be reproduced; if the reproducible number is below
the reproduction number of tape or the maximum repro-
ducible time is belowthe reproduction time of tape, turn-
ing on (137) the enable erase signal to make the repro-
duction ol the copied program impossible so that pan of
or the whole program recorded on cassette tape iserased.

Another embodiment of the audio/video signal
transmission step is to tmnsmit an audiolvideo signal
containing the CA infomtation for conditional access.

This, having the illegal reception and copy protection
functions. is used in case that a program which can be
provided to limited viewers is transmitted.

As shown in Fig. 9. the second embodiment of the
audio/video signal transmission step comprises the
steps of: encoding (100) the audiolvideo bit stream; gen-
erating (105) a control word for scrambling; scrambling
(104) for the encoded audio/video bit stream using the
generated control word; generating (102) CPTC infor-
mation for illegal view/copy protection; generating (101 )
CA inlomration for conditional reception; encrypting
(103) for encrypting the CPTC infomtation and CA in-
fomtation; and multiplexing and transmitting (106) the
scrambled audiolvideo bit stream and encrypted CPTC
inlornntion and CA information.

in other words. in step 100, the audiolvideo bit
stream is encoded. In step 105. the control word lor
scrambling is generated. In step 104. the encoded au-
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dio/video bit stream is scrambled using the generated
control word. In step 102. the CPTC iniormation tor ille-

gal view/copy protection is generated. in step 101. CA
inionnation tor conditional reception is generated. In
step 103, the CPTC iniormation and CA iniomration are
encrypted using the generated control word. The scram-
bled audio/video bit stream, encrypted CPTC iniorma-
tion and CA iniormation are muttipiexed and transmitted
through a transmission medium in step 106. The audio!
video signal transmitted through the second embodi-
ment oi the audiolvideo signal transmission step is re-
ceived through the second embodiment oi the audiolvid-
eo reception step.

Fteierring to Fig. 10. the second embodiment oi the
audiolvideo reception step comprises the steps oi: fil-
tering (110) the transmitted bit stream and decrypting
(111) the CPTC iniormation; analyzing (112. 113 and
114) the CPTC inlormation and CA iniormation to gen-
erate a control word and a signal ior controlling the pro-
tection oi copyright and to update the CPTC iniormation;
deciding (115) whether to allow recording according to
the signal lor controlling the protection oi copyright to
record the scrambled and transmitted bit stream on cas-

sette tape; and descrambling and decoding (116 and
117) the transmitted bit stream and outputting an audio!
video signal. .

Referring to Fig. 11, in the same manner as the first

embodiment oi the audio/video reception step, the
CPTC iniormation analyzing step comprises the steps
oi: generating a control word; detecting (130. 131. 132
and 133) the permissible generation oi the permissible
generational field for limiting the available number oi
copy oi a program oi the CPTC iniormation and the
present generation oi the present generational iield in:

dicating the present generation 01 the program copied.
to thereby pertorm copy-impossible and update the
CPTC iniormation; and detecting (134, 135, 136 and
137) the reproducible number 01 the reproducible
number field lor limiting the number 01 reproduction of
copied programs 01 the CPTC iniormation. the maxi-
mum reproducible time oi the maximum reproducible
time field tor limiting time to reproduce the copied pro-
gram. and the number and time oi reproduction of tape.
to thereby process reproduction-impossible.

In the same manner as the iirst embodiment oi the

audiolvideo reception step, the copying number limiting
step comprises the steps 01: comparing (130) the per-
missible generation of the permissible generational iield
and the present generation 01 the present generational
iield and deciding whether the permissible generation is
below the present generation; ii the permissible gener-
ation is below the present generation, generating (131)
an output disable signal to rrrake copying impossible and
destroying the control word; and ii the permissible gen-
eration is not below the present generation. increasing
(132) the present invention by '1' and recording the re-
sult on cassette tape. It the permissible generation is not
below the present generation, the CPTC inionnation is
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updated in step 133.

The reproduction limiting step comprises the steps
oi: comparing the reproducible number oi the reproduc-

. ible number iield and the reproduction number oi tape
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and deciding (134) whether the reproducible number is
below the reproduction number oi tape; it the reproduc-
ible number is not below the reproduction number oi
tape. comparing the maximum reproducible time and re-
production time oi tape. and deciding (1 35) whether the
maximum reproducible time is below the reproduction
time oi tape; it the maximum reproducible time is not
below reproduction time oi tape, turning ofi (136) an en-
able erase signal to thereby enable the copied program
to be reproduced; ii the reproducible number is below

the reproduction number oi tape or the maximum repro-
ducible time is below the reproduction time oi tape. tum-
ing on (137) the enable erase signal to make the repro-
duction oi the copied program impossible so that part oi
or the whole program recorded on cassette tape iserased.

The bit stream transmitted in the second embodi-

ment oi the audio/video signal transmission step con-
tains ECM and EMM. Part oi the control word may be
contained in the CPTC iniormation. Its remainder may
be contained in the ECM or EMM. The whole control
word is contained in the ECM or EMM.

The audiolvideo signal containing the control word
and transmitted according to the audiolvideo signal
transmission step is received according to another em-
bodiment oi the audiolvideo reception step. The audio!
video signal transmitted in the audiolvideo signal trans-
mission step containing the control word is received ac-
cording to still another embodiment oi the audiolvideo
reception step.

Fieierring to Fig. 10, the third embodiment oi the au-

diolvideo reception step comprises the steps oi: filtering
(110)thetransmitted bit stream and decrypting (111) the
CPTC iniormation and CA iniormation; analyzing (112,
113, 114 and 118) the CPTC iniormation and CA inior-
mation and littering the control word to generate a con-
trol word and a signal lor controlling the protection oi
copyright and to update the CPTC iniormation; deciding
(1 15) whether to allow recording according to the signal
ior controlling the protection 01 copyright to record the
scrambled and transmitted bit stream on cassette tape;
and descrambling and decoding (1 16and 1 1 7) the trans-
mitted bit stream and outputting an audiolvideo signal.

Reierring to Fig. 11, in the same manner as the first

embodiment oi the audiolvideo reception step, the
CPTC iniormation analyzing step comprises the steps
01: generating the control words; detecting (130. 131,
132 and 133) the permissible generation 01 the permis-
sible generational field ior limiting the available number
oi copy of a program 01 the CPTC inionnation and the
present generation 01 the present generational field in-
dicating the present generation oi the program copied.
to thereby periorm copy-impossible and update the
CPTC iniomtation; and detecting (134, 135. 136 and
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137) the reproducible number ol the reproducible
number lield tor limiting the number ol reproduction cl
copied programs ol the CPTC information, the maxi-
mum reproducible time of the maximum reproducible
time field tor limiting time to reproduce the copied pro-
gram, and the number and time ol reproduction ol tape,
to thereby process reproduction-impossible.

The copying number limiting step comprises the
steps ol: comparing (130) the permissible generation ol
the permissible generational field and the present gen-
eration ot the present generational field and deciding
whether the permissible generation is below the present
generation; it the permissible generation is below the
present generation, generating (131) an output disable
signal to make copying impossible and destroying the
control word; and it the permissible generation is not be-
low the present generation, increasing (132) the present
invention by '1' and recording the result on cassette
tape, and it the pennissible generation is not below the
present generation. updating the CPTC inlomiation in
step 133.

The reproduction limiting step comprises the steps
oi: comparing the reproducible number ol the reproduc-
ible nurnber tield and the reproduction number ot tape
and deciding (134) whether the reproducible number is
below the reproduction number cl tape; it the reproduc-
ible number is not below the reproduction number ol
tape. comparingthe maximum reproducible time and re-
production time ol tape. and deciding (1 35) whether the
maximum reproducible time is below the reproduction
time ol tape; it the maximum reproducible time is not
below reproduction time ol tape, turning oil (136) an en-
able erase signal to thereby enable the copied program
to be reproduced; it the reproducible number is below
the reproduction number 01 tape or the maximum repro-
ducible time is below the reproduction time ot tape. tum-
ing on (137) the enable erase signal to make the repro-
duction ot the copied program impossible so that pan ol
or the whole program recorded on cassette tape is
erased.

The illegal view/copy protection method tor digital
broadcasting system embodying the present invention.
alter the audio/video signal transmission step and au-
diolvideo reception step, turther comprises a reproduc-
tion and rereoording step ol: decrypting the bit stream
recorded and reproduced on cassette tape. analyzing
the CPTC inlormation, deciding whether to allow rere-
cording. recording the result on cassette tape, filtering
the control word. and pertonning descrambling and de-
coding to output an audio/video signal.

Relerring to Fig. 12, the audiofvideo reproduction
and rerecording step comprises the steps ol: littering
(120) the bit stream recorded and reproduced on video
tape, and decrypting (121) the CPTC inlomtation; ana-
lyzing (122 and 123) the CPTC intomtation to generate
control words and a signal tor controlling the protection
ol copyright and update the CPTC intomtation; deciding
(124) whether to allow recording according to the signal
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ct controlling the protection ol copyright, and recording
the scrambled and transmitted bit stream on cassette

tape; descrambling and decoding (125 and 126) the
transmitted bit stream in control words to output an au-
diolvideo signal; and deciding whether to allow post-re-
production according to the signal tor controlling the pro-
tection ol copyright to thereby erase part ol or the whole
data recorded on cassette tape. ‘

Here, EMM may contain inlomtation required tor
decoding inlormation in order to pertorm the illegal view/
copy protection method ol a broadcasting system. In this
case. a stepat storing and processing the EMM is added
in the audiolvfleo reproduction and rerecording step.

In the EMM storing and processing step. in case
that the EMM is updated by a broadcasting station tor
the purpose ot copyright protection. the EMM having in-
lormation required to decode the CPTC inlomration is
stored in order to continuously reproduce prograrm ol
copied cassette tape.

Here. an ID number indicative ol updating the EMM
is recorded on cassette tape. The EMM is stored to
which the updating state and the ID number ol cassette
tape are mapped.

The EMM storing and processing step comprises
the steps of. storing all EMM to be updated and corre-
sponding ID intomiation; selecting the latest EMM in re-
cording cassette tape; recording a corresponding ID
number, and selecting an EMM corresponding to the ID
number recorded on cassette tape in reproducing the
cassette tape.

As shovtm in Fig. 13. all EMMs (EMM1, EMM2.
EMM3....) to be updated on the EMM Iookup table and
corresponding ID inlormation (ID1, ID2. lD3,...) are
mapped and stored.

Fielerring to Figs. 14 and 15, in recording a program
on cassette tape, that is. when recording is indicated in
the recordinglreproduction mode. an ID number corre-
sponding to the latest, the final. EMM. is recorded.
Thereafter, in reproducing the cassette tape. that is,
when reproduction '5 indicated in the recordingIrepro—
duction made. an EMM corresponding to the ID number
recorded on cassette tape is selected trom the EMM
lookup table so that the recorded program is reproduced
according to the reproducible number ol the reproduci-
ble number field and the reproduction number recorded
on the video tape.

Fielerring to Fig. 16, an illegal view/copy protection
apparatus ol digital broadcasting system embodying the
present invention comprises a program producing por-
tion 200, distribution medium ponion 201, and program
receiving portion 202.

Program producing ponion 200 otters programs. in
which inlormation encrypted both with the control word
tor scrambling and the CPTC inlomtation tor prohibiting
illegal view/copy. and the audiolvideo bit stream scram-
bled in control words are multiplexed to make a pro-
gram

D'stribution medium ponion 201 distributes pro-
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grams made in program producing portion 200 througha transmission medium.

Program receiving portion 202 detects and anatyz-
es the CPTC inlormation lrorn the bit stream transmitted
trom distribution medium portion 201 and the bit stream
reproduced lrom cassette tape. and descrambles and
decodes the bit stream transmitted lrom distribution me-
dium portion 201. The descrambled and decoded bit

stream is displayed or recorded on cassette tape.
Program producing portion 200 comprises a control

word generator 203 tor generating a control word lor
scrambling, a CPTC generator 204 tor generating the
CPTC inlormation tor prohibiting illegal view/copy. a
scrambling portion 206 for scrambling the audio/video
bit stream using the control word output from control
word generator 203. an encrypting portion 205 lor en-
crypting the control word output lrorn control word gen-
erator 203 and the CPTC inlormation output from CPTC
generator 204. and an adder 207 tor multiplexing the
signals output lrorn scrambling portion 206 and encrypt-
ing portion 205 and transmitting them todistribution me-
dium portion 201. <

Distribution medium portion 201 comprises a
broadcasting medium 208 for distributing the program
made by program producing portion 200 through cable,
satellite or terrestrial broadcasting, and a recording me-
dium 209 for distributing the program made by program
producing portion 200 through cassette tape.

Program receiving portion 202 comprises a de-
crypting portion 210 tor decrypting the bit stream trans-
mitted from broadcasting medium 208. a CPTC detect-

ing/analyzing portion 211 for detecting and analyzing
the CPTC inlormation lrom the bit stream output lrorn
decrypting ponion 210 and recording medium 209. and
outputting signals for controlling the control word and
illegal view/copy. a descrambling ponion 212 for de-
scrambling the bit stream transmitted lrom broadcasting
medium 208 and recording medium 209 and the bit
stream reproduced lrom cassette tape, a decoding por-
tion 213 lor decoding and displaying the signal output
from descrambling portion 212. and a recording/repro-
ducing portion 214 tor recording the bit stream transmit-
ted from broadcasting medium 208 and recording me-
dium 209 according to the signal output from CPTC de-
tecting/analyzing portion 211. and reproducing cassette
tape. to thereby output the result to descrambling por-
tion 212 and CPTC detecting/analyzing portion 211.

The operation ol an illegal view/copy protection ap-
paratus lor a digital broadcasting system embodying the
present invention will be described below.

Control word generator 203 generates a control
word tor scrambling. and CPTC generator 204 gener-
ates the CPTC inlomiation lor prohibiting illegal viewl
copy. Scrambling portion 206 scrambles the audio/video

bit stream using the generated control word. Encrypting
portion 205 encrypts the CPTC inlormation output from
CPTC generator 204 using the generated control word.
The audioNideo bit stream scrambled in scrambling por-
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tion 206 is multiplexed with the encrypted CPTC inlor-
mation in adder 207. The multiplexed result is transmit-
ted to a reception port through distribution medium por-tion 201.

The signal output trom adder 207 is transmitted to

program receiving portion 202 through broadcasting
medium 208 such as cable, satellite. and terrestrial
broadcastings. or through recording medium 209 made
ol cassette tape such as rental tape.

The bit stream transmitted through broadcasting
medium 208 is decrypted in decrypting ponion 210. The
CPTC inlomtation is detected and analyzed in CPTC
detecting/analyzing ponion 211 so that signals lor con-
trolling the control word and illegal view/copy are output.
Here. the bit stream transmitted tocassette tape through
recording medium 209 is reproduced in recording/repro-
ducing portion 214 and input to descrambling portion
212 and CPTC detecting/analyzing portion 211. The bit
stream transmitted lrom broadcasting medium 208 and
the bit stream reproduced from recording medium 209
through recording/reproducing portion 214 are de-
scrambled in descrambling ponion 212 according to the
control word output trom C PTC detecting/analyzing por-
tion 211. The signal output lrom descrambling portion
212 is decoded in decoding ponion 213 and displayed.
The bit stream transmitted from broadcasting medium
208 and recording medium 209 is recorded on cassette

tape in a recordinglreproducing ponion 214 according
to the signal output lrom CPTC detecting/analyzing por-tion 211 .

Data received lrorn program receiving ponion 202
and recorded on cassette tape is made up 01 the scram-
bled audio/video bit stream and CPTC inlormation. The

conliguration ol the program receiving ponion having
decrypting portion 210. CPTC detecting/analyzing por-
tion 211. descrambling portion 212. decoding ponion
213 and recording/reproducing ponion 214 will be ex-
plained with relerence to Figs. 17. 18, 19. and 20.

One embodiment ol the program receiving ponion
of Fig. 17 receives and processes data transmitted via
a broadcasting medium. Specifically. this embodiment
perlorrns conditional access and copy protection.

Fleterring to Fig. 17. the first embodiment olthe pro-
gram receiving portion comprises an IHD 222 tor receiv-
ing, decoding and descrambling the bit stream transmit-
ted lrom broadcasting medium 208, outputting analog
audio/video data to be displayed and outputting scram-
bled digital audio/video data to be recorded on cassette
tape. a smart card 221 for decrypting the bit stream out-
put lrom IHD 222. detecting/analyzing the CPTC infor-
mation. and outputting the control word and signals tor
controlling illegal view/copy to IHD 222 in order to per-
form conditional access and copy protection. a DVCR
223 tor recording the digital audio/video data and CPTC
inlormation scrambled and output from IHD 222 on cas-

sette tape. and reproducing the scrambled digital audio!
video data and CPTC inlomtation recorded on cassette
tape to be output to IRD 222, and a lookup table 224 tor.
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in case that the EMM is updated by a broadcasting sta-
tion lor the purpose oi copyright protection. storing EMM
having inlormation required to decode the CPTC inior-
mation. and outputting CPTC inlormation correspond-
ing in reproduction to smart card 221 in order to contin-

uously reproduce the program oi copied cassette tape.
Here, lookup table 221 is mapped and processed as
shown in Figs. 13. 14 and 15.

The operation oi the iirst embodiment oi the pro-
gram receiving portion will be described below.

In case that a bit stream. that is. a program, is re-
ceived through a broadcasting medium. the received
audiolvideo data is scrambled digital audiolvideo data.

the received bit stream is decoded in IRD 222 and
decrypted in smart card 221. Its CPTC iniorrnation is de-

tected and analyzed so that a signal lor controlling the
control word and illegal view/copy is output to lFtD 222.

lF-iD 222 descrambles the decoded bit stream using
the bit stream output irom smart card 221 and signals
lor controlling illegal view/copy. The descrambled bit
stream is output to display analog audio/video data. IRD
222 outputs the scrambled digital audiolvideo data and
CPTC iniorrnation to DVCT 223 in order to record them
on cassette tape.

The scrambled digital audio/video data and CPTC
iniorrnation output irom lFtD 222 is recorded on cassette
tape in DVCR 223. They are in turn reproduced in DVCFt
223 and processed in the same manner that the bit
stream transmitted via the broadcasting medium is de-
scrambled and processed in lFlD 222 and smart card
221. The processed result is output to be displayed on
a monitor, or output to the DVCFl and recopied.

Here. reproduction and recopy are rrtade possible
by the data stored in the permissible generational iield.
present generational field, reproducible number field,
and maximum reproducible time field contained in the
CPTC inlormation.

Updated EMM is mapped and stored in lookuptable
224 so that, when the EMM is updated through a broad-
casting signal in a broadcasting station in order to pro-
tect copyright. the program oi cassette tape copied can
be continuously reproduced.

Lookup table 224 reads out the EMM containing in-
iorrnation required to decode the CPTC iniomtation in

reproducing the 12559119 tape. Corresponding CPTC in-
iormation is output to smart card 221 to enable repro-
duction.

Another embodiment oi the program receiving por-
tion shown in Fig. 18 is to receive and process data
transmitted through a recording medium. lor instance.
rental tape.

The second embodiment oi the program receiving
portion. as shown in Fig. 18. comprises a DVCR 232 lor
detectinglanalyzing the CPTC iniomtation irom the bit
stream transmitted irom the recording medium. output-
ting a control word and signals lor controlling illegal
view/copy. and reproducing scrambled digital audiolvid-
eo data. and an lFlD 231 lor receiving the control word
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and signals lor controlling illegal view/copy output irom
DVCR 232, descrambling the scrambled digital audio!
video data. and outputting analog audiolvideo data to
be displayed or recorded.

The second embodiment oi the program receiving
portion is to perlorm CPTC detection and processing
carried out in the smart card oi the iirst embodiment oi

the program receiving portion shown in Fig. 17. The op-
eration oi the second embodiment oi the program re-
ceiving portion will be described below.

in case that the bit stream is received through the
recording medium. the audiolvideo data reproduced
through the DVCl'-t is scrambled digital audioNideo data.

The bit stream recorded in DVCR 232 is repro-
duced. its CPTC iniomtation is detected and analyzed
so that the control word and signal lor controlling illegal
view/copy is output to IRD 231. The bit stream repro-
duced irom DVCFt 232 is decoded in IRD 231. The de-

coded bit stream is descrambled according to the con-
trol word and signal lor controlling illegal view/copy out-
put irom DVCR 232 so that analog audio/video data is
output to be displayed.

IRD 231 outputs the scrambled digital audiolvideo
data and CPTC iniomtation to DVCFI 232 to record them

on cassette tape. The scrambled digital audiolvideo da-
ta and CPTC iniomtation output irom lFtD 231 is record-
ed on cassette tape and recopied in DVCR 223.

Here, reproduction and recopy are made possible
by the data stored in the permissible generational field.
present generational field. reproducible number field.
and maximum reproducible time iield contained in the
CPTC iniorrnation.

Fieierring to Fig. 19. still another embodiment oi the
program receiving portion is to receive and process data
transmitted through a recording medium. perionning
copy protection (CP).

As shown in Fig. 19. the third embodiment oi the
program receiving portion comprises a DVCR 243 lor
reproducing the scrambled digital audioNideo data and
CPTC iniomtation recorded on cassette tape through a
recording medium. and outputting them to IRD 242. an
IRD 242 lor decoding/descrambling the bit stream trans-
mitted irom DVCR 243. and outputting analog audioNid-
eo data to be displayed. and a smart card 241 lor de-

crypting the bit stream output irom IRD 242. detecting!
analyzing the CPTC. and outputting the control word
and signals lor controlling copying to |FtD 222 to thereby
periorrn CP. The operation oi the third embodiment oi
the program receiving portion will be explained below.

in case that the bit stream is received via a record-

ing medium. that is. through rental tape, the reproduced
audioNideo data is scrambled digital audiolvideo data

The scrambled digital audiolvideo data and CPTC
iniormation reproduced irom DVCR 243 are decoded in
IRD 242 and decrypted in smart card 241. The CPTC
intonnation is detected and analyzed so that the control
word and signal tor controlling copying are output to IRD
242.
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lFlD 242 descrambles the decoded bit stream using
the CPTC inlormation output trom smart card 241 and

signals lor controlling copying so that analog audio/vid-
eo data is output to be displayed.

lFlD 242 outputs the scrambled digital audiolvideo
data and CPTC inlomtation to DVCR 243 in order to

record them on cassette tape. The scrambled digital au-
diolvideo data and CPTC inlormation output from lFtD
242 are recorded on cassette tape in DVCR 243.

Here, reproduction and recopy are made possible
by the data stored in the permissible generational field.
present generational field, reproducible number field,
and maximum reproducible time field contained in the
CPTC inlomtalion.

Flelerring to Fig. 20, yet another embodiment ol the
program receiving portion is to receive and process data
transmitted through a recording medium, periorming
conditional access and CP. This embodiment is made

in such a manner that in case ol using the same CPTC
inlormation as the broadcasting medium. the smart card
is commonly used.

As shown in Fig. 20, the fourth embodiment of the
program receiving portion comprises a DVCFI 253 tor
reproducing the scrambled digital audiolvideo data and

CPTC information recorded on cassette tape through a
recording medium, and outputting them to IRD 252, an
IFID 252 tor decodingld escrambling the bit stream trans-
mitted trom DVCR 253, and outputting analog audio/vid-
eo data to be displayed, and a smart card 251 for de-

crypting the bit stream output trom lFlD 252, detecting!
analyzing the CPTC, and outputting the control word
and signals lor controlling copying tolFlD 252 to thereby
pertorm CA and CP. The operation of the third embodi-
ment ol the program receiving portion will be explained
below.

In case that the bit stream is received via a record-

ing medium, that is, through rental tape and the DVCFI,
the reproduced audiolvideo data is scrambled digital au-
diolvideo data.

The scrambled digital audio/video data and CPTC
information reproduced trom DVCR 253 are decoded in
lFtD 252 and decrypted in smart card 251. The CPTC
information is detected and analyzed so that the control
word and signal for controlling copying are output back
to lFlD 252.

IRD 252 descrambles the decoded bit stream using
the CPTC inlormation output trom smart card 251 and

signals tor controlling illegal view/copy so that analog
audio/video data is output to be displayed.

|FlD 252 outputs the scrambled digital audio/video
data and CPTC intomtation to DVCR 253 in order to

record them on cassette tape. The scrambled digital au-
dio/video data and CPTC information output from IFID
222 are recorded on cassette tape in DVCR 253.

Here, reproduction and recopy are made possble
by the data stored in the permissible generational field.
present generational field, reproducible number field,
and maximum reproducible time field contained in the
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CPTC inlormation.

lFlD 222, 242, or 252 shown in Fig. 17, 19 or 20 is
made in the following configuration as shown in Fig. 21.

Relerring to Fig. 21, IRD 222. 242 or 252 comprises
a recordingldigital output controller 262 tor decoding the
bit stream transmitted trom the broadcasting medium
and DVCR. outputting to smart card 221, receiving the
control word and signals lor controlling illegal view/copy
output trom smart card 221, and controlling the output
01 the scrambled digital audio/video data for the purpose
of recording and displaying; a descrambler 263 tor de-
scrambling the scrambled digital audiolvideo data out-
put trom reoordingldigital output controller 262 accord-
ing to the control word output from recordingldigital out-
put controller 262. and a display processing portion 264
tor processing andoutputting the digital audio/video da-
ta output lrom descrambler 263 to be displayed. Here,
DVCR 265 perlorms reproduction mainly. DVCR 223 ot
the program receiving portion ot Fig. 18 combines re-
cording therewith. The operation ot IRD 266 will be de-
scribed below.

The signal output to smart card 261 trom recordingl
digital output controller 262 ol IHD 266 is ECM, EMM
and CPTC inlormation. The signals output from smart
card 261 to IRD 266 are the control word used to de-

scramble and display the bit stream, and a signal tor
controlling copy protection.

Flecordingldigital output controller 262 cornmuni

cates with the smart card, pertorms recording according
to the signals ol copy protection, outputs them to the
digital output port in order to record them in another set.
and outputs the control word and bit stream to descram-
bler 263.

When output to the recordingldigital output port, up-
dated ECM, EMM and CPTC inlormation are output in
addition to the scrambled data trom recording/digital
output controller 262 so that a copy different trom the
original script, that is, the broadcast or rental tape.

The ECM, EMM and CPTC are transmitted in vari-

ous combinations. For the tirst combination, the ECM,
EMM and CPTC are independently combined. The sec-
ondcornbination is that the CPTC is included in the ECM
and the EMM is independently combined. The third is
that the CPTC is included in the EMM and the ECM is
independently combined.

lFlD 231 and DVCFI 232 ct Fig. 18 use the smart
card. and additionally requires a CPTC detection and
processing portion in the DVCR, which will be shown in
Fig. 22. -

DVCFI 232 comprises a CPTC detecting/process-
ing portion 276 lor detecting/analyzing the CDTC inlor-
mation trom the bit stream transmitted trom recording
medium 209, and outputting the control word and sig-
nals tor illegal view/copy, and a reproducing portion 277
tor reproducing the bit stream transmitted trom record-
ing medium 209 and outputting it to the IFlD.

IFID 231 comprises a digital output controller 272
tor receiving the control word and signals tor controlling

Petitioner Apple Inc. — Exhibit 1002, p. 3135



Petitioner Apple Inc. - Exhibit 1002, p. 3136

23

illegal view/copy output lrom CPTC detectinglprccess-
ing ponion 276. and controlling the output ol the scram-
bled digital audiolvideo data output lrom reproducing
portion 277 in order to display them. a descrambler 273
lor descrambling the scrambled digital audio/video data
output lrom digital output controller 262 according to the
control word output lrom digital output controller 262.
and a display processing portion 274 tor processing and
outputting the digital audio/video data output lrom de-
scrambler 273 in order to display them. The operation
ol lFlD 276 and DVCR 275 will be described below.

CPTC detectinglprocessing ponion 276 operates
separately when reproducing portion 277 reproduces
the scrambled data sothat the CPTC inlormation is de-
tected lrom the cassette tape.

lFlD 276 receives the scrambled data. CPTC inlor~

mation and control word lrom CPTC detectinglprocess-
ing portion 276 and reproducing portion 277 lrom DVCR
275. Therelore. lor normal descrambling. the scrambled
data and control word are supplied to scrambler 273
lrom digital output controller 272. To the digital output
pon. only the scrambled data is output. For this reason.
in case that the reproduced data is scrambled. copying
is made impossible. and vise versa.

Commonly, in order to control tape copying, the
depth 01 generation copy and the reproduction ol tape
to be copied are used together. As shown in Fig. 7, this
yields the ellect ol controlling the number ol copiable
tape.

However, in order to allow copying tape to be repro-
ducible as many as a predetermined number or lot a
predetennined time. it is necessary to penonn commu-
nication between the sman card and DVCFI.

Flelerring to Fig. 23. tape state inlormation such as
the reproduction number ol the current tape is transmit-
ted to sman card 261 lrom DVCFI 265. In order to erase

the tape. an enable erase signal is transmitted to DVCR
265 lrom smart card 261, and the erase head ol the
DVCFI operates.

For tape erasing methods. the whole area ol tape
is erased by the lull-width erase head, or only the control
track is erased using the control head. In case that the
CPTC is contained in the EMM. signals are input and
output between the DVCFI and sman card.

As the signals input to IFID 266. there are a broad-

casting signal transmitted lrom a broadcasting medium
and a signal reproduced lrom DVCFl 265. The broad-
casting signal input to IRD 266 is the scrambled digital
data and a control signal having the EMM, ECM and
CPTC inlomtation. The EMM and ECM are required lor
CA. the CPTC lor copyright protection.

The scrambled digital data is input to descrambler
263. The control signal is input to smart card 261 lor
perionning CA and CP. Using the control signal. smart
card 261 restores control word CW and outputs it to de-
scrambler 263. Descrambler 263 descrambles it using
the control word.

The ECM output lrom smart card 261 is output to
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DVCR 265 or to an external pon. This ECM is updated
lrom the ECM input lor copyright protection. The output
disable signal output lrom smart card 261 is a signal to
instruct IRD 266 to prohibit recording or copying. This
signal is input to recordingldigital output controller 262.
The tape state signal is output to smart card 261 lrom
DVCFl 265 in order to inlon-n the state ol tape.

The signal output to DVCFl 265 lrom snuan card 261
lor the purpose ol e predeterrnined-number reproduc-
tion or predetermined-time reproduction is an erase en-
able signal. The signal lor allowing recorded and copied
tape to be reproducible even though the EMM inlorrna-
tion ol the smart card is changed is an ID signal.

The ID signal is mapped and stored with corre-
sponding EMM in the lookup table ol sman card 261. ll

necessary. the EMM corresponding to the ID signal is
output.

As shown in Fig. 24. the smart card comprises an
ECM filter 301 lor filtering the ECM lrom the bit stream
output lrom the IFID. a CPTC/tape state signal litter 302
lor littering the CPTC inlorrnation and the tape state sig-
nal indicative ol the state ol tape lrom the bit stream out-
put lrom the IFID. an EMM filter 303 lor littering the EMM
lrom the bit stream output lrom the IRD. a lookup table
304 tor, in case that the EMM is updated lor copyright
protection by a broadcasting station. storing the previ-
ous EMM containing inlon-nation required to decode the
CPTC inlormation, and outputting CPTC inlorrnation
corresponding in reproduction in order to continuously
reproduce the program ol cassette tape copied. an EMM
processing portion 307 lor processing the EMM using
the EMM output lrom EMM filter 303 and lookup table
304 and the tape state signal output lrorn CPTC/tape
state signal finer 302. a CPTC processing ponion 306
lor processing the CPTC inlorrnation using the signals
output lrom CPTC/tape state signal filter 302 and EMM
processing ponion 307. and a CA processing portion
305 tor outputting control word CW using the signals
output lrom ECM filter 301 and EMM processing portion307.

In case that the CPTC inlormation is contained in

the EMM. as shown in Fig. 25. sman card 221 comprises
an ECM filter 311 lor littering the ECM lrom the bit
stream output lrom the IRD. an EMM finer 312 lor filter-
ing the EMM containing the EMM lrorn the bit stream
output lrom the lFlD, a tape state signal litter 313 tor fil-
tering the tape state signal output lrom the lFtD. a lookup
table 314 lor. in rase that the EMM is updated lor cop-
yright prctection by a broadcasting station. storing the
previous EMM containing inlomtation required to de-
code the CPTC inlonnation. and outputting CPTC inlor-
rnation corresponding in reproduction in order to contin~
uously reproduce the program oi cassette tape copied.
an EMM processing portion 31 7 lor processing the EM
using the EMM output lrom EMM filter 312 and lookup
table 314 and the tape state signal output lrom tape
state signal fitter 313. a CPTC processing portion 316
lor processing the CPTC inlormation using the signals
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output irom EMM filter 312 and tape state signal iitter
313. to thereby output ECM. enable erase signal and ID
signal. and a CA processing portion 315 ior outputting
control word CW using the signals output irom ECM litter
311 and EMM processing portion 317.

ECM filter 301 or 311. CPTCllape state signal iilter
302. EMM filter 303 or 312. and tape state signal tiller
313 extract ECM. CPTC, tape state signal and EMM.
respectively. CA processing portion 305 or 315 gener-
ates a control word and periorrns CA. EMM processing
portion 307 or 317 outputs the EMM iniormation to CA
processing portion 305 or 315 and CPTC processing
portion 306 or 316. and additionally stores the received
EMM to the lookup table.

In case that the scrambled digital data and encoded
CPTC iniormation are recorded on tape and that the
EMM iniormation required to decode the CPTC inionna-
tion is changed. the reproduction oi tape is made impos-
sible. According to this tact. the previous EMM is stored
in a memory such as the EEPROM oi the smart card as
shown in Figs. 13 and 14. which is the same as de-
scribed beiore.

Specifically, the lookup table is divided into two
lields and stores lD inionnation and EMM iniormation.
as shown in Fig. 13. in recording and copying. the ID
information is recorded on tape, as shown in Fig. 14 in
order to select corresponding EMM from the ID iniorrna-
tion recorded in the reproduction oi tape.

In other words. referring to Fig. 14. EMM processing
portion 307 receives a recordinglplayback signal indi-
cating that the current DVCR mode is recording or play-
back, ID. and tape state signal having iniorrnation oi re-
production number oi tape. selects a proper EMM irom
the lookup table. outputs it to CPTC processing portion
306 or 316 and CA processing portion 305 or 315. and
transmits the ID iniormation tor the purpose oi recording
and copying to record it on tape.

Fleierring to Fig. 11. CPTC processing portion 306
or 316 periorrns copyright protection ior recording or
copying. The CPTC inionnation or ECM containing the
CPTC iniormation is input to output the output disable
signal, enable erase signal. and the CPTC or ECM con-
taining the CPTC.

in order to control generation copy, CPTC process-
ing portion 306 or 316. in case that the permissible gen-
eration oi the permissible generational iield is greater
than the present generation recorded on tape. the
present generational iield is increased by 1 and encrypt-
ed again. li not. the output disable signal is generated
to prohibit recording and copying.

In order to control reproduction, in case that the re-
producible number oi tape is greater than the reproduc-
ible number oi the reproducible number field or the max-
imum reproducible time oi the maximum reproducible
time iield is greater than the current time, CPTC
processing portion 306 or 316 generates enable erase
signal to operate the erase head oi the DVCR.

in case that time delay produced when the CPTC
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or the ECM containing the CPTC is encrypted again be-
comes a problem to solve, CPTC processing portion
306 or 316 transmits the current generation signal to the
DVCR and records it on tape. not modifying the CPTC
or the ECM containing the CPTC.

The illegal view/copy protection apparatus tor a dig-
ital broadcasting system embodying the present inven-
tion has means ior recording and reproducing the repro-
duction number information oi tape in the DVCFI in order
to implement the predeterrnined-number reproducibility
oi recorded or copied tape. Here, the reproduction
number iniormation oi tape is updated and recorded
again during tape reproduction.

As shown in Fig. 26. the DVCFI comprises a deck
mechanism 406. a recordinglreproducing portion 405
ior recording digital data on cassette tape according to
the deck mechanism and reproducing the digital data
recorded on cassette tape. a reproduction number de-

tectinglupdating portion 401 ior detecting/updating the
reproduction number irom the digital data reproduced
irom recordinglreproducing portion 405. and outputting
it to the |FtD in order to rerecord it in recordingIreproduc-
ing portion 405, a digital data processing portion 402 ior
processing the digital data reproduced irom recording!
reproducing portion 405. outputting it to the IRD. and
outputting switching position iniormation ior recording
and reproducing, a recording/playback switching por-
tion 404 ior outputting a switching signal ior controlling
the reproduction number, the reproduction oi digital data
and the recording oi the updated reproduction number

using the switching position inionnation output from dig-
ital data processing portion 402. and an error correction
encoder/decoder 403 ior correcting the error oi data out-
put irom digital data processing portion 402. and encod-
ing and decoding the data to be output to digital data
processing portion 402.

In order to update and rerecord the reproduction
number inionnation oi tape during playback. the repro-
duction number inionnation of tape is recorded using an
encoding algorithm. Otherwise, the inionnation is re-
corded as clear data not encoded.

The recording position oi the reproduction number
iniomtation oi tape uses part oi audio. control and video
tracks. For error correction to the reproduction number
intomation oi tape, a repetition coding is employed. The
operation oi the DVCFt will be described below.

When reproduced by recording/reproducing portion
405 with the cassette tape loaded on deck mechanism

406. the reproduced digital data is input to reproduction
number detectinglupdating portion 401 and digital data
processing portion 402 so that its reproduction number
is detected and the digital data is processed and output.

The reproduction number detected in reproduction
number detectinglupdating portion 401 is updated, that
is. increased by 1, and applied to recording/reproducing
portion 405.

Digital data processing portion 402 applies the re-
produced digital data output irom recording/reproducing
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portion 405 to error correction encoder/decoder 403 to

pertorm error correction. encoding and decoding. The
result is output to the lFlD to be displayed or recorded.
At the same time. the switching position inlonnation is
output to recordinglreproducing switching portion 404 in
order to output a switching signal.

The switching signal output irom recording/repro
ducing switching portion 404 controls recordingIrepro-
ducing portion. to thereby record the updated reproduc-
tion number output lrorn reproduction number detecting!
updating portion 401. that is, the reproduction number
added by l. on tape.

Fiecording/reproducing switching portion 404 con-
trols the reproduction number. the reproduction of digital
data recorded on tape. and the recording ol the updated
reproduction number.

In another method ol implementing the predeter-
mined-number reproducibility ol recorded or copied
tape. an identilier is given to all tape used tor a user to

‘ record broadcast programs. and the identifier given to
tape and the reproducibility number inlorrnation ol tape
corresponding to the identilier are handled together in
the smart card.

Here. the smart card has a memory device which
can be updated. such as EEPROM. The identifier and
corresponding reproducible number inlomiation are
stored in the memory device. For every reproduction ol
tape. the reproducible number inlomiation is updated
and whether to playback is determined.

In conclusion. the described embodiments have the

lollowing advantages.
First, by adding CPTC inlorrnation to data supplied.

and by allowing a digital program to be nonnally viewed
only when a CPTC detectinglanalyzing means and de-
scramblingldecrypting means are present at the receiv-
ing stage. illegal viewing is prohibited.

Second, to enhance copyright protection. data re-
corded on cassette tape is always scrambled digital da-
la. and its CPTC information is encrypted to be recorded
on cassette tape. A code lor prohibiting viewable data
lrorn being restored lrorn the cassette tape only with the
scrambled data and CPTC intomiaticn. and allowing the
data to be viewable is provided in adevice excluding the
cassette tape. Otherwise. restoring oi viewable data is
made possflile only with the scrambled data and CPTC
inlomiation. making illegal copy impossiale.

Third. using a method oi restoring the viewable data
only with the scrambled digital data and CPTC, rental

tape is made to supply tape. Otherwise, using a method
ol prohibiting the viewable data lrom being restored only
with the scrambled digital data and CPTC. rental tape
is made to supply tape and smart card peculiar to a pro-
gram provider as one set. Using the smart card lor
broadcasting medium. the rental tape is made to prohibit
the viewable data irom being restored only with the
scrambled digital data and CPTC. Among the three
methods ol supplying tape only, one method is selected.
Digital hardware lor reproducing the data outputs only
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the scrambled digital data to an external port. making
impossible the restoring ol viewable data irom the out-
put data. without the srnan card.

Fourth. the described embodiment prohibits illegal
recording and copying ot a program protected by copy-
right law, collects lee lor recording or copying, and lreely
controls the reproducible number or copied tape which
can be made lrorn a program supplied by a program
supplier, protecting copyright

Filth. the described embodiment can be used as a

copyright protection system having a high security and
multilunction with respect to a program through a broad-
casting medium such as satellite and terrestrial broad-

castings. or. at the same time. as a copy protection sys-
tem having a high security to a program through a re-
cording medium such as rental tape.

Sixth. the descibed embodiment is employed to dig-
ital hardware such as broadcasting receiver and digital
VCR. to thereby pertectly protect a program suppliers
copyright and activates digital media because ol various
soltware supplied through the digital media.

Claims

1. An illegal view/copy protection method for a digital
broadcasting system comprising:

an audio/video signal transmission step lor
multiplexing and transmitting audio/video bit
stream scrambled in control words and inlor-
mation where the control words and CPTC in-

lomiation lor illegal view/copy protection are
encrypted; and

an audio/video reception step lor decrypting
the transmitted bit stream to analyze the CPTC
inlomtation and control words. deciding wheth-
er recording is allowed or not to be recorded on
cassette tape. and using the control words, per-
lonning descrambling and decoding to output
audio/video signals to a monitor.

2. An illegal view/copy protection method lor a digital
broadcasting system as claimed in claim 1. wherein

said CPTC inlomiation is lorrnatted in a generation-
al copy control field lor limiting the number of copy
available. and a reproducibility control field for lim-
iting the reproduction ole copied program.

3. An illegal view/copy protection method lor a digital
broadcasting system as claimed in claim 2. wherein
said CPTC information is lomiatted lurther contain-
ing a descrambling inlomiation lield where pan or
the control words lor descrambling are recorded.

4. An illegal view/copy protection method lora digital
broadcasting system as claimed in claim 2, wherein
said CPTC iniomiaticn is tomiatted further contain-
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ing a CA lield where CA inlormation tor conditional
access is recorded.

An illegal view/copy protection method tor a digital
broadcasting system asclaimed in claim 2. wherein
said generational copy control field is made up of a
permissible generational lield lor limiting the
number ol copy permissible and a present genera-
tional lield tor indicating the present generation ol
a program copied.

An illegal view/copy protection method tor a digital
broadcasting system as claimed in claim 2, wherein
said reproduction control lield is made up ol a re-
producible number lield lor limiting the number ol
reproducing a copied program. and a maximum re-
producible time field lor limiting time to reproduce
the copied program.

An illegal view/copy protection method tor a digital
broadcasting system as claimed in claim 1, wherein
the data recorded on cassette tape contains scram-
bled audio/video bit stream and CPTC inlormation‘

An illegal view/copy protection method tor a digital
broadcasting system as claimed in claim 7. wherein
said CPTC inlormation is overwritten on the scram-
bled audio/video bit stream lor the error ellect and
recorded on cassette tape.

An illegal view/copy protection method tor a digital
broadcasting system as claimed in claim 7, wherein
said CPTC inlormation is recorded on a portion ol
any oi the audio track ol cassette tape, the control
track ot cassette tape, or the video track ot cassette
tape.

An illegal view/copy protection method tor a digital
broadcasting system as claimed in claim 1, wherein
said audio/video signal transmission step compris-
es the steps ol: encodingthe audiolvideo bit stream;

generating a control word lor scrambling;
scrambling for the encoded audio/video bit
stream using the generated control word;
generating CPTC intomiation lor illegal viewl
copy protection;
encrypting lor encrypting the control word and
CPTC inlormation; and
multiplexing and transmitting the scrambled au-
dio/video bit stream and encrypted CPTC inlor-
mation.

An illegal view/copy protection method tor a digital
broadcasting system as claimed in claim 1 , wherein
said audiolvideo signal transmission step compris-
es the steps ol:
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encoding the audicwideo bit stream;
generating a control word tor scrambling;
scrambling tor the encoded audio/video bit
stream using the generated control word;
generating CPTC intomiation tor illegal viewl
copy protection;
generating conditional access inlormation tor
conditional reception;
encrypting lor encrypting the CPTC inlormation
and CA intorrnaticn; and

multiplexing and transmitting the scrambled au-
dio/video bit stream and encrypted CPTC inlor-
mation and conditional access inlormation.

An illegal view/copy protection method tor a digital
broadcasting system as claimed in claim 1 orclaim
11, wherein said audio/video reception step com-
prises the steps ol:

filtering the transmitted bit stream and decrypt-
ing the CPTC inlormation;
analyzing the CPTC inlormation to generate a
control word and a signal lor controlling the pro-
tection ol copyright and to update the CPTC in-
lormation;

deciding whether to allow recording according
to the signal lor controlling the protection ol
copyright to record the scrambled and transmit-
ted bit stream on cassette tape; and
descrambling and decoding the transmitted bit
stream in the control word and outputting an au-
dio/video signal.

An illegal view/copy protection method tor a digital
broadcasting system as claimed in claim 12. where-
in said all ol the control word is contained in the
CPTC inlormation.

An illegal view/copy protection method for a digital
broadcasting system as claimed in claim 1. wherein
said bit stream transmitted contains ECM and
EMM.

An illegal view/copy protection method tor a digital
broadcasting system as claimed in claim 14, where-
in said audioNideo reception step comprises the
steps ol:

littering the transmitted bit stream and decrypt-
ing the CPTC inlorrraticn and control word;
littering the control word;
analyzing the CPTC inlormation to generate a
control word and a signal lor controlling the pro-
tection ol copyright and to update the CPTC in-
lormation;

deciding whether to allow recording according
to the signal lor controlling the protection of
copyright to recordthe scrambledand transmit-
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ted bit stream on cassette tape; and
descrambling and decoding the transmitted bit
stream in control words and outptnting an au-
diolvideo signal.

An illegal view/copy protection method tor a digital
broadcasting system as claimed in any 01 claims 12,
14 or 15. wherein said CPTC iniormation analyzing
step comprises the steps oi:

generating a control word;
detecting a perrnissibie generation ol a permis-
sible generational field ior limiting the available
number oi copy oi a program oi the CPTC in-
iormation and the present generation oi the
present generational iield indicating the
present generation 01 the program copied. to
thereby periorm copy-impossible and update
the CPTC iniomiation; and

detecting the reproducible number oi the repro-
ducible number field for limiting the number oi
reproduction oi copied programs oi the CPTC
intormation. the maximum reproducible time oi
the maximum reproducible time field lor limiting
time to reproduce the copied program. and the
number and time oi reproduction oi tape. to
thereby process reproduction-impossible.

An illegal view/copy protection method tor a digital
broadcasting system as claimed in claim 12or claim
16, wherein said copying number limiting step com-
prises the steps oi:

comparing the permissible generation oi the
permissible generational field and the present
generation oi the present generational field and
deciding whether the permissible generation is
below the present generation;
ii the permissible generation is below the
present generation. generating an output disa-
ble signal to make copying impossible and de-
stroying the control word; and
ii the permissible generation is not below the
present generation, increasing the present in-
vention by '1' and recording the result on cas-
sette tape‘

An illegal view/copy protection method tor a digital
broadcasting system as claimed in claim 17. where-
in said copying number limiting step further com-
prises the step oi, ii the permissible generation is
not below the present generation, updating the
CPTC iniomiation.

An illegal view/copy protection method tor a digital
broadcasting system as claimed in claim 16orclairn
17, wherein said reproduction limiting step cornpris-
es the steps oi:
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comparing the reproducible number oi the re-
producible number field and the reproduction
number oi tape and deciding whether the repro-
ducible number is below the reproduction
number oi tape;
it the reproducible number is not below the re-

production number oi tape, comparing the max-
imum reproducible time and reproduction time
oi tape. and deciding whether the maximum re-
producible time is below the reproduction time
oi tape;
it the maximum reproducible time is not below
reproduction time oi tape. turning off an enable
erase signal to thereby enable the copied pro-
gram to be reproduced; and

ii the reproducible number is below the repro-
duction number oi tape or the maximum repro-
ducible time is below the reproduction lime oi
tape. turning on the enable erase signal to
make the reproduction oi the copied program
impossible so that part oi or the whole program
recorded on cassette tape is erased.

An illegal view/copy protection method tor a digital
broadcasting system as claimed in claim 14 or claim
15, wherein part oi the control word is contained in
the CPTC iniormation.

. An illegal view/copy protection method tor a digital
broadcasting system as claimed in claim 20, where-
in the rernainder oi the control word is contained in
the ECM.

. An illegal view/copy protection method tor a digital
broadcasting systemas claimed in claim 20. where-
in the remainder oi the control word is contained in
the EMM.

An illegal view/copy protection method tor a digital
broadcasting systemas claimed in claim 14 orcbim
15. wherein the Whole control word is contained in
the ECM.

An illegal view/copy protection method tor a digital
broadcasting system as claimed in claim 14 or claim
15. wherein the whole control word is contained in
the EMM.

An illegal view/copy protection method tor a digital
broadcasting system as claimed in claim 14.iur1her
comprising a reproduction and rerecording step oi:
decrypting the bit stream recorded and reproduced
on ssette tape. analyzing the CPTC iniormation,

deciding whether to allow rerecording, recording
the result on cassette tape, filtering the control
word. and perlorming descrambling and decoding
to output an audio/video signal.
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An illegal view/copy protection method tor a digital
broadcasting system asclaimed in claim 25. where-

in said audio/video reproduction and rereccrding
step comprises the steps oi:

iiltering the bit stream recorded and reproduced
on video tape, and decrypting the CPTC infor-
mation;

analyzing the CPTC lnlomiation to generate
control words and a signal lor controlling the
protection oi copyright and update the CPTC
information;

deciding whether to allow recording according
to the signal oi controlling the protection of cop-
yright, and recording the scrambled and trans-
mitted bit stream on cassette tape; and
descrambling and decoding the transmitted bit
stream in control words to output an audioIvid-
eo signal.

An illegal view/copy protection method tor a digital
broadcasting system as claimed in claim 26, where-
in said audio/video reproduction and rerecording
step comprises the step oi deciding whether to al-
low post-reproduction according to the signal ior
controlling the protection of copyright to thereby
erase pan oi orthe whole data recorded on cassette
tape.

An illegal view/copy protection method tor a digital
broadcasting system as claimed in claim 25, where-
in said EMFl contains iniomiation required ior de-
coding iniorrnation

An illegal view/copy protection method lor a digital
broadcasting system as claimed in claim 28, further
comprising the step oi storing and processing EMM
in which. in case that the EMM is updated by a
broadcasting station lor the purpose oi copyright
protection, the EMM having iniomtation required to
decode the CPTC iniormation is stored in order to
continuously reproduce programs oi copied cas-
sette tape.

An illegal view/copy protection method tor a digital
broadcasting system as claimed in claim 29, where-
in an ID number indicative oi updating the EMM is
recorded on said cassette tape.

An illegal view/copy protection method tor a digital
broadcasting system as claimed in claim 30, where-
in the EMM is stored to which the updating state and
the ID number oi cassette tape are mapped.

An illegal view/copy protection method lor a digital
broadcasting system as claimed in claim 31, where-
in said EMM storing and processing step comprises
the steps oi:

storing all EMM to be updated and correspond-
ing ID iniormation;

selecting the latest EMM in recording cassette
tape;

recording a corresponding ID number; and
selecting an EMM corresponding to the ID
number recorded on cassette tape in reproduc-
ing the cassette tape.

r0 33. An illegal view/copy protection apparatus tor a dig-
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ital broadcasting system comprising:

a program producing portion tor multiplexing in-
iomtation encrypted both with the control word
ior scrambling and the CPTC iniomiation ior
prohibiting illegal view/copy. and the audio/vid-
eo bit stream scrambled in control words, to
thereby make a program;
a distribution medium portion for distributing
programs made in said program producing por-
tion through a transmission medium; and
a program receiving portion ior detecting and
analyzing the CPTC iniorrnation irom the bit
stream transmitted irom said distribution medi-

um portion and the bit stream reproduced irom
cassette tape, and descrambling and decoding
the bit stream transmitted irom said distribution
medium portion.

34. An illegal view/copy protection apparatus tor a dig-
ital broadcasting system as claimed in claim 33,
wherein said program producing portion compris-
ing:

a control word generator ior generating a con-
trol word lor scrambling;
a CPTC generator ior generating the CPTC in-
formation for prohibiting illegal view/copy;
a scrambling portion lor scrambling the audio!
video bit stream using the control word output
from said control word generator,
an encrypting portion for encrypting the control
word output irom said control word generator
and the CPTC information output from said
CPTC generator, and

an adder ior multiplexing the signals output
from said scrambling portion and encrypting
portion and transmitting them to said distribu-
tion medium portion.

35. An illegal view/copy protection apparatus for a dig-
ital broadcasting system as clairned in claim 33.
wherein said distribution medium portion compris-es:

a broadcasting medium for distributing the pro-
gram made by said program producing portion
through cable, satellite or terrestrial broadcast-
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ing; and

a recordingmedium lor distributing the program
made by said program producing portion
through cassette tape.

An illegal view/copy protection apparatus tor a dig-
ital broadcasting system as claimed in claim 35.
wherein said program receiving portion comprises:

a decrypting portion for decrypting the bit
stream transmitted from said broadcasting me-
dium;

a CPTC detecting/analyzing portion for delect-
ing and analyzing the CPTC inlormation lrom
the bit stream output lrom said decrypting por-
tion and recording medium. and outputting sig-
nals lor controlling the control word and illegal
view/copy;
a descrambling portion for descrambling the bit
stream transmitted lrom said broadcasting me-
dium and recording medium and the bit stream
reproduced from cassette tape;
a decoding portion for decoding and displaying
the signal output from said descrambling panic;
and

a recording/reproducing portion lor recording
the bit stream transmitted trom said broadcast-

ing medium and recording medium according
to the signal output from said CPTC detecting!
analyzing ponion, and reproducing cassette
tape, to thereby output the result to said do-
scrambling portion and CPTC detecting/ana-
lyzing portion.

An illegal view/copy protection apparatus tor a dig-
ital broadcasting system as claimed in claim 33.
wherein said CPTC inlormation is formatted in a

generational copy control field for limiting the
number of copy available, and a reproducibility con-
trol field lor limiting the reproduction cl a copied pro-
gram.

An illegal view/copy protection apparatus for a dig-
ital broadcasting system as claimed in claim 37,
wherein said CPTC inlormation is tonnatted lurlher
containing a descrambling inlormation field where
the whole or part ol the control words for descram-
bling are recorded.

An illegal view/copy protection apparatus tor a dig-
ital broadcasting system as claimed in claim 37,
wherein said CPTC inlormation is lormatled lurther
containing a CA field where CA information for cort-
ditional access is recorded.

An illegal view/copy protection apparatus tor a dig-
ital broadcasting system as claimed in claim
37,wherein said generational copy control field is
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made up at a permissible generational field tor lirn-

iting the number ol copy permissible and a present
generational field for indicating the present gener-
ation at a program copied.

. An illegal view/copy protection apparatus for a dig-
ital broadcasting system as claimed in claim 37,

wherein said reproduction control field is made up
cl a reproducble number field for limiting the
number of reproducing is copied program. and a
maximum reproducible time field for limiting time to
reproduce the copied program.

An illegal view/copy protection apparatus for a dig-
ital broadcasting system as claimed in claim 33,
wherein the data recorded on cassette tape con-
tains scrambled audio/video bit stream and CPTC
inlormation.

. An illegal view/copy protection apparatus for a dig-
ital broadcasting ‘system as claimed in claim 42,
wherein said CPTC inlomtation is overwritten on
the scrambled audiolvideo bit stream for the error

efiect and recorded on cassette tape.

An illegal view/copy protection apparatus for a dig-
ital broadcasting system as claimed in claim 42,
wherein said CPTC inlomtation is recorded on a

portion ol any of the audio track ol cassette tape.
the control track at cassette tape, or the video track
ol cassette tape.

An illegal view/copy protection apparatus tor a dig-
ital broadcasting system as claimed in claim 33.
wherein said all ol the control word is contained in
the CPTC intomtation.

An illegal view/copy protection apparatus for a dig-
ital broadcasting system as claimed in claim 33,
wherein said bit stream transmitted contains ECM
and EMM.

An illegal view/copy protection apparatus for a dig-
ital broadcasting system as claimed in claim 46,
wherein pan ol the control word is contained in the
CPTC inlonnation.

. An illegal view/copy protection apparatus for a dig-
ital broadcasting system as claimed in claim 47,
wherein the remainder of the control word is con-
tained in the ECM.

An illegal view/copy protection apparatus tor a dig-
ital broadcasting system as claimed in claim 47,
wherein the remainder oi the control word is con-
tained in the EMM.

An illegal view/copy protection apparatus for a dig-
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ital broadcasting system as claimed in claim 46,
wherein the whole control word is contained in the
ECM.

. An illegal view/copy protection apparatus tor a dig-
ital broadcasting system as claimed in claim 46,
wherein the whole control word is contained in the
EMM‘

An illegal view/copy protection apparatus tor a dig-
ital broadcasting system as claimed in claim 46,
wherein said program receiving portion comprises:

an IRD lor receiving, decoding and descram-
bling the bit stream transmitted trom said
broadcasting medium, outputting analog audiol
video data to be displayed and outputting
scrambled digital audio/video data to be re-
corded on cassette tape; and
a smart card tor decrypting the bit stream output
trom said IRD. detecting/analyzing the CPTC
intormation. and outputting the control word
and signals tor controlling illegal view/copy to
said IRD in order to perlorm conditional access
and copy protection.

An illegal view/copy protection apparatus tor a dig-
ital broadcasting system as claimed in claim
52,wherein said program receiving portion further
comprises a lookup table lor, in case that the EMM
is updated by a broadcasting station tor the purpose
of copyright protection, storing EMM having intor-
mation required to decode the CPTC intormation.
and outputting CPTC intormation corresponding in
reproduction to said sman card in order to continu-
ously reproduce the program ol copied cassette
tape.

An illegal view/copy protection apparatus tor a dig-
ital broadcasting system as claimed in claim 52,
wherein said program receiving portion turthercom-
prises a DVCFl lor recording the digital audio/video
data and CPTC inlorrnation scrambled and output
from said IRD on cassette tape, and reproducing
the scrambled digital audio/video data and CPTC

intormation recorded on cassette tape to be output
to said |FlD.

An illegal view/copy protection apparatus tor a dig-
ital broadcasting system as claimed in claim 54,
wherein said smart card comprises:

an ECM filter for filtering the ECM trom the bit
stream output trom said lFlD;
a CPTC/tape state signal liner tor filtering the
CPTC intormation and the tape state signal in-
dicative ot the state of tape trom the bit stream
output trom said lFlD;
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an EMM tiller lor filtering the EMM from the bit
stream output trom said IRD;
a lookup table tor, in case that the EMM is up-
dated tor copyright protection by a broadcast-
ing station, storing the previous EMM contain-
ing inlorrnation required to decode the CPTC
intormation, and outputting CPTC intormation
corresponding in reproduction in order to con-
tinuously reproduce the program ol cassette
tape copied;

an EMM processing portion tor processing the
EMM using the EMM output trom said EMM lil-
ter and lookup table and the tape state signal
output trom said CPTCItape state signal finer;
a CPTC processing portion for processing the
CPTC intormation using the signals output trom
said CPTCltape state signal filter and EMM
processing portion; and
a CA processing portion for outputting control
word CW using the signals output from said
ECM litter and EMM processing portion.

56. An illegal view/copy protection apparatus tor a dig-
ital broadcasting system as claimed in claim 54,
wherein said smart card comprises:

an ECM filter for littering the ECM from the bit
stream output trom said lFlD;

an EMM lilter tor littering the EMM containing
the EMM trom the bit stream output from said
lFlD;

a tape state signal filter tor filtering the tape
state signal output trom said IRD;
a lookup table tor, in case that the EMM is up-
dated tor copyright protection by a broadcast-
ing station. storing the previous EMM contain-
ing intormation required to decode the CPTC
intormation, and outputting CPTC inlorrnation
corresponding in reproduction in order to con-
tinuously reproduce the program ol cassette
tape copied;

an EMM processing portion lor processing the
EMM using the EMM output lrorn said EMM fil-
ter and lookup table and the tape state signal
output trom said tape state signal finer,
a CPTC processing portion tor processing the
CPTC intonnation using the signals output from
said EMM litter and tape state signal tilter. to
thereby output ECM, enable erase signal and
ID signal; and
a CA processing portion tor outputting control
word CW using the signals output trom said
ECM litter and EMM processing portion.

57. An illegal view/copy protection apparatus tor a dig-
ital broadcasting system as claimed in claim 54,
wherein said DVCR comprises:
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a deck mechanism;

a recordinglreproducing portion lor recording
digital data on cassette tape according to said

60. An illegal view/copy protection apparatus for a dig-
ital broadcasting system as claimed in claim 59,
wherein said IFtD comprises:

deck mechanism and reproducing the digital
data recorded on cassette tape;

a reproduction number detecting/updating por-
tion lor detectinglupdating the reproduction
number from the digital data reproduced lrom
said reccrdinglreproducing portion, and output-
ting it to said lFlD in order to rerecord it in said
recording/reproducing portion;
a digital data processing portion lor processing
the digital data reproducedlrom said recording!
reproducing portion, outputting it to said IRD.
and outputting switching position inlomtation
for recording and reproducing;
a recordinglplayback switching portion lor out-
putting a switching signal tor controlling the re-
production number, the reproduction ol digital
data and the recording ol the updated repro-
duction number using the switching position in-
lormation output lrom said digital data process-
ing portion; and
an error correction encoder/decoder tor cor-

recting the error ol data output lrom said digital
data processing portion, and encoding and de-
coding the data to be output to said digital data
processing ponion.

10

a digital output controller for receiving the con-
trol word and signals for controlling illegal viewl
copy output from said CPTC detecting!
processing portion, and controlling the output
ol the scrambled digital audiolvideo data output
from said reproducing portion in order to display
them;

a descrambler tor descrambling the scrambled
digital audio/video data output lrom said digital
output controller according to the control word
output from said digital output controller, and
a dlspk-ty processing portion tor processing and
outputting the digital audio/video data output
lrom said descrambler in order to display them.

20 61. An illegal view/copy protection apparatus lora dig-

25

ital broadcasting system as claimed in claim 35,
wherein said program receiving ponion comprises:

a DVCH for reproducing the scrambled digital
audio/video data and CPTC inlormation record-

ed on cassette tape through a recording medi-
um, and outputting them to said |FlD;
an lFlD lor decoding/descrambling the bit
stream transmitted lrom said DVCR. and out-

SB. An illegal view/copy protection apparatus tor a dig- 30
ital broadcasting system as claimed in claim 35.
wherein said program receiving ponion comprises:

putting analog audiolvideo data to be dis-
pk‘-tyed; and

asrnan cardlor decryptingthe bit streamoutput
lrom said |FlD, detecting/analyzing the CPTC,
and outputting the control word and signals tor
controlling copying to said lFlD to thereby per-
lorrn copy protection and/or conditional access.

a DVCR tor detecting/analyzing the CPTC in-
lorrnation lrom the bit stream transmitted lrom 35

said recording medium, outputting a control
word and signals tor controlling illegal viewl
copy. and reproducing scrambled digital audio/
video data; and

an lFtD tor receiving the control word and sig- 40
nals for controlling illegal view/copy output lrom

52. An illegal view/copy protection apparatus tor a dig-
ital broadcasting system as claimed in claim 54 or
claim 61, wherein said lFtD comprises:

said DVCFl 232, descrambling the scrambled
digital audio/video data. and outputting analog
audiolvideo data to be displayed or recorded.

a recording/digital output controller for decod-
ing the bit stream transmitted lrom the broad-

casting medium and DVCR, outputting to said
45 srnan card. receiving the control word and sig-

59. An illegal view/copy protection apparatus tor a dig- nals lor controlling illegal view/copy output lrom
ital broadcasting system as claimed in claim 58. said smart card. and controlling the output of
wherein said DVCH comprises: the scrambled digital audioNideo data lor the

purpose ol recording and dispk-tying:
a CPTC detecting/processing ponion tor de- 50 adescrambler lor descrambling the scrambled
tectinglanalyzing the CPTC inlormation lrom digital audioNideo data output lrom said re-
the bit stream transmitted lrom said recording cordingldigital output controller according to
medium, and outputting the control word and the control word output lrom said recordingIdig-
signals tor illegal view/copy; and ital output controller, and
a reproducing portion tor reproducing the bit 55 adispL'-iy processing portion tor processing and
stream transmitted lrornsaid rwording medium outputting the digital autfxwideo data output
and outputting it to said IHD. lrom said descrambler to be displayed.

21
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Description

The present invention relates to the field of distribution and usage rights enforcement for digitally encoded works.
A fundamental issue facing the publishing and information industries as they consider electronic publishing is how

to prevent the unauthorized and unaccounted distribution or usage of electronically published materials. Electronically
published materials are typically distributed in a digital form and recreated on a computer based system having the
capability to recreate the materials. Audio and video recordings, software, books and multimedia works are all being
electronically published. Companies in these industries receive royalties for each accounted for delivery of the mate-
rials, e.g. the sale of an audio CD at a retail outlet. Any unaccounted distribution of a work results in an unpaid royalty
(e.g. copying the audio recording CD to another digital medium.)

The ease in which electronically published works can be 'perlectly' reproduced and distributed is a major concern.
The transmission of digital works over networks is commonplace. One such widely used network is the Internet. The

lntemet is a widespread network facility by which computer users in many universities, corporations and government
entities communicate and trade ideas and infomiation. Computer bulletin boards found on the Internet and commercial

networks such as CompuSeN and Prodigy allow for the posting and retrieving of digital information. lnforrnation services
such as Dialog and LEXIS/NEXIS provide databases of current information on a wide variety of topics. Another factor
which will exacerbate the situation is the development and expansion of the National lnforrnation Infrastructure (the
NII). It is anticipated that, as the NH grows, the transmission of digital works over networks will increase many times
over. It would be desirable to utilize the NH for distribution of digital works without the fear of widespread unauthorized
copying.

The most straightforward way to curb unaccounted distribution is to prevent unauthorized copying and transmis-
sion. For existing materials that are distributed in digital fonn, various safeguards are used. In the case of software,

copy protection schemes which limit the number of copies that can be made or which corrupt the output when copying
is detected have been employed. Another scheme causes software to become disabled after a predetermined period
of time has lapsed. A technique used for workstation based software is to require that a special hardware device must

be present on the workstation in order for the software to run, e.g., see US-A-4,932,054 entitled ‘Method and Apparatus
for Protecting Computer Software Utilizing Coded Filter Network in Conjunction with an Active Coded Hardware Device.

' Such devices are provided with the software and are commonly referred to as dongles.

Yet another scheme is to distribute software, but which requires a 'key' to enable its use. This is employed in
distribution schemes where ‘demos’ of the software are provided on a medium along with the entire product. The
demos can be freely used, but in order to use the actual product, the key must be purchased. These schemes do not
hinder copying of the software once the key is initially purchased.

It is an object of the present invention to provide an improved system and method for controlling the use and
distribution of digital works.

The invention accordingly provides a system and method as claimed in the accompanying claims.
A system for controlling use and distribution of digital works is disclosed. A digital work is any written, aural, graph-

ical or video based work that has been translated to or created in a digital form, and which can be recreated using
suitable rendering means such as software programs. The present invention allows the owner of a digital work to attach
usage rights to their work The usage rights define how the digital work may be used and distributed. These usage
rights become pan of the digital work and are always honored.

Instances of usage rights are defined using a flexible and extensible usage rights grammar. Conceptually, a right
in the usage rights grammar is a label associated with a predetermined behavior and conditions to exercising the right.
For example, a COPY right denotes that a copy of the digital work may be made. A condition to exercising the right is
that the requester must pass certain security criteria. Conditions may also be attached to limit the right itself. For
example, a LOAN right may be defined so as to limit the duration of which a work may be LOANed.

In the present invention a usage right is comprised of a right code along with the various conditions for exercising
the right. Such conditions include a copy-count condition for limiting the number of times a right can be concurrently
exercised (e.g. limit the numberof copies on loan to some predetermined number), a security class condition for insuring
that a repository has an appropriate level of security, access conditions for specifying access tests that must be passed,

a time specification for indicating time based constraints for exercising a right and a fee specification for indicating
usage fees for the exercise of a right. A digital work may have different versions of a right attached thereto. A version
of a right will have the same right code as other versions, but the conditions (and typically the fees) would be different.

Digital works and their attached usage rights are stored in repositories. Digital works are transmitted between

repositories. Repositories interact to exchange digital works according to a predetermined set of usage transactions

steps. The behavior of a usage right is embodied in a predetermined set of usage transactions steps. The usage
transaction steps funher check all conditions which must be satisfied before the right may be exercised. These usage
transaction steps define a protocol used by the repositories for requesting the exercise of a right and the carrying out
of a right.
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A system and method in accordance with the invention will now be described, by way of example, with reference
to the accompanying drawings, in which:-

Figure 1 is a flowchart illustrating a simple instantiation of the operation of the currently preferred embodiment of
the present invention.

Figure 2 is a block diagram illustrating the various repository types and the repository transaction flow between
them in the currently preferred embodiment of the present invention.

Figure 3 is a block diagram of a repository coupled with a credit server in the currently preferred embodiment of
the present invention.

Figures 4a and 4b are examples of rendering systems as may be utilized in the currently preferred embodiment
of the present invention.

Figure 5 illustrates a contents file layout for a digital work as may be utilized in the currently preferred embodiment
of the present invention.

Figure 6 illustrates a contents file layout for an individual digital work of the digital work of Figure 5 as may be
utilized in the currently preferred embodiment of the present invention.

Figure 7 illustrates the components of a description block of the currently preferred embodiment of the present
invention. _

Figure 8 illustrates a description tree for the contents file layout of the digital work illustrated in Figure 5.
Figure 9 illustrates a portion of a description tree corresponding to the individual digital work illustrated in Figure 6.
Figure 10 illustrates a layout for the rights ponion of a description block as may be utilized in the currently preferred

embodiment of the present invention.
Figure 11 is a description tree wherein certain d-blocks have PRINT usage rights and is used to illustrate 'strict'

and "lenient' rules for resolving usage rights conflicts.
Figure 12 is a block diagram of the hardware components of a repository as are utilized in the currently preferred

embodiment of the present invention.

Figure 13 is a block diagram of the functional (logical) components of a repository as are utilized in the currently
preferred embodiment of the present invention.

Figure 14 is diagram illustrating the basic components of a usage right in the currently preferred embodiment of
the present invention.

Figure 15 lists the usage rights grammar of the currently preferred embodiment of the present invention.
Figure 16 is a flowchart illustrating the steps of certificate delivery, hotlist checking and performance testing as

performed in a registration transaction as may be perfom1ed in the currently preferred embodiment of the present
invention.

Figure 17 is a flowchan illustrating the steps of session infonnation exchange and clock synchronization as may
be performed in the currently preferred embodiment of the present invention, after each repository in the registration
transaction has successfully completed the steps described in Figure 16.

Figure 18 is a flowchart illustrating the basic flow for a usage transaction, including the common opening and
closing step, as may be performed in the currently preferred embodiment of the present invention.

Figure 19 is a state diagram of server and client repositories in accordance with a transport protocol followed when
moving a digital work from the server to the client repositories, as may be performed in the currently preferred embod-
iment of the present invention.

OVERVIEW

A system for controlling use and distribution of digital works is disclosed. The present invention is directed to
supporting commercial transactions involving digital works.

Herein the terms "digital work‘, 'work' and ‘content’ refer to any work that has been reduced to a digital repre-
sentation. This would include any audio, video, text, or multimedia work and any accompanying interpreter (e.g. soft-
ware) that may be required for recreating the work. The term composite work refers to a digital work comprised of a
collection of other digital works. The tenn ‘usage rights‘ or 'rights' is a term which refers to rights granted to a recipient

of a digital work. Generally, these rights define how a digital work can be used and if it can be further distributed. Each
usage right may have one or more specified conditions which must be satisfied before the right may be exercised.

Figure 1 is a high level flowchart omitting various details but which demonstrates the basic operation of the present
invention. Referring to Figure 1, a creator creates a digital work, step 101. The creator will then detennine appropriate

usage rights and fees, attach them to the digital work, and store them in Repository 1, step 102. The detennination of
appropriate usage rights and fees will depend on various economic factors. The digital work remains securely in Re-
pository 1 until a request for access is received. The request for access begins with a session initiation by another
repository. Here a Repository 2 initiates a session with Repository 1, step 103. As will be described in greater detail
below, this session initiation includes steps which helps to insure that the respective repositories are trustworthy As-
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suming that a session can be established, Repository 2 may then request access to the Digital Work for a stated
purpose, step 104. The purpose may be, for example, to print the digital work or to obtain a copy of the digital work.
The purpose will correspond to a specific usage right. In any event, Repository 1 checks the usage rights associated

with the digital work to detennine if the access to the digital work may be granted, step 105. The check of the usage
rights essentially involves a determination of whether a right associated with the access request has been attached to
the digital work and if all conditions associated with the right are satisfied. if the access is denied, repository 1 terminates
the session with an error message, step 106. If access is granted, repository 1 transmits the digital work to repository
2, step 107. Once the digital work has been transmitted to repository 2, repository 1 and 2 each generate billing infor-
mation for the access which is transmitted to a credit server, step 108. Such double billing reporting is done to insure
against attempts to circumvent the billing process.

Figure 2 illustrates the basic interactions between repository types in the present invention. As will become apparent
from Figure 2, the various repository types will serve different functions. It is fundamental that repositories will share

a core set of functionality which will enable secure and trusted communications. Referring to Figure 2, a repository
201 represents the general instance of a repository. The repository 201 has two modes of operation; a server mode
and a requester mode. When in the server mode, the repository will be receiving and processing access requests to
digital works. When in the requester mode, the repository will be initiating requests to access digital works. Repository
201 is general in the sense that its primary purpose is as an exchange medium for digital works. During the course of
operation, the repository 201 may communicate with a plurality of other repositories, namely authorization repository
202, rendering repository 203 and master repository 204. Communication between repositories occurs utilizing a re-
pository transaction protocol 205.

Communication with an authorization repository 202 may occur when a digital work being accessed has a condition
requiring an authorization. Conceptually, an authorization is a digital certificate such that possession of the certificate
is required to gain access to the digital work. An authorization is itself a digital work that can be moved between

repositories and subjected to fees and usage rights conditions. An authorization may be required by both repositories
involved in an access to a digital work.

Communication with a rendering repository 203 occurs in connection with the rendering of a digital work. As will
be described in greater detail below, a rendering repository is coupled with a rendering device (e.g. a printer device)
to comprise a rendering system.

Communication with a master repository 205 occurs in connection with obtaining an identification certificate. Iden-
tification certificates are the means by which a repository is identified as ‘trustworthy’. The use of identification certif-
icates is described below with respect to the registration transaction.

Figure 3 illustrates the repository 201 coupled to a credit server 301. The credit server 301 is a device which

accumulates billing information for the repository 201. The credit server 301 communicates with repository 201 via
billing transactions 302 to record billing transactions. Billing transactions are reported to a billing clearinghouse 303
by the credit server 301 on a periodic basis. The credit server 301 communicates to the billing clearinghouse 303 via
clearinghouse transactions 304. The clearinghouse transactions 304 enable a secure and encrypted transmission of
infonnation to the billing clearinghouse 303.

RENDERING SYSTEMS

A rendering system is generally defined as a system comprising a repository and a rendering device which can
render a digital work into its desired form. Examples of a rendering system may be a computer system, a digital audio

system, or a printer. A rendering system has the same security features as a repository. The coupling of a rendering
repository with the rendering device may occur in a manner suitable for the type of rendering device.

Figure 4a illustrates a printer as an example of a rendering system. Referring to Figure 4, printer system 401 has

contained therein a printer repository 402 and a print device 403. It should be noted that the the dashed line defining
printer system 401 defines a secure system boundary. Communications within the boundary are assumed to be secure,

Depending on the security level, the boundary also represents a barrier intended to provide physical integrity. The
printer repository 402 is an instantiation of the rendering repository 205 of Figure 2. The printer repository 402 will in
some instances contain an ephemeral copy of a digital work which remains until it is printed out by the print engine
403. In other instances, the printer repository 402 may contain digital works such as fonts, which will remain and can
be billed based on use. This design assures that all communication lines between printers and printing devices are

encrypted, unless they are within a physically secure boundary. This design feature eliminates a potential 'fault' point
through which the digital work could be improperly obtained. The printer device 403 represents the printer components
used to create the printed output.

Also illustrated in Figure 4a is the repository 404. The repository 404 is coupled to the printer repository 402. The
repository 404 represents an external repository which contains digital works.

Figure 4b is an example of a computer system as a rendering system. A computer system may constitute a ‘multi-
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function‘ device since it may execute digital works (e.g. software programs) and display digital works (e.g. a digitized
photograph). Logically, each rendering device can be viewed as having its own repository, although only one physical
repository is needed. Referring to Figure 4b, a computer system 410 has contained therein a display/execution repos-
itory 411. The display/execution repository 411 is coupled to display device, 412 and execution device 413. The dashed

5 box surrounding the computer system 410 represents a security boundary within which communications are assumed
to be secure. The display/execution repository 411 is further coupled to a credit server 414 to report any fees to be
billed for access to a digital work and a repository 415 for accessing digital works stored therein.

STRUCTURE OF DIGITAL WORKS
10

Usage rights are attached directly to digital works. Thus, it is important to understand the structure of a digital work.
The structure of a digital work, in particular composite digital works, may be naturally organized into an acyclic structure
such as a hierarchy. For example, a magazine has various articles and photographs which may have been created
and are owned by different persons. Each of the articles and photographs may represent a node in a hierarchical

15 structure. Consequently, controls, i.e. usage rights, may be placed on each node by the creator. By enabling control

and fee billing to be associated with each node, a creator oi a work can be assured that the rights and fees are not
circumvented.

In the currently preferred embodiment, the file information for a digital work is divided into two files: a 'contents'
file and a ‘description tree‘ file. From the perspective of a repository, the 'contents' file is a stream of addressable

20 bytes whose fonnat depends completely on the interpreter used to play, display or print the digital work. The description
tree file makes it possible to examine the rights and fees for a work without reference to the content of the digital work.
It should be noted that the term description tree as used herein refers to any type of acyclic structure used to represent

the relationship between the various components of a digital work.
Figure 5 illustrates the layout of a contents file. Referring to Figure 5, a digital work is comprised of story A 510,

25 advertisement 511, story B 512 and story C 513. it is assumed that the digital work is stored starting at a relative
address of 0. Each of the parts of the digital work are stored linearly so that story A 510 is stored at approximately
addresses 0-30,000, advertisement 511 at addresses 30,001-40,000, story B 512 at addresses 40,001-60,000 and

story C 513 at addresses 60,001—85K. The detail of story A 510 is illustrated in Figure 6. Referring to Figure 6, the
story A 510 is further broken down to show text 614 stored at address 0-1500, soldier photo 615 at addresses

30 1501 -10,000, graphics 616 stored at addresses 10,001-25,000 and sidebar 617 stored address 25,001 -30,000. Note
that the data in the contents file may be compressed (for saving storage) or encrypted (for security).

From Figures 5 and 6 it is readily observed that a digital work can be represented by its component parts as a
hierarchy. The description tree for a digital work is comprised of a set of related descriptor blocks (d-blocks). The
contents of each d-block is described with respect to Figure 7. Referring to Figure 7, a d-block 700 includes an identifier

35 701 which is a unique identifier for the work in the repository, a starting address 702 providing the start address of the

first byte of the work, a length 703 giving the number of bytes in the work, a rights portion 704 wherein the granted
usage rights and their status data are maintained, a parent pointer 705 for pointing to a parent d-block and child pointers
706 for pointing to the child d—blocks. In the currently preferred embodiment, the identifier 701 has two pans. The first
part is a unique number assigned to the repository upon manufacture. The second part is a unique number assigned

40 to the work upon creation. The rights portion 704 will contain a data structure, such as a look—up table, wherein the
various information associated with a right is maintained. The infonnation required by the respective usage rights is
described in more detail below. D-blocks form a strict hierarchy. The top d-block of a work has no parent; all other d-

blocks have one parent. The relationship of usage rights between parent and child d-blocks and how conflicts are
resolved is described below.

45 A special type of d-block is a 'shell' d-block. A shell d-block adds no new content beyond the content of its parts.
A shell d-block is used to add rights and fee information, typically by distributors of digital works.

Figure 8 illustrates a description tree for the digital work of Figure 5. Referring to Figure 8, a top d-block 820 for
the digital work points to the various ‘stories and advertisements contained therein. Here, the top d-block 820 points to
d-block 821 (representing story A 510), d-block 822 (representing the advertisement 511), d-block 823 (representing

50 story B 512) and and d-block 824 (representing story C 513).
The portion of the description tree for Story A 510 is illustrated in Figure 9. D-block 925 represents text 614, d-

block 926 represents photo 615, d-block 927 represents graphics 616 by and d-block 928 represents sidebar 617.
The rights portion 704 of a descriptor block is further illustrated in Figure 10. Figure 10 illustrates a structure which

is repeated in the rights portion 704 for each right. Referring to Figure 10, each right will have a right code field 1050
55 and status infomiation field 1052. The right code field 1050 will contain a unique code assigned to a right. The status

infonnation field 1052 will contain information relating to the state of a right and the digital work. Such infomiation is

indicated below in Table 1. The rights as stored in the rights portion 704 may typically be in numerical order based on
the right oode.
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TABLE 1

DIGITAL WOFiK STATE INFORMATION  
Value

 
A counter of the number of copies of a work that are in use. incremented when
another copy is used; decremented when use is completed.  Indicator of the maximum number of time-units that a document can be loaned
out

Time-Units

 

 

 

BooleanLoaner—Copy indicator that the current work is a loaned out copy of an authorized digital work.
Time-Units

indicator oi the remaining time oi use on a metered document right.  
 String A string containing various identifying information about a document. The exact

format oi this is not specified, but it can include information such as a publisher

Document Descr

name, author name, ISBN number, and so on.

FiO-Descr A handle identifying a revenue ownerfor a digital work. This is used for reportingusage fees.

Publication-Date Date-Descr The date that the digital work was published.

History-list History-Fiec A list of events recording the repostories and dates for operations that copy,
transfer, backup, or restore a digital work.

 
 

 
  
  
  

The approach for representing digtal works by separating description data from content assumes that pans of a
file are contiguous but takes no position on the actual representation of content. in particular, it is neutral to the question
of whether content representation may take an object oriented approach. It would be natural to represent content as

objects. In principle, it may be convenient to have content objects that include the billing structure and rights information
that is represented in the d-blocks. Such variations in the design of the representation are possible and are viable
aitematives but may introduce processing overhead, e.g. the interpretation of the objects.

Digital works are stored in a repository as part of a hierarchical file system. Folders (also termed directories and
sub-directories) contain the digital works as well as other folders. Digital works and folders in a folder are ordered in
alphabetical order. The digital works are typed to reflect how the files are used. Usage rights can be attached to folders
so that the folder itself is treated as a digital work. Access to the folder would then be handled in the same fashion as

any other digital work As will be described in more detail below, the contents of the folder are subject to their own rights.
Moreover, file management rights may be attached to the folder which define how folder contents can be managed.

ATTACHING USAGE RIGHTS TO A DIGITAL WORK

It is fundamental to the present invention that the usage rights are treated as part of the digital work As the digital
work is distributed, the scope of the granted usage rights will remain the same or may be narrowed. For example, when

a digital work is transferred from a document server to a repository, the usage rights may include the right to loan a
copy for a predetermined period of time (called the original rights). When the repository loans out a copy of the digital
work, the usage rights in the Ioaner copy (called the next set of rights) could be set to prohibit any further rights to loan
out the copy. The basic idea is that one cannot grant more rights than they have.

The attachment of usage rights into a digital work may occur in a variety of ways. If the usage rights will be the
same for an entire digital work, they could be attached when the digital work is processed for deposit in the digital work
server. In the case of a digital work having different usage rights for the various components, this can be done as the

digital work is being created. An authoring tool or digital work assembling tool could be utilized which provides for an
. automated process of attaching the usage rights.

As will be described below, when a digital work is copied, transferred or loaned, a ‘next set of rights‘ can be
specified. The"next set of rights‘ will be attached to the digital work as it is transported.

Resolving conflicting Rights

Because each pan of a digital work may have its own usage rights, there will be instances where the rights of a
‘contained part‘ are different from its parent or container part. As a result, conflict rules must be established to dictate
when and how a right may be exercised. The hierarchical structure of a digital work facilitates the enforcement of such
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rules. A 'strict' rule would be as follows: a right for a pan in a digital work is sanctioned if and only if it is sanctioned
for the pan, for ancestor d-blocks containing the part and for all descendent dblocks. By sanctioned, it is meant that
(1) each of the respective pans must have the right, and (2) any conditions for exercising the right are satisfied.

It also possible to implement the present invention using a more lenient rule. In the more lenient rule, access to
the part may be enabled to the descendent pans which have the right, but access is denied to the descendents which
do not.

An example of applying both the strict rule and lenient is illustrated with reference to Figure 11. Referring to Figure
.11, a root d-block 1101 has child d-blocks 1102-1105. In this case, root d-block represents a magazine, and each of

the child d-blocks 1102-1105 represent anicles in the magazine. Suppose that a request is made to PRINT the digital
work represented by root dblock 1101 wherein the strict rule is followed. The rights for the root dblock 1101 and child
d-blocks 1102-1105 are then examined. Root d-block 1101 and child d-blocks 1102 and 1105 have been granted PRINT

rights. Child d-block 1103 has not been granted PRINT rights and child d-block 1104 has PRINT rights conditioned on
payment of a usage fee.

Under the strict rule the PRINT right cannot be exercised because the child d-block does not have the PRINT right.
Under the lenient rule, the result would be different. The digital works represented by child d-blocks 1102 and 1105

could be printed and the digital work represented by d-block 1104 could be printed so long as the usage fee is paid.
Only the digital work represented by dblock 1103 could not be printed. This same result would be accomplished under
the strict rule it the requests were directed to each of the individual digital works.

The present invention suppons various combinations of allowing and disallowing access. Moreover, as will be
described below, the usage rights grammar permits the owner of a digital work to specify if constraints may be imposed
on the work by a container pan. The manner in which digital works may be sanctioned because of usage rights conflicts
would be implementation specific and would depend on the nature of the digital works.

REPOSITOF-ll ES

In the description of Figure 2, it was indicated that repositories come in various forms. All repositories provide a
core set of services forthe transmission of digital works. The manner in which digital works are exchanged is the basis
for all transaction between repositories. The various repository types differ in the ultimate functions that they perform.
Repositories may be devices themselves, or they may be incorporated into other systems. An example is the rendering
repository 203 of Figure 2.

A repository will have associated with it a repository identifier. Typically, the repository identifier would be a unique
number assigned to the repository at the time of manufacture. Each repository will also be classified as being in a
panicular security class. Certain communications and transactions may be conditioned on a repository being in a
panicular security class. The various security classes are described in greater detail below

As a prerequisite to operation, a repository will require possession of an identification cenificate. Identification
cenificates are encrypted to prevent forgery and are issued by a Master repository A master repository plays the role

of an authorization agent to enable repositories to receive digital works. Identification certificates must be updated on
a periodic basis. Identification cenificates are described in greater detail below with respect to the registration trans-
action.

A repository has both a hardware and functional embodiment. The functional embodiment is typically software
executing on the hardware embodiment. Alternatively, the functional embodiment may be embedded in the hardware
embodiment such as an Application Specific Integrated Circuit (ASIC) chip.

The hardware embodiment of a repository will be enclosed in a secure housing which if compromised, may cause
the repository to be disabled. The basic components of the hardware embodiment of a repository are described with
reference to Figure 12. Referring to Figure 12, a repository is comprised of a processing means 1200, storage system
1207, clock 1205 and extemal interface 1206. The processing means 1200 is comprised of a processor element 1201

and processor memory 1202. The processing means 1201 provides controller, repository transaction and usage rights
transaction functions for the repository. Various functions in the operation of the repository such as decryption and/or

decompression of digital works and transaction messages are also performed by the processing means 1200. The

processor element 1201 may be a microprocessor or other suitable computing component. The processor memory
1202 would typically be further comprised of Read Only Memories (ROM) and Random Access Memories (RAM). Such
memories would contain the software instructions utilized by the processor element 1201 in performing the functions
of the repository. .

The storage system 1207 is funher comprised of descriptor storage 1203 and content storage 1204. The description
tree storage 1203 will store the description tree for the digital work and the content storage will store the associated
content. The description tree storage 1203 and content storage 1204 need not be of the same type of storage medium,
nor are they necessarily on the same physical device. So for example, the descriptor storage 1203 may be stored on
a solid state storage (for rapid retrieval of the description tree information), while the content storage 1204 may be on
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a high capacity storage such as an optical disk.

The clock 1205 is used to time-stamp various time based conditions for usage rights or for metering usage fees
which may be associated with the digital works. The clock 1205 will have an uninterruptable power supply, e.g. a
battery, in orderto maintain the integrity of the time-stamps. The external interface means 1206 provides forthe signal
connection to other repositories and to a credit sewer The external interface means 1206 provides for the exchange
of signals via such standard interfaces such as RS-232 or Personal Computer Manufacturers Card lndustry Association
(PCMCIA) standards, or FDDl. The external interface means 1206 may also provide network connectivity

The functional embodiment of a repository is described with reference to Figure 13. Referring to Figure 13, the
functional embodiment is comprised of an operating system 1301, core repository services 1302, usage transaction
handlers 1303, repository specific functions, 1304 and a user interface 1305. The operating system 1301 is specific
to the repository and would typically depend on the type of processor being used. The operating system 1301 would
also provide the basic services for controlling and interfacing between the basic components of the repository

The core repository services 1302 comprise a set of functions required by each and every repository. The core
repository services 1302 include the session initiation transactions which are defined in greater detail below This set
of services also includes a generic ticket agent which is used to ‘punch’ a digital ticket and a generic authorization
server for processing authorization specifications. Digital tickets and authorizations are specific mechanisms for con-
trolling the distribution and use of digital works and are described in more detail below. Note that coupled to the core
repository services are a plurality of identification certificates 1306. The identification certificates 1306 are required to
enable the use of the repository.

The usage transactions handlers 1303 comprise functionality for processing access requests to digital works and
for billing fees based on access. The usage transactions supported will be different for each repository type. For ex-
ample, it may not be necessary for some repositories to handle access requests for digital works.

The repository specific functionality 1304 comprises functionality that is unique to a repository. For example, the
master repository has special functionality for issuing digital certificates and maintaining encryption keys. The repository
specific functionality 1304 would include the user interface implementation for the repository

Repository security Classes

For some digital works the losses caused by any individual instance of unauthorized copying is insignificant and
the chief economic concern lies in assuring the convenience of access and low-overhead billing. in such cases, simple
and inexpensive handheld repositories and network-based workstations may be suitable repositories, even though the
measures and guarantees of security are modest.

At the other extreme, some digital works such as a digital copy of a first run movie or a bearer bond or stock
certificate would be of very high value so that it is prudent to employ caution and fairly elaborate security measures to
ensure that they are not copied or forged. A repository suitable for holding such adigital work could have elaborate
measures for ensuring physical integrity and for verifying authorization before use.

By arranging a universal protocol. all kinds of repositories can communicate with each other in principle. However,
creators of some works will want to specify that their works will only be transferred to repositories whose level of security
is high enough. For this reason, document repositories have a ranking system for classes and levels of security The
security classes in the currently preferred embodiment are described in Table 2.

TABLE 2

FiEPOS|TOFiY SECURITY LEVELS

Description of Security

Open system. Document transmission is unencrypted. No digital certificate is required for identification.
The security of the system depends mostly on user honesty, since only modest knowledge may be needed
to circumvent the security measures. The repository has no provisions for preventing unauthorized
programs from running and accessing or copying files. The system does not prevent the use of removable
storage and does not encrypt stored files.

1 Minimal security. Like the previous class except that stored files are minimally encrypted, including ones
on removable storage.

2
Basic security. Like the previous class except that special tools and knowledge are required to
compromise the programming, the contents of the repository, or the state of the clock. All digital
communications are encrypted. A digital certificate is provided as identification. Medium level encryption
is used. Repository identification number is unforgeable.
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TABLE 2 (continued)

 
 

 
 

 
 

REPOSITOFIY SECURITY LEVELS

Level Description of Security

General security. Like the previous class plus the requirement of special tools are needed to compromise
the physical integrity of the repository and that modest encryption is used on all transmissions. Password
protection is required to use the local user interface. The digital clock system cannot be reset without
authorization. No works would be stored on removable storage. When executing works as programs, it

runs them in their own address space and does not give them direct access to any file storage or other
memory containing system code or works. They can access works only through the transmission
transaction protocol.
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 Like the previous class except that high level encryption is used on all communications. Sensors are
used to record attempts at physical and electronic tampering. After such tampering, the repository will
not perform other transactions until it has reported such tampering to a designated sewer

 

 
 

 

 Like the previous class except that if the physical or digital attempts at tampering exceed some preset
threshold that threaten the physical integrity of the repository or the integrity of digital and cryptographic

barriers, then the repository will save only document description records of history but will erase or destroy
any digital identifiers that could be misused if released to an unscrupulous party. it also modifies any
certificates of authenticity to indicate that the physical system has been compromised. It also erases the
contents of designated documents.

Like the previous class except that the repository will attempt wireless communication to report tampering
and will employ noisy alarms.

This would correspond to a very high level of security. This server would maintain constant
communications to remote security systems reporting transactions, sensor readings, and attempts to
circumvent security.

 

  20

  25

  
  

The characterization of security levels described in Table 2 is not intended to be fixed. More important is the idea
of having different security levels for different repositories. It is anticipated that new security classes and requirements
will evolve according to social situations and changes in technology.

30

Repository User Interface
35

A user interface is broadly defined as the mechanism by which a user interacts with a repository in order to invoke
transactions to gain access to a digital work, or exercise usage rights. As described above, a repository may be em-
bodied in various forms. The user interface for a repository will differ depending on the particular embodiment. The
user interface may be a graphical user interface having icons representing the digital works and the various transactions
that may be performed. The user interface may be a generated dialog in which a user is prompted for information.

The user interface itself need not be part of the repository. As a repository may be embedded in some other device,
the user interface may merely be a part of the device in which the repository is embedded. For example, the repository
could be embedded in a ‘card’ that is inserted into an available slot in a computer system. The user interface may be
a combination of a display, keyboard, cursor control device and software executing on the computer system.

At a minimum, the user interface must pennit a user to input information such as access requests and alpha
numeric data and provide feedback as to transaction status. The user interface will then cause the repository to initiate
the suitable transactions to service the request. Otherfacets of a particular user interface will depend on the functionality
that a repository will provide.

CREDIT SERVERS

In the present invention, fees may be associated with the exercise of a right. The requirement for payment of fees
is described with each version of a usage right in the usage rights language. The recording and reporting of such fees
is performed by the credit server. One of the capabilities enabled by associating fees with rights is the possibility of
supporting a wide range of charging models. The simplest model, used by conventional software, is that there is a
single fee at the time of purchase, after which the purchaser obtains unlimited rights to use the work as often and for
as long as he or she wants. Altemative models, include metered use and variable fees. A single work can have different
fees for different uses. For example, viewing a photograph on a display could have different fees than making a hardcopy
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or including it in a newly created work. A key to these alternative charging models is to have a low overhead means
of establishing fees and accounting for credit on these transactions.

A credit sewer is a computational system that reliably authorizes and records these transactions so that fees are

billed and paid. The credit server reports fees to a billing clearinghouse. The billing clearinghouse manages the financial
transactions as they occur. As a result, bills may be generated and accounts reconciled. Preferably, the credit server
would store the fee transactions and periodically communicate via a network with the billing clearinghouse for recon~

ciliation. In such an embodiment, communications with the billing clearinghouse would be encrypted for integrity and
security reasons. In another embodiment, the credit sewer acts as a ‘debit card‘ where transactions occur in ‘real-
time' against a user account.

A credit sewer is comprised of memory, a processing means, a clock, and interface means for coupling to a re-
pository and a financial institution (e.g. a modem). The credit sewer will also need to have security and authentication
functionality. These elements are essentially the same elements as those of a repository. Thus, a single device can

be both a repository and a credit sewer, provided that it has the appropriate processing elements for carrying out the
corresponding functions and protocols. Typically, however, a credit sewer would be a card—sized system in the pos-
session of the owner of the credit. The credit sewer is coupled to a repository and would interact via financial trans»
actions as described below. Interactions with a financial institution may occur via protocols established by the financial
institutions themselves.

In the currently preferred embodiment credit sewers associated with both the sewer and the repository report the
financial transaction to the billing clearinghouse. For example, when a digital work is copied by one repository to another
for a fee, credit sewers coupled to each of the repositories will report the transaction to the billing clearinghouse. This
is desirable in that it insures that a transaction will be accounted for in the event of some break in the communication

between a credit sewer and the billing clearinghouse. However. some implementations may embody only a single
credit sewer reporting the transaction to minimize transaction processing at the risk of losing some transactions.

USAGE RIGHTS LANGUAGE

The present invention uses statements in a high level ‘usage rights language‘ to define rights associated with
digital works and their parts. Usage rights statements are interpreted by repositories and are used to determine what
transactions can be successfully carried out for a digital work and also to determine parameters for those transactions.
For example, sentences in the language determine whether a given digital work can be copied, when and how it can

be used, and what fees (if any) are to be charged for that use. Once the usage rights statements are generated, they
are encoded in a suitable form for accessing during the processing of transactions.

Defining usage rights in terms of a language in combination with the hierarchical representation of a digital work
enables the support of a wide variety of distribution and fee schemes. An example is the ability to attach multiple
versions of a right to a work. So a creator may attach a PRINT right to make 5 copies for $10.00 and a PRINT right to
make unlimited copies for $100.00. A purchaser may then choose which option best fits his needs. Another example
is that rights and fees are additive. So in the case of a composite work, the rights and fees of each of the components
works is used in determining the rights and fees for the work as a whole.

The basic contents of a right are illustrated in Figure 14. Referring to Figure 14, a right 1450 has a transactional
component 1451 and a specifications component 1452. A right 1450 has a label (e.g. COPY or PRINT) which indicates
the use or distribution privileges that are embodied by the right. The transactional component 1451 corresponds to a
particular way in which a digital work may be used or distributed. The transactional component 1451 is typically em-
bodied in software instructions in a repository which implement the use or distribution privileges for the right. The
specifications components 1452 are used to specify conditions which must be satisfied prior to the right being exercised
or to designate various transaction related parameters. In the currently preferred embodiment, these specifications
include copy count 1453, Fees and Incentives 1454, fime 1455, Access and Security 1456 and Control 1457. Each
of these specifications will be described in greater detail below with respect to the language grammar elements.

The usage rights language is based on the grammar described below. A grammar is a convenient means for
defining valid sequence of symbols for a language. In describing the grammar the notation '[a|blc]' is used to indicate
distinct choices among alternatives. in this example, a sentence can have either an 'a', 'b' or 'c'. It must include
exactly one of them. The braces {} are used to indicate optional items. Note that brackets. bars and braces are used

to describe the language of usage rights sentences but do not appear in actual sentences in the language.
In contrast, parentheses are part of the usage rights language. Parentheses are used to group items together in

lists. The notation (x') is used to indicate a variable length list, that is, a list containing one or more items of type x. The
notation (x)' is used to indicate a variable number of lists containing x.

Keywords in the grammar are words followed by colons. Keywords are a common and very special case in the
language. They are often used to indicate a single value, typically an identifier. In many cases. the keyword and the
parameter are entirely optional. When a keyword is given, it often takes a single identifier as its value. In some cases, .
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the keyword takes a list of identifiers.

In the usage rights language, time is specified in an hourszminuteszseconds (or hh:mm:ss) representation. Time
zone indicators, e.g. PDT for Pacific Daylight Time. may also be specified. Dates are represented as yearl month/day
(or YYYY/MMM/DD). Note that these time and date representations may specify moments in time or units of time
Money units are specified in terms of dollars.

Finally, in the usage rights language, various ‘things’ will need to interact with each other. For example, an instance

of a usage right may specify a bank account, a digital ticke etc.. Such things need to be identified and are specified
herein using the suffix '-ID.'

The Usage Flights Grammar is listed in its entirety in Figure 15 and is described below
Grammar element 1501 ‘Digital Work Rights:= (Hights')" define the digital wor rights as a set of rights. The set

of rights attached to a digital work define how that digital work may be transferred, used, performed or played. A set
of rights will attach to the entire digital work and in the case of compound digital works, each of the components of the
digita work. The usage rights of components of a digital may be different.

Grammar element 1502 ‘Right: = (Right-code {copy-count} {control-Spec} {Tlme-Spec} {Access-Spec}
{Fee-Spec})' enumerates the content of a right. Each usage right must specify a right code. Each right may also
optionally specify conditions which must be satisfied before the right can be exercised. These conditions are copy
count, control, time, access and fee conditions. In the currently preferred embodiment, for the optional elements, the

following defaults apply: copy count equals 1, no time limit on the use of the right, no access tests or a security level
required to use the right and no fee is required. These conditions will each be described in greater detail below.

It is important to note that a digital work may have multiple versions of a right, each having the same right code.
The multiple version would provide alternative conditions and fees for accessing the digital work.

Grammarelement 1503 ‘Flight-Code : = Render-Code I Transport-Codel File-Management-Codel Derivative-
Works- code Configuration-code‘ distinguishes each of the specific rights into a particular right type (although each
right is identified by distinct right codes). In this way, the grammar provides a catalog of possible rights that can be
associated with pans of digital works. in the following, rights are divided into categories for convenience in describing
them.

Grammar element 1504 ‘Render-Code: = [Play:{Player:Player-lD}| Prlnt: {Prlnterz Prlnter-lD}]' lists a cate-

gory of rights all involving the making of ephemeral. transitory, or non-digital copies of the digital work. After use the
copies are erased.

- Play A process of rendering or performing a digital work on some processor. This includes such things as
playing digital movies, playing digital music, playing a video game, running a computer program, or displaying a
document on a display.

- Print To render the work in a medium that is not further protected by usage rights, such as printing on paper.

Grammar element 1505 ‘Transport-code : = [copy I Transfer I Loan (Remaining-Flights: Next-Set-of-Flights}]

{(Next-Copy-Flights: Next-Set of Flights)}' lists a category of rights involving the making of persistent, usable copies
of the digital work on other repositories. The optional Next-Copy-Rights determine the rights on the work after it is
transported. If this is not specified, then the rights on the transported copy are the same as on the original. The optional
Flemaining-Flights specify the rights that remain with a digital work when it is loaned out. If this is not specified. then
the default is that no rights can be exercised when it is loaned out.

- Copy Make a new copy of a work
- Transfer Moving a work from one repository to another.
0 Loan Temporarily loaning a copy to another repository for a specified period of time.

Grammar element 1506 ‘File-Management-Code: = Backup {Back-Up-Copy-Flights: Next-Set -of Ftlghts}l

Restore l Delete I Folder I Directory {Name:Hlde-Local I Hlde - Flemote}{Parts:Hlde-Local I l-llde-Ftemote}" lists
a category of rights involving operations for file management, such as the making of backup copies to protect the copy
owner against catastrophic equipment failure.

Many software licenses and also copyright law give a copy owner the right to make backup copies to protect against
catastrophic failure of equipment. However, the making of uncontrolled backup copies is inherently at odds with the
ability to control usage, since an uncontrolled backup copy can be kept and then restored even after the authorized
copy was sold. .

The File management rights enable the making and restoring of backup copies in a way that respects usage rights,
honoring the requirements of both the copy owner and the rights grantor and revenue owner. Backup copies of work
descriptions (including usage rights and fee data) can be sent under appropriate protocol and usage rights control to
other document repositories of sufficiently high security. Further rights permit organization of digital works into folders
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which themselves are treated as digital works and whose contents may be 'hidden' from a party seeking to determine
the contents of a repository.

To make a backup copy of a digital work as protection against mediafailure.- Backup

- Restore To restore a backup copy of a digital work.
- Delete To delete or erase a copy of a digital work.
- Folder To create and name folders, and to move files and folders between folders.

0 Directory . To hide a folder or its.contents.

Grammar element 1507 ‘Derivative-Works-Code: [Extract I Embed I Edit {Processz Process-lD}] {Next-Copy-
Rights 2 Next-Set-of Rights)‘ lists a category of rights involving the use of a digital work to create new works.

- Extract To remove a portion of a work, for the purposes of creating a new work.
0 Embed To include a work in an existing work.

0 Edit To alter a digital work by copying, selecting and modifying portions of an existing digital work.

Grammar element 1508 ‘configuration-Code: = Install I UnInstall' lists a category of rights for installing and
uninstalling software on a repository (typically a rendering repository.) This would typically occur for the installation of
a new type of player within the rendering repository.

- Install:
- Uninstall:

To install new software on a repository.
To remove existing software from a repository.

Grammar element 1509 ‘Next-Set-of-Rights: = {(Add: Set-Of-Rights)} {(Delete: Set-Of-Rlghts)} {(Replace:
Set-Of-Rights)} {(Keep: Set-Of-Rights)}' defines how rights are carried forward for a copy of a digital work. If the
Next~Copy-Rights is not specified, the rights for the next copy are the same as those of the current copy. Otherwise,
the set of rights for the next copy can be specified. Versions of rights after Add: are added to the current set of rights.
Rights after Delete: are deleted from the current set of rights. if only right codes are listed after Delete:, then all versions

of rights with those codes are deleted. Versions of rights after Replace: subsume all versions of rights of the same type
in the current set of rights. .

ll Remaining-Rights is not specified, then there are no rights for the original after all Loan copies are loaned out.
If Remaining—Rights is specified, then the Keep: token can be used to simplify the expression of what rights to keep
behind. A list of right codes following keep means that all of the versions of those listed rights are kept in the remaining
copy. This specification can be overridden by subsequent Delete: or Replace: specifications.

Copy Count Specification

For various transactions, it may be desirable to provide some limit as to the number of ‘copies’ of the work which

may be exercised simultaneously forthe right. For example, it may be desirable to limit the number of copies of a digital
work that may be loaned out at a time or viewed at a time.

Grammar element 1510 ‘copy-count : = (Copies: positive-integer l 0 I unlimited)" provides a condition which
defines the number of ‘copies’ of a work subject to the right . A copy count can be 0, a fixed number, or unlimited. The

copy-count is associated with each right. as opposed to there being just a single copy-count for the digital work. The
Copy—Count for a right is decremented each time that a right is exercised. When the Copy—Count equals zero, the right
can no longer be exercised. If the Copy-Count is not specified, the default is one.

Control Speclflcatlon

Rights and fees depend in general on rights granted by the creator as well as further restrictions imposed by later
distributors. Control specifications deal with interactions between the creators and their distributors governing the im-
position of further restrictions and fees. For example, a distributor of a digital work may not want an _end consumer of
a digital work to add fees or otherwise profit by commercially exploiting the purchased digital work.

Grammar element 1511 ‘Control-Spec : = (Control: {Restrictable I Unrestrictable} {Unchargeable I Charge-
abIe})' provides a condition to specify the effect of usage rights and fees of parents on the exercise of the right. A

digital work is restrictable if higher level d-blocks can impose further restrictions (time specifications and access spec-
ifications) on the right. It is unrestrictable if no further restrictions can be imposed. The default setting is restrictable.
A right is unchargeable if no more fees can be imposed on the use of the right. It is chargeable if more fees can be
imposed. The default is chargeable.
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Time Specification

It is often desirable to assign a start date or specify some duration as to when a right may be exercised. Grammar
element 1512 ‘Time-Spec: = ({Flxed-Interval I Sliding-Interval I Meter-Time} Until: Expiration-Date)‘ provides
for specification of time conditions on the exercise of a right. Flights may be granted for a specified time. Different kinds
of time specifications are appropriate for different kinds of rights. Some rights may be exercised during a fixed and

predetermined duration. Some rights may be exercised for an interval that starts the first time that the right is invoked
by some transaction. Some rights may be exercised or are charged according to some kind of metered time, which
may be split into separate intervals. For example, a right to viewa picture for an hour might be split into six ten minute
viewings or four fifteen minute viewings or twenty three minute viewings.

The terms 'time' and 'date' are used synonymously to refer to a moment in time. There are several kinds of time

specifications. Each specification represents some limitation on the times over which the usage right applies. The
Expiration-Date specifies the moment at which the usage right ends. For example, if the Expiration-Date is ‘Jan 1,
1995.‘ then the right ends at the first moment of 1995. If the Expiration-Date is specified as ‘forever’, then the rights
are interpreted as continuing without end. If only an expiration date is given, then the right can be exercised as often
as desired until the expiration date.

Grammar element 1513 ‘Fixed-Interval : = From: Start-Time‘ is used to define a predetermined interval that
runs from the start time to the expiration date.

Grammar element 1514 ‘Sliding-Interval: = Interval: Use-Duration‘ is used to define an indetenninate (or

'open') start time. It sets limits on a continuous period of time over which the contents are accessible. The period starts
on the first access and ends after the duration has passed or the expiration date is reached, whichever comes first.
For example, if the right gives 10 hours of continuous access, the use-duration would begin when the first access was
made and end 10 hours later.

Grammar element 1515 ‘Meter-Time: = Time-Flernaining: Remaining-Use‘ is used to define a ‘meter time,‘
that is, a measure of the time that the right is actually exercised. lt diflers from the Sliding-Interval specification in that
the time that the digital work is in use need not be continuous. For example, if the rights guarantee three days of access,
those days could be spread out over a month. With this specification, the rights can be exercised until the meter time
is exhausted or the expiration date is reached, whichever comes first.

Remaining-Use: = Time-Unit
Start-Time: = ‘Fme-Unit
Use-Duration: = ‘Fme—Unit

All of the time specifications include time-unit specifications in their ultimate instantiation.

Security Class and Authorization Specification

The present invention provides for various security mechanisms to be introduced into a distribution or use scheme.
Grammar element 1516 ‘Access-Spec : ({SC: Security-Class} {Authorizationz Authorization-lD‘} {Other-Author-
ization: Authorization-ID‘) {Ticket: Ticket-ID})“ provides a means for restricting access and transmission. Access
specifications can specify a required security class for a repository to exercise a right or a required authorization test
that must be satisfied.

The keyword 'SC:' is used to specify a minimum security level for the repositories involved in the access. If ‘SC:
" is not specified, the lowest security level is acceptable.

The optional 'Authorlzatlon:' keyword is used to specify required authorizations on the same repository as the
work. The optional ‘Other-Author|zatlon:' keyword is used to specify required authorizations on the other repository
in the transaction.

The optional 'Tlcket:' keyword specifies the identity of a ticket required for the transaction. Atransaction involving
digital tickets must locate an appropriate digital ticket agent who can 'punch' or otherwise validate the ticket before
the transaction can proceed. Tickets are described in greater detail below

In a transaction involving a repository and a document server, some usage rights may require that the repository
have a particular authorization, that the server have some authorization, or that both repositories have (possibly dif-
ferent) authorizations. Authorizations themselves are digital works (hereinafter referred to as an authorization object)
that can be moved between. repositories in the same manner as other digital works. Their copying and transferring is

subject to the same rights and fees as other digital works. A repository is said to have an authorization if that author-
ization object is contained within the repository.

in some cases, an authorization may be required from a source other than the document server and repository.
An authorization object referenced by an Authorization-ID can contain digital address infonnation to be used to set up
a communications link between a repository and the authorization source. These are analogous to phone numbers.
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For such access tests, the communication would need to be established and authorization obtained before the right
could be exercised.

For one-time usage rights, a variant on this scheme is to have a digital ticket. A ticket is presented to a digital ticket
agent, whose type is specified on the ticket. In the simplest case, a certified generic ticket agent, available on all
repositories, is available to 'punch' the ticket. In other cases, the ticket may contain addressing information for locating
a 'special' ticket agent. Once a ticket has been punched, it cannot be used again for the same kind of transaction
(unless it is unpunched or refreshed in the manner described below.) Punching includes marking the ticket with a
timestamp of the date and time it was used. Tickets are digital works and can be copied or transferred between repos-
itories according to their usage rights.

In the currently preferred embodiment, a ‘punched’ ticket becomes 'unpunched' or ‘refreshed’ when it is copied
or extracted. The Copy and Extract operations save the date and time as a property of the digital ticket. When a ticket
agent is given a ticket, it can simply check whether the digital copy was made after the last time that it was punched.
Of course, the digital ticket must have the copy or extract usage rights attached thereto.

The capability to unpunch a ticket is inportant in the following cases:

- A digital work is circulated at low cost with a limitation that it can be used only once.
- A digital work is circulated with a ticket that can be used once to give discounts on purchases of other works.

- A digital work is circulated with a ticket (included in the purchase price and possibly embedded in the work) that
can be used for a future‘ upgrade.

In each of these cases, if a paid copy is made of the digital work (including the ticket) the new owner would expect
to get a fresh (unpunched) ticket, whetherthe copy seller has used the work or not. In contrast, loaning a work or simply
transferring it to another repository should not revitalize the ticket.

Usage Fees and Incentives Specification

The billing for use of a digital work is fundamental to a commercial distribution system. Grammar Element 1517
‘Fee-Spec: = {scheduled-Dlscou nt} Regular-Fee-Spec I scheduled-Fee-Spec I Markup-Spec‘ provides a range
of options for billing for the use of digital works.

A key feature of this approach is the development of low-overhead billing for transactions in potentially small
amounts. Thus, it becomes feasible to collect fees of only a few cents each for thousands of transactions.

The grammar differentiates between uses where the charge is per use from those where it is metered by the time

unit. Transactions can support fees that the user pays for using a digital work as well as incentives paid by the right
grantor to users to induce them to use or distribute the digital work.

The optional scheduled discount refers to the rest of the fee specification--discounting it by a percentage over
time. If it is not specified, then there is no scheduled discount. Flegular fee specifications are constant over time.
Scheduled fee specifications give a schedule of dates over which the fee specifications change. Markup specifications
are used in d-blocks for adding a percentage to the fees already being charged.

Grammar Element 1518 ‘Scheduled-Discount: =(Scheduled-Discount: (Time-Spec Percentage)')' A Sched-

uled-Discount is a essentially a scheduled modifier of any other fee specification for this version of the right of the
digital work. (It does not refer to children or parent digital works or to other versions of rights.). It is a list of pairs of
times and percentages. The most recent time in the list that has not yet passed at the time of the transaction is the
one in effect. The percentage gives the discount percentage. For example, the number 10 refers to a 10% discount.

Grammar Element 1519 ‘Regular-Fee-Spec : = ({Fee: I lncentlvez} [Per-Use-Spec I Metered-Rate-Spec I Best-
Prlce-Spec I Call-For-Price-Spec] {Mln: Money-Unlt Per: Time-Spec}{Max: Money-Unit Per: Tlme-Spec} To: Ac-
count-lD)' provides for several kinds of fee specifications.

Fees are paid by the copy-owner/userto the revenue-owner if Fee: is specified. Incentives are paid by the revenue-
owner to the user if Incentive: is specified. If the Min: specification is given, then there is a minimum fee to be charged
per time-spec unit for its use. If the Max: specification is given, then there is a maximum fee to be charged per time-
spec for its use. When Fee: is specified, Account-ID identifies the account to which the fee is to be paid. When In-
centive: is specified, Account-ID identifies the account from which the fee is to be paid.

Grammar element 1520 ‘Per-Use-Spec: = Per-Use: Money-unit‘ defines a simple fee to be paid every time the
right is exercised, regardless of how much time the transaction takes.

Grammar element 1521 ‘Metered-Hate-Spec : = Metered: Money-Unlt Per: Time-Spec‘ defines a metered-rate
fee paid according to how long the right is exercised. Thus, the time it takes to complete the transaction determines
the fee.

Grammar element 1522 ‘Best-Price-Spec : = Best-Price: Money-unit Max: Money-unit‘ is used to specify a
best-price that is determined when the account is settled. This specification is to accommodate special deals, rebates,
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and pricing that depends on information that is not available to the repository. All fee specifications can be combined
with tickets or authorizations that could indicate that the consumer is a wholesaler or that he is a preferred customer,

or that the seller be authorized in some way. The amount of money in the Max: field is the maximum amount that the
use will cost. This is the amount that is tentatively debited from the credit server. However, when the transaction is

ultimately reconciled, any excess amount will be returned to the consumer in a separate transaction.
Grammar element 1523 ‘Call-For-Price-Spec: = Call-For-Price ' is similar to a “Best-Price-Spec‘ in that it is

intended to accommodate cases where prices are dynamic. A Call-For-Price Spec requires a communication with a
dealer to determine the price. This option cannot be exercised if the repository cannot communicate with a dealer at
the time that the right is exercised. It is based on a secure transaction whereby the dealer names a price to exercise
the right and passes along a deal certificate which is referenced or included in the billing process.

Grammar element 1524 ‘Scheduled-Fee-Spec: = (Schedule: (Tlme-Spec Regular-Fee-Spec)')' is used to pro-
vide a schedule of dates over which the fee specifications change. The fee specification with the most recent date not
in the future is the one that is in effect. This is similar to but more general than the scheduled discount. It is more
general, because it provides a means to vary the fee agreement for each time period.

Grammar element 1525 ‘Markup-Spec: = Markup: percentage To: Account-ID‘ is provided for adding a per-

centage to the fees already being charged. For example, a 5% markup means that a fee of 5% of cumulative fee so
far will be allocated to the distributor. A markup specification can be applied to all of the other kinds of fee specifications.
It is typically used in a shell provided by a distributor. It refers to fees associated with d-blocks that are pans of the
current d-block. This might be a convenient specification for use in taxes, or in distributor overhead.

HEPOSITORY TRANSACTIONS

When a user requests access to a digital work, the repository will initiate various transactions. The combination
of transactions invoked will depend on the specifications assigned for a usage right. There are three basic types of
transactions, Session Initiation Transactions, Financial Transactions and Usage Transactions. Generally, session ini-
tiation transactions are initiated first to establish a valid session. When a valid session is established, transactions

corresponding to the various usage rights are invoked. Finally, request specific transactions are performed.
Transactions occur between two repositories (one acting as a server), between a repository and a document play-

back platform (e.g. for executing or viewing), between a repository and a credit server or between a repository and an
authorization server. When transactions occur between more than one repository, it is assumed that there is a reliable

communication channel between the repositories. For example, this could be a TCP/lP channel or any other commer-
cially available channel that has built-in capabilities for detecting and correcting transmission errors. However, it is not
assumed that the communication channel is secure. Provisions for security and privacy are part of the requirements
for specifying and implementing repositories and thus form the need for various transactions.

Message Transmission

Transactions require that there be some communication between repositories. Communication between reposi-
tories occurs in units termed as messages. Because the communication line is assumed to be unsecure, all commu-
nications with repositories that are above the lowest security class are encrypted utilizing a public key encryption

technique. Public key encryption is a well known technique in the encryption arts. The term key refers to a numeric
code that is used with encryption and decryption algorithms. Keys come in pairs, where ‘writing keys‘ are used to

encrypt data and ‘checking keys‘ are used to decrypt data. Both writing and checking keys may be public or private.
Public keys are those that are distributed to others. Private keys are maintained in confidence.

Key management and security is instrumental in the success of a public key encryption system. In the currently
preferred embodiment, one or more master repositories maintain the keys and create the identification certificates
used by the repositories.

When a sending repository transmits a message to a receiving repository, the sending repository encrypts all of

its data using the public writing key of the receiving repository. The sending repository includes its name, the name of

the receiving repository, a session identifier such as a nonce (described below), and a message counter in each mes-
sage. '

In this way, the communication can only be read (to a high probability) by the receiving repository, which holds the
private checking key for decryption. The auxiliary data is used to guard against various replay attacks to security If
messages ever arrive with the wrong counter or an old nonce, the repositories can assume that someone is interfering
with communication and the transaction terminated.

The respective public keys for the repositories to be used for encryption are obtained in the registration transaction
described below.
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Session Initiation Transactions

A usage transaction is carried out in a session between repositories. For usage transactions involving more than
one repository, or for financial transactions between a repository and a credit server, a registration transaction is per-
formed. A second transaction termed a login transaction, may also be needed to initiate the session. The goal of the
registration transaction is to establish a secure channel between two repositories who know each others identities. As
it is assumed that the communication channel between the repositories is reliable but not secure, there is a risk that
a non-repository may mimic the protocol in order to gain illegitimate access to a repository.

The registration transaction between two repositories is described with respect to Figures 16 and 17. The steps
described are from the perspective of a ‘repository-1 ' registering its identity with a ‘repository-2'. The registration must
be symmetrical so the same set of steps will be repeated for repository-2 registering its identity with repository-1.
Fleferring to Figure 16, repository-1 first generates an encrypted registration identifier, step 1601 and then generates
a registration message, step 1602. A registration message is comprised of an identifier of a master repository, the
identification certificate for the repository-1 and an encrypted random registration identifier. The identification certificate

is encrypted by the master repository in its private key and attests to the fact that the repository (here repository-1) is
a bona fide repository. The identification certificate also contains a public key for the repository, the repository security
level and a timestamp (indicating a time after which the certificate is no longer valid.) The registration identifier is a
number generated by the repository for this registration. The registration identifier is unique to the session and is

encrypted in repository-1's private key. The registration identifier is used to improve security of authentication by de-
tecting certain kinds of communications based attacks. Flepository-1 then transmits the registration message to repos-
itory-2, step 1603.

Upon receiving the registration message, repository-2 determines if it has the needed public key for the master
repository, step 1604. If repository-2 does not have the needed public key to decrypt the identification certificate, the
registration transaction terminates in an error, step 1618.

Assuming that repository-2 has the proper public key the identification certificate is decrypted, step 1605. Flepos—
itory-2 saves the encrypted registration identifier, step 1606, and extracts the repository identifier, step 1607. The
extracted repository identifier is checked against a ‘hotlist’ of compromised document repositories, step 1608. in the
currently preferred embodiment, each repository will contain 'hotlists" of compromised repositories. If the repository
is on the 'hotlist', the registration transaction terminates in an error per step 1618. Repositories can be removed from
the hotlist when their certificates expire, so that the list does not need to grow without bound. Also, by keeping a short
list of hotlist certificates that it has previously received, a repository can avoid the work of actually going through the
list. These lists would be encrypted by a master repository. A minor variation on the approach to improve efficiency
would have the repositories first exchange lists of names of hotlist certificates, ultimately exchanging only those lists
that they had not previously received. The 'hotlists' are maintained and distributed by Master repositories.

Note that rather than terminating in error, the transaction could request that another registration message be sent
based on an identification certificate created by another master repository. This may be repeated until a satisfactory
identification certificate is found, or it is determined that trust cannot be established.

Assuming that the repository is not on the hotlist, the repository identification needs to be verified. in other words,
repository-2 needs to validate that the repository on the other end is really repository-1. This is termed performance

testing and is performed in order to avoid invalid access to the repository via a counterfeit repository replaying a re-
cording of a prior session initiation between repository-1 and repository-2. Performance testing is initiated by repository-
2 generating a performance message, step 1609. The performance message consists of a nonce, the names of the

respective repositories, the time and the registration identifier received from repository-1. A nonce is a generated
message based on some random and variable information (e.g. the time or the temperature.) The nonce is used to
check whether repository-1 can actually exhibit correct encrypting of a message using the private keys it claims to
have, on a messagethat it has never seen before. The performance message is encrypted using the public key specified
in the registration message of repository-1. The performance message is transmitted to repository-1, step 1610, where
it is decrypted by repository-1 using its private key, step 1611. Flepository-1 then checks to make sure that the names

of the two repositories are correct, step 1612, that the time is accurate, step 1613 and that the registration identifier
corresponds to the one it sent, step 1614. If any of these tests fails, the transaction is terminated per step 1616.
Assuming that the tests are passed, repository-1 transmits the nonce to repository-2 in the clear, step 1615. Flepository-
2 then compares the received nonce to the original nonce, step 1617. If they are not identical, the registration transaction
terminates in an error per step 1618. If they are the same, the registration transaction has successfully completed.

At this point, assuming that the transaction has not terminated, the repositories exchange messages containing
session keys to be used in all communications during the session and synchronize their clocks. Figure 17 illustrates
the session information exchange and clock synchronization steps (again from the perspective of repository-1.) Re-
ferring to Figure 17, repository-1 creates a session key pair, step 1701. A first key is kept private and is used by
repository-1 to encrypt messages. The second key is a public key used by repository-2 to decrypt messages. The
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second key is encrypted using the public key of repository-2, step 1702 and is sent to repository-2, step 1703. Upon
receipt, repository-2 decrypts the second key, step 1704. The second key is used to decrypt messages in subsequent
communications. When each repository has completed this step, they are both convinced that the other repository is

bona tide and that they are communicating with the original. Each repositoryhas given the other a key to be used in
decrypting further communications during the session. Since that key is itself transmitted in the public key of the re-
ceiving repository only it will be able to decrypt the key which is used to decrypt subsequent messages.

After the session information is exchanged, the repositories must synchronize their clocks. Clock synchronization

is used by the repositories to establish an agreed upon time base for the financial records of.their mutual transactions.
Referring back to Figure 17, repository-2 initiates clock synchronization by generating a time stamp exchange message,
step 1705, and transmits it to repository- 1, step 1706. Upon receipt, repository-1 generates its own time stamp mes-
sage. step 1707 and transmits it back to repository-2, step 1708. Repository-2 notes the current time, step 1709 and
storesthe time receivedfrom repository-1 , step 1710. The current time is compared to the time received from repository-

1, step 1711. The difference is then checked to see if it exceeds a predetermined tolerance (e.g. one minute), step
1712. If it does, repository-2 terminates the transaction as this may indicate tampering with the repository, step 1713.
If not repository-2 computes an adjusted time delta, step 1714. The adjusted time delta is the difference between the
clock time of repository-2 and the average of the times from repository-1 and repository-2.

To achieve greater accuracy, repository-2 can request the time again up to a fixed number of times (e.g. five times),
repeat the clock synchronization steps, and average the results.

A second session initiation transaction is a Login transaction. The Login transaction is used to checkthe authenticity
of a user requesting a transaction. A Login transaction is particularly prudent for the authorization of financial transac-
tions that will be charged to a credit server. The Login transaction involves an interaction between the user at a user
interface and the credit server associated with a repository. The information exchanged here is a login string supplied

by the repository/credit server to identify itself to the user, and a Personal Identification Number (PIN) provided by the
user to identify himself to the credit server. In the event that the user is accessing a credit server on a repository different
from the one on which the user interface resides, exchange of the information would be encrypted using the public and
private keys of the respective repositories.

Biiiing Transactions

Billing Transactions are concerned with monetary transactions with a credit server. Billing Transactions are carried
out when all other conditions are satisfied and a usage fee is required for granting the request. For the most part, billing
transactions are well understood in the state of the art. These transactions are between a repository and a credit server,

or between a credit server and a billing clearinghouse. Briefly, the required transactions include the following:

- Registration and LOGIN transactions by which the repository and user establish their bona fides to a credit sewer
These transactions would be entirely internal in cases where the repository and credit server are implemented as
a single system.

- Registration and LOGIN transactions, by which a credit server establishes its bona fides to a billing clearinghouse.
- An Assign-fee transaction to assign a charge. The information in this transaction would include a transaction iden-

tifier, the identities of the repositories in the transaction, and a list of charges from the parts of the digital work. If
there has been any unusual event in the transaction such as an interruption of communications, that information
is included as well. '

- A Begin-charges transaction to assign a charge. This transaction is much the same as an assign-fee transaction
except that it is used for metered use. It includes the same information as the assign-fee transaction as well as
the usage fee information. The credit-server is then responsible for running a clock.

0 An Endcharges transaction to end a charge for metered use. (In a variation on this approach, the repositories
would exchange periodic charge infomnation for each block of time.)

- A report-charges transaction between a personal credit server and a billing clearinghouse. This transaction is
invoked at least once per billing period. It is used to pass along information about charges. On debit and credit
cards, this transaction would also be used to update balance information and credit limits as needed.

All billing transactions are given a transaction ID and are reported to the credit severs by both the server and the
client. This reduces possible loss of billing information if one of the parties to a transaction loses a banking card and
provides a check against tampering with the system.

Usage Transactions

After the session initiation transactions have been completed, the usage request may then be processed. To sim-
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plify the description of the steps carried out in processing a usage request, the term requester is used to refer to a

repository in the requester mode which is initiating a request, and the term server is used to refer to a repository in the
server mode and which contains the desired digital work. In many cases such as requests to print or view a work, the

requester and server may be the same device and the transactions described in the following would be entirely internal.
In such instances, certain transaction steps, such as the registration transaction, need not be performed.

There are some common steps that are part of the semantics of all of the usage rights transactions. These steps
are referred to as the common transaction steps. There are two sets -- the 'opening' steps and the "closing' steps.
For simplicity, these are listed here rather than repeating them in the descriptions of all of the usage rights transactions. .

Transactions can refer to a part of a digital work, a complete digital work, or a Digital work containing other digital
works. Although not described in detail herein, a transaction may even refer to a folder comprised of a plurality of digital
works. The term 'work' is used to refer to what ever portion or set of digital works is being accessed.

Many of the steps here involve determining if certain conditions are satisfied. Flecall that each usage right may
have one or more conditions which must be satisfied before the right can be exercised. Digital works have parts and
parts have parts. Different parts can have different rights and fees. Thus, it is necessary to verify that the requirements
are met for ALL of the pans that are involved in a transaction For brevity, when reference is made to checking whether
the rights exist and conditions for exercising are satisfied, it is meant that all such checking takes place for each of the
relevant parts of the work.

Figure 18 illustrates the initial common opening and closing steps for a transaction. At this point it is assumed that
registration has occurred and that a ‘trusted’ session is in place. General tests are tests on usage rights associated

with the folder containing the work or some containing folder higher in the file system hierarchy. These tests correspond
to requirements imposed on the work as a consequence of its being on the particular repository, as opposed to being
attached to the work itself. Referring to Figure 18, prior to initiating a usage transaction, the requester performs any
general tests that are required before the right associated with the transaction can be exercised, step, 1801. For ex-
ample, install, uninstall and delete rights may be implemented to require that a requester have an authorization certif-

icate before the right can be exercised. Another example is the requirement that a digital ticket be present and punched
before a digital work may be copied to a requester. If any of the general tests fail, the transaction is not initiated, step,
1802. Assuming that such required tests are passed, upon receiving the usage request, the server generates a trans-
action identifier that is used in records or reports of the transaction, step 1803. The server then checks whether the

digital work has been granted the right corresponding to the requested transaction, step 1804. if the digital work has
not been granted the right corresponding to the request, the transaction terminates. step 1805. If the digital work has
been granted the requested right, the server then determines if the various conditions for exercising the right are
satisfied. Time based conditions are examined, step 1806. These conditions are checked by examining the time spec-
ification for the the version of the right. If any of the conditions are not satisfied, the transaction terminates per step 1805.

Assuming that the time based conditions are satisfied, the server checks security and access conditions, step
1807. Such security and access conditions are satisfied if: 1) the requester is at the specified security class, or a higher
security class, 2) the server satisfies any specified authorization test and 3) the requester satisfies any specified au-
thorization tests and has any required digital tickets. if any of the conditions are not satisfied, the transaction terminates
per step 1805.

Assuming that the security and access conditions are all satisfied, the server checks the copy count condition,

step 1808. If the copy count equals zero, then the transaction cannot be completed and the transaction terminates per
step 1805.

Assuming that the copy count does not equal zero, the server checks if the copies in use for the requested right
is greater than or equal to any copy count for the requested right (or relevant parts), step 1809. If the copies in use is
greater than or equal to the copy count, this indicates that usage rights for the version of the transaction have been

exhausted. Accordingly, the server terminates the transaction, step 1805. If the copy count is less than the copies in
use for the transaction the transaction can continue, and the copies in use would be incremented by the number of
digital works requested in the transaction, step 1810.

The server then checks if the digital work has a ‘Loan’ access right, step 1811. The "Loan" access right is a special
case since remaining rights may be present even though all copies are loaned out. if the digital work has the 'Loan'
access right, a check is made to see if all copies have been loaned out, step 1812. The number of copies that could
be loaned is the sum of the Copy-Counts for all of the versions of the loan right of the digital work. For a composite
work, the relevant figure is the minimal such sum of each of the components of the composite work. If all copies have

been loaned out, the remaining rights are determined, step 1813. The remaining-rights is determined from the remaining
rights specifications from the versions of the Loan right. If there is only one version of the Loan right, then the deter-

mination is simple. The remaining rights are the ones specified in thatversion of the Loan right, or none if Remaining-
Rights: is not specified. If there are multiple versions of the Loan right and all copies of all of the versions are loaned
out, then the remaining rights is taken as the minimum set (intersection) of remaining rights across all of the versions
of the loan right. The server then determines if the requested right is in the set of remaining rights,. step 1814. If the
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requested right is not in the set of remaining rights, the server terminates the transaction, step 1805.
If Loan is not a usage right for the digital work or if all copies have not been loaned out or the requested right is in

the set of remaining rights, fee conditions for the right are then checked, step 1815. This will initiate various financial
transactions between the repository and associated credit server. Further, any metering of usage of a digital work will
commence. If any financial transaction fails, the transaction terminates per step 1805.

It should be noted that the order in which the conditions are checked need not follow the order of steps 1806-1815.

At this point, right specific steps are now performed and are represented here as step 1816. The right specific
steps are described in greater detail below.

The common closing transaction steps are now performed. Each of the closing transaction steps are performed
by the server after a successful completion of a transaction. Referring back to Figure 18, the copies in use value for
the requested right is decremented by the number of copies involved in the transaction, step 1817. Next, it the right
had a metered usage fee specification, the server subtracts the elapsed time from the Flemaining-Use-Time associated
with the right for every part involved in the transaction, step 1818. Finally, if there are fee specifications associated
with the right, the server initiates End-Charge financial transaction to confirm billing, step 1819.

Transmission Protocol

An important area to consider is the transmission of the digital work from the server to the requester. The trans-
mission protocol described herein refers to events occurring after a valid session has been created. The transmission
protocol must handle the case of disruption in the communications between the repositories. It is assumed that inter-
ference such as injecting noise on the communication channel can be detected by the integrity checks (e.g., parity,
checksum, etc.) that are built into the transport protocol and are not discussed in detail herein.

The underlying goal in the transmission protocol isto preclude certain failure modes, such as malicious or accidental
interference on the communications channel. Suppose, for example, that a user pulls a card with the credit server at

a specific time near the end of a transaction. There should not be a vulnerable time at which ‘pulling the card‘ causes
the repositories to fail to correctly account for the number of copies of the workthat have been created. Flestated, there
should be no time at which a party can break a connection as a means to avoid payment after using a digital work.

If a transaction is interrupted (and fails), both repositories restore the digital works and accounts to their state prior
to the failure, modulo records of the failure itself.

Figure 19 is a state diagram showing steps in the process of transmitting lnforrnation during a transaction. Each
box represents a state of a repository in either the server mode (above the central dotted line 1901 ) or in the requester
mode (below the dotted line 1901). Solid arrows stand for transitions between states. Dashed arrows stand for message
communications between the repositories. A dashed message arrow pointing to a solid transition arrow is interpreted
as meaning that the transition takes place when the message is received. Unlabeled transition arrows take place
unconditionally. Other labels on state transition arrows describe conditions that trigger the transition.

Referring now to Figure 19, the sewer is initially in a state 1902 where a new transaction is initiated via stan
message 1903. This message includes transaction information including a transaction identifier and a count of the
blocks of data to be transferred. The requester, initially in a wait state 1904 then enters a data wait state 1905.

The sewer enters a data transmit state 1906 and transmits a block of data 1907 and then enters a wait for ac-

knowledgement state 1908. As the data is received, the requester enters a data receive state 1909 and when the data
blocks are completely received it enters an acknowledgement state 1910 and transmits an Acknowledgement message
1911 to the sewer.

If there are more blocks to send, the sewer waits until receiving an Acknowledgement message from the requester.
When an Acknowledgement message is received it sends the next block to the requester and again waits for acknowl-
edgement. The requester also repeats the same cycle of states.

If the sewer detects a communications failure before sending the last block, it enters a cancellation state 1912
wherein the transaction is cancelled. Similarly, if the requester detects a communications failure before receiving the
last block it enters a cancellation state 1913.

If there are no more blocks to send, the sewer commits to the transaction and waits forthe final Acknowledgement
in state 1914. If there is a communications failure before the sewer receives the final Acknowledgement message, it
still commits to the transaction but includes a repon about the event to its credit sewer in state 1915. This report sewes
two purposes. It will help legitimize any claims by a user of having been billed for receiving digital works that were not
completely received. Also it helps to identify repositories and communications lines that have suspicious patterns of
use and interruption. The sewer then enters its completion state 1916.

On the requester side, when there are no more blocks to receive, the requester commits to the transaction in state
1917. If the requester detects a communications failure at this state, it repons the failure to its credit sewer in state
1918, but still commits to the transaction. When it has committed, it sends an acknowledgement message to the sewer.
The sewer then enters its completion state 1919.
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The key property is that both the sewer and the requester cancel a transaction if it is interrupted before all of the
data blocks are delivered, and commits to it if all of the data blocks have been delivered.

There is a possibility that the sewer will have sent all of the data blocks (and committed) but the requester will not
have received all of them and will cancel the transaction. In this case, both repositories will presumably detect a com-
munications failure and report it to their credit server. This case will probably be rare since it depends on very precise
timing of the communications failure. The only consequence will be that the user at the requester repository may want
to request a refund from the credit services -- and the case for that refund will be documented by reports by both
repositories. .

To prevent loss of data, the server should not delete any transferred digital work until receiving the final acknowl-
edgement from the requester. But it also should not use the file. A well known way to deal with this situation is called
'two—phase commit‘ or 2PC.

Two-phase commit works as follows. The first phase works the same as the method described above. The server

sends all of the data to the requester. Both repositories mark the transaction (and appropriate files) as uncommitted.
The server sends a ready-to-commit message to the requester. The requester sends back an acknowledgement. The

server then commits and sends the requester a commit message. When the requester receives the commit message,
it commits the file.

If there is a communication failure or other crash, the requester must check back with the server to determine the
status of the transaction. The sewer has the last word on this. The requester may have received all of the data, but if

it did not get the final message, it has not committed. The server can go ahead and delete files (except for transaction
records) once it commits, since the files are known to have been fully transmitted before starting the 2PC cycle.

There are variations known in the art which can be used to achieve the same effect. For example, the server could
use an additional level of encryption when transmitting a work to a client. Only after the client sends a message ac-
knowledging receipt does it send the key. The client then agrees to pay for the digital work. The point of this variation
is that it provides a clear audit trail that the client received the work. For trusted systems, however, this variation adds
a level of encryption for no real gain in accountability.

The transaction for specific usage rights are now discussed.

The copy Transaction

A Copy transaction is a request to make one or more independent copies of the work with the same or lesser

usage rights. Copy differs from the extraction right discussed later in that it refers to entire digital works or entire folders
containing digital works. A copy operation cannot be used to remove a portion of a digital work.

- The requester sends the server a message to initiate the Copy Transaction. This message indicates the work to
be copied, the version of the copy right to be used for the transaction, the destination address information (location
in a folder) for placing the work, the file data for the work (including its size), and the number of copies requested.

V - The repositories perform the common opening transaction steps.

- The server transmits the requested contents and data to the client according to the transmission protocol. If a
Next-Set-Of-Flights has been provided in the version of the right, those rights are transmitted as the rights for the
work. Otherwise, the rights of the original are transmitted. In any event, the Copy-Count field for the copy of the
digital work being sent right is set to the number-of-copies requested.

- The requester records the work contents, data, and usage rights and stores the work. It records the date and time
that the copy was made in the properties of the digital work.

- The repositories perform the common closing transaction steps.

The Transfer Transaction

A Transfer transaction is a request to move copies of the work with the same or lesser usage rights to another
repository. in contrast with a copy transaction, this results in removing the work copies from the sewer

0 The requester sends the sewer a message to initiate the Transfer Transaction. This message indicates the work
to be transferred, the version of the transfer right to be used in the transaction, the destination address information
for placing the work, the file data for the work, and the number of copies involved.

- The repositories perform the common opening transaction steps.

- The sewer transmits the requested contents and data to the requester according to the transmission protocol. If
a Next-Set—O1-Flights has been provided, those rights are transmitted as the rights for the work. Otherwise, the
rights of the original are transmitted. In either case, the Copy-Count field for the transmitted rights are set to the
number-of-copies requested.
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0 The requester records the work contents, data, and usage rights and stores the work.
0 The server decrements its copy count by the number of copies involved in the transaction.

- The repositories perform the common closing transaction steps.
- If the number of copies remaining in the server is now zero, it erases the digital work from its memory.

The Loan Transaction

A loan transaction is a mechanism for loaning copies of a digital work. The maximum duration of the loan is de-
termined by an internal parameter of the digital work. Works are automatically returned after a predetermined time
period.

- The requester sends the server a message to initiate the Transfer Transaction. This message indicates the work
to be loaned, the version of the loan right to be used in the transaction. the destination address information for
placing the work, the number of copies involved, the file data for the work, and the period of the loan.

- The server checks the validity of the requested loan period, and ends with an error if the period is not valid. Loans

for a loaned copy cannot extend beyond the period of the original loan to the server.
- The repositories perform the common opening transaction steps.
- The server transmits the requested contents and data to the requester. If a Next-Set-Of-Rights has been provided,

those rights are transmitted as the rights for the work. Otherwise, the rights of the original are transmitted, as
modified to reflect the loan period.

- The requester records the digital work contents, data, usage rights, and loan period and stores the work.
- The server updates the usage rights information in the digital work to reflect the number of copies loaned out.
- The repositories perform the common closing transaction steps.
- The server updates the usage rights data lor the digital work. This may preclude use of the work until it is returned

from the loan. The user on the requester platform can now use the transferred copies of the digital work. A user
accessing the original repository cannot use the digital work , unless there are copies remaining. What happens
next depends on the order of events in time.

Case 1. it the time of the loan period is not yet exhausted and the requester sends the repository a Return
message.

- The return message includes the requester identification, and the transaction ID.
- The server decrements the copies-in-use field by the number of copies that were returned. (If the number

of digital works returned is greater than the number actually borrowed, this is treated as an error.) This
step may now make the work available at the server for other users.

- The requester deactivates its copies and removes the contents from its memory.

Case 2. If the time of the loan period is exhausted and the requester has not yet sent a Return message.

- The server decrements the copies-in-use field by the number digital works that were borrowed.
- The requester automatically deactivates its copies of the digital work. It terminates all current uses and

erases the digital work copies from memory. One question is why a requester would ever return a work
earlier than the period of the loan, since it would be returned automatically anyway One reason for early
return is that there may be a metered fee which determines the cost of the loan. Returning early may
reduce that fee.

The Play Transaction

A play transaction is a request to use the contents of a work. Typically, to 'play' a work is to send the digital work
through some kind of transducer, such as a speaker or a display device. The request implies the intention that the
contents will not be communicated digitally to any other system. For example, they will not be sent to a printer, recorded
on any digital medium, retained after the transaction or sent to another repository.

This term ‘play’ is natural for examples like playing music, playing a movie, or playing a video game. The general
form of play means that a ‘player’ is used to use the digital work. However, the term play covers all media and kinds
of recordings. Thus one would 'play' a digital work, meaning, to render it for reading, or play a computer program,
meaning to execute it. For a digital ticket the player would be a digital ticket agent.

- The.requester sends the server a message to initiate the play transaction. This message indicates the work to be
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played, the version of the play right to be used in the transaction, the identity of the player being used, and the file
data for the work.

- The server checks the validity of the player identification and the compatibility of the player identification with the
player specification in the right. it ends with an error if these are not satisfactory.

- The repositories perform the common opening transaction steps.

- The server and requester read and write the blocks of data as requested by the player according to the transmission
protocol. The requester plays the work contents, using the player.

- When the player is finished, the player and the requester remove the contents from their memory.
- The repositories perform the common closing transaction steps.

The Print Transaction

A Print transaction is a request to obtain the contents of a work for the purpose of rendering them on a "printer.'
We use the term ‘printer’ to include the common case of writing with ink on paper. However, the key aspect of ‘printing’
in our use of the term is that it makes a copy of the digital work in a place outside of the protection of usage rights. As
with all rights, this may require particular authorization certificates.

Once a digital work is printed, the publisher and user are bound by whatever copyright laws are in effect. However,
printing moves the contents outside the control of repositories. For example, absent any other enforcement mecha-

nisms, once a digital work is printed on paper, it can be copied on ordinary photocopying machines without intervention
by a repository to collect usage fees. if the printer to a digital disk is permitted, then that digital copy is outside of the
control of usage rights. Both the creator and the user know this, although the creator does not necessarily give tacit
consent to such copying, which may violate copyright laws.

- The requester sends the server a message to initiate a Print transaction. This message indicates the work to be
played, the identity of the printer being used, the file data for the work, and the number of copies in the request.

0 The server checks the validity of the printer identification and the compatibility of the printer identification with the
printer specification in the right. It ends with an error if these are not satisfactory.

- The repositories perform the common opening transaction steps.
- The server transmits blocks of data according to the transmission protocol.
- The requester prints the work contents, using the printer.

- When the printer is finished, the printer and the requester remove the contents from their memory.
- The repositories perform the common closing transaction steps.

The Backup Transaction

A Backup transaction is a request to make a backup copy of a digital work, as a protection against media failure.
In the context of repositories, secure backup copies differ from other copies in three ways: (1) they are made under
the control of a Backup transaction rather than a Copy transaction, (2) they do not count as regular copies, and (3)
they are not usable as regular copies. Generally, backup copies are encrypted.

Although backup copies may be transferred or copied, depending on their assigned rights, the only way to make
them useful for playing, printing or embedding is to restore them.

The output of a Backup operation is both an encrypted data file that contains the contents and description of a
work, and a restoration file with an encryption key for restoring the encrypted contents. In many cases, the encrypted
data file would have rights for ' printing‘ it to a disk outside of the protection system, relying just on its encryption for
security. Such files could be stored anywhere that was physically safe and convenient. The restoration file would be

held in the repository. This file is necessary for the restoration of a backup copy it may have rights for transfer between
repositories.

- The requester sends the server a message to initiate a backup transaction. This message indicates the work to
be backed up, the version of the backup right to be used in the transaction, the destination address information
for placing the backup copy, the file data for the work.

- The repositories perform the common opening transaction steps.

- The server transmits the requested contents and data to the requester. If a Next-Set-Of-Flights has been provided,
those rights are transmitted as the rights for the work. Otherwise, a set of default rights for backup files of the
original are transmitted by the server.

- The requester records the work contents, data, and usage rights. it then creates a one—time key and encrypts the
contents file. It saves the key information in a restoration file.

- The repositories perionn the common closing transaction steps.
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In some cases, it is convenient to be able to archive the large, encrypted contents file to secure ofliine storage.
such as a magneto-optical storage system or magnetic tape. This creation of a non-repository archive file is as secure
as the encryption process. Such non-repository archive storage is considered a form of ‘printing’ and is controlled by
a print right with a specified ‘archive-printer.‘ An archive—printer device is programmed to save the encrypted contents
file (but not the description file) offline in such a way that it can be retrieved.

The Restore Transaction

A Restore transaction is a request to convert an encrypted backup copy of a digital work into a usable copy. A
restore operation is intended to be used to compensate for catastrophic media failure. Like all usage rights, restoration
rights can include fees and access tests including authorization checks.

0 The requester sends the server a message to initiate a Restore transaction. This message indicates the work to
be restored, the version of the restore right for the transaction, the destination address information for placing the
work, and the file data for the work.

- The server verifies that the contents file is available (i.e. a digital work corresponding to the request has been
backed-up.) If it is not, it ends the transaction with an error.

- The repositories perform the common opening transaction steps.

- The server retrieves the key from the restoration file. It decrypts the work contents, data, and usage rights.
- The server transmits the requested contents and data to the requester according to the transmission protocol. If

a Next-Set-Of-Rights has been provided, those rights are transmitted as the rights for the work. Otherwise, a set
of default rights for backup files of the original are transmitted by the server.

- The requester stores the digital work.
- The repositories perform the common closing transaction steps.

The Delete Transaction

A Delete transaction deletes a digital work or a number of copies of a digital work from a repository Practically all
digital works would have delete rights.

- The requester sends the server a message to initiate a delete transaction. This message indicates the work to be
deleted, the version of the delete right for the transaction.

- The repositories perform the common opening transaction steps.
- The server deletes the file, erasing it from the file system.
- The repositories perform the common closing transaction steps.

The Directory Transaction

A Directory transaction is a request for infonnation about folders, digital works, and their parts. This amounts to
roughly the same idea as protection codes in a conventional file system like TENEX, except that it is generalized to
the full power of the access specifications of the usage rights language.

The Directory transaction has the important role of passing along descriptions of the rights and fees associated
with a digital work. When a user wants to exercise a right. the user interface of his repository implicitly makes a directory
request to determine the versions of the right that are available. Typically these are presented to the user -- such as
with difierent choices of billing for exercising a right. Thus, many directory transactions are invisible to the user and
are exercised as pan of the normal process of exercising all rights.

- The requester sends the server a message to initiate a Directory transaction. This message indicates the file or
folder that is the root of the directory request and the version of the di rectory right used for the transaction.

- The server verifies that the information is accessible to the requester. In particular, it does not return the names
of any files that have a H|DE—NAME status in their directory specifications, and it does not retum the parts of any
folders or files that have HIDE-PARTS in their specification. If the information is not accessible, the server ends
the transaction with an error.

- The repositories perform the common opening transaction steps.
- The server sends the requested data to the requester according to the transmission protocol.
- The requester records the data.
- The repositories perform the common closing transaction steps.
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The Folder Transaction

A Folder transaction is a request to create or rename a lolder, or to move a work between iolders. Together with
Directory rights, Folder rights control the degree to which organization of a repository can be accessed or modified
trom another repository.

- The requester sends the server a message to initiate a Folder transaction. This message indicates the lolder that
is the root of the folder request, the version of the ioider right for the transaction, an operation, and data. The

operation can be one of create, rename, and move file. The data are the specifications required for the operation,
such as a specification of a folder or digital work and a name.

- The repositories perform the common opening transaction steps.

- The server performs the requested operation -- creating a folder, renaming a ioider, or moving a work between
folders.

- The repositories perform the common closing transaction steps.

The Extract Transaction

A extract transaction is a request to copy a pan oi a digital work and to create a new work containing it. The
extraction operation differs from copying in that it can be used to separate a part oi a digital work from d-blocks or
shells that place additional restrictions or fees on it. The extraction operation diflers lrorn the edit operation in that it
does not change the contents oi a work, only its embedding in d-blocks. Extraction creates a new digital work.

- The requester sends the server a message to initiate an Extract transaction. This message indicates the part of
the work to be extracted, the version of the extract right to be used in the transaction, the destination address

information for placing the part as a new work, the file data for the work, and the number of copies involved.
- The repositories perform the common opening transaction steps.

- The server transmits the requested contents and data to the requester according to the transmission protocol. If
a Next-Set-Oi-Flights has been provided, those rights are transmitted as the rights for the new work. Otherwise,

the rights oi the original aretransmitled. The Copy-Count field for this right is set to the numberoi-copies requested.
0 The requester records the contents, data, and usage rights and stores the work. It records the date and time that

new work was made in the properties of the work.

0 The repositories perform the common closing transaction steps.

The Embed Transaction

An embed transaction is a request to make a digital work become a part of another digital work or to add a shell
d-block to enable the adding of fees by a distributor oi the work.

0 The requester sends the server a message to initiate an Embed transaction. This message indicates the work to
be embedded, the version oi the embed right to be used in the transaction, the destination address iniorrnation

for placing the pan as a a work, the file data for the work, and the number of copies involved.

- The server checks the control specifications for all of the rights in the part and the destinationfli they are incom-
patible, the server ends the transaction with an error.

0 The repositories perform the common opening transaction steps.

0 The server transmits the requested contents and data to the requester according to the transmission protocol. If
a Next-Set-Oi-Flights has been provided, these rights are transmitted as the rights for the new work. Otherwise,

the rights of the original aretransmitled. The Copy-Count field for this right is set to the number-of-copies requested.
- The requester records the contents, data, and usage rights and embeds the work in the destination file.

- The repositories perform the common closing transaction steps.

The Edit Transaction

An Edit transaction is a request to make a new digital work by copying, selecting and modifying portions of an
existing digital work. This operation can actually change the contents of a digital work. The kinds of changes that are
permitted depend on the process being used. Like the extraction operation, edit operates on portions of a digital work.
In contrast with the extract operation, edit does not aiiect the rights or location of the work It only changes the contents.
The kinds of changes permitted are determined by the type specification of the processor specified in the rights. In the
currently preferred embodiment, an edit transaction changes the work itseli and does not make a new work. However,
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it would be a reasonable variation to cause a new copy of the work to be made.

- The requester sends the server a message to initiate an Edit transaction. This message indicates the work to be
edited, the version of the edit right to be used in the transaction, the file data for the work (including its size), the
process-ID for the process, and the number of copies involved.

- The sewer checks the compatibility of the process-ID to be used by the requester against any process-ID speci-
fication in the right. if they are incompatible, it ends the transaction with an error.

- The repositories perform the common opening transaction steps.
- The requester uses the process to change the contents of the digital work as desired. (For example, it can select

and duplicate pans of it; combine it with other information; or compute functions based on the information. This
can amount toediting text, music, or pictures or taking whatever other steps are useful in creating a derivative work.)

- The repositories perform the common closing transaction steps.

The edit transaction is used to cover a wide range of kinds of works. The category describes a process that takes

as its input any ponion of a digital work and then modifies the input in some way. For example, for text, a process for
editing the text would require edit rights. A process for 'summarizing' or counting words in the text would also be
considered editing. For a music file, processing could involve changing the pitch or tempo, or adding reverberations,
or any other audio effect. For digital video works, anything which alters the image would require edit rights. Examples

would be colorizing, scaling, extracting still photos, selecting and combining frames into story boards, sharpening with
signal processing, and so on.

Some creators may want to protect the authenticity of their works by limiting the kinds of processes that can be

performed on them. If there are no edit rights, then no processing is allowed at all. A processor identifier can be included
to specify what kind of process is allowed. if no process identifier is specified, then arbitrary processors can be used.
For an example of a specific process, a photographer may want to allow use of his photograph but may not want it to
be colorized. A musician may want to allow extraction of ponions of his work but not changing of the tonality.

Authorization Transactions

There are many ways that authorization transactions can be defined. in the following, our preferred way is to simply
define them in terms of other transactions that we already need for repositories. Thus, it is convenient sometimes to
speak of ‘authorization transactions,‘ but they are actually made up of othertransactions that repositories already have.

A usage right can specify an authorization-ID, which identifies an authorization object (a digital work in a file of a
standard format) that the repository must have and which it must process. The authorization is given to the generic

authorization (or ticket) server of the repository which begins to interpret the authorization.
As described earlier, the authorization contains a server identifier, which may just be the generic authorization

server or it may be another server. When a remote authorization server is required, it must contain a digital address.
It may also contain a digital cenificate.

If a remote authorization server is required, then the authorization process first perfonns the following steps:

- The generic authorization server attempts to set up the communications channel. (If the channel cannot be set
up, then authorization fails with an error.)

- When the channel is set up, it performs a registration process with the remote repository. (lf registration fails, then
the authorization fails with an error.)

- When registration is complete, the generic authorization server invokes a ‘Play’ transaction with the remote re-
pository, supplying the authorization document as the digital work to be played, and the remote authorization server
'(a program) as the 'player.' (If the player cannot be found or has some other error, then the authorization fails with
an error.)

- The authorization server then ‘plays’ the authorization. This involves decrypting it using either the public key of
the master repository that issued the cenificate or the session key from the repository that transmitted it. The
authorization server then performs various tests. These tests vary according to the authorization sewer They
include such steps as checking issue and validity dates of the authorization and checking any hot-lists of known
invalid authorizations. The authorization server may require carrying out any other transactions on the repository
as well, such as checking directories, getting some person to supply a password, or playing some other digital
work It may also invoke some special process for checking information about locations or recent events. The
‘script’ for such steps is contained within the authorization server.

- If all of the required steps are completed satisfactorily, the authorization server completes the transaction nomially,
signaling that authorization is granted.
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The Install Transaction

An lnstall transaction is a request to install a digital work as runnable software on a repository. In a typical case,
the requester repository is a rendering repository and the software would be a new kind or new version of a player.
Also in a typical case, the software would be copied to file system of the requester repository before it is installed.

The requester sends the server an Install message. This message indicates the work to be installed, the version
of the Install right being invoked, and the file data for the work (including its size).
The repositories perform the common opening transaction steps.
The requester extracts a copy of the digital certificate for the software. If the certificate cannot be found or the
master repository for the certificate is not known to the requester, the transaction ends with an error.

The requester decrypts the digital certificate using the public key of the master repository, recording the identity
of the supplier and creator, a key for decrypting the software, the compatibility information, and a tamper-checking
code. (‘This step certifies the software.)

The requester decrypts the software using the key from the certificate and computes a check code on it using a
1-way hash function. If the check-code does not match the tamper-checking code from the certificate, the instal-

lation transaction ends with an error. (This step assures that the contents of the software, including the various
scripts, have not been tampered with.)

The requester retrieves the instructions in the compatibility-checking script and follows them. If the software is not

compatible with the repository, the installation transaction ends with an error. (This step checks platfonn compat-
ibility.)

The requester retrieves the instructions in the installation script and follows them. If there is an error in this process
(such as insufficient resources). then the transaction ends with an error. Note thatthe installation process puts the
runnable software in a place in the repository where it is no longer accessible as a work for exercising any usage
rights other than the execution of the software as part of repository operations in carrying out other transactions.
The repositories perform the common closing transaction steps.

The Uninstall Transaction

An Uninstall transaction is a request to remove software from a repository. Since uncontrolled or incorrect removal
of software from a repository could compromise its behavioral integrity, this step is controlled.

The requester sends the server an Uninstall message. This message indicates the work to be uninstalled, the
version of the Uninstall right being invoked, and the file data for the work (including its size).
The repositories perform the common opening transaction steps.
The requester extracts a copy of the digital certificate for the software. If the certificate cannot be found or the
master repository for the certificate is not known to the requester, the transaction ends with an error.
The requester checks whether the software is installed. If the software is not installed, the transaction ends with
an error.

The requester decrypts the digital certificate using the public key of the master repository, recording the identity
of the supplier and creator, a key for decrypting the software. the compatibility information, and a tamper-checking
code. (This step authenticates the certification of the software, including the script for uninstalling it.)

The requester decrypts the software using the key from the certificate and computes a check code on it using a
1-way hash function. If the check-code does not match the tamper-checking code from the certificate, the instal-

lation transaction ends with an error. (This step assures that the contents of the software, including the various
scripts, have not been tampered with.)

The requester retrieves the instructions in the uninstallation script and follows them. If there is an error in this
process (such as insufficient resources), then the transaction ends with an error.

The repositories perform the common closing transaction steps.

Claims

1.
A distribution system for distributing digital works, said digital works having one. or more usage rights attached
thereto, said distribution system comprising:

a grammar for creating instances of usage rights indicating a manner by which a possessor of an associated
digital work may transport said associated digital work;
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means for creating usage rights from said grammar;
means for attaching created usage rights to a digital work;
a requester repository for accessing digital works, said requester repository having means for generating usage
transactions, each said usage transaction specifying a usage right;
a server repository for storing digital works with attached created usage rights, said server repository having
means for processing usage transactions from said requester repository to determine if access to a digital
work may be granted.

The distribution system as recited in Claim 1 wherein said grammar further specifies a default plurality of conditions
for an instance of a usage right, wherein said one or more conditions must be satisfied before said usage right
may be exercised.

The distribution system as recited in Claim 2 wherein said means for creating usage rights from said grammar is

further comprised of means for changing said default plurality of conditions for an instance of a usage right.

The distribution system as recited in Claim 1 wherein said digital work is a software program.

The distribution system as recited in Claim 1 wherein said grammar is further for creating a first version of a usage. ..
right having a first set of conditions and a second version of said usage right having a second set of conditions.

A computer based system for controlling distribution and use of digital works comprising:

a usage rights grammar for creating instances of usages rights which define how a digital work may be used
or distributed, said usage rights grammar comprising a first plurality of grammar elements for defining transport
usage rights and a second plurality of grammar elements for defining rendering usage rights;
means for attaching usage rights to digital works;

a plurality of repositories for storing and exchanging digital works, each of said plurality of repositories
comprising :
means for storing digital works and their attached usage rights;
transaction processing means having a requester mode of operation for requesting access to a requested
digital work, said request specifying a usage right, and a server mode of operation for processing requests to
access said requested digital work based on said usage right specified in said request and the usage rights
attached to said requested digital work; and

a coupling means for coupling to another of said plurality of repositories across a communications medium.

The computer based system for controlling distribution and use of digital works as recited in Claim 6 wherein said
first plurality of grammar elements is comprised of:

a loan grammar element for enabling a digital work to be loaned to another repository;
a copy grammar element for enabling a copy of a digital work to be made and transported to another repository;
and

a transfer grammar element for enabling a digital work to be transferred to another repository.

The computer based system for controlling distribution and use of digital works as recited in Claim 6 or Claim 7
wherein said second plurality of grammar elements is comprised of:

a play grammar element for enabling a digital work to be rendered on a specified class of player device; and
a print grammar element for enabling a digital work to be printed on a specified class of printer device.

The computer based system for controlling distribution and use of digital works as recited in any one of Claims 6
to 8 wherein said grammar comprises one or more further pluralities of grammar elements, for defining file man-
agement usage rights, for enabling a digital work to be used in the creation of a new digital work,for enabling the
secure installation and uninstallation of digital works comprising of software programs, or for providing a set of
creator specified conditions which must be satisfied for each instantiation of a usage right defined by a grammar
element.

10. A method for controlling distribution and use of digital works comprising the steps of:
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a) creating a set of usage rights from a usage rights grammar, each of said usage rights defining a specific
instance of how a digital work may be used or distributed, each of said usage rights specifying one or more
conditions which must be satisfied in order for said usage right to be exercised;
b) attaching said set of usage rights to a digital work;
c) storing said digital work and its attached usage rights in a first repository;
d) a second repository initiating a request to access said digital work in said first repository, said request
specifying a usage right;

‘ e) said first repository receiving said request from said second repository;
i) said first repository determining if said specified usage right is attached to said digital work;
g) said first repository denying access to said digital work if said identified usage right is not attached to said
digital work;

h) if said identified usage right is attached to said digital work, said first repository detemiining if conditions
specified by said usage right are satisfied;

i) if said conditions are not satisfied, said first repository denying access to said digital work;
i) if said conditions are satisfied, said first repository transmitting said digital work to said second repository.
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1501 ~Digital Work Right:-1:: (Righta")

1502--Right : = ('Right—Code {Copy-Count} {Control-Spec} {Time-Spec I
{Accesa-Spec} {Fee-Spec})

1503-Right-Code := Render-Code I Transport-Code I File-Management
CodeI Derivative-Works- Code I Configuration-Code

1504-Render-Code := [ Play : {Player-. Player-ID} I Print: {Printer: Printer-ID}]
1505-Transport-Code := [Copy I Transfer I Loan {Remaining-Rights:

Next-Set-of-Rights}l{(Next-Copy-Rights: Nextrset-of-Right.s)}

7505"*File-Management—Code := Backup {Back-Up-Copy-Rights:
Next-Set-of-Rights} I Restore I Delete I Folder

I Directory {Name: Hide-Local I Hide-Remote}

{Partsz Hide-Local I Hide-Remote}

1507-Derivative-Works-Code := [Extract I Embed I Edit{Process:
Process-ID}] {Next-Copy-Rights :

Next-Set-ofRights}

1508--Confignration-Code := Install I Uninstnll

15o9~Nex:.set—ot-Rights := {(Add: Set-Of-Rights» {(De1ete:

Set-Of-Rights» «Replace: Set-Of-Rights )}l(Keep: Set-Of-Rights )}
1510~«Copy-Count := (Copieszpoaitive-integer I 0 I Unlimimd)
1511 ~-Control-Spec := (Control: {Restrictable I Unrestrictable}

{Unchargeable I Chargeable})

1512~—Time-Spec : = ({Fixed-Interval I Sliding-Interval I Meter-Time}
Until: Expiration-Date)

1513» fixed-Interval : = From: Start-Time

1514--Sliding-Interval := Interval: Use-Duration

1515-Meter-Time: = Time-Remaining: Remaining-Use

1515~r Access-Spec : = ({SC: Security-Class} {Authorizationz Authorization-ID‘}
{Other-Authorization: Authorization-ID‘} {Ticket Ticket-ID})

1517-VFee-Spec: = {Scheduled-Discount} Regular-Fee-Spec I Scheduled-Feespec I
Markup-Spec

1513'»Scheduled-Discount: = Scheduled-Discount: (Scheduled-Discount:

(Time-Spec Percentage)‘)

1519--Regular-Fee-Spec := ({Fee: I Incentive: } [Per-Use-Spec I Metered-Rate

Spec I Best-Price-Spec I Call-For-Price-Spec]

{Minz Money-Unit Per: Time-Spec}{Max:

Money-Unit Per: Time-Spec} To: Account-ID)

1520~«Per-Use-Spec: = Per-Ue: Money-unit

1521 -Metered-Rate-Spec := Metered: Money-Unit Per: Time-Spec
1522 -Best-Price-Spec := Best-Price: Money-unit Max: Money-unit
1523~rCall-For-Price-Spec := Call-For -Price

1524-» Scheduled-Fee-Spec: = (Schedule: (Time-Spec Regular-Fee-Spec)‘ )
1525~«Markup-Spec: = Markup: percentage To: Account-ID

Fig. 15
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1.  mm

The present Invention relates to a method for protecting against

5 the unauthorized use of a software application in a computer network

environment.

2. ABLBAQKGEQUND

A computer network is typically an interconnection of machines or

to agents over finks or cables. The open access characteristics of a computer

network presents opportunities for the unauthorized copying of software. thus

erocfing the licensing revenue potential of software developers. Traditionally,

either the entire network must be licensed (commonly referred to as a site

license). or each node where the software is run must be licensed (commonly

15 referred to as a node license). A node refers to a single machine, agent or

system in a computer network. A Ecense is an authorization given by a

software developer to a customer to use a software application in a specific
manner.

20 A site license lets all users at a designated location or network

use the software application. regardless of their position on the network. This

flat-tee approach is an overkill for a low usage software application. A node

Bcense not only ties a software application to a particular machine in a

network. but also is not cost effective for the infrequent use of a software

25 application. See, for example. U.S. Patent No. 4.688.169. Furthemtore. it new

users of licensed nodes wish to use the software appication. they are often

required to purchase additional licenses.

An alternative to a site license or a node license is the concept of

30 a concurrent usage license. A concurrent usage license restricts the number

of users allowed to use a software application at any given time, regardless of

their location on the network. Just as renters check out available copies of a

.1.
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15

20

’25

30

movie video from a video rental store. users on a network check out a software

application trom an agent on a first-come-first-serve basis. Thus. a concurrent

usage license charges a fee for the use of a software application proportional

to its actual use.

Methods to license a software appfication for conwrrent use in a

network environment are currently offered by Highland Software. Inc. and

Apollo Computer, Inc. See. M. Olson and P. Levine. ‘Concurrent Access

Licensing‘. Unix Review. September 1988. Vol. 6. No. 9. In general. the

license for a software application is stored in a database controlled by a

license server. A license server is a program that not only stores the license.

but also verifies the users credentials belore checking out the license to the

authenticated user. To protect against the authorized use. these methods to

license concurrent usage rely on secured communications such as

publiclprivate key encryption. Under publidprfvate key encryption. each user

of the system has two keys. one of which is generally known to the public. and

the other which is private. The private transformation using the private key is

related to the public one using the pubflc key but the private key cannot be

computationally determined from the public key. See Denning. D..

Cryptography and Data Security. Addison-Wesley. 1982. The encryption key

is hidden in the license server to encrypt the database of Ecenses. Well

designed public/private key encryption schemes are tfiffioult to crack.

especially if the license server is located in a trusted environment. A trusted

environment is one whose access is limited to users having the proper

credentials. However. a license sewer is more likely to be located at e

customers site and hence in an hostile environment. it lollows that the Scenes

server is vulnerable to sophisticated lrltruders. Once the private key is

decrypted. ell sensitive information on the license server such as licenses are

compromised.
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It is thereiore an object 0! the present Invention to provide a more secure

method to protect against the unauthorized use of software In a concurrent use

licensing environment.
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The present invention provides to the software application the

verification and ficense check out functions which are normally performed by a

5 license server. The preferred emborfiment of the present invention comprises a

cornputer network including a plurality of agents running at least one license

sewer and at least one software application. The Scenes server controls a

database of an agent containing the license intorrnation for the software

application. The license information is contained in a license token. and is

10 stored in the database controlled by the license server. The license token is a

special bit pattern or packet which is encrypted by the software vendor of the

application software. The software application communicates with the license

server through a licensing library. The licensing library is a collection of library

routines that the software application invokes to request or renew a license

15 from the license server. Betore a software application ohtains a license. the

license token must be decoded by a license access module. The license

access module. which is Inked with the software application and the licensing

library is a program that decodes the license token from a vendor specific

format to a licensing library format.

20

‘when an user wishes to nm a software appfication. the licensing library

invokes a call to request a Ecense token from the Bcense server. In contrast to

the prior art where the Scenes server either grants or denies the request after

verifying the users credentials. the license server in the preferred embodiment

25 of the present invention finds the correct Ecense token for the software

application and transmits the license token to the licensing ibrary. The license

access module attached to the icenslng library decodes the icensing token.

Routines in the licensing library coupled to the software application verify the

license information before checking out the license and updating the license

30 token. The license access module encodes the updated license token before

returning it to the ficense sewer.
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Because the verification and check out function of e Ecense token are

performed by e sottwere application. the software appiication rather than the

license server becomes the point of attack by unauthorized users. Reverse

engineering the license access module is less rewarding than attacking the

Scenes server because the license access module reveals the mntents ot a

traction of a database of rrcenses. By the time most attackers crack the license

access module, the software vendors would most likely introduce newer

versions of the software appicatlon and new license access modules tor them.

Thus the present invention provides a more secure method tor protecting

against the unauthorized use of a software application in a computer network '

environment without modifying the underlying computer network
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Figure 1 illustrates a network environment employing the present

invention.

Figure 2 describes the architecture at a network licensing scheme

employing the preferred embodiment of the present invention.

Figure 3 describes the instaliation oi a license taken in the preferred

embodiment oi the present invention.

Figure 4a illustrates the use of a license token to request a license from

a license server in the preferred embodiment of the present invention. .

Figure 4b illustrates the use of a Eoense token to renew a license mm

a license server in the preferred embodiment at the present invention.

Figure 4: illustrates the use of a license token to release a Eoense tram

a license server in the preterred embodiment of the present invention.
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The detailed description that follows is presented largely in terms of

algorithms and symbolic representations of operations on data bits and data

structures within a computer memory. These algorithmic descriptions and

representations are the means used by those skilled in the data processing ans

to most etiectively convey the substance at their work to others skilled in the
art.

An algorithm is here. and generally. conceived to be a sell-consistent

sequence at steps leading to a desired result. These steps are those requiring

physical manipulation of physical quantities. Usually. though not necessarily.

these quantities take the term of electrical or magnetic signals tapable of being

stored. transferred. combined. compared. and otherwise manipulated. it proves

convenient at times, principally for reasons of common usage. to rater to these

signals as bit patterns. values. elements. symbols. characters. data packages.

or the nice. it should be borne in mind. however. that all of these andtsimilar

temts are to be associated with the appropriate physical quantities and are

merely convenient labels applied to these quantities.

Further. the manipulations perlormed are often referred to in terms. such

as adding or comparing. that are commonly associated with mental operations

perlormed by a human operator. -No such capability of a human operator is

necessary. ordesirable in most cases. in any of the operations described

herein that term part ot the present invention; the operations are machine

operations. Useful machines for pertorming the operations at the present

invention include general purpose digital computers or other similar devices. In

a! cases there should be borne in mind the distinction between the method ot

operations in operating a computer and the method cl computation itself. The

present invention relates to method steps for operating a computer in

processing electrical or other (e.g. mechanical. chemical) physical signals to

generate other desired physical signals.

.7-
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The present invention also relates to an apparatus tor performing these

operations. This apparatus may be specially constructed tor the required

purposes. or it may comprise a general pumose computer as selectively

activated or reconfigured by a computer program stored in the computer. The

algorithms presented herein are not inherently related to any particular

computer or other apparatus. In particular. various general purpose machines

may be used with programs written in accordance with the teachings herein. or

it may prove more convenient to constmct e more»specialized_apparatus to

perform the required method steps. The required structure tor a variety oi these

machines will appear from the description given below.
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The following detailed description is divided into several sections The

first of these sections describes a general network environment for accessing a
5 database of licensed soitware programs. Subsequent sections discuss the

details of a method for protecting against the unauthorized use or a software

application.

 
1 0

Fteierrlng to Figure 1. computer network environment comprises a

plurality of data processing devices identified generally by numerals 10

through 10" (illustrated as 10. 10' and 10"). These data processing devices
may include terminals. personal computers. workstations. minicornputer.

15 mainframes and even supercomputers. For the purposes at this Specification.

all data processing devices which are coupled to the present lnvention's

network are collectively referred to as ‘agents’. it should be understood that

the agents may be manuiactured by different vendors and may also use

different operating systems such as MS—DOS. UNIX. os/2. MAC os and

20 others. Particular examples of suitable agents include machines manufactured

by sun Microsystems. Inc.. Mountain wew. Calif. Each of the agents has an

, input device such as a keyboard 11. 11' and 11" ora mouse 12. 12' and

12». As shown. agents 10 through to“ fillustrated as 10. 10' and 10") are

interconnected tor data transfer to one another by a common cable 13. it will be

25 appreciated by one skilled in the an that the common able 13 may comprise

any shared made. such as coaxial cable. fiber optics. radio channel and the

like. Funhennore. the network resulting from the interconnection of the cable

13 and agents 10 through 10" (illustrated as 10.10’ and 10") may assume a

variety of topologies. such as ring. star. bus. and may also include a collection

30 of smaller networks linked by gateways or bridges.
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Referring again to Figure 1 is a Ecense service 14. The license

service 14 is a resource shared by every agent connected to the network in

the preferred embodiment of the present invention. the license service 14

comprises license servers 15 through 15'“ (illustrated as 15, 15' and 15'")

and databases 17 through 17'“ (illustrated as 17.17’ and 17'"). where m is

less than or equal to n. A license server is a program that nine on an agent with

a memory storage capability. Each Ecense server 15 (i“U51l'a1Qfl as 15. 15'

and 15'“) communicates with a database 17 stored in memory on the agent

over an interface 16 (illustrated as 16, 16' and 16'“). As will be described In

detail below. the database 17 stores Ecensing information for various software

applications which are purchased and authorized to run in the computer

network environment. The license server is not imited to run on a specific

agent. but can operate on any agent including the agent on which the user is to

operate the appfication. Thus. any agent connected to the network may

function as a license server as well as a device on which a user may operate

application software. As will be described below. the icense server does not

perform verification of licenses of application software: rather the license server
is passive and provides storing. locking, logging. and crash recovering

function for the application software.

Figure 2 illustrates the architecture ofa network licensing scheme of

the present invention. The architecture comprises a database 18. database
interface 19. license server 20. licensing fibrary 24. License access module

27. Ecense administration tool 21. Bcense service binder 29. and license

production tool 34.

The database 18 stores Ecensing information and application usage

data. Preferably the database 18 comprises a plurality of records which

contain the following information:

.1Q-
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Unique Key Table Keys for all other tables

Vendor Table Vendors ID and name

Product Table _ Product number and name

5 Version Table Version number anddate

l.icense Table License #._exp date. total units

License Token Table Stores encoded license token

Unit Group Table A group's allocation at license

Group Ust Table Name oi the group

to Allowed Users Table credentials of allowed users

Current Ucense Use Table Applications using a license

Lock Table Locked records in database

Authorized administrator Table Login names of administrators

Ucense Operation Log Table Administrators log inicrrnation

15 License Usage Log Table Request handle plus Client Log

Ucense Queue Log Table License wait queue

Application Message Log Table Application specific messages

20

A database interiace 19 provides communication between the Ecense

server 20 and the database 18 in order to prevent concurrent access to the

same database record by multiple users which can cause the date in the

record to become corrupted. _Thus. only the owner oi the led: can read from

25 and write to the locked record during the usage of the application.

The Ecense sewer 20 operates on an agent and interfaces the database

18 to flcense administration tool 21. licensing library 24 and license service

binder 29. The license server 20 communicates with the license

30 administration tool 21. licensing library 24 and license service binder 29 via

an intertace 23. Preterably the intertace 23 is a remote procedure call

.11.
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mechanism which permits a process operating on one device or agent

connected to the network to request a resource or service item a remote device

or agent connected to the network See A Birrell and B. Nelson. ‘implementing
Remote Procedure calls.‘ ACM Transaction on Computer systems. February

1984, Vol. 2. No. 1.

Multiple Bcense sewers may reside on rruiliple agents. Preferably the

license server 20 operates in a background mode oi the agent such that its

operation is transparent to a userotthat agent. More particularly. aswill be
described below. the license server 20 provides the following functions: 1)

servicing the requests from the licensing Ebrary 24 tor icense token: (2)

maintaining a wait queue for requests to the database 18 when no licensing

units are available; (3) generating locks for exclusive access to database

18: and (4) providing access to lnlonnatlon in the database 18.

The licensing lbraryzusasetotkbraryroutineswhichenablethe

application 26 to request licensing service trom the license server 20. Upon

receiving the request tor service trom the Ioensing library 24. the license

server 20 retrieves e Bcense token irom the database 18 and transmits it to the

licensing ibrary 24. The licensing ibrary 24 is inked with the application 26

and communicates with the license server 20 over a path 28 with. preterably.

a remote procedure call mechanism 23. Among the major library calls in the

ioensing Ebrary 24 is the application's request for a license from the license

The Ecense access module (LAM)27 is prepared bythe software

vendorzuodecodethe rrcensetolren. Oncedecoded.theapplication26via

routines In the licensing library verifies the icenslng lnlorrnatlon in the license

token and determines whether a ficense may be checked out. The LAM 27

.12.
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also encodes the license token before the application returns it to the database

18 via license sewer 20. The license access module 27 is described in

further detail below.

The Bcense administration tool 21 is utilized by the network administrator

to perform administrative functions relevant to the concurrent usage of a

soltware application. The license administration tool 21 may run on any agent

connected to the computer network. The ficense administration tool 21 is

primarily used to install the license token into the database 18 through the

license server 20. The tunctionarty ot the license administration tool 21

includes: (1) starting or terminating a license server. (2) accessing a database

controlled by a license server; and (3) generating and printing reports on

license usage.

' The application 26 may not access the database 18 directly; rather. the

request for a license is made through the licensing library 24 to the license

server 20 over a path 28. Most network icenslng schemes employ secured .

communication between the licensing library 24 and the icense server 20. in

contrast. the present invention uses the Icense access module (LAM) 27 the

license library 24 and a plurality of license tokens to protect against the

unauthorized use of soltware application in a computer network.

Referring once again to Figure 2, a icense service binder 29 is shown

coupled to the license sewer 20 over a path 30. The Ecense service binder

29 is invoked by means known in the art. such as a network service program.

The license service binder 29 locales all agents that are designated as servers

on the network. and keeps track or which server is servicing which appfication.

The license service binder 29 contacts each server on its table of available

servers and requests a list of products it serves. finally the license service

binder 29 writes the contents of the table of available license servers and the

Est of products into a binding file 32 over a path 31. in Figure 2. the binrfing

tile 32 is coupled to the licensing library 24 over a path 33. The application 26

. .
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queries the binding file 32 to see which license server can service its request

for a license.

A Ecense production tool 34 is used by the software vendor to create a

ioense token for transmittal to the network administrator. Receiving the license

token. the network administrator installs it with the license administration tool 21

into the database 18 through license server 20.

ll..Licensc.Icisen

Referring to Figure 3. the creation of a license token in a computer

network employing the preierred embodiment of the present invention will be

described. A computer network 38 is shown coupled with a Ecerlse

administration tool 39 and a single rcense server 44. The Ecense server 44

communicates with a database 45. Applications 41. _42. and 43 are shown

requesting licensing service from the Ecense server 44. when a customer

purchases a license tor an application. such as a CADICAM program for its V
research and development department. the software vendor creates a license

token with a license production tool. and delivers the icense token to the

customers network administrator. A license token is a special bit pattern or

packet representing a license to use a software application. The network

administrator installs the license token 46 into the database oi the Ecense

server using the license administration tool 39. Unike ihe token used in a

token ring which is passed from agent to agent. a license token in the preierred

ernbofiment ot the present invention is passed only between a license server

and a icensing library for a predeterrnlnéd amount of time. The predetermined

amount of time corresponds to the time the license token is checked out of the

Bcense server. Currently. the Eoense token is checked out_to an application for

no more than ten seconds. and the license token is returned as quicldy as

possible to the issuing Ecense server. The license token 46 contains

lnlorrnation encrypted in the vendors lorrnal such as .vendor identification.

product and version numbers as well as the number ol license units purchased

.14.
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tor the license taken. A icense unit corresponds to the license weighting for an

agent connected to the computer network For example. powerful workstations

could require more Bcense units to use a software application than an average

personal computer.

The software vendor produces a taken using a license

production tool 40. A path 47 illustrates how a license taken 45' makes its

way to a icense edninkstration tool 39 at the customers site. There. the

system administrator installs the icense token 46' as icense token 46 into the

license database 45 of the icense sewer 44. A path 48 indcates the transfer

oi the license taken 45' tram the license administration tool as to the license

server 44 and into the database 45 as license token 48. The license sewer

44 is now ready to entertain requests horn applications 41. 42. and 43 for a

license to use the application correspondng to token 46 as we! as other

applications represented in its database 45.

ltshouldbeunderstoodthat eachnetworkrnayhaveepturalityot

license servers and each license serverrnay have in its database a plurality or

license tokens for a variety of software applications. Reterring again to Figure

3. ll application A 41 requests and checks out the license token 46 for less

than ten seconds, applications 8 and C 42. 43 would be unable to check out

. the license token 46 ittheir requests were made during the same time

appication 41 Is dtecldng out a icense lrorn the lcense taken 48 because oi

the locking mechanism provided by database Interface 19. ‘thus. to achieve

concurrent license usage in network'38. it is prelerred that the network

administrator installs more than one Ecense server. To minimize the task of

recovering trorn license server crashes. It is also preferred that the system

administrator spreads the license units for any one among a _

plurality of strategicaliy located license sewers. For instance. it a network has

tour Ecense servers. the network administrator may want to allocate the twenty

license units for a particular popular application among four license tokens with

.15-
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five license units tor each Ecense token. In the event one license sewer

crashes or the Ecense token is checked out. the other three license servers

may provide ioenslng service to other applications.

Figure 4a illustrates the use of a Icense token to request tor a icense.

As shown. a network 50 is provided. and is coupled to Applications 52. 54

and 58 respectively. Appicetion 58 succeeded in requesting a license token

trom the license server 58 in step 59. The license token is transmitted to

application 56 in step 60. when done. Application 55 returns the license

token to the Icenee server 58 in step 61. Aside from the icense request

functionvperlonned with the license token as shown in Figure 4a. the license

token is also used in othercritical stages oithe fioensing process. For

example. an user may Wish to run an application beyond the initial allocated

time. As shown in Figure 4b. Application 68 makes a liwnse renewal

request 71 front the Ecense server 70 with icense token 72. slmilarty, in

Figure 4c the user makes e license release request 83 when the application

no Icngerneedsthe Ecense units. Assuctntheuserupdatesthe iicensetoken

84 by retumlng the updated license token to the Scenes server 82 in step 85.

 e

In Figure 2. e Ecense access moduie (LAM) 27 is linked with the

application 26 and the licensing library 24 to term the executable code that

software vendors ship to the customers. 'l'he license access module 27

decodeeendenccdestheencryptedlcensetokenasitlsbeingpessed

betweenttteiicerteeeerverartdthelicenslngmraryfl. Thusdteievelot

securityoianapphcationhornunauthorizedusedependsheavilyupon how

secure the license access module is

Conventional network Ecensing schemes use publlcrprivate key

encryption to encode sensitive information. Such a scheme is etiective it the

license server is in a trusted environment. However. the customer has the

.16.
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same eccessto enyegeminanetworlclrchldingthefioense server. The

securityoltheioenslngschemecanbecompromisedbyauserwhodecrypts

the flcense servers private key. Once the unauthorized user determines the

sewers private key. hecendecryptell sensitive lnton-nationonthe icense

5 server. ShouldeIllicenseserversusethesarnekey.eslsfrequentlydone.

then all the secutity ol the applications served by all the license servers will be

compromised.

'l'he license access module 27 first translates e ficense token from e

10 vendorspecitlclonnetto alonnatusable bythe icenslna ibrary 24. 1'he

Icense access module accomplishes the translation in turn modules. one

nndubtmnslatesordecodeseflcensetokenhomavendorspedfrclormattoa ‘

licensing ibrary lormat. The second module translates or encodes the updated

Icense token from the ficensing Ebrary format to the vendor specific format.

15 The second module is invoked anytime the licensing library updatesthe

information in a Ecense token.

Upon receiving the 509059 taken in the licensing library format. the

Ecenslng library invokes routines which verily the correctness of the license by

20 reviewing the following license lntonnation stored in the token: (1) flag. (2)

maintenance contract date. (3) host name and domain. (4) product name. (5)

host id number. (6) scenes serial number. and (7) expiration date at license.

Thlslecorrqaeredtothelnformationmairrtalnedbytheappicetion. lithe

information matches. the lcense is verified. After completing the verification

25 process.eroutineinthelioenslng libtarylslnitietedlvhiohcheoitsoutthe

lcensebydeaementingtheicenseunitslnicensetokenbythenumberol

licensing units being checked out.

'i'he decodng and encoding routines allow software vendors to

30 implement their own security mechanism to protect their licenses from

unauthorized use even though they reside at the customers site.

.17-
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Below is an example ot a sample application using the licensing library

and the license access module written in C language:

Odeflne LlC_RENEWAL_TlME (60) [set renewal time tor this sesslon!
ldeflne EST__LlC__RENEWAL_TlME (l.lC__R£NEWAL_TlME x .9)

NL_vendor_id NL,_Vendor_id - 1223: Iset vendor 3/
NL__prod_num NL_Prod_nurn - ‘02' Iset product ll
NL__verslon NL_Verslon - ( 12/20/88. -1.0‘ ); Iset version la 3/

status - NL__lnlt (vendor_ld, NULL. &job_id); Ilnitiarrze license service!
It (status ls NL__NO_EFlROR) Ieccept lob ld it no error!

{
fprintl (slderr, ‘nl_lnlt failed - error -
%d\n'. status ); [error message it error and

return!

retum:

1

units - 3;
Ipolnter to encode lunctlonl
lpolnter to decode function!

Iset alarrn If no
error]

{
perror (‘Cannot set SlGALRM'): Iallrerwise. error message!
return; -

l
status - NL__request (job__ld. NL_Prod__nurn. Irequest a license!
&NL_Verslon.
units. LlC_RENEWAL_11ME. Nl.,_L2_SRCl-l.
&code_luncs, NULL.
&req_handle. NULL. &app__lnto);

[no error. icense checkedIt (status la NL__NO_ERFlOFl)
out from icense server! V{

tprlrrtl (stderr. 'nl_request faded - error - '
lotherwise. error message!

ccde__tuncs.enccde_p . nl_encode:
code_funcs.decode_p - nl__decode:
ll (signal (SIGALRM). alarrn_lntr ) as (void ') -1)

%dln'. status);
return;

I

I I

:’We got a license license request successful!

alarm (ES'l'__lJC_RENEWAL_TlME): Ifet alarm tor license renewal.. me!

Application Runs Iruns application!

status - NL_release (req_llendle); Irequest to release a license!
fl (status In NL_NO_ERROR)

I
fprlntl (stderr, 'nl_release lalled - error a Iotherwlse. error

.13.
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%d\n‘. stews); messages!
, retum;

l

5 "' Int
alarm_intr 0

1

status - NL_confirm (req_handle. Irenew licensing unit with
LlC_RENEwAL_TlME. NULL): Bcensing server!

10 I‘ ~

' Verity vendor private iniormation
‘I

i

It (statuslu NL_NO__ERHOFt)
15 tprintt (stderr. ’nl_contirm tailed - error . Iotherwlse. error

%\n'. s‘tatus); message!
puts (‘license renewed’) Isuocessful license

] renewall

20

The sample application given above is accompanied by salt-

explanatory annotation to the right margin of the codes or particular interest

are code__tunc.encode__p and code__tunc.decode_p. Encede_p and decode_p

are pointers to the software vendors enwde and decode routines.

25 respedlvely. Taking the pointers in the codejunc variable. the icenslng

ibrary can use the pointers to Invoke the decoding and encoding routines in

the license access module. The three maior licensing library routines. request

for a license (NL_request), release a license (NL,_release_) and renew a license

(Nt._confin-n) invoke the decodng and encoding routines. For example of a

30 Eoense access module. see Appendix 1.

In implementing the license access module. the icense sewer becomes

merely a repository for icense tokens. The licensing Ebrary coupled to the

application pertomts the procedure ot authenticating the license token prior to

35 granting a license and therefore access to run the apptication.

Because the level oi security at the system is dictated by the license

access module. the software vendors are free to make the Scenes access

module as simple or as complex as they desire. In particular, they are free to

.19.

Petitioner Apple Inc. — Exhibit 1002, p. 3232



Petitioner Apple Inc. - Exhibit 1002, p. 3233

10

adopt any oithe encryption schemesaspartoithelrenuyption routines. lithe

security mechanism is broken. and the encryption known to others. than the

software vendors can easily remedy the situation by releasing a new version of

the product with a new license access module.

While the present invention has been particuhrly described with

reference to Figures 1-4 as well as Appendix 1, and with emphasis on certain

language in implementing a method to protect against the unauthorized use oi

software appfication in a computer network environment. it should be

understood that they areiorlflustralion onlyand should not be taken as

limitation won the invention. in ma. it is clearthat the method of the

present invention has utility in any application run in a computer network

environment. it is contemplated that many changes and modifications may be

made.byonesidliedintheart.withoutdeparting tromthe spiritandscopeoi

15 the invention dsclosed above.

.20.
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CLAIMS

1. In a computer network environment including a

plurality of software applications licensed to run on at

least one network of agents, said applications located on

said agents wherein use of the application on a particular

agent is permitted upon the grant of a license, said

license being requested by a user from said agent of said

applications, a system for protecting against the

unauthorized use of said applications comprising:

license token means for storing licensing

information of said applications; license server means

connected to said agents for communicating with said

applications, said license server means having a database

which stores said license token means, said license server

means further retrieving said license token means from

said database upon a request for a license by said

applications, said license server means further

transmitting said license token means to said

applications;

license access means connected to said agents

for decoding and encoding said license token means from

said license server means, said license access means being

integrated with said applications, said license access

means receiving said license token means from said license

.server means; and

licensing library means connected to said agents

for verifying said decoded license token means before

access’to said license is granted, said licensing library

means being integrated with said applications.

2. The system as defined in claim 1, wherein each

said license token means containing licensing information

for at least one version of each said applications.
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3. The system as defined in claim 1, wherein the

contents of said license token means is encrypted.

4. The system as defined in claim 1, wherein said ,

license token means is passed between said license server

means and said licensing library means for a predetermined

time period.

5. The license token means as defined in claim 4,

wherein during said predetermined time period, only one

said applications may check out one said license token
DEEDS.

6. The system as defined in claim 1, wherein said

license server means receives said request for a license

from said applications, said license server searches in

said database for a license token means storing the

license requested by said application before retrieving

said license token means.

7. The system as defined in claim 1, wherein said

license access means decodes the contents of said license

token means before said licensing library means verifies

said license token means. ' '

.8. The system as defined in claim 1, wherein said

license access means encodes said license token means

after said licensing library verifies said license token

means and prior to returning said license token means to

said license server means.

9. The system as defined in claim 1, wherein said .

licensing library verifies said license token means by
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comparing the licensing information stored in said license

token means with the licensing information maintained by

said application.

10. The system as defined in claim 1, wherein said

licensing library means checks out said license of said

application in response to a positive comparison of the

license information.

11. The licensing library means as defined in claim

10, wherein said license for said application being

checked out after said licensing library verifies said

license token means.

12. In a computer network environment including a

plurality of software applications licensed to run on at -

least one network of agents, said applications located on

said agents wherein use of the application on a particular

agent is permitted upon the grant of a license, said

license being requested by a user from said agent of said

applications, a system for protecting against the

unauthorized use of said applications comprising:

license token means for storing licensing

information of said applications;

license server means ‘connected to said agents

for communicating with said applications, said license
server means having a database which stores said license

token means, said license server means further retrieving

said license token means from said database upon a request

for a license by said applications, said license server

means further transmitting said license token means to

said applications;
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license access means connected to said

application and accessible from said agents for decoding

and encoding said license token means from said license

server means, said license access means being integrated -

with said applications;

licensing library means connected to said

application and accessible from said agents for verifying

said decoded license token means before access to said

license is granted, said licensing library means being

integrated with said applications: and
license binding means connected to said license

server means and to said licensing library means for

constructing a binding file, said binding file informing

said licensing library means which of said license server

means may grant a license to said application.

13. The system as defined in claim 12, wherein said

licensing library means are located on the same agents as

said applications.

14. The system as defined in claim 12, wherein said

license sever means are located on the same agents as said

licensing library means.

15. The system as defined in claim 12, wherein each

-said license token means contains licensing information

for at least one version of each of said applications.

16. The system as defined in claim 12, wherein the

contents of said license means is encrypted.

17. The system as defined in claim 12, wherein said *

license token means is passed between said license server
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means and said licensing library means for a predetermined

time period.

18. The license token means as defined in claim 17,

wherein, during said predetermined time period, only one

of said applications may check out one said license token
means.

19. The system as defined in claim 12, wherein said

license server means further transmit said license token

means to said licensing library means.

20. The system as defined in claim 12, wherein said

license access means decodes the contents of said license

token means before said licensing library means verifies

said license token means.

21. The system as defined in claim 12, wherein said

license access means encodes said license token means

after said licensing library verifies said license token

means and prior to returning said license token means to

said license server means.

22. The system as defined in claim 12, wherein said

license binding means constructs said binding file by

_contracting each said license server means to request for

a list of applications it serves, said binding file

containing said list of applications available from said

license server means.

23. In a computer network environment including a

plurality of software applications licensed to run on at

least one network of agents, said applications located on
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said agents wherein use of the application on a particular

agent is permitted upon the grant of a license, said

license being requested by a user from said agent of said

applications, a system for protecting against the

unauthorized use of said applications substantially as

hereinbefore described with reference to the accompanying

 

drawings.

1
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Description

A N FTHEI NT N

t.Freldoitheim/ention

The invention generally relates to a security system and. more specifically. to a method and system tor pemitting
snauthenticusertousechargedhfantafionwrddthasbeendishbtnedviepadrageatansrrissbnniediamfile
charging and controlling the use of distributed charged iniorrmtion.

2. Description of the Prior Art

Inordetuausedtangedirliornatimsudiasrruxsic. movies. games.etnprovidedbyinlot'mationprwi!ersthatpro-
vitevanwsmogmsotsudtdamedhbrnafimatserhasgataallymtatemnsteps hthefirststep(erobtnining
step).theuserobtainsadesiredprogramtromoneottheintormefionprovidersbypudxashgspedzagemetiasuzh
asan FD (fioppydisc). anoptical disc (e.g.. CD-ROM (corrpact dsc raw onlyrnernory) and DVD (difitat versatile disc
orvideodisc)), emonwtichthedesired prograrnisrecorded(aH~§nednstrbtrfionuobtsirfing)abydumbadngflte
desiredprogramtromtheservercorrputetotanmtorn1afionprovide!throughapredetern6nedprocedtxe(on-rmedrs-
tnhrtionorobtaining). lncaseailheon-line theusermayeiti1erpiayflteprngr‘arnwtfledmh'irIgit(i.e..the
tmstqasareexecutedhparailei)orstoretheprogamwhileobtainingititthefirslstepardenecutetheprogramlater
asthesecondstq: (orusingstep). Ineaseottheofl-lineobtaimhg, inthesecondstqatheusetioadstheobtsined
recordng merisintoanappropriatede/ioearudcfirecl1yplays(or exeartes)tt1eprogamororIcestoresttieprogreminto
themerrtoryotthedevieeandthenpleystheprogram.

Japanese Patent unexamined ptbtication No. Hei7-295674 (1995) discloses asecuritysysterntoruseinthe sec-
ondorusingsteptoraCD-ROM. lnthis systemtheusercanuseencrwted inturntetimwttidtisrecordedtogettterwittt
apcblic keyotatoiIcenter(acenterptblickey)onaCD-FtOMbyeneryptingwiththeoentaptbEckeyarIdserIir1ga
codeotdesiredprogt-aminctudedintheintortratbnartdauser-gataatedkeytotheitbrmifimproviderervdby
deayptirngtheinformafionwithanencryption keywt'édthssbeenena'yptedwiflttheuser-qeneratedkwandsemby
theinformationprovider. Howeventheidentityottheuserisnotverilied.pemittingsrmlatideuserwhohaveobtained
otherperson'sCD-FtOMtoLseit. Furflrterjteeemapwickeyispressedtogedterwimtheauyptedhtfanafimm
theCD-ROM. Thismakesndrfiicutnoctxarngethecertterpdaticluay.Atso.ttis<:ausesdiflerer1tpro\riderswt1optobal:ty
wanttousedifferent oenterpLbtickeystotometheCD-Ft0M manufsd1xet'tct.tsediiterer1tnIast:sts(orstmrpers)ir1
pressingtheCD-ROMs.

Japanese Patent unexarrined ptblication No. Hei7-238519 (1995) disctosesasecuritysystemtoruseinboththe
firstend second steps. However. this systemisonly applicabtetoasystern inwhich chargediniorrmnbn isfistrbutedonline.

JapanesePatent unatarnined pualication No. Hei8-54951 (1996) disctosesasystem inwhichthequantityot used
sottwareisrnonitored.mflmnhasofltmretsebyflntseisinpededflfinqnnfiyazceedsauedaanfitedqmrfity
Sinceadedicatedhardwareisnecessarybrinpec§ngotsoflwaret.tse,thissystemisontysuitd3letortheuseina
serverinaon-linedistribution system '

‘ihereieatsoasysterntorpernittingausertouse.onIytorat1ialperiod.sofMarewtictthasbeer1rItstrixrtedwith

datadefiningthetrialperiod. Inttissystem.snnlatidetsanuyrnaiceflwesoflwareretistblebyhstalihgmesdtware
againcrsetfingthetsersysternclodtfrxapasttime. . .

Thereeretheseandotherprogamsintheart.ltisanobjectatvteinventimtoptoviieasystemiorpernittingonly
aneuthenticusa(a userwhohevelegaliyobtainedchervgedintormationeitherontineerotflirtetroman information

provider)tousethecl'targed Information withoutanytimitation. chargingtbreadt tirneoiitsuse. erwitiinthetderance

at e use-limiting factor (e.g.. the quantity used, the days elapsed since the day at its purchase or the curent date)
acoordingtothetypeotthe charged irrinrmation.

 

Aoooruing to the prindptes of the invention. it is assumed that charged information orsn application package is as-
triauted. eitherviapackagetor recorrfing) mediaorviatransmissionmedia.togetherwithatleastcantr'o| information

suchasamediatitteandarnedia eode.etr:. Howwer.anflh:suafiveerrbotfimemw1'Hbedescrioedmaiflyirtconjtmcfion
with charged information recorded on and distrbuted by means of the DVD.

Foranytypeotciargedintonnetion. charged intormationhasbeenencryptedwitha keyardrecordedonaDVD
when obtained bya user. If distributed charged intorrnation to be piayed is at the limiflessly playable type. the charged
inforrmtion processing is achieved in thetollowing way: the key istirst obtained in a user public key-encrypted tormfrom
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theovoonumkzhthekeyhasbeenrecordedaifluetimeoiseiiingtheDVD:flIeuserpu1:iickey—encryptedkeyis
decryptsdwithauserseueikeystoredinalccardimoadecryptedksxmdfireenayptedchargedhtornmfionis
decwmedwifl1fl1edea'yp1edkeymdconsmned(maIis.piayedorateaned).Tl'reuse1-patczfickey-encryptedkayntay
becbtainadoniine from the server servingtheclienudavice).

iidislrbuteddiargedirfiormationmbepiayedisoimetsage-smsflhrednargirtgtype.theuserischargedforeadw
tinweohsingthemorntafion. hnthiscase,primtopruceséngfl1edargedinh:rnIstior\.mediemdwb1&erxa'ypisau1
sendsauser‘saeditcardnurrIbertooneoHhe1o11serversoiu1eprovideroHheinformafiorI;lhessrverattdsan
amount(e.g..piaytimsorduration)usedassodmedwifi1memiorn1afionm>me\mh:ehamtaIanm:nn(soflmremater)

flefldinavolumedatatabie.mdsendsmewdatedmldanmumvamemfiwdiermmdmecfiandepiaysflvetmdated
totaiamomt. Then the diemstarls the charged information pmoasing.

ifaistrbuted charged inbrmafionmbeplayedisofflnelinfit-attad1sdtwe,thatis. theuseonheintormation isto

beiimitedbythetolera1ceafaoer1ainlimitingiacmrconcemh1gthelrrhx1mfioncor1smm3fior1.fl1erIfi1edientispsrnfit-
iedmouswmmemmgedintm'nnfimaiyflmet5e4inifingiacmriswififi1memaset|hfi Incaseofihislypeoi
charged inionnation. pricrto processing the charged information, theclientsemsihe identifier (ID) codeoia userspec-
ifisdappicationumichisrecordedonlheDVDtomeserver;mreoeivir:gfl1elDcudefi1eseoIertes:sflfltets&lkvfifing
facicrasscciatednriflimeuserepsdfisdappiicafimiswflhhuwepreseilhrfititmtflvenflressrverhttornsmecfiemof
thetestresuit.andthe diemdispisysihetestresuti;iHhetesiwasst.ccoessf:.d.il1enfl:aseweru;:da1esfl1smater(or
imegratedvalue)oHheLse-limitingiactmmuisatdshemadatedvakretufiredientmdinresporsetomersoepfim
oiihaupdatedvaiuethedierndispiaysflweupdatedvalue.Thmthediernsmdsfimdnrgedinfornafioraprooessirtg.

 

Furthercbiecisarzdmvmmgesdmepresaflhvenfionwinbeapparanfimntheioflcwhtgdesaipfimafihepre-
fened enzboaimernsoimeimerrfionasillusimted intheaccompanying drawhps. inthedrawing.

FiG.1isab!od<diagrm1u:howingananangernandasystemmrparnfitiktgatzsertonseatfistizznedappiicafiari
packageonflieternrsoiuseofihepaukagewiuuarégharsecufityaocotdirrgtoafirstmtsuafiveenmodmzandthe
invention: -

FIG. 2 isadiegram showing an axempiarystructure of an appfication (or adtargsd iniormaficn) padcage recorded
onaDVDusedinti-neinventive system;

FtGs.3and4aracfiagamsshowing, inadeailedflotm. exe1rtpwydatasiruct1::'esofthevo1urnedesor'Emor&a~rtd
thsdisirflaufion desar’qat3r 23. reazecfivebr.
HG.5isaflowd1anofa»olm:ecorm'oIprogmrniorpiayhgfiveappiica1ion(s)recordedonthaDVDa:ocording!o
theprhcfipieofirreirwerukxnz

HG.6/HsacfiagtamshowinganexernpIarysm:dmeofavoimtadmatamestmedmaservsrs!m:aninFlG.1;
Fi(3.6Bisadagramshowinganexen'tpiarysimdzrreofaappEtiondazatablestcredinaservezsz
FIG.Tisaofiagamshowii-:gastnrcturealase~ertabIe75storedh1theEEPROM103oHhecfient2;

FIGs. 8A and 8B are liowcharlsoi initial routines executed intsra.aiiveiyby1ha cfiam 2 and the server 8. respec-
tively. atthe beginning oftheprocesses 650. 700 andeoo,

FEG.9isalkmchartshowingaprocedureofafieepiayprocessdwmasstepssomFiG.5.whereincomecfing
adjanemwodsbytwoflmwlinesirtficaesflmteadiblodtisexeanedhnerasfiveiybyadlemmdanassociated
sewer;

FiGs.10Aand10Bareflowd'sar1s§oimiyshowingaprooedLxeinrmsdaiexei'rq31arye:q3ededplayfin1eh'I1ormir:g
rominesimeractivelyexeaned;

HG:11Aar:d118arefhywdnartsjoirrflyshcsvingaprocadureformsdofaxerwtpiarytimedplayartdmsteredusage
report routines interactively exacutedfiorplayinganappiicaiion whiiefimingtheduraticn and dspiayingatimsd play
duration aflerthepiay;

HG: 12A and 12B are flow dnns iointiy showing a procedure formed of exemplary timed appiication-play subrou-
' tines interactively axsoutedforplaying the appiicafion while timing the duration:

FiGs13Aand138mefbwdmrsidnflyflwMngapmce¢xemnnsdddmnafivefinedapp!écatbnpiayumrw-
tinesinteraciivdyexawtedinwfidatinfingdpiaytimeisachievedwifliafinterinflredisflt

FIG. Misaflowchanofan exemplaryappiicatiar1piaysubroutineca1Iedir1steps612aru!622ofFiGs.12Aand
13A.remectiveiy,arrde:eacutedbytI1econtroiler100;

FIG.tsisafkmcharlshowingaprocedw’eofad1argedp|qyprooess700showi'Iassiep700inFIG.5.
FiGs. 16A and 168 are flowcharts jointly showings procedure format! at exentpiary expected charge informing
routines interactively executed;

FtGs. 17A and 17B are flow charts jointly showing a procedure formed of routines interactively executed in block
65ooiFiG.15: ‘
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FIGS. 18A and 18B arellow duartsjoinfly shouingaprocedurefotmed olexermlarytimedplayandmetered charge
rqaon routines intaactivaly executed for playing an application while timing the duration anddisphyinga charge
andatotalmvountofdargesaftertheplay,

F|G.19isaflowcharIshowingapvocedure interactively exeanedbythedientzandflneserversinemeoperafim
b|odc800ofF|G 5,whereinblods oonnectedwifl1twof|oNfineshdiaatesfi1alopes'afimofmeblodsisdoneby
thetwoelementszandsz

FlGa 20Aand 208 areakey-ettcrypfingkeytahleandauseflspmzlic keytable. respecfiveiy. storedinthesen/at:and

Flazocisaflowdzanofaprocessiorobtairzing thempflcationencrypting|ceyK.fromIheservar8;
FIG. 21 is ahlockdiagmm ofan axenplary dedpheret-buin4'n lccard IF acootdingtothe invention;
F!G.22isadiagramshowingaK,,decodetusedinpIaceo1theK,,decoder126o1FIG.21hasystemusirvgthe
aryptosys1emofFlG.20C:

FIG.23isadiagamioreadainingfluemeaningsoHhetems-oHse(TOU)oodasarufl\ecurespmdi1gfini1val-U952

FIG. 24isablockdsagramdiowinganarrangemernofasyslembrplayingadasuixnedappficafimpadcageon
thetermsohxseoflhepadmgewiflxomconmmrticatingwifl'IarvyseI'veracoording‘toaseoor1diflustraIiveen'bodi-
mentcftheinvanlion;

FIG. zsisaflowchartsdwmaticaliyshowinganexenplarycontrolpro§n.mexecutedbytheoor1tIoi1erwoashown
inl-‘Ia 24:

F|Gs.26and27aref|c~vchartss|1onwinganopera1ionofafreeplayrr'Iodeshownins1qo65Oao!F|G. 25ina
detaiiediormandafunhar detaied fotm, respecfiveiy: and

FlG.28isaflwlchartshawinganope:ationofafirrit~altadxedplayn1odeshowninstep800aoiFIG. 25.

 

Forthesakzeoibetteturiderstandingofflmefolloovingdwcripfion,itwilbeusahdtoddhesornetermstobeused.

Charged information provided byan information providerrraybedistrizuted on-line (an ofi-linedistribution) own-
line (in otHina cfistribution). In df-line the charged information is reootded on package mafia or recording
media.anddistributodthroughthesalesnetworkoflheptovidar.1hatis.soldaIsbresinthesalesnetwu1<.1'hepad<-
agemediaincb.ndea||sar1sofporlnblereootdngmediasud1$varbtstypesdrm9ne1icdiscs.avarietydq1ical
memorydiscs(e.g., CD, CD-ROM, DVD). and thecharged |nIur~
matitxlisuansnifiedviatransrrissionnaedahunmesewersathesuvicepdnasofmeptwiiaartdthedsvibmus
a1ignedwi1hfl\eproviderto!hedientdevice(e.g., PC (personaloon'pu1er)) dlheuserwhorequestedthednrged
information. and stored in a recording media oflhe diam (device). Thetransmission media indudeanyteleooImmi-

between91ese¢versandthecEemdevioe.Thepad<ngemediaand
the transnission media are hereinafter referredto en blocas ‘distrbufion made‘.

Thed1argedinformafionmaybeanytypeofsoftwaresud1asnusic.n'mies.games.etc.vmid1areead1referred

toasan Thedistribuaion unitofcharged inIorn1afionisrs$erradtoasa'd1arged
informafion padage' or an "application package‘. There may be included oneot more mpicafions in an qnpficafion
pedago-

Thepteserflirwenfionrelatestoasystetnkwpernitflrwgausertouseadimixnedappficafionpadcageoniheterms
ofuseofusepadtagewixhahighersecuity.

Enbodimam I

Forthe putpose of alistiflusimtive enbodmenl wifl bedesabed in which package meda, amongotha
things, DVDS are used ascistrbution media. ,

FIG.1isabiodxdiagtamshauingananangementofasystemlorpenmfingauserlouseIheapplication(s)
reoordedonaDvbonthetemsofuseoftheDvbwithahighersewrityaoaordhwgtothefislilkxstmfiveenbtadment
oMheinvenfion.InFlG.Lthesystem1con'prisesadien1orDVDplayer2whid1pIaysaD\ID8,at ‘ ‘
network4.andaserversatatollcemeroiflwepravidersvmidmprovidesflreapplicatimpadegeofmeDVDS.

FIG.2isadiagramshowinganexa1plarystrucmreofanappl£cafim(uadnrgedinfomufia1)pad<age20
rooonuedontheDVD3usedintheir1venfivesystem1.InF!a2,1haapp5ca1ionmdcage20ax1p'isesat|eastone
applicationztavwmw(upad<age)desaipwr22wmdshgdamw:oamuunapdimfimmdege20.udad$-

data whichis daiennined mainiyalthefirne of. e.g.. cfistnhufionorsalesafterthe
pressingaHheDVD3.Uhevdumedesaipmrzzardmediarummdesabtmaemfiianesflmwmmewmrudaa
ofthevolumezo.)lnthisenbodimentitisassumedflmatavokxnwuorpackage)controlprograrnwhidwccntolstheuse

oftheapplicationpackagezohoooperaiionwiththesewaraisindudedinarudaistrfiutedwithflveamlicafimpadcnge
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20.Thus.theeppIéca1ionpadege20funher oorrqxisesfl':epad<agecontolptograrn24suitediormetermsofuseo1
thepackage 20. The app§cation(s) 21. the vvoiume descriptor22andthe package (or vo1ume)oan1mt pmgam 24 are
recordedinthedatnareaonheDVDsawrefirneofmamfaduringmeovoamtfiteuwedistrhmondesoriptorzais
recozded in the burst cutting areaatthe time of.e.g.. salesofthe DVD3.

FIGs. 3 and 4 are tfiagtams showing, in a detailed form. exemplary data structuzes oflhe volume descripmr 22 and
thedistibution descrbtm 23, respectively. In FIG. 3. the volume desaiptor 22 atieast containse voamteidsrlfifiet
(VID,,) 25 which the tifleofthe epptication package 20 is probabiy usedtmandwhieh isthesameastheappiication
idenfifierifthepackageorvolumezownminsmlymwappEcafim;aprovida'idem&iet26;vc1mteaeafimdateand
tirne27emichmaybeusedfiorthebasepoirnbywhki1vu1umeexpiretioxtdataartdtintaasdeserixedleterisdeter
mined;andvulumedfecfivedatemwfimzaiwicafiwmdateamfimmtflwhidximvdzmezoiswmlaue.lithe

volumazowmaimnme&anmeapmicafiors,flmw|wmdesa¢>wr22hnmammahsmpfimfimwaifliem
(AlD,'s)29.

In FIG.djhedistrfbuliondescriptnrzaaorrtprises1hefiddsol:evo4umeissuenm11bs1(NO,4)3owrfid1uontainsa
serialnznmbergiventoeachonhedistmutedappIicafio:1pedageso1anh1e'11i¢:alvoiuneédsr1t§ier(vohmetDmfiue)

VlD,,intheorderofdistribulion;aserverp1b1ickey(PK,) 311l1edataofvvhichisgivenbytheserver6a1atollcen1e4'
oflheproviderezaPK"(user-pubiic-key)-eawayptedappficafimvermryxrfirtgtey(K.,)32;andaetesda1eendIime33.‘me
keyPK,31 fietdoomaksakeywhid1hasbee:1Lxsedinencrypfingead1app!aca1£on21inthepackaqezoandumich
hasbeenencn/piedwithausetpub1ickey(PK,,)oltheuserwhohas|egaIIyobtained1hepad<age20.N:pmpriateda1a
ererecoradinalloHhefie£ds30Ihro:.cgh34atIhe1imea1di=stritbutior1ofthepadvagezo.i.e..anhetimeofsaJesof
the DVD3in1his embodiment.

Thedistributiondesaiptor23fur1hea'aontprisesthefield34oHerrrs-of-Lisecode(ntodeoode)plusfimitvaIue1or
thevoltn11e(1hevo|urne|ir1fitvaluefie£d)and.fureachoffl'IeappiEca1ion|Ds29.thefie£zis35ofterms-of-useocdepius
timitvaluefortheepptication ID29(app!icafionEmitvaluefietd).flterrrIsofuseareseton!ytothevo1w11e20.the4'eis
noneedafthefieldas.Iltemsoh:seerese¢toeed1epplica1iot1,mefie£diseI7mty

FtG.23isadiagamlcrexplainingthemeaningsolmeterms-of-use(r0U)codesartdtheoorrespondérrgfinfitval-
ues.!nFlG.23.theterms—of-usecodemeybe,e.g.,oneby1einlength.11wehigherdigit(X)offl1eTOUcodeh'x&cates
metargettowhidnfltetermsofuseisappiiedassho:-animabieas.Thatismighercfigitsoio. 1, 2,...irm5<zte1hatthe
1OUwdesbegimfingvflmtr:osed£gilsaretm'meenfirevo!unte.app£icafim1.app!ication2andsoon.TheIowe4'digit
(Y)c>1fl1eebovententionedterms-of-Lcsecodeind£catesfl1etennso1useof1hepad<age20orthaappwtSon21to
whid1iheoodeisset,ar:disdh'ecflytolbo:vedbyaeomespona1rtgIitnitvalueasstum«nin1&1e37olFtGt2a.Spe::ifiae.H;a
thetenns-of-useocde(orTOUcode)of0OHmems.btexaInp|e.haWww1m1e20istsab1efieelyaflerésufi:ufim1.
Thevalue31Hmeans.forexampte.fi1at1heapp!i<:aIion3nowrid1fl'ceTOUoodeiasetcanbetssdbypayingperunit
oiptaydurafion.Thetcwerdigitof2Hormorerrseansme1mevolunte20m'meepp5icafientowhidImeTOUcodeis
setcanbeusedfreetyunfimeoonespondingIin'étvelueareread1ed,whéd1o5®lesfurfl\ea'use.Assee11fio:nme
tab!e.flIeuse—fimifing1actorsdsternfinedbyfl1eTOUcodes\amoselowe:digilsare2Hto5Harethecun‘en1dateand
1ime,1he expiration date and 1ime,fl1e amount of used period. and the mess count. reepectivety.

Sincefl1edataotthedis1rPbufimdesa'éptor23canbesetasdescrflaedabtwemisprovidesboththeprovirletserzd
theuserswith rnotefiexfiailfiy thencorwentionalwstem can pwvide

AgaininF|G. 1.theDVDp1ayer2con'q:>risesacon1rofler 1o0foroontoHingtheenfireDVDp4eyea'2;databus102
connected with the notashawn CPU (central ptwessing unit). not-shown ROM (read-only memory). RAM (random
access memory) 101. and EEPROM (electrically erasabte programrnaase ROM) 103 included in the comrollet 100:
human interfaces (IFs)11oinduding irmmdeviceswd:asakeyboam.avoberecomifimde:ice.anw:seerermxe
oontro!Ier,etc.;anICcatdinter1ace(|F)moforoonnectirrgthebus102w:ritl11heROM(rrntshown)inaIC<:a:d5:aDVD
drivensotorreadingoutthedatareoordedonfl\eDVD3artdfmdamtt.Aafirrgarue'ror-oo:redingtf1ereandata:a
videoandaudiooutputlF140forreceivingaMPEG2bits1reamandoulputlingavEdeoandaLnfioo1m1nsignais;a
dieplaydevice146:aIoudspeaker148.am3aoorrmnmim15on IF15oforoomtmmicafi¢'cgthroughtt1e;nn:1icte1eoo:11:rur
nica1ionns1work4. TheIccardsstonesauserspass\xordPWuandaLse:‘sseu'etkeySKuw?id:coneepondsto1he
user‘sp1Lb!ickeyPK,,metrtionedinoonjtmcfionwiIhthePK"-enayptedAP~em:'ypfingkey(KV)contahedhfl1efiewa2
oitfnedisuizutiondeecriptotzsrecondedinthebutsto.mingareaoHheDVD3.Thevideoandaudioou1putIF140
includes a MPEG2 video deaode:142 and a MPEG 2 audio decoder 144.

Astorob1ainingtheDVD3.thetemaybesomeways.tfonei=stobuyaDVD3.e.g..etsomebooksto:eor1hrough
mail order. heoishe hastomveflrePK,,-enayptedversimdmappfwafim-e1tayp1hgkey(K,) teeozded inthebuzst
a.mingareao1thedesired£WD3bynofifying hisorhetpub!ickayPKuwhk:hcm'respottxSmhisorhersecretkeySKu
storedinthelccards.I1oneisamernbero1aD\lDdis111b:.x1ionservice.heorshe<:anobtainaDVDwi1haPI<.,-

encryp1edAP-enaypfingleyrecmdedwfllmutnofifyirrgthePK,_,eed1timeolabtainingbecauseheorshenu.:sthave
no1ifiedIhePK,,whenheo:sheappIiedtorflIeservice.

tnoperafion.theuserfirstsetsadesiredDVD3in1heDVDdrivet130oftheDVDplayer2.andissuesastanoom-

mandto1heDVDpIayer21Ivoughanapproprietehuman lF110.kIresponsetoareoeiptoffl1estanoon'mand.fl1e
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controller 100readsthevdmneconvdprogmm24fiornfl*:eda1aareaofthe0VD3mrw§fmIeDVDdtivu 130while

|oedingthereadprogram24into1heRAM 101 oftheoonttofle! 100.arIdlher1exea.aesthevdwneoornrdprogtarn24.
F|G.5isafbwchandfl1evolumeoomm|progmm24torpIayingtheamli¢:afim(s)21recordedontheDVD3

awotdhigtomeprinci-pleoftrueimenfion. In FIG. 5.thecontroller100firs!d1ed<s1heAlD1 flddtoseeifthevolume

Zocotnairxsasirrgleamlicationinstepsoo. lfnotfl'Ientheoon1rdIer100displaysfl1e&x>IicafionlDsinthefield29and

promptsthousertosdec!adeskedmeo|flvaappliaafiorsinstep50zm'Idwaitstxfl:eseiedioninstapso-1.Ifany
applica1ionisseIededinstep504,fl1eoonu'olIer1o0registersfl1ea;xlk:afia1lDoffl1eq:pficafionasfl1eappfiaafimto
bepiayedinstepsosandpnooeedstostepSostodreckmefieldasonheterrrs-d-use(T‘C>U)codep6.ssinitvalueior
theseleciedapplicationtoseefllhefieldisenpty.lfso.fl1ecornmfler100pmceedstosIm51ou>readthevokmelini1
field:-I4.

Ontheotherhand.HlhetestresuItisYESinstep500.fl1a1fl1ecomrolIa’100registas1hevdm1elDas1heapp4i-
cafiontobeplayedinstepslz. and readsihe volume Iin-I'tva|ue34insiep510.

lfthastep510iscotw|etedorthetestresuItofstq>5O8isNO.1henfi'IecomI’ofler100dIedsthetemIs-of-use

(TOU)oodetoseei'Hhelowerd'ngitoHhe1'OUoodeis0instq>514.Ifso,IhenIheoorIlro€er10oplaysanapplication
freeoiduargeinsiepsso.m1doflrerwisemakesanofl:erdIed<mseeflme|uverdIgiIoime1OUcodeis1instepsle.
ifao.1heoumolIer100playsanapplicafiminausage-sersifivedzardrnginstqfloo.andofl1etwise(rffl1elovardgi1
olIhe‘IOUcodeis2ormore)playan$plicationonlywhenlhesoftwaremeteroiause-Iimirugiacuxismderapresel
valueinstepeoo.0ncam|efingmydflwaqxummesses650mmugh800.fl1ew1td|a1madsflwmogam
24.Thus,theDVDphyerZplaysauogamspecifiedbymeuseracoadhgmmetenmofusadetaninedbytheTOU
oodewhbhhasbeenseibdmaflweappficafimpadagemmespodfiedqnplicafim. -

Theprocessessso.700aMa00mee<eanedimeadive|ywifl1anassodatedsavw8.Ttesavus8needvarF
msdamforaxewtingmeseprocesses.atuamesud1datainmefiomoftaues.

HG. 6Aisadag'amshowinganaxermlarystructueofavolurvedatatmlestaredinaservera. In FIG.6A.hdw
ottherewrdsofflwevoltximedatatatlesocorrprisesvoiumeID(VID,)andissueNo.(NOH)fie|ds.1‘heoorrbinafionof
VlD,andNOg,4servesas111euserlDoffi1euseroHheappli<:afionpad<age20ortheDVD3.Forflisreason.fl~etable
60has.forthementwsuabsaibasdDVDdistrh:6msavieeameBIe,pusondda1aflddsMfid1oonmis.fu
exan'pIe.an1anberlD.aname.anadckess.ahc. Ead1recordfi.rtheroorrprisesavoIm1enimnemeterlieid(vM-
MErER,.4)oomairingasoftwa:e meterdpiaydmafiminnimnewh5d1isatnd:edto(aassodatedwifl1)1hevuume
20;avok.wn9dIs.rge meter(VC-METER...)em¢ahirvgasoftuvared:a:gemeterMid1isa1tadredt:thevdmIe20;a
Iirri1va!ue(LV,,4) comainingalimitvalue assoda1edwifl1meTOUoade(eg..fl1eefieci\ndatem'Id1im,mea£Imaue

ap&afionda1ea:1dfinve.theaHowabIeaooe$,e1n.);a|h1i1va|uen1etev(lyME1EP,,4);mwpB¢;atiot1lD(ND,+.)fIeU
oorvtainingthetitieofthempficationmnqJpli<:afionn1inmenvator(AM-ME1'ER,,_,_,)fiald oontairingasoftwaremaerol
playduzafioninnimnewhidnisdtadredb#napuiwfiondND,H;mapp§wfimdmmemta(AGMErERH,)
fieldiorasoflwaxenveteroiplayduaiionmnimnewhhlwisa1tadzedtoIhea;:plica1iono1AID..;.,;aEnitvaIue(LV,,+,)
containingalimit value associatedwiu1fl1eTOiJcode;andafin1i1valuen1eter(uI-ME1'ERH).

FIG.6Bisa¢iagu-amshwzinganeaaatrplarystmctueofaamlicatiatdatatableszoredhaservera. hF|Ci6B,
theapplicatimdata1able70con'prisesfl\efieIdsol.braxanpIe.anappli¢:afionoode(AOODE,.).ananplication1i1Ie
(A|D,,), a duration (D). a tare-per-eases (RATBACCESS), an access count. a ninute meter. etc. me dmrfion is a
petiodoffimemmatittakastoplaytheappiication.Tharateperaooesisawargebraplayofflxemxolempicafiorn.
whichisusediorinforrningmeusecofanamededplaydLwatimpriortoaplay111eraseperwitfimeisadxargefua
unittimeofplaymhichisusedforfinecalcuationaladargeforanactuallytimadplayduration.Theaccessoountand
minute rnetertieldsoontainsthenmberofaocessestomeappficafimmdamtaImmunofplayfin1e.Mid1arenoa
necessarybrmepresentinvemiontutvvillbeusedinstatisticalcalalaIionsfa1hearnalysisot,ag..1hetastas

FIG.7isad'Iag'aJnshoNingastmctueofaseNertable75storedintheEEPROM1D3oHhediant2.lnF|G. 7,

the fioldsofthetable 75oon'prisesa server ptblickay (PK,). aserver ID (SlD,). aservernetworkaddress(SADD,_),
emihistable 75isusedbrassociatingfl1ese\/etptblickey(PK,,)oa'rtainedintf1e&st:11:u!iondesc:'btoI'23 recorded
inmeburstcuflingareaoiflrebvowithfireioandtheneiworkaddress.

Play an Application Free at Charge

Theinitial roulinesofthepmcessessso. 700and800arethesame.

F|Gs.8Aand8Baref|owchartsoihifia!rwfines80aarId80bwfid1areaxea.nedinteracfivdybyfl1ediem2and
thesen/era.respective!y,atIhebeginningonheprocesses650.700and8oo. tnFlG.8.theoonudIet100oHhecfiem

ortheDVD2,instep82,sendsaservicerequastwifl1thene!workadt1ressCADDcoIfl1ecfiemorDVD2.IheTOUcode
pluslinil value, the volume ID (VIDV). theissue nurrber (NOV.-,). theamlicafion ID (AID,.;.,).andotherda1atotheasso-
oiatedse!ver8theIDofwhid1isS£D, (SID,iscbtainedtmmthetablefiinF|G.7byusingthepI1JlickeyrecoIdedot1

the DVD3),andinstep92waitsioraresponsefrom1hesen've:(S|D,,) 8. IHhereisaresporsefrorn1hesetvet(S|D,,).
the dnemzptoceedsmthe nead staplhrough acirclewith ‘A’ therein.
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On the other hand. in FIG. 8B, the sewers of SIDS receives the messagetrom the client 2. that is. thesewice
recpestamdthaaooonrtpanyingdataandstoresdateinapredetemfinedtocation€o:st.¢zsequer1tuseinstep84.Then.
theserveresearcttesthetabteaotoraremtd which oontainsVID,end N0gHinthevoImnelDar:d?ussueNatiek1s
thereotrespectivetyinstepes. Hmeseard1isunsucoessM,fl1entt1esa'ver8addsmereomdtotVlDVmtdN0,,..and
tflIsrelevarnf:e%dswitt1AtD,_,.aanda limitvalue. itany, infl1etab1e60instep88.aruiprooesdsmstep90. Also, lithe
searchinstepaaissmoesstut.theserver9p:oceedstostep90,wheretrcasetversselectsaroutinetoexecutenead
acao1dingtothevalueofthe1OUcodeand entersthese|ectedroufineflvoughadrdewtttt'B'therein. Inthiscaseit

theT0UcodeaxOH(x:anerbitraryHEXnLmber.the|etter Hinttrelastpositionirtdncatesthattheprecerfnrtg number
isinhe:radedrnaI).tt1enarot.tinefotphyir:ganappiicationtreeotchargeisselected. tttheTOUcode=x1H,thena
romheturplayirxganappfitatbminusage-se1sifivemamhgisseieaed. IttheTOUaode2:eH,thenaroutineis
sdectedwttimdaysmqzplicatbnuwflmewfiwaremmerdamainfifitghcwwkLnderaptesetvalue.

FIG.SisaflowdtanshowirtgaprooedureotatreeplayprocessshoaamasstwesoinFtG.5,wherein connecting
edjaoentbbdssbytwofbwlinesimficatesmateambbdtisexeanedintemctivetybyadiemo1CADO,,andanasso-
datedserverS|D,,asshownindetai4 later. iftheTOUoodeis0instep514ofF|G.5.thenthese1va'(CADDc)ente1s
thetreep!ayptooess6S0asshownin FIG 9. andmecfiemartdmesetvsr(SDgexeaneflteiifialroufine80hbk:dt
660. In b‘10d( 670.theyexewtesa.naxpec1ed play time infonning routine. thetés. displeysan expected pieyfmebefore
p!ayirtgansmct7iedappl&:atioa1. mbhck680.meyexeanemappticmimptaym!metm'edptayfinwrepa1rwfirte.
Sincatheroutine80hasbeendetaHedinFKi 8.fl1ee)q>ectedplayfimeinbtnfirrgroufinearrdtheappfi<:afimpIayartd
meieredplaytima repcn routine will bedetafled inthetolkming.

FtGs10Aartd10BarefEo-adtartsiohflyshmving eproceduretormsdotexentpiary expededptaytimairdomfing
routines97aand97b intetactively azecutedbythe dient2 amdtheassociatedssrvea'8.req:ective1y. In FIG 108. the
serve:8reu'ievesthedumtion(D,,)oft1Ieapp!3cationotAlD,,.;afro1nfitem:te70inawe$lknownmanne1instep91.tn
thenextstepsz.mesaver8cdanmesmapeaedwm1mnmmmp!ayt&macomdmgm&nmmedmeTOUmde.
Spwifically,iftheTOUcodeis0xH.thenthedienteddsthedutatiot1(D,.)ar1dfl1evaII:eo1tt1eVM-ME1'El’\,.;tie£dot1tte
reootdi:dentiflsdhyV|D,and NQ,_.intt1eta1fle60. IftheTOUcode isaxH(a:theapplicatiorImnn1:motthespea'fied
applicationin the ve|ume),thenthe dentmdstheduraticn (D,,) and the value otthe AM-MEl'EfiH«f:s5do4fl1ereco:d
iderttifledbyvlo, NOV... andAID,,_,httsetabIe60.Thenflweserve:8semismeramtohacfiemvd'wser:etwork
eddnessis CADDC In step 93. and ends the process.

Ontheotherhar:dinFIG.10Afl1ecEem2receivesmehcmrEngm$sageamovahedmeupdatedmeterh
step94. !nthenextstep95.mevalueiscfisphyedesmetmalanmumdtsagemsrtmediauzemsflvemooess.

In|.tpdatir:garelevar1tmster,apredete1'm7nedvalueofdura6on hasbser\used'atthei:.=stdes<:ibsdrottfineso1FtG.
10(apresetvaluemetering system). Thisanangernentissuitednnairttytntsudt eppficat£onsasittakesaconstat1ttinre
toplay. andwia notceuseaprobtem unlessthe Lserafisconfinuestheplay. Fromthispointotvim. itisprefetabteto
ectuafly measure the ptayingtimein metering (a timedvalue meeting system). However. ilisalsonoted thatthepreset
valuemetefingsystemistsefwininfonmngflretsaofmq3ectedp5eyfimepa*Eo1mm&dt.eetp$eyhg.

Ftes.11Aand11Bmefbwd*ans3ohflysrmwingaprocedmetoxmedotaxmtp£awfinwdp!aymdmeteredusage
reportroutines675amtd675binte:edive!yateanedbyfl1ec6emmdfl1eserver,reeps<:fivet;ttnrpayhgmappfioatim
whilefltfirtgmadwafionanddepteymgafimsdpiaytmrationaflerhepeay.lntheroutine675,thedientandtheserve!
call atimed application-play submufine torptaying the appfimfion while tinting the duration (ptay time) instep 200.

ThenthesefverBproceedstostep210.M1e!efl'tadiemt.:pdatesarel9ramme!etaccottfingto€'teTOUoodeh
thesamemannerasinstep92otF|G. 10B.Spec§ficaH;tHflte1OUoodeisO:dt.fi1enfi1eplaytineiseddedtothevabe
otti1eVM-METER,.1ietdofthereaordidentHiedbyVlD,,andN0,..inthetab1e6o.tttheT0UcodeisexH(a:theagp5-
cation mxrtberofttteepatnfiedappticatiottinflwevntwrte).thentheptaythtteiseddsd%ofl'te\rah:eotflteAM-METER,.

,_,fée£doftherecotd irientifiedbyvlo, NO,,_;.andAtD,4_,inthetabte60.1henfl'tese4've18sertdstt:eptaytimeandfl1e
valueottheupdated meter(i.e.fl1e9omlerttomtofp!ayfime)tothediemwhoseneiwcrkeddressisCADDchstep
212,andemisthep:ocess.

Ontheotherhand.thedient2.afte:'step200,rr:al<eatesttoseeitthereisarewonsefr0mtheservetotSlD,in
step214.Thisstepisrepested urttilihedientzreoetvesacalitmmtheserver8.vshenlhecliertt2receivestheincom-
ing messageorthevaluedthe updatedmetetin step216. Intheneadstep218.thedient2dsplaysthep|aylimeand
thetotalamountodpIayfime.artdute1'1ewstheroufine675.

HG:12Aandtzearetlowdunsjdnflyshowirtgawwedwebnr:edde<armtaryfimedappE¢afim-pleyumrw-
tinaszosaandzoaaexewtedbythectientz emu-wserva8.respscfivetMorptayittgfl1esppficafimtwt1flefinirtgme
duration These1've:8otSlD,vmitstorenat&oe‘mstep611 toseeif1hadienthasstartedp!ayingtheapplicafion.On
theothethand.thecIient2otCADDcintotmsfl1eserverotastanotptayinete;:610artdirrunematetycaJlmagnification
p!ay std'>routineinstep612. This. causestheserveI8tostartatimerinsts1a613. andwaitsforanotieeofastopalpiay
ftomthectientzinstep61S.Oncomptetingthestep612. thedient irIfo:rn'sthese:ver8oltl1estopotp£eyinstep614.
lnresponsetothisnotioethesetverasuapsand readsthetinmraslhep!aytimeinaep617.Afletsteps614and617,
the dient and the server return.
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‘moughtheabwedescrbedmmngememhasusedatinerdfl1esa'va.hnm'bepossi1lebtseafimero1me
client.

FlGs.13Aend13Baref|owd1arlsioin1!yshowingaproceduretxmadofa!ta1Iafivefirnedapp|&:i1ion—playsLIbrou-
tineszofiacandzoaacinteractivelyexecutedbythedientzandthesen/er8.tespecfive§y,inM1id1tirringa¥playtine
isadmievedwimatimerinflwedientlnfl1eatterafivestbtwfim205a.fl1edian2szansa1kna&1stq3620.¢:aIIsan

app!icationpiayroufineinstep622.s1nps1hetin1eri1step624.sendstheplayfirnehotheservereinstepszaarld
thenreturnaontheotherhand.theserveva,onemaingmesutxwfine295b.waits1a'aoallfrornthednemotCADD,
insIep621. lfthereisacallfvomthadientz.menfl'uese:'ver8teoei\Iestheplay1imeinstq>623andfl:enreums.

Howeve:,1hearrangementotF|G. 13 hasapossbiEtydpenni:fir\ganaiafdeusamon1ar5:n.da1efl1efimerofme
climtz. Fron1th'spo's11ofview.IheanangetrIentsho\ur1inFtG. 12ispreferwtetotha1o1F'tG. 13.

FIG. 14isafbwd1andanexetmlmyappficaflorIptaysLbroutinecaledh1steps 612andwofFIGa 12Aand
13A. respecfively.andexacutedbytheoor11roller 100.

Prbrmmedesabtbndfiwfbwdamvsddhesotmmmfionwtoemhguuypfimufideuypfim.flencrypb
ingXvvifl1akeyEKacoordingtoanencryptingalooriflmeyieldsmhenitisemressedasz

e(EK,X)uY.

Sin'iiar1y,ifdecrypfingYwifl1aksyDKaccordngtoade<rypfirIgalgorimmdyie|dsZfl1a1hisepressedas:

d(DK,Y)=Z

AssmirugfltatthealgoriflmseanddarldthekeysEKandDKcorrespondeadIotha.flIatiS.d(DK.Y)-X.iHo||ows«rm

d(DK. e(EK. X)) - X.

Returning'now to FIG. 14, the controller 100 read the PK‘,-encrypted application-enayptinc (AP-encrypting) key
(K.,)ue1(PK, K,,)from1hefiIedazofthedistrixniondescripiorzaottheovoinstepetiz.Hem.

V -I 1. 2,....V.

whereVismenurnberof|dndsof1heapplicafionpad<age.Thisir:u1catasfi\atdfierer'naqJli<:atiotHamxypfing|reysK1
though Igisassignedto respective kindsofaapficafions. thatis. volune VID1 tmough VID,

lnfl1ene:dstepG04,theusetsea'eUveySlq,isreadfmmtI1elCcard5.lnIhene:cls1ep&)6.fl\ePI<,,-erxzypted
AP-ena'yptingkeye1(PK.,. K,,)isdeayptedwifl11heusersecretkeySK.toob1ahmeamlica1im eneryptingkeyK,
Then in the naadstep 603, the K,-encrypted application (AP), i.e., o(K,,, AP) which is teoonded onthe DVD 3 isdecrypted
wi1ht11eoblainedAP-encryptingkeyK,to obtain d(K,. e(K,,. AP))-AP.whHepass&1gtheobtah1edaz:plicafiondaha
tothevideoandaudiooupul IF 140.Theobtm‘nedapp§cationdatahasthelurmdanMPEG2biIstream.Thevideo

andaudiooutputlr-‘ 14ocomenstheMPEG2bi1streamoHheq:pE¢2fiondataintovideoandmxioontkiulsimals
IhroughMPEG2videoandaudiodeoocing.The\n'deoandaudoouzxnsi9nalsareapp6edtomedisplaydevice146
and the loudspeaker 148. respectively.

Play an Application in Lbago-sensitive Charging system

FIG. fiisaflowchaztshowingapmcedueofadzangedplayprocess7D0shownass(ep7o0inFlG.5.whorain
connectinganfiacentblodsbytuvoilowllnes indicatesthateachblodcisexecmed interactivelybyacie-1ofCADDcand
anassociated server ofSlD,. In FlG.15,the diemz amen; thepmces 700 via step 516 dFIG. 5and proceedsto
blod<630,who'efl1ecfiem2mdtheassodatedse:vet8exe<:nefl1eitfifiaJrwfine80.InIhenextblod(64O,thedient
zdisplaysanaxpecteddlaxgeandatatalamoumofchargesreoeivodfru11theserver8,arIdtetflrauserdedde'
whethertoplaythedesired application.

F|Gs.16Aand16Bareflowd:arlsjoinuyshoM'ng aptocedute formed ofaxemphryexpected charge inloming
rouu'nes640aand640b'nteracxive!y executedbytheclient2andthea.ssociatedserver8. respectively. Theroufines
640aand640bareverysim'IarI:otherouIine 97 axcqutmatinfl1eroutine64o.IheDURA11ON(D,,)or'blayfime"has
beenreptacadwith RATE PER ACCESSand'd1atge";betweensteps92aand93a.fl1e:em.sbeenaddedastep641
oftl1eservergeneratingandston'ngapsen.adurandomnun'berRinamem>ry|ocationH';instq)93a.theserversends

thepseudorarudomnimaerfiaswaltbatweensteps94ar\d95a1herehasbeenaddedastep643o1thedientstoting
thereceivedpsaadorandomnunbermnamemorylocation R'brs:.bsequentuse.1heteplaoementofDURA11ON
(D,,) with RATE PER ACCESS is aofiaved by accessing 3 RATE PER ACCESS field 74 instead at a DURATION field
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73intab1e70.Further.inthemufine640fl1erehavebeer1addedu\efoDowingstqr:instep644toik:wingfl1estep9sa.
IhodientZmakesad-Ieckloseeiftheuserdecidestoplaytheappfication;iirumthscfierfizssndsaquhnwssageto
1heservaro1SADD.,instap645.mderndsmermnme640;mheomerrmnd,B1step642€d!mmingmestep93a,fi1e
servereoiSlbsvsahsfixacallfromtheclientzo1CADD,,;onreceivingacaIfrom1he&erIt.theservernakasano1her
checkinstapswtoseaifwhaihasbeenreoaivedisaqc§tmsssage;ifsqthecientsrmflueroufine640:artdifu1e
userdeoidsdfioplaylheappficafionin step644.wrdd1meansmatwha1heserverhasrweivedisnotaqunmessage
butanencryptedcreditcardnurnberasseenhomfl1edesatotionbe4¢r:v.themhediern2arcdIheserver8p:oceedt>
thes1ep650ofFtG. 15. - ~«

Inthenenb:od<650,u1eserver8abtainsaL5e:’saeditca:dmmd:sr(CCNOa.:)flvoughflaedientzkeepingfl-se
seu.crityofthecatdnw1'1berasshowninFl('is.17Aand17B.lnstep647.fl1ediea'n2en<rypistheaefilcardnumbea'
offl1euserwhid1hasbeeninpa.nbythe userthroughahuman IF110wiIhakay, Le.thepseudorandomrumfoerR
whiduhasbeenstoradinamemory|ocafionR'instep643ofFIG.16Atoab1aine2(R.CCNOu).Inthene:dsIap648.
thediemzfurthetencrypts R+ e2(R. CCN0u)withamtherkeyoraserverp:1b!Eckayremfmmfl1eds1ributinn
descripoorzsrwordedinthe burstaming areaoflheDVD1oobtain

e1(PK,, R+ e2(R. CCNOu)).
lnihenaxtstaps-‘.9.thedien12sem1smeamypteddatatoflIeserver8.TIuoughstep646dFKi 16B.thessrvsr
proceedstostepeso.whereflreservea'8fmdstha1wfnatwasreceiuedfro:nthedie21tCADDcisencn/pteddata.lnthe
nexlstep651,fl1eserver8readsasewersectetkeyS|<.frornan Dcoavd 7.'cr1th3rte:dslep.theserve:'8dea'ypisthe
reoeivedenaypteddatawi£1'1theseNersecretkeySK¢,asfio!lows:

d1(SK,, encrypted da1a)=d1(SK,, e1(PK,,, R+ e2(R, CCNOu)) u R+&(R, CCNOu).
lnstep653.theeerveramakasadreakmseefifluejtstcbtahedpseudomrudmnmsrfiaaficoirrxideswifiatfmrartdmn
numberfimichtmabeenstoredinamernorybcafion R‘o!thessrver.ifso,I1':esewer8sendsanenab5err:esse9eto
1hech‘emo1CADD,,mdhaep655deayp1se2(R,CCNOu)wimtnpswdomndmImmsbsrRwobninflwtsa%
creditcan:lnumberCCNOu.Ontheotherhand.inresponsetoarecepfionol1heenablemessageinstep657.fl1edie21t
2e:dtsfrorn#Ieprocess.Aflerstep6S5.theservetalsoeadBfiomfl1eprocea lftheres1misNOinstep653,fl1enthe
serverssendsadisablemmagemthedientinstepsss.andendsiheprocess.hresponsemarecep1iononhedis-
ablemessageinsIep657.fl1enIhedientdsplaysamessageto!hiseflecth1step658,andthetIertdstfne;:rocess.

Afietoperat£onutb5od<650. thedient2wai1s,instep663,fo:arepo:tiro:nfl1esetvea'o:1whe!i1eHheaeditaard
fortha1ransrnittedcardrn:rnber(CCNOu)isvalédornat,whileflseserversreietsbaihecredflconmanyassociatedwiih
thecamnumbarZnstep661toseeifthecreditaardisvalid.ifrtotflaessrversmzmzsmediezflzoftheimdbdityd
thecreditcardinstepssemrtdertdstheprocess fifl1ecardSvaEdh1step661.these1vet8Erztumxs1heda1I¢1H$'ne
vaficfityinslepssl lf1heclient2receivesareportfromtiweserverinstepesa,thediantnfivasanoiherdnedtinstep
Gsdtoseeinhereponindicatesthevaliétyofthecard. flmt.fl1edIe11tdisp$ayarI1essagea>ktd%oateth9irwa£édityh'I
stspssaandendstheprocess.flmorepa1mdbatesflwvmidfiymstep654,wtéd1meammeomw>bfiauofstap667,
the11thedie21t2arn1tI1eserver8proceedsothertex1b1w<670.

lnstep670,fl:ecfien12am1hsserver8execmefimedp!ayandnts1e2'edd1a:gerepur1romine. FIG: 18Aand18B
are flowdnansjoimly showing aprocedureformadofrou1ines675acand 6751:: interactively executed for piaying an
appflcafionwhfletirmrng theduraticn anddismayirrgacrargeartdatotalamrxnnafdnargesafterthepiay. In F1618.
theroulines 6753c and 6751):: are identical to the routine 675a and 675ainFIGa 11Aand 118 axcspHhat"time“ has
been reuacedwith ‘charge’. and accordingly VM—ME1EFIand AM-METER havebeen reptacedwim VC-METER and
AC-METER.

'!heope:afion.inthe dien12.a!p!ayingan appiaationorweage-sensifivednargirrgiscmm:!aIsdbyba:dx675of
FIG. 15orstep218aofFIG. 18AAfterstep212a.thesewet8d1a:gasmep!aytomeaec£1aardmm1berCCNOu
obtainedins1ep655o1F:G.17Bins1ep68o.Thisoo:1t;fietesu1ewho5ealmed:argedappfica1io:ImaypzocessofFlG.
15.

Inthisprocess. only inlormationoncharge isgivantotheuser. nisveryeasymprwideinfi:mxafiononbo1hfims
andcnargebyaddingsteps911hrough9aand95tomemumes64oband64oa.andbya:mingsteps21oand218uo
the routines 675hcand 6753:; '

N: described above. expecied time andlor charge ale (:5) displayed betoteplaying a user specified appfiaation.
Thisishe£pfl.dforfl1e usertodwdewhethertop|ayfl1eapplicafion.Pdd3fionalfy.dLatgir1gisdonebasedonthe actually
timedpiaydumion. This makesthe charg5ng reasonabie.

lnflweahovedesaipfionmreanangetnern issw:hfl1atfl\et.vserl'asbhmurisorheruedflca:dmJrI1bs:'CCNOu
eachtime heorshemnstoplayan application. However. insteado1doirtgfl1is.ihacI'edit<>a.rdmmberCCNOumay
be stored in non-volatile memory or EEPROM 103 in a PW“-emxypted man. In this case. GCNOu is obtained by
decrypting PW"-encrypted CCNOu (e.g.. e(PW,,. CCNOu)) with a pasemzd entered by the user. That is. dtentared
password. e(PWu.CCNOu))-=CCNOu.
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Permit me Play Vvithin a Preset Unit

FIG.19isaflowcha.rtshowingaprocedureirnemdivelyexecutedbythadientzandthaserversintheopemtion
b|od<8o0ofFIG. 5. whereinbtodtsuznnededwilhtwofluulinesindicaiesmatoperafionoiflneblodsisdonabythe
twoelementszandB.inthiscase.itisassurnedlhatapresetlimflisreoordedinorontheapplécafionpedageandis
transm'fledfromdient2tosarvereachtimeofplay.Onentetingtheptocess800viastep516ofFlG.5.dwecliem2
proceeds1ostep8o1,where1heclient2ardtheserversexeoutesmeinitialroutineseo.hisnotedthaiinmutineaob.

ifthereisarecovdtorvlbvand N0,,_,.IhenthefirnHvalue(LV,,.,)lieldolthetable60ofFI('.:16Aoonz§rxstheIinitvaIue
iransm‘uedfromthecien12.a1herwise. thereoeivedlimitvalueiss1nredintheLV,,,,1ieldwhernheracadt:rVlD,,and
Nowisadded in step88.

lnstep810.theserversmakesached<ifameterassociatedwi1htheTOUcodereceivedfromthecien12isundet

thelinitvaiue.Thischeckismadebycon-paringanLVfieldandLV-me1erfieldassodatedwi1htheTOUcodeinIafle
60.ifthevalueoitheLV-mete!isequallnorgreaterthamheLVfleldvalue.thenthesavare1u1'sano\re!|irritrrIas-
sage1o1hedient2Instep82o.HnoLtheserver8rehmsar1uruedinfln\essagetofl1ediun2hs1epm.ardpro-
ceedstostep828.Ifthecliem2 receives1heovedirnilme$ageinstep824.thenthedier1t2d?:sp¢aysamessagetoihis
eflea. Hnotmediemzptoceedstolhestqasze.

Sincetheemaectedplaylimeiniorming mufines97aand97barIdtheappli¢:afionp|aysd:'outine6o0hasbeen
desat:edabove.1hedesa'p1ionolsteps828and830areonirted.

Aooordingbflisfaatureofflreitwention.itispossb|eto&nfl1heuseofd1a:gadi1brnu§m.TTis!eatweisewe-
ciaIIyusefuIin<:asewhenauserwhohavepeidhadvanceiu'metseoffl\eapplicafimpad<ngeispeminadtotse
the appliczrlionpackagewitruiraalirtitvalue. A

Thong:itmsbeenassumedmatthelinitvaluesareindudediI'I!heqJplicationpad¢aoe.flIelinitva!uesrnaybe
kaptinlheserversofflweproviderordistimerfmmflxebegimfirng. ln1hiscase.1he|i1itva|uesarefn:ed.t-|ouever.if
lirritvaluesarepern'itted1obesetandreooncledin1heq)plicationpadageaHhefimeoldis1rh:Iionotsales,1heIinit
valuesare advaningeoudysetaocudingtoanamountpaid.

P5 is apparamflumthefuregoing, as a limit value. any use-limiting factors will do that mnbe measured in quantity.
SucfHim'tvaluesare.iore)a1r1'ple.fl1eefiBcfivedatemflfifle,fl1eaHONab|eeJq3ifa1i0ndateandfin1e.finmaximm
amoumofplayfime.iheaHo~at:leaccesscounL

nisalsopossiblebuntinemisfeauxewiflwadxargedapplicafimplaytaauxa.1hatis.ananangementnaybe
suchthatiheuserispermiliedio useanapplicafionpadcagemasagesarsifivedlargiruaiyflmevahaedm LV-
rneIerassooiatedwith1heTOUisunderthevaIueofthecotraqJorxfinqLVonhevahJereoou1edinaiidd33or34d
tmdistiaufimdescrbnorza.

Modification I

InIheaboveea'boément.applioafions,ifmo!ethanme,inmevoh1mea:eencryptedbyanidanfi¢alan)licafior1
encryptingkeyK.,Hmwu.memplica6asAPainmewmnnmybemaymedwimrespecfiveAPenaypfim|eys
K‘. wherealoweraase'a'1olIow'ngAPandKisaserialmmtetassignedtoeedlapplicafion ID. lnthiscasaeachof
theAP-enayptingkeysK,are er\cryptadufifl1fl1euserpdiickayPI§,,ar1dstoredinfl'ne PK“-encrypted AP-encrypting
key(K,)fields32ainthedisu'butiondesa*ip1or23.

Modificafim ll

Ithasbeenasa.nmd&a1meLsadfl1eDVD3isEnfitedmmepad\aserfi1ereofMwhwehadflIe Plgencrypted
AP-encryptingluay(K,,)reco:dedonthaDVD3.Howeuenfliesvsternnnybesoarmngedmatpradeterninedpeople.
e.g.,1-amiiy merrbers FM,. FMN of the purchaser can use the DVD (N is the mnberoflhefanilynm-bets).
OneofthewaystorealizethisistoencwmmeAP—enaypmg|eyK,wimap¢uic|<ayPt§,"dead:marbaFMn(n
- 1. 2,..._N) to obtain e1(PK,_,_1, K,,). e1 (PK,,2. K.,),.... e1(PK,,,,,,. Ky) ard to record them in the PK,,,,,-enctypted AP-
encryp1ingkeye1(PKu,,,,K,,)fie|ds32ofthedistribnliondesczriatorzaatthetimeolpurmaseoiilweuvo.

Modification Ill: K, Retrievd Fmm Server

lnfl1eabovedesa'uIim.IhaAP-enaypt'ngkayK,hasbeen reoocdadinaPK,,-encryptedformonihe DVD 3. How-
ever. 1heAP-encryptingkey K,,maybemamgedbymeserva8mdtanstrit1edu3fl1edianutheDVDp|ayer2in
responsetoarequesli-ssuedfromtheDVDplayer2 aachfimeofusaaHheDVD 3. lntl'is_case. Ihereisnoneadof
providingthedisIr¥bufiondescr‘ptor23wifl1Iha PK”-encryptedAP-encrypfingkeyfiald32.hs1eadead1o1fl'nesewe:s
hastestureanAP—encryptingkeytable(otK,table)arIdaPKutable(sho\m1inF3Gs.20Am1d2OB)h1t'heharddisc.As
showninFIG.2oA. the K,,Iableavolume !D(VlD,,)fie£d(astheen11'yofreoord)arIdanAP-encnyplingl<ay(|<.,)1ieIdi1
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each record. In FIG. 20B, each record ofthe PK“ tabdecomprises a votume iD (VID,,) field (asthe entry 01 reoocd). a
volume issue number (NON) fiddaruiaPK,,fie%d (Successive same valuesinthe firstfisld areslwmvmbyshowirtgonly
thefhst appearing one). Further. theprocess (or step) 610o1obtainingtheAP-encrwiingkeym. mans, agroupotthe
steps602.604and606infi1eapplicafionp|ayroufine600,hastobareplacedwithapmoesofFDG.20C.

HG.2oCisafIowchar1o1apa'ocessinwhid1ihecfientDVDpIayer2obtahsmesnplicaiiormawypfirvgkeyK,,1rom
thesarvere. Inslep616,theserver8retrievesakeyK,tromIheK.,tah1ebyL5ingVID,, lnthenextstep61B.1hekay
Kvisencryptedwifiaanmbitarymmxbesxsedonlyintheamemptmss. e.g.,apsea.tctormdommm:betRtoobtain

e2(R.K.,). lnthenaxtstepszo,theservasretisvesaksyPI<ufmmtr:sPlg,td:5sbyrewtg1fsaP9(,,fis¢do1thereomd
whid1oontninsVlD,,and NO... in the VID,, and NO,,4fie!ds. respedvely. |n1henamstep62.R+e2(R.K,,)isencryptsd
wifl1flIere1de\redkayPl<utoob1ahado:nflaencryznedAP-ermrypfirxgkay

e1(PKu, R+e2(R,K,,)).

which isretumedtothe dierawiiha client network address CADDC in thenevdstqa 624.
Ontheoihsrmndjuecontrollar1oooHhediem2waitsforaresponsefromtheserversofslbunstspezs. N

thereisaxvyrwonsehunflaesetvereofsloain step626.fi1enthedientDVD3reoeivesthedatae1(PK,,, H+e2(R.
Kv))fromthesan:erBins1ep628.lnihenenstsp630.fl1ereoeiveddataisdeu'yptedwimmeuserseaetkeySKuread
fmmthe lcoaxd 5.SpedflcaJly.thafo£lowircgcalcuIafios1isdme.

d1(sK,,. e1(PK,,, R+e2(R. KV))) ==> R +e2(FI, K.)
|nthenextstep632.e2(R. K,,)isdecryptedwflhtheob1ained pseI.cdotaru!ornmm1be1R.Spez:‘ftcally.1hefwoz*aing<2l~
culationisdone.

d2<R.e2(R. K.»==>&
1'herea1ter.theoontroHar100proceedstothestepe08o1FIG.14.

lntru‘smoditication.theapp4icationsAPainor:svtx!umemaybeenaymedwfl9IrespecfivaAP-etraypfircglcayaxu.
lnthiscase.fl'IeK,,tah!ehastoberephcsdufifl1K,,hbleinwhid1eax:hreooddcorrtprisesanapplimfiorl ID (AlD,,)fie£d
andanAP-encryptingkey(K,)fle%d. Fur1hetins1ep612.1hecon1mfler100oHhe Dvopiayerzhastoalsoeendfire
appiication lboftheappficafiontobapiayedtotheserver.

Also in this lhesystemmaybe. again. soarranged thatpredetermined people. e.g.. famfiy msmbets
FM,, FMNofmepumhaser¢2msemeDVD(Nisu1emmmerdflteiamflynwnme:s). Inihiscasemneadr
memberFMn(n- 1.2.....N),Iheserver8l1stoLsefl1emenfl>a"smMImfi35ck6yPl§,ninauzypthgmeAP-erwrym—
irtgkeyK,Onewaytorealizetfisismisamawlun\eisa:onmfl>a*N0,4,,meedxmatrmerFMI1mmefin:edsalas
oHheDVD. p:ovidethet1ot\-volafi1emen1ory(notsrt<mn)o1meDVDp!ayar2wit1amfisbtrassodaiingihetssers
passmadPWnwimmevdmwswenmmaN0.+,.sawmevdmwissuemmba'(NO.+.Jassodaedwimflw
userspasswm'dh1s1ep612.andn.servotthePKutal:IebutaPlgmmbieinwffidteadwdfiwrecmdsrasmefafiowfitg
fiatds:

wow Nov-5-na PKu-n-
AnalhetwayistoissueandrecotdwtmIyavo!umeissuenwnberN0V..bmaleohnfi|ymenmamnd2ersFMNnfm
all marrdaetsaitlxefirneofsalesoftheovn,prwidememn-w:lafi!etrterrmry(rwts|wowr1)offl1eDVDpIayer2wifl1a
!ab1e€otassodafinglheuser'spasswotdPWnwifl1fl1e co«eeportdingfan'd!ymemberru1rrn:erH\ANn.send1hevulume
issuemm1ber(M0,,,,)andfl1efantiPy membammberFMkhasscdatedwiH1flIe15empassuvadinstep61aa:tdnse
snome:Pl<,Mtab4emwhid1eadIoitherecotdshasfl1e1oflowircg1ie£ds:

VID, Now-, FMM1, PKW.
lntheprocassofFIGZOC,mesewusmaybeummficatedbynwsamdammfic-keyaypmsyslemudrxgapair

ofserverseae1andpub!ickeys(S!§,, PK,). lnthis case.fl1eesrver8signsfi1edo1z1:1e»emxyp1edAP~encryptingkey
e1(PK,,,R+e2(R.K,,))

wiuIasign‘ngkeyorlhese1versecret|oeySl<,,a1tersIep622. WhiteIhedientorDVDp4ayer2t$tsthesEgnamreby
fl1eseNer8wHhatwkeyo:theserverp:.et:1ickeyPK,,co:11ah\edin1he Pl§,fs£d31 o9fl1ed¥asirb.:t§ondssa'ipto:’23
recorded intheburstcufling areaoHheDVD2be#oresIep&30.

However. wenfljwdesuribed aufl1a1fioafiono1fl1esonrer8ism1iued.anaflad<srwianevergotomwgreater
lsngfl1thanastealofTOUcodep!usEm§tvaIue.avolurnelDVlD,,.avolwneissuenmrfi:ea'NO.4,and1i1adierItr:etvmtk
address CADD, This isnotasefious pmblem.

Intheprocesso1FrG. 2oC,apseudomr:dmnmmmuHhasbemtsedasapseamovafldfiewhichm@sadmaan
valuewchtimeofexecufionofthapmcesa Hm~arer.asthepseudovariab!e,anyflingwiEdoflmeresunofau:ypfion
witlmittakaadflferemvahseeadnfimeofexecufionoitheptocssa

Modification IV

In the met iilustraflve embodiment. the decryption of application is adnievad by softwam For this purpose, the con-
ttofler100hastoreadmeusersecretkeySl§,fio¢nme|Cca:d5uvoughmehus102.whicMeavesthepossihilityo9
penniuiwgabreakermeasflystealmotserseaetkeyslfimvoughthehus102.tno:dsrtop1'ever1tfiIis.thaprocess

‘ll
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achievedbyflwestepseo-HhroughsoenayberealizedbyhatuwareasshowninFIG.21,whichisablod<dagramo1
an exenplary decbhere:-buiit-in IC card IF. In F1G.21.1hedecipherer{:uit-in|C card IF 120a oorrprisesan IC cam
receptacle121andapdmedwiringboard122e:dendnglmmandfixsdwiu1tharecep1ade121.AnIC123ismoumed
ontheprintedwiringboaru 122.TheIC 123comprisesamemory|F 125wIidwsuaJIyoonnec¢sthememoryof1heIC
cand5wiIhthebus1o2and,inrespmsemanirsm:cfionfiommecontdIa1oo,readssupassesmekeySK,bme
nexts1age:aK.,decode:126forrecaivingtheIceyS!<,,ar1dervc:ypfir\ge1(PK,,.K,)wi1htr:eI<ayS1<,,myie1dIgardan
APdaooder127iorreoeivingttIekeyI§,ar1dencrypfinge(K,.AP)toyieldappIicafiondata(AP).Theprintedwiring
board122porfimmaybepreietdJlymddedtogetharwimfl1e|Ccardreceuade121porfionsoasmnnlelhewhole
asinglebody.Bydoing this. lea|o'ngoHhe1.se:socretkeySK.,canbeprevemad.

1'hismodifioafim<:1nbealsomp5adtoasystetn1usinglhecryptosystemolfiazoc. hihismsathelg,
deoodet126o#FIG. 21 hastobereplacedwiiha K,dacoder126aassho~ninFICi22. In FI&22,IheK,deooder
126adecfyptstheirputd8tEL e1(PI<,,.n+e2(n. K,)).1runfl1ems102byusingfi1eusetsectetkaySKupassedbythe
mernorylF 125toobtainR+e2(R,K.,).whi1edeaypfirIgtheobtah'1eddataa2(R. K,))with1heob1ainedrandotnmm'bet
Randoutputtingthekeym,

Errbodiment ll

F|G.24saHodd€awwndnMmmmamemandasydanwpafleduayiuaddrhmduxii<2tbnpad<-
age. e.g..aDVDon1hetermsdusemmeDVDwimanounmmbafingwimarysaveraocadi\gtoaseoordifl:.dra-
tiveenbodimentoH.heinve1fion.h1FIG. 24. thesystem1aisidenticalb1heclient2o1FlG. 1 auceptthanhe
comnunicafionIF150hasbea1dininatedbeamsedmneeddwnmmdcafimMmasavuadtwou1tdIa1m

hasbeenreplacedwi1hacontrouer1o0a. ln1hecon1ro!er10oa.anot-shoumROM1ormrirngacontm!prog'ama.s
desaibedlatetamtheEEPHOM1O3havabeenalsorq3lacadwifl1anewROM(no1shown)andanEEPR0M1039,
InordertoplayaroIeoHheservet8.thesystem1ahastohaveIab1e6oo1FIG.6Ainanynon—voIa1iememorxe.g..
theEEPROM103aandanapplicationdurafion (pIaytirne)ioreachapplicalionasde1inedintabIe70o1FtG.68l1asto
beindndedinthecontroldataofeadaappficafionpadege

FIG.25sd1enntbaiIysmwsane:nenpIwywrmdprogaxnexeunedby&:ecawd|a10oashouvninF1G24.The
0ontI‘olprogarnofFlG.25'sa|soédenticaJtofl1a1cfF|G.5exceptfl'IatthededsiorIstep516a1'IdflIestq)700msbeen
eininatedbecausemefinfl-auadwedplaynndeisnotsmponedbymesystan1aintfiservbodinet11.a:\d1hestqJs
ssoaruaooarereplacadwithstepsesoaandeooa.Accotfingiy.opemtionaflerstep514wI1bedesa-bedintheioI-
lowing.

Htholouerdgiiofthatenrzsof-use(TOU)oodeisoh1hedacisimstep514.menins1¢a6soa1heca'rtro§er100a
plays,Inthetreeplaymodatheappficationstoredinmeseleaadappfi<:afim§1step506a512mIdemsmeopemfion.
Itsho:.ddbenotedthatsincethesystem1adoesnothavethed\ar9edplaymode.thelowardidto1fl1eTOUoodeis
ddinedasiollows.

 

  usecoda (Hexadecimal)”°"°"‘““°““"‘°“I
111%
T”"**~m*°°°*av"*°d°
jjl
Til
Tl

Accordinglyifthelowerdigi1oflheTOUoodeisnot0inflIededsionstep514.fl1enh1stqa800a!heeor1'u'ofler100a
plays. in the fimit-attached play mode. the mplication stored intheselecled application in step506or512and endsthe
operation.

FlGs26and27showanoperafiono1afreeplaynndeshownins1ep650aofFiG. 25inade1ai|ediotma.ndafur-
therdetailed form. respecfivdy. In FIG. 26. the oomrollet 100a executesan initial toulineaoa instq>660a,ins1m 670a
executesanexpectadplaytirne inforn1ingroutine,andin stepssoaexecuiesanapplicafionplayandmeteradplayfirne
reportrouline.
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AsshowninFIG.27,intheirfitialroufineaoqthecontrollerIooasearchesthetabiesofotarewrdwhiduoomains

VlD,and NO,,.; in thevoiume ID and issue No. fidds thereof, respecfiveiy in s1sp86. lfthe seardfis unsuccessful. then
theoontrolier 100aaddstherwotdfiorVID,,andNO.,.iandfiIlsreIevan1tfieadswith A|D,_;_5Bl'tdBW1'fifV&H..|e,fl3IYy.iI"|Ih6
tab1e60ins1ep88.a.ndprooeedstostep90. Also, IHhesaarchinstep86issuacessfuI.Ihesewer9prooeedsms1ep
90. wherethacontroller woaselectsaroutinetneneanenextacoordi-:gtz>1t:evameoftha1DUcodemdeme:sflre
selededromine lnthiscase, iHheTOUcode=-xOH (xcanamitmry HEX nu1nbsr.fi1e|euerHinfl1elaslposifion ind-
catesthanhaprecadingmmtberisin henr5decirraI),thenarou1ineiorp3aying an agpiicafiontreeoidmargeissdeded.
IfIheTOUoode2x1H. menurw&1eissdectedwhkfl1physmappdicatinnaflyfimeaitwmemmadacse4mfing
iectorisunderaptomtvalue

Theexpecledpiaytimeinbrntirtg routine670aisidentical1nu1eroufines97(F|G. ‘l0)minuscormumicat&ons1eps
%and94.comprisingtheabovedesorflasds1eps91.92and95.SirnEadyitisseenfromFlGs. 11 and 13AthaHhe
ahovedescribedstepswasa. 624. 210a:-:d218areenecmedinfl'fsordsrinfl1etimedplayand metered usage
rsportroutineseoa. lnt.fa'sway. thesystem1aparnitsfi1elserto;flaythe&ppEca1io21smredinmoselededappiécafion
(steps506and512o1FIG zsnreeotohange

FK3. 28 isaflvudmnndwwingmopetafionotalinit-attaduedpiaymadestmummstepB00aafFIG. 25. Since
lhisopelafion isveryeirnilarlzaihaioffle. 19. oIiyfltafIowisbfie4|ydescribad.omifli:tgthedetaiIso1ead1step. In FIG.
28.controi|er100afErs1nakasad1eckfianm1aassociatedwimflm1OUmdefmsreadIedme&1fivameobmined

wi|htheTOUoode. lfso.thenflteserveiremrrtsanovedimitnrassagebcontrofler100ains1ep820.0thetwise.1he
eoniroflev10oapmoeedsnothsex:pecIedp£ayfimeinm:mir1groufine828a(=67Oa).whereihecunuoller Iooaexecutes
theahovodescribedstepsm.92wd95.mdH1mwJIsfinapp£cafimp!ayazbrmAhe60Ohstsp83O.flsrebycm1-
p4eling1heopsra11'on. Skwemeappfimfionpéayamtmmmeoomsbeawdslaflsdabmawmadeeafifimrmarfimd.
lnthiswamhesystem Iapernfitsthetasermpsaymewpfncafionstoredhihesesectedspp!icafiorI(steps506and512
ofFiG.25)onlyinhelhflvmmaseodmsdwimmeTOUwdeas§g1adbmevummafl1etsaepecfiiedapp!imfion
hasnaabeenreaohed.

Aooortfingkaflwesecondenflzodtrtentflwesysietn1acanope:~atei1eiihezoffl1efraeplayrru:deandfl1efinxit-
attadredpiaynmdewithoumaeneedofconmwnécafionwimasswer. Forthis.thesys1e2n1anzayberna:deportabie

Inme®medemtmfion,mefl|uammemodumntrmbmnd5amwhmmm'ccfim1Mmflmmm.flwwm
cfiswssimoanbeappliedtostmhpadegernediaaspennflwrfleaweornmra

Fwflw.meuesuumwmmbaboappEwHebmm&afimmdagesdSummwvhtmmfiskmtmd'u lnihis
case,1hedisttibu‘led appfncation padagesaresmredinabu§<storagehfl1eusefsdarioe.NIwp3k:afimpad<a9e
omr;pfisesoneornmreapp!icationam1appiisafio¢1cmuolda1a.fl1atis.anapplicafimwdesctiptorartddistrmution
desa'Epkx.Oa1evoimneissno:edasafile. Sinoeaph1ralHyo1appIi<xfionp3dagemaybesfl31'edinaaing|estotage.
mmapmicdmnpadmgem$rumvebwminammmwogmmOmwmdmugmn.Mw:mybedurhJtm
viaeithetpadeageortransmiesionmewa.iswough!oruwuserdevice11\ekudermd&ectmyhwrEd\meappfs4:afion
padxagesarestoredbsetb:aLserq3eo§iedmehflwcmwdwugvamm1a1memnudprogrmnisirsmIled.The
dalatoberecotdedinthecfisirflzuiiondescrmorisirwdmedmmeappihnfimpadmgebymapcmidexawordingwme
inbrmationgivenbytheuser.

Asdeearibsdabove.mewtmispernfinedmtseanapmimfionmageisrmfitedmanowrtmofmelCca:dcshk:h
stnresausersocrelkeySK,,con'espondingtofl1euserp1m!ickeyPKuusedtorew'ypfio:1oiflveAP-enayp1itrgkeyi(,
i"9'|989D“flfi°flD8d<39e. Forthis. wmflsormonehasurfizsflyob1ahedmappfica&mpad<age,brem1m!&byccp-
yingthewholevolumefromthe Dvbonwhidnhevolumeisreoormd.heotshecannot|.1seitwithomfl1eICcardof
theownerofiheDVD.1htsme#wenfivesystmncanprevemmjLstusedanapplicafimpadage(DVDhthiscase)
byanyamerpersonfiaanmeregularovmerotflmeapplicafionpadaga.

Also.theinventivesystemiseoanmgedmmuws1pandmeapp1i<2flmpad<a;geBreomdsdbymesshginman-
uhctun‘ngprooessoHheDVDs. whereasatleastapartofd1evuiuntaomI1roldaIaG.e..thecfistrB:utiondaseriptor)can
bedeternfinedatmetimeot.e.g.,disu1bufimofeadnoffl1eDVDsafle1thenvarmta<;tufirtgprocesaThismakaslhesys-
ternf!en’b!obscauseoontro!da1acanbeeasilychangedwithoutchartgingmestanqaer.

lniheinitialroutineseoaandsobin HG. 8Aand8B.thedatatransmittedwifl1thesewiaarequesIn1aybe
encryptedinthesamamannerasincaseoftheuansnfissionohsersaatfitcandrusmbermownin FIG. 17. However.
incseoflheinitialroutines.meremeaplura1flyddata.Theseda1amaybeenayptedinfl1afo£bwi'tgway

lflhedaiatobeencrypted are D1. D2,...mentheyarefirsteru:yptedwiIhakeyRasfo5ows:
e2(R. D1), e2(R. D2),...

Thenhumererwryp5onisnadewimasetverpubiickayPI(,asfo!Iows:
e1(PK,, R+e2(R, D1)+e2(R, D2),....).

Intheprocessoifla17,1119Lsetnaybeaumenfitmedbymaarsofapxmc-keyaypmsystanusingapahof
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usersecretandpcblic keys (SKU. PK“). In this case. the diem2dgnsfl1edo¢ble—encryptedcrezitcard nurrber
o1(PK,, R + e2(R, CCNOu))

wi1hasig1ingkayortheusersecretI<eySKuaflerstep648.Vvhileumserxrertestsflwesignamxebylhedientzwitha
testkeyortheuserpLblickeyPK,,be1orestep650.

lnsteadotstori1gashg1esaverpLflic|ceyinmedisu'bufimdesa?pux23.aplualftyolserverpmlickeysorail
mesetvapnbliclwysnnyberecorded.BydoinomiaflispowUa.faatar1p!e.k>safin;adifiera3dargedq.)eIdir:g
ontheserverpublickeyumichflweuserhaveselectedbyappmpriateIyoorrbirxhgtI\ett§:tes70and75.

Also.app!ica1ionpadageswi1hani1em5aalvou1me|DcanhavedifferentserveI'pd:fickeysreoon$ed.Apu.wnfityof
tdloatternnybeadvantageotslyprwidediaappfimfimpadegesdmesarmfifla

Inozdertoprovemanyuseoflccardbyotharpersonthantheouwverotihelccatdjlspowm|etoadd.bebre
theSlmreadingstep6o4.thestepsofprorrptingu1eLsertoenterapasauordthrou¢1ah:.mumlFnoandpnooeecfing
Iostap604mJyHu1eenteredpassuordct:irvcideswiU1Iheuse:pasa~udPwustoredintheIccard.

TT1oogh1helCcard5isLsedin!hoaboveani:odima'1t.lhelCaandlFIzornayberqslanedwiihamagneficcard
readertopernitfingfiaeuseoiflzenlameticaard.Aflar\a1ive!y.thearrangana1tmaybesui11hat1heuseter1tershis
orherpasswordeadufimemeuseruseslhebvb.

lnstaedoistoringtheLsersea'etkaySKuinthelCcart!5,IhekeySla.:naybestoredinnon-voiatitemenxaryina
PW”-enayptedbrmh1hiscase,fl1e|<aySl<,,isot>tainedbydecrypfingPwu-ena'yptedSK.,wi1hapasauvordentered
bylheuser.

Thediscussionoithreepvecedingparagmphsareappfiedtothe|Cca:dusediorstorhg1heservvaI'secreMcayir1
flmsavu.+bwwm.infliscasemets«hasmbemJ<a1as&nai1nk:isuamrdflmbisavu.

Manyvndeiy’ dflerernenbod'ImerIlso1t!'nepresea'nimenbot1' naybeoonstrudedwnhout‘ dqaamng‘ fiomthespirit
andscopeohhepreseminvemionhshandbemdasaoodflxatfl1epresmtirwenfimisnotrmiladbfl1espedFc
atbodhnmdescribedhfiaspedficafim.emq>tasdd'medmmaappmdeddeima

Asystemiorpernitfingmlyanmxmmficcsamplayadeskedappficafimoaziamedmadstianedapplicafim
padwageinoneofpredateminedoperation.ag.freepiayn1oda,d1a:9edrrIode.rmii-anadvedplaynnde,etc.The
systemcotmrisesadiernbrpiayinganqzplicafionwtdermecunrdofaservuoomwedadwimmaciernmmugha
mmnwaw1ruwakmemplimibnwdege(mewlmw)imm$adstmfimdsabmrmimw1misnme
oodesassignedtomevoluneandtheapplicafionsonhevohme.'lheda1aofcistflb::Iio:1desotbtorisdecidedand
storedmmedewbtummefinveddsthtfiondtfnevokxnue.Thisfeaunenakesmesystanl|adia1'hereisa|so
disdosedasysternoperatablewithoutconummicatingwimaserver.

Claims

1. An appficationpackagebruse in a sys1emb:pIayirrganapplkafimoomahedintheapplioafimpadege(fl1a vol-
ume). the application package corrprising:

applicafiondataforatlaastoneappfi¢2tion:and

volumeoomrddatabrtseincontdlhgsahsystamvmadnsaidwlnwcumddammlewmrmrisesz
amk1melDbriia1ifyingfl1e|dnddsaidappEcafimpadage(sai1volume):
anissuenmberassignedmadorofissuemeachaflhemlunesofsaidfindmtu

application Ibseachassigmdbmeofsaidmleastmeamficationcontahwedhsaidvotme.andumerein:
atleastapanofsaidwwlumeoontroldalaaistobeaddedtosaidvulunea1terthea'oatiot1ofseidvoIurrue:and
saidatleastapanofsaidvohmecontoidataindudessafdissuennbet.

2. Anapplimtion pedtageasdelinad in daim 1. wherein

saidappBca1iondatahasbeenencryptedwiu1anenctypfir9|<ay;ar1d
saidatlaastaparloisaidvdwmcmtddataknckdesauserspxibley-enayptedversbnofsaidmaypfing
keyused. '

3. AnapplicafionpadageasdefinedindaimLwheteinsaiciatleaslapanofsaidvokmeoontoldatainciudesnaodo
oodeswhichareassignedtosaidvoIm1eorsaidatlesstmeapp§cafimmdeadmdcateaplayn1odeasociated
wimmodsaidvdm1easaidat|eastmeappficafion1oMichmenndeaneisassigned

4. ApadagemediamwhbI1anapplicafim pxkageasdefiruedhdairnihasbeerurecorded.

5. Apadmgemediaafawrile-oncetypeonwhid1anapplicationpad<ageasdelinedindaim1msbeenrecorded.

14
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6. Apadsagemediaon whichan appficalion package as definedin daim1 hasbeen recorded whereinsaidatleast
apariorlsaidvolumecontmldataisreoordedinanareadifleremfrorndataaxeawheteeaidqapicafiondah is
recordedonthepackage media.

7. Amethodiorsendingdatawilharaisedseaxflyfmmafhs1dev1oetoasecmddewoeflrrmghapcuicte|ecm1-
munica1ionnetw0rk.con'pI'isingthesiqJsd:

in said secom device.

generating apseudorandommwbetz
transrniningsaidpseudorarndornmnrbertosairliistdavice;

in saidfirstdevice.

enaypfingsakidatawimsaiiumxsminedpseworamanmmbainmenaypteddaia;
uuypmgmmmmmeddamwmistingdsaflpsadorammlmnbuawsahaaymeddamvdma
ptbiickeyofsaidseoonddevioeintndodale-enaymeddata;
sauhgsaiddodieenaypteddatamsaidseamddevicemsaidsecorudarice.
deaypfimsafldmflamawteddatammaseadleydmbsamrddabemidiwrespamsbsah

nucleandhmdeamiwdammmidirwgdadeayptedmmmnmbapufimmumumadeaymedDodionz

deaypfingsaidmmmadecwptedpufionmmsaidtmmrfiuedmmannnbamwtahsahdam

B. Amethodbrsendinaapumlflydpiecasddatawimaraisedseafityflunafistdaficemaseouudarice
tfrou¢uapdJ§cteleeowwmricationne1wor|gcmprisirvgfl1estq:sof:

in said second device.

genemtingapsaudorandommmber:
uansrniuingsaidpsadomndom nunbennaaidflrsldevice;

insaidfirstdevice.

enaypfingeachdsaidpiecesddamwimsahumanmedpsanomuanmnbahmmanwmed
pieceofdata:

mawfingoanatameddahconsisfingdsaidpseubmmunnmbamusaflauymedpiacesm
datawilhapuiickeyofsaidseoorxidariceintodotbleenaypteddataz
smcingsaiddotfle-enuyptedda1at>sahseouddevice;hsaidsewnddarioe.
deaypmgsahdotfleauymwdamwimaseaakeydsaidsewmdwbemiduwrespafismsafl
pmlickayhmdeaypteddataconsislirngoiadecryptedrandommnberporfionandsaidpualityof
decrypmddamportionszarld
deawfirgeed1dmfldeaymedpNfiomwfl1sauuasniuedmuanmmbamdJmhsaBpiwesd
data.

9. Ame1hodasddinedindaim7ot8.mrfi1ercorrprisingfl1estqas. axecu1edaftersaidstapoidea'yptingsaiddou-
ble-encrypteddamof:

proceetingtoanexisteponlyfisaiddeuyptedrmzdommnberpotfimcninddeswimsaidtranarinedpseudo
randornnunt>er;and

saidseconddevéceinbrmingsaidfistdaricadaIaHure&1deayptionflsaiddeayptedrandonmn1>arpu—
fion does rlotcoincide with said trarlanitted pseudorandom nunber.

10. lnasystemptovidedMmmeansbrplayhganapplimfima:nmnedmmq:pEcafimpadage.amfludbrper-
nitingausertnplayanencryptirra key-encryptedqaplicationcomainedinadisiriauted qapliafionpadegewhidu
hnheroontains. asvolumecomroldatn, auserspcbficlcay-encryptedenayptingkeysoencryptedastobeable
tobedeayptedwnhasecratlcayofmecserintosaidenaypfingIumthemethodaormrisingthestepsoiz

reacfing said user's ptblic kay-encrypted encn/pting key from said diwibuted wpliaafion package (said vol-
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ume); .

obtaining said secret key: -

deo'yp1irgsaiduser‘spd::lickay—em:ypted eraypfingkeywithsaidseuenkeymouainsaidencrypfing key:ard

deaypfimsawawwfimkey-mwymedapubafimwimsahwminwenawfiuleyhbwdbafimdaa
while passing said application data to said means for playing an

11. Inasystemwtwidmadianwwfiedmmmmsbrpbyrnanapplicafionwmkwdhmappficaflonpadcme
amasavamnnedwmmmedianflmughacmmmrfinfionnmmmamwndhpaniflhgemamday
oneolencryptingkeyonaymwapdimfimsoaminedinadsuhnadapuimfimpadegemidahxhawnmim.
asvolumeoomroldataavolunelDbrida1fifymgmeki1dofsaidw'butadamlicafimpadago(saidvolm1e).
anissuenunberissuedtoead1\IoIuneofthe|<indinanissuedoide:ardappii<:ationlDs.theme1hodcon'prising
thestepsoi:

saidcfieawireadmgsaidvohxruelo.saidissuenunberandmqapficationIDforsaidoneoferncrypfingk9y-
maymedapdica1bm(saflmaypfimkey«mwmwapplimfim)hmmHvdmnmusmdngmsaHsewer;

in said server.

re11ievinqsaideI'ocrypfingkaybyusingsaidvolurnelD:

retrieving apzbfickeyofsaiduserbyusingsaidvulume Inandsaidissuemmber;
generafingapseudorarudomrunber;

dubleenaypfimsaflucrypfimkaywimsaidpsanomuanmnbamusaidpwficiwyimon
dotbleenory-pteddaia;
sendingsaiddocbl&ena'yptaddatatosai1dient;insai1dierIL

obtainiagasectetleyofsaiduserwhidwonespondstosaidpualiclzam
ouahiusaidenaypfingkeybydeaymingsahdmfle-eoymwdmaumnaflseaeiksy;
deaymingwidauwfimkey-mamtwapuimfiaifimsdddmheduuypfimkeyhuoqpliw
fionchiamflepaingsaidazaplbafiondatabsabnzemsbrplayirgmaqdicaibn.

12. Amethodasdefinedindaim10or11.wha'e&1saidmeambrdnainingasead|<ayoon1xisesmsmsforreadhg
saidsecretkeyfromaportaizdemelnotyoisaiduset.

13. Amethodasdefi1edirIdaim12,wI1ereir1sai1ponablememoryisan lccard.

14. Inasystemoonprisinancliemprovidedwilh meansiorplayinganapplicafiorupadsageandasetvercomected
withthediemmmughaoonwrmicafionnetworkforcontro!ing1hedietI.meappics6mpwage(flwevohan\e)con-
taining,asvolumeaontrolda1a.avolumeIDai'idanisuemm'berissuedtoeao*IoHhevohJrneso1sai1volume ID

inanissuedotder. amelhodbroonuulingtheannumofplayfimeconprisingthestepsot

sat!dia1tsencfingsaidvolumeiDandsaidissuenunbertosaidsetveI':
saidservermmevhgmmpededplayfimeasociatadvnmsaidvdumwlnmdsahasuenunbamu
saidserveraidingsaidezqzededphymvemfinvalueofntotalphytimassodatedwimsaidvolmwelDand

15. Inasystetnconwislngadianprwidedwflhmemsbrphyinganappficafimwmahedhanappficafionpadage
and a sewer connected withthe diam through a communication netwotkforoomrofiinglhe client. themplicafion
package (the volume) containing, asvolume control daia. avolume ID. an issue nunberissuedtoeaah ofthevoI-

urnesofsaid volune ID inanissued onderandanappiication lDfor1heamfica1ion.amefhod!orcor1trollingflIe
amoumofplaytimecotrprisirngtlwasiqasofz

saiddientsandngsaidvolurnelD.sa.idissuonunbetandsaidapp!imtionlD1osaidserver;
saidserverretrievingane:q>ec1edplayfimeassociatedwi1hsaidvoIuvnelD.saidissuenunberandsaidappii-
cationlD;and

saidserveraddingsatiexpectedplayfimemttnevahieotatotalplaytineassodatadmflwsaidvolunelDand
saidissuenunber.
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16. Inasystancorrpfisingadiempruridedwimmeamiotplayhganappliuafim oomaiwediianapplicznion package
andsservaroomededwifisthecfiannfnrouglwaoormmnicafionnetwotkiorooritrdingthedient. theapplication
pad¢age(ttievoiLme)oon1air1ing,asvohmeoontmIdata.avolume |Dandan issuenurrberisuedtoeadwoflhe
voiumasofsaidvolumelDinanissuedUder.amefl1odb!oumdirIgfl1emnumofphyfitmcu1Ipfisingfl1eSlq)s

5 Of:

said client and said server interactively measuring, as a measured play time. a play time at said appiication;
and

said server adding said measured play timoto thevaiueof atom! playtime associated with said volume ID and
10 said issue nunber.

17. Amelhodasdefinedinclaim16.whereinsaidstepofmeasuimaplayfinieconuisesthestqiofushgafinwrof
saidserver.

15 18. Ameahodasdefinadinclaim16,whereinsaidstqaofmeasuingaplayfiniecotmrisesflzestqaofuskigatimerof
saiddient.

19. Inasystemoonpnsingaciaubrplayinganamficafimpadagemdaservuouneciadflmflwdiuuumugh
awnnxficafiodnmnmMwrehflnam|kafimmdmge(fimwmmn)w1uisesqpfimflmdamadmmd

20 damandatlaastapanofthecontoldatahasbeenaddodtofl1evokm1eafterflieaeafionofsaidvohme,a

meihodforsendingdedreddatafromonesideotsaiddientandsaidsetvert>theomaside.themeflaodcom:ris-
ingthestepsof:

inciudingasecratkeydsaidothersideinsaidatlestapandsaidcontroldataz

5 insaidatherside.

generafingapseudorarndomnunber:
tarxsrrittirigsaidpsaudorandomnuwberbsaidmeside;

so

insaidoneside.

unrypfingsaudesireddamwiflisauvmstfiuedpsanormmmmmbammauyueddam;
anypfingwncatmmeddammnasfingdsahpsanormumimnbamusahaiaymeddatawim

35 saidpxblickayofsaidothersideintodonble-eriaypxaddaiaz
sendingsaiddotble-enaypteddatauvsaidothevside;

in said orlhet side.

40 decrypfingsaiidotbie-encrypteddatawithasecretkeyolsaidothasidawrichcorrespondsbsaid
pabfickeyinmdeaypteddamwnésfingofadeaymadmrdanmnberpafionazdmdha
decryptedporfiomand
deaymhgaafiamflmdeaymedpufimmmsabuamninedmmanmnbumwminsaiddesked
data.

45

20. Amathodasdefinedindaim 19.M1erainsaidgaieafingapseudorandommnbahdmesstofingsaidpsamo
randomnurrba in memory. and wherein the maihodfurther oorrptisesthsstep. axemted priortosaid decrypting
said anoihet decrypted por1ion,of:

so inresponsetoadeterrninationfliatsaiddeayptedrarudomnurberporfiondoesriotooiricidewiihsaidpseudo
mrdunmmbasmredhsaumemsbrstuingsaidpsadomrdanmnbaduedhsaidmamryiniorming
saiimesideoiafaflmehdaaypfimktstsadofpasshgflvecorwdtoriedmearis

21. Inasystemconprisingadiunprwidedmmnwarisbrplayimanapplitafimcmtamedhmappfimfionpadage
55 andasetvarconnecledwiflathecliemthrwghacunnuiimfionnetworigameflwodforpanitfingausertoplayan

appficafion contained inadistrbuted application padcagemfidmfunheraomains. asvolumeconholdaia, avolume

loforidentifyingthe|dr\dofsaiddistrbu1edappfiaationpad<a9e(sai1volume),anissuen:m'betissuedioeachvo|-
umeofthekind inanissuedotder. andanappication lDforsaidapplicatiotI.I!1erI'se1hodcotmurisir1g1tiestq:sof:

17

Petitioner Apple Inc. — Exhibit 1002, p. 3256



Petitioner Apple Inc. - Exhibit 1002, p. 3257

EP0840194A2

proceetingtoanaadsteponlyinhevalueofameterfieldassociatedwitlasaidvolunetb.saidissuenunber

andsaidamlicafimloismderflwevaluaotarunflvahefiddassodatedwiihsaidvolumelb.saidissue
mn'berarIdsaidappIicationlDinavnlun1edatatab|e;arId

displayingamessagahbnnirxgmwerlhmmadsuaydwiceofsaiddiemmdquflheoperafimoflrawise.

22. lnasystancorrprisingadientprovidadwiflumearIsiorplayinganapp|i<>afia1our1tai1edinana;picatimpad<aoo
andaserveroonnectedwimmediemmrwghaoammicafimnetworkanaeflndlapanitfingamamplayan
application containedhadistbmedapdicafionpadagewhu1mw1uwntaim.asvo4uneca'mudata.awhmw
loioridentifying!heldr1do1said:fistribu1edapplicaiior1ped<age(saidvoImne),anissuen:mi>erissuedtoeachvol~

10 urneo11he|dndinanissuedorder.anq:pIication|Dforsaidappfitatbnar'daIinitva|uebrfinitingfl1eplayolsaid
applicafim.themeIhodconprisingfl1estepsot

proceednginanaadslepaniyiHhava!ueofameterfialdasoaiatadwifl1saidvulunelD.saidissuenunber
andsaidappliuafionlDi1avdm1eda1ataueisundersaidIh§ivalue:and

15 displayingamessagehbtmhganoverlinflmadisplaydwbeofsaidcianamqdtmaoperafimotherwise.

23. Ame1hodasde(inedindaIm21,wnareinsaidIhflvalueisuweofefiecfivedaiearufinraafloaableaqimfiaadate
andfime,ama:dn1marnoumo1playfime.andanal|owab|eaooessaomt

2o 24. Amethodasddinedinanyofdaimsfi.15and16,wheteinsaidstepo1saidcSentserIdingtosaidservercom-
prisesmestepsoh .

saiiclientencryptingaileastoneoisaidvohsme|D.saidissuerurberart1saidapplica1ion|DirIIoen¢:rypted
demand

25 saidsezverdecryptingsaidenctypteddata.

25. AsystemforsendingdatavritharaisedseazityfiomafIsidevicebasecmddavice1ruwghapw§ctelecomw-
ricalionne!work.oormr’sirIq:

so nvemxsprwidedhsaidsecaddwiceiorgenerafiruapswdotmdonimnber;
nnmsmwbedhsaflsecaudwbefauarsnitfingsabpsanomuanmnbamsahfitudewce:
mmwmwwedhsamistdwioebrumrmfimsahdanmmsafluamrfinwpsadommanmnbamb
anencrypteddma:

meamuwfledhsafiiistdwbehranwfimwtmtantwdaawsisfingdsawpsetmwuanmmba
35 amsaidenuymeddatammapcbficleydsaidsemrudwicekuodouueenaypteddanz

memsprwidedhsafifkddwbebtserdImsaHdod$9anypteddammsaHsemrddaéw;
meamwwmwhsaflseouudwtebrdecwpmusaudmueauymeddaawwuaseaaleydmhseo
onddevicewhiducmespmdsmsahpcblkkeyhmdeaymeddanmmisfingmadeayrxedmmanmnba
porfia1andano1herdoayptedportion;and

_4o meampmfidedmsamsemmdwtewdeaypfimsadwnunrdeaymedpmbnwimsahuusmmwmm
domnunbertoobtainsaiddata.

26. Asystemlotsendmgapluramyofpiecasofdatawiiharaisedseuxflykomafistdevicetoaseocmddarioe
ttrouy1aptbrncteleootrrmri<:a1ionnetwork.ootr;xisinq:

meansprovidedhsaidsoconddwicaforgenaafingapsa1dorw1danmnbe';
meuxprwidedhsafiswomdwbefatmmmflmgsahpsanommannmbatosaidfistdafiw:
meanspnovidedhsaidfirstdevioeforencrypfingeachofsaidpiecaso1datawithsaidtrans:niItedpseudorn:1-
domnunberintoanencryptedpieoeofdata;

so mmwuwfiwhsaflfmdwbefaauypfingwvmiumeddaawtésfimdsahpsewommomnmbu
andsafimuyptedpiwesddamwmanubbwydsaflsecuudakeinbdabieauymeddataz
memswwidedhsahfhadwbobrsamimsaiddotbieecuymeddammsahswafldwioe:
nwwsmmfidodmsaflsemmdwbebrdecnpfimsahmLu&emymaddamww1aswd|aydsaUsm-
audwbeuichwnespmuswsaidmbiclmyhwdxwmwdauowsiswgdadecwmwmuomnunba

55 porfia1andsaidp|ualityo1dec:ypteddaIaporfions:and
nwmsmwfledmsaflswmwdwbemtdeamfimeammsafldeaymedpmiusvfimsaflhanstfiflmran-
domnunbertoobtainsaidpieaesofdata.
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27. Asystemasdefined in claim 250t'25. furtheroomprising:

means.pswidedinsaflsoomvdwmacfimtadpfimmdeuypfingeadxdsaiddeayptedpwfiwsuu
tesponsivetoadeterrninafionthatsaktdecryptedrar\dotnmm'berpodiondoesnotcoircidewflhsaittrans-
nittedpseudorandom nunbar. torinbrming saidfwstdariceotataitueindecryption insteadotpassingthe
mntroitonextmeans.

28. Asystemtorplayinganencrypfng key-encrypted application containedinadistrbuted amticafion padcagewhidt
furtheroontains.asvolumecontroldata.auser'spzb5c|<ay-encryptodemypfirtglcaysoencryptedastobeable
tobedeayptedwithasecretkayofthetserintosaidencrypfinghemthesystemoorrptising:

meanstor reading said users public key-encrypted encrypting kaytrom said distrbulad qapticafionpackage
(saidvolume);.
meanstoroblaining saidsecra key;
ntearxstudecryptingsaitcser'spwfickey-atuyptedmayptinglceywimsaidseaetkeytnobtainsaid
ewvpfinskean
mearnsiordeaypfingsaidenctyplingkey-encrypted encryptingkeytoprovide
appficationdatamrud

meanstorusinosaidappficafiondatatorplaying.

29. Asystamtorpermittingausumplaymeraypfingtey-mayptedwauicafimomtamedmadishhatadapdhafim
pad<agewh5chfurtt1orcomains.asvoh:rneoontro|data.avol1.melDtotidentifyingthe|dndotsaiddstri:Lnedwpli-
cationpad¢age(saidvolu'ne).anissuemnberissuedmeadtvohmedtheldrdhanissuedadaandapplizw
tionIDs. the system comprising:

acRer\HclplayinganqJpicationbyus'a'Igqx)limtiondata:arI1
aserverioroontrollingsaiddient throughacommtmication network. whoteinsaidctientconptises:
meanstorreatingandseI'IingsaidvolumetD. saidlssuenunberandanqaplication Iflbvsaidoneof
enaypting key-encrypted applications (said encrypting key-encrypted qaplication) fromsaid volumeto said

mearzsbrretrievhgsaktewryptirugkaybyusirugsaidvotunelbz
meansbrretfievhgapsbfickeyotsaiduserbyusingsaidvohmweIoandsaidimuenurrberz
meanstorgenerafingapseudorarrdornnm~ber;
mmsbrdubteenaypfingsahmawfirgmymmmhpsewomrdommnbamumdptflmeyinm
adoubleencryptaddatamnd
meansbrsending saiddocble-encrypteddatamsaiddiem. andsaiddier1tcon~prises:
meansbrobtainhgaseaetkaydsaidusawhidmmeqaorusmsaidpsbickey;
ntemsbrobtahmgsauanrypfingkeybydeuyumgsafldoaflemaypteddamfimsah secrdkey;
rneansfordecrypting saidencrypting key-encrypted aaplicationwithsaidobtained encryptingkeyto pm
videapplicationdatazand
meanstorusingsaidappficationdatatcrplaying.

30. Asystemasdefinedindairnzaorzs.uhereinsaidmearsfaobtainingaseaetkeyoonprisesmeansbrreadhg
saidsectetkeyfromapottabtememoryotsaiduser.

31. A system as defined in daim 30, wherein said portable memory is an IC card.

32. Asystemtotperrnitfing a usertoplay adistrbuted application package which fume: contains. asmtume control
dataavolume Intoridentityingtm|dnddsaiddisIri:nedapdioafimpadage(saitvdm1e)aruanissuemmber
issuedtneachvok1meoffl1eIdrIdinanissuedo:der.ttresysto:naotrpris&rxg:

adientfotplayingsaiddstriauted application pad-<age:and
taserverbtoontrollingsaidclient throughacornmunication netwotk vmerein:
saidclientoormrisesmansiorserdingsaid\rolwnelDarI:tsaidissuenmt>ertnsaidserva’;m1d
saidserveraonpdsasnnemsbrretrievirtgan expectedplayfimeassodatedwithsaidvohmme Ioandsaid
issuenunber.andmeansforaddingsaidexpectedptayfimetothevalueotatotalptaytirneassociatedwflh
said volume ID andsaid issue nunber.
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33.AsysternforpennittingausermuaymapplicafionmmahedinadistiunedwpEcmbnpad<agewfid1hxma
contains. asvolumeoontrddatmavolumeIDbriderIfifyir1gu1eldr1dofsaiddistriwtedappfi<:afionpad<age(said
vo¥ume),anissuenunberissuedtoeadmvolurneoftheidrldinanisuedorderarudanqaplicafionlDfor1hempli-
cation. the system oorrprising:

adiembrptayingsaidappiiaafiomand
aserverforoonmllhgsaiddiemflxmughaoomnmicafimnetwodcwhereinz
saiddientconprisesmeansbtsa1a‘1rIgsaidvolwne lD.said'ssuenunbe!andsa?dapplmfionlDtosa'd
servenand

sahsawrmnprisesmeambrremmngmmpeaedpiaymxeassodatedmmsahvdmmeID.saidissue

lD.mumeansbru1dingsaidaq3ededpIayfirne%oflwvah1edatotaIplaythm
assooiatedwimsaid volume IDandsaid issue number.

34. Asysterniorpemitfingatsabplaymagflkafimoanainedinadsfihnedwpfiodbnpaaagewfimhma
contains,asvolumecontroldata.avok:melDbtidmfifyfirngme|druoIeaiddiartx:tedwpfi¢:afimpadege(said
volume).anissuerunberissuedtoeadwouxmeoftheldndirnanssuedorderandanapplicationIDiortheappli-
cafion.fl1esystemcoImrising;

acfimflorplayingsaidqwplicafionzand

aserverbroontdfingsaildiemflvoughacotmunicafionneiwodgmtereinz

sahdianmflsaUsaww1uisenwmsbrmaacfivdymasmm.asaneasuedphyfim.adq&m
afsaidapplica1ion;and

saidsewahrtherootiprisesmeansbraddingsaidmeasaxedplayfinuetoflravaluedatotalplayfineasso
ciatedwithss.idvolLmelDandsaidissuenu1ber.

35. Asysternasdef’nedinclaim34.whereinaidmeansbrintetadivelymeasuirugaplayfinweoormrisesmeatzsfor
usingatimerofsaidsewer.

36. Asystemasdefnedinchin34.whudnsaidmem1sbtimaaaivdymeasurmgapayfinacumrisesmeambt
usingatimeroisaiddiem.

37. Asystemfarperniflingausertoplayanapplicafionpad<aga(fl1evohme)oonprisirugwpEcstionda1aandounrol
datawhereinatleastapanonheunuoldaiahsbeenaddedtomevolmmeaflettheaeafimotsaidvoune.the
system comprising:

acEa'MorplayiI1gsaidvolLrne;and

aserveriorcommningsaidcliemmroughaconnunicafionnetuongwhaehsaidservercorrptisesmemsbr
storingasecretkuyofsaidservetandsaidatleastaparto1saiicormolda1nindudesa;:.I:lickeyczxrespond-
ingtosai:!secret|tBy.am1uIhe!einthesys!etn comprises:
meanspmvidedinsaidserverbrgenerafingapseudorarldornnunber;
mearsforstoriragsaidpseudorartiotrnnurtiaer;

meerrsptovidedinsaidservedotttansnzittingsaidpseudo random nurrberlnsaiddient:
meamprwidedinsaudiemmrmaypfimdeskeddatafimsaiduamtrfltedpsaadorandomnurrberinto
encrypteddata:

mearsprwiiedhsaidcfiembrenaypfirngmrmtxtemteddatacorudsfingolsaidpseudorandoznnumberand
saidencrypteddatawiumsaidpuuickeyintododsle-enctypteddata:
nwwsprwidedhsaiddiemfasemhgsaiddomie-maypteddamtosaidserver:

meamptwidedhsaidsavabrdeaypfingsaiddotfloucrypleddataflmsaidseudksyintodecrypted
datacorsisfingdadeayptedmmanmmberpafimuumomerdeayptedpmfionmrd
meansprovidedinsaidsa'verlotdeaypIh1gsaidamfi1erdeayp1edpafimufimsaiduansmiuedmndun
mmbertoobtainsaiddesireddatm

38. Asystem asdefinedin dain 37.iu1heroorrprisirIg:

means, provided in said sewer. activated prior tosaid decrypting said amino: decrypted portion and respon-
sivetoadaaninmbnmaisaiddaxyptedrwuommnbqmtfimdoesndodnddeflmsahpseudomman
nurrberstoredinsaidmeansbtstoringsaidpseudorandomnunioer.forhforningsaidcfiernofaiaiurein
decrypfioninsieadofpassingtheoortuolbnextnwearns.
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39. A system tor pemitfng a user to play an application contained in a distributed emlication padvage wtich further
contains. as voiume control data, a mlume ID for identifying the kind of said dstrbuted aqaiiiztion package (said
volume).anissuenurrberissuedto eachvoluneotthe kindinan issuedorderandapplicetion IDs. thesyfiem
 .

adienlforplayinganqapiiuetionbyusing qgpficetiondatmartd
asenrerbroontroifingseiddiemttimughacoirmunicatim netwoik, whereinsaiddientcorroiises:
meanstorreecingandsencingsaidvolumelo.saidissuenunberandanmplicafionlotorsaidoneot
encrypting key-encrypted appflcations (said encrypting key~encrypted application) trom said volumatosaid
servensaidserverconprises:
meanstorproceedingtnnextsteponlyitthevalueotametertieldassociatedwithsai1vohmeID.saidissue
nunberandsaiiapplicationIDistrde!thevalueoialh11it\raluetieldassociatedwifltsaidv0IumelD.said
issuemirnberandsaiiapplicationlbinavolumadatatabiemrtd
meanstorcausingsaiddienttodispiayamessagelritominganovertimitonacisplaydeviceotseiddientand
quittheoperationotherwise.

40. Asystantorpernittingausatoplayanappticafioncontahtedinadistributedmpiioatbnpadageunichhrthet
contains. asvoiumeooritmidataavolume lDioridentifyirIgfl1e|drtdotsaiddishi1nedappli<:ifionpackage (said
volun1e).anissuerI.irrberissued toeadivdmneotthekindinanissuedoider. amtication lDsand Iimitvalues
associatedwithrespective eppflcation Dsbrlimiting the playotrespective epplimtionsthesystem cormrising:

adietittorplayinganmplimtionbyusingqaplicationdetazartd
asavubrmimdlhgsahdiemflvoughawrmmbafimnawukmwrdnsaiddiauwmrbesz
rrieanstoireadingandsendncsaidvolume |D.seidissuenunbet,anmpli¢ationlDtu'sai1oneotena'ypting
key-encrypted mplicetioris (said encrypting key-encrypted application) and a Enit value assodatad with said
app|icationIDtromsaidvoiumetosaidsei'ver,andwhereir1said serveroorrorisee:
meansforproceedingtoanextsteponlyitthevaluedamete*tiek1associatedwithsaidvolumeID.saidlssue
ntmberandsaidapptication IDit1avoluneda1atab|eisundersai!initvaIue:at1d

meamkxcaisingsaidclierumdispteyamessageintomirtgattovedrritonadsplaydevioaotsaiddiernand
quittheoperationothemise.

41. Asystemasdefinedin deim39.whereinsaidlimitvakieisoneofeflecfi/edeteat'dfin1e.al|owd:lee:¢>iratbndate
endfime,ama:dnu1mamountotplaytime.andanaJ|ouableeccesseoim.

42. Asystemasdetinedinanyotclaims29,33erId34.whereinsaidmeansbrsendngtosaidserva'comprises
meanstorancryptirgatteastoneotsaidvo&meID.saidissuemnI>erendsai!app|i¢ationID.

43. Amethodtorpemittingan authenticusettoplayadesiredoneottl1eq.1pli<ntiorisam‘IairtedinadbtriJmedapp!i-
cation package in asystem capable of playing an wherein said eppfication package (said voamte) eon-
tainsvolume mmddmaindudingmodecodesassignedmsaidvdunemumeappficafiasotsaid volume, the
method oonprising the steps of:

aeciaingiotsemaupreaetemneauaymdesspednéubymeasaumoaemaesasmaatedmmsaiu
desired application; and
piaying said desired application in said specified play mode

44. Amethodasdefinedindaim43, maeinflwentefltodmmerconprisesmestepothdurfinghsaidmodecodes.
values indicative at a free play mode and at teast one limit-attached play mode which eorrespond(s) to respective
limit vaiue(s) used tor limiting usage '

45. A method as defined in claim 44, wherein said stq) of playing sait desired application conprises the step at:

inresponsetoadeterninationthatsaidoneotsaidmodeoodesassodatedwithsaiddesired application
kwlLdesavaJueir1d<:afiveotsaidheeptaynnde.sinplypiayhosaiddesied

46. A method as defined in claim -14, wherein said step at playing said desired appfication oormrises the step ot:

inresponsetoadeterminationthatsaidoneotsaidrnodeaadesassociatedwiththedeeiredapplication
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hoiudesoneolvaluesindicafivealsaidalleaslorrelinil-attachedplaynndedisplayirvga memgetolhe
efiectlhatafimflvalueassociatedwimsaidoneolvalueshasbemreadiedinsteadoiplayingsaiddesired
applicafionilsaidfinitvaluehasbeen reached

5 47. Amelhodasdeflnedindaim43.whereinsaidvo|umeconh1>ldatafur1heriricludesavokmelD,anissuenurrber
andanappliceiionlmoreachotsaidapplioations.andvchereinsaidstepotdeodngtouseoneolpredeternined
playmodesconprisesthesleps cl:

obtaining said one cl said mode codes associated with said desired application and corresponcing limit value
10 by using said micelion ID: and

conrparing saidoneofsaidmodecadeswith a metervalue associatedwithsaid volumelD. saidissuenunber
and said application ID.

48. Amelhodasdelinedindaimdsmhadneadidsaidapplimfiashmabemeachaaayptedwimmauypfing
15 keymusaidvdunnwnuddamhdwesatserspiuickey-aiayptedvasbridsaidencryplingkey(apzb5c

key-encryptedversionencryplingkay).mdumerdnsaidstepclskmlyplayingsaiddes&edapplicafionmrmdses
theslqasoiz

reading said user's puliic key-enaypled encrypting keyfromsaid volume;
20 ab1aimrigauser'ssecretkeyMid1conespondstosaidusa'spi.b6cley;

deaypfiusddmwsmbfickey-auwtwanypfimleyfimsahwwsseaaleybwhinwhmaypfim
keyzand

deoypflrigsaiddesiredappficmimwithsaidobtaiiedawcrypfirwglwy.

25 49.Asystemforpermilxinganaulhemicusertoplayadedredoneollheq:plica1iortsoorrtair1ediria<:istriJuledappli-
cation package, wherein said application pwrage (said volume) contains voiurne control data induding mode
codesassignedbsddvuunnarumeepuioafimsdsaidmhimemesystancumrisknz

meansfordeoidinglnLseommpredeterninedplaynndesspecfliedbymeolsaidmdewdesassochted
so will1saiddesiraJappli:z1ion;and

meansforplayhgsaiddesiredapplicationinsaidspedfiedplaymode

50. AsystemasdefinedinclaimaaM1aehthesyslernhinherconprisesmeensbri\ck:dhg.insaidmodecodes.
values indicativeotalreeplaymodeandatIeaslorielimit-al1adwedplaymodewhid1conespond(s)iorespecfive

as limit va|ue(s) used for limiting usage.

51. Asystemasdelinedinclsim 50. vlhereinsaidmeanslorplayingsaiddesirad application conprises:

means. rasporsivetnadeteminalionthaisaid oneolsaid mode codes associated withsaiddesired applica-
40 tion includes a value indicative of said free play mode, for sinply playing said desired

52. A system as defined in claim 50, wherein said means lor playing said desired applicalion conprises:

means.responsivetnadet1en1ination that said oneofsaid modeoodesa.ssocia1edwi1h thedesired application
45 includes one of values indicative of said at least one limit-attached play mode. tor mplaying a message to the

ellecllhata Iimitvalue associatedwith saidoneclvalues hasbeen reached insteadolplayingsaiddesired
applitation it said limit value has been reached.

53. A system ’as defined in claim 49, wherein said volume control data lurlher includes a volume ID. an issue number
so andanaaplimtionloforeadiolsaidapplicafions.andwherea1saidmeansfcrdecidingtouseoneofpI'edeter-

mined playmodes oormrises:

meansforotrlamrngsaidawmsaidnndemdesassodaledvfilhsaiddesredepplicafima-dmnespafling
lirrit value byusingsaid application ID;end .

55 meansloroomparingsaidoneofsaidrmdecodesvfithanIela've|ueassodatedwifl1saidvolmne|D,sai1
issue nunber endsaidapplicalion ID.

54. Asyslem asdelined in claim 51,wherein eacholsaidapplications hasbeenencryptedwithan encryptingkeyand
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said volume control data includes a user's public key-encrypted version of said encrypting key (a public key-

encryptedversion enaypting key), and whetein said meansbisinpiypiaying saiddesimi apuioafion comprises:

meansionaading said user's pdnfnc key-encrypted encrypting keyfromsaid voiune;
5 mearnsbrobtakmgaisersseaetlmywhidneonespausmsaidisasubfickeyq

rmamfudeaypfirusaidiswspdiiciey-maypledenuypthgieywiflisaid usefsseaetkeytoebtainsaid
endyntinokevzand
meansioideaypting said desired application withsaid obtained encrypting key.

10 55. Amethodiorpermitfinganaumenficusatophyadesiredmedflwmdicafiasemtaimdinadistbmedappm
cationpackageinasystemaonpfisingadiemtapabledplayiragmappfioafimardasavereomededwimsaid
dient through a communication netwoik. wherein sad application package (hereinafter reietred to as ‘said voi-
ume')eontainsvohmeoomroldatakicbdhgrmdecodesassignedtosaidvduneardmeapplicafiusofsaidvob
ume. the method eonprising the steps of:

15

ssiddientdeoidingbisemeoipredetumhedplaynndesspedfiedbyuwdsaidnndecodesassociaied
withsaiddesiredappIi¢21ion;and

piayingsaiddesived-applicationhisaidspedfiedplaynndebynteansoteooperafionbekweerisaiddiaiand
saidserver.

2o

56. Amethodasdefinedindaim$.whereinti1emethedhrtha'ooimrisesmestepofirndudirug,heachalsaidmode
code.ava1ueindcativeoloneoiaireeplaymode.acrnrgedptaymodeandetIeastorieBrti!-emchedpaaymode.
whaeinsaidvokmeeontddamhtmaoorrptisesalkritvahieasaachiedwiflwead1oissida1leestoneinit-
auachedplayrnode.

25

Q. Aniethodasdefnedindaim55or56.whereinseidvokimemr1tddatammah3::desavolm1elD.anBs1ie
numbansndanapplicaiionDbread1dsaidappiieafims.muwhadnsaidstepdpiayimsaiddeskedapdica-
tioninsaidspeciiiedplaymodehdudesmappficatbnpIaysiq>dshmiypInyingsaidsped1iedapplicafim.

so 58. Amethodasdetinedindaim57.vmaeheed1ofsaide;piieafia$emtahedhadsth:tedwcafionpadmge
hesbemmwymedmmmaiaypdmlwyuusaflvdmnommddanhdnesawasmbfickey-aaymed
veisionofsaidaunfingiey(amflbimy-au'yptedvadmmaypfingkey).mdMaehsabappiimtbnfiay
stepoonprisingihestepsoi:

as raadirugsaidusatpibliclcey-enayptedenaypfinglceyhornsaidvdmwe;
obtahingai.ser‘sseaetkeyMidiearespondsioaidLser‘spiblickay;
deayptingsaidnserspdziicicey-encryptedencryptingleywiflusaid userssecreflaeytoobtainsaid encrypting
|<9Y:and

dea'yptingsaiddesiredapp6cafionufifl1saidobtainederieI'ypfingkey.

59. Ame1hodasdefinedinciaim57. whereineachoisaid appiicetionscor1iainedirtad'strI'btnedappiiaationpad(age
hesbemmcqmedfimmawrwfimkeyamsauvdmmmmddamhcknesawutpiuklwyemwmed
vessionafsaiduuypfingIey(auub|ey—mayptedvasima1awfingken,muMurdnsabappfi¢2fimuay
stepaorrprisesthestepsof:

in said SHVBI.

retrievingenencryptingkeybyusingsaidvolume ID;
retievirtgauserspualiclieyassczdatadufiflwsaidvoiumeluandsaidissuemnbet;

so dmbieenaypfimsabauymimleyflmapsanommanmnbaudsamsersmukkeyimoadmr
bleencrypteddam:
sendingsaiddoibie-encrypteddatatosaid dientinsaidcfient.
obtaizingaL1ser'sseaelkeywNcheonespot1dsmsaidi5erspLt!icI<ey:
obtainingsaidamrmfingkeybydecwmi1gsaiddoi.de-an'yptedda1aMd1saidisassoadim)c

55 decrypiing said desired applicafionwiih said obtained enctypting key.

60. A method as defined in claim 57, whetein said stepaf playing said desired application further surprises the steps.
executed prior to said application play step. 0!:

23
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said sewer retrieving an expected play time associmed with said desired application; and

displayingsaid a:q)ecledpIaytimeonadxsplaydeviceofsaid<:fient.

G1. Amethodasdefinedindaimslwherein saidstepofplayirngsaiddeskedapplicafimflnhuconprisesthestqzs
of:

measuing.asa measuredplaytime. adurafionofsaid applicatianplaystep;
addingsaidrneasuradplaytimetoaplaytimemeterassocialadwflhsaidinodooodebobtanatotalanioum
ofpiaytimezand

dispiayingsaid measured playfimeandsaidtotaiamoumofphyfimeonadspiaydevioeofsaidcfiemafler
saidapplicafionplaystep.

62. Amethodasdefinedindaim61,wmreinsakistapotmeasurhgadwafimoumrisesmostapdmeaswingsaid
playtimebyusinaafimerofsaidserver.

63. Amethodasdefinedindaimsnmnaehsaidstepdmeasufingaduafimcmptisesflnstqadmeaswingsaid
playfirneusingafimerolsaiddierut

64. Amethodasdeflnedindaim57.wherdnsaidstepddeddh1g1ousemndpredetani1edplayrmdesconp'ises
decidingmusesaidchargedplaymodeilsaidoneofsaidnndemdesassodatedwflhsaiddesiredmplicafion
indudesamlueindaativeofsaiddiargedpfayrmde,andmnreinsaidslepdplayingsaiddesiredapplizlfion.
eormrisesthestepsot:

saiddianobtaimumusendingaaeditcamnmbaoisaiduserbsaidsaverz
proceedngloanextsteponlyflthecreditcardafsaidmnbaisbcrubbevafdflunareiermcetaanasso
dated cred! conpany;

dsplayifln. onadisplaydevioeotsaid dier1t.ad1argeforplaydecidedbasedonarneasuretrIentofadurafiu1
dsaidapdbafimdaystepmuatamamwmduaydwgesdtasahapplécafimphydep;mu
saidsarver chargingsaidplayto said creditcard number.

65. AmethodasdefinedincIalrn64.whaemsaidstepdphyhgsaiddedradappficafimhxhaoamrisesmesteps.
p:ionosaidappBcationplaystep.of:

displaying.priormsaidappliczfionplaystepaneaqaectedchargeandaneaqaededtotalarnoumofdrargeson
saiddisplaydevicmand

leflingiheuserdecide whether Io p|aysaiddes'redapplica1ion.

66. Amethodasdefinedindaim64.whadnsaidstepdsaidcfie-nobmiringmdsenrfirvgaaarfitcardnmbadsaid
usertosaidservaroonprisesthestepsd:

insaidserver,

generatingapseudorandommmbar;

storingsaidpseudorandanmnberinmemoryr.
uarsrritfirvgsaidpsetxiorarudoannmrbertosaiddient

insaidcfient.

prowpfingsaidusersoimutsaidcredncardnunter;
docuemaypfingsaidaedtmrdmnmufirstwmsahtwsniuedmrumwmnbumuvnnmma

severe pualic key included in said volume oornroldata intoadoubte-encrypted number:
sending saiddouble-enctyptod nurrbertosaidserver: insaidsetvar.

decrypting saiddouale-encryptednurberwithaserverh secrealeyimoadecryptadrandotnmmberand
anotherdeaypteddatazand .
decrypting saidanolherdecryptaddatawith saidtransmitted randomnunberto obtainsaidcreditcard
mnber.

67. Amethodasdefinedin daim66,whereinsaidstqadsaiddientdminingarldseninuacreditcatdmnberofsaid

24
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usertosaid server furtheroorrprisesthesteps. exeartedpricxtasaidslepoidecryptingsaidanother encrypted
data,of:

pmceedrtgtoanezdsteponlyifsaiddeawtedrarIiomrun'bercoincideswithsaiipseudorandornnunt>er
vmichhasbeenstoredinsaidmernoryzarnd
displeyinga message infiarningeiaiiureindecrypfionand quittingtheoperationatherwise.

68. ‘Arnethodasdeiinedinclaim57whereinsaidstepotdecidingtouseoneofprede1eminedpIaymodescomprises
decidingiouseonaoisaidatleastone imit-atta<:hed;iaynndeifsaiioneofsaidnrodecodesassocietedwifl1
saiddesiredappiieationindudesavalueindicafiveoisaidmeofsaide1teastme§mfl—a1tachedpIaynnde.and
whereinsa.idstepofplayingsaic|desired application oorrprisesthestep of:

inresponsetnadeierminationmaiametervaiueassodatedvvimsaidmeofsaidrmdecodesessodetedwflh
saiddesired eppiicafionine reeordidenfifiedbysaidvdurne ID, said issuenurrberendanappfication loot
said desired epplicationin a volume data table has reacheda lim‘! valueassooiatedwithsaid mode code. tis-
playingamassageinfominganoverirnitonedispleydariceoisaiidientheleadofearewfirrgsaidapplicafion
Dlavsten

69. Ameihodasdefinedindaimea.whaeinsaidfmitvahJeismedfef§ecfivedeiemufime,aflaAaueaqirefimdate
andfime,ama:dn1marmmlofplayfime.andanal|owableaccesscoLm.

70. Asyszembrplayingadshiautedapplicafimpadageinmeofpredetaniiedpleyrmdeshwcmoatwiflwasaver.
whereinflieqapiieationpaokageoonm5rsad&lasete1uyptedvfifl1anau'ypfingiey(eK-auypteddetasa)for
eachdatleastoneapplicaiionaridvolumecoritroldatafcaruseincontroliingoperationofflwesysternendthe
serverandthevolumeoontreldatainchidesnndec::desdefhmgseidpIayrrndes.fl1esystemcorrprisirug:

memasbrpaifimmensamseleduemsaidatleastmeepditafiuidsaidwhmw:
meensfordecidingtouseoneofsakipredeianinedpiaymodesassodatedwiflimedsaidmodecodes
aseignedlosaidseiected applicetiemend
rnearzsiorplayingsaidselectedappirztiarrinsaidseleciedplaymodeinooncedwiihsaidserver.

71. Asyeternesdefi1edindairn70,vvherein eadiafsaidmodeoodesindudesmeoivelues€aaireepleyn1ode,a
dwargedplaymodearidatieastorielimiballadiedplayrnode.

72. Asystemesdefinedincleim70.umerek1saidvdun1eomtrddatelurmerhdudesavounelD.anissuenunber
andenapplicafionlDioreechoisaidaxxiicafimaeruuvaemsaflnnarsbrpleyhgsaidsdededagxiicafimh
saldselectedplaymodeatleastcorrprises:

meensforseflingsaidserveriorsaidselectedplaymodebysendingtosaidserverseidvokrmelo. saidbsue
nm1ber.end1heappIicau'on Inandsaidnwodeaodeassociatedwilhsaidseiectedappficafionmrid
applicationplaymeartsfiarsinpiyplayingsaidspecified application

73. AsysIemasdefinedinclaim72.umaeinsaidxnlmneconuoldetahrmermchnesatserspdiickey-emwpted
encrypting key. and wherein said application playmeenscorrprises:

meansior reading said users public key-encrypted encrypting keytrom said voiirne;
mearIsiorobtainingausersseaetkeyumichoonespondssoeeiduser's pcblickey:
mearxsbrdeaypfirugsaiduserspdiickey-eruxypteder1ayptingkeywifl1saidusersseaetkeytoobtainsaid
enayrxinekeyzanu
meansiordeeryptingmeK-mcryp1edda1asetdsaidsdededq3p|i<afimMmsaUcbtahedenaypfimkey.

74. A system as defined in claim 73. wherein means ior decrypting said users pubic key-encrypted encrypting key and
said means for decrypting the K-encrypted data set are realized as an irrlegrated circuit

75. A system as defined in claim 72, wherein said application play means corrprises:

meanslorreceiving doI.bIe~enayptedda1afromsaid server:
rneansiorablaininqauser'ssecretkeywhichoorreepondstoseiduser'spublickey;
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meansforotnainingsaideneryptingkeybydecrypfingsaiddaiieenaypteddatawimsaidmzsersseaetkey;
and

nwambrdwypfingmeK-amqmmdmsmdsaflsdeawmpicmbnwmasahwmmwaaypfinley

5 76. Asys1emasdefinedinc!aim75. wherein mearsbrobvainingsaiiervaypihglteyarrdsaidnuemsbrdeaypfing
the K-encrypted datasetare realizedasan integrated circuit.

W. Asyslernasdefinedin claim 74or76, wherein said i'1iegratadcircui1isimorpotatedirtosaidn1eansiorobta‘uing
ausers secret key.

78. Asy-stemasdelinedindaim73.whereinsaidmeansbrdeddingtouseoneconprisesmearnsbrdecidhgbtse
afreeplaymodeandmrareinsaidnneambrpiayingsaidsdededapxiicafiorxhxthaompriseenneansmrbrua
saiiapplicationplaymeans. of:

15 naeansforreceivingdatafromsaidservenand

displayingsaiddalaasanezqaectedplayfinmebrsaidsdededapgiizafion.

79. Asysiemasdefinedindaim73,whaeinsaidmea'studeddirgmLsemedsaiduede!emmedplayrmdes
oonxxisesmearxstordeddrngtouseafreeplaymode,artimaereinsaidmearzskxplayingsaiisdectedappruar

2o tioniurtharnzonprises:

meansforcausingsaidserverwob1nin,asameaswedplayfime.da1aofaoperafimperiodofisaidapplicafion
playmeans:

meansbrrecewirIgfitstandseoor\dmtaiI'omsaidaelver:ar\d V
25 mearustxciqalayingjustaflettheoormlefioriofoperaiiornbysaidepp|i¢:afionptaymeans.saidfirstandeec-

onddataassaidmeasuredpiaytimeandaaotalamoumofpiaytimadataassaidnmeuredplayfimearda
toialamounlofplayfime.

80. Asystemasdefinedin claim 79. wherdnsaidmeambrcauaingsaidsawartodamindataofsaidopaafimpubd
so omprisesnwmsluhunimmhsavadtmsmnmufinafldmaafimbyahappamfimnaymeasb

utifizeatimerofsaidserver.

81. Asysletnasdofinedindalm 79,wherdnsaidn\w\sbrcansmgsaidservu':od:tahdataofaopera§mpaiod
ootmrises:

memsbrmeasuingsaidoperafionperioda!sai!a;plicafionplaymeam;mu

meansbrsendingsaidopaafimpaiodbsaidsaverbtusehacalwhfimdsaidtomlannmtofplaytira.

82. Asymemasdefnedindairn72.where|nsaidmeansiu'decia1ngtouseoneoormrisesmear1st>rdacidingtotse
40 adurgwphymodemumwransahmeambrplaymgsaflsdededapuicafimmmaoamdses:

memsbrabtairingarusemingaaedflcardmntbaofsaiiuserbsaiiserver;
neamrespaswetoavembafionresdtdsahaeditoamlmmsahsuverbrslarfinganaxtptooessonlyif
sa.idresultisposi11've:and

45 meansbrdisplayingadwargeforplaydecidedbssedonaIneasuredplayfimeofsaidapplicationplaymeans
muatotalamumtofplaydzargesaflaoperafimofsaidappficafionplaymeans

83. Asystem asdefined in chin 82. wherein said meansforplaying saidselected mplicationfmhetcotrprises:

so means activated prior to operation of said application piay means for displaying an expected mama and an
expectedtalalantxxmofdaargesardleflmgtheuserdecidewhefliermplayidselectedapplicafion.

84. Asystemasddinedinclairnez. whereinsaidvoIumecor1trolda1nofsaIddistrib:.dedappioation padragefunhet
includesaseverspublickeyandwhereinsaidmeartsforobtairirigarldseruitvgaaecitcardmnberdsaiduser

55 tosaidsetveroomprises:

nvearxsbrprurpfingsaiduserbmputsaidcreditcardwnber:
meansforreceivingamndommnbexfromsaidserver;
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mearxsiorob1ninh'Igsaidserven’spxmlickeyfiomsaidvo!wrIe:

mearxsfordouble-encryptingsaid aedilcardmmaerfirstwimsaidmndmanunbetandflrawwiuasaidsavers
pubic key into adotble-encrypted data;
sending said dozble-encrypied nurrber to sail server;

85. Asys1emasdeflnedindaim84,wherehsaidnnarstxsaiddiertobtahingmdsmdingauedflcardmmberol
saiduserlosaid serverfurther cotmrises:

meansresponsiveloapositiveresunoirandommmberdmdcfrurnsaidservarbrstaninganeadprooessmnd
meansrwponsivetoanegafiveresultolsakitandunnuniaerdsedxftomsaidserveriordsplayingamessage
indiwtiveolafailureinsaidrardomnmberdzedxarudquiuimgtheoperafionfusaidsdectedaapfiation.

86. A system as defined in claim 72, wherein:

saidmearnsbrdecidhgtousemecorrprisesmeansbtdeddingkwsoalimit~amchedplaymode;and
saidsendivgbsaidseverhdudessendingalinflvaheassodaiedwimsaidmodecode,andwhereinsaid
meansiorplayingsaidselectedappliczafionfurflnercamrises:
rma$maafiwpiubmambndsaHapdicafimflaymeamureceiwuhanmHsav«alhfld1ed<
resullindncafiveolwhatheralimitvalueassoda1edwimsaidnndecodehasbea1read\ed;and

memsrespmdvebanwerthfitmseoisaidresunbrstarfinganenoperafim.

87. AsystemasddinedinclairnB6.w'hereinsaid|initvah;eismeofeffecfiveda1emdfime.alowd)lee:@ira1bndame
andtime.arrnaadrm:naznour11ofpIaytirne.arndan allouableaccessoount

88. Asyslemtxoontoflhglruoughaoormunicafionnetwozkadiemdeviceu)pIayadistn‘bmedapplicafionpackage
ina1eofpredeterninedplaymodes,whereh1fl1eapplicafianped<ageoontainsadaiasdenaypmdwithan
encryptingkey(aK-amrypmddamsd)bread1dmlaas1«nappfIcafimmdmmnwcmhddahbnseinum-
u-dlingoperabmoflhesystemarudfiwedientar1d1hevoiur1ecomIoldatahc|udesavohmeD.anissuemrrber.

anapplicafionloicxeadmofsaidappficatiorxs,andan\odaoodebrsaidvolurneormodeaodesioraaidq:plioa-
lions. the system conprising:

volurnedatatableforstoring.foread1vo|ume.saidvokmelD.saidissuemnbe',saidmodecodeformidvo|-
Ioarvdsaidmodeoodebreadiofaaidamlications;

wemsbtreceivir1qaseMoeremest.awhn1elD.anssuemrm:a,mq:p§<:abnIoandamodecodeand
othetdatafromsaiddient:

meansbrstouingsaidreceivedapplitrafionID.sa.idreceivedmodecodearIdo1herda!ainappropI'iatefieldsof
areootdiden1ifiedbysaidvo|umeIDandsaidi$uemmber:
memsresponsiwmadetaninafimflmmaoismrecadiienfifiedbysaidwtlmelbandsaidisazenunber

A insaidvolurnadatatablebradcfingsaidromrdinsaidmhnmdamtaueardsmdngsaidroceivedapdicafim
|DandrrIodecodeanclsaidott1e!da1ainrela\rantfie!dsofsaid necordmnd

meansopetafiveonihebasisofsaidreceivednndecodebrdeddngtosLbsequemtypas§ngfl1ecormulm
meansiorsmponingaplaymodeassociatedsaidreceivedmodeeode.

89. Asystemasdeflnedindairnsa,whereinsaidmearsforapporfingaphyrmdeaHeeslmrrprisesmearskxap-
porting application play means. ofdierttbrsimlyplayingansppfication idantifiodbysaid received application ID.
amwhudnsddmeambrsmpmhgsaidappficafimplaymearsdsabdianwmrises:

iirstmeansforassociatingagivenvolurne lbwflhacotrespondng encrypting key,
seoondmeansIorassociau'ngbothag'va1vohunelDar:disa.:emmberwifl1aconeepondir'-;;user‘spLbEc
key:
nnmsbtremevingmencrypfirmgleyaseodatedwimsaidreoeivedvohmreio ftom saidfirstmaans:
meansbrrefievimauserspmlickeyassodatedwithsaidreeeivedvolunelbandisuemnberfrornsaid
seoondmeans;

nemsbrdmueauymingsaflamwfingieyfimapswdormumnmmhamusammersmflkkeykm
adodaleenctypteddatmand
seruingsaiddoualeenctypteddatamsaiddient

90. Asystemasdeiinedindaimsamrfl1acormrishganappli;afimdmataNeius1odmgdaIab:each|dnddq:pli-
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cation. wherein said received mode code defines a free play mode. and wherein said means hr supporting a play
mode associated said received mode code oonprises:

rrnamadmwmaiommaafimdwflmmsuaqmfigwdimfiurdqnwmsdahdianm
5 retiarhganezoectedplayfirrveassoeiatedwimseidreceivedeppticsfionlofmrneeiduaplicafiondatatale:

and

meartsforsendingseidexpecledplayfimebsaiddient

91. Asystemasdefined in claim 89, wherein said received modecodedefnes afreeplay mode. andvvherein said
10 meensforsapportingaplaymodeassociated said received modeoodecurrmrises:

meensbrn1easuri1g.asameaaxedplayfime.adwafimdepplicationplay:
meansbraddhgsaidmeasuredplayfimebeplayfimemeterassodatedwimsaidreceivedmodecodein
sai:Ivolumedatatablek:obteinatotaIan1mmtofp¢aytima;and

15 meansbrsemingaeidmeesuedpleyfimeandseidtotnlarrlournofpleyfimetosaiddiert.

92. Asysternesdelined in cla‘rn91. wherein saidmeartsformeasuringadurationcorrprises:

meansresponsivetoamficeofflweshnofopuatbnbysaideppficafimplaymemsofseideianbrszwfing
2o efirnenend

mearsresponsivemanaiceofmeerdmseidoperafimbrstoppirtgseidfima.

93. Asystemasdeflnedindaim91.whereins_eidmeans€or measuringaduradoncornnrisest

25 mearlsbrreceivingameaarreddurafionfromseiddiern.

94. Asystemesdefinedindeim88.whereinsaidreceivedmodecodeddhesachergedpiaynndamdwhereinsaid
meansbrsmporfingaplaymodeassodetedsaidreodvedmodewdeeuruisesz

so meensbrreceivingaaedircardnunbeotseiiuserfrornseidserver;
means. resmmwemedetanirafim.homewfifica6mdsaflaed1<2rdnmba.masaidaeditcem

nuniaerisnowalid.brinuningsaiddiundhvalflhymuquhfingfinopaafiwdsehnnembraqipufing
aplaymode:

means,recponsivetoedeterrnimtiormtromsaidveriiicefiorrofsaida*ed‘rtcardrurt>er.tha1saidcre&tcard

35 rumberisvalid.brinfonnhgsaidcfiemo1evaIidtyarIdprooeeding1oanenoperafion;md
meansforchargingseidplayiosaidaeditrardnurrber.

95. Awstemasdefnedinc|airn94,whereinseidmeansforsqaportingaplayrruodeaseociatedszidreceivedmode
codehrthercorrprises:

nwmsacfiwiwwbrmmaafimdsaheppimfimdayneasdsaiddianmretbwngmemeaed
chergefrornsaidrppiicationdatatablebyusingseid received application ID:
mearnsforcalcuefingasumofsaidezqaectedchargeamevalueoiedrargemeterrsodetedumhsaid
received volume IDorappl':cafion ID dqaendingonseidreceived modecode:

45 namsmuafiwwummaafimdsaidapplirafionphymmsbrsaflhgsahemedwdamemdsefl
sumtosaiddrmtarld

meansresponsivetoarecetxdamessagedquflfirngfuquitfirwgsaidnmearsbrsmpufingaplaymode.

96. Asy-sternasdefinedindaérn94.whereinsekimeansbrreoeivingecredtcardmmberdsaidnsertromsaid
so servaoarrprises:

meensforgeneratingapseudorandom nurberi

meer1sIoreton'r1gsaidpseudorendomnmrberinmernory;
nteartsfortrarxsrfitfingsaidpseudorarwdornmmbermsaiddimtz

55 meansiorwaitingforadomale-encrypteddatafromsaidclierrt;
rrueensiorobtalningaserverssecretlrey;

mearzsbrdecrypfingsaiddoubie-er-cryplednmbervmhsaidserverseeaetkeyimoadecrypiedrarvdom
numberand another decrypted data; and
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meansfurdecryptingsaid another encrypteddatawiflisaiduarzsrrittedraridommtrbertoobiain seidaredit
card nunber.

97. Asystem as defined in claim 96, vmerein said meansbrotmininga users secretkeyeorrprises meansbrreazting
said users secteikeyfroinaportahiememoryoisaid user.

98. Asystemasdeiined inciaim 96, whereinsaid meansbrreoeivingacreditcard nunberoisaidtsetiromsaid
serverfurihetconprises:

meansresmmwetoadmunhmfimmadewiubsahdeaypfirigsaflammenflmtsahdeuymedmuom
nmbaodnddesmmsahpsanommommnbamidihasbemsbredhsaummzuybrsaummaw
ble messagetosaid client and proceedinoioaneaaoperaiion: and
means responsivetoadeierrnination. nuadeprkxiosaiddeayptirvgsaiiartoihenmaisaiddeaypiedrandorn
mnbamesnmminddemmsaflpswdommmimnbawfimhasbemsmrwhsahnenvybrsadhg
adisabie messageio said ciient and quiitingsaid supporlinaaplayrnode.

99. A sysierrl as ddined in claim 88. wherein:

said reoeivedmodeeodedeiinesalinit-a1iad1edpiayrnode;and
nnmniaranmngasaviaerequesihrmarecdvesainflvalueassociatedmmsahmodecodeand
wheiein midmearsbrappufingepiaymodeassodatedsaflteceivednndemdeoonuisesz
meansiorproceedingtoanextopetafimordyflmevaiteofesoftwaremetaessodatedwimsaidrmdewde
insaidvolurrIadaiafab{eisundersaidiirtitvaiue;and

meansiorsendngamessageinimxinganoverlimmsaiddutmuqmtfingmeopeiafimdsahmemsbr
sqzponingaplaymodeassociatedseidreceivedrmdecodeiidnevalueoiasoitwatemeterassociaiedwith
saidmodecodeinsaidvokimedatatatieisrioturxieisaidlinitvalua

100.Asysiernasdei'nedinciaim 99.whereinsaid |h1itvabeisa'ieaiefiedivedaieart1iine.aibwamlee:q3irefior1date
andfime,amaxinumamoumofpiaytime,ervdananowebieaeoesecomt

1o1.Asystemasdeiinedinanyo1daims54.73arid75.nme:eh1saidmearsbrdxeiingaLsersseaetIceyoom:rises
nieambrreacfirugsaidiisersseaetieyirornepatablemaruydsaidiisa.

102.Asystemasdeiined indaim28or29, whereinsaidmearsbrobtairingsai1seaeikayootmrisesmeansbvread-
ingsaid uset'ssea'etkeyfromaportabiememoryofsaiduser.

103.Amefl1odesdeiinedinanyoicia.ims10.11.19.21.&and55.whereinsaidmpiieationpadiageisreoordedona
packagemeda.

1o4.Amethodasdeiinedineiairn 103. whereinsaidpedegemediaisdamite-aicetype.andsaiddientisasystem

cauableofpiayingseidpeckmemediaofsaidwriie-oncetype.

1o5.An appiitztionpadcageesdefinad indaim1.whereinseidpad<agemedaisdis1rbutedbapizd1aserfl1a'eofor
esibscriber thaeoiviaairensrnission media.

106.A system as defined in my oi claims 28, 29, 37, 39, 40. 70 and 88, wherein said application package is raooided
on a package mafia.

107.A system as defined in daim 106, wherein said application padage is resumed on a padage media of e mite-
onseiype

108.Asystemesdeiinedincieim1o6. umereinetleastapanoisaiivohmeeonimldmais reeorded.aftermanuIac-
iu'ingsaidpad<agemecia.inenareadiHereniiromada1a areawheresaidatleastoneappiisa1iorI‘sreoorded.

109.A system as cisfned in daim 108, wherein said client is a system provided wilh means for phaying said package
media of said write-once type.

110.A syslem as defined in any of claims 28. 29, 37. 39. 40, 70 and 88. wherein sea application padxage is recorded
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onaDVDarI1aHeastapanofsa.idvolumeaorm’olda1aisrecotded.aftama:uIac1urh1gsaidpadcagemedia. ina
BCA(bursiwtlingarea)dtheDVD,ardM1ueinsaidcHaiisasyslanprwidedwimmem'sbrplayhgsaidDVD.

111.Amethodasddinedinanyufdaims10,11,19,21.&.-taandss. wherein1!1eappticafimpad<ageIasbeendis-
5 triautedtoapurdzasermereaforasxbsaberviaauansnixionmeuiaandatleastapanoisaidvolumeoonlrol

dahhasbeenaddedwsaklappliwfionpadwgeaflameparimsaidapdicafimpadega _.

112.Asys1emasdefinedinanya|dains28.29,37,39.40.49.70and88,vvheteinsaidapplicatioI1pad<mehasbeen
distibmedtoapudtaservweofuascbscrberfluaeofviaatrarnsnissianmedaandatleastapartofsaidvw

10 umeoontroldatahasbeenaddedtosaidapplicafimpadxageaflerpteparingsaidappicafionpadqaga
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FIG. 2 3.9.
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, 2309364
FACIl..ITATlNG SECURE COMMUNICATIONS

IN A DIS'I‘RlBUTION NETWORK

'I1tis invention relates to methods of facilitating secure communications in a

distribution network. such as for example a coaxial cable or hybrid fiber-coax (HFC)
network.

Eackzlmmdnithzlnxqzfinn
A distribution network. such as an HFC network in which data is cornmunimted

to subscriber end stations via optical fiber and coaxial distribution cables. is a point-to-

multipoint network in which data addressed to and intended for any particular subscriber
is also inevitably supplied via the network to other subscribers If the data is not
scrambled or encrypted. it can be easily by these other subscribers. leading
to a loss of subscriberprivacy and aloss ofrevenues fordata suppliers when the data
(e.g. television programs) is supplied for a fee. Accordingly. it is important to provide a
desired levelofsecurity in thedatacormnunimtionsinadistribtttion network.

Whilevar-iousencryptionanddecryption schemesareltnown.thesehavea

number of disadvantages associated with them in the environment of a distribution

end stations. However. subscriber end stations are also easily subject to theft. tampering.

and duplication. so that complicated schetnes have been considered necessary to provide
adequate sectnity.

For example. a security scheme can be implemented using an encryption key
which can be stored in the subscriber end station To prevent access to the encryption

key. the store in the subscriber end station. and data lines to and from this store. must also
be made physically secure. This leads to extra complexity and costs Difletent
subscribers may have differing security and privacy needs. which makes it desirable for
the network to accommodate differing security schemes and end station costs.

A further secur-ity—related desirable aspect of a distribution network is an ability for
authentication of subscriber end stations. typically using a unique end station identity

which can be physically incorporated (e.g. hard wired) into the end station during
manufacture.

Encryption schemes can be divided into those involving public and private keys
(PPK) and those involving symmetric keys. in PPK schemes. a first station can
distribute its public key. in accordance with which a second station can encrypt data and
send the encrypted data to the first station. which decrypts the data using its private key.
Because the private key is retained at the first station. and is not practically discoverable
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byotherparties.PPKschemesareconsideredtobesectne. I-lowever.theencryptionand:.

decryptionproeessesarerelatively slow.so thatstrchschetnesarenotpracticalfor

encryption ofreal-time high-speed data. such as television program signals. for which

distribution networks are pnrnanl’' y intended.

In symmetric key schemes. a single key, referred to as a working key. is used by

bomoffimmdsewndsmdmmmacryptmddeayptdambemgmrmnunicatedbaween

the stations. Thenarnre ofthe working key is such thatencryptionofreal-timehigh-

speed data. such as television progam signals. is practical. However. these schemes

require dtattheworkingkey bepresentin both stati0I'I8.andmakeitdesirab1e forthe

working key to be periodically changed or updated. Thus symmetric key schemes require

generationofaworldngkey inoneofthestationsorinathirdstationreferred moasakey

distribution agent. and communication of the working key to the other station(s).

'l'hiscomrmmicationitselfpresentsariskofthcwor'king key beinginsecure. and

flnsnskincreasesudthdtefiequarcynddiwhichtheworkingheyistrpdated. ltisalso

known to avoid this risk by using a PPK scheme for communication of a working key.

andthentousetheworkingkeyfordataencryption.

An objectofdrisinvenfionistoprovidearnethndoffacilitadngsectne

communications in a distribution network.

 m

Oneaspectofdtisinventioruxovidesarrretltodoffacilitatingsectne

communications using encryption and decryption processes in a distribution network

comprising a central station and a plurality of addressable and stations. in which

communications from the central station addressed to and intended for a particular end

station are delivered via the network to a plurality of em! stations, wherein the central

station has. and one or more of the end stations can each have, a respective public and

private key (PPK) of a PPK encryption scheme. comprising the steps of:

(a) determining in commtmications between the central station and an end station

whether theend station has a PPK. ifso proceeding with ste-p(b) and ifnot proceeding

with step (c);

(b) at the central station. determining the public key (PK) of the end station. generating

a working key (WK) for encryption of communications to the end station. encrypting the

WK using the PK of the end station, and communicating the encrypted WK to the end

station; at the end station. decrypting the WK using the private key of the end station: and

proceeding with step (d); V

(c) at the end station. detennining the public key (PK) of the central station. gcnaating

a working key (WK) for encryption of communications to the central station. encrypting

the WK using the PK of the central station, and communicating the encrypted WK to the

central station; at the central station. decrypting the WK using the private key of the central
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station; and proceeding with step (d);

(d) usingtheW'Ktoencrypt atthe central statiomandtodecryptattheend station.
communications from the central station to the end station.

Another aspect of tltis invention provides a method of facilitating secure
communications _in a distribution network comprising a central station and a plurality of
addressable end stations, in which oormtunications from the central station addressed to
andintended fcraparticularend stationaredeliveredviathenetwmkto aplurality ofend
stations. wherein the central station has a public and private hey (PPK) of a PPK
encryption scheme and each end station has an individual identity (ID) and an individual
cryptographic signature encrypted using a private key of a predetermined PPK encryption
scheme. comprising the steps of: communicating the.ID of an end station to the central
station; at the end station. generating a working key (WK) for encryption of
comrntmications between the end station and theoentral station and encrypting the WK
usingthepublickeyofthecentral station: cornrnttnicatingtheencryptedWKfromtheend
stationtothecentralstation; atthecerm'alstatiort.dcr:ryptingtheeacryptedWKusingtlte
pr-ivatelteyofthecentral statiomeorrnnunicatingtheayptogmphic signamreoftheend
station to the central station; and at the central station. decrypting the cryptographic
signature using a public key of the PPK scheme for authentication of the
end station.

Fig. 2 is a flow chart illustrating steps of a method for facilitating secure
communications in the network in accordance with the invention.

D .1 1 E . .
The invention is described below in the context of a hybrid fiber-coax (HFC)

distribution network in which signals are distributed front a central station or head end
(HE) to a large number of subscriber end stations (ES) via optical fibers and coaxial
cables in known manner. An example of such a network is described in Warwick United
States Patent No. 5.408.259 issued April 18. 1995 and entitled “Data Modulation
Arrangement For Selectively Distributing Typically in such a network digital data
communications are provided between any ES and the HE using asynchronous transfer
mode (ATM) cells which are communicated in both directions. i.e. downstream from the
HE to the ES and upstream from the ES to the HE. using suitable modulation schemes
and canier frequencies outside the bands used for analog television signals also carried on
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thecoaxialcables. Howevenitisobservedthattheinventioniseqttally applicableto

other forrnsof distribution network.

Referr-ingtoFig. Ltheteis illustratedpartsofadistribution networkin which

many end stations. only two of which are shown andarereferenced 10 and 12. are

oonnectedviabranchedmbles Mofdredistributionnetworktoaheadead 16.viawhich

theend stations haveacoesstoanetwork (not shown) which for example supplies digital

television program signals snbscribedtobyendstation subscribers. 'I‘hecablesl4can

amrpfisebomopdcalfibermtdmaxialcablesfanflngahyu-kifiba-wuunngamm.

onwhidrdmdigimlsignalscanbemnmmnicamdhrknownmmnausingA1Mcdls.

AscanheappteciatedfiomdwiflusuafimtinIigl.signalscmnmunica1edbydte

heada1dl6mdmtmdedfmmypmfictflaradsmtiotIwiflacnmflybedefivaedviad1e

cablesmtoalloftheendstations. Forsecureand/orprivaneeomrrmnicationofdte

signfls.dteheadend16hwludesmenuyp6mengim18whichmaypsmesigrulsin

accondanoewithaworlcingkeyknownonlybytheheadendandtheintendedendstxtion.

which also includesanencryption enginezowhichdecryptsthesignals for use. These

working keys are similariy used for communications in the opposite direction. from the

endstationtotheheadend 14. Thewodcingkeysoftltissytnmeuickeyencryption

sclrennueprofidedinmeheaduadandmeutdaafionmannnnawhhhisdescfibedm
detailbelow.

Theendstationsl0andl2areoftwotypes.withdifleringlevelsofsecurityto

enable difienent security needs of subscriberstoheaccommodated. Theendstation 12

representsarelatively secureendstation. which includesitsown publicand private keys

ofaPPKencryption scheme. Asexplainedintheintroduction. suchanendstationhasa

relatively high oomplexityarrdcosnbecanseof theneedforsecurestor-age of thekeysand

operation of thePPK encryption. Otltaend stations.whichdonot have their own public

andprivate keysandaccordinglycanbeprovidedatarnuch lower oost.arerepresentedby

theend station 10. Thenetworkasawhole may haveanarbitrarymixofthese twotypes

of end station.

Each end station 10 or 12 also has an individual. unique identity number. which is

stored (e.g. hard wired) into the ES during its manufacture. This is referred to as a global

ID (identity). The global D5 of all of the end stations are stored in a database 22, which

canbecolocatedwiththe headend léorsepamaelyfmmitandwithwhichtlreheadend

16 communicates via a path 24. 'l'he head end 16 also has its own public and private keys

of a PPK encryption scheme.

Fig. 2 shows steps of a process which is followed in order to set up secure

communications between the head end 16 and one of the end stations 10 or 12. This

process takes place between the head end and the respective end station without

involvement of any other node such as a central key distribution agent. is described
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below as being initiated in each use following any reset (e.g. following a power-up) of
eithertlieheadend loortherespectiveendstation. Consequently, thewo 'gkey
which isusedforencrypting thecorrtrminicatiotisbetweenthe headerrd andtheend
station is changed on any reset. However. the same process can alternatively or
additiotially be carried out on demand. and/or periodically to provide periodic changes of
the working key. It is also observed that the encrypted coimiiiriications take place
betweentheencryption engines 18 intheheadend 16and20iritherespectiveendstation
10 or 12, and communications on the network access side of the head end 16 are not
subject to the same enayption. ‘

In Fig. 2. a block 30 iepresents areset oftlie head end (HE) or end station (ES).
in response to which. as shown by a block 31 in Fig. 2. adialog or handshake is carried
otnbetweendieHEaridtheEStoestablishcouununicationsbetweentherrL These
communications are efiected using unencrypted ATM cells using addresses of the end
stationandtheheadend. Asapartofthisdialog.as shown by ablock 32 inFig. 2the
headetid 16 iritenogatesdieuidstadonwdetaminewhaherornotdieendstafionhasits
own public and private keys. If not. i.e. if the end station is an end station 10 as
described above, then theprocess continues with successive blocks 33 to 38 in Fig. 2. If
the interrogation establishes that the end station is an end station 12 having its own public
and private keys. their the process instead continues with blocks 39 no 44 in Fig. 2.

Intheformercaseofanendstatiort 10.asshowribytheblock 33thebeadead 16
oommunicaaesitspublickey(PK)totheendstation10:thiscommunicationcanfotmpai't
of the dialog block 31. The end station 10 randomly generates (block 34) a working key
(WK) for communicating signals in a symmetric key encryption scheme, and encrypts
(block 35) this working key in accordance with the supplied public key. sending the
encryptedworkingkeyinarnessagetotheheadend 16. Thehcadend16decrypts(block
36) the encrypted working key from this message in accordance with its private key.
which is not known to others so that the communication of the working key front the end
station 10 to the head end 16 is secure. and optionally but preferably sends an
acknowledgement to the end station 10. As shown by the block 37. the head end 16 and
the end station 10 then load their encryption engines 18 and 20 respectively with the
working key. and thereafter (until this process is repeated. for example in response to a
subsequent reset at either end) communications between them take place with data
encrypted in accordance with the working key. An optional additional step represented by
the block 38 provides for authentication of the end station 10 in a manner described
below.

Conversely. in the latter case of an end station 12. as shown by the block 39 the
end station 12 communicates its public key (PK) to the head end 16; this communication
can form part of the dialog block 31. An optional authentication step for the end station

Petitioner Apple Inc. — Exhibit 1002 p. 3299



Petitioner Apple Inc. - Exhibit 1002, p. 3300

10

15

25

35

6

12canbecarriedmnbydteheadend16astepresattedbytheblock40inammmer

described below. The head end 16 randomly generates (block 41) a working key (WK)

for communicating signals in a symmetric key encryption scheme. and encrypts (block

42) this working key in accordance withtbe supplied public key oftheend station 12.

sendingthceneryptcdwotkingkey inamessagetotheend station 12. Theend station 12

decrypts (block 43) the encryptai working key from this message in accordance with its

private key. which is not known to others so that the communication of the working key
fromtheheadend 16 totheendstation 12 is secure. andoptionallybutpreferably sends

anacknowledgementtotheheadend 18. Assbown by the block44. theheadend 16 and

the end station 12 then load theirencryption engines 18 and 20 respectively with the

working key, and thereafter (until this process is repeated. for example in response to a

subsequemtesetueid1erard)cmmntmicafimsbetwea1dtunmkeplatxwithdam

encryptedin aceotdaneewith theworltinglney.

Itcanbeseenfrorrttlteabovedescxipdontltatinthetelatively securebutmore

expensive situation in which the end station 12 includes its own public and private keys.

these are used forcommunicatinga working key generated intheheadend. whereas inthe

othercasetheendstation logettetatestheworltingkeyandthisisccnnrmuticatedtothe

head end using the latter's public key.

'nteoptionalstq>ofautherttit:ttiortoftheend station l2inthebloek40as

describedabovecanmakeuseofthegloballboftheendstation l2together-withdatain

the database 22, in which the public key of the end station 12 is stored in association with

this global ID. Aspartofthedialog block 31.theendstationcotnrntmicatesitsglobal ID

totheheadend 16. Inthestep40.therefore.thebea:lend l6caneomrtrunicateviathe

path 24 with thedatabase22tocont'utnthatthepub1ickey whichit hasteeeivedfmmthe

end station 12 in the step 39 matches that stated in the database 22 for this end station's

global ID, the subsequent steps 41 to 44 only being followed if this authentication step is

successful.

Alternatively. or in addition, the optional end station authentication step of block

40can comprisethe stepsofthehead end sendingan unencrypted message to the end

station 12 with a request that it be cryptographically signed In accordance with this

request. the end station 12 produces a digest of the message using a known hashing

function (thereby reducing the data to be encrypted). encrypts this digest in accordance

with its private key. and sends the encrypted message digest to the head end 16. The head

end 16 then decrypts this in accordance with the public key of the end station. retrieved

from the database 22, to confirm the digest of its original message which the head end

also produces using the hashing function.

It can be seen that, alternatively. the steps represented by the blocks 39 and 40 in

Fig. 2 could be replaced by a single step in which the head end 16 determines the public
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keyoftheend station 12fi'omthedatabase22inaccordarx:ewidrtheglobalIDoftheend
station 12 supplied in the dialog 31. without any authentication of the end station or any
communication of the public key from the end station 12.

The above sequences provide a particularly strong or secure authentication of the
end station 12. For the end station 10 which does not have its own public and private
keys. a weaker but still valuable authentication can be provided as shown by the block 38.
The authentication block 38 is shown in Fig. 2 as the final block in the process because
this enables the exchange of data in the authentication process to beencrypted in
accordance with the working key. but this authentication step couki alternatively be
provided anywhere else in the sequence of steps front the blocks 31 to 37.

Forthis optional authentication step. the end station 10 is manufactured (e.g hard
wired) with not only its global II). but also a cryptographic signature. Conveniently. the
endstation loisrmnufacnned with acenificatecorrtprisingdataincludingdieglobal ID of
theend stationand thepubliclcey ofthenranufacturrrand acryptographic signature
comprising an encryption. in accordance with the private key of the manufacturer. ofa
digest of that data produced using a known hashing function. The public key of the
manufacturercanalsoorinsteadbestoredirithedatabase22. Theoptionalendstation
authentication step of the block 38 comprises a communication of the cryptographic
signarurefromthe end station lototheheadend 16 (asexplainedabovethiscouldbea
panofthed.ialog3l oranylaterstep,buttheaicryptionaftertheblock37 obstructs
public observation in the network of cryptographic signatures). '11:: head end 16 then
confirms the authenticity of the end station 10 by decrypting the cryptographic signature
using the manufacturer’s public key. producing a digest from the same data (global ID and
public key. both of which can be communicated in the dialog step 31 or later) and the
known hashing function. and matching these.

This is a relatively weak authentication. in that identical copies of the end station
10. including duplicated data and cryptographic signatures. could operate at different
times on the network without this being detected. However. simultaneous operation of
two or more such duplicates would be detected by the fact that two or more end stations
would be supplying the same global ID which is supposedly unique. Thus even such a
weak authentication is valuable especially in detecting illicit large-scale duplication of end
stations.

‘hie processes in accordance with the invention as described above provide a
number of significant advantages over known configurations. In particular. requirements
for secure storage of public and private keys are minimized in the network as a whole. and
eliminated for the end stations 10 which can accordingly be provided at relatively lower
cost. At the same time. end stations 12 with greater security can be provided. and the
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with optional authentication of the end stations as described above. enables difierent

degteesofseciuitymbeeasilypmvideduidtemmorkmwoordmoewithsewiee

requirements.

Furthermore. tenewal of the woridng keys at reset is simpler than providing time-

based schedules for changing encxyption keys. and key exchanges take place only

between the head end and the end station which use the keys. thereby enhancing security

compared with distribution of keys front a key distxibution agent. In addition. all of the

data flowing between the head end and any particularend station 10 or 12, between

successive resets, can be encrypted using a single working key. theteby simplifying the

encryption and decryption processes. However. it is obsetved that difienent working

keyseouldbegeneiated.eo1mnun_icated.andusedin thesamemannerasdescribed above

for encrypting and decrypting different types of infonmtion. or diffetent services. for a

single end station to or 17.

Although particular embodiments of the invention have been described in detail. it

should be appteciated that numerous modificafions. variations. and adaptations may be

made without departing from the scope of the invention as defined in the claims.
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WHAT ISiG.AlMED IS:

1. A method of facilitating secure communications using encryption and decryption

processes in a distribution network comprising a central station and a pltnality of
addressable end stations. in which communications from the central station addressed to
and intended for a particular end station are delivered via the network to a plurality ofend
stations, wherein the central station has. and one or more of the end stations can each have.

a respective public and private key (PPK) of a PPK encryption scheme. comprising the
steps of: _

(a) determining in communications between the central station and an end station
whethertheendstationhasaPPK,ifsoproceedingwith step (b)andifnotproceeding

with SW? (C):

(b) at the central station. determining the public key (PK) of the end station. generating
a working key (WK) for encryption ofcommunicadons to the end station. encrypting the
WKusingthePKoftheendstation,andcormntmicatingtheenctyptedWKtotheend
station; at the end station. decrypting the WK using the private key of the end station; and

proceeding with step (d):

(c) atdnu1dsmfiomdetmrfitthtgdtepublichey(PK)ofuncamalsmfiomgmaating
a working key (WK) for encryption ofcommunications to the central station. encrypting
theWKusingt:hePK ofthecentral statiomandeommunicating theenctyptedWK to the
central station; at the central station. decrypting the WK using the private key of the central

station: and proceeding with step (cl);

(:1) usingtheWK toencryptattttecenual stati0n..andtodecI'yptat the end station,
communications from the cenual station to the end station.

2. A method as claimed in claim 1 whuein each end station has an individual identity

(ID) andstep (a) includesthestepofcommunicating thelDoftheendstation tothecentral
station.

3. Arnethodasclaimedinclaimzwhereininstep(b)thePKoftheendstationis

detarnined by the central station from a database using the ID of the end station.

4. A method as claimed in claim 1. 2. or 3 wherein step (b) further comprises an end

station authentication step comprising the steps of connnunicating an unencrypted

message from the central station to the end station. producing an encrypted message at the
end station using the private key of the end station, communicating the encrypted message
to the central station, decrypting the message at the central station using the PK of the end

station. and comparing the decrypted message with the original message.

5. A method as claimed in claim 4 wherein in step (b) the end station authentication

step is carried out before the step of communicating the encrypted WK to the end station.
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6. Amethodasclaimedinanyofclaimslto5whereininsl¢P(b)thcPKoftheend

station iscorrununicated to thecentral station from theendstation.

7. Amethodasclaimedinclaims2artd6whaeininSl¢P(b)thePKoftheend

stationisverifiedbythecentralstationfromadatabaseusingthelboftheendstation.

8. Amethodasclairrtedinartyofclaimslto7whereinaplur'alityofendstations

which do not have a PPK each have an individual cryptographic signature encrypted using

a private hey of a predetermined PPK scheme. step (a) or (c) includes the step of

communicating the cryptographic signature oftheend station to the central station. and

step (c) further comprises an end station authentication step comprising. at the central

station, decrypting the cryptographic signature using a public key of the predetermined
PPK scheme.

9. Amethodasciaimedinclaims2mrd8wherdndreindividualayptographic

signaturecomprisesanarcryptionofdatadaivedfi'omdrelDoftherespectiveend

station.

10. Anndrodasclaimedinchim8or9whaeindrepruletuminedPPKschermuses

aprivate keyandapublic key ofasourceoftheendstation.

ll. Amethodasclaimedinclaim8.9,orlowhereinthecryptographicsignatrrreis

communicated tothecentral station in step (c).

12. Amethodasclairnedinclaim llandincludingthestepsofencryptingthe

cryptographic signature at the end station. and decrypting the encrypted cryptographic

signature at the central station. using the WK.

13. Amethodasclaimedinanyofclaims 1 to 1_2andfurthercomprisingthestep of

usingtheWKtoencryptattheendstation. andtodecryptatthecentral station.

communications from the end station to the central station.

14. A method of facilitating secure communications in a distribution network

comprising a central station and a plurality of addressable end stations. in which

communications front the central station addressed to and intended for a particular end

station are delivered via the network to a plurality of end stations. wherein the cenu'al

station has a public and private key (PPK) of a PPK encryption scheme and each end

station has an individual identity (ID) and an individual cryptographic signature encrypted

using a private key of a predetermined PPK encryption scheme. comprising the steps of:

communicating the ID of an end station to the central station:

at the end station. generating a working key (WK) for encryption of

communications between the end station and the central station and encrypting the WK
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using the public key of the central station;
communicating the encrypted WK from the end station to the central station;
at the central station. decrypting the encrypted WK using the private key of the

central station;

communicating the cryptographic signature of the end station to the central station:
and

at the central station. decrypting the cryptographic signature using a public key of

the predetennined PPK scheme for authentication of the end station.

15. A method as claimed in claim 14 wherein the individual cryptographic signature
comprises an encryption of data derived from the ID of the respective end station-

16. A method as claimed in claim [4 or [5 wherein the predetenrtined PPK scheme
uses a private key and a public key of a source of the end station.

17. A method as claimed in claim 14. 15. or 16 wherein the step of communicating the
cryptographic signature of the end station to the central station comprises the steps of
encrypting the cryptographic signature at the end station using the WK. communicating
the encrypted cryptographic signature from the end station to the central station. and
decrypting the encrypted cryptographic signature at the central station using the WK

18. A method of facilitating secure communications in a distribution network.
suhstantially as hereinhefore described with reference to Figs 1 and 2 of the

accompanying drawings.
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PATENT SPECIFICATION

(22) Filed 2 Dec. i974(21) Application No. 52131/74

(31) Convention Application No. 7342706
(32) Filed 30 Nov. 1973 in

(33) France (FR)

(44) Complete Specification published l7 Aug. 1977
(St) INT CL‘ G06}-‘ 13,00

(52) Index at acceptance
G4A l0EX l3E 13M 17134 1']? 6G 61'! 6X AP ND NR

(54) APPARATUS FOR PROTECTING THE INFORMATION
IN AN VIRTUAL MEMORY SYSTEM

IN PROGRAMMED DATA PROCESSING APPARATUS

(7!) We, COMPAGNIE lNTER-
NATIONALE POUR L‘fNFORMAT[QUE
Cll—HONEYWELl..—BULL_ (forrneijy Com-
pagnie Honeywell-Bull), a French Body
Co orate. of 94 Avenue Gambetta, Paris
750 0. France, do hereby declare the
invention. for which we pray that a patent
may be granted to us, and the method by
which it is to be performed, to be
particularly described in and by the
following statement:-

The present invention concerns
apparatus for protecting the information in
a virtual memory system in programmed
data processing ap ararus.

Several schemes ave been utilized in the
past in order to protect infonnation. Some
of them are detailed by Robert M. Graham
in a paper entitled “Protection in an
information Processing Utility". published
in CACM (May l968).

This type of memory protection is
inadequate for present day
multiprogrnmming systems because_there is
no provision for gradations of privilege or
gradations of accessability. and severely
limits the control over access to
information. There should be rovisions for

different access rights to the ifferent types
of information. A partial answer to this

problems is found in the concept of a
memory having a segment as the unit of
information to which access is controlled
(see Patent Application No. 2l630/74.
(Serial No. l.465,344). filed on 15 May 1974).
Varying degrees of access to each segment
is possible by providing for dilTcrent types
of privileges attached to each segment such
as master/slave. write/no-write and
execute/non-executes However. this
method of protecting the privacy and
integrity of information does not take into

account the user of the information. lJnder
this type of protection. pnvilcge is not
accorded the user but the information

being protected. Hence a. user if he has
access at all to asegment has access similar
to all other users who have access to the

segment. David C- Evans and Jean Yves
LeClerc in a pa er entitled “Address
Mapping and the ontrol of Access in an
lnteractive Computer," SJCC l967.
recognized the problem and attempted a
solution. Ewms and LeClerc said in that
article p. 23, “The user of a computing
system should be able to interact arbitrarily
with the system, his own computing
processes. and other risers in a controlled
manner. He should have access to a large
information storage and retrieval system
called the file system. The file system
should allow access by all users to
information in a way which permits
selectively controlled privacy and security
of information. A user should be able to
partition his computation into semi-
indepcndcnt tasks having controlled
communication and interaction among
tasks. Such capabilit should reduce the
human efi'ort to oonnruct. debug.
and modify programs and should make
possible increased reliability of programs.
The system should not arbitrarily limit the
use of input/output equipment or limit
input/output programming by the user".
Evans and LeClerc proposed conditioning
access rights on the pt‘occdure-in-
execution. The segment, under their
proposal. is still the unit of information to
which access is controlled; however. a
segment‘s access control attributes are
recorded substantially in a user-name

«versus procedure tables whose entries are
the access modes. Such a solution,
however, has serious drawbacks. For one,
the construction and updating of each
segmcnt's table of access control attributes
presents a formidable task. For another,
too many uses of the segment and event
occurrences must be foreseen. To

overcome this problem access control by
procedure-set was suggested. Under this
suggestion. related procedures are grouped
into “sets of procedures“ and access rights
10 segments is based on the identity of the
set to which the procedure seeking access
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belongs. This method alleviated the
problem of constructing and updating each
segmcnt‘s voluminous tables of access
control attributes. but introduced the

problem of determining to which set a given
procedure belonged. particularly when a
procedure was or could be a number of
many sets. This ambiguity in defining sets,
and the possible transitions between sets
makes the implementation of access
control based on “sets of procedures“
extremely diflicult.

To overcome the diffic ultics encountered

with the “set"‘ technique a ring concept was
developed. The ring concept groups the
sets of procedures into rings that can
unambiguously be ordered by increasing
power or level of privilege. By assigning a
collection of sets to a collection of
concentric rings. and assigning numbers to
each ring with the smallest ring having the
smallest number and each succeeding

» larger ring having a progressively greater
number, different levels of privilege.can
then be unambiguously assigned to the user
of a segment. Under this concept the
innermost ring having the smallest number
assigned to it has the greatest privilege.
Hence it can be postulated that users in the
lowest ring number can access information
having higher ring numbers, but users in a
higher ring number cannot access
infonnation having lower ring numbers or
can access information in a lower ring
number only in a s cified manner- This
palpable change 0 power or level of
privilege with a change in rings is a concept
which overcomes the objections associated
to a change of sets.

Multics (Multiplexed Information and

Computin Service) is an operating systemdeve ope primarily by Massachusetts
Institute of Technolo , in cooperation
with General Electric (E0): and others which
lirst utilized the ring theory of protection in
software on a converted Honeywell 635
(Registered Trade Mark) computer and
later on a Honeywell 645 (Registered Trade

- Mark) computer. The Multics philosophy
utilizes 64 rings of protection numbered as
rings 0-63 and is set forth generally in a

pztpcr entitled "Access Control to theultics Virtual Memory" published by
Honeywell information Systems Inc. in the
Multics Technical Papers. Order No.
AG95. Rev. 0. A more detailed description
of Multics ring protection is to be found on
chapter 4 of :1 book entitled "The Multics
System; An Examination of its Structure",
by Elliott l. Organick. published by MIT
Press. and also in the Multics System
Programmers Manual I969, MlT Project
MAC. Briefly. the Multics system does not
utilize a “pure ring protection strategy" but
rather employs the "ring bracket protection
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strategy" wherein a user’s acces rights with
respect to a given segment are encoded in
an access-mode and a triple of ring number
(rl. r2, r3) called the user’s “ring brackets"
for a given segment. A quotation from
pages l37-—l39 from the Multics Technical
Paper entitled. “Access Control to the
Multics Virtual Memory“ sets out the rules

and conditions for using and changing
rings.

This “ring protection concept" was first
implemented with software techniques
utilizing 64 separate rings. Subsequently an
attempt was made to define a suitable
hardware base for ring protection. The
Honeywell 645 (Registered Trade Mark)
computer represents a first such attempt.
The Honeywell 645 (Registered Trade
Mark) system differs from the “ringed
hardware" concepts described supra in
several respects which when taken
together, add up to the fact that the
Honeywell 645 (Registered Trade Mark) is
a2-ringratherthana64-ringmad:rine.and
has in lieu of a “ ' register", a. master
mode and a slave mode, which imparts
greater power to the processor when in
master mode than when in slave mode.

"The access control field of the 645‘s SDW
(segment descriptor word) contains no
information about rings: in particular its
does not contain ring brackets. It does,
however, contain_eit.bcr:

a) access-mode information possibly
including either of the two descriptors;

accessible in master mode only.
master mode rocedune;
b} the specifrrcation of one of eight

special ‘directed’ faults (traps) which is to
occur whenever the segment descriptor
word (SDW) is accessed.

“The procedure is only ‘in master mode’
when executing a procedure whose SDW
indicates a ‘master mode procedure‘. The
processor may enter master mode while

executing a slave mode procedure by:
faulting,
taking an interrupt“.
“The 645 processor’: access control

machinery interprets the SDW during the
addressing cycle and causes the ap ropriate
action to occur depending on the DW and
(usually) on the attempted access, as
follows:

a. if the SDW im lies a particular
“directed fault“. then that fault occurs.

b. Otherwise. if the SDW does not
permit the attempted access. the

approgriate access violation fault occurs.c. therwise. the SDW permits the
attempted access and the access is
performed.

“When a fault occurs, the 645 enters
master mode and transfers control to the
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appropriate master mode fault handling
procedure“. (Access Control to the Multics
Virtual Memory. supra pps. 157-158).

Another paper by Michael D. Schroeder
and Jerome H. Saltzer entitled "A

Hardware Architecture for lmplementing
Protection Rings" published in
Communications of the ACM, March I972
Vol. IS, No. 3. sets forth background and
theory of ring protection and describes a
hardware implementation of "ring
protection“.

Because the Multics and Honeywell 645
version of ring protection was implemented
mainly in software. considerable operating
system supervisor overhead was entailed
particularly when calls to greater or lesser
power were made by trapping to a
supervisor procedure. What was required
was an access control mechanism which

had the functional capability to perform
effectively its information protection
function, was relatively simple in operation,‘
was economic to build, operate and
maintain. and did not restrict programming
generality. The Honeywell 6000
(Registered Trade Mark) computer system
met these requirements by implementing
most of the ring protection mechanism in
hardware. Hence special access checkin
lo ic, integrated with the segmente
a dressing hardware was provided to
validate each virtual memory reference.
and also some special instructions for
changing the ring of execution. However

certain portions of the ring systemparticular y outward calls and returns or
calls to a lesser power and returns
therefrom presented problems which
required the ring protection function to be
perfonned by transferring control to a
supervisor. What is now needed are further
improvements in hardware and techniques
that will permit a full implementation of
ring protection in hardwarelfirmware and
will meet the criteria of functional

capability. economy. simplicity and
programming generality.

Accordingly the present invention has for
an object to provide an improved computer
ring protection mechanism.

Accordingly the present invention
consists in an internally programmed data
processing apparatus CPU having a virtual
memory system, and being responsive to
internally stored instruction words for
processing information and having stored in
said virtual memory system a plurality of
different types of groups of information
each information group-type associated
with an address space bounded by a
segment having adjustable bounds, and
comprising means for protecting the
information in said-virtual memory system
from unauthorized users by restricting

accesszibility to the information in
accordance to levels of privilege, said
means com rising in combination with an
access chec ing mechanism:

(a) first means arranged in operation to
store in said virtual memory system at least

one segment table comprising a plurality ofsegment descriptors with eac segment
descriptor being associated with a
predetermined one of said segments and
each segment descriptor having a
predetermined format containing an access
information element and a base address

element in predetermined positions of said
format. said base address element being
used for locating in said virtual memory
system the starting location of at selected
one of said segments. and said access
information element for specifying the
minimum level of privilege required for a
predetermined type of access that is
permitted in a selected one of said
segments:

(b) a plurality of second means having a
predetermined format. communicating
with said first means. arranged to store in a
predetermined portion of said second
means. a segment number SEG for
identifying a segment table and the location
of a segment descriptor within said segment
table. said second means also being
arranged to store in a predetermined other
portion of said second means. an offset
address within the segment identified by
said segment descriptor said offset address
locatin from said segment base the first
byte o a word within said segment;

(Ic) third means responsive to an addresssyl able element of an instruction being
executed for addressing one of said
plurality of second means;

(d) fourth means arranged to store a
displacement from said address syllable;

(e) fifth means. communicating with said
first. second. third and fourth means.
arranged to add the displacement D and
said base address. to said offset; and.

(f) sixth means responsive to said access
information element in a selected one of

said ent descriptors. restrictin the
acce ility to the segment associat with
said selected one of said segment
descriptors in accordance to the level of
privilege and the type of access specified in
said access information element. wherein

each group-type of information is
associated with a predetermined ring
number indicative of a level of privilege
said legel of privilege decreasing as the
associated ring number increases
comprising means for determining the
maximum effective address ring number
EAR (i.e. minimum level of privilege) of a
selected process to access a selected group
of information. said means comprising;
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(a) first means to store first information
indicating the maximum ring number RD
(i.e. minimum level of privilege) required to
read information from said selected group;

(b) second means to store second
information indicating the maximum ring
number WR (i.e. minimum level of
privile c) required to write infomtation into
said se ected group:

(c) third means to store third
information indicating the maximum ring
number MAXR (i.e. minimum level of
rivilege) required to process information
rom said selected group; and,

(d) fourth means communicating with
said first. second and third means, to
determine the maximum of the contents of
said lirst, second and third means whereby
the effective address ring number EAR is
generated.

The present invention, however, both as
to organization and operation thereof may
best be understood by reference to the
following description which is given by way
of example in conjunction with the
accompanying drawings in which:

Figure l is a block diagram of a computer
system utilizing the invention.

Figure 2 is a schematic diagram
illustrating the levels of privilege of theinvention.

Figure 3 is a flow diagram of the
segmented addrm scheme utilized by theinvention.

Figures 4A—4.l are schematic diagrams
of various novel hardware structures
utilized in the invention.

Figure 5 is a schematic diagram of the
computer ring protection hardware.

Figure 6 is a schematic diagram of the
computer segmented addressing hardware.

Figures 7a-—7h and Figures 8a-—-8c are
detailed logic block diagrams of the ringprotection hardware.

Figures 9a—~9k is a legend of the symbols
utilized in the diagrams of the invention.

Figure I0 is a schematic di am of three
mack segments. one each for ring 0, l and 3
res ctivcly.

igure l M shows the format of the Enter
Procedure instruction.

Figure llB shows the format of a
procedure descriptor.

Figure I lC shows the format of a gating
procedure descriptor GPD the first word of
the segment containing the procedure
descriptors. .

Figure l l D shows the format of the Exit
Procedure instruction.

Figure ll is a flow diagram of a portion
of the Enter Instruction pertaining to ring
crossing and ring checking.

Figure I3 schematically shows a segment
descriptor and the segment containing
procedure descriptors.

I-‘igures l4—-l6 are flow diagrams
showing various operations that are
performed when the Enter Procedure
instruction is executed.

I i-gigiée I7 is a flow chart of the ExitHS ru IOH.

_As previously discussed the ring concept
of infgnngation protecltion was originated onMUL S and imp emented on various
Honeywell (Registered Trade Mark)
Computer Systems. The original MULTICS
concept required 64 rings or level of

privilege and later implementation had the
zfluiva celnt of two rings on the Honeywell

5 an 8 rings on the Honeywell 6(XXl
(Registered Trade Mark). The embodiment
described herein groups data and

rocedune segments in the system into a
ierarchy of 4 ring or classes. (Refer to

Figure; 2). Tthe 4 rings or privigege levels areidenti ied int ers 0- ; each ring
represents a level ‘privilege in_tl_ie system
with level 0 havin c most privilege and
level 3 the least. evel 0 is known as the
inner ring and level 3 as the outer ring. The
basic notion as previously discussed is that
a procedure belonging to an inner ring has

free ECCICS to data in an outer ring.
Conversey a procedure in an outer ring
cannot access data in an inner ring without
incurring a protection violation exception.
Transfer of control among procedures is
monitored by a protection mechanism such
that a procedure execution in an outer ring
cannot directly branch to a procedtme in an
inner ring. This type of control transfer_is
possible only by execution of a
“procedure-call" instruction. This

instruction; is protrfcted against misufise in anumber 0 ways. iist. u gating mec anism
is avilable to ensure that procedures are
entered only at planned entry points called
gates when crossing rings. The segment
descriptor of such a procedure contains a
gate bit indicating that procedures in this
segment can be entered only via gates;
information regarding these gates is
contained at the beginning of the segment
and is used by the hardware to cause ent
at a legal entry-point. The procedure itse f
must then verify (in a way which, of
necessity depends on the function of the

procedure) that it is being legitimately
called. ‘A further hardward protection
mechanism is available in the case that the
calling procedure supplies an address as a
parameter: it is then possible that the more
pr‘i:_lrcgedr protcicdurte thtvoulidi lnV:.:l;(i1ll'l'I iyinormaona isa ress c
the less privileged caller could not have
done. since the ring mechanism would have
denied him access: an address validation
instruction is available to avoid this

possibility. _ _ _
An important convention is required
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here in order to protect the procedure call
mechanism. This states that it is not in
general permissible to use this mechanism
to call a procedure in a less privileged ring
and return to the more privileged one. This
restriction is necessary since there is no
assurance that the procedure in the higher
ring will, in fact, return; that it will not,
accidentally or maliciously. destroy
information that the more privileged
procedure is relying u on; or that it will
not. accidentally or m iciously, violate the
security of the stack (see GLOSSARY for
definition). Any of these could lead to
unpredictable results and crash the system.

The level of privilege are quite
independent of the process control
mechanism and there is no notion here of

privileged and non-privileged processes as
in the IBM system 360 (Registered Trade
Mark). Instead the same process can
execute procedures at different levels of
privilege (rings) subject to the restrictions
imposed by the ring mechanism. ln this
sense the ring mechanism can be viewed as
a method for subdividing the total address
space assigned to a process according to
level of privilege.

The ring mechanism defined herein
permits the same segment to belong to up
to 3 different rings at the same time i.e.
there are 3 ring numbers in each segment
descriptor, one for each type of possible
access. Thus the same segment can be in
ring one with respect to “write" access, ring
two with respect to “execute” access and
ring three with respect to “read“ access.
One obvious use for this is in the case of a

procedure segment which can be written
only by ring zero (perhaps the loader) but
can be executed in ring three.

01' the four available rings, two are
allocated to the operating system and two
to users. Ring zero, the most privileged
ring. is restricted to those operating system
segments which are critical to the operation
of the whole system. These segments form
the hard core whose correctness at all times
is vital to avoid disaster. Included would be
the s stem information base, those
proc ures dealing with the organisation of
physical memory or the initiation of
physical data transfer operations. and the
mechanisms which make the system
function. like the “exception supervisor,
the scheduler, and the resource
management".

Ring one contains a much greater
volume of operating system segments
whose failurewould not lead to catastrophe
but would allow recovery. lncluded herein
are the language translators. data and
message management, and job and process
management. Through the availability of
two rings for the operating system. the

problem of maintaining system integrity is
made more tractable, since the smaller hard
core which is critical is isolated and can be

most carefully protected.
Rings two and three are available to the

user to assign accordi to his requirement.
Two impo_rtant possibilities are debugging
and proprietary packages. Programs beiiig
debugged may be assigned to ring two while
checked out programs and data with which
they work ma be in ring two; in this way
the effect 0 errors may be localized.
Proprietary pro rams ma be protected
from their users Ey being praced in ring two
while the latter occupy ring three. in these
and other ways. these two rings may be
flexibly used in applications.

The General Rules of the Ring System
l. A procedure in an inner ring such as

ring 2 on Figure 2 has free access to data in
an outer ring such as ring 3 and a legal
access (arrow 20!) results. Conversely a
procedure in an outer ring such as ring 3
cannot access data in an inner ring such as
ringland anattcmpttodosoresultsinan
illegal access arrow 202).

2. A proc ure in an outer ring such as
ring 3 can branch to an inner ring such as
ring I via gate N4 which results in a legal
branch 203. but a procedure operating in an
inner ring such as ring 2 may not branch to
an outer ring such as ring 3.

3. Each segment containing data is
assigned 2 ring values, one for read (RD)
and one for write (WR). These ring values
specify the maximum ring value in which a
procedure may execute when accessing the
data in either the read or write mode.

Each time a procedure instruction is
executed, the procedure‘: ring number
(effective address ring, EAR) is checked
against the ring numbers assigned to the
segment containing the referenced data.
The EAR is the maximum number of

process ring numbers in the processor
instruction counter (see later description)
and all rin numbers in base registers and
data descriptors found in the addressing
path. Access to the data is granted or
denied based on a comparison of the ring
numbers. For example, if a system table
exists in a segment having a maximum
read/ring value of 3 and ii maximum
write/ring value of I. then a user procedure
executing in ring 3 ma read the table but
may not upda.te the tab e by writing therein.

Procedure Calls and the Stack Mechanism:

The procedure call and stack mechanism
is an apparatus being described herein
Procedure calls are used to pass from one
procedure to another; to allow user
procedures to employ operating system
services:
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structure within the operating system. A
procedure call is effected by instructions
and a hardware recognized entity called astack.

A stack is a mechanism that accepts,
stores and allows retrieval of data on a last-

in-lirst-out basis. Stacks reside in special
segments called stack segments. A stack
segment consists of a number of contiguous
parts called stack frames which are
dynamically allocated to each procedure.
The first stack frame is loaded into the low
end of the segment and succeeding frames
are loaded after it. The last frame loaded is
considered the top of the stack. A T-
register II4 (see Figure I) locates the top of
the stack for the currently active process. A
virtual T-register exists in the process
control block (PCB) of all other processes
in the system.

A stack frame consists of three areas: a
work area in which to store variables, a save
area in which to save the _ contents of
registers. and a communications area in
which to pass parameters between
procedures. Prior to a procedure call, the
user must specify those registers he wishes
saved and he must load into the

communications area the parameters to be
passed to the called roccdure. When the
call is made. the ardware saves the
contents of the instruction counter and
specified base registers to facilitate a return
from the called procedure.

Each procedure call creates a stack
frame within a stack segment and
subsequem calls create additional frames.
Each exit from one of these called
procedures causes a stack frame to be
deleted from the stack. Thus. a history of
calls is maintained which facilitates orderlyretums.

To ensure protection between
procedures executing in different rings,
different stack segments are used. There is
one stack segment corresponding to each
protection ring per process. A process
control block (PCB) contains three stack
base words (SBW) which point to the start
of the stack segment for rings 0, I and 2
associated with the process. The ring 3
stack segment can never be entered by an
inward call: therefore, its stack starting
address is not required in the PCB.

The procedure call is used by users who
have written their programs in a modular
way to pass from one program module to
another. It is used by user programs to avail
themselves of operating system services. it
is used by the operating system itself to
achieve a responsive modular structure.
The procedure call as is described in the
above referenced patent application is
effected by hardware instructions and the
hardware recognizable stack-mechanism.

The mainrequirements on a procedurecall mechanism are:

1. Check the caller’s right to call the
caller:

2. Save the status of the caller which
includes saving registers. instruction

counter (forrreturn), and othier status bits;3. Allow or the assing 0 parameters;
4. Determine valijd entry point for the

called procedure;
5. Make any necessary adjustments in

the addressing mechanism;
6. Enter the new procedure.
When the called procedure terminates or

exits, whatever was done in the call must be
undone so that the status of the calling
procedure is restored to what it was before
the call. -

As a preliminary to making a rocedure
call, the instruction PREPARE ACK is

executed. Thifswiinstrucfltjion causes thosere ‘ ers specir b e programmer in

thgitrrsttrhtrction to beysaved in tihe stack. Itcauses estatusnegister(see tgure l)to
be saved. and provides the programmer
with it pointer to er space which he
may now load with information to be
passed to the called procedure.

Another instruction ENTER
PROCEDURE permits the procedure call
via the following steps corresponding to the
requirement specified above:

1. Ring checking——the ca.ller’s ring is
checked to make sure that this ring may call
the new procedure: the call must be to a
smaller or equal ring number. and if ring
crossing does occur the new ure
must be gated through agate 204 ofFrgure

2. The new ring number will then be that
of the called procedure.

2. The instruction counter is saved;
3. Base register 0 (see Figure I) is made

to point effectively to the parameters being
passed;

4. The entry-point of the called
procedure is obtained from a procedure
descriptor whose address is con-
tained in the ENTER PROCEDURE
INSTRUCTION;

5. A point to linkage information is
loaded in base register number 7.

6. "fire new procedure is entered by
loading the new rin number and the
address of the entry-pornt in the instructioncounter.

The remainder of the current stacIr«
frame is also available to the called
procedure for storage of local variables.

When the called procedure wishes to
return, it executes the instruction EXIT
PROCEDURE. The registers and the
instruction counter are then restored from
their saving areas in the stack.

Referring to Figure I there is shown a
block diagram and a computer hardware
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system utilizing the invention. A main
memory IOI is comprised of four modules
of metal-oxide semi-conductor (MOS)
memory. The four memory modules I-4
are interfaced to the central processor unit
[00 via the main store sequencer I02. The
four main memory modules I-4 are also
interfaced to the peripheral subsystem such
as magnetic tape units and disk drive units
(not shown) via the main store sequencer
I02 and the IOC (not shown). The main
store sequencer gives the capability of
providing access to and control of all four
memory modules.

Operations of the CPU are controlled by
a read only memory ROM. herein called
the control store unit IIO.

The control store interface adapter I09
communicates with the control store unit
IIO. the data mangagement unit I06, the
address control unit I07 and the arithmetic

logic unit II2 for directing the o ration of
the control store memory. e control
store interface adapter I09 includes logic
for control store address modification,
testing, error checkin . and hardware
address generation. ardware address
generation is utilized generally for
developing the starting address of error
sequencers or for the initialization
sequence.

The buffer store memory I04 is utilized
to store the most frequently used or most
recently used inforrnation that is being
processed by the CPU.

The data management unit I06 provides
the interface between the CPU 100 and
main memory lOl and/or buffer store
memory I04. During a memory read
operation, information may be retrieved
from main memory or buffer store memory.
It is the responsibility of the data
management unit to recognize which unitcontains the information and strobe the
information into the CPU registers at the
proper time. The data management unit
also performs the -masking during partial
write operations.

The instruction fetch unit I08 which

interfaces with the data management unit
I06, the address control unit I07, the
arithmetic and logic unit I12 and the
control store unit [I0 is responsible for
keeping the CPU 100 supplied with
instructions.

The address control unit I07
communicates with the instruction fetch
unit I08. the buffer store directory [05, the
main store sequencer I02, the arithmetic
logic unit Ill, the data management unit
I06. and the control store unit 110 via the
control store interface adapter I09. The
address control unit I07 is responsible for
all address development in the CPU.

Interfacing with the address control unit

I07. the instruction fetch unit I08 and the
control store unit I I0 is the arithmetic logic

unit Il2 which is the primary work area of
the CPU I00. Its primary function IS to
perform the arithmetic operations and data
manipulations required of the CPU.

Associated with the arithmetic lo ic unit
II2 and the control store unit II is the
local store unit III which typically is
comprised of a 7.56-location (32 bits per
location) solid state memory and the
selection and read/write logic for the
memory. The local store memory III is
used to store CPU control information and
maintain ability information. In addition.
the local store memory lll contains
working locations which are primarily used
for temporary storage of operands and
partial results during data manipulation.

The central processing unit III) typically
contains 8 base registers (BR) I16 which
are used in the process of address
corn utation to define a segment number.
an 0 set. and a ring nurnber.The ofl'set is a
pointer within the and the ring
number is used in the address validity
calculation to determine aoces rights for
a articular reference to a segment.

he instruction counter 118
communicates with the main memory local
register (MLR) I03 and with the instruction
fetch unit I08. and is a32-bit register which
contains the address of the non instruction.
and the current ring numberof the process
(PRN). Also contained in the central
processingunit is a T register ll4 which
also interfaces with the instruction fetch
unit I08 find is typically a 32-bit register
containing a segment number and a I6-bit
or 22-bit positive integer defining the
relative address of the top of the procedure
stack. The status register H5 is an 8-bit
register in the CPU which among other
things contains the last ring number-—i.e.
the previous value of the process ring
number (PRN).

The main memory 101 is addressed b
the memo addres register MAR) ll .
and the in orrnation add by (MAR)
I I9 is fetched and temporarily stored in the
memory local register (MLR) I03.

‘ Referring now to Figure 3 there is shown
a flow diagram of the general rules for
segmented address development shown in
detail in the above mentioned copending

atent application No. 2l630/74. Serial No.
.465.344. Figure 3 when read in

conjunction with the above referenced
patent application is self-explanatory.
There is however one major difference
between the address development as shown
on Figure 3 to that of the above mentioned
application and that is that in the address
development of Figure 3 of the instant
application as many as 16 levels of
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indirection may be utilized in the addres
development whereas in the above
referenced application the levels of
indirection were limited to a maximum of
two. This of course is a matter of choice
with the designer and in no way alters the
high level inventive concept.

Referring now to Figures 4A—4J.
Figures 4A and 4B show the format of the
instruction counter designated by reference
numeral IIS on Figure 1. The instruction
counter (IC) H8 is a 32-bit register which
contains the address of the next instruction,
and the current ring number of the process
(PRN). Referring specifically to Figures 4A
and 4B the TAG is a 2-bit field which
corresponds to the TAG field of data
descriptors shown and described in the
above reference ap lication entitled
“Segmented Address velopment". PRN
is a 2-bit field which defines the current ring
number of the process to be used in
determination of access rights to main
storage. SEG is ty ically either a 12-bit or a
6-bit field whic defines the segment
number where instructions are being
executed. The OFFSET is typically either a
I6-bit or a 22-bit field which defines the
address of the instruction within the
segment SEG.

Figures 4C-4F show the format of
segment descriptors with Figures 4C and
4D showing the first and second word of a.
direct segment descriptor whereas Figures
4E and 4F show the first and second word
of an indirect segment descriptor. Segment
descriptors are two words long each word
comprised of 32 bits. Referring to Figures
4C—4D which show the first and second
word respectively of a direct segment
descri tor. P is a presence bit. If P equals
one. t e segment defined by the segment
descriptor is resent in main storage. if P
equals zero, t e se ment is not present and
a reference to t e segment descriptor
causes a missing segment exception. All
other fields in a segment descriptor have
meaning only if P equals one. A is the
availability bit. If A equals zero. the
segment is unavailable (or locked) and a
reference to the segment causes an
unavailable segment exception. if A uals
one, the segment is available (or unloc ed,
and can be accessed). l is the indirection
bit. If 1 equals zero. the segment descriptor
is direct. If I equals one. the segment
descriptor is indirect. U is the used bit. If U
equals zero. the segment has not been
accessed. if U equals one. the segment has
been accessed. U is set equal to one by an
segment access. W is the written bit. lf
equals zero. no write operation has been
performed on the segment. ll'W equals one,
a WRITE operation has been perfonned on
the segment. W is set to one by any WRITE

operation. GS is the gating-semaphore bits.
When the procedure call mechanism
referred to above requires that the segment
be a gating segment or when the process
communication mechanism (not shown)
requires that the segment be a segment
descriptor segment (SD) the GS bits are
examined. To be a valid gating segment. the
GS bits must have the value 10. To be a
valid SD segment, the GS bits must have
the value Ol. If a gating or SD segment is
not required, these bits are ignored. The
BASE is a 24-bit field which defines the
absolute address in quadruple words of the
first byte of the segment. This field is
multiplied by 16 to compute the byte
address of the segment base. The SIZE is a
field which is used to compute the segment
size. If the segment table number,
subsequently referred to as STN, is greater
or equal to zero but less than or equal to six,
the SIZE field is I8 bits long. The STN is a
field indicating the segment table entry STE
for selecting a segment descriptor. If the
STNisgreaI.ertha.nor ualto8butlcss
than or equal to l5. the S field is I2 bits
long. The numbcrofbytes in the is
equal to l6 times (SIZE+l). lfSIZ equals
zero, the segment size is 16 bytes. RD is the
read access field. This is a 2-bit field which
specifies the maximum EAR (effective
addres ring number) for which a read

operation is pennitted on the segment. (A
procedure is always pennitted to raid ns
own segment if EAR equals PRN). WR is
the write access field. This is a 2-bit field
which specifies the maximum FAR for
which a write operation is permitted on the
segment and the minimum PKN at which
the @nent may be executed. MAXR is
the maximum ring number. ‘Ibis is a 2-bit
field which specifies the maximum PRN at
which the segment may be executed. WP is
the write permission bit. This bit indicates
whether a WRITE operation may be
performed on the segment. If WP equals

-zero. no WRITE operation ma be
performed. If WP equals one, a W E
operation may be performed if EAR is
greater than or e ua] to zero but lea than
or equal to W . EP is the execute
permission bit. This bit specifies whether
the segment may be executed. If EP equals
zero. the segment may not be executed. If
EP equals one. the segment may be
executed at any PRN for which PRN is
greater than or equal to WR but less than or
equal to MAXR. MBZ is a special field
which must be set to zero by software when
the field is created. before its initial use byhardware.

Referring to Figures 4E—4E thedefinitions of the vanous fields are similar
as above however word 0 includes a
LOCATION field and word I includes a
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RSU field. The LOCATION field is a 28-bit
field which defines the absolute address of a
direct segment descriptor. The value in the
LOCATION field must be a muliple of 8.
The RSU field is a special field which is
reserved for software use.

Figures 4G—4H show the format of the
base registers (BR) which are used in the
process of address computation to define a
segment table number. a segment table
entry number. an offset. and a ring number.
There are typically 8 base registers as
shown by reference numeral M6 on Figure
l. A base register is specified or identified
as base register 0 through 7. The size of a
base register is 32 bits long. The base
register format of Figure 4G is utilized for
small segment i.e. where STN is greater or
equal to 8 but less than or equal to l5,
whereas the format of base register of
Figure 4H is utilized for large segments i.e.
STN is greater or equal to zero but less than
or equal to six. Referring to Figures
4G—-4H. TAG is a 2-bit field which
corresponds to the TAG of a data
descriptor referenced previously. RING is
a 2-bit field which contains the ring number
associated with the segmented address for
protection purposes. SEG is a field
previously referred to. which identifies a
segment described in a segment table. STN
is the segment table number. and STE is the
segment table ent number. OFFSET is a
I6-bit field or a -bit field depending on
segment table number, which defines a
positive integer. The OFFSET is used in the
process of address development as a
pointer within a segment.

Referring to Figures 4l—4J there is
shown the format of the T-register. The T-
register is a 32-bit register containing a
segment number and a I6-bit or 22-bit
positive integer defining the relative
address of the top of the procedure stack
previously mentioned. The T-register is
shown by reference numeral 114 on Figure
l. The various fields of the T-register have
the same definition as described above.

Referring now to Figures 3 and 4A—4J a
more defined description of absolute
address calculation and access checking is
made. In general absolute address
calculation consists of fetching a segment
descriptor specified by STN and STE and

using the segment descriptors in four ways:access checking. computation of t e
absolute address. bound checking, and
updating (U and W flags). As described in
copending patent appiication No. 21630/74,
(Serial No. l.465.344) the absolute addrcs
may be direct or indirect and is derived by
first deriving an effective address from
STN, STE, and SRA (segment relative
address). STN is extracted from bits 4
through 8 of the base register BR specified

in the address syllable of an instruction. If
STN is 7. an out of segment table word
array exception is generated. STE is
extracted from the base regbter specified in
the address syllable. lf STN 4:4 (i.e.,
beginning at bit 4 and including the next 4
bits) is greater than or equal to zero or less
than or equal to six, STE is in a base register
bits 8 and 9. lfSTN 4:4 (i.e. 4 bits beginning
at bit 4) is greater than or equal to 8 but les
than or equal to I5. STE is in a base re ' r
BR bits 8 through IS. The segment re ative
address SRA for direct addressing is
computed by adding the displacement in
the address syllable; the offset of the base
register BR; and the 32-bit contents of an
index register. if specified in the address
syllable. The sum of these three quantities
is a 32-bit unsigned binary integer which
must be less than the segment size

appropriate to the segment SIN-. STE.ndirect addressing is developed by
ferchin a data descriptor and develo ing
an ad ress from that descriptor. The
effective address of the data descriptor is
computed as in the direct addressing case
with the exception that the index register
contents are not used. In developing the
address from the data descriptor the
elTective addr~e$ may be computed by an
indirection to segment [TS descriptor and
an indirection to base ITBB descriptor. If
t.hedescriptorislTStheS'lNa.ndSTEare
extracted from the descriptor in the same
manner as from a base register. SRA is
computed by adding the displacement in
the descriptor and the contents of an index
register as specified in the syllable. If the
descriptor is an ITBB dmcriptor then STN
and STE are extracted from the base
register specified in the BBR field (i.e. the
base register implied by ITBB descriptor)
of the descriptor as in direct addressing.
SRA is computed by addin the
displacement in the descriptor. the 0 set of
the base register. and the contents of an
index register is specified_ in the address
syllable. '

As shown on Figure 3 the indirection
process may be extended up to 16 levels.

Every effective address contains
protection information which is computed
in address development and checks for
access rights by the ring protection
hardware of the absolute address
calculation mechanism. The effective
address contains protection infonriation in
the Form . of an effective address rin
number EAR (see Figures 21 and 2K o‘
above ication No. 2l630f74, (Serial No.
I.465.344 . The EAR is computed from the
base register ring number BRN and from
the current process ring number PRN by
taking the maximum ring number. In
developing the EAR for indirect addressing
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a somewhat more tedious but essentially for transfer to QA of Q3 bus 514 and GIS
similar procedure as indirect addressing is
used. ln indirect addressing the EAR for
extraction of the first descriptor (EAR I) is
once again the maximum of the ring
number from the base register specified in
the address syllable and the current process
ring number PRN in the instruction counter
I IS of Figure l and stored in 00 register 512
of Figure 5. The EAR for extraction of the
second descriptor (EAR 2), of multiple
level indirection is the maximum of:

a. EAR l;

b. The ring numberin the first descriptor
if indirection is indirection to segment;

e. The ring number from a base register
H6 utilized as a data base register BBR if
the first descriptor is an indirection to
segment descriptor ITBB.

The EAR for extraction of the data of

ii}_u|iip|e level indirection is the maximum0:

ii. EAR 2:

b. The ring number in the second
descriptor if it is an indirection segment
descri tor ITS;

cffiieringnumberinoneofthebme
registers utilized as a data base register
BBR if the second descriptor is an
indirection to base descriptor ITBB.

Referring now to Figures 5 and 6, the
transfers and manipulation of the various
type ring numbers will be described
at the system level. Detailed logic block
diagrams for effecting the transfers and
operations of Figure 5 will be later
described. Referring firs! to Figure 6 an
associative memory 600 is utilized in
segmented address development. The
associative memory 600 comprises
essentially a UAS associator 609 which has
circuitry which includes associative
memory cells. bit sense amplifiers and
drivers. and word sense amplifiers and
drivers (not shown). A word or any part of a
word contained in UAS associator 609 may
be read. compared to another word with a
match or no match signal generated

_ thereby. or be written either in whole or in
a selected art of the associator 609. For
example, S register 60') may contain a
segment number which may also be in the
associative memory 600. A comparison is
made with UAS associator 609 and if a
match is found a "hit" results. The match
or "hit" signal is provided to encoder 610.
The function of encoder 610 is to transform
the “hit“ signal on one of the match lines to
a 4 bit address. Encoder 610 provides this 4
bit address to [JAB associator buffer 6] I so
that the infonnation contained in that
particular location of UAB associator
buffer 6ll is selected. lnformation in UAB
associalor bufTer 6| I may be transferred to
UV register 613 for temporary storage or

Petitioner Apple Inc. — Exhibit 1002, p. 3317

respectively. By thus locating _a prestored
ent number of the associative memorymwhich may have been placed there

after a generation of an absolute address)
regeneration of the same address is not

necesary. ln the drawing of Figure 6, UAB
associator buffer 6ll is shown as storing a
first and second word of a segment
descriptor; however other types of
information may just as well be stored
therein. This buffer 6l I provides a function
similar to that of buffer I04 in the more
generalised diagram of Figure I.

As mentioned supra the development of
an absolute address of an operand from an
effective addrms is disclosed in patent
application No. 21630/74, (Serial N0.
1,465,344). Briefly and with reference to
Figure 6 any of 8 base registers 602 are
addressed via UG and UH registers 603 and
604 respectively which contain base register
addresses from an instruction address
syllable or base register specified by the
instruction formats. The base register 602

contain such infgrcrrnaéigjrzl as TAG, ‘gageiegst‘er ' rium , segment enumber glnfil. segment table entry STE and
OFFSET as shown or contained by base

_ registers I and 2 of the group of base
registers 602. Writing into the base registers
is performed under niicro-op control by
UWB logic 60l. For le it is shown
that information from the M register 502
of Figure 5 may be written into bit positions
(2. 3) of a selected base register; also
information from the QA bus may be
written into the base registers and
provisions are made to clear a selected base
register i.e. write all zeroes. Reading out of
an of the base registers is performed b
U R logic 605. In general the UBR logic
605 permits the appropriate base register to
be strobed out onto bus QA or QB. or into
UN register 608. Note that UN register 608
holds bits 8 through 31 of the base registers

which is the OFFSETLpart of the se mentedaddress. Moreover BR logic when
addresed by an address contained in
instruction buffer [B (not shown) reads out
the segment number SEG (which is
comprised of STN and STE) into US
register 607 via UBS transfer logic 606. The
comparison of the segment number SEG in
US register 607 with the associative
memory 6(1) ma then be rfonned as
previously descri cd. it will noted that
bits (4——l5) of QA bus 614 may also be read
into or from US register 60'). Similarly bits
(8-3!) from QA bus 6I4 may read into UN
register 608. Also bits (9-—l I) of the US
register 607 may be read into QA bus 614 as
denoted by US (9—-ll) arrow (the arrows
into various register and/or logic circuitry
denote the source of data and that followed
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by a number denote the bit numbers of that
data).

Referring now to Figures 5 and 6. a 2-bit
UP register S01 stores the current process
ring number PRN. The current process ring
numbers PRN is obtained from bits 2 and 3

of the instruction counter (1 [8 or Figure 1)
via bits lC (2-3) of the QA bus 614 of
Figure 6. Bits IC (2-3) of QA bus 614 are
transferred to 2-bit UV register 503 under
control ofa micro-operation UV9QAO. The
micro-operations are obtained from micro-instructions in the control store unit ll0.

(On Figure 5 the dot surrounded by a circle
indicates a micro-operation and the first
two letters of the name of the micro-
operation indicate the destination of the
data to be transferred; the fourth and fifth
letters indicate the source of the data
transferred: the third character indicates
whether a full or partial transfer is made
with F indicating a full transfer while the
sixth character indicates whether the signal
doing the transferring is high or low with
even numbers indicating a low signul and
odd numbers indicating a high signal. As an
example of the use of this convention bits 2
and 3 on QA bus indicating the tail of the
arrow QA (2, 3) indicate PRN is the PRN
process ring number that is being
transferred under control of the micro-op
UV9QAO which says the transfer is made to
register UV. is a partial uansfer of the bus
QA. and the source of the data is the bus
QA and is an unconditional transfer as
indicated b the sixth character being 0.
Transfer to r ister from QA bus source
is unconditiona . This 0 will be the
corresponding seventh character in the
logic file name of the subcommand
UV9QAl¢. Once the process ring number
PRN is transferred from the QA bus 61410
the UV register S03 another transfer takes
place under control of the micro-operation
UM9UVO from UV register 503 to UM
register 502. Finally another transfer takes
place from UM register 502 to UP register
50! under control of a micro-operation
UP9UMO.

Two bit register UM 502 is utilized to
generate the effective address ring number
EAR during ITS and ITBB (i.e. indirection
to segment and indirection to base),
(EAR=MAX (BRN, PRN, DRN./BBR
(BRN) etc.) address formation for address
syllable I and address syllable 2 type
instruction format. The FJLR is generated
according to the rules previously
enunciated by utilizing one or more tests
shown in block 510 and the maximum ofthe
rin number is obtained and stored in UM
register 502 which stores the effective
address ring number EA R (detailed logic or
makin the comparisons of block 510 are
later s own and described in detail). The

U0 register is used to save address syllable
I effective address ring number EAR in the
event the address syllable 2 is being utilized
to extract EAR 2. ,

Two-bit UV register S03. and 2-bit UW
register S04 is utilized mainly as storage for
various ring numbers that are obtained
from the outside of the ring checking
hardware of Figure 5 and transferred or
processed to other parts of the ring
checking hardware. For example the base
register ring number BRN is transfened
from bit positions 2 and 3 of UBS transfer
logic 606 to UV register 503 under control
of the micro-operation UVFBSO; the
maximum ring number MAXR ofword 2 of

the segment descriptor (also shown storedin bits 36 and 37 o UA8 associator buffer
611) is transferred from UAB buffer 6ll to
UV register 503 under control of the micro-
operation UVFABI; also bits 34 and 35 of
UAB buffer 61! which is the write ring
number WR is transferred to UV register
503 under control of micro-operation
UVFABO. UW register 504 has similar
transfers of other ring numbers from

various parts of the system. For example
bits 34 and 35 which are the write ring
number WR of UAB buffer6ll may alsobe
transferred to UW register 504 under
control of micro-operation UWFABI; bits
32 and 33, the read RD ring number of
UAB buffer 6|! may also be transferred to
UW register 504 under control of micro-
o UWFABO: also bits 0 and I ofQA bus
6i’4 may be transferred to UW register 504
under control of micro-operation
UW9QAO. Note also several transfer paths
of UW register 504 into UV register 503
under control of the micro-o eration

UV9UWO: the transfer am of register
503 into UM register 2 under control of
micro-operation UM9UVO; the transfer
path of UM register 502 into UP register
50! under control of the rnicro-operation
UP9UMO; the transfer path of UP register
501 into UM register 502 under control of
micro-operation UM9UPO; the transfer
path of UM register 502 into U0 register
5l2 under control of micro-operation
UO9UMO; and finally the transfer of
U0 register 512 into UM register 50 under
control of the rnicro-operation UM9UO0.

Briefly therefore UP register 50! holds
the current process ring number PRN; UM
register 502 and U0 register 5l2 are utilized
for transfer operations and also to generate
the EAR; UV register 503 may shore for
various purposes and at different times the
current process ring number PRN. the base
register ring number BRN, the maximum
ring number MAXR, the write ring number
WR. or the read ring number RD. UW
register 504 may at various times hold the
read ring number RD. the write ring
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number WR. and bits 0 and l of bus QA.
UMR 505 is logic. the details of which are
shown on Figure 8d, which compares the
contents of registers UM and UV and
produces the greater of the two values in
the registers and this value is stored in UM
register 502 under micro—operation control
UM}-‘MRO. This is one way of generating
the effective address ring number EAR.
UMR logic 505 may also produce the
greater value of the contents of register UP
or of bits 2 and 3 of UBS logic 606. This is
another method and/or additional step in
generating the effective address ring
number EAR. UMR logic 505 is also
utilized to determine whether or not a write
violation has occurred by transferring a
write ring number WR into UV register 503
and then comparing the contents of the UM
register 502 (holding EA R) with the
contents of UV register 503 in order to
determine which one has the greater
contents. Since UM register 502 stores the
el'fective address ring number EAR a
comparison of the UM register and the UV
register will indicate whether EAR is
greater than WR or vice versa. If WP (i.e.
write permission bit in the segment
descriptor) is equal to l and if EAR lies in
the range of 0sEARsWR then a write
operation may be performed into the
segment. Note that UMR logic 505 ma
have inputs directly or indirectly from l
registers 50l—504, from other logic 506,
S07 and also from UBS logic 606.

UWV lo ic 506 corres onds to the detail

logic of igure 821. U logic 506 has
in ms directly or indirectly from registers
S l——504 and from logic 505. 507
respectively and generates an execute
violation signal when a comparison of UW.
UM and UV registers 504. 502. and 503
respectively indicates that the statements
that the maximum ring number MAXR is
greater or ual to the effective address
ring number AR. and that EAR is greater
or equal to the write ring number WR are
not true i.e. in order for a procedure to be
able to execute in a given segment

the effective address the

maximum ring number MAXR must be
greater or equal to the effective address
ring number and the effective address ring
number EAR must be equal or greater than
the write ring number WR. UWV logic 506
also performs tests shown in block 510.
Indications may be given that the contents
of UW register is less than or equal to the
contents of the UV register; the contents of
the UM register is greater than or equal to
the contents of the UV register: the
contents of the UV register is equal to the
contents of the UM register; the contents of
the UV register is greater or equal to the
contents of the UM register; and the

contents of the UM register is greater than
the contents of the UW register. Of course
when performing these tests different
values of ring numbers may occupy the
registers.

UEP logic 507 corresponds to the detail
logic of Figure 8b. UEP logic 507 in
combination with UWV logic 506 generates
the read violation exception. However the
read violation exception may be overridden
if the effective address ring number EAR
equals the current proces ring number
PRN. since a ure is always permitted
to read its own segment, and if the segment
number of the procedure segment
descriptor (not shown herein) and the
segment number of the address llahle
utilized in eneration of the e ective
address are t e same.

To illustrate the overriding of the read
violation signal assume that the effective
address read number EAR is greater than
the read number RD which would generate
a read violation high signal which would be
a plied as one input of AND gate 522.

owever the read violation exception
signal may not be generated even tho
there is a read violation signal if e
following two conditions exists:

I. The effective address ring number
EAR is equal to the proees ring number
PRN: i.e. the contents of register UN! is
equal to the contents of the register UP;
and.

7. “fire segment nurnba contained in the
address syllable of the segment in which a
procedure desires to read is equal to the
segment number of the procedure mrnent
descriptor (not shown) of the current

rocedure in execution and this is indicated

settingabitcalledaPbitandlocateda.s
the thirteenth bit of UE register 650. (UE
register 650 is a store for the contents of
UAS associator 609 when a “hit" has
resulted by a comparison of the contents of
US register 607). Since this example
assumes that EAR equals PRN. UEP logic
507 will apply a high signal to AND gate 520
as one input. and since it is also assumed
that the segment number SEG of the
address syllable of the segment being
addressed is equal to the segment number
SEG of the procedure segment descriptor
(not shown) of the currently executing
procedure, then the P bit of the procedure
segment descriptor will be set and hence
the other input applied to AND gate 520
will be high thus enabling AND gate 520: a
high signal is therefore applied to the input
of inverter 52l resulting in a low signal at
the output of inverter 52] which low signal
is then applied as another input of AND
gate 522. Since there is a low signal to AND
gate 522 no read violation exception signal
can be generated by amplifier 523 even if
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the third input signal applied to AND gate
522 is high.

To illustrate how a read violation signal is

generated and not overridden, assume that
the output of UEP logic 507 indicates that
the contents of UM register is not equal to
the contents of UP register. Then that input
to AND gate 520 would be low and hence
AND gate 520 would not be enabled and its
out ut would be low and would be applied
to t e input of inverter S2l. Since the input
of inverter 52] is low its output would be
high which would be ap lied as one input of
AND gate 522. ll‘ also t e effective address
ring number EAR is greater than the read
ring number RD (i.c. contents of UM
register is greater than contents of UW
register) that signal would be high -and
would be also applied to another input of
AND gate 522. AND gate 522 has still a
third in ut which must also be high in order
to enab e AND gate 522. This third input is
high when AND gate 526 is enabled. Since
AND gate 526 has one input terminal which
is high when the (I) terminal of URVIF flop
52.4 is low. AND gate 526 is enabled by
applying the micro-operation read
violation interrogate signal AJERVA to
one input terminal of AND gate 526 while
the 00 terminal of URVIF flop 524 is low.
Thus AND gate 52.2 will have all input
terminals high, generating the read
violation exception signal. _

The execute violation exception is
generated in two ways. it was seen earlier
that an execute violation signal results
when UWV logic 506 indicates that the
inequalities WR is less than or equal to
EAR. and EAR is less than or equal to
MAXR are not true. This high execute
violation signal is applied to a one-le ed
AND gate 550 which in turn is applie to
the input terminal of two-legged AND gate
553 via amplifier 552. When an execute
violation interrogate micro-operation signal
AJEEVA is applied as another input of two-
legged AND gate 553, this gate is enabled
which in turn generates the execute

"violation exception via amplifier 554. The
other method by which the execute
violation exception is generated by the
execute violation hardware 51 l is when the
execute ermission bit EP is not set. When
this con ition is true it is indicated by the
seventh bit of UY register 613 being high;
this bit is then applied to the input terminal
of one—legged AND gate 551 which is
applied as a high signal to one input
tcnninal of AND gate 553 via amplifier 552.
When the execute violation interrogate

micro-operation signal Al EEVA goes high,
AND gate 553 is enabled and generates an

ggecute violation exception vla amplifier4.

The write violation exception is also

generated in two ways. it was seen
previously how the UMR logic 505
generates ll write violation signal when
EAR is greater than WR. This write

violation signal is applied to one input
terminal of AND gate 545. AND gate 545 is
enabled when its second input terminal
goes high thus generating a write violation
exception through amplifier 547. The
second input tenninal of AND gate 545
goes high when AND ate S42 is enabled.
AND gate 542 is enab ed when the input

signals applied to its input terminals are
high. One input signal is high when UWVIF
flop MI is low which in turn applies a low
si al to the input terminal of inverter 543
w ich in turn applies a high signal to one
input terminal of AND gate 542; the other
input signal is high when the write violation
interrogate micro-op signal AJEWVA is
high and this happens when it isdesired to
interrogate a procedure for the write
violation exception. (Flip-flops URVlF,
URNIF. and UWVIF are set low when any
interrupts or sofiwarid occurs). (UWVZF,
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URVZF. and URNZF flip-flops are utilized
to store back-up excess checking
information for ring checking). The other
method for generating a write violation
exception is when the write permission bit
WP is not set. This condition is indicated by
bit 6 of UV register 6l3 being high. When
this condition exists and the high signal (ie.
the sixth bit o{ UV register) is applied as one
input of AND pie 546 and the interrogate
signal

AJEWVA is high and applied as
another input of AND gate 546. then AND
gate 546 is enabled and a write violation
exception occurs via amplifier 547.

Logic circuitry 591 comprised of flip-
flops 532 and 533 in conjunction with
amplifier 530 and AND gate 531 and
inverter 530A permit the formation in
register UM 502 of the maximum value of -
ring number (i.c. EA R) under control of a
splatter instruction subcommand (not
described herein) from the instruction fetch
unit IFU. Assumin URNIF fli flo 532 is
set to logical 0 w ereas UR 2F ' flop
533 is set to logical I, then during the
execution of the splatter subcommand.
input terminal 531A of AND gate 53] will
be high; therefore if flip-flop 532 is low
(logical 0) then the signal will be inverted by
inverter 530A and AND gate 53l will be
enabled. Hence the maximum value of the
contents of UP register 50l or bits 2 and 3
of logic vector UBS 606 will be strobed into
UM register 502. Conversely if flip-flop 532
is a logical I, then the contents of UM
register 502 is not changed via the_above
mentioned sources and the EAR derived in
UM register 502 via the addressing process
of indirection is the one utilized. Flip-flop
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533 is the back-up store for the EAR of
address-syllable 2 when utilized.

Referring now to Figures 7 and 8 and
Figure 5 there is a correspondence wherein
the detailed logic for hardware in Figure 5
is shown in Figures 7 and 8 as follows:
Figure 7a and UW re istcr 504; Figure 7b
and UV register 503; igure 7c and block

590: Figure 7d and block 59l; Figure 7e andblock 92: Fi ure 7f and UP register S0l;
Figure 7g an U0 register 5l2; Figure 7h
and UM register 502; Figure 8a and UWV
logic 506; Figure 8b and UEP logic 507; and
Figure 8d and UMR logic 505.

Referring to Figure 7a, the UW register
504 is comprised of two flip-flops 715a and
7203 respectively, each flip-flop capable of
holding one bit of information of the UW
register. Coupled to flip—fiop 7l5a are 4
AND gates 7lla—7l4a which are 0R‘ed
together, with each gate (except gate 7133)
having two input tenninals, and with at
least one signal applied to each input
terminal. AND gate 7143 has one of its

inppt terminals coiapled to the set terminal
0 000lO of the ip-flop 715a. I-"l_.li,p—l'lop7| 5a is also coupled to the tenninal 27 for
receiving from a clock a timing signal called
a PDA signal. Flip-flop 720a coupled to
AND gates 7l6a—-7l9a which are 0R‘cd
together. One input terminal of AND gate
7l6a is coupled to an input terminal of
AND gate 7l la; one input terminal ofAND
gate 717;: is coupled to one input terminal
of AND gate 7l2a and one input temiinal of
AND gate 7l9a is coupled to an input
terminal of AND gate 7l4a. whereas the
other input terminal of AND gate 7l9a is
coupled to the set terminal UWOOI 10 of the
flip-flop 720a. Flip-flop 720a is also coupled
to the H27 terminal for receiving PDA
pulses-

AND gates 70la—704a are OR’ed
together each having their output terminal
coupled to the input terminal of inverter
705a. AND gate 706:: is coupled to
amplifier 7083; whereas AND gate 707a is
coupled to amplifier 709a; one input

,tem1inal of AND gate 706a is cou led to
one input tenninal of AND gate 70 a. The
output tenninal of inverter 705a is coupled
to one input terminal ofAND gate 714a and
7l9a; the output terminal of amplifier 708a
is coupled to the input terminal of AND
gate 713a and the output terminal of
amplifier 709a is cou led to the input
terminal of AND gate 181:.

The signals applied to the in uts of AND

gates and the signals derive as outputsrom amplifier. inverters. or flip—flops are
designated by letters forming a special
code. Since both data signals and control
signals are either applied or derived there
are two codes. one code for the control

signals and one code for the data signals.

Petitioner Apple Inc. — Exhibit 1002, p. 3321

The code for the control signals are
previously described in detail and is
summarized here. Briefly the first two
characters of a control signal indicate the
destination of data to be transferred; the
third character indicates whether a full or

partial transfer is to be effected with theetter F indicating full transfer and any
other character indicating a partial
transfer; the fourth and fifth character
indicates the source of the data, and if the
source is identified by more than two letters
only the last two letters need be used; the
sixth and seventh characters are usually
numerals and indicate whether the signal is
high or low i.e. an odd numeral in the sixth
position indicates assertion and an even
numeral in the sixth position indicates
negation; the seventh position indicates
whether this is the first. second, third, etc.
level of occunwe-nee of the fignal. Data. on
the other hand, is indicated differently. The
first three characters of data indicates the
source of the data, the fourth and fifth
characters which may be numerals indicate
the bit positions where the data is located in
the source. and the sixth and seventh
position are similar to the control si rials in
that they indicate whether the sign is high
or low and the level of occurrence of the
si al. Generally the format itself indicates

(her the signal is a control signal or a
data si and by reference to Figures 5
and 6 the source and destination may be
determined. There are exceptions to this
general rule and they will be spelled out in
the specification, and addenum.

As an example of this convention it will
be noted on Figure 721 that the following
signals are control signals: UWFABII,
UWFAB l0, UW9QAl0. The following
signals are data signals UAB34l0,
UAB32lO, UAB35l0, UAB33lO, QAOOHO,
and QA(XX)l0. The following signals are
exception PDARGIO is a timing signal
whose source is the PDA clock;
UWI-lOLl0 is a hold si rial for holding the
information in the fli ops 715a and 720a
UWOBKIO and U IBKIO are back-up
logic whose main function is to extend the
input capability of fli ops 715a and 7203
by connecting the U re 'ster which is in
fact formed by flip-flops i541 and 720a, to
bit zero and bit I represented by flip-flo s
715:: and 720s respectively; and fin ly
USCLRIO is the clear signal for clearing
and setting the flip-flops to zero.

As an illustration of the above mentioned
convention herein adopted the signal
UWFABH applied to the input of one
le ed AND gate 702a is a control signal
w ich transfers data (bits 34 and 35)
contained in UAB associator buffer 611
(the U in the signal has been omitted) to
UW register S04 and is a full transfer to the
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UW register I; the odd number indicates
the signal is assertion. Signal UWFABIO
applied to the input of onelegged AND
gate 7033 is a control signal with the same
source and destination as the si nal applied
to AND gate 702a except that bits 32 and 33
of UAB are transferred to UW register. The

sigpal UW9QA|O ap lied to one-leggedA D gate 704a is so a control signal
wherein data is transferred from QA bus
614 to the UW register and ma be a partial
transfer. ‘Die signal QAOOOI a plied to
AND gate 7069. is a data si a] w ere data
is on QA bus 6l4 (the thir position is not
herein utilized since the first two positions
adequately describe where the data is) and
this data signal represents the bit identified
as 00 on QA bus 614. The signal QAOOI 10 is
similar to the previous signal except the
data identified I) this signal is the data on
position 0| of the QA bus 614. Thus by
utilizing this convention and Figures 5
through 9 the ring protection hardware is
fully defined and may be easily built by a
person of ordinary skill in the computer art.

Referring to Figure7b there is shown the
detailed l ‘c block diagram for UV register
503. Sign UVHOLIO is a hold signal for
UV register 503 which is enerated via
inverter 703b when none of t e one-legged
AND ates 70lb—-708b has a high signal
appli to it. UVHOLIO signal is applied to
AND gate 723b and causes information
stored in the UV re 'ter 503 to be held

therein. Signal UVH LIE coupled to the
in ut of AND gate 7041:» and to the outputs
0 AND gates 705b—708b extends the
number of control signals that may
generate the hold signal UVHOLIO. Signal
UVOBKIO coupled to the outputs of AND
gates 7l0b—7l3b and to the input of AND
gate 722b is also utilized to extend the
number of inputs signals that may be
applied to flip-flop 724-b. Signal
UVlBKl0 coupled to the outputs of AND
gates 7l6b—7l8b and to the input of AND
gate 727b similarly extends the number of

irizréul signals that may be applied to flip-flop7 b.
Referring now to Figure 7g there is

shown the detailed logic block di of
U0 re ‘ ter 5l2. AND gates 70lg—- 04g are
OR‘e together and their output is applied
as an input to inverter 705g. AND gates
706g——709g are also 0R’ed together and
their outputs are coupled to flip-flop 7l0g.
Also one input of AND gate 709g is coupled
to the U0000l0 terminal of flip-flop 710g.
AND gates 7llg—7l4g are also OR'ed
together and are similarly coupled to flip-
flop 7l5g. It will be noted also that an input
of AND gate 706g is coupled to an input of
AND gate 71 lg; an input of AND gate 707g
is coupled to an input of AND gate 712g
and an input of AND gate 709g is coupled

to an input of AND gate 7l4g. The
UOHOLIO signal generated by inverter
705g is also coupled to an input of AND
gate 709g and ‘H43 and is utilized to hold
information in the U0 register 5l2. X00
represents a ground. whereas XNU means
unused input.

Figure 7f is a detailed logic block
diagram of UP register 50l. It is similar to

Fi ure 7g described supra except that
di erent signals from different destinations
and different sources are applied.

Referring now to Figure 7h there is
shown the detailed logic block di am of
UM register 502. AND gate 70lli-- 04h are
OR‘ed together to produce the UMHOLIO
hold signal via inverter 705h. AND gates
706h—709h are 0R’ed together and are
coupled to the input of AND gate '704h in
order to extend the range of signals that
ma be applied to produce the UMHOLIO
ho d signal. Similarly AND gates
71 lh——7I4h are OR‘ed together and
coupled to die input of AND are 723%: in
order to extend the range of signals that
may be applied to fli flop 73%; and also
AND gates 7l6h-—7l are OR.'edt ether
and are coupled to the input of AN gate
727h in order to extend the range of ' uls
applied to flip-flop 73lh. A line 7 for
applying the PDA signals to fli flap 730h
and 73lh is coupled at point 7 and 735h
respectively. The input ofAND gate 703i: is
also expanded to rovide two further inputs
URNIFIX) and l UMIO by coupling the
out t of amplifier 733h to the input of
A gate T03h.

Referring now to Figures 7c~7e there is
shown detailed logic block diagrams of
write exception control logic 590. lFU
subcommand control logic 591. and read
violation exception control logic 592
respectively. Referrin first to Figure 7c
there is shown flip- ops 705c and 7l0c
which correspond to flip-flops 541 and 540
respectively. Under a micro-operation
URWZFIO subcommand the information in

flip-flop 7l0c is transferred to flip-flop
705c. The UWVIHIO hold signal is utilized
to hold the information transferred to flip-
flop 7l0c, whereas the UWV2Hl0 signal is
utilized to hold the information transferred
to flip-flop 705C. Similarly in Figure 7d
information is transferred from flip-flop
7l0d to flip-flop 705d under micro-
operation signal URNSWJO, and in Figure
7e information from flip-flop 7l0e is
transferred to flip-flop 709e under control
of micro-operation si nal URWZFIO. -

Referring now to igunes 8a, 8b and 8d
there is shown detailed logic block
diagrams of UWV logic 506, UWEP logic
507. and UMR logic 505 respectively.
Referring first to Figure 8a there is shown
logic for generating a high signal when one
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of the test conditions 510 is true and also for

generating the execute violation signal
when the contents of UW register is less
than or equal to the contents of UM
register is less than or equal to the contents
of UV register is not true. When the signal
UWLEVIO is generated it indicates that the
contents of UW register 504 is less than or
equal to the contents of UV register 503.
The logic for generating this signal was
derived pursuant to the following Boolean
expression: 

x.=(r3E'rS)+{Aai3)x(A‘<':')

Where X, represents the output of
amplifier 805a and the various letters of the
expression re resent different input
terminals of A D gates 80la—804a.

An indication that the contents of UV

register S03 is greater than or equal to the
contents of UM register $02 is had when
UVGEMl0 signal is generated. This signal
is generated via inverter 820a in response to
various inputs on AND gates 8l6a——8l9a
which are OR’ed together and coupled to
the input of inverter 820a. The logic for
generating the UVGEMl0 signal is made
pursuant to the following Boolean
expression: 

x,=(nfi')y+(An'r5)+(A’c')

An indication that the contents of UM

register S02 is greater than or equal to the
contents of UV register 503 is indicated by
enerating signal UMGl:.'Vl0 via inverter
10a in response to the various inputs of

AND gates 806a-—-809a which are OR‘ed
together. The logic for generating this
signal is derived from the following
Boolean expression:

X,-.(B'C5)+{AB'5)+(AE)

(Wherein X, is the generated output
signal).

Similarly the UVEQMIO si nal is
generated pursuant to the fo lowing
Boolean expression:

x.=(AcT)+(Kc)+(aB)+(TzD)

Generation of the UVEQUMIO signal
indicates that the contents of the UV

register 503 is equal to the contents of the
UM register 502.

The generation of the UMGEWIO si nal
indicates that the contents of the M

register 502 is greater or equal to the
contents of the UW register S04 and is
generated pursuant to logic having the
following Boolean expression:

x,=(B<':TJ)+{Ar3B}+(AE)

Generation of the UMGTWIO signal
indicates that the contents of UM register
502 is greater than the contents of UW
register 504 and this signal is generated by
logic defined by the following Booleanexpression:

x.==(ABl5}+'€(Bl5+A)

The generation of the UWGMVCD signal
indicates that the contents of UW register
less than or equal to the contents of UM
register less than or equal to the contents of
UV register is not true. It is obtained when
the UVGEMID signal indicating that the
contents of UV register is greater than or
equal to the contents of the UM register.
and the UMGEWXO signal indicating that
the contents of the UM register is greater
than or equal to the contents of the UW
register are both high.

Referring now to Figure 8b a UME P10
signal is generated by logic derived m
the following Boolean exprcsiont

x,=<A?5HKcr+(a'I5)+rTz 0)

When this si nal is high it indicates that
the contents 0 UM register S02 is greater
than the contents of UP register 50!.

Referring to Figure 8d there is shown the
detailed logic block diagram for performing
the operations of UMR logic 505 shown on
Figure 5. One of the operations ofthis logic
is to determine the maximum value of the

contents of UP register 501 and ofbits 2 and
3ofUBSlogic606. In ordertodothisthere
must be an indication whether contents of
UP is less than the contents of UBS or the
contents of UP is greater than the contents
of UBS. The generation of UPBEB 10 signal
indicates that the contents of UP register
50! is less than or equal to bits 2 and 3 of
UBS I ic 606: whereas the generation
s’ nal U GTB I0 indicates that the contents

UP r ‘ster 501 is greater than bits 2 and
3 of U S logic 606. These signals are
generated by logic which has been defined
by the following Boolean expression:

x.=(3'c”r'))+(A3'fi)+(AE)

Where X, is the output of inverter 805d
and the letters of the expression are various
inputs of the AND gates 80ld—8D3d.

To illustrate how the maximum value of

the contents of UP register and UBS_log:'c
may be determined by the output signalsUMPBOIO and UMPB I I0 of am lrfier8l4d

and 817d respectively. assume rrst that the
contents of register UP are less than or
equal to bits 2 and 3 of UBS lo ic because
bit 2 is I and bit 3 is l whereas B register
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contains 01. This is indicated by the signal

UPLEB 10 being high and the signalUPGTB 10 being ow since it is the inverse
of signals UPLE'Bl0. This high UPLEBIO
signal is applied to one in ut of AND te
8l3d and also one input 0 AND ate .
lf bit 2 of UBS lo ‘c is n l as in icated by

, signal UBSOZIO t en AND gate 8l3d is
enabled and signal UMPBOlOgoes high

and

indicates that bit 2 on UBS logic is a 1.
Moreover if bit 3 of UBS lo ‘c is a l

indicated by input signal UB 310 being
applied as another input of AND gate 8l6d
then AND gate 8l6d is enabled and signal
UMPBI I0 is high or a l. Therefore under
the assumed conditions where bits (2. 3)
UBS logic is greater or equal to the
contents of UP register the maximum value
of the two quantities is in UBS, and its
number is binary ll or decimal 4. Hence it
is seen how a com arison is first made to
determine which ardware contains the
maximum, and then a determination is
made as to the value of that maximum. By
similar analysis one may see how the value
of the UP register may be determined by
signals UMPBOIO and signals UMPBIIO
when the contents of UP register is greater
than the second and third bit of UBS logic.
Similarly the maximum value of UM
register 502 or UV register 503 may be
determined by signals UVGEM I0 and
UMGTVIO re ctively, when UV register
503 is greater an or equal to UM register
S02, and conversely when UM register S02
is greater than UV register 503.

Refening now to Figures 9a—9i a legend
of symbols utilized in Figures 7 and 8 is
shown. Figure 9a shows the symbol when
there is a connection internally within the
logic board. Figure 9b illustrates an output
pin connection. Figure 9c indicates an
input pin connection and is generally a
source outside of the logic board
illustrated. Figure 9d is the symbol utilized
for an AND gate. F‘ re 9e is the symbol
utilized for an amp!’ ier; whereas Figure 9f
is the symbol utilized for an inverter. Figure
9g illustrates three AND gates 90tg——903g

that are OR‘ed together thus causing
out ut 904g to go high when any one of
AN gates 90lg—903g is high. Figure 9h
shows the symbol of a flip-flop having a 00
reset tenninal and a l'0 set terminal. A PDA

line supplies the clock pulse for causing the
flip-flop to switch states when other
conditions are present on the flip-flop.
Figure 9i represents a micro-operation
control signal.

In order to enforce the ring protection
scheme between procedures executing in
different rings, the invention employs push-
down stacks for its procedure linkage
mechanism wherein a portion of each stack
called a stack frame is dynamically

allocated to each procedure. Different
stack segments are used for each ring with
one stack segment corresponding to one
ring. Thus when a procedure is executed in
ring RN its stack frame is located in the RN
stack segment. Referring to Figure l0therc
is shown three stack segments l(X)l—lO03,
with each stack segment having stack
frames Sl—S3 respectively. Ring 3 is
assigned to stack segment l00l, ring l
assigned to stack segment 1002 and ri 0 is
assigned to stack segment K133. ithin
each stack segment there is a procedure it
associated with stack frame SI of segment
lml. a procedure P2 associated with stack
frame 52 of stack segment 1002 and a
procedure P3 associated with stack frame
53 of stack segment i003. The segmented
addresses (i.e. segment number and
segment relative address SEG. SRA) of the
first bytes of the stack segments for rings 0,
I and 2 respectively are located in stack
base words SBWO--SBW2 respectively
which are in turn located in process control
block I04. Since the ring 3 stack segment
can never be entered by an inward call (i.e.
from a rin higher than ring 3) its stack
starting ress is not needed. Each stack
frame SI, 82, S3 is divided into a working
area I005, I006. l(l)7 respectively; an
unused portion K118, K139. l0l0. which is
utilized for alignment purposes: a register
saving area I011. I012. and lOl3; and a
communication area I014. I015. and [016
respectively. The working area B utilized by
its procedure as needed and may contain
material uired by the process such as
local variab es, etc. The saving area of the
stack frame is utilized to save the contents
of various registers arch as the status
register, the T—register and the instnictioii
counter contents ICC. The
communications area stores information

which is needed to pass parameters
between procedures. Prior to a call to a
given procedure the user saves those
registers he wishes saved and moreover
loads into the communication area the
parameters to be assed to the called
rocedure. When e call is made, the
ardware saves the contents of the

instruction counter and other specified
registers to facilitate a return from the
called procedure. Each procedure call
creates a stack frame within a stack

segment and subsequent rocedure calls
create additional frames. ence a stack is
created and consists of a number of

contiguous parts called stack frames which
are dynamically allocated to each
procedure. These stacks reside in stack
segments. Generally the first stack frame is
loaded into the beginning of the segment
and succeeding frames are loaded after it.
The last frame loaded is considered the top
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of the stack. A T—register I14 on Figure 1.
locates the top of the stack for the currently
active process. A procedure such as for
example Pl which is executing in ring 3 may
call a procedure P2 executing in ring 1
which in turn calls a procedure P3 which is
now executing in ring 0. As each procedure
is called it creates within its ring stack
segment a stack frame (i.e. defining the
environment for the procedure execution)
and the T-register H4 is loaded which gives
the address of the top of the stack for the
current active process. The procedure Pl
(as previously assumed) may call procedure
P2 which in turn may call procedure P3 and
since these calls are from a higher ring
number to a lower ring number a ring
crossing entailing an inward call is required
and is accomplished in a manner to be
described infra. During each change of
procedure the necessary registers and
parameters are saved in order to facilitate a
return from the called procedure.

A procedure is always accessed through a
procedure descriptor I l 10 by means of _t.he
ENTER PROCEDURE INSTRUCTIONS.
The format of the ENTER PROCEDURE
INSTRUCTION 1100 is shown on Figure
Ila. The operation code (OP) ll0l
occupies bit positions 0 through 7. The
complementary code 1102 is a one bit code
and occupies bit osition 8 to 9; if the
complementary c e is set to logical 1 the
instruction is ENT. whereas if the
complementa code is lo 'cal 0 the
instruction is E SR and the ase register
must be base register0 (BRO). ‘Dre address

‘liable AS H04 occupies bit positions 12
t ru 3] and provides the address syilable
AS ofthe rocedure descri or 1110. When
an NTER P OCEDURE

INSTRUCTION requires a ring crosing a
gating procedure descriptor M20 is
obligatorily accessed. This is indicated by
the GS field 1302 of segment descriptor
l30l being set to logical 10. Generall the
GS field is set to l0 when one o the
ENTER PROCEDURE INSTRUCTIONS

.is utilized. As described in the application
No. 21630/76. Serial No. 1.465.344. the
segment descriptor is utilized to point to the
base of the segment desired. in this instance
the segment I300 containing gate
procedure descriptors GPD H20. The first
word of the segment 1300 containing the
gating procedure descriptors (GPD's) is
formatted as shown in Figure He. The
TAG 112] occupies bit positions 0 and I
and must indicate a fault descriptor i.e. the
TAG field must be set to logical II. The
Caller‘s Maximum Ring Number CMRN
H22 occu ies bit positions 2 and 3. and
indicates t e maximum ring from which a
calling procedure through the gated
procedure descriptor GPD is. legal. A call

violation exception Ls genemtcd if the
caller‘s ring number is greater than CMRN
I122. The gated rocedure descriptor
address boundary PDAB H24 occupies
bit positions 10 through 31 and it must be

realer than the segment relative address§RA (i.e. the GPDs dis lacement in the
se ent of procedure trescriptors i300),
ot erwise an illegal GPD access exception
occurs. Thus a gating procedure descriptor
GPD is utilized as the first word of the
segment containing procedure descriptors
and is utilized to determine whether the

caller has a right to access the segment via
the caller's maximum ring number CMRN
and whether or not the procedure
descri tor called is within the gating
proce ure descriptor‘s address boundary.
Once it is determined that there is a legal
call to the segment and the caller has a right
to enter the segment the address is obtained
from the address s liable AS H04 of enter
instruction I10 and the re uired
procedure descriptor lll0 (see also rgure
I3) is accessed. The format of procedure
descriptor lll0 is shown on Figure 11b and
is comprised of two 32 bit words—word 0
and 1 r 'vely. Word 0 contains the
segmented address ll I3 of the entry point
E? of the procedure desired. The
segmented address. as is the case with the
segmented address of any operand, is
comprised ofthe segment number SEG and
the segment relative address SRA. Word 0
of the procedure descriptor includes an
ent point ring number EPRN H12 and a
TA field ill]. The value of the TAG is
interpreted as follows:

a. if the TAG contains logical 00 the
procedure descriptor is direct:

b. if the TAG IS logical 01 the procedure
descriptor is an extended descri tor and
includes word I making a to of two
words;

c. if the TAG is logical 10 the procedure
descriptor is indirect and an illegal
procedure descriptor exception occurs; and

d. if the TAG is logical ll it is a fault
procedure descriptor and an exceptionoccurs.

Word I of the procedure descriptor is 32
bits long and is utilized when the TAG
indicates an extended descri tor and

contains the segmented address 0 a linkage
section whose contents are loaded in base
re ister BR 7 at procedure entry time.

eferring to Figure I2 a portion of the
ENT instruction is shown and more

specifically that portion which pertains tot e ring crossing and ring checking
requirements. The ENT instruction is
called, 120] and a comparison is made 1202
wherein the segmented part of the base
register BRn is compared to the segmented
part of the address of the T register, and if
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they are not equal an illegal stack base
register I208 is indicated. If on the other
hand they are equal another comparison
I203 is made wherein the 30th bit including
the next two bits (i.e. bits 30 and SH) of base
register, BRn is compared to 0 and if it is
not e ual to 0. then once again an illegal
stack ase register 1208 is indicated. if it is

etfital to 0 it indicates that the contents ofB n is aligned with respect to the word
boundary and another comparison l2D4 is
perfonned to determine that the TAG of
BRn (i.e. the two bits starting from bit 0) is
equal to 0. A TAG having a logical 0
indicates information is accessed via a
direct descriptor which is one of the
requirements of the ENT instruction. If the

TAG (i.e. bits 0 and I of Bkna is equal toothen the functions stated in ow charts of
Figures 14 through 16 are perfomted (see
flow chart Figure [2 block I205). If these
meet the necessary requirements a further
check 1206 is made to determine whether
the segment relative address of the entry
point which was given (SRA9) is even,
because instructions start on a half—word

boundary. If it is not even then an illegal
branch address exception is enerated 1209
however if it is legal the instruction is
executed l207 via further steps not shown.

Referring now to the flow charts of the
access checking mechanism Figures
l4—l6, generally the following operations
are performed each time the instruction
ENTER PROCEDURE is issued;

a. the caller's right to call the callee is
checked by first determining from the
second word of the segment descriptor the
call bracket in which the caller is executing.
(The call bracket is determined by taking
the minimum ring number from the write
ring number field WR and the maximum
ring number from the maximum ring
number field MAXR).

b. a decision is made about the next
process ring number by determinin
whether the caller is in the same ca

bracket as the callee, which implies don't
do anything; whether the caller is in a call
bracket requiring that he make an outward
call in which case an exception condition is
generated which is handled by a mechanism
not described herein; or finally whether the
caller is in a call bracket which requires an
inward call (i.e. going to a call bracket
which requires ring crossing from a
larger ring number to a smaller
ring number in which case the
ring crossing must be at a valid entry
point EP and the entry point must be
validated).

c. a stack frame is created for the callee
(i.e. space in the aforementioned format of
the appropriate segment is allocated), and

the stack frame and the stack frame

registers are updated;
d. a branch to the entry point of the

procedure pointed to by the procedure
descriptor Ls performed.

Referring now to Figure H the access
checking is. started I401 by obtaining the
address syllable AS containing the effective
address ring number EAR. the segment
number of the procedure descriptor SEG,,,.
and the segment relative address of the
procedure descriptor SRA,,,. Having
developed this information the procedure
descriptor Ill0 is fetched i403 from
(SEG , SRA,,,) ignoring access rights to
scratc pad memory. The procedure
descriptor lll0 will yield the TAG which
determines whether the descriptor is direct.
extended. indirect, or a fault descriptor; the
entry point ring number EPRN; the
segment (SRA,,) which contains the entry
point and the segment relative address
(SRA ) of the entry point. The TAG is
teste 1404 to determine whether the

descriptor lll0 is direct. extended, indirect
or a fault descriptor by checking its field in
accordance to the code hercinbefore

described. Only a direct or extended

procedure descriptor is legal. An indirect orunit descriptor IS illegal and upon accss
invokes an exception mechanism not herein
described. Once it is determined that a legal
procedure descriptor has been accessed the

afibtgal call right checking begins at point Al .

Referring now to Figure I5 and
continuing from point A I405 the maximum
ring number MAXR. the write ring number
WR, and the execute permision bit E? of

the segment oontaininlgusthe entry pointsSEG5, are fetched: ' information is
contained in the segment descriptor for the
segment containing the entry points
(SEG9). The write ring number WR is
compared to the maximum ring number
MAXR 1503 and if the write ring number
WR is greater than the maximum ring
number MAXR the segment is
nonexecutable and an execute violation

exce tion l5l3 occurs. If the write ring
numger WR is les than or equal to the
maximum ring number MAXK then the
execute permission bit EP is com ed to
logical I and if the EP bit is not ogical I
then once again an execute violation.
exception l5l3 occurs; however if the EP
bit is equal to one the effective address ring
number EAR of the calling procedure is
maximized with EPRN to give a new
EAR,.—-[MAX (EAR, EPRN)l where
EAR. is the maximum of PRN as found in
the instruction counter IC, and all ring
numbers in base registers and data
descriptors. if any. found in the path which
leads to the procedure descriptor. The
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effective address ring number EAR, is then
compared 1506 to the maximum ring
number MAXR of the MAXR segment
descriptor of SEG” which is the maximum
ring number at which a procedure may
execute. If EA R, is greater than MAXR the
procedure call is an inward call which

requires that the procedure be entered by a
valid entry point and the access checking
operation branch to point B I507. The
following checking operations are then
performed: _

3, the SEGE, is checked to determine if
it is a legal gate segment; and.

b. the caller's maximum ring number
CMRN is checked to determine if it is
greater than or equal to the effective
address ring number EAR of the caller.

If these conditions are not true then an

ill al gate segment exception I603 or call
vio tion exception I615 occurs.

Referring now to branch int 8 1507 of
Figure l6 the first check I 2 that is made
is to determine whether or not the

segment which contains the procedure
descriptors is a gate segment. This is done
by examining the Gating/Semaphore field
GS of the segment descriptor pointing to
the segnent of procedure desc ' tors, to
determine if it is set to lo "cal I0. fthe GS

field of the segment escriptor of the
segment containing procedure descriptors
issetto l0itisthenagate scgmcntandthe
first word of the segment containing
procedure descriptors is a gated ure
descriptor GPD ll20 of Figure llC and
Figure 13. The first word ll20 of the
segment containing procedure descriptors
is then fetched from address SEG,,,. 0
ignoring access rights to scratch ad
memory. It will be noted that the TAG reld
of the first word ll20 of the ent

containing procedure descriptor EG
13(1) must be a logical I] (Figure 13) whig
indicates it is a fault descriptor. Moreover
the MBZ field must be set to zero. These

conditions are checked by
hardware/firmware (arithmetic logic unit)
stop 1605 and if these conditions do not
hold an illegal gate segment exception I603
results. However if these conditions do hold
a check l606 is further made to determine

that the segment relative address of the
procedure descriptor SRAH, IIIO is a
multiple of 8. If the condition of step 1606
does not hold an illegal system object
address exception l6l3 results otherwise
the next ste [607 is performed. Step 1607
checks to etermine whether or not the

segment relative address of the procedure
descriptor SRA", is within the address
boundary GPDAB 1124 of the gated
procedure descriptor 1120; if it is not within
that address boundary it is an illegal
procedure descriptor and an illegal GPD

Petitioner Apple Inc. — Exhibit 1002, p. 3327

gated procedure descriptor access
exception I614 occurs. However if it is
within the addrcs boundary of the gated
procedure descriptor (i.e. S is less
than GPDAB) then the caller's rig t to call
the callee is checked 1608. This is
performed by comparing the effective
addrss ring number EA to the caller's
maximum ring number MRN M22 as
found in the first word ll20 of the segment
of procedure descriptors l3(X). If EAR, is
greater than the caller's CMRN a call
violation exception l6l5 occurs which
indicates that the caller in this particular
instance has no right to legally call inward
i.e. from a higher ring number to a lower
ring number. On the other hand if EAR, is
equal or less than CM RN. then the inward
call is legal and a check is made 1609 to
determine that the process ring number
PRN which is the current process ring
number found in the instruction counter IC
just before the call was made is less than the
maximum ring number MAXR of SEG,,;
and if it is the accessing mechanism
branches to point C 1508. otherwise a new
proccs ring number NPRN is mlculated
and set to a maximum ring number MAXR
I611. Generally the effective address ring
number EAR, is the same as the process
ring number PRN of the caller. Sometimes
however, in cases where it is necessary to
give maximum asurance that the caller will
not be denied access to a given segment the
EAR, is greater than the PRN. In those
cases I RN is forced to lake the value of
EAR, in order to make sure that the call is
returned to the maximum ring number
uponanexit.'l'othispointitwillbenoted
that this checking mechanism was invoked
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because the EAR, was greater than the ~
MAXR hence greater than the top of the
call bracket of the procedure and hence an
inward call was necessary which
necessitated going through a valid gate. and
the mechanism included these gating
checks. By branchin back to C 1508
(Figure l5) :3 further c eclt l509 is made to
determine then that the process ring
number PRN is greater than the write ring
number WR of SEGE, which in this context
is the minimum ring number at which a
procedure may execute. If the write ring
number WR is greater than the rocess ring
number PRN an outward cal exception
I514 occurs. However if WR is less than or
equal to PRN the call is legal and NPRN is
set to PRN l5l0.

Having made the above checks the
inward call is made, and after performance
of the desired operation a return back to
the original point of the program in
execution is made by the EXIT
INSTRUCTION. During the ENTER
INSTRUCHON the instruction counter IC
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was saved in the saving area of the caller's
stack frame before making the call.
Moreover the caller’s ring number was also
saved during the ENTER INSTRUCTION
and this was savedin base register 0 BRO.

The format of the EXIT INSTRUCTION

1130 is shown on Figure llD. The
operation code OF 113] is found in bit
positions (}-—7 and the complementary code
C I133 is found in bit positions l2-—-l5. The
complementary code allows other
instructions to use the same 8 bit op code.
The MBZ field 1132 in hit positions 8-—ll
must be 0 otherwise an illegal format field
exception occurs. (BRO is generally a
pointer to the communications area of the
caller’a stack frame).

_ In performing the EXIT INSTRUCTION
rt is necessary to perform predetermined
checks in order to ascertain that the caller
didn't change his image which would
permit him to 0 rate a a different rivilege
than was inten ed. Referring to rgure 17
the first check erformed I701 is to
determine if the AG of the instruction
counter content (ICC) indicates a direct
descriptor. A logical (X) in the TAG field
indicates that it is direct if it is not an illegal
stack data exception I702 occurs. whereas
ifitisequaltootheringfieldinthe
instruction counter content ICC is set to
the new process ring number NPRN 1703.
This sets the new process ' number
NI-‘RN to what it used to be when the call
was first made. However further checks are
made in order to ascertain that there was no
further cheating. Hence the base register 0
ring number located at hit pofion 2 and
extending for 2 bit positions from and
including bit position 2-must be ual to the
new rocess rin number NPR 1704. (It
will recall that when the ENTER
INSTRUCTION was called the ring
number of the caller before the call was
made was stored in bits 2 and 3 of base
register 0 (BRO). If check [704 indicates that
the new process ring number NPRN is not

equal to the ring number in bit positions 2
and 3 of the base register 0 (BRO) an illegal
stack data exception I702 occurs. The next
check I705 determines whether an inward

or an outward return must be performed.
Since an inward call was previously
performed an outward return is implied in
order to reach the original point from
which the procedure was called. Moreover
since the invention does not permit an
outward call there is never a necessity to
return inward. Hence the new process ring
number NPRN is compared to the process
ring number PRN I705, and if NPRN is less
than PRN an inward return is implied and
an inward return exce tion I706 is

generated. However if chec 1705 is passed
successfully (i.e. NPRN is greater or equal
to PRN) then acheck is made to determine
that a return is made to the segmented
address SEGr that called the procedure and
a return to the call bracket of the calling
procedure is made and moreover that the
execute bit EP is set. This is performed by
fetchi the segment descriptor SE5r_oi‘

the procedure 1707 and making
checks I09, 171]. 1712. In Evelrformalifi ~checks I709, l7ll, I712. chec 709
I711 determine that the new ocess ring
number NPRN is eater than e minimum

ring number R but less than the
maximum ring number MAXR (i.e. that the
ri nurnberisinthecallbrncketofthe

cal ' procedure where it should be).
finally check I712 makes sure that the
execute permission bit EP is set to l. Thlfi a
full cycle is concluded a call was performed
via an ENTER INSTRUCTION; the

required operation or processing was
performed via the called procedure; then a
return via an EXIT INSTRUCTION to the

calling procedure was performed.
Having shown and described the

preferred embodiment of the invention.
those skilled in the art will realize that many
variations of modifications can be made to
produce the described invention and still be
within the scope of the claimed invention.

Glossary of Terms
.lOB-—-The job is the major unit of work for the batch user. It is the vehicle for

describing, scheduling, and accounting for work he wants done.
JOB S'l'EP—A smaller unit of batch work. It is general] one step in the execution

of a job consisting of processing that logical y belon together.
TASK--The smallest unit of user-defined work. No user-visib e concurrency ofo ration is permitted within a task.

PROGRA —-A set of algorithms written by a programmer to furnish the
procedural information necessary to do 9. job or a part of a job.

PROCESS GROUP PLEX--The system's internal representation of a specific
execution of a job.

PROCESS GROUP--A related set of processes, usually those necessary for
erforrnance of a single job ste

PROC S—The controlled execution iinstructions without concurrency. Its
physical representation and control are determined by internal system
design or convention.
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Glossary of Terms (cont.)

PROCEDURE--A named software function or algorithm which is executable by
a computational processor without concurrency. Its physical
representation (code plus associated information, invocation, and use

5 are determined by internal system or designed convention).LOGICAL PROCESS-s—The collection of hardware resources and control

information n or the execution of a rocess.ADDRESS SPACE (SEGM ATlON)—The set of ogical addresses that the
CPUispermittedtotransformirrtoa.bsoluteaddresses ' a

10 particular process. Alth a processor has the technical ability of
addressin every single cc of tinting memory, it is desirable to restrict
accem on y to those cells that are used during the process associated with
the processor.

LOGICAL ADDRESS—-An element of the rocess address space such as for
|5 exam le segment number SEG and isplacement D.

BASIC ADD ESS DEVELOPMENT—A hardware procedure which operates
on a number of address elements to compute an absolute addre which
is used to refer to a b location in core.

PROCESS CONTROL BLOC —A process control block PCB. is associated
20 with each process and contains pertinent information about its

associated rocess. including the absolute address of tables defining the
cat t les the process may access.

J. P. TABLES—A collection of logical addresses for locating a process control
block associated with a process.

75 SEGH,-—The segment which contains the procedure descriptor.

SEG,,—"I1'he segment which contains the entry point, as found in the procedureescriptor.
PRN—The process ' number, found in the instruction counter ICjnst before

the call. or c culnted by the ENTSR
30 EAR—The effective address ring number which is the maximum of:

(a) the process ring number PRN as found in the IC: or

§b) all ring numbers in the base register’ and data descriptors (if any)
ound in the path which leads to the procedure descrifitfir from the callinstruction, including the entry point ring number EP located in the

35 procedure descriptor itself.
MAXR-The maximum ring number at which a rooedure may execute; MAXR

is found in the segment descriptor of D _
WR——The minimum ring number at which a procedure may execute; WR is found

in the segment descriptor of SEQ‘.
40 EP—Execution permit bit fotmd in the t descriptor of SEG,

CMRN—-—The ca.ller’s maximum ring nun: , as found in the first word of the
segment SEG“, if this segment is identified as a gate segment (Le. with
the code “gate" set).

NPRN—New process ring number.

 

45 EPRN-——Entry point ring number (found in the process procedure descriptor).

Addendum

Signal Name Type Function
(1) WSCLR Control Clears register to which it is connected.
(2) PDARG Control Clock Signal PDA.

50 (3) PDURGIT Connecting Pin connected to FDA at one end and
resistor at the other.

(4) UWOBK Connecting Expands inputs to UW register.
(5) UWHOL Control Holds information in register to which it is

v connected.

55 (6) UWIBK Control Same as UWOBK but is connected to
different input terminal of UW register.

(7) UW00(X)O Reset tenninal of one flip-flop of register
UW.

(8) uwooolo Sct terminal of flip-flop of register UW.
60 (9) UW00l00 Same as 7+8 but different flip-flop.

UWOOI I0

(10) UVSPS Control Spare Control Input.
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Addendum (cont.)

Signal Name Type Function

(ll) UVSPD Data Spare Data Input. _
(I2) UVOBK Expander Same as UWOBK and UWIBK, but It

5 connects diffenent registers and cs.
(13) UV00000 Same as UWOOOM. UWO(I)l(_), U 00l00.

UVOOOIO UWOOI IO, but applies to flip-flop UV.
UVOOIOD
UVOOIIO

to (54) uwvis comm] Control input for UWVIF.
(l5) UWVID Data Data input for l_JWVlF.
(15) Uw'v2F F/F Write control flip-flo .
(17) Uwvis Control Control unit for UW IF, UWVZF.

UWVZS

IS (l8) UWVID Data Data in ut for UWVlF.
(I9) UWVIH Control Hold U0/VIF flip-flop.
(20) UWVIC Control Clear UWVIF.
(2l) UWV2C Control Clear UWVZF.
(22) URNIS Control Control inputs for URNIF. URNZF.

20 V URNZS '

(23) umqu) Data Data Input for URNIF.

(24) URNSW Control TmLt,1§t;e4rllI.:lRNlFto URN2F and URN2Fto
(25) URNZF F/F Control loading max (UP. UBS2. 3 to UM).

25 (26 URNIH Control Hold URNIF flip-flop.
(27 URNZC Control Clear URNZF.
(28 URWIS Control Control inputs for URVIF, URVZF.

URWZS

(29) URWID Data Data Input for URVIF.
30 (30) URVZF F/F Read control flop.

(31) XNU Indicates terminal not used herein.
(32) X00 Grounded lnput.

WHAT WE CLAIM IS:— one of said segments, and said access
1. An internally rogrammed data information element for specifying the 65

35 processing apparatus PU having a virtual minimum level of privilege required for a
memory system, and being responsive to predetermined type of access that is
internally stored instruction words for permitted in a selected one of said
processing information and having stored in ems:
said virtual memory system a plurality of ii!) 8 Pillmlifi’ Of S¢¢0nd M63115 having 1 70

40 different types of groups of information predetermined format, communicating
each information group-type associated with said first means. arranged to store in a
with an address space bounded by 3 predetennined portion of said second
segment having adjustable bounds, and means. 8 segment nllmbcl’ 5130 for
comprising means for protecting the identifyingasegment table and the location

45 information in said-virtual memory system of asegment descriptor wrthm said segment
from unauthorized users by restricting table. said second means also being
accessability to the information in arranged to stone in a predetennined other
accordance to levels of privilege, said portion of said second means. an offset
means com rising in combination with an address Within the segment identified by so

50 access chec ing mechanism: said segment descriptor said offset address

(a) first means arranged in operation to ‘locating from said segment base the firststore in said virtual memo system at least byte 0 a word within said segment;
one segment table comprising a lurality of (0) third means responsive to an address
segment descriptors with eacli segment syllable element of an instruction being 35

55 descriptor being associated with a executed for addressing one of said
predetermined one of said segments and plurality of second means:
each segment descriptor having a (d) fourth means arranged to store a
predetermined format containing an access displacement from said address syllable.
information element and a base address (6) Win means-C0mmUni¢31in8Wi1h331<i 90

50 element in predetermined positions of said first. second. third and fourth means.
formal. said base address element being
used for locating in said virtual memory
system the starting location of a selected

arranged to add the displacement D and
said base address to said offset; and,

(D sixth means responsive to said access
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information element in a selected one of

said segment descriptors. restrictin the
accessability to the segment associ with
said _selected one of said segment
descriptors in accordance to the level of
privilege and the type of access specified in
said access information element. wherein
each group-type of information is
associated with a predetermined ring
number indicative of a level of privile c
said level of privilege decreasing as t e
associated ring number increases
comprising means for determining the
maximum effective address ring number
EAR (i.e. minimum level of privilege) of a
selected process to access a selected group
of information, said means comprising; _

(a) first means to store first infonnation
indicating the maximum ring number RD
(i.e. minimum level of privilege) required to
read information from said selected group;

(b) second means to store second
information indicating the maximum ring
number WR (i.e. minimum level of
privilege) uired to write information into
said select group;

(c) third means to store third
information indicating the maximum ring
number MAXR (i.e. minimum level of
privilege) required to process information
from said selected group; and.

(d) fourth means communicating with
said first. second and third means. to
determine the maximum of the contents of
said first. second and third means whereby
the ellective address ring number EAR is
generated.

2. Apparatus according to claim I,
wherein said second means for aoring the
maximum ring number WR additional]
indicates the minimum ring number W
(i.e. maximum level of privilege) uired
to process information from said se ected

group. _
3. A paratus according to claim 1 or

claim wherein said fourth means to

generate the efiective address ring number
comprises a comparator for comparing
binary numbers.

4. Apparatus according to any one of
claims I to 3 wherein the sixth means

restricting the accessibility to the segment
includes comparator means,
communicating with said second means. to
compare the effective address ring number
EAR with the write ring number WR, and
further including means communicating
with said comparator means to generate a

write-violation-excerption signal when EARis rcater than W .

. Apparatus according to claim 4,
wherein the sixth means restricting the
accessibility to the segment includes seventh
means, communicating with _said second
and third means thereof to_compare the

maximum ring number MAXR and the
write ring number WR with the effective
address ring number EAIL and further
includin eighth means, communicating
with sai seventh means for generating an
execute-violationcxeepuon signal when the
MAXR is not equal or greater than EAR
which in turn is not equal or greater than
WR.

6. Apparatus according to claim 5.
wherein in that the sixth means restricting
the accessibility to the segment includes
ninth means. communicating with said fust
means, for corn aring the effective address
ring number AR with the read ring
number RD. and further including
tenth means. communicating with said
ninth means. to generate a read-violation-

grsption signal when EAR is greater than
7. Apparatus according to claim 6,

wherein in that the sixth means restricting
the accessibility to the segment includes
eleventh means to store a rocess ring
number PRN of a curreri executing
process. and also including twelfth means
to communicate with said eleventh means,
and further including thirteenth means
communicating said said twelfth means for
overriding said read-violation-exception
signal when the effective address ring
number EAR is equal to the proces ring
number PRN of the currently executing

8. Apparatus according to any one of the
preceding claims wherein the access
checking mechanism rvises transfer of
control of said CPU from a first selected
procedure (i.e. caller) having a first ring
number indicative of a minimum level of
privilege asociated with said caller, to a
second selected procedure (i.e. the callee)
having a second ring number associated
with said callee indicative of a minimum
level of privilege associated with said
callee, said access checking mechanism
comprising

(a) first means for checking the caller's
right to call the callee:

(b) second means. communicating with

said that means, to compare the caller's
ring number to the callee 5 ring number;

(c) third means responsive to said second
means to pennit a transfer of control of said
CPU from said caller to said callee when

the ring number of the caller is greater than

the! ring number of callee (i.e- inward call);an ,

(d) fourth means also responsive
to said second means to deny a
transfer of control of said CPU
from said caller to said callee when

the ring number of said caller is less than
the ring number of the callee (i.e. outward
call).
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9. Apparatus according to claim 8,
wherein the access checking mechanism

includes a plurality of ring stack-segmentmeans eac of said ring stackvsegment
means having associated with it a ring
stack-segment number, indicative of the
minimum level of privilege required by a
selected one of said procedures to access a
selected one of said ring stack segments.

10. Apparatus according to claim 9
wherein there are four ring stack segment
means having ring numbers 0 to 3
respectively.

ll. Apparatus according to claim 9 or
claim l0 wherein the access checking
mechanism includes stack-frame-element
means associated with selected ones of said
procedures, said stack-frame-element
means being grouped within said ring stack-
segment means in accordance with the ring
number of the associated procedure of said .

stack-frame-element means, said stack
frame element means to save said register
of said caller prior to passing control to said
callee.

12. Apparatus according to claim 11,
wherein the access checking mechanism
includes first sub-element means,
responsive to said first. second, third and
fourth means. for communicating between
a selected one of said stack-frame-means in

a first ring stack-segment bein associated
with one ring number. and ase ected other
of said stack-frame-means in a second ring
stack-segment associated with another ringnumber.
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