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Search Query DB5 Time Stamp

@ad<"20010927" and (fibre adj US—PGPUB; 2005/08/22 08:44
channel near router) same SCSI USPAT;

EPO; JPO;
DERWENT;
IBM_TDB

@ad<"19971231" and (fibre adj US—PGPUB; 2005/08/22 08:44
channel near router) same SCSI USPAT; ‘

’ EPO; JPO;
DERWENT;
IBM_TDB

@ad<"19971231" and fibre adj US—PGPUB; 2005/08/22 08:45
channel same SCSI USPAT;

EPO; JPO;

DERWENT;
IBM_TDB

@ad<"19971231" and fibre adj US—PGPUB; 2005/08/22 08:46
channel near SCSI USPAT;

EPO; JPO;
DERWENT;
IBM_TDB

S4 and router US—PGPUB; 2005/08/22 08:45 -
USPAT; -

EPO; JPO;
DERWENT;
IBM_TDB

@ad<"19971231" and fibre adj US—PGPUB; 2005/08/22 09:02
channel adj SCSI USPAT;

‘ EPO; JPO;
DERWENT;
IBM_TDB

@ad<"19971231" and "fibre US—PGPUB; 2005/08/22 09:02

channel protocol for SCSI" USPAT; ’
EPO; JPO;
DERWENT;
IBM_TDB

@ad<“19971231" and FCP and US—PGPUB; 2005/08/22 09:07
SCSI and fibre adj channel USPAT; I

' EPO; JPO;
DERWENT;
IBM_TDB

S8 and router US—PGPUB; 2005/08/22 09:03
USPAT;

EPO; JPO;
DERWENT;
IBM_TDB

Search History 9/6/05 2:32:06 PM Page 1
C:\Documents and Settings\AChen\My Documents\My Documents\EAST\Workspaces\Cases\90007125.wsp
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3 S8 and RAID US—PGPUB; 2005/08/22 09:18

- ' USPAT;
EPO; JPO;
DERWENT;
IBM_TDB

@ad<"20010927" and network adj US—PGPUB; 2005/08/22 09:19
attached adj storage and Fibre adj USPAT; '
channel near scsi ' EPO; JPO;

’ DERWENT;
IBM_TDB

S13 and router . US—PGPUB; 2005/08/22 09:19
USPAT;

EPO; JPO;
DERWENT;
IBM_TDB

@ad<"19971231" and network adj US—PGPUB; 2005/09/03 14:23
attached adj storage and Fibreadj USPAT;
channel near scsi 3 EPO; JPO;

DERWENT;
IBM_TDB

@ad<"19971231" and Fibre adj US—PGPUB; 2005/08/22 09:58

channel same scsi same router USPAT; .
' EPO; JPO;

DERWENT;

V IBM_TDB

@ad<"19971231" and ancor.asn. US—PGPUB; 2005/08/22 09:59
’ USPAT; '

EPO; JPO;
DERWENT;
IBM_TDB _

@ad<"19971231" and ancor.asn. US—PGPUB; 2005/08/22 09:59
and SCSI USPAT;

EPO; JPO;
DERWENT;
IBM_TDB

@ad<"19971231" and ancor.asn. US—PGPUB; 2005/08/22 09:59
and Fibre USPAT;

EPO; JPO;
DERWENT;
IBM_TDB

@ad<"19971231" and emerson US—PGPUB; 2005/08/22 10:05 .
near steven.inv. USPAT;

EPO; JPO;
DERWENT;
IBM_TDB

@ad<"19971231" and SCSI near2 US—PGPUB; 2005/08/30 14:19
FCP USPAT;

EPO; JPO;

DERWENT;

Search History 9/6/05 ‘2:32:o6 PM Page 2
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@ad<"19971231" and fibre adj V
channel and SCSI

S23 and map$5

S23 and LUN

S24 and LUN

S24 and virtual near local near

storage

523 and virtual near local near

storage

S23 and router

@ad<“19971231" and virtual adj

local adj storage and SCSI and
remote

@ad<“19971231" and virtual adj

local adj storage and SCSI

@ad<"19971231" and virtual near
storage and SCSI

Search History 9/6/05 2:32:06 PM Page 3

US-PGPUB; OR
USPAT; .
EPO; JPO;

’ DERWENT;
IBM_TDB

US-PGPUB;
USPAT;
EPO; JPO;
DERWENT;
IBM_TDB

US-PGPUB;
USPAT;

EPO; JPO;
DERWENT;
IBM_TDB

US-PGPUB;
USPAT;

' EPO; JPO;
DERWENT; '
IBM_TDB

US-PGPUB;
USPAT;
EPO; JPO;
DERWENT;
IBM_TDB

US-PGPUB;
USPAT;

EPO; JPO;
DERWENT;
IBM_TDB

US-PGPUB;

USPAT;
EPO; JPO;
DERWENT;
IBM_TDB
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Applicant respectfully requests the Examiner reconsider the rejections of the Claims in the Re-

Examination of us. Patent 6,421,753 (the ‘"753 Patent") in view of this reply.



Oracle-Huawei-NetApp Ex. 1025, pg. 481

Attorney Docket No. 90/007,124
CROSS1121-15 Customer ID: 44654

IN THE CLAIMS:

1. A data storage gateway capable of interfacing with and providing connectivity

and mapping between a Fiber Channel and SCSI channel interface, the data storage gateway

comprising:

a virtual storage;

a storage router in communication with and providing mapping to the virtual storage

such that a fiber channel device remote from the virtual storage can communicate data to and

from the virtual storage; and

wherein the storage router is capable of configuring a SCSI device to contain at least a

portion of the virtual storage.

2. The data storage gateway according to Claim 1, further including a memory work

space for the storage router using a buffer.

3. The data storage gateway accordingxto Claim 2 wherein a Fibre Channel

transport medium connects to the storage router and interfaces with a Fibre Channel controller

and wherein a SCSI bus transport medium connects to the storage router and interfaces with a

SCSI controller.

4. A method for providing, through a storage router, virtual local storage on remote

SCSI storage devices to Fibre Channel devices, comprising:

interfacing with a Fibre Channel transport medium;

interfacing with a SCSI bus transport medium;

maintaining a configuration for SCSI storage devices connected to the SCSI bus

transport medium that maps between Fibre Channel devices and the SCSI storage devices and

that implements access controls for storage space on the SCSI storage devices; and

allowing access from Fibre Channel initiator devices to SCSI storage devices using

native low level, block protocol in accordance with the configuration.

5. The method of Claim 4, further comprising the step of providing memory work

space for the storage router. using a buffer.
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6. The method of Claim 5, wherein the Fibre Channel transport medium connects

to and interfaces with a Fibre Channel controller and wherein said SCSI bus transport medium

connects to and interfaces with a SCSI controller.

7. The method of Claim 5, wherein the maintaining step and the allowing step are

performed by a supervisor unit.

8. The method of Claim 7, wherein the supervisor unit is coupled to the. Fibre

Channel controller, the SCSI controller, and thebuffer. ’
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TABLE OF CONTENTS FOR RESPONSE TO REJECTIONS

Rejections Under 35 U.S.C. § 103

A. Introduction

Background of the Invention

C. Overview of Claim 4

D. “Remote Storage Devices.” and “Allowing Access...Using NLLBPs” —

Neither Spring nor Oeda Teaches or Suggests the Limitations of Remote Storage Devices and

Allowing Access to the Remote Storage Devices Using NLLBP

1. “Remote” Requires at Least One Serial Transport Medium

2. Spring’s SCSl—to—SCSl System Does Not Provide Remote -Storage

3. Spring’s Ethernet—to—SCSl System Does Not Allow Access using

4. Similarly, Oeda Fails to Provide Remote Storage Devices and

Allowing Access to the Remote Storage Devices Using NLLBP

5.’ Summary: Allowing Access to Remote Storage Devices Using NLLBP

E. “Map” — Neither Spring nor Oeda Teaches or Suggests Mapping Between

Devices Connected to the First Transport Medium and the Storage Devices

1. “Map” — Includes a Representation of the Devices on the First

Transport Medium and the Storage Devices
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2. Neither Spring nor Oeda Teaches or Suggests a Map

F. “Access Controls” — Neither Spring nor Oeda Teaches or Suggests

Implementing Access Controls I

1. Implementing Access Controls

2. Spring Does Not Implement Access Controls

3. Oeda Does Not Teach or'Suggest Access Controls

4. The Ethernet Based Configuration of Oeda Does Not Teach or

Suggest Any Form of Access Controls for Remote Storage

G. The Combination of Oeda and Spring Does Not Teach or Suggest the

Present Invention

The Jibbe Reference Does Not Address the Deficiencies of Spring and

H. The Cummings Reference Does Not Address the Deficiencies of Spring

and Oeda

Summary: There is No Prima Facie Case of Obviousness

Conclusion
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I. Rejections Under 35 U.S.C. §103

A. introduction

Claims 1-8 of the ‘753 Patent are variously rejected under 35 U.S.C. §103(a) as being

unpatentable over United Kingdom Patent Application Publication No. UK GB 2297636

(“Spring”) in view of United States Patent No. (5,634,111) (“Oeda”), United States Patent No.

5,345,565 ("Jibbe”), and further in view of Cummings.

In order to establish a prima facie case ofobviousness, the Examiner must show: that

the prior art references teach or suggest all of the claim limitations; that there is some

suggestion or motivation in the references (or within the knowledge of one of ordinary skill in

the art) to modify or combine the references; and that there is a reasonable expectation of

success. M.P.E.P. 2142, 2143; In re Vaeck, 947 F.2d 488, 20 U.S.P.Q.2d 1438 (Fed. Cir.

1991). As detailed more fully below, Applicants respectfully submit that independent Claim 1

and independent Claim 4 of the ‘753 Patent are not rendered obvious by Spring, Oeda or

Cummings as the references do not teach or suggest all of the claim limitations. More

particularly, the references do not teach or suggest, neither individually or in combination: i)

providing virtual local storage on remote storage devices and allowing access from devices

connected to a first transport medium to the remote storage using native low level block

protocols (NLLBP) in conjunction with; ii) mapping between devices connected to the first

transport medium and the storage devices; and in conjunction with iii) implementing access

controls. None of the prior art, alone or in combination, teaches or suggests all of these
claimed elements.

B. Background of the Invention

The ‘753 Patent is directed to an efficient storage router and method of routing data

over a network from devices (e.g., host computers) on one side of the storage router to remote

storage devices on the other side of the storage router using low level, block storage protocols

or NLLBPs. Even though the storage devices are located remotely over the network from the

host computers, the storage devices are virtualized so as to appear to the host computer as

|oca||y—attached storage devices. The invention of the ‘753 Patent further provides the security

feature of providing access controls in order to control which storage devices (or portions

thereof) any particular host computer can access; this access controls feature is implemented
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by mapping host devices to the remote storage devices to which a host device has access. By

allowing a host device access only to those virtualized storage devices (or portions of storage

devices) to which it is mapped, the invention of the ‘753 Patent can prevent unauthorized or

unintended access by that host device to other remote storage devices in the network. Thus,

the present invention provides a networked storage solution that connects hosts to remotely

attached storage devices that agg§a_r locally attached, provides the security feature of

controlling access to the remote storage devices using a map, and allows the host computers to

access the remote storage devices over the network at the speeds and efficiencies facilitated

by the use of NLLBPs.

As shown in the examples discussed in the Spring and Oeda prior art (discussed more

fully below), prior to the present invention, host computers would access storage devices either

i) locally via a parallel bus such as a SCSI bus or ii) remotely over a network using network

protocols. However, both of these prior art systems had limitations that the invention of the ‘035

Patent overcomes. For storage systems with locally attached storage devices attached via

SCSI buses, a SCSI-to-SCSI routing device provided access between host computerson one

side of the SCSI-SCSI routing device to local storage on the other side of the SCSI-SCSI

routing device. Because a SCSI bus was used on each side of the SCSI-to-SCSI routing

device, a computer could access a storage device using a NLLBP, which facilitates the

obtaining of information from the storage device in a fast and efficient manner (i.e., without the

overhead associated with typical network file servers). However, a SCSI bus is a complicated

set of parallel wires that cannot carry data a very long distance. This limitation is illustrated in

Graphic 1 below. Note that color copies of Graphics 1-5 are attached in Exhibit A for the
convenience of the Examiner.
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capable network transport medium and a network protocol such as Ethernet. See,i‘753 Patent

Background, col. 1, lines 43-53. A problem with this prior art solution was that the network

server creates a bottleneck which slows down remote access because, at least in part, the

computer or workstation needs to create something called a "network protocol" to send the data

over the distance-capable transport medium. The problem with this prior art method for

transmitting a storage NLLBP over a network to a remote storage device is that it takes the

computer time to create a network protocol and it takes the‘ server time to re—construct a native

low level block protocol from that network protocol. Thus, the introduction of a network server

into the system creates a bottleneck which slows down access to remote storage devices.

Graphic 2, shown below, depicts one aspect of that bottleneck with the large balls intended to

depict network protocols and the smaller balls intended to depict native low level block

protocols. Although Graphic 2 only graphically depicts the problems in one direction (from the

host computer through the server to the remote storage devices), the problems exist going both

directions. In other words, the same type of bottleneck occurs in reverse when the data returns

to the computer from the remote storage device through the server.

Network fit
Server
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As shown in Graphic 2, for prior art systems that provided hosts access to remote

storage, a workstation first had to translate requests into higher'|eve| network protocols in order

to communicate with the network server, and the network server would then translate the

requests into low level requests (e.g., NLLBPs) for transmitting to the storage device(s). It

takes a computer a long time to create a network protocol. Graphic 3, shown below, describes

in general terms steps involved when a computer needs to access remote storage through a

server, and has to create a network protocol to achieve that access. Similar steps occur when

the computer wants to write data to the remote storage device.

a“c§h«Apu£}.$fa"‘iAL6h’g r“i}n‘e”
to Create a Network Protocol

Network Protocol

determines if creates Network
file '8uiget_t2' . Transmission lntemet Protocol (NP)
is on local Control Protocol Protocol (IP), to server
storage or (TCP). which which identifies
remote smrage makes sure data what computer

arrives and is requestingchedts the order and identifies
of the data remote location

As illustrated in Graphic 4 below, the process the server goes through to build a NLLBP

from a network protocol is also complex and time consuming. Graphic 4 describes in general

terms steps involved in building agnative low level block protocol from a network protocol. The

native low level block protocol is then used to access a local storage device. The return of the

data from the remote storage device to the host computer also involves the same complex

steps. On the return path, the server needs to build a network protocol from the NLLBP it

receives from the storage device. In addition, the computer needs to process that the network

protocol to get the information by essentially repeating the steps shown in Graphic 3 above in
reverse.
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'“f°"'“3*'°“ - builds Native access local infomlatiofl
' "-“ed” 53“ Low Level storage device ’ ' ° ‘Wills ‘W3amflcy Block Protocol ac“-"'3‘V0 checks order - checks de

of data ("um “as” of aaram r
- acknowledges °" "P 0 acknowledges

Ifgcqirligtgesend igcqfrlepsttsnresend
if not complete if not complete

Thus, prior to the present invention, those wishing to implement centralized storage at a

remote location for networked devices were typically forced to use a relatively slow network

server solution that required the use of higher level network protocols. These prior art systems

did not provide remote storage that could be accessed at the speeds achieved by using an

NLLBP from the hosts to the storage devices.

The present invention overcomes the deficiencies of these prior art systems allowing

hosts to access remote storage devices at significantly distant, remote locations using a

NLLBP. The use of the Fibre Channel protocol, for example, allows storage devices to be

located in excess of 10 kilometers away from the workstations using a serial transport medium

as opposed to the parallel transport medium of a SCSI bus. However, unlike an Ethernet file

server system, a storage router connected using a Fibre Channel transport medium can allow

access from the host computer to the remote storage devices using NLLBPs without having to

i create higher level network protocols. Because Fibre Channel supports the use of NLLBPs, the

hosts can access the remote storage devices at greater speeds than can be achieved using

higher—|evel network protocols. The present invention thus routes NLLBPS to the remote

storage devices without involving a network server that requires-the use of higher—|eve| network

protocols. This allows remote storage, but does away with the time consuming and complex
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steps of creating and processing higher-level network protocols at a server. Consequently,

both distance and speed can be achieved, without sacrificing one for the other as required by

prior art solutions.

In addition to providing the ability to locate host computers remotely at significant

distances from storage devices, modern storage systems need to provide security between the

host computers and the remote storage. in addition, since the host computers are remotely

located physically from the storage devices, it is advantageous to provide this security in a

centralized manner. In other words, it is desirable to provide a centralized control mechanism

that controls each host computer’s access so that each host can only access particular remote

storage devices (or portions thereof). In prior art systems, the ability to provide such a security

mechanism in a networked system connecting hosts to remote storage devices using NLLBPs

without simply did not exist.

In addition to providing hosts access toremote storage devices over a network using

NLLBPS, the invention of the ‘753 Patent provides such a security feature. The invention of the

‘753 Patent contains a map that maps the host computers to the remote storage devices by

associating each host computer with some or all of the remote storage devices on the other

side of the storage router. The invention of the ‘753 Patent implements access controls by

using the map to allow each host access to only the specific storage to which the host is

mapped. In this manner,vthe invention of the ‘753 Patent implements access controls to limit

each computer’s access to a specific subset of storage devices or sections of a storage device

on the other side of the storage router. Put another way, the access controls provide the

capability to permit or deny each computer access to a particular storage device, a set of

storage devices or portions of a single storage device or devices (or any combination thereof).

By assigning storage devices or portions thereof to particular computer workstations, the

present invention prevents each computer workstations from overwriting or modifying data in

storage assigned to another computer workstation. V This access controls feature is illustrated

below in Graphic 5.
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Graphic 5

For the example of Graphic 5, host computer A is mapped to remote storage device 1,

host computer B is mapped to remote storage device B and both A and B are mapped to

remote storage device 3. Using this map, the invention of the ‘753 implements access controls

by allowing host computer A to access either remote storage device 1 or 3 (e.g., allow host

computer A to read or write data to or from storage devices 1 or 3) and by preventing host

‘computer A from accessing remote storage device 2 (e.g., only allowing host computer B to
read or write data to storage device 2 in the example of Graphic 5). By mapping between host

_ devices and storage devices (or portions thereof), the invention of the ‘753 Patent can ensure

that requests from host computer A’ are only directed to the storage devices that are assigned

to computer A. This allows the security feature of access controls to be implemented while still

allowing the host computers to access the storage devices using an NLLBP.

In summary, the invention of the ‘753 Patent provides a networked storage solution that

combines the ability to allow access from host computers to remote storage devices using
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NLLBPs with the ability to control access between host computers and the remote storage

devices. Thus, the invention of the ‘753 Patent provides the advantages of 1) remote storage

devices that appear to the host as locally attached, but that actually reside at remote distances

from the host computers, 2) access to these remote storage devices at the speed and

efficiency associated with using NLLBPs, and 3) data security by controlling the access of each

host to the remote storage. None of the prior art cited by the Examiner, alone or in

combination, teaches or suggests a system that provides access from host computers (or other

device connected to the first transport medium) togremote storage devices using an NLLBP,

while implementing access controls in accordance with a map.

C. Overview of Claim 4

The Examiner rejected independent Claim 4 as being unpatentable over Spring in view

of Oeda. Applicants will focus on Claim 4 in discussing how the present invention differs from

the cited art.

Claim 4 recites:

A method for providing, through a storage router, virtual
local storage on remote SCSI storage devices to Fibre Channel
devices, comprising:

interfacing with a Fibre Channel transport medium;
interfacing with a SCSI bus transport medium;
maintaining a configuration for SCSI storage devices

connected to the SCSI bus transport medium that maps between
Fibre Channel devices and the SCSI stgrage devices and E
implements access controls for storage space on the SCSI
storage devices; and

allowing access from Fibre Channel initiator devices to
SCSI storage devices using native low level, block protocol in
accordance with the configuration. [Emphasis Added]

Claim 4 includes “providing virtual local storage on Lce/77_¢3_te SCSI storage devices”,

maintaining a configuration that maps between Fibre Channel Devices and the SCSI storage

devices and that implements access controls for storage space on the SCSI storage devices”

and “allowing access from Fibre Channel initiator devices to SCSI storage devices using native

low level, block protocol.” Claim 1 similarly includes mapping between Fibre Channel devices

(e.g., workstations) and the virtual local storage and that the virtual storage and fibre channel

device are remote. The present invention as recited in Claim 4 thus enables computers to
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access remote storage devices without the overhead of high level protocols and file systems

typically required by network servers (i.e., using NLLBP) while providing the security measure of

access controls.

As will be discussed more fully below, the systems of Spring and Oeda, in contrast to

the invention of the ‘753 Patent, either do not provide remote access to storage devices or, for

embodiments of those systems that may be able to provide remote access to storage devices,

require the use of higher level network protocols (and therefore cannot allow access to the

remote storage devices using NLLBPs). Thus, these references suffer the shortcomings of

exactly the type of prior art the present invention was designed to overcome in that they are

either limited in distance or require time consuming translations between higher level network

protocols and NLLBPs. Moreover, as will also be discussed more fully below, Spring and Oeda

fail to disclose mapping and access controls as discussed below.

D. “Remote Storage Devices" and “Allowing Access . . . Using NLLBPs” - Neither

Spring nor Oeda Teaches or Suggests the Limitations of Remote Storage Devices and

Allowing Access to the Remote Storage Devices Using NLLBP

Examiner Fleming relies on Spring as showing virtual local storage on a remote storage

device and both Spring and Oeda as showing the ability to allow access from devices

connected to a first transport medium to a remote storage device using NLLBP. Applicants

respectfully submit, however, both Spring and Oeda exhibit the shortcomings of the prior art

solutions that the present invention specifically overcomes. Namely, the solutions in both

Spring and Oeda require a choice between local (not remote) storage that can be accessed

using a NLLBP or using slower high level network protocols to access remote storage (can’t

allow access using NLLBP); neither Spring or Oeda provides a solution that allows access to

remote storage devices using NLLBP.

1. “Remote" Requires at_Least One Serial Transport Medium

Claim 4, as discussed above, provides virtual local storage on remote storage devices.

A “remote storage device” is a storage device that is connected indirectly using at least one

serial network transport medium to allow for storage devices to be significantly remote from the

host computers. This definition is supported by both the Specification of the ‘753 Patent and by
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the claim construction recommended by the Special Master in currently stayed Crossroads v.

Dot Hi/I Systems Corporation, Western District of Texas, Civil Action No. A-03-CA-754-SS (the

“Dot Hill Litigation”).

As described above, prior art solutions that allowed access from hosts to storage

devices using a NLLBP used SCS|—to-SCSI routing devices. In this case, both data transport

media sere limited distance parallel buses (SCSI is a parallel, distance-limited bus). The

present invention overcomes the deficiencies of these prior art systems allowing hosts to

access centralized, remote storage devices at “significantly remote positions" using a NLLBP.

See, ‘753 Patent, col. 2, lines 25-31. The use of the Fibre Channel protocol (a serial protocol)

allows the remote storage devices to be located at distances up to and “even in excess of 10

kilometers” from the workstations. See, ‘753 Patent, col. 2, lines 29-31. The claimed invention

of the ‘753 Patent provides the “ability to centralize local storage for networked workstation

without any cost in speed or overhead” so that each workstation can have access to “its virtual

local storage as it it were locally connected” despite potentially being at a great distance from

the storage devices. See, ‘753 Patent col. 2, lines 27-29. In the invention 01 the ‘753 Patent,

networked hosts are thus connected to storage devices over at least one significant distance-

capable link, such as Fibre Channel.

As the Fibre Channel example just presented, and the other examples provided in the

‘753 Patent illustrate, the ability to have remote storage devices is achieved through the use 01

at least one serial transport medium between the workstations and the storage devices. It is

the serial interconnect that allows for attachment over large distances and, hence, the ability to

provide remote storage. See, ‘753 Patent, col. 1, lines 25-32. Even in the SCSI initiator to

SCSI target configuration discussed in the ‘753 Patent, there is a third Fibre Channel transport

medium (i.e., a serial transport medium) between the two storage routers to extend the distance

between the workstations and. storage devices to provide the capability for having remote

storage. See, ‘753 Patent col. 6, lines 19-31.‘ The serial transport medium is necessary for

remote storage because parallel SCSI buses alone are severely limited in distance and cannot

provide connectivity to remote storage devices in the manner of the present invention.

1 In this unclaimed configuration, there are two “back to back” FC-SCSI routers. Workstations are
connected to the first router by a SCSI bus and storage devices are connected to the second router by
a SCSI bus. The two routers are connected by a Fibre Channel transport medium.
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The definition of “remote” as requiring at least one serial transport medium is further

supported by the fact that in the on-going Crossroads v. Dot Hill Systems Corporation, Western

District of Texas, Civil Action No. A-03-CA-754-SS litigation (the “Dot Hill Litigation”), Special

Master Bayer recommended to the Court that “remote" be construed to mean “indirectly

connected through at least one serial network transport medium" (emphasis added). The

pertinent portions of the Report and Recommendation of the Special Master Regarding United

States Patent Nos. 5 941 972 and 6 425 035 B2 (the “Report”) are attached hereto as Exhibit

B. Special Master Bayer was commissioned by the Court in the Dot Hill Litigation to conduct a

Markman hearing and provide recommendations to the Court as to how the claims of United

States Patent No. 6,425,035 B2 (the ‘”035 Patent”) should be interpreted. Special Master

Bayer filed his recommendations in the Report after reviewing the initial Markman briefs

submitted by both Dot Hill and Crossroads, conducting a Markman hearing (on August 30,

2004), and reviewing post-Markman briefs and reply briefs. After careful review and analysis,

Special Master Bayer concluded that “remote” meant “indirectly connected through at least one

. serial network transport medium”. Thus, at least one of the transport mediums (either the one

connecting workstations to the storage router or the one connecting the storage router to the

storage devices) recited in independent Claim 4 must be serial (e.g., cannot be parallel SCSI).

Indeed, one of the transport mediums of the ‘753 Patent is Fibre Channel. This definition of

“remote” is consistent with the idea that the invention of the ‘753* Patent allows for the storage

devices to be at “significantly remote positions” of up to and “even in excess of 10 kilometers”

from the hosts accessing those storage devices. The at least one serial connection allows for

networked workstations to connect to storage remotely, while a parallel SCSI connection simply

~ cannot.

2. Spring’s SCSI-to-SCSI System Does Not Provide Remote Storage Devices

The system of Spring does not provide virtual local storage on remote storage devices.

Instead, Spring teaches a system In which a server emulates local drives as local SCSI

removable drives to a set of workstations. See, Spring, page 3, lines 1-5. Workstations access

the emulated SCSI removable drives as if they were locally attached removable SCSI drives.

See, Spring, page 10, lines 1-3. Because the drives appear as removable drives, the SCSI

dismount command can be used to free media for use by other workstations. See, Spring,

page 10, lines 16-25. As an example, in the context of a workgroup that works on large files,
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such as graphics, this allows one user to mount the virtual drive containing a particular image at

the user’s workstation, work on the image, save the image, and then dismount the virtual

media. Another user can then mount virtual media and edit the media. This obviates the need

to share physical media such as CD'S or tapes while coordinating operations between various

workstations.

The invention of Spring is illustrated in FIGURE 1 of Spring, reproduced below .

A 15

D3 ‘B
15 — ' -,

PROCESSOR

U353

Pnoosssoa E

17

FIGURE 1 of Spring
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As shown, the hosts 16 connect via a parallel SCSI bus to server 20 which is further

connected to storage devices 21-25. It is clear from the Specification of Spring that the

physical drives to which the data is written and from which the data is read are connected using

a direct connection, specifically SCSI. Spring repeatedly mentions that the disk drives are

implemented in accordance with the RAID 5 configuration. See e.g., Spring, page 6, lines 1-4,

and page 10, lines 1-5. In 1995, the year of Spring’s filing, RAID 5 systems predominately if not

exclusively used SCSI drives.2 More significantly, Spring stresses that the differences between

the emulated drives and physical drives are that the emulated SCSI drives are smaller than the

physical drives and the emulated SCSI drives appear as removable while the physical drives

are fixed drives. See, Spring, page 8, lines 18-23. Spring does not differentiate the SCSI

emulated drives from the physical drives based on protocol and provides no ability to convert

between storage protocols. Furthermore, this passage indicates that the physical drives are

physically fixed and remain permanently in place. Id. Accordingly, Examiner Fleming stated

that the system of Spring provides access from the USERS (i.e., host computers) through the

server and to the disk drives using SCSI. See, May 24 Office Action, page 7 (“SCSI . . . is used

from the USER to the storage router to the disc drives”). -

The Spring SCSI-to-SCSI system, such as that shown in FIGURE 1 of Spring, does not

use at least one serial data transport medium and does not provide the capability to locate

storage devices at significant distances from the workstations. There is simply no distance-

capable storage link in the system of Spring as Spring relies on distance-limited SCSI

interfaces. Indeed, Spring recognizes the inability of SCSI interfaces to‘ provide a distance-

capable link stating “a large number of workstations may be provided relatively close to server

20, in which case conventional SCSI interfaces may be employed.” See, Spring, page 7, lines

_ 10-12 (emphasis added). Thus, the SCSI-to-SCSI system of Spring does not provide virtual

local storage on “remote storage devices” as it lacks at least one distance—capab|e serial

transport medium.

3. Spring’s Ethernet-to-SCSI System Does Not Allow Access using NLLBP

While the Spring SCSI-to-SCSI system of FIGURE 1 does not provide for remote

storage devices and cannot allow for significant physical distance between the hosts and

2 Similar to SCSI, other existing drive connections such as ATA and IDE were severely limited in distance.
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storage devices, Spring does provide some insight as to how “remote” or physically distant

storage devices could be incorporated into the Spring system. While acknowledging that A

parallel SCSI interfaces have “limited” range, Spring states that in order to create less limited

distance separation from hosts to storage devices “in alternative embodiments it may be

necessary to provide alternative connections, possibly via coaxial cables, so as to increase the

distance between the server and the workstations”. See Spring, page 7, lines 3-7. Spring goes

on to state that . . in alternative arrangements, workstations may be distributed quite widely

through a building, requiring more robust connection between the processor and server 20. It is

envisaged that connections of this type should allow the workstation to be displaced from the H

server by distances in excess of 100 meters, having characteristics similar to high speed

Ethernet |inks.” See Id. at page 7, lines 12-17. As will be explained more fully below, this

alternative embodiment to allow "remote" storage devices in Spring does not meet the claim

limitation of “allowing access” between hosts and storage devices “using NLLBPs”.

Independent Claim 4 of the ‘753 Patent not only recites that the storage devices are

“remote”, but also that access is allowed “from Fibre Channel initiator devices to SCSI storage

devices using native low level, block protocol.” Thus, the host computers connected to the first

transport medium must be able to access the remote storage devices using a NLLBP. This

A ability to allow access from host computers to storage devices using a NLLBP, as recited in

, Claim 4, requires allowing access between the host and storage device(s) using a protocol (i.e.,

a set of rules) that does not involve the overhead of high level protocols and file systems

typically required by network sewers, as supported in the ‘753 Patent Specification and prior

litigation interpreting this claim term.

As discussed above, in systems prior to the present invention, when making a request

to storage through a network server to allow access between workstations and remote storage

g_e_\/jg, a workstation first had to translate the requests from its file system protocols to higher

level network protocols in order to communicate with the network server, and the network

server would then translate them into low level requests to the storage device(s). In contrast,

as described in the ‘753 Patent, allowing a host to access storage devices using a NLLBP

provides a mechanism by which communication between the host and the storage devices can

be accomplished faster because there is no need to translate from a network protocol to a

NLLBP. See ‘753 Patent Specification, col. 1, lines 43-56, col. 2, lines 9-12 and 21-24, col. 3,

lines 14-25 and col. 4, lines 17-25 (distinguishing an NLLBP from higher-level protocols by

contrasting the invention of the ‘753 Patent (allowing access using NLLBP) to prior art solutions
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(which allowed access using network protocols requiring translation to NLLBP)). Further, in

Crossroads v. Chaparral Network Storage, Inc., Western District of Texas, Civil Action No. A-

O0-CA-217-SS (the “Chaparral Litigation”) and Crossroads Systems (Texas), lnc., v. Pathlight

Technology, lnc., Western District of Texas, Civil Action No. A-OOCA-248-JN, the Federal

District Court issued a Joint Markman Order (the “Markman Order”) interpreting “NLLBP” for the

purposes of United States Patent No. 5,941,972 (the “’972 Patent", the parent to the ‘O35

Patent) as follows: “a set of rules or standards that enable computers to exchange information

and do not involve the overhead of high level protocols and file systems typically required by

network servers.” A copy of the Markman Order is attached hereto as Exhibit C. This

. construction and the validity of the ‘972 Patent was upheld by the Federal Circuit. A copy of the

Federal Circuit decision affirming the decision of the lower court is attached hereto as Exhibit D.

Thus, based on both the Specification of the ‘753 Patent and the Markman Order, an NLLBP is

a protocol that enables the exchange of information without the overhead of high-level protocols

and file systems typically required by network servers.

As claimed in the ‘753 Patent, allowing access from host devices to storage devices is

done using NLLBPs. Using the example of a first transport medium of Fibre Channel (“FC”)

and second transport medium of SCSI, a FC workstation can communicate SCSI commands to

a storage device using the FC protocol through the storage router. In this case, the storage

router receives the FC-encapsulated SCSI commands on the FC transport medium, removes

the FC encapsulation and forwards the SCSI commands to the storage devices on the SCSI

data transport medium (provided the FC workstation is allowed to have such access as will be

discussed more fully below). There is no translation of the commands from a higher level

network‘ protocol to a native, low level protocol. In other words, the storage router is not

required to translate from a high level command (e.g., a file system command or function call

with arguments) into a SCSI command. Rather, the storage router strips the FC layer off of the

existing SCSI command and forwards the SCSI command to the storage device. Thus, when

the FC host workstation is allowed to have access to the SCSI storage device, that access is

accomplished using NLLBPs.

Thus, as recited in Claim 4, to “allowing access from Fibre Channel initiator devices to

SCSI storage devices using native low level, block protocol” requires allowing access from host

computers to remote storage devices using NLLBP. Thus, due to the “remote” limitation, Claim

4 requires that at least one transport medium be a serial transport medium and due to the

“NLLBP” limitation, the host computers must be allowed access to the remote storage devices
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using a protocol that does not involve the higher level overhead typically associated with

network servers. Spring simply does not teach or suggest any system that will allow hosts to

access remote storage devices using NLLBP.

As discussed above, Spring does provide an alternative embodiment to its SCSl-to-

SCSI embodiment of FIGURE 1 that can allow for hosts to be separated from storage devices

by distances in excess of 100 meters. See, Spring, page 7, lines 3-17. (“, . . in alternative

arrangements, workstations may be distributed quite widely through a building, requiring more

robust connection between the processor and server 20. It is envisaged that connections of

this type should allow the workstation to be displaced from the server by distances in excess of

100 meters, having characteristics similar to high speed Ethernet links”). The use of coaxial

. cable for Ethernet networks was common in 1995 (e.g., 10Base-2 and 10Base-5 Ethernet),

however, these Ethernet networks required the use of high-level protocols to transmit

information between a workstation and a network server. In Ethernet-to—SCS| systems such as

that suggested in Spring, a workstation would first translate the request from its file system

protocol to a "network protocol” (i.e., Ethernet protocol) and send the request to a network

server. The network server would then translate the network protocol to a native low level

protocol (i.e., SCSI) and send the low level request to the attached storage device. The

problem with this type of system is exactly the problem that the ‘753 Patent described in the

Background of the Invention and was designed to overcome. Namely, this type of system

creates a bottleneck that slows down the access from the hosts to the remote storage devices.

Because, NLLBPs cannot be sent over long distances using a SCSI bus, the workstation must

create a network protocol to send requests over the Ethernet transport medium. It takes the

workstation along time to create a network protocol and takes the server time to translate the

information sent according to the network protocol into a NLLBP (and visa versa when sending

the information back from the storage device to the host). In such a system, data access times

from the workstation to the devices are increased.

While Spring provides no guidance as to how the emulated removable SCSI drives

would be accessed via Ethernet in the suggested alternative embodiment, at the time of Spring,

. one of ordinary skill in the art would have understood that access to remote storage via

Ethernet required the use of a higher level network protocol and there no teaching or

suggestion in Spring otherwise. Thus, it would be understood that the workstations of Spring

use a higher level network protocol (e.g., an Ethernet file server protocol) that is then translated

by the network server into a NLLBP before access to remote storage devices can be achieved.
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The system of Spring is exactly the type of system that the present invention was designed to

overcome because the system of Spring grg involve the overhead of high level protocols

typically required by network servers and Q require a translation of a network protocol into

SCSI commands at the network server when allowing workstations to make requests to and

from storage devices. Therefore, Spring does not teach or suggest the limitation of “allowing

access from Fibre Channel initiator devices to SCSI storage devices using native low level,

block grotoco .” (emphasis added).

4. Similarly, Oeda Fails to Provide Remote Storage Devices and Allowing Access

to the Remote Storage Devices Using NLLBP

Like Spring, Oeda discloses a SCSl—to—SCSl system of connecting a host computer to a

storage device(s). See Oeda, FIGURES 1-5. FIGURE 4, illustrative of the Oeda system, is

reproduced below.

SCSllD==7 SCS|lD==6

V scsm:a=1-3

41 scsuoé1

‘ FOR HOST 1A _,
42 scsuo=2

.‘ FOR HOST 1B _,.
43 scsuo,-=3

SHARED READ
DISKCONTROLLER

FIGURE 4 of Oeda
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Using the Example of FIGURE 4 of Oeda, a SCSI magnetic disk storage device 3

(including disk controller 5 and drive unit 4) is connected to two host computers through SCSI

bus 2. Thus, hosts communicate to storage devices in this Oeda system using only parallel

SCSI; there is no serial transport medium between the hosts and the disk storage device.

Consequently, for the reasons discussed above regarding Spring, the Oeda storage device 3 of

FIGURE 4 is not remote from the host computers as recited in Claim 4 of the ‘753 Patent.

Like Spring, Oeda also provides an alternative embodiment that has the capability to

provide hosts access to remote storage as shown in FIGURE 6 of Oeda reproduced below.

Like Spring, this Oeda embodiment also fails to allow access to remote storage devices using

NLLBP.

20 ‘ -_ F

NETWORK FILE SERVER 3
DON-I-ROLLER _ IF‘ ADDRESS 1003

- V ' 1 IP ADDRESS_=3004

5002

FIGURE 6 of Oeda

In FIGURE 6 of Oeda, Oeda replaces the SCSI bus 2 of FIGURE 4.with an Ethernet

.. connection 22 and inserts into the system a network file server 19. See, Oeda, col. 9, lines 48-

67 ‘and FIGURE 6. As this embodiment of Oeda points out, access to remote storage devices

required the use of higher-level network protocols and is not done using NLLBP. There is no

teaching or suggestion in Oeda to the contrary. In fact, Oeda recognizes that a translation from

the network protocol to a NLLBP must occur stating “host computer 1B must accept and deliver
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commands and data in which the differences of communication protocols for the SCSI bus 21

and Ethernet are considered." See, Oeda, col. 9, lines 47-60 (describing replacing the SCSI

bus of FIGURE 5 with a network such as Ethernet). Further in conjunction with FIGURE 6,

Oeda describes that while this embodiment allows the storage device to be shared among

hosts using different operating systems and network protocols, it still requires the use of high-

level network protocols between the host computers and file server (e.g., the network protocols

used by UNIX, MS-DOS and the general purpose computer to communicate via Ethernet).

See, Oeda, col. 10, lines 22-68.

Again, these Ethernet-based systems of Oeda are precisely the types of systems that

the present invention was designed to overcome because they Q involve the overhead of high

level network protocols typically required by network servers and they d_o require a translation

‘ of a network protocol into SCSI commands at the ‘network server when allowing workstations to

make requests to and from storage devices. Thus, similar to Spring, Oeda simply does not

teach or suggest the limitation of “allowing access from Fibre Channel initiator devices to SCSI

storage devices using native low level, block grotoco .” (emphasis added).

5. Summary - Allowing Access to Remote Storage Devices Using NLLBP

Neither Oeda or Spring, alone or in combination, teach or suggest allowing access from

host devices to remote storage devices using NLLBPs. Spring teaches a SCSI-to-SCSI system

in which workstations are connected to a network server via a SCSI bus. Spring does not’

disclose in this embodiment any distance capable serial transport medium, but simply the

Iimitedidistance, parallel SCSI transport medium. Consequently, the SCSI-to-SCSI system of

Spring does not allow access to “remote” storage devices as recited in Claim 4. In order to

provide the ability to access remote storage devices, Spring introduces Ethernet connectivity

(replacing the SCSI bus between the workstations and the server with an Ethernet connection)

and higher-level network protocols. Because this Ethernet-to-SCSI embodiment of Spring

requires the use of higher-level network protocolsflit does not allow “access from Fibre Channel

I initiator devices to SCSI storage devices using native low level, block protocol” as recited in
Claim 4.

Similarly, Oeda teaches a SCSI based system and an Ethernet based system that suffer

the same deficiencies as the systems of Spring. In the SCSI based system of Oeda, the

storage device is also not indirectly connected to the host computer by at least one serial

transport medium. Consequently, the magnetic storage device is not “remote” from the host
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computers. The Ethernet based systems of Oeda require the use of higher-level network

protocols and, as in Spring, do not allow “access from Fibre Channel initiator devices to SCSI

storage devices using native low level, block protocol.”

Thus, in Spring and Oeda, the storage devices are not remote and access to them from

the host is not provided using NLLBPs. Rather, the storage devices are connected using

limited distance parallel SCSI buses. In order to provide access to aEstorage device, a

higher level network protocol must be introduced. That is, in order to allow the storage devices

to become remote in Spring and Oeda, access is no longer provided from the workstations to

the storage devices using a NLLBP.3 Applicants therefore respectfully submit that Spring and

Oeda do not teach or suggest providing “virtual local storage on remote SCSI storage devices"

and providing access “from Fibre Channel initiator devices to SCSI storage devices using native

low level, block protocol” as recited in independent Claim 4. As the cited references, alone or in

combination, do not teach or suggest this feature of the present invention, Applicants

respectfully request allowance of Claim 4. Moreover, as will be discussed more fully below,

these references certainly do not teach or suggest allowing access to remote storage devices in

conjunction with mapping and access controls as claimed in the ‘753 Patent.

E. “Map” - Neither Spring nor Oeda Teaches or Suggests Mapping Between Devices

Connected to the First Transport Medium and the Storage Devices

1. A Map Includes a Representation of the Devices on the First Transport Medium

and the Storage Devices

Claim 4 recites maintaining a configuration.that “maps between Fibre channel devise

and the SCSI storage devices” and Claim 1 recites "mapping to virtual local storage such that a

fibre channel device remote from the virtual storage can communicate data to and from the

virtual storage.” Mapping between Fibre Channel devices and SCSI storage devices in the

present application refers to a mapping between the workstations/host computers and storage

devices such that a particular workstation/host computer on the first transport medium is

associated with a storage device, storage devices or portion thereof on the.second transport

medium. As discussed in the ‘753 Patent Specification, the mapping provides a correlation

3
Jibbe, a reference directed to a SCSI interface, simply does not address the issue of remote storage
devices or allowing access to these remote storage devices using NLLBPs.
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between devices on the first data transport medium and the storage devices through one or

more steps. See, ‘753 Patent, col. 2, lines 6-9, col. 2, lines 19-20, and col. 8, line 61 -col. 9, line

5. In addition, the Federal District Court in the Chaparral and Pathlight Litigations defined the

term “map” in its Markman Order as follows: “to create a path from a deviceon one side of the

storage router to a device on the other side of the router, i.e., from a Fibre Channel device to a

SCSI device (or vice-versa). A map contains a representation of devices on each side of the

storage router, so that when a device on one side of the storage router wants to communicate

to a device on the other side of the storage router, the storage router can connect the devices.”

See, Markman Order, Exhibit C, page 12 (emphasis added). Thus, the mapping of the ‘753

Patent associates the host device(s) on the first transport medium with storage devices on the

second transport medium to create a path between the host and the remote storage device (or

portion thereof). For example, the map can include mapping a host workstation identifier (e.g.,

address or other identifier) and a virtual representation of a storage device (e.g., a virtual LUN),

and potentially even further from the virtual representation of the storage device to a physical

representation of the storage device (e.g., a physical LUN).

2. Neither Spring nor Oeda Teaches or Suggests a Map

As an initial matter, Examiner Fleming recognizes that Spring does not map between

devices connected to the first transport medium and the storage devices as recited in Claim 4

(and likewise does not point to any place in Jibbe that teaches or suggests such a mapping).

See, May 24 Office Action, page 7 (Spring “does not set forth a mapping between the

workstations and the storage devices”). Instead, Examiner Fleming, attempts to rely on Oeda

to show mapping. See, May 24 Office Action, page 7 (“a mapping between workstations (in the

I form of HOSTS) and the assigned partitions (41 -43) is clearly shown”). ‘Oeda, however, does

not teach mapping as recited in the ‘753 Patent because there is no “map" that contains a

representation of a device on one side of the storage router and a representation of a storage

device on the other side of the storage router so as to create a path to connect the device to the

storage device (e.g., to connect the fibre channel host device to,a SCSI storage device).

There is no map in Oeda that includes a representation of devices on one side of the

disk controller and storage devices on the other side. Such a ‘map is not necessary or used in

Oeda, at least in part, because the Hosts are responsible for knowing which target SCSI IDs

they can request and the disk controller processes target SCSI IDs without regard to the host

that asserts the ID. Oeda discloses a host-based methodology to associate hosts with a
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storage partition and does not disclose a map between devices connected to the first transport

medium and the storage devices. See Oeda, Col. 8, lines 9-13 (host computers are set by the

operating system). In Oeda, SCSI IDs for target devices are processed by a SCSI control

large-scale integrated circuit (“LSl”) as described in conjunction with FIGURE 7. The LSI

contains n comparators and ID registers, with each register containing a SCSI ID for a target

device. See Oeda, col. 5, lines 44-48. When a host computer requests a particular target, it

does so in the “selection phase” by marking “true” the data line among the eight data lines of

the SCSI bus which correspond to the SCSI ID number of the target. See id. at col. 5, lines 14-

22. Each comparator compares the ID number asserted during the selection phase (e.g., the

ID of the desired target) with the ID in the respective register and, if a match is made,

generates an ID coincidence signal. See id. at col. 5, lines 48-51. Using the example of

FIGURE 7, if a host asserts ID 1 on the SCSI bus, comparator 74 will compare the asserted ID

to the contents of register 71, comparator 75 will compare theasserted ID to the contents of
register 72 and comparator 76 will compare the asserted ID to the contents of register 73.

Because the asserted ID matches the contents of register 71, comparator 74 will generate an

ID coincidence signal, indicating that the host is requesting SCSI ID 1. The CPU will then

process the subsequent commands and data to read data from or wrlteldata to the appropriate

partition associated with SCSI ID 1 (e.g., partition 41). See, Oeda, col. 5, line 64 through col. 6,

line 13. This process is done without regard to the host that actually asserted the SCSI ID 1 in

the selection phase. Thus,4whenever LSI receives SCSI ID 1 in the selection phase, it

processes the corresponding command to read from or write to the appropriate partition

regardless of the host device that asserted SCSI ID 1.

The Examiner cites Oeda at Column 7 lines 53—Co|umn 8, line 30 for the proposition that

Oeda shows a “map”, however, this reliance on Oeda is misplaced. In a multi-host

environment, such as that depicted in FIGURE 4 of Oeda (shown above), each host is set

beforehand by its operating system to only request specific SCSI ID’s. See Oeda, col. 8, lines

9-31. Put another way, the operating system sets each host to limit the target SCSI IDs that

host can select during the SCSI selection phase. In the example of Oeda, Host 1A is

configured by the operating system to request only SCSI ID 1 and SCSI ID 3 and Host 1B is

configured by the operating system to request only SCSI ID 2 and SCSI ID 3. See Oeda, col.

7, lines 57-65. Oeda states that it is the operating system of the computer system that sets the

host computers beforehand. See Oeda, col. 8, lines 9-13. After the OS sets the host computer

selection configuration, when a particular host selects a particular target ID, for example target
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ID 1, the LSI of the disk controller identifies the appropriate partition (e.g., partition 41) as

described in conjunction with the selection logic of FIGURE 7. Due to Oeda’s method for using

the operating system to set hosts, the disk controller does not have to (and does not) maphost

IDs to target SCSI IDs because only hosts configured to request target ID 1, will request ID 1 in

the selection phase. Indeed, Oeda fully admits that it does not need or use such a map, stating

“when disk controller 5 performs the exclusive control between an access from the host

computer 1A and an access from the host computer 1B, it need not consider the difference of

the device lD’s (here SCSI |D’s=7,6) of the respective host computers 1A and 1B, but it may

merely judge pertinent ones of the device lD’s (SCSI lD’s=1, 2 and 3) of the respective

partitions 41, 42, 43 selected by the host computer 1A and 1B." Oeda, col. 8, lines 20-30

(emphasis added). A

Thus, in the Oeda host-based system, the hosts know which target SCSI IDs to request

and therefore there is no need for a map at the disk controller that controlswhether a particular

host is mapped to (and can therefore access) a particular storage device (or portion of a

storage device). In Oeda each host knows the storage device SCSI IDs it is permitted to

access and makes requests only to those storage device IDs. When the disk controller

receives a target SCSI ID from a host it directs commands and datalto the partition associated

with that requested target SCSI ID without regard to the host that made the request. In other

words, the disk controller in Oeda does not consult any map to determine whether the host

should be connected to the requested target SCSI ID; rather, if the disk controller of Oeda

receives a request, it simply forwards it to the appropriate SCSI ID. There is simply ‘no teaching

or suggestion in Oeda that disk controller 5, or any other device in Oeda, maintain a “map” that

contains a representation of host devices on one side of the disk controller and representations

of storage devices on the other side of the disk controller as recited in the claims of the ‘753

Patent.

Thus, while Oeda does touch on the concept of setting host computer configuration by

the operating system (see, Oeda, col. 8, lines 9-13), it does not teach or suggest doing any

form of “mapping” as claimed in the ‘753 Patent. For example, setting the host configuration to

define which target SCSI IDs a host may request can be done by setting registers in the host’s

host bus adapter (“HBA"). This methodology entails setting flags in registers of the host HBA

indicating which SCSI bus lines the host can or cannot set as true. Thus, each host would

simply have a listing or set of flags that indicate which target SCSI IDs are available to that

host, but not a map as recited in the ‘753 Patent that represents that host device itself or the
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storage devices (i.e., Host 1A does not map itself to storage devices, but simply contains a list

or set of register settings indicating that the HBA can only assert true on the bus lines for target

SCSI ID 1 and SCSI ID 3). Neither the disk controller nor the individual hosts in Oeda are

operable to map between devices on the first transport medium and storage devices. Thus, the

host-based configuration method discussed by Oeda does not teach or suggest a map as

recited in the ‘753 Patent. A

Furthermore, the mapping recited in Claim 4 of the ‘753 Patent is between host mes

connected to the first transport medium and the storage devices that areEfrom the host

devices. As discussed above, Oeda achieves remoteness through the introduction of Ethernet ‘

as discussed in conjunction with FIGURE 6 without the use of NLLBPs. In the Ethernet based

system of Oeda, portions of storage are assigned IP addresses based on the operating

system/network protocol that is allowed access that IP address and not the specific hosts that

can access the storage. See, Oeda, col. 10, lines 14-22. Thus, for example, in FIGURE 6 of

Oeda, partition 213 is assigned IP address 5002, which is accessible by MS-DOS based

computers (i.e., any host computer that runs MS-DOS). In contrast to the invention claimed in

the ‘753 Patent, there is no map between hosts devicesfand storage devices as the partitions of

Oeda’s Ethernet system are simply “held in correspondence with OS’s and network protocols.”

See, Oeda, col. 10, lines 24-27. Once again, the Oeda system controller (network file server 19

in FIGURE 6) does not contain a map with representations of particular host computers

associated with particular, storage partitions, but rather Oedaisimply reviews the incoming

request to a partition, sees that the incoming request uses a network protocol compatible with

the IP address, and allows the request to go to the storage partition without regard to which

host sent the request. This is not, and Oeda therefore does not teach or suggest, a map

containing a representation of the host devices associated with a representation of the remote

storage devices as recited in the claims of the ‘753 Patent.

' F. "Access Controls” — Neither Spring nor Oeda Teaches or Suggests Implementing

Access Controls

1. Implementing Access Controls

Claim‘ 4 recites “maintaining a configuration for SCSI storage devices connected to the

SCSI bus transport medium . . . that implements access controls for storage space on the SCSI

storage devices” To implement access controls requires more than simply allowing a host to
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have access to a storage device. Implementing access controls is a security measure designed

to prevent unauthorized access from workstations to particular storage devices or subsets of

storage as claimed and described in the ‘753 Patent. When access controls are implemented.

particular workstations may be permitted or denied access to particular storage devices or

subsets of storage devices. See, e.g., FIGURE 3 of the ‘753 Patent and Graphic 5 above. The

storage router uses access controls and routing “such that each workstation has controlled

access to only the specified partition of [a storage device] which forms virtual local storage for

the workstation. This access control allows security control of the specified data partitions.”

See, ‘753 Patent, col. 4, lines 29-34. Further, according to the Markman Order, to “implement

access controls” for storage space on the storage devices means to provide “controls which

limit a computer’s access to a specific subset of storage devices or sections of a single storage

device.” See, Markman Order, Exhibit C, page 6.

The access controls of the ‘753 Patent depend on the map discussed above to control

access of devices on a first transport medium (e.g., workstations) to storage devices such that

requests from devices connected to the first transport medium are directedtto assigned virtual

local storage on the storage devices. In other words, the storage to which each workstation is

permitted access is controlled through the use of the map. See, ‘753 Patent, col. 4, lines 13-16

(“storage allocated to each . . . workstation 58 through the use of mapping tables or other

mapping techniques"). Thus, ‘the router can . map, for each initiator, what storage access is

available and what partition is being addressed by a particular request. In this manner, the

storage space provided by [storage devices] can be allocated to [devices connected to the first

transport medium] . . . .” See ‘753 Patent, col. 8, lines 67 — col. 9, lines.

The access controls of Claim 4 thus permit or deny access from particular host devices

connected to the first data transport medium to particular storage devices (or subsets thereof)

according to a map that associates the host devices with the remote storage devices. The

access controls are part of the configuration tor routing commands according to the map from a

device connected to the first transport medium to defined storage |ocation(s) using NLLBPs

(i.e., without requiring the overhead of high level protocols typically required by network

servers). The access controls of the present invention thus limit access byworkstations to

storage devices or subsets of storage devices by allocating storage according to the map.
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2. Spring Does Not Implement Access Controls

Regarding Spring, Examiner Fleming stated:

Implementing of access controls is clearly described
throughout the disclosure, especially noting that each
USER has access to a large number of removable disc
drives (see page 7, lines 18-27), thereby teaching the
implementation of some sort of access controls, with the
storage router (sewer 20) determining if the requested
drive is available, and if so, granting access to the
requesting workstation (see page 8, lines 10-17). Thus
the access is ultimately controlled and allowed by the
storage router (server 20). See, May 24 Office Action,
page 6.

The passage of Spring cited by Examiner Fleming, namely page 8, lines 10-17,

describes a conventional mechanism by which a server coordinates host access to SCSI drives,

however this conventional mechanism is accomplishediaccess controls as defined in

the ‘753 Patent as the coordination of host access described in Spring does not assign '

particular storage devices or portions thereof to particular workstations (or other device on the

first transport medium). This conventional mechanism is not designed to limit any particular

host from accessing any particular storage device, but rather to coordinate access to storage

between hosts so as to avoid contention between hosts for the same storage. In the

conventional mechanism described in Spring, when a workstation requests a logical disk drive,

the server determines if the requested logical disk drive is available and if the logical disk drive

is available, allows the workstation to access the logical disk drive. Under this scheme, a_1r1_y ~

workstation can access the logical disk drive so long as the drive is available. In other words,

Spring does not describe any mechanism that limits host access based on the ID of the host or

which particular storage device the host wishes to access; rather, Spring simply uses a

conventional SCSI mechanism to coordinate access based on storage device availability.

There is simply no teaching or suggestion in Spring that the availability of the logical drive

depends on the workstation requesting the drive and whether that particularworkstation has

been associated with that drive according to some mapping technique. In Spring, there is no

map between the workstations of Spring and the emulated SCSI removable drives (as

discussed above) that implements access controls to limit a particular workstations ability to

access particular emulated SCSI removable drives.

This lack of access controls is demonstrated by Spring’s utilization of aspects of

removable SCSI drives to coordinate operations between workstations and the fixed SCSI
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disks. As described above, sewer 20 in Spring presents large fixed disk drives as multiple,

smaller SCSI removable disks. When a workstation wishes to access one of the emulated

SCSI removable disks, the workstation will request the logical drive using conventional SCSI

command. See, Spring, page 8, lines 4-8. The sewer will determine if the logical disk drive is

available and, if so, will return data to the workstation regarding the logical disk drive including

the fact that the logical drive is removable. See, Spring, page 8, lines 10-17. The workstation

can then transfer data to the logical disk. See, Spring, page 9, lines 1-3. Once the data

transfer is complete, the workstation will issue a SCSI DISMOUNT command to the emulated

SCSI removable disk drive. See, Spring, page 10, lines 17-20. Server 20 “acts upon the

dismount command by releasing the logical drive such that it can be accessed by _cg1tfi_ier

workstations.” See, Spring, page 10, lines 24-25 (emphasis added). Thus, Spring is utilizing

mechanisms to coordinate access between hosts and storage devices to make sure the

storage devices is available.

However, in contrast to the invention of the ‘753 Patent, this methodology described in

Spring does not limit access of particular workstations to specific assigned subsets of storage

devices or portions thereof. Rather, any workstation can access any logical removable drive so

long as that logical removable drive is not busy (i.e., is available). The use of the DISMOUNT

command is to facilitate the coordination of operations of the multiple workstations that all have

access to the same portions of the fixed disk drives, and does not prevent the access of

particular workstations to specific portions of the fixed disk drives. There is simply no

mechanism in Spring that prevents particular hosts from accessing particular storage. Spring

thus teaches a system that coordinates access by multiple workstations to shared disk drives,

not a system that permits or denies access by particular workstations to shared disk drives (i.e.,

Spring does not “limit a computer's access to specific subset of storage devices or sections of a

single storage device"). Applicants respectfully submit that Spring as cited by Examiner

Fleming does not teach access controls as defined by the ‘753 Patent. Accordingly, Applicants

respectfully request allowance of Claim 4 and the respective dependent Claims.

Moreover, the Ethernet based system of Spring does not teach or suggest providing

access controls for storage devices that are accessed by host computers using a NLLBP. As

discussed above, the Ethernet based system of Spring relies on higher level protocols to

achieve remote storage. In fact, Spring provides no discussion as to how to implement access

controls in its Ethernet methodology (e.g., there is no discussion how emulating removable

SCSI drives are presented over Ethernet to a host or how the DISMOUNT command is
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processed over Ethernet). Indeed, while there are no access controls as defined by the ‘753

Patent disclosed in Spring’s SCSI-to-SCSI implementation, there is no discussion of any -

mechanism to limit access for the barely mentioned Ethernet based system of Spring. Thus,

Spring fails to teach or suggest implementing access controls from remote storage devices that I

are accessed by a host computer using an NLLBP. Accordingly, Applicants respectfully request

allowance of Claim 4.

3. Oeda Does Not Teach or Suggest Access Controls

Claim 4 of the ‘753 Patent recites “a method for providing virtual local storage through a

storage router” that includes “maintaining a configuration for SCSI storage devices connected

to the SCSI bus transport medium that maps between Fibre Channel devices and the SCSI

storage devices and that implements access controls for storage space on the SCSI storage

devices." The storage router of claim 4 is clearly configured to connect between the data

transport medium to which the host devices are connected (e.g., Fibre Channel) and the data

transport medium of the storage devices are connected (e.g., SCSI) to provide for centralized

management of access controls, thus allowing the ability to centrally control and administer

storage space. See, ‘753 Patent, col. 2, lines 33-38. Moreover, the mapping and implementing

access controls, as discussed above, are tied together as access controls are implemented to

“cause certain requests from FC initiators to be directed to assigned virtual local storage.” See,

‘753 Patent, col. 8, lines 61 -64. Again, access controls are performed by a device (storage

router) where mapping between devices on the first transport medium and the storage devices

occurs, allowing for central control of storage space.

The SCSI-to-SCSI implementation of FIGURE 4 of Oeda does not provide for this type

of access controls. In other words, there is no device in the system of FIGURE 4 of Oeda that

manages storage space for hosts using mapping. Instead, in Oeda each host computer is set

by the operating system to be assigned to a particular partition. Thus each host in Oeda

contains flags, or other indications set beforehand, of the target SCSI bus lines corresponding

to target SCSI IDs it can request so that each host can only request those target IDs (e.g., Host

1A is configured so that it can only send requests to SCSI ID 1 and SCSI ID 3). See, Oeda,

col. 8, lines 9-14. Because Host 1A is configured not to request SCSI ID 2, it will not

erroneously request partition 42. See, Oeda, col. 8, lines 14-16. The control of the SCSI IDs
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and therefore corresponding partitions that hosts can request thus occurs at each of the hosts

and not at a supervisor unit/storage router or mapping as in Claim 4 of the ‘753 Patent.

In contrast to Oeda, Claim 4 of the ‘753 Patent requires a storage router that

“implements access controls". In contrast, Oeda, has no supervisor unit or storage router

connected between the hosts and remote storage devices that implements access controls.

The disk controller 5 of Oeda as shown with reference to LSI 6 of FIGURE 7, simply forwards

requests for a particular SCSI ID to the appropriate target. The disk controller does not process

' the host IDs, or perform any other mechanism to limit access of any particular host to any

particular storage. The disk controller merely processes “pertinent ones of the device lD’s

(SCSI ID’s=1, 2 and 3) of the respective partitions 41, 42, 43 selected by the host computer 1A

and 1B." Oeda, col. 8, lines 20-30. Disk controller 5 is completely agnostic as to which host

asserts a specific target ID as it is assumed in Oeda available target IDs are set beforehand at

the hosts. Thus, disk controller 5 does not act as alstorage router or supervisor unit that

implements access controls for the storage space to limit a host’s access to portions of the

storage space.

Similarly, Oeda does not maintain “a configuration for SCSI storage devices connected

to the SCSI bus transport medium that maps between Fibre Channel devices and the SCSI

storage devices and that implements access controls for storage space on the SCSI storage

, devices “as recited in Claim 4. In the ‘753 Patent, the implementation of access controls is

‘ accomplished in conjunction with the map which maps the host devices to the remote storage

devices. As discussed above, neither the disk controller 5 of Oeda nor any other component of

_ Oeda utilize a map that maps between devices connected to the first transport medium and the

storage devices. There is, consequently, no component of Oeda that uses a map to provide for

management of storage space “that maps between Fibre Channel devices and the SCSI ‘

storage devices and that implements access controls for storage spaceon the SCSI storage

devices.” In other words, there is no teaching in Oeda of implementing access controls by

providing a mapping of what storage access is available and what partition is being addressed

by a particular request such that “the storage space provided by [storage devices] can be

allocated to [devices connected to the first transport medium] . . . See ‘753 Patent,.co|. 8,

lines 67 — col. 9, line 5. '

In Oeda, because the hosts are set to know which SCSI IDs they can request and fly

host (or other device) that asserts a particular SCSI target ID is granted access to the

corresponding partition, there is simply no mechanism (e.g., supervisor unit, storage router or
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mapping) that limits each particularhosts’ access to the storage device or particular partitions

of the storage device. Therefore, Applicants respectfully request allowance of Claim 4.

4. The Ethernet Based Configuration of Oeda Does Not Teach or Suggest Any

Form of Access Controls For Remote Storage

As discussed previously, the storage devices for which access controls are provided are

“remote storage devices” that are remote from the host devices requesting access. The

portions of Oeda cited by the Examiner, namely those associated with of FIGURE 4, as

allegedly providing access controls are discussed entirely within the context of a local, SCSl—to—

SCSI storage implementation. While this host—based mechanism of Oeda is not the claimed

access controls mechanism of the ‘753 Patent (as discussed above), Oeda provides no

teaching or suggestion as to how even that host-based mechanism could be implemented for

remote storage and, indeed, discards entirely that host-based storage allocation mechanism of

FIGURE 4 when moving to the remote storage implementation of FIGURE 6.

As discussed above, Oeda introduces Ethernet to achieve remoteness. As shown in

‘FIGURE 6, portions of storage are assigned IP addresses based on the operating system that

can access that IP address, not the specific hosts that can access the storage. See, Oeda, col.

10, lines 14-22. Thus, for example, partition 213 is assigned IP address 5002, which is

accessible by MS-DOS based computers. See, Oeda, col. 10, lines 37-39. Any computer that

supports MS-DOS can access partition 213. See, Oeda, col. 10, lines 46-54 (explaining how’

the network file server handles requests to a particular IP address). The network file server

does not provide any security to prevent hosts using the same operating system from accessing

each other’s data but simply forwards requests to a particular IP address to the proper storage.

While Oeda discloses providing remote storage, this is done using a higher level

network protocol (not using NLLBP) without any access controls as claimed in the ‘753 Patent.

Any computer using the same operating system and higher level network protocols can access

the same partitions of storage. Oeda does not teach or suggest providing access controls for

remote storage that is accessed by a host using NLLBP and, consequently, does not remedy

the deficiencies of Spring. Applicants therefore respectfully request allowance of Claim 4.
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G. The Combination of Oeda and Spring Does Not Teach or Suggest the Present

Invention

Even assuming arguendo that Spring and Oeda can be combined as suggested by

Examiner Fleming, these references in combination do not teach or suggest the present

invention. if combined in a SCS|—to—SCSl system, the combination of Spring and Oeda fails to

teach or suggest mapping and implementing access controls for the storage space or mapping

and implementing access controls at a storage gateway or a storage router. For remote

storage, both Spring and Oeda teach the use of higher level network protocols and neither

teaches mapping between devices connected to the Ethernet transport medium and the remote

storage devices or implementing access controls for the storage space on the remote storage

devices. Thus, the combination of Spring and Oeda fails to disclose allowing access to remote

storage using a NLLBP in conjunction with providing a mapping between devices connected to

a first transport medium and remote storage in conjunction with implementing access controls

for the remote storage devices.

H. The Jibbe Reference Does Not Address the Deficiencies of Spring and Oeda

Jibbe discloses a SCSI interface that is used to connect a host computer to a SCSI disk

array. The interface of Jibbe allows a host computer to transfer operations to a number of disk

drives configured as a RAID 1, 2, 3, 4, or 5 disk array. See, Jibbe, Abstract. There is simply no

teaching or suggestion in Jibbe that the disk array should be attached by anything other than a

local SCSI bus and consequently does not teach or suggest remote storage devices.

Moreover, Examiner Fleming did not cite the Jibbe reference as showing, nor does the Jibbe

reference appear to show, mapping between devices connected to the first transport medium

and the storage devices, implementing access controls or allowing access from hosts to

storage devices using NLLBP.

I. The Cummings Reference Does Not Address the Deficiencies of Spring and Oeda

Similarly, the Cummings reference does not remedy the deficiencies of Spring and/or

Oeda. Cummings is an article written near the inception of Fibre Channel that prophesizes

potential uses for Fibre Channel without actually providing implementation details for any of

these uses. Cummings provides no teaching or suggestion of a map or access controls, and

more particularly, does not teach or suggest a map between Fibre Channel host devices and
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remote storage devices or implementation of access controls between a host and remote

storage devices. Consequently, Cummings in combination with Spring, Oeda and Jibbe fails to

teach or suggest the claimed invention.

J. Summary: There is No Prima Facie Case of Obviousness

The ‘753 Patent provides a system and method which allows a host computer to access

remote storage devices using an NLLBP, while mapping between the host computers and

remote storage devices (or portions thereof) and implementing access controls for storage

space on the remote storage devices. Spring and Oeda teach either local SCS|—to-SCSI

systems that do not provide remote storage or Ethernet-to-SCSI systems that rely on higher

level protocols. While the Examiner has attempted to point to access controls in Spring and

access controls and mapping in Oeda, these references show neither access controls nor

mapping. Moreover, the portions in Spring and Oeda relied on for mapping and access controls

(which do not, in fact, show mapping and access controls as discussed above) only apply to the

SCSI-to-SCSI local storage implementations and do not apply to the Ethernet—to—SCSl

implementations of these references that allow for remote storage. Consequently, Spring and

Oeda do not show a system or method that provides access from host computers to remote

storage using NLLBP, while applying access controls that limit a host computer's access to

specified portions of the remote storage, nor do they teach mapping between the host

computers and the remote storage devices. Moreover, none of the additional art cited by the

Examiner makes up for the deficiencies in Spring and Oeda.

Applicants respectfully submit that the Examiner has failed to establish a prima facie

case of obviousness for Claims 1-8 as the prior art references do not disclose, teach or suggest

all of the claim limitations. Specifically, the prior art cited by Examiner Fleming does not teach

or suggest: i) providing virtual local storage on remote storage devices and allowing access

from devices connected to the first transport medium to the remote storage devices using a

NLLBP; in conjunction with ii) mapping between devices on the first transport medium and the

storage devices; in conjunction with iii) implementing access controls. While Examiner Fleming

provided a thorough analysis of Spring and Oeda, these references simply fail to teach the

claimed limitations. Furthermore, Jibbe and Cummings do not make up for the deficiencies of

Spring and Oeda. Accordingly, Applicants respectfully request allowance of Claims 1-8.
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Attorney Docket No. 1 A 90/007,124
CROSS1 121-15 , Customer ID: 44654

ll. Conclusion

Applicants appreciate Examiner Fleming’s consideration of the previous response and

Examiner’s interview when drafting the May 24 Office Action. Moreover, Applicants further

, appreciate Examiner Fleming's careful and detailed review of all of the submitted prior art and

the issuance of a non—final office action. Applicants respectfully submit, however, that Claims .

1-14 are distinguishable from Spring, Oeda and Jibbe for the reasons stated herein. Therefore,

Applicants respectfully request allowance of all claims subject to reexamination. _

This Reply was served via First Class Mail on July 22, 2005 to Larry E. Severin, Wang,

Hartmann & Gibbs, PC, 1301 Dove Street #1050, Newport Beach, CA 92660.

The Director of the U.S. Patent and Trademark Office is hereby authorized to charge

any fees or credit any overpayments to Deposit Account No. 50-3183 of Sprinkle IP Law Group.

Respectfully submitted,

Sprinkle IP Law Group

Attorneys for Applicant

John L. Adair

Reg. No. 48,828

Date: July 22, 2005

1301 w. 25“ Street, Suite 408
Austin, TX 78705
Tel. (512) 637-9223

Fax. (512) 371-9088
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‘ This.Pa.ge is Inserted by IFW Indexing and Scanning
Operations and is not part of the Qfficial Record

BEST AVAILABLE IMAGES

Defective images within this document are accurate representations ofthe original
documents submitted by the applicant.

I)efects in the images include but are not limited to the items checked:

Cl. BLACK BORDERS

D IMAGE CUT OFF AT Top, BoTToM 0R SIDES ‘

V I2/EADE1) TEXT 0R DRAWING _

' E] BLURRED OR ILLEGIBLE TEXT QR DRAWING

J C],sI<EwED/SLANTEI) HVIAGES

Cl COLOR OHR-BILACK AND WRITE PHOTOGRAPHS
Cl GRAY SCALE ,DOACUMEN'1‘§

. LINES OR MARKS ON oRIGn{~1AL'D_ocUMENT

Cl RE'EERENcE(s) 0R‘ EXHIBI'I‘(S_)‘ SUBMITTEIJ ARE PooR QIIALI'I‘Y

IZNIAGES ARE BEST AVAILABLE ‘COPY.

As rescanning these documents will notcorrect the image .
problems checked, please do not report these problems to
the IFW Image Problem Mailbox. '
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ARTIFACT SHEET

Enter artifact number below. Artifact number is application number +

artifact type code (see list below) + sequential letter (A,B, C ...). The first
artifact folder for an artifact type receives the letter A, the second B, etc..
Examples: 59_l23456PA, 59l234S6PB, 59123456ZA, 59l23456ZB

t fioloo 7, 2.2‘-/ C4)
Indicate quantity of a single type of art fact received but not scanned. Create

individual artifact folder/box and artifact number for each Artifact Type.

CD(s) containing: C!
Computer program listing

Doc Code: Computer Artifact Type Code: P

pages of specification

and/or sequence listing C]
and/or table

Doc Code: Artifact Artifac e Code: S

content unspecified or combined

Doc Code: Artifact Artifact Type Code: U

Stapled Set(s) Color Documents or B/W Photographs
Doc Code: Artifact Artifact Type Code: C

Mic7rof1lm(s)
. Doc Code: Artifact ' Artifact Type Code: F

Video tape(s)

‘ Doc Code": Artifact. Artifact Type Code: V

Model(s)

Doc Code: Artifact Artifact Type Code: M

Bound Document(s)

Doc Code: Artifact Artifact Type Code: B

Confidential Information Disclosure Statement or Other Documents

marked Proprietary, Trade Secrets, Subject to Protective.Order,

Material Submitted under MPEP 724.02, etc.
Doc Code: Artifact Artifact Type Code X

Other, description:

Doc Code: Artifact Artifact Type Code: Z
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EXHIBIT B
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ILEL‘
D: THE UNITED sums msrtucr comm-sf?! W"-“““
aonmnwssraan msnucr oF'raxAs‘ ' -. .23

AUSTIN DIVISION 211115 Jll at M-IH~

-.1:s'I2;;.*6 D‘-iii '-.f.'.
ckossnonn SYSTEMS cmxas), lNC., ”"" ‘W

- Plaintiff, W

-VS- Case No. A-03-CA-754-SS“

‘DOT HILL SYSTEMS CORPORATION,

Attached hereto is the Special Master's Repnn and Recommendafion to United States

District Judge Sam Sparks regarding the construction of claims in United States Patent Nos.

5.941.972 (“the patent") and 6,425,035 E2 (“the ‘D35 patent").

The Special Master notes that during the course of the pre-hearing and post-hearing

hriefing as well as the Marlonan hearing itself; the parties reached agreement on cextain terms

initially identified as being in dispute. For instance. the parties‘ stipulated definition of the claim

term “native low level, block protocol." which is the same in both patents, was incorporated into 7

their Stipulated Definitions of Claim Terms [#131], filed with the Court on August-31, 2004. Also,

although Crossroads initially identified the term “remom storage devices" in the ‘035 patent as one

of the terms requiring the Court's construction, it has apparently abandoned that position since the

parties‘ dispute over the meaning of “remote storage devices" may be resolved by the Court's '
constmctionof the Word "reniote" without the need for a separate eonsmtction of the entire

phrase.

Additionally. in its post-_hea.t:ing bn'et'1ng,Ctossroads stipulated to Dot Hill's definition of

the term “allow access" in bothpatents based on the representations of Dot Hill's counsel at the
hearing and in Dot Hill's briefing that the portion or Crossroads‘ proposed definition which was

‘excluded by. Dot I-Iill’s d.efinitiIon—“pI-eventittg unauthorized communication"—is part of the

definition of the phrase, “implemenfing access controls," which also appeaxs in the patents. See

Q45?
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Crossroads’: Post-H1-’g Markman Br. at 8; ‘Fr. of Marla-nan H:-‘g at l19:2—l9; Dot Hill's Post-

Markman }Ir‘g Claim Consuruction Br. at 22. '

Proposed consuucfions for the xemnining disputed moms an: attached hereto. The parties '

I may file written objactions to the recommendations made in this report vfithin ten (10) days fmm

the date of meimzipc of it pursuant to the Court's Oxdsr o£I=ebmrym. 2no4.

- SIGNED this theflyofJanuary 2005.

BAYBI

SPFEIAL
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pimasesin-11:: ‘.972pate:m'emainindispute. Afierconsfdcringfllebfieifs, the casg£1easa{vho1=,'

_app1im1fi_e law, the Court following and'o:n_ie1-.

A 1.. Standard for Construction

1hemnskucfimofdaimS.fl¢finifionofthet£nfisusedh1hec]xifiz§,is'ammmuof

iaw formg Court. When hanging a claim c-onsuuéu'on.1_1:e Court should .fitst consid:r'the.in11-lnsic

" % % - % RECEIVED. - ‘ " Fssjovzuos
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/-v - . . ' ' .
Received mzrizonn 12:u\/D 99:25 on line :71 for nsnasm priméed n7(f\,- ion ‘12:13 * Pg 3/17-. ' . \/‘

E0237. 1*. Canczpironic. Inc..' 90 F.3d 1576, 1582 (F33; Cir. 1996) (e.xplaining'thatin1iinsic evidence

.—__-__£2m:§asmgnmmmsomm£muegauygpmmmmmmgnwspmq.c1mfimngmg§3 Hm _____;

s'u‘:pn'sing1y,1hesmnii:gpainrofméclaimsthansclvs.” Id:also Caznark - V
Inc. v. H_am's Corp, .156 3.3111132, 1186 (Fed.-Cir. 1992). ofthe

~£:1a1ms are gmegallygiventheirmdimry and cu§tomaryn:§énh:g,mIessuzepae=meeinnenaedm
use a“sfecia1 definition ofthc mm cleafly _in the patent speéificafim or fi1emsh3;.“
Vitmnin-, 90;ZF';3d at 1582. Thus, the Court file histoi-y to‘

Commit, 156 Fsdat 1185; < "A

naespecificasun and filehowevét, aiemtspbsximxes forth:plain language ofthe

claims. 'I'h:;:.'pecificnt'l_onisnotmeaizttfn4iesLe-..:ibet11eii:I1 scape of‘-|i1epaIar1t—:.‘:;:inv.:1udeson_1y a

' .ofthe§nv::nfion_.,suficienttf>efiab1eapersuns1d1ledinfl1ea:t£nmike¥:nd’qse
i‘t.aswélI as1hein'ventiu_n’s“best mode.” See 35 U;S.C. § 112. ms,-an claitimgmny be broader

' anfigenerallyshouldmfbécqnfinedtdtbeéixamples bflheinventionsetfuzth

mtpégpgcifimuiam SeeCbmark.»l56F.3dat 1137 (“Alflaoughfne,aim;
'gflxeme’a'ning'offlispuEd claim ninguage,panimi1a:emboa1mentsana exan§p1es .

npp:§aiingiuAfl1e:'speciii'=afionvfi11nntgex41e1'a11ybeze.adin1o _ti1::’c1aiz1is'.’,").In.:ieecl,fl1e!'-'eE1=raA1 '
cgxp1a:h5s=epcanea1yspe¢ificaaona;=enanober=5am:othe'

claims.” Id at.l1,86.'

‘V In aaaiuonin caprtmay, inits
. V exuinsicevidencemgmdingtBepmperconsm§cfia;ofthepateh1's1erms. -

-2;
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aeceweu D7/27/2030 12:01!‘/‘-09:26 on line 'l.7J for DB|I'l9_5‘l printed UTA . WU ' 12:13 * P5 In/17
‘ x_.- . _ (7

‘-

' .3». HananBabs; car;-2,161 F.3d 7o9,=716(1=é¢ CE. 1998) (“['Ijfial éouils-generally

‘end on the Inchnology by eh: presented chin
construction issues; andjn-ia1cm'have regnrd.”)’. Thsp1ain'fi_-Ehas

provided an-egg; agnaaavit and-an-,-defiendamhas pmy;d=a'ex‘mp:s ficim M.,;..m as
eminsié evidenneuoncaming flxe,t'LonstIu:‘.tixiia ofthé tax}-ns awe912

II. “ir_nplemenIs’.a'ccess cirvntl-o|s'fnr sfdrige" spine or; the SCSI éturhge defines”

'1jfisphms_cis1£ediné1§im§'1, 10axid11'of111e‘972pa1ent. Theparties éisputewhahu
' méphzascxescrswaccésé cunimls" ‘oalyfeicertain sulbsécfians ofzidivided scsr storage define,

‘ ozwnemumsomc1udes1s:fifingamssio:nfimusd1videdscs1st&mg§dévices. .'I‘hep_1a.i1'rtiff' ‘

a:guc$1he_phrasein;:1_udes.bofl1kiniis ofanéu-.35 oofiifols; the Qy Lhé phmsexefexsonly

g m pgmirbls for vaxéidus‘ é:uh;ecfimis :'rsIng1e.divide':I scs1 smrage -me
‘defenziau:sa1sq~a:gue'11:e1s1aimi£rs cofisfiixcfimisitnprqperbecanse; ii"ad6i7ted,‘itwiI1resu]tiri1he

‘972pax=n:$eii1ginva1id&dbyp:iormt _

. “provides coi1u'o1swhichlimitacompmnt"s
' aspeciiicstlbsetofstéragedaviceé or secfibns ofasihglcsibmgé d;:vice.’f SeePla:'ufifl’s ‘ .

Bfiéi, 5:20. ‘Th: defexzdaifié prdposefiie phrase shofiid be defined as ‘fparlitioné the spmge-spam

mach ofi: Arm scsxéunage and definésfie méessibimy ofeachlresulfiingpmfifipiz,”
.'9eeDeée:'n1anrs'1's:i=f,Ex.-2 ihecomiagxeeswnhmefilainfiii ’

I 'I‘heim1insicevidanceoftha‘972pat=:1tShov.'sfi1e.pIahififI‘sinve§16onisintexided'toresfi-ict

‘ace:-.'ss bqams _o£a scsr simage device, as well a; to SCSI aeiuicies
F1mLii:=phh1lz':ngnage_ofthisph1_as¢m£crs'onl_}ftb.“::tpragespaoe”andr1oesnotIimi:th= space‘

A 00475 ~Ma



Oracle-Huawei-NetApp Ex. 1025, pg. 533

gage-7v,u_a'u7R1/zunn mk/W‘ 59:26 an line l7J'for nan19_s1 prim.-ad 12:13‘ * P9 5117Va" x.s

I finlyto §u1ssecuons_ora divided scsz storage device. Secend; 'Fig'u:é. 3 ofthe *9-22

a ofthis Figure 3 showsthreé: SCSI Storagedeviceé, two ofwhich are’ I

undivi|ied(60 and 54). Them-d d:._vice'(62)is diviaedinmfom.s'u§sgcaans ofs1o1:agespage_ pm, _

the sirnfie 1abe1ing—onFigme 3.-itisclcm'that.fl::enfi1e,un‘c1i1Iidcdstn:age dew‘-.-ice (64)i'smeamo

be only by a single (°dmP11i5f ‘Thus. Figure 3 _=xpr:-.=;sly shovys flmtlflze

plniniiflfs invernioncontmnplmesusiaggfaocegs storggedeviccas
well. as for-the divided subsectiuns wifl1in:a. singQ1e‘stoxm‘g the languagc

spgcification a¢m§1y access in SCSI stmagé
- Sp‘ecifica11y,in1efc:n'ngtoFiguIe3,1i1e 64ca:_n=ea11oca:eaa;-

sto1agefi:rtheremai;1ingwozicstafin11_58{v;'or}cstafini1!_S).” See ‘_972Patent, am-.2b_ -421. Ame

_. hea:‘.ing,thedefandnuts’- co11nselflrg|1=‘»€11533f.siIuplybecanse.Figu:e3 des:.:rib;-_r~:this featugedoesnot

nfiemmsfeanmcwasimmzded mbepéutaftheciaimedinven_zion.'1'ns

inglnnant. Figme 3 is meant to be‘ an egnnnple ofhuw flu: plafiifi:E§':lz'im=d'i11yénfibn can be

.implem:IIted,and‘fl1especifi:a.fiun clcady describes flasnguxe as pne am§1emg.¢_¢;on

offlae claimediI_1v:nl:ion. Adapfingthsdefm1danis’mg1f1n:fiw6n1dig_nmeafi1udmnmlprinciple

bfclaimsaunsuuéfion,om-epimxfinage de£enda.;§.:s'1}r1a£a;1d oralthatthesp-xtacgfign 7

.’is“1:iheging1§b:stguideto1hc1i\eaningofadi§pnmdt=nn.' See ru::m;».«,9o1=3aa;1ssz
meaesmdam conecuypoam outihatflaé alsozefers tothe singae, maividexi storage j

(64) as a “pnrtifion(i.c., spmage;lei_ini‘.tion)." See ‘SD72 Pamnt, at 4:44 - 4:47. Rather

than cnmpelflag oonsnucfiqn. however. flzis language gmppnrls the plainti:l1’s

- ' Fignfe'3 arsodisciosesaaganugdefenaafim do nacdispnteémazthg-p1aahti1i'sinvenfion V
mnuanphm§limifingacwssmvafiwsmbsacfimsofmedhidedSCSI$mag§dwice(62), ‘
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lleuenrav uuulcuuu uszuo -'u:zn an urn: IJJ mr Illsuwbl printer! ul/. '. _;_uu _1.::u "‘ F9 6/1?

\.../

angnmeniattheheérihgthatadisuetemit ofstnrage-wheiharangnjircscéljshonagedevicg ma

sIibsectibnwifl:infl3atdeviqe—canbEr=fcued1nm;";oarfi.tion."’

Ihedefindmnsdmmguefiagsvmfimginfindcwidmxmppbmflmplainfiféprapnsed

definifinn, this defi-fiifionis nonetheless improper becangie the ‘972patent mread

direcfiyuponprioratthnd fl1ete:Eore;neinva[id). Itisu1:ath:(t’“claims,¢.hou1dbg=.1e¢id i:nawayth:a:'

axsnaring prior an ifit possible to_ do s9." fly-is Corp. v. 1XI’S' C0111, 1-145F._3d 1149; I

1153 (Fed. Cir. 1997). However,thedefendan1shavenot showntha:t‘lin_:prioraxtatissne'—-tlieLqi

pa1em—wou1r1 be_‘.“g2snm-.d" by adapting theplaintiff Ilnportantly, um Lui

partofflgcpfiorarteaqsz-asly considered bythnpaientjazxamincrbefimg grantingtbe ‘972pa!1:1rr.f1'he-

didmtuscthsipipatmpmmjectasingle c_1aiminfl1e ‘972patenL The

paientexnmineralso didnotissnemo£aeeAcfipnmqqi;ingmep1ain11fétoaisangnsshimnwéu:fion

: Lnipatefitonagcess contx"ol_(dra133{-afl1er).grpunds.

made] ofeficien‘c'yorfl1otough1.1ss,i.1sVfai1nreI:o¢':it: theLuipa1:g1ta§potenfia1ly invalidatingprior

- an greases ‘:2 mg prcsumpfion .u:az’d:e Lui paficm doegnotzead upon :hep1aintifi=s clan:-1'' ed

mention. Ifiaddifiomitdocs notappeérmfl:eComt1hmthcLui1::a;entreid§tq:on.fl1e 972

, Whi1e‘fl1eL1fipatenl’:<_ioesdiscl_fisea systeuiqffibrelchaxutelconiputemand

Ascsr stpmge devices}, se’e_Def:ndz':n1s"B:ief,-l:]x. 5, iztz-53 -'2:a5,the similarifis end there. The _

.Luipawmeqncem§gninva1fi6nof"bypas§chc1fis”n;edm“p1=vént1hefaflmeofanydevicef’in

thgsystun. See id.,at.§hsh-act. 1'héinvmfimoffl:eLu§'p&tentjshotconeet1zedwifi11h=swiR

transferofinfunnafion acmss_amutec,Vand1h;xsdoesnotdi‘sclosc‘te;:hniquesi‘orimpping,

V ’ =1hecam£exp£pss1yno:i:§.,1i5wem;tha:irisiadiéeiiniiijgghetenai.-*;sa£i&tion*i:1:hisorde:.
A asflmtte1misnotusedinthe‘972claimlanguage. . . . . - '
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Rebeived méy)-zany" 12l’fi' an Line 171 for nan1951 printed I3"\ ' ion 12:13 e PR 7,17 .\_> - \../

.i_mp_1emen':ing cantmls, meneuiy bufiaf.’ A1 11:: hearing, the _
- ___.___ sugg:-zted the: Figure 2 cube Lui palmlt ‘the claimed inveiuien» af 111:: ‘9.72 fig, ‘

2 ofihelni patent is nI3tapmtoffl1éIe.niinvu:fion; ra'tharit-is a.niIInsI:-zrlzionof
a»“conventini1nI” n.etwoi'1:_ fizatflze Lui invenfior} ifizpmves upon. -See at 3:66:

Theconzm-,3eec.e:hee1e£endams' argf1mc:1t1hat“cunv¢mfionaI" netwauesyeeemsalsogead dizeétly

upenme ‘972 qhepexemexaminex mayhaveletonepiece erpxsoeeit slip by; _‘

11: or ‘sh: firould not have missed-a “eafivengion-ex” nemnae system direcfly eppaeabye to the

jJlaimifi‘s claimed ' -

In:mn,‘theCom'I:w'i!l adufstihep1z'u’ntifl’spm]:osad I
conlmls” inthn ';1f1hb ‘972patzI1tto me1§n“pn>vid$s :.>omrolswhich limit I

a.bbnmut&’S a specific ofstdrage devices or ofa single smmg¢‘de,,iq,Lu

I11. “aIlucafipn'o£ subsets ofstogage spacg to associated Fflire Channel devicagwherein

. each heubeeg is only aeeeesme ‘by the avsueiated Fibre Chanel d_eviee*.'

The essmrgainznee eameas inm_e.pxeeec'Iing'seets‘onL This phrase isused in

i;laiIne;2, 3 and '12 of1h=.‘972pa:'te.nt. A: itdid'v2ifi1the‘“1mpIémenls access controls . . .’’p1f::ése;

. {he 1he’“a11I3::mioi1 . . .” phrase flmt ‘.C1fha:me1"'Tci::"{rii:ér$.can-be -

allocated§Eura'g:e§pacconsuHse}:Iions ,
skfiagedevices. axgument issub,

' . ' '3 Pnlgdgfandants‘ ‘
j an; 5yen_: were dxsulnsad‘ in  —art. 53- V ' ____'__
y . .pmgmdedfl;a:th;se.fcam-e;me“in1pHdifly”disc1osedbythe'-Lafipatmg and'theo1_ha1-priorazt’ A
A b1i=flyrefer:nz:edbythedefendan13makesnn' ' _'oxiafwmbining'fl:a:[;p1iora:twiIhtheinven1ion

‘ offi'1eLuipatcut,ervice-versa.-' - - V ' ' ‘
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Izeceweu U!/£IIi£UUlJ ‘1¢:uu- ..-_n9:zb on line in fur 11301961 printed 07/.‘ - ;mD 12:13! P9 8/17
r"\ h Kw,

mains storage space cannn_1y he on ghhmctions ofasingleflivided SCSI stung:

Bofl1pa1'desagreeflais-stnragaspane,-however itis defin:d,:ca.n.-onlybsmzcessedby the specified -'

Fibie chmel dizvicefs). _

1he§1ain¢i1I'sp£upgseddefinifipnis“sause:s orstmagespagemeanoumato spééificFibze

"channel-devicég." See P1ai1i1ifl°§ Bfiefiht 26,- 'I'hndefendants-say lhephxase should-beudefingd u,

‘mean ‘fume orémote parfifigns thabare only accessible. by h" diiagle Fibre Channel See
Defemdzmts’ Brief, Ex. 2. For the reasonsvdiscusséd in_the pmecedizig section, the Court-a'3opté the

‘plaintiffs proposed .

IV.” “supervisor u'niP"'

mstem" 'isa':séd'inc]mm's1,2and1tIofthe_'972pamnrIi:e‘p1mnn£r""contends" '

shouid he definerfas ~“a'mibi'oprocessoi° data in"a buffer i11“m-dzfttxingap

be1xveenFibre Channel ‘mics and scsr devices azidvihibh implemems controlé.” See

Plaintiffs Brief, at25. The dnfendanis a1'gueth::1:1mshnu1dbedzVfineclAas“anInm1-80’96flR.P

‘ prdcessui"'with§everalspecificfi:a11nes. seenctendanrsiiaxicnnm.

1hedefundmmafgné'fl1ehwns&ucfionismmdatéd'Byth=mcans-p}u§—fdndinn gmiiysis-or

5 112(6) ofthe pm: Act, bécahse the claims offiac ‘972 patent .1..g.g adeqmely des’b:f' ihe:

“sup=rvisoi:unit”td‘beused. SeeDefendants'B1ief,a.t15-_17.' '1'hep1_ai.u1ifEEarguesfl3at§ 112(6) T

duesnutapply1:geca;zsethet=m'1“means"is nntused-wil'i1‘fl:: .
. th'e'ie1-m‘4‘slrpc1'vi§:»::runit”isa_i1equnte1}rdescribedby othei'claii:1ianguageinfi1e ‘972patén_L-"See

151aanu&?:sMarbm-E:m1'bas,ax3s-39.~ _

T Se‘-.':tion 112(6) afthéPat=ntAc.:tp1av1.'d=si1:aturh=n'}a¢1'ai:§1;xe£eis.£a"1hc "k' ' fora-
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iecéived a7/271'/znnn 12:3 ---.59=25 on iiné 1571 for‘ DBD1961 printed ¢r__’W'- fin" 12:13 * P9 9117

qacificaa,bmfailsmadéquavaly-dcscdbethese1fiean&flm'mednsthmm1s£bedafinedbfi

inclndethe1znn“:neam,”thcxeis kptesmnptionihatthe 15 112(6)mmns-plus-funcliunanalysisdoes

not apply. See/ii-Site Corp. v.,Y5YIn1'f, Inc. 174 ‘I-‘.'3d-1303:, 1318 {Fed.,Cir..1999) (“[W]hefi gn

elémentofaclnhn docs nb_tusc‘lh_ete1m ‘means,’ tieaunemns angeans-plus-functizgn claim elcmmt

isgenétallynot To ovécome thispresmnpfion, the party seekingto apply § 112(6)

. mustshowthec1aim1nnguageatissneispi:1-elyfgmctiornalandthgt_o1h:rc1aimin:igua,ge does not

adcquizttely descaibe the disputed term. See. id cgvgqhqi-his appzirmt fl:'a1't,he element invokes

pme1yfi._1nctiona_ltezms,wifl1anttheaddifiu:iaI recitalofspecific

mat fimcfioni, ‘the maybe nr;iea:is-plus-function despitvevthe lac}; ofexpress .

means.p1ais. funcii1:nIanguage."). 1,=mmaxevievqqfa:ec1gim1anguageasawho1e,:he Courtngxees

withthe p1finfifi'fl1att1}c.'tem“a1pervimr§1niFismtp1{x:ly-fimcfion3Lbmwf:Vrs inshcadtoh
'c.l;::r)iu:‘:1hatcanped‘urn1_‘fl1e:.t;asl:s::;pgcifica11y1isled inqae hfihé ‘972'p:1Ent.
S‘pc-:ifica11y,c1ai_xns 1,2ang1 1oof¢1:e*972pm_n:a=sun'bea‘fsupavisorunie’tha:can; (nmimain

andmapthec6nfig1.1i:a1:ion ufn=tworkedFibreChanng1andSCSI s;magedexaces;(2)inn1uueinfi'.ss-
c$n5gmafimmand¢afinnprsp§ajficsm:ggespacemspecificFasm'am:;ie1(3)~

iinplementawess SCSI 'md(4) pron:-.5"; dam.infl1es tarafic1out'_=r's '

7 werertoanawmexchangebemcmmgrnaxechmgeiafidscsxsmagedevicésfsu‘svzrment,

' ‘ ‘sec:-jon.112(6jmfids asfoilows: “Aneielneminaclaimflra
ewqressednsamgansoxsnepfmpedfinningaspecifiedfimcfimwifiaomiherecimlofsu-ucun-e,
n;a1zrial;orac1s.insupportthc:eof. andsu::hclaimshaJlbeconsh'uedtocovarfheoorrBpunding _

uatructun-.-, matetia], or acts described in the spegificafinn and equivalents thezeorf." 35 U.S.C.§
112(6). , ' - -
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:m.:emeu uucucuuu I:=uu . .1v=n> 01,1 line [(3 for u8u19a'I printed--DI-1'r ;uu 1Z:=l.$ ' P9 1011'!

Q _ ‘\_.r'
L

atClm'ms1.2and 10; Th=seatefl:e§ninemk§descnibe§1‘inthgp1a3nEfl’spmppseddafinifimL In‘

’ ‘ addtfiommespedfidafionmq:ress1ydefinesme“mpufismmif’as“amimupmcessef(acomputez

' md2a:ecifioaflyas“amiuapIocgssorfo:mnt61Hfl8 DP€nifiono£sm:ugeiam2er56andto

}1m<flemappingafids¢unit3rancessfmrequm;1sbetwea1FibieChmmei52énd SCSIbus 54.” See

id at 5:7 --5:10. However, neither thesp:cificatfon(nnrfl1ec1aimIangIsage) Iimitsflae ‘W2.pa1ent

mxixespeeifiernxeleempueereleiprefeeeneedbyuzeaefenagnxe Alumugluhederenfianrseoneeuy ~

‘ ppintoutflxirtthelntel8D960g]fipisthem1yemm1Eaumrchipm:pras1yfia1;iedh1Ihe‘972pzb:mapd

. thespeciiicgxiond'b§smmyitmnes1his;h.ip,ihedéfi:ndan1sihiltb4mtcthat1hehI318U96O

. chip is as only “one imp_I_em:n!a1ion" ofjhc é:1a.i1_ped.invauion’s -See ‘972 I

Patent, 5:15:63. me dafmdarlls are auexnpihig e:;m1y.{uha:the Federalpmhiiaim-to‘1iem

thec1aims’to-thepnefefiedenxbqdimerltanfl eacamplesofaxeepeesfieaxsqe “1'hisco11r_fhaacaxxfihned

against limiting the claimed to pxefeeeea e1nbud3_ments or speéffic examples in'me

specificaiion.” éemarxe, 155 F.3d in use (quofieg Texas meg-mam Inc. v. United SYaies'In:’!

irade cam '21, ans kid 1553, 1553 (Fed. cie 1933)). The Court will nntuse an example of“9ne

_ implemmtgfipg” in In limit the-p1ai1'1 lung‘;-uage; of the claims._ Accordingly, the

couemaepm:hep1ninii1i'sae§anniano£~eupenisonmi:'*eeawmeeneuneflzmeunaeuseamme

claims ‘972 paiilenttn mean“amicrofimcasbrpmgrmfimed toprooess da_taina

tomapbetw:enFil§ae_ Channel devicesam: SCSIdevices mawmehimfilemenfe accesscopntals.”

V‘. “SCSI stbrage I V
I ‘ 'Thiste1'-m_is usedinclgims1,4._7. ,9-11 and 14 bfthe ‘9._72 pafem.

mm essemsazj1y‘ needsno filrfllflr dcfinflion beeeusethe term scsx islso we1_1-Ignowninme

indusu-y,,b'_zitpmpns:wflxatfl1e-‘I:-zzmcanbéfIn1h=rdtéfinedas“anyesmr2igedevio=inc1u¢§i1Ig,for ' ‘V ’
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neeeived unzmnonj-:z{’\ z':9=a5 on line :71 for 0301951 prim; o“'\ ' ‘Jun #2513 .* 99 11/17
.. \_J' . (\__ J’

exampl‘" e,'a'mped1ive. CD-ROMdziv‘e.o'rzihnrd diskaxiveuiaxundmands rhascsxpmto‘oaiann

_.__'__m“

tafmshaulifbe defined_ as “any slmage a-SCSI standard and has a

"BUS:'vI.'ARG1’-;T:3LUN addr:-.93.”. Sée.Défenda'nts"Bxie£ Ex: _ ‘

rne’comagre=évvfmthép1finEE‘Esséirfid1y,t§ea=£mdmm-cum§amea:nanuw

dafinifion should be used because it “cmf1p61'ts'1vith“972 'anEigsdiecussiofi ofS(_‘.‘SI
‘storage deviéés. 52¢ Dcfgndanfs 3:15;, at 14. -However," the SpecificaliOn']angug'ge rgfeneato by

medamaannwomy omagamplebfhbwflzéscél sche’tn'e"éan"‘b§

represented. see #6729. the are yizyingm liniitthé
claimlnngungcto nncxan;ple gikrenéziilaespeciscaison. Seg Cbmark, 156muat1.1'86-87. Fdrthe

sakeofagqa cl_a:ity,1hc afloptt§eplhinfi.fi‘spropusefiBdfinifion'fo;this tam‘ . '
. v1. “process «iatuin u1e‘1'n'.s=a-”" _

inciaims'1"and1o"e§mé ‘912 1'5ep1ai£uin=§zgu¢si'aeim'mseis

Qméquamelyasfineaonixs 6+wnai:dbyflies.iirm§nding¢1aim1a:uiguage. Ihed;aiendan:z:_conna:ad1he-
phmse‘s1mindbe da_tai'n‘th'e‘bhfi'crine'.'manner"toT (afachiexrehzappilng.

.' betweenzribxe chmne1am1;scs1 ae_;ziee;a,and(b)appxyacéccss'coni:o1s'nnd:ousing£uqcxio;zs."
Défi:-n'dm11§’B1ief,E:.2'. " _ ' H‘

Theplain languageofl0'di§c-zlosrthatfinn (the

prUcessesdamhflmbuifi:r"mintedambeuivemflmFibueCflmmdwn&ofl:r§nd&g scs:

. _<:onm$na.fr'to aliuw devi«._-:es1o §tomge the;
naive WW1, blockpmmoi ix aéeordaneewiax the cohégmauona’ See ‘972 mm, af Claims A

1 and m. Tnas1gnguageadeqhat=1ydesm“nes§yhati£m«-§ansm"p:$ms dkmi1thebufier"form=se
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_____“,§, ‘,_,5,,,.,.,.. .,...;u __. .:z.u.a nu sun: l.l.I un uouunn I-ll u|I.¢.I “III ‘V’, ' IL.-I-I rg gm :1

- m\\J’

claims. Simply hams: the specification niay iiifiziun language to descfibc this

“procesi-ng," has ii a: 5:18 -.5;2b, does not ex_ui:1e_ the dafendanis tn adopt the specifimiiim

iahguagghveguie-piniii ianguage offiie claims.plnase.

VF‘ “W mute?’
‘riiisieuh-isii-;eaiiiciiiims"i—7ana1ii.h£th.e ‘972pat:ni. Thep1a.in1ifi'a::guesthén:rm' ‘miss

I no further'definifio;1fo_rc1aiInsl-i6, anciforc1ahn7its}muldbed:iined_as “ade.-vice whichproirides

virtual 19:31 implainents accesspouttols, and alioirs access using native low '..lr.-Zvcl

block piiitoooic See P1a1utifi’s Brief. at The defengixmls the ham shiiuid ineaii “a '

bridge’deivic_e'1i1atouiin‘.ec!si;Filpre iiiiecuy tioaSCSIbusanid enal‘21_efsfl:c__cxchangeo.iZ

SCSIini'onna;_I:iou1 ipplicziion clients on SCSI bus devices and the Fibre

Channel 1ini:s.f' ,s'ge 2.
- s

The defendants do any drgtnnent fiorfli:h‘pr§poSeiidefinifioni1ti1ehbrief. and did '

'nui:iisi:1xsstheti=tmatflhe.Iuly25hea_1ing. Inflieirnotebookofexhibitspresentediattheheafihg,

flue defendants include tinépagewhichsupprms their diaiinition wiflmquotefiomflae

$2 Defendanis‘ Mar-kman ,Exh1'bifs, “Mark-1‘:i'an P1-Hesentafion" Tab, at 22.» This argumgm is

several sentences “storage Indeed," sentenim.-. “Further, the

sturagg tputcr appliesaecess cont:-ulfs . . ._V."‘ Sée 7972 Patent, at 5:30. The defeizdanté’ attempt to b

1initthbten;i‘‘smmgemut§r”toanenfs:va'ald:sc1i1ifivesentenc§sinfl:e$ci.ficafinnisnptwe1i- '

iiaichii 1naadiiian,ihecain:finds1heteini“snon;germm=r,t'asuseahianVc1aims_or1h:‘972pa:gnh

' isadequaieiy-desamedhymegddifimaiimghageoftbeélaimwbichdischsnsixidetailthevarious

fiiiictions andlex-qualifies offlzcstofage iouta. The Cbunwfllizutfimhirhiefineflfisteun.

-_—..—:————.—1-
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Received 07/27/2ono'12=C\ ‘-39:26 an line In -for-DBn1961 primed o-{’\'§":l:u 12:13 * fig 13/17. ‘I; ._“J .

vm. “map” ' i . ' ' . _
' Thiste.nn'is‘u§ed 7,» wand 11 ofthe ‘97;z %‘11:=%_" ' mg‘@!~

means “toA::reat= apafl1fiom'.d¢=s9iue ononé side of1iieVstoxagc,:r0\Itc1'to admdbeontheamerside

‘om: mum, is. fan a.Fib1-e Channel define td a scsx device (or vice-verse). A inap’ contains

afepresmmfionof;1evicesbnegnh_sideofth;stomgemu13r,so1J:a;wh::i;devic§d1{;3n:5ide;:f
ihesmrage rcutér wants to a on fix: side prm é:to':ug.-manner, 115:

devibés." See Phinfi§’sBfie£ £122. The dam‘ ' dams

V B;ier.‘E.r.2.

In support afiheif-1 defefidants onlyto a {iictionaiy

See Defe'ndants"Brie*t;~at:1'3 ana Ex. 4. 1£e'1‘:1ai:it‘:Ii°. in theme: hand.‘ vb parifions

pfflae sp::<:ifica1_iun that support its definitionsofas a verb ‘an'd’a’ fiam) us5d in flu;

élaimsome ‘9’T2.'pa1e:n!. see121ainfifl=sBfié£ iaggz tciting*972Patent, at 1:66-25 and 6:65 - :55}

Because i_s"f'ar more A dafiuil:ion,'an¢1i':oeca1:se..1he Comt .

agreesthatthesyecfiicafimlépgfifigecitedbythephinfifisuppmtsits constrqcfiafi offhc farm

“map,” the Court wifl éflopfthb plainfifl’§ propéwd Efififion bffiais term.

IX. ' “Fibre Chan5] pfbiocol 1nut”’ “SCSI pfiihcd umt”'

These terms'_ anzusediin 5?a;'.d6‘¢f:m'~:972 patent"" TE=p1amfi'"‘‘ contends‘‘guess’

shmhabe defined as “aportibn orzhérrdxe chmme1‘o¢nuuue£w1:ichoonns:::s~to fhe'Fih1§

C1}2.1nne1'transport1naadimLn”’anii“a]$o-’rlion ofthe$CSIwnhuHmwhid1imef&cesiothd scsrhfi-.* .
Sée 1:127. '1‘hcd:f<:ndantssay1hEterms msan“b1ockand the:r¢'Lof‘Ii1:rt ”

. ¢;omeqtsmfl;eFib:gdhahne1finsponmediu:r;”andFblock

mfl:eSCSIbushans1iortm:xiiuxj1.” 2. ' ‘
.12-
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u:n.=uv::u \u1;l/:uu1:‘I5:I.n.l .. ..l.v7:2-mu Lulu: Ll) llll IIB\Ji7DI prun.=u VII-;' _)UU l::lJ ‘~ ['9 no] u

J@ <3

Thedeféndantsargnnsthemeans-phms-fiazmfinnzilnalysis of§ 1 _12(6)shm1ldpppl3_rh::rebecau3e

ficfmnsamwefl-Imownmdmenotdeiincdmmmdicfinnadcstitedbyfiaedéfendmm. See

Def;ndan1s'B1ic£,at7-8.13i—15,‘f£x.4an.d‘.€.x.f.. Eowevar,fln:de.fenflan1sdonntindicate‘1‘1owthe '.

_ imm‘-‘should be Befinefl-inrefetence to the specificafion, “the ‘B72 specxfi‘cation

failgto meal any to the claimed See ii at 8 upd.._15_. Ihg -

. defimdan1s1;1enpzoposetheword"b1ock= shouldbe-used1n=desxn1'befi1cset=nnsbe;:aiz§efl1e _

“protocolunits” a:e“s1mp1y c1«.-picma aéfzblockigiiifinthediagzam ofl-‘igmre 5” n.ffl,1c"972p-afenAt. -.

So:é it!‘ isimplybecanseafigmeihthgpaténtphysicafly

depmu." fi1ei:rbtocoIum1s'‘ifiablock-like shape’hzdoesnotronowthanheunns‘ simuld be dsfinerr‘‘

' as “blocks or equivalems finmeofi” Undénha: xeasoning, the scsx which are

fiiwsiullydepictedas cylindersin fl1§:‘972pat<:nt,_cuI;I]dThe simplyas “cylinfiem, oil drums

or monkey barrels, at equava1ems fl:::eo£" As we pxaimisican-e.4;13v.'pain1;. am, the language of

claimsfi andfiplainlystnlmflnatthfjlrotnmluhi1s"furbathdsvicesa1‘epartof‘fl'm,“cbntroI1crs”

fbr-the &ev1c ' ' ”{i,$.,"lo

various cables). See *972 Patent, at Cla._ims 5 and6. Accordingly; tpe Cuuri adopts the giamfifis

definiiionsforfl1e§c1:en'ns, findWfl1c0ns&ucfhe'tfi1msbmean“nporfionofthe Fibre Channel‘ -

controller which conngcts to ‘the Fibre Chafmel transport medium” and ‘a portion; ofthe scst

conhonem-hiuhinmrsanas toihe SCSI bus." ’

' X... “inn-.1-rice”

Inthei: Joint Stipulaiiun ofclaim éonsuucuon, m:°p'a:ci-.-s themeaning offltéiztm.

*"n'nuraoe'" is in dispute. However, misphraseigmtdiscussca-iggny oftI1e'paz1ies' briefs; and

neimersiaepmenmciana:gum=n:a:':heJu1y75pea:s;.gasmwhy§hetennisd1spuue¢’mum‘
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InReceived p7/zmouo 12r"'\; 39:26 an line :7; for ugo1si61 printed of‘) gum .12:1;>.'. P9 15:17

hasasIan§larfla;1dmflh1mymeanhg¢evmmafed::a1judgeLand:1§e-é:omtwf11-gigtfimhggt‘mam

i,t- '

xx. Unaispyted Terms . '
Finally; in flaeix J'oint$tipn1afion of Claim Consllndiion, thérpmfis have slipulabedfco me

df17 otherjtetms in the *972 patent. Com’: will therefore; adnptthese sfipflded.
constructions;-solely fojrthe-ptn-posenf-fl'1is iawsusr. '

' Acebrdingiy, the Courtenters the following order:

. .1T1sqxDEREDmau;earmchedponsmfionomspmmc1asmswmbemnm15amdimo.

anyjmyinsuncfionsgivinthiScauseanflwiflbeappfiedbytheCourtinruImg' ontheissues

. V . _3=‘ _. __ .
SIGNED on mi:-..3;_ day armyzaop.
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nu-clean vI;sl1|.vvu- nnguu v -vuur-an In! \In:_ L1: Inn vuulrul pl Illtaa IHI5 -' , IE: Ia " rs IDIII

coNs'm-UC'rIo,N or
U.S. PA'.l'EN'l'NO. 5,941,972 '

figTamas

Ihe phrase “implements storage on the SCSI dafiriccs" méans
pmvidescomx-n1s.whinhli1nit acomptnnfisacccssurasp-..c':Eés11bsdtofslmaged'evlces'orsecfiuns
af gsingle slmagedevice. . ' . _ . . , ‘ -

'Ih=phme%lbmfimqfmbsdsofamagespaxmamodmndH§m&£n§ldefic§s,%u&tdfimfih
subsetison1yénr;essib1ebytheassocia1::dFibxeChaneldevibe”memxs suhsetsofstomgespane are

allocatedtohpecific ‘Fibre Channel .

A Y‘supervisur1mif‘is-an1ix:xupmcessorprogrammed1n1n-cuooess da1aina1:ntrlii.-.rincv1:r1e.E1r>41::|ap,
betwe=nFi‘me Channel devices andfinhichhnpiemenfsaneess cemmls; "-

1|‘.“SCS1st:o§agedevi1:e”§sa:iy stmagedexriceincludixgfor ::::air.1;:1e,atap¢‘=dxi;vé,'C13-R0I\Li1:'1riVe:'
or ahard disk drive that Imdetshnds the SCSI pmtncol'and'ca1i using the SCSI

protocol ' "

'Ihe-term“map" m=ans1:ocreatc'apatHfiumndevice anon: mute:-to adexirice
' onIhe,ofl:::r§id_cuf1i1erb111sar, Le. fiumaFi1n=Chnnn:l‘devicefo s.SCSId=\rice(arvice>-versa). A

“map”containsa_re1nes=matinn afdev'icesonmd1sid:: ofthe snorageruuta. sethatwhenadci-ice
ononasideofthesimagemtnerwantsmcommtmipgmewithadzvicconflzeoflzersideofthcétorage ’
muter,th:svo:ageraI:tercancpnnectfi1edevices. ' V . ' ‘

A “Fibre Channel protocol finit" is 3portion oft1m1=ihre'channei co'n1:1-oller whichconnects ‘to me
Fibre Channalrransport medium. ' - V ' —

‘ - EA“scsIp£omea1.mm”isaporuono£1i1escSIcom:o11erw1fichi§:e=raeegtothascs1'bu;. -

hsjgj' .-.:tet1'_[1§.I_1_ti_I;|fiQ1

».‘=bu£ra*isa'memorya=vi¢emnisuu1izedmempma:31y-homam.

A“dircctmm:no1y§ceess(DMA)interface” isadevfcethntacm 1;'nde:1:1itfle_Ornbmi¢::xnprbo=$2ui
.co13x;:oltoacuessmemoqrfordatn1_mn§fer; - , ‘

A“‘F'1bre Chennai" '5 akhuwnhi@1-speedserialininmonnecgtlze St1'|1ctuI'e of;-whirl:
isdesmibed, forexamplc, inFibreChanne1Physicaland Signa]ingIn11:Ifaoe(FC—PI'l),ANSIX3130
Fibre Cha1;ne1- Aibitated Loop (FC—AL), and ANSI X3272 Fibpe Channel Privaic Loop Direct
A:Iac11(FC-PLDA). - ' . V -
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neéeived-n7rz7;2unn 1af'\, 39:25 on Line (7: '+m~nan19a1 printed q"‘\ 12:13 * 95 17/17--...J‘ ‘‘S \___

A."Fi1m: c:;un'ne1 conmme:--is a device fiJ:i1‘1'merfaee.s with a Fibre ‘é:1mnc1 transport mam-'

A“!-‘ilm: Channei devir:e”isany device. suehasaeompu1:er,thanmdez's1m1dsF1'bre Chnnizelpmtocql

“Fah:echanné1p:omea1”isgse:o£ra1ema:app1ytoz=anepha:;ne1. A

‘A “F1'bxe.Cha:meltra1':spn1-I medimn” is élsczial oplical or electrical n:s link'thntA
ccnneois devices nsing'Fibre‘Channel px-9tn::oL -

H A“fi1st-in-firs’t-om-qneueiiggmiflfi-element strucuuefrom xilhiéh elemmrts
'only in the same oxjdet in-whichflzey were inserted: that is, it follows afixstin, first out'(FIFO)
wnstrami. _ ‘

JIU-‘harddisk'd:ive"ie anr1‘i.11::lude-sa.SC_SI

adevic=1i1'at-issnesreqnestsfnrdataorstorage. ‘-
fmaimagntmg) a means keefigmg) emodifiable setiingof_.

‘ ‘ f§.“naIivelawleve1,blocl:pxutoco1"isasetofrule:erstandardsthafennble_eomp1e-tezsioamhange
mfimnafion and do not involve the of high level pmtocols and. file systems typically
xeqnized by netwodc servers. . ‘ ' .

A“SC§I” (Small System'In.’t::I&ee) is afiigh speed pnmlfiel inteafieeflaatmaybe usedt:
emmectcbmponenls ofacumputersystem. ‘

_ A“§C§I bus transpo:tmedium"isa ofa. group ofpzn'al1:1wites(n.onna11y68)-‘flint
fpmsacomnnhficaflonspa1heaSCSIstomgeda\dceand-mmherdevingsnchasa
computer, _ ' . ‘ . ' - -

A“SCSIwnhnflefisadevice'mainw:fixceswifl1‘EneSQSibmuanspbn'medium’

‘bvinnallocal smge"isaespe1:ific§ubsao£we:andmsm&insmmgedeviaesthat;hasme
nppearaneeand characterish't:s.ofloeal_stu1-age. - - I

.A‘fivvom 'en"isaxmnob=con1pmin’gdev1ne' '
ofitpersunaleomputcr. . ' '
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This Page is Inserted by IFW Indexing and Scanning
Operations and is not part of the Official Record

BEST AVAILABLE’ IMAGES

Defective images within this document are accurate representations ofthe oiiginal
documents submitted ‘by the applicant.

Defects in the images include but are not limited to the items checked:

Cl BLACK BORDERS

Cl IMAGE CUT OFF AT TOP, BOTTOM OR smEs '

i - Q{ADED TEXT OR DRAWING _

El BLURRED OR ILLEGIBLE TEXT OR DRAWING

CI. SKEWED/SLANTED IMAGES

D COLOR OR-BLACK AND WHPPE PHOTOGRAPHSB

C! GRAY SCALE DOCUMENT

I3./Ln~:Es OR MARKS ON ORIGINAL D_OCUMEN'I“
' Cl RE’FERENCE(“s) OR'ExHn3rr(s)- SUBMITPED ARE POOR QIUALITY -

Cl O'i‘HER:

IIVIAGES ARE BEST AVAILABLE COPY.

As rescanning these documents will notcorrect the image .
‘problems checked, please do not report these problems to
the IFW Image Problem Mailbox. '
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EXHIBIT D
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4 ‘ NOTE: _'Pursuant to Fed. Cir. R. 47.6 this oiispinsifion
MAR 1 [i 2333 . ' le not ::i_table_as prececient It is a puiaiic record. This

. disposition will appear in tables published periodicaily.
.-15 RC _ 7 _ _ _

R/‘pl5“1i‘*i1i%Vec‘:“:i"§‘3tates Court‘o_f- Appeais for the Federal CircuitDEPUH’ CLERK

.02-1 1 58

Plaintiff-Appeiiee,
V.

HCHAPI‘-\R_RAL NETWORK STORAGE. lNC.,

Defendant-Appellant ~

Fa LE D
us. oousrr orAPPEALS FOR

THE FEDEHALCIRGUIT

M7 ?’71iuoeeMENiTi

om APPEAL from the . United States District Court for
' ' ‘ the Western District of Texas .

oo-cv_217 and no-cv—'e21 ' FORmg?counrOFAPPEALQin CASE NO(S).

This CAUSE having been heard and considered, it is

' ORIDERED and-ADJUDGED: ' AF-FIRMED. ’§_e_§ Fed. Cir, R.'36

‘UNITEDSTA
_flEUERALCIRCUIT

Per Curiam (NEWMAN, SCHALL, and o~n<,

« ENTERED BY ORDER OF THE COURT

DATED: ‘ ' FEB 1 2 2353-

Issimn as A nemsrs: moi 5, 2005 _ _
- ‘ ‘ « Goats Against Appellant:

--——-———«-" ' _ « Totél .- $97.35
03/17/2003. mu I‘)-A7 r'r\'/In’ un s:-nu
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UNITED STATES PATENT AND TRADEMARK OFFICE
UNITED STATES DEPARTMENT OF COMMERCE
United States Patent and Trademark Office
Add:-rat; COMMISSIONER FOR PATENTS}’.O. Box I450

Alexandria, Virginin 22313-I450www.ufi11o.gnv

90/007.124 O7/19/2004 . 642 I 753 1006-8930 2295

44654 7590 05/24/2005

SPRJNKLE 11> LAW GROUP f/¢,,,,,»ug/ ,¢,+—¢1301 w. 25TH STREET

SUITE 403 ”*'E“”"M*“"‘

AUSTIN, Tx 73705 mg-L
DATE MAILED: 05/24/2005

EXAMINER

Please find below and/or attached an Office communication conceming this application or proceeding.

PTO-90C (Rev. 10/03)
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UNITED STATES DEPARTMENT OF COMMERCE
Patent and Trademark Office

Address: ASSISTANT OOMMISSIONER FOR PATENTS

Washington, D. C. 2(T23‘I

APPLICATION NO./ FILING DATE FIRST NAMED INVENTORI ATTORNEY DOCKET NO.
CONTROL NO. PATENT IN REEXAMINATTON

90/007,124 07/19/2004 6421753 I006-8930

LarryE.Severin  
Wang, Hartman & Gibbs, PC Fleming, F1112
1301 Dove Street

Suite 1050 ART UNIT PAPER
Newport Beach, CA 92660

2182

DATE MAILED: 05/24/05

Please find below and/or attached an Office communication concerning this application or
proceeding.

Commissioner of Patents and Trademarks

CC: SPRINKLE [P LAW GROUP
1301 w. 25”‘ Street
Suite 408

Austin, TX 78705

PTO-90C (Rex/.3—98)
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Control No. Patent Under Reexamination
90/007,124 6421753

Office Action in Ex Parte Reexamination Examiner . A" Unit
Fritz M. Fleming 2182

-- The MAILING DA TE of this communication appears on the cover sheet with the correspondence address --

ag Responsive to the communication(s) filed on 06 Agril 2005. b[:] This action is made FINAL.
cIZ A statement under 37 CFR 1.530 has not been received from the patent owner.

A shortened statutory period for response to this action is set to expire g month(s) from the mailing date of this letter.
Failure to respond within the period for response will result in termination of the proceeding and issuance of an ex paite reexamination
certificate in accordance with this action. 37 CFR 1.550(d). EXTENSIONS OF TIME ARE GOVERNED BY 37 CFR 1.550(c).
If the period for response specified above is less than thirty (30) days, a response within the statutory minimum of thirty (30) days
will be considered timely.

Part I THE FOLLOWING ATTACHMENT(S) ARE PART OF THIS ACTION:

1. IE Notice of References Cited by Examiner, PTO-892. 3. D Interview Summary, PTO-474.

2. E Information Disclosure Statement, PTO-1449. 4. E] .

Part II SUMMARY OF ACTlON

1a. IX Claims Q are subject to reexamination.

1b. D Claims_ are not subject to reexamination.

Claims __ have been canceled in the present reexamination proceeding.

Claims_ are patentable and/or confirmed.

Claims 1_-8 are rejected.

The drawings, filed on 7/19/2004 are acceptable.

. E] The proposed drawing correction, filed on has been (7a)I:I approved (7b)I:I disapproved.

2

3

4

5. Claims _: are objected to.

6

7

8 . El Acknowledgment is made of the priority claim under 35 U.S.C. § 119(a)-(d) or (f).

a)D All b)E] Some‘ c)E] None of the certified copies have

1C] been received.

2:] not been received.

3:} been filed in Application No. _

4:] been filed in reexamination Control No.

5[:] been received by the International Bureau in PCT application No.

* See the attached detailed Office action for a list of the certified copies not received.

9. El Since the proceeding appears to be in condition for issuance of an ex parte reexamination certificate except for formal
matters, prosecution as to the merits is closed in accordance with the practice under Ex parteAQuay|e, 1935, .D.
11. 453 0.G. 213.

10. I] Other:

U.S Patent and Trademark Office

PTOL-466 (Rev. 04-01) Office Action In Ex Parts Reexamination Part of Paper No. 20050523
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Application/Control Number: 90/007,124

Art Unit: 2182

Reexamination

1. In order to ensure fiill consideration of any amendments, affidavits or declarations, or

other documents as evidence of patentability, such documents must be submitted in response to

this Office action. Submissions after the next Office action, which is intended to be a final

action, will be governed by the requirements of 37 CFR 1.116, which will be strictly enforced.

Extensions of time under 37 CFR 1.136(a) will not be permitted in these proceedings

because the provisions of 37 CFR 1.136 apply only to "an applicant" and not to parties in a

reexamination proceeding. Additionally, 35 U.S.C. 305 requires that reexamination proceedings

"will be conducted with special dispatch" (37 CFR 1.550(a)). Extension of time in ex parte

reexamination proceedings are provided for in 37 CFR 1.550(0).

A shortened statutory period for response to this action is set to expire 2 months from

the mailing date of this letter.

1. The patent owner is reminded of the continuing responsibility under 37 CFR l.56S(a) to

apprise the Office of any litigation activity, or other prior or concurrent proceeding, involving

Patent No. 6,421,753 throughout the course of this reexamination proceeding. The third party

requester is also reminded of the ability to similarly apprise the Office of any such activity or

proceeding throughout the course of this reexamination proceeding. See MPEP §§ 2207, 2282

and 2286.

2. Applicant's arguments with respect to claims 1-8 have been considered but are moot in

View of the new ground(s) of rejection.

It is to be noted that claim 4 has the‘ phrase “using native low level, block protocols”,

which per the interview for 90/007127, distinguishes over the an of record used in the first office
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action. It is to be noted that claim 1 does not have this limitation. However, instead of being

able to close out prosecution with this action, a new non-final action is being issued. This is due

to the filing of the IDS after the mailing date of the first office action. Had this information,

namely the Spring (UK GB 2297636), been filed prior to the first office action, these issues

would have been taken into account in the first office action. Since there was no statement

similar to that of 37 CFR l.97(e), an action based solely upon art cited by the patent owner could

have been made final, even when the claims are not amended (see below). Since the alt cited by

the patent owner led to the discovery of other references used in this rejection, this action cannot

be made final, but does certainly delay a final action on the claimed subject matter.

MPEP 2171:

III. ART CITED BYPAYENT OWNER DURING PROSECUTION

Where art is submitted in a prior art citation under 37 CFR [.501 and/or 37 CFR 1. 555

(an IDSfiled in a reexamination is construed as a prior art citation) and the submission is not accompanied by a

statement similar to that of37 CFR 1. 97(e), the examiner may use the art submitted and make the next Oflice action

final whether or not the claims have been amended, provided that no other new ground ofrejection is introduced by

the examiner based on the new art not cited in the prior art citation. See MPEP § 706. 07(9).

Claim Rejections — 35 USC § 103

3. The following is a quotation of 35 USC. l03(a) which forms the basis for all

obviousness rejections set forth in this Office action:

(a) A patent may not be obtained though the invention is not identically disclosed or described as set forth in
section 102 of this title, if the differences between the subject matter sought to be patented and the prior art are
such that the subject matter as a whole would have been obvious at the time the invention was made to a person
having ordinary skill in the art to which said subject matter pertains. Patentability shall not be negatived by the
manner in which the invention was made.
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4. The factual inquiries set forth in Graham v. John Deere Co., 383 U.S. 1, 148 USPQ 459

(1966), that are applied for establishing a background for determining obviousness under 35

U.S.C. 103(a) are summarized as follows:

Determining the scope and contents of the prior art.

Ascertaining the differences between the prior art and the claims at issue.

Resolving the level of ordinary skill in the pertinent art.

Considering objective evidence present in the application indicating obviousness
or nonobviousness.

5. This application currently names joint inventors. In considering patentability of the

claims under 35 U.S.C. lO3(a), the examiner presumes that the subject matter of the various

claims was commonly owned at the time any inventions covered therein were made absent any

evidence to the contrary. Applicant is advised of the obligation under 37 CFR 156 to point out

the inventor and invention dates of each claim that was not commonly owned at the time a later

invention was made in order for the examiner to consider the applicability of 35 U.S.C. 103(c)

and potential 35 USC. 102(e), (f) or (g) prior art under 35 U.S.C. l03(a).

6. Claims 1,4 are rejected under 35 U.S.C. 103(3) as being unpatentable over Spring (UK

GB 2297636—Spring) in View of Oeda et al. (Oeda) and Cummings.

Starting with the independent claim 7, one finds an apparatus per Figure 1 comprising a

plurality of user workstations (USER 1-4 each having15—18), a corresponding plurality of first

transport medium (un—numbered) connecting the USERS to the storage router (server 20), which

in turn is connected to a plurality of storage devices in the form of drives 1-5 (21-25) via a

corresponding set of second transport medium (again un—numbered). Thus the storage router

(server 20) interfaces between the workstations and the storage devices, as shown in detail in

Figure 2, wherein the processor 28 controls the USER interface circuits 26 and the disk drive
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interface circuits 27. The internal memory 29 provides programmed instructions for the

processor 28. The storage router (server 20) is connected to each USER via a SCSI interface,

and in tum to the emulated SCSI drive (drives 21-25). See for example, pages 5-7. Thus, an

apparatus for providing virtual local storage (at drives 21-25) on remote storage devices (21-25

are remote from workstations 15/ 16) connected to one transport medium (the non-numbered

connections from the shared file server 20 to the drives 21-25) to devices (workstations 15/16, of

which 4 are shown) connected to another transport medium (the un-numbered connections

between the workstations 15/16 and the file server 20) is shown in Figure 1. The method of

providing virtual local storage is set forth at page 3, wherein it is disclosed that a method of

storing data at a large storage volume which emulates (hence makes virtual) a plurality of

removable disc drives (the local storage). See also page 10, lines 1-3, wherein step 34 describes

a data transfer in which the local operating software may read and write to logical drives as if

they were local removable disc drives, thereby anticipating the virtual local storage, as the

drives themselves are remote to the users, but appear to the user’s as the conventional local

removable disc drives, and hence virtual local storage as logical drives emulate (i.e. virtual) the

removable disc drives (the local storage). Thus the storage router (server 20) interfaces with the

first and second transport medium and provides the virtual local storage to the USERS. There is

a mention of a look up table (68) for each logical drive, but such is not the mapping between the

workstations and storage devices as claimed, noting that USERS access logical drives. The

implementing of access controls is clearly described throughout the disclosure, especially noting

that each USER has access to a large number of removable disc drives (see page 7, lines 18-27),

thereby teaching the implementation of some sort of access controls, with the storage router
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(server 20) determining if the requested drive is available, and if so, granting access to the

requesting workstation (see page 8, lines 10-17). Thus the access is ultimately controlled and

allowed by the storage router (server 20). All of this is done by native low level, block protocol

(NLLBP), as the only protocol used from the USERs to the storage router and by the storage

router (server 20) is that of the SCSI protocol, such being selected so that the storage router

(server 20) will return data back to the USER via the SCSI protocol (page 8, lines 10-17), as the

processor 15 (of a USER) issues commands over the SCSI interface (page 8 lines 4-9). Per page

12, lines 14-26, the local operating system of the USER (62) thinks it is accessing a conventional

SCSI drive via communications over a conventional SCSI interface to the storage router SCSI

interface (65), wherein the communication conforms to establish SCSI protocols without having

to embed network software within the workstations. Furthermore, the server operating system

(66) converts the SCSI sector definitions into physical data blocks for each logical drive, such

that the server operating system (60) emulates an SCSI disc drive per Figure 5. Finally note that

the storage router (server 20) grants access to an emulated logical disc drive (page 9, lines 17-19)

via mount and dismount commands (pages 9 and 10) and that the storage router (server 20) has

to keep track of user created blocks, such that the USER is presented with a user interface

allowing existing logical drives to be selected as well as new logical drives to be defined (page

12, lines 9-13), all via the use of the SCSI NLLBP, which certainly represents the storage router

(server 20) being capable of configuring the SCSI drives to contain at least a portion of the

virtual storage. Communications between the USERS and the storage router (server 20) is

implemented using established protocols, preferred to be SCSI, which is in turn, the claimed use

of the NLLBP, as this is used from the USER to the storage router to the disc drives. While look
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up tables and keeping track of USER blocks is mentioned, this does not set forth a mapping

between the workstations and the storage devices, noting that Spring is using logical drives for

the USERS.

In the same field of endeavor, Oeda et al. (Oeda) teaches that it is old and well known per

Figure 4 to have a plurality of HOSTs (i.e. 1A,B) connected to a SCSI bus (2), which is then in

turn connected to a disk controller (5) and a disk drive unit (4). Per Figure 4, it is clearly shown

that the disk drive (4) is divided into subsets mapped to the HOSTS, wherein HOST 1A is only

allowed to access its partition (41), HOST 1B is only allowed to access its partition (42), and

either HOST is granted a shared read only access to the shared partition (43). The partitions (41-

43) are assigned to the HOSTS as is shown, with the purpose of the assigned partitions avoiding

erroneous partition access and data destruction (column 7, line 53 —column 8, line 30). Thus a

mapping between workstations (in the form of HOSTS) and the assigned partitions (41-43) is

clearly shown, such that a HOST 1A can only request partitions 41 and 43 (the implementing of

storage area access controls), and is prevented from erroneously accessing the Host 1B partition

42 (see column 8, lines 13-16), which is the ultimate allowing of access to only those partitions

of the storage area for which access control has been mapped. Furthermore, the disk controller

(5 and functioning as a storage router) performs exclusive control between the HOSTS and the

drive per Figure 2, wherein the SCSI CONTROL LSI has the ID IEGISTERS (71-73) which

contains the DEVICE IDs and thus compares the requested device ID by a HOST to the stored

IDs and grants or denies access based upon the mapping of Figure 4. Since each partition has a

SCSI ID, each partition is a seen as a logical drive (and can be assigned different logical unit

numbers — LUNS — column 6, lines 34-37), as the HOST sees three separate disk storage devices.
o
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The protocol used is that of the SCSI standard, with the 7 phases set forth at column 5, again

showing that access from the HOSTs to the storage router (i.e. the disk controller 5 as it performs

the mapping, access controls, and granting of access) to the disk drive unit (4) is exclusively

SCSI, thus exhibiting the use of a NLLBP as claimed.

In the same field of endeavor, Cummings teaches the use of a fibre channel based system

architecture to provide the transport mechanism for multiple user station access to the “Disk

array and tape library” using the same protocols (i.e. SCSI) as if they were connected to the

user’s local workstation. See Figure 2 and pages 253-254. Thus virtual local storage is provided

by a remote disk array and this array is accessed by the same SCSI protocol as though it were

locally connected. Therefore, it is clear that SCSI, a NLLBP, is used from end to end, as fibre

channel has SCSI protocol, as well as others, mapped to it (page 253). Advantages gained are

the use of a single channel, a distance independent transport mechanism, and remote storage that

is indistinguishable from the local disk storage (page 254). Since access is via SCSI protocol, it

is thus obvious that the “Disk array with storage manager” of Figure 2 requires a fibre channel

controller interface to interface with the fibre channel leading to it, as well as a SCSI interface

for the array, as the array is accessed with the SCSI protocol. But at the top level, Cummings

clearly shows a fibre channel transport medium that is used to interface the user workstations to

the “disk array with storage manager” and that the “disk array with storage manager” is SCSI

based as that is the protocol used to access it. Note also that the concept of private and shared

storage are mentioned at page 255, thereby setting forth motivation to combine with references

that teach SCSI based private and shared storage.
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Therefore it would have been obvious to one having ordinary skill in the art at the time

that-the invention was made to modify Spring 636 in View of Oeda and Cummings for the

express purpose of providing a plurality of USERs/HOSTS mapped and controlled access to

assigned partitions in order to avoid erroneous disk access and data destruction in a distance

independent fibre channel based transport medium carrying the end to end SCSI protocol

NLLBP. It is to be noted that this combination is expressly taught by Spring ‘636 at page 7,

lines 3-17, in that more robust connections may be needed in order to provide for greater

separation from the users to the disks. Thus the use of the fibre channel transport medium of

Cummings teaches the use of the fibre channel to carry the SCSI based protocol filnctionality of

Spring ‘636 and Oeda such that the virtual local storage can be separated from the users by a

greater distance than achieved by SCSI alone, without changing the use of the SCSI protocol

(end to end) and making the disk storage array appear exactly as if it were locally connected. In

combination, each USER/HOST is granted access to only its subset partition (i.e. logical disk) to

which it is mapped. The USERS are a plurality of workstations, and the storage devices are a

plurality of disc drives, noting that Oeda supports an array of drives (17) divided into partitions

(171-173) such that it performs as a RAID, as does SPRING ‘636, with each device seen by a

HOST independent from one another (Oeda columns 6 and 7). Thus when combined, the

plurality of disc drives are divided into partitions mapped to specific USERS/HOSTS, so that

access is controlled and granted via the mapping, performed by the storage router (the combined

server 20 and disk controller 5). The claims only require fibre channel and SCSI bus transport

medium and interfacing thereto, which the combined references teach. The indicated claims

require only the top—level interfacing and require no details of the fibre channel or SCSI
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controllers. Thus the SCSI storage devices are accessed in a mapped and access controlled

manner via the SCSI that is carried over the fibre channel transport medium, and the interfacing

will occur at the disk array with storage manner, which would be the server (20) of Spring ‘636

and the disk controller (5) of Oeda, such that the user devices (i.e. HOSTS) on the fibre channel

will be mapped to the appropriate SCSI partitions on the disk array using the SCSI protocol

carried over the fibre channel bus transport medium. The user workstations are the initiators on

the fibre channel bus transport medium.

As far as claim 4 is concerned, the method limitations are rendered obvious by the

combined teachings of Spring ‘636 in view of Oeda and Cummings. Combined, Spring ‘636 in

View of Oeda and Cummings set forth the method by which the fibre channel USERS/HOSTS are

interfaced with the SCSI disk drives (storage) such that the storage router (the combined

teachings of the server 20 and the disk controller 5) provides the claimed mapping, implementing

of the access controls, and the allowing access using only the SCSI protocol, which is a NLLBP,

via the fibre channel transport medium, which requires an interfacing to the fibre channel and

SCSI transport medium at the “disk array with storage manager.”

7. Claims 2,3,5—8 are rejected under 35 U.S.C. 103(a) as being unpatentable over Spring

‘636 in view of Oeda and Cummings as applied to claims 7-9 and ll--14 above, and further in

view of Jibbe et al. (Jibbe) and Crouse et al. (Crouse).

Spring ‘636 in view of Oeda and Cummings set forth the use of a storage router to

provide mapping, access control and access granting of fibre channel USER/HOST requests to

the SCSI storage disks. Per Spring ‘63 6, the server (20) has interfaces (26,27), a CPU (28)

connected to the interfaces, and a memory for CPU instructions (29), using SCSI protocol (a
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NLLBP) end to end. See Figure 2. Per Oeda, the disk controller (5) provides mapping and

access control and granting based upon the SCSI CONTROL LSI (6) and the ID REGISTERS

(71-73) from the HOSTS (lA,B) to the disk(s) (either 4 or the arrayl7) using the SCSI protocol

(a NLLBP) end to end. Per Cummings, it is taught to use the distance independent fibre channel

transport medium to carry the end—to—end SCSI protocol user to remote storage requests as

though the storage were locally connected. What is lacking is the specific detail of the fibre

channel HOST to SCSI DISK controller and a buffer for providing memory work space for the

storage router.

In the same field of endeavor, Jibbe teaches that it is old and well known to use a SCSI-

SCSI controller for HOST to disk array access. See for example, Figure 1, which sets forth the

use of a microprocessor (51) coupled to the HOST SCSI interface controller 14 and the SCSI

disk drive interface controllers (31-35), such that the microprocessor controls the interfaces

(column 4, lines 1-9). The SCSI Array Data Path Chip (ADP 10) interconnects the SCSI data

bus (16) with the SCSI data busses (21-25), and is also under the control of the microprocessor

controller (51). The DMA FIFO BLOCK 70 holds data received fromrthe host until the array is

ready to accept it and to hold data from the disk array until the host is ready to accept it (colurrm

5, lines 14-21). The DMA interface (14) is coupled to the FIFO (70) as well as the first‘ protocol

unit (SCSI adapter 14), such that the HOST SCSI adapter (i.e. a first controller) is operable to

pull data from and place data into the FIFO (70), with the second controllers (SCSI interfaces 31-

35) operable to pull data from and place data into the FIFO (70), under the control of the

supervisory unit (microprocessor 51) and its bus (53) that couples it to the interface controllers

(14 and 31-35). The memory (36) is a 64kByte SRAM that provides memory workspace during
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read/modify/write operations of RAID 5 and is also coupled to the microprocessor/supervisor

(51) via the ADP (10). Thus the memory (36) and the FIFO (70) provide memory work space

for the array controller and allows the microprocessor/supervisor (51) to process data stored

therein to allow a HOST to interface with the disk storage. In summary, Jibbe teaches a

supervisor unit 51 coupled to first and second controllers (14 and 31-35), an ADP (10) and

buffers (36 and 70), such that the supervisory unit controls the controllers and buffers and the

ADP for the express purpose of configurability between RAID 1,3-5 levels, as well as the use of

the FIFO buffers for holding data until the host/disk drives are ready. The Host DMA interface

(I4) is coupled to the SCSI controller (14) and the FIFO buffers/queues (70/101-105) and the

buffer (36—internal to the Figure 1 disk array controller). . It is also expressly taught that the

data path architecture can be constructed with ESDI, IPI or EISA devices rather than with SCSI

devices (column 11, lines 40-43).

Building on Jibbe’s express suggestion to construct the data path architecture with

devices other than SCSI, one finds that Crouse teaches a data server that uses a fibre channel user

node transport bus medium (l2b) and SCSI storage devices (46 and 48) that encompass both

online and removable. Note the use of DMA and buffers in Figure 4a/b. The goal is improved

data transfer architecture (column 3, lines 23-41) via a pipelined data server, to include

removable and online storage devices.

Therefore it would have been obvious to one having ordinary skill in the art at the time

that the invention was made to modify Spring ‘636 in View of Oeda and Cummings by the

teachings of Jibbe and Crouse in order to provide for increased RAID functionality via the SCSI

disk array controller details, which in turn provide for configurability between various RAID
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levels (certainly desirable as both Spring ‘636 and Oeda are concerned with various RAID

levels), as well as the ability to buffer data until the host/disks are ready, with the requisite

details of the fibre channel to SCSI interfacing required by Cummings and shown by Crouse.

The combination is proper as Spring ‘636 and Oeda use SCSI controllers between the host and

disk(s) and RAID configurations. Spring ‘636 even lays out the same basic functionality as

Jibbe’s array controller in the storage router (server 20), with the required ability to interface

with the host and disks via the SCSI protocol. Oeda also provides host to disk interfacing with

mapping, access control and access granting in a SCSI protocol environment. Thus Jibbe

provides the details of a SCSI disk array controller needed by Spring ‘636 and Oeda, and the

combined teachings of Spring ‘636 and Oeda and Cummings and Jibbe and Crouse render the

claims obvious per the above analysis. Admissions made into the record of 90/007,127 by the

patent owner bolster an obviousness rejection, as at page 10 of the response dated 4/6/2005, the

record clearly states that various protocol (not even mentioned in the specification, but only

appearing in the claims) represent protocols that CAN encapsulate SCSI commands, would be

understood by those in the art. Thisgstatement is an attempt to provide support for claimed

protocols not mentioned in the specification. Using the same rationale, then it would have been

obvious to one of ordinaiy skill in the art to use any protocol capable of encapsulating SCSI, and

any hardware associated with the use of these other protocols, as the patent owner has stated that

one would recognize such. Thus this admission, coupled with Spring ‘636 desire to use a more

robust protocol when extending the distance between the workstations and the disk drive storage,

and Cummings’ teaching that fibre channel is distance independent and Jibbe’s express teaching

that other devices than SCSI can be used and Crouse’s teaching of a fibre channel to SCSI data
o
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server controller interfacing, then the claimed subject matter is rendered obvious and is certainly

within the ordinary skill in the art, and the references themselves express a motivation for the

combination of references, thereby avoiding the issue of impermissible hindsight.

Any inquiry concerning this communication or earlier communications from the

examiner should be directed to Fritz M. Fleming whose telephone number is 571-272-4145. The

examiner can normally be reached on M—F, 0600-1500.

If attempts to reach the examiner by telephone are unsuccessful, the examiner’s

supervisor, Jeffrey Gaffin can be reached on 571-272-4146. The fax phone number for the

organization where this application or proceeding is assigned is 703-872-9306. Any fax should

be sent to the CRU at 571-273-0100.

Information regarding the status of an application may be obtained from the Patent

Application Information Retrieval (PAIR) system. Status information for published applications

may be obtained from either Private PAIR or Public PAIR. Status information for unpublished

applications is available through Private PAIR only. For more information about the PAIR

system, see http://pair—dircct.uspto.gov. Should you have questions on access to the Private PAIR

system, contact the Electronic Business Center (EBC) at 866 17-9197 (toll—' ee).

' :4 ‘ r ”
Fritz léleming
Primary Examiner
Art Unit 18
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IN THE CLAIMS:

1. A data storage gateway capable of interfacing with and providing connectivity

and mapping between a Fiber Channel and SCSI channel interface, the data storage gateway '

comprising: i

a virtual storage;

a storage router in communication with and providing mapping to the virtual storage

such that a fiberchannel device remote from the virtual storage can communicate data to and

from the virtual storage; and

wherein the storage router is capable of configuring a SCSI device to contain at least a

portion of the virtual storage. ’

2. The data storage gateway according to Claim 1, further including a memory work

space for the storage router using a buffer.

3. The data storage gateway according to Claim 2 wherein a Fibre Channel _ H

transport medium connects to the storage router and interfaces with a Fibre Channel controller

and wherein a SCSI bus transport medium connects to the storage router and interfaces with a

SCSI controller.

4. A method for providing, through a storage router, virtual local storage on remote‘

SCSI storage devices to Fibre Channel devices, comprising:

I interfacing with a Fibre Channel transport medium;
interfacing with a SCSI bus transport medium;

maintaining a configuration for SCSI storage devices connected to the SCSI bus

transport medium that maps between Fibre Channel devices and the SCSI storage devices and
that implements access controls for storage space on the SCSI storage devices; and ‘

allowing access from Fibre Channel initiator devices to SCSI storage devices using

native low level, block protocol in accordance with the configuration.

5.- The method of Claim 4, further comprisingvthe step of providing memory work

space for the storage router using a buffer.
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6. The method of Claim 5, wherein the Fibre Channel transport medium connects to

and interfaces with a Fibre Channel controller and wherein said SCSI bus transport medium

connects to and interfaces with a SCSI controller.

‘7. The method of Claim 4, wherein the maintaining step and the allowing step are

performed by a supervisor unit.

8. The method of Claim 6, wherein the supervisor unit is coupled to the Fibre

Channel controller, the SCSI controller, and the buffer.



Oracle-Huawei-NetApp Ex. 1025, pg. 583

L Attorney Docket No. 90/007,124
CROSS1121-15 Customer ID: 44654

TABLE OF CONTENTS FOR RESPONSE TO REJECTIONS

Rejections Under 35 U.S.C. § 103

A. Introduction

B. Claim 4

1. Overview of Claim 4

2. Petal Does Not Disclose “Allowing Access” From A Fibre Channel

Initiator Device to SCSI Storage Devices Using NLLBP

' 3. Petal Does Not Disclose Mapping Between Fibre Channel

Devices SCSI Storage Devices

4. Petal Does Not Disclose Implementing “Access Controls”

a. Implementing Access Controls Requires Allowing Access

Using NLLBPs

Petal Does Not Render The Access Controls Limitation of

Claim 4 Obvious

c. There Is No Disclosure or Teaching In Petal That The

‘Security’ Referenced Therein Would Allow Access Using NLLBP

Quam and Cummings

Summary

Claim 1

1. Overview of Claim 1

2. Petal Does Not Disclose “Map[ping]" to the Virtual Storage

3. Additional Cited References

Summary

Conclusion



Oracle-Huawei-NetApp Ex. 1025, pg. 584

I

‘ Attorney Docket No. ' 90/007,124
CROSS1121-15 ' Customer ID: 44654

I. Rejections Under 35 U.S.C. §103

A. Introduction

Claims 1-8 and are variously rejected under'35 U.S.C. §103(a) as being unpatentable

over Petal in‘ view of Quam, Cummings, and Crouse.

In order to establish a prima facie case of obviousness, the Examiner must show: that

(1) the prior art references teach or suggest all of the claim limitations, (2) that there is some

suggestion or motivation in the references (or within the knowledge of one of ordinary skill in the

art) to modify or combine the references and (3) that there is a reasonable expectation of

success. M.P.E.P. 2142, 2143; In re Vaeck, 947 F.2d 488, 20 U.S.P.Q.2d 1438 (Fed. Cir.

1991). The Examiner must explain with reasonable specificity at least one rejection —

otherwise, the Examiner has failed procedurally to establish a prima facie case of obviousness.

M.P.E.P. 2142; Ex garte Blanc, 13 U.S.P.Q.2d 1383 (Bd. Pat Application. & Inter. 1989). When -

the motivation to combine the teachings of the references is not immediately apparent, it is the

duty of the Examiner to explain why the combination of the teachings is proper. Ex garte

Skinner, 2 U.S.P.Q.2d 1788, 1790 (Bd. Pat. App. & Inter. 1986).

B. Claim 4

The Examiner rejected Claim 4 as being unpatentable over Petal in View of Quam and

Cummings and devoted a significant portion of the Office Action to analyzing what Applicants

believeshould be Claim 4 in light of Petal. Accordingly, Applicants will first show how Claim 4

differs from the cited references and then address the other Claims.

1. Overview of Claim 4

Claim 4 recites:

A method for providing, through a storage router, virtual
local storage on remote SCSI storage devices to Fibre Channel
devices, comprising: ‘ g

‘ interfacing with a Fibre Channel transport medium;
interfacing with a‘SCS| bus transport medium;
maintaining a configuration for SCSI storage devices

connected to the SCSI bus transport medium that maps between
Fibre Channel devices and the SCSI storage devices and that
implements access controls for storage space on the SCSI
storage devices; and

allowing access from Fibre Channel initiator devices to
SCSI storage devices using native low level, block protocol in
accordance with the configuration. [emphasis added].
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Claim 4 includes the limitations of a configuration that (i) maps between Fibre Channel

devices and SCSI storage devices, (ii) and implements access controls. Additionally, Claim 4

includes the limitation of “allowing access from Fibre Channel initiator devices to SCSI storage

devices using native low level block protocol in accordance with the configuration". These

features of the present invention allow a Fibre Channel initiator device (e.g., workstation) to

access only that portiong(or portions) of the storage devices associated with that particular host.

These features also allow a host (or hosts) to communicate with storage devices using only

native low level block protocols (“NLLBPs”).

2. Fetal Does Not Disclose “Allowing Access” From a Fibre Channel Initiator

Device to SCSI Storage Devices Using NLLBP

Claim 4, as discussed above, recites “allowing access from Fibre Channel initiator

devices to SCSI storage devices using native low level block protocol . . A NLLBP is a

protocol that enables workstations and network servers to exchange information with storage

devices without the overhead of high-level protocols and file systems typically required by

network servers. As explained below, this definition for NLLBP is supported by both the

Specification of the ‘753 Patent, and the judicial interpretation of a similar limitation by Judge

Sparks of the U.S. District Court for the Western District of Texas (an interpretation upheld on

appeal by the Court of Appeals for the Federal Circuit).

In systems prior to the present invention, when a computer workstation would make a

storage request to a storage device (e_.g., disk drive) through a network server, the workstation

first had to translate the request from its file system protocols to higher level network protocols
to communicate with the network server. The network server then would translate these high

level protocols into low level requests to the storage device(s). See ‘753 Patent Specification,

col. 1, lines 50-60 and col. 3. lines 14-15 (distinguishing an NLLBP from higher-level protocols

by contrasting the present invention to prior art solutions). This high Ievelto low level

translation wastes valuable time and makes the access of information occur at a much slower

rate. See ‘753 Patent Specification, col. 1, lines 48-57.

Further, in Crossroads v. Chaparral Network Storage, Inc., Western District of Texas,

Civil Action No. A-00-CA-217-SS and Crossroads Systems (Texas), Inc., v. Pathlight .

Technology, Inc., Western District of Texas, Civil Action No. A-‘OOCA-248-JN (collectively, the

“Chaparral |__itigation”), the U.S. District Court for the Western District of Texas issued a Joint

Markman Order (the “Markman Order") interpreting the term NLLBP for the purposes of United

States Patent No. 5,941,972 (the “‘972 Patent") as follows: I
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a set of rules or standards that enable computers to exchange
information and do not involve the overhead of high level

protocols and file systems typically required by network servers.

A ‘copy of the Markman Order is attached hereto as Exhibit A. This construction, and

the validity of the ‘972 Patent, was upheld by the Federal Circuit on appeal. A copy of the

A Federal Circuit decision affirming the decision of the lower court is attached hereto as Exhibit B.

Thus, based on the Markman Order, an NLLBP is a protocol that enables computers to

exchange information without the overhead of high-level protocols and file systems typically

required by network servers.

As discussed in the ‘753 Patent, allowing access from host devices (e.g., workstations)

to storage devices is done using NLLBPs in the present invention. Using the example of a first

of Fibre Channel ("FC”) and second transport medium of Small Computer System Interface

(“SCSI”), a FC-connected workstation can communicate low level SCSI commands directly to a

storage device using NLLBPs. For this example, the present invention accomplishes this by

encapsulating the low level SCSI commands in an FC ‘wrapper’ or ‘layer.’ The specification of

the ‘753 Patent discusses such an exemplary embodiment where a Fibre Channel-attached

initiator (e.g., workstation) issues SCSI-3 FCP commands, and an associated SCSI-target

storage device operates on a SCSI-2 protocol (See, ‘753 Patent, col. 6, lines 33-45). In this

case, a storage router connected between the host device and the storage device receives the

FC-encapsulated low level SCSI commands, removes the FC encapsulation, and fonivards the

low level SCSI commands to the storage devices (provided the workstation is allowed to have

such access, as will be discussed more fully below). In this example, there is no translation of

the commands from a‘ higher level protocol to a low level protocol. In other words, the storage

router is not required to translate some high level command from the workstation (e.g., a file

system command, or function call with arguments) into a low level SCSI command. Rather, the

storage router simply strips the FC ‘layer’ off of the existing SCSI command, and fon/vards the

SCSI command to the storage device without any high-to-low level translation (because no

such high level to low level translation is needed). Thus, when a host workstation is allowed to -

have access to a storage device, that access is accomplished using only NLLBPs.

Petal, on the other hand, discloses a system in which Petal clients (i.e., workstations)

send higher-level protocol commands to the Petal Sewer that, in turn, transforms these higher-

level, higher overhead commands into low-level SCSI commands that are forwarded to the

storage devices (i.e., at least one high level to low level translation takes place between the

workstation and the storage device). Petal clients are configured with a Petal device driver in

the kernel layer of the Petal client. See, Petal page 88, col. 2, section 3. Higher level
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applications (i.e., user space applications) see virtual disks (representations of the storage

devices) through the Unix File System. See Petal, page 90, col. 1, section 3.2. When a Petal

client wishes to access a storage device behind the Petal server, the client issues a file system

command to the virtual disk which is passed through the class layer to the Petal device driver

(i.e., the kernel layer process for accessing the virtual disk). The Petal device driver then

issues a remote procedure call (“RPC”) using the User Datagram Protocol (“UDP”) to the Petal

server to read or write data. See, Id at page 88, col. 2, section 3 (describing the RPC interface)

and page 89, col. 1, section 3.1 (describing handling read and write requests). The Petal

device driver acts as a filter driver to translate the command to the virtual disk seen by the user _

space application into an RPC that is sent out in UDP packets.

An RPC is a well known mechanism in networked operating systems and is essentially a

function call to the Petal Server. In issuing an RPC, a client will provide a server with the

appropriate arguments in a UDP packet so that the server can perform some process. The

Petal Server performs a transformation when receiving the RPC in the UDP packet by

processing the RPC in the UDP packet to execute the called process and generate the

appropriate low level SCSI READ and WRITE commands. Thus, the Petal client uses the

traditional network mechanism of issuing a higher level command (e.g., an RPC in a UDP '

packet) to the network server that the network server processes to call a function. The Petal

server must execute the appropriate function to transform the information in the UDP packets to

the appropriate low level SCSI command.

Thus, the Petal system does not allow the client (i.e., workstation) to access the storage

devices using an NLLBP. Instead, the Petal client uses a scheme in which high level file

system commands to virtual disks are translated into RPCs which are packaged in UDP

packets and transported to the Petal sewer for transformation into low level commands. Unlike

the NLLBP commands described and claimed in -the ‘753 Patent, these RPC in UDP packets

contain additional higher level overhead and require transformation to low level SCSI

commands at the Petal Server. As noted above, the Petal server executes the called

procedure to transform the RPC in UDP to the appropriate low level SCSI command.

The process of Petal therefore requires first creating an RPC, and then encapsulating

the RPC in UDP at the Petal client, and further executing a procedure to transform the RPC in. 4
UDP to a low level SCSI command. Consequently, while the Examiner has pointed out various
portions of Petal that discuss using block-level.(i.e., low level) storage protocols (e.g., SCSI

commands), it is only in the context of the time period after high level RPCs have been 0
transformed to low level SCSI commands. The system of Petal is the type of system that the
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present invention was designed to overcome, because the system of Petal cI_oe§ involve the

overhead of high level protocols typically required by network servers(i.e., RPCs), and requires

a transformation of the high level protocols into low level SCSI commands at the Petal server.

Therefore, Petal does not disclose, teach or suggest a system for “allowing access from

Fibre Channel initiator devices to SCSI storage devices using native low level block protocol,”

as recited in independent Claim 4.

3. Petal Does Not Disclose Mapping Between Fibre Channel'Devices and SCSI

Storage Devices _

Claim 4 also recites a configuration that “maps between Fibre Channel devices and the

SCSI storage devices." Mapping between Fibre Channel device and SCSI storage devices in

the present invention refers to a mapping between the Fibre Channel devices and SCSI storage

devices such that a particular Fibre Channel device on the Fibre Channel transport medium is

associated with a storage device, storage devices, or portions thereof, on the SCSI bus

transport medium. As discussed in the ‘753 Patent Specification, the mapping provides a

correlation between devices on the first data transport medium (e.g., workstations) and the

storage devices. See, ‘753 Patent col. 1, lines 6 through col. 2, line 5 and col. 8, lines 67 — col.

9, line 5. '

In the Chaparral Litigation, the U.S. District Court for the Western District of Texas

adopted the definition that a “map” contains a representation of a device on one side of the

storage router to a storage device on the other side (e.g., from a Fibre Channel host device to a

SCSI storage device). See, Markman Order, Exhibit A, page 12. The mapping of the ‘753

Patent associates the Fibre Channel devices (e.g., workstations)‘ with SCSI storage devices on

the SCSI bus transport medium. Thus, the mapping can include mapping from a host

workstation identifier (e.g., address or other identifier) to a virtual representation of a storage

device (e.g., a virtual Logical Unit Number (LUN)), and potentially even further from the virtual

representation of the storage device to a physical representation of the storage device (e.g., a

physical LUN). A I
It should be expressly understood that the ‘mapping’ of the present invention is not 7

identical to the concept of “virtualization.” In virtualization, a storage device (or portion thereof)

is presented with a particular logical address to the hosts or workstations. While it is clear that
the present "invention can include virtualization as part of the mapping (e.g., the map can I

include the mapping from a virtual representation of the storage (virtual LUN) to a physical

representation of the storage (physical LUN)), such virtualization is not, inand of itself, a

mapping between devices as defined in the ‘753 Patent. See, ‘753 Patent, col. 8, line 65-67. In
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fact, this type of virtualization was available in a number of RAID systems at the time Petal was

written. virtualization does not require that representations of workstations on one side of the

storage router be mapped to a storage device(s) on the other side of the storage router.

Petal does not disclose, teach or suggest a map that maps between Fibre Channel

devices and SCSI storage devices connected to the SCSI bus transport medium as recited in

Claim 4 of the '753 Patent. ln Petal there is simply no map that associates host devices (i.e.,

the Petal clients) with the storage devices or representations of the storage devices. At best,

Petal teaches “virtualization” of storage devices. In other words, Petal discusses a virtual to

physical mapping of the storage devices rather than a mapping from the device making a

request (e.g., workstation) to the storage device for which the request is intended. Petal states:

The basic problem is to translate virtual addresses of the form
<virtual-disk-identifier, offset> to physical addresses of the form
<server-identifier, disk-identifier, disk-offset>.

See Petal, page 85-86, sections 2.1-2.3 and Figure 4 (entitled “Virtual to Physical Mapping”).

In Petal, a virtual disk directory of virtual disks is mapped to a global directory which is

mapped to physical disks. Id. A client workstation provides a virtual disk identity which is

translated into a global map identifier. Id. The global map determines the serverresponsible for

translating the given offset. Id. The physical map of the specified server translates the global

map identifier and offset to a physical disk and an offset within that disk. See ld., page 86, col.

1, section 2.1. Thus, the mapping of Petal only represents the virtualization mapping of storage

devices and does not correlate or associate the storage devices (either virtual or physical) to

particular Petal clients (e.g., workstations) on the other side of the Petal server. In fact, the

virtualization-type mapping described in Petal is simply a description of the virtualization

technique generally used in RAID systems at the time of Petal.

The Examiner correctly points out that, in Petal, a disk identifier used bygclients to

reference a particular virtualdisk is “mapped” to a physical identifier. However, this is simply

virtualization-type mapping. There is no correspondence (or map) made from the Petal clients

to the storage devices (or portions thereof) behind the Petal Server. Put another way, there is

I no mechanism disclosed in Petal to perform the function of mapping a particular client

workstation to a particular storage device (or portion). Consequently, Petal teaches a

virtualization scheme, mt a configuration that “maps between Fibre Channel devices and SCSI

storage devices" as recited in Claim 4 of the ‘753 Patent.
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4. Fetal Does Not Disclose Implementing “Access Controls"

»a. Implementing Access Controls Requires Allowing Access Using

NLLBPs ’

Claim 4 recites “implementing access controls" which requires allowing access using

NLLBPs. As described in the ‘753 Patent, “access controls" are a particular form of security

measure designed to prevent unauthorized access to particular storage devices or portions of

storage devices by certain workstations. When “access controls" are implemented, particular

Fibre Channel devices may be permitted access to particular storage devices or subsets of

storage devices. See, e.g., FIGURE 3 of the ‘753 Patent (permitting access from particular

workstations to undivided storage devices as well as divided subsections within a single storage

device). According to the previously mentioned Markman Order, "access controls” means

"providing controls which limit a computer’s access to specific subset of storage devices or

sections of a single storage device.” See, Markman Order, Exhibit A, page 6.

The “access controls" of the ‘753 Patent allow access using a NLLBP such that requests

from devices connected to the first transport medium (e.g., workstations) are directed to

assigned virtual local storage on the storage devices. See, ‘753 Patent, col. 8, lines 61-65.
The ‘753 Patent recites:

The storage router can. . .map, for each initiator, what storage
access is available and what partition is being addressed by a

particular request. In this manner, the storage space provided by
[storage devices] can be allocated to [devices connected to the
first transport medium] to provide virtual local storage...

See ‘753’ Patent. col. 8, lines 67 — col. 9, line 5.

Thus, the “access controls" described in the ‘753 Patent are device-centric in that they

permit or deny access from particular devices connected to the first data transport medium

— (e.g., workstations) to particular storage devices (orisubsets thereof) according to the

. configuration. The access controls are thus partof the configuration for routing commands

from a device connected to the first transport medium to defined storage |ocation(s) using

NLLBPs (i.e., without requiring the overhead of high level protocols typically required by

network servers) according to the map. ‘
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4 b. Petal Does Not Render The Access Controls Limitation Of Claim 4

Obvious

In rejecting the limitation of “implementing access controls” the Examiner points to Petal,

page 90, col. 2, section 4, which states in pertinent part:

...currently we do not provide any special support for protecting a
client's data from other clients; however, it would not be difficult to

provide security on a per virtual disk basis.

Applicants submit, however, that the statement “it would not be difficult to provide

security on a per virtual disk basis," without more, does not enable security on per virtual disk

basis in the UDP environment of Petal. UDP is primarily.a broadcast protocol in which the

computer issuing a UDP communication typically places UDP packets on a network without

regard to the device that receives the packets.

Petal provides no support as to how to implement its “security on a per virtual disk

basis" for UDP broadcast packets communicated over an ATM transport medium. For

example, a common security method in packet based networks is the use of access control lists

(“ACLs”). While ACLs may be used to entirely block UDP communications (e.g., as in a

firewall), Petal provides no suggestions on how to implement ACLs in a UDP environment to

limit access to a portion of a server file system (e.g., a particular virtual disk). As Petal provides

no support for providing security in the UDP/ATM environment, Applicants, respectfully submit

that Petal, at best, only makes it ‘obvious to try’ some unspecified form of security.

“An ‘obvious-to-try’ situation exists when a general disclosure may pique the scientists

curiosity, suchthat further investigation might be done as the result of the disclosure, but the

disclosure itself does not contain a sufficient teaching of how to obtain the desired result, or that

the claimed result would be obtained if certain direction ‘were followed." In re Eli Lilly &
Company, 902 F.2d 943, 945, 14 USPQ.2d 1741 (Fed Cir. 1990). “Obvious-to-try”, however, is’

not the standard for obviousness under §103. See, In Re O’FarreII, 853 F.2d 894, 902, 7

USPQ.2d 1673 (Fed. Cir. 1988). For example, the statement in a patent that “the user of the

‘external field canceling method . . . can allow for gradient fields to be produced with greatly

reduced problems” provided only general guidance as to the form of the claimed invention and

how to achieve it but did not provide sufficient guidance to render_the claimed invention _

obvious. See, In Re Roemer, 258 F.3d, 1303, 1309-10, 59 USPQ.2d 1527 (Fed. Cir. 2001).

Similarly, the Petal reference does not provide sufficient guidance as to what is meant by

“security” or how to implement such a "security" feature; and certainly does not provide any

guidance on how to implement “access controls" as recited in Claim 4 of the ‘753 Patent.
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, At best, the statement in Petal that “currently we do not provide any special support for

protecting a client's data from other clients; however, it would ‘not be difficult to provide security

on a per virtual disk basis" is an invitation-to-try to implement some unspecified security feature

on a per virtual disk basis. The statement does not provide any teaching or suggestion as to

how the security feature would be achieved, much less how “access controls” that allow access

using NLLBPs would be achieved. Thus, while it may be ‘obvious-to-try’ some unspecified

security feature based on the above-cited statement, one is left completely in the dark as to

how such security would be achieved.

Moreover, the Examiner has not pointed to any art or other evidence in the record such

that one of ordinary skill in the art would have a reasonable expectation of success in

implementing the claimed “access controls" to allow access using an NLLBP in a UDP/ATM

environment to limit access to a particular virtual disk. if the Examiner is relying on his own

knowledge that one of skill in the art would know how to implement “access controls” that allow

access using an NLLBP on a per virtual disk basis in the Petal environment, then Applicants ‘

respectfully request that the Examiner provide an affidavit detailing the data on which the

Examiner relies for this position, or alternatively allow Claim 4. See 37 CFR 1.107(b) and

MPEP 707.05.

c. There Is No Disclosure or Teaching In Petal That The ‘Security’

Referenced Therein Would Allow Access Using NLLBP

Even though the Petal article states that “it would not be difficult to provide security on a

per virtual disk basis” there is no teaching or suggestion as to how such security would be

ptovided. Certainly, there is no teaching or suggestion in Petal that a ‘security’ feature could be

implemented to allow access using an NLLBP. It simply is unclear what type or manner of

‘security’ Petal references. For example, security can be a simple password-based security

scheme, or something much more complex.

Moreover, even if security were implemented in Petal, there is no teaching or suggestion
that such security would be implemented to allow access using a NLLBP.’ It would appear that

any security implemented would be on top of the high level RPC.over UDP scheme of Petal.

Again, this would appearto require the\high-level protocols and wouldnot providetaccess using
an NLLBP. Thus, even if security were applied to the system of Petal, this does not suggest

access controls that allow access using an NLLBP.
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5. Quam and Cummings

The Examiner relies on Quam and Cummings for the proposition that “it would have

been obvious to change from ATM to Fibre Channel in the system of Petal. "Regardless of this,

neither Quam nor Cummings makes up for the deficiencies of Petal and the Examiner has not

pointed out where Quam or Cummings teach or suggest (i) mapping between devices

connected to a Fibre Channel transport medium and SCSI storage devices, (ii) “implementing

access controls” and (iii) “allowing.access from Fibre Channel initiator devices to SCSI storage

devices using native low level block protocol”. Even if Quam and Cummings are combined with

Petal, the combination would lack these features of Claim 4. Accordingly, Applicants

respectfully request allowance of Claim 4.

6. Summary

In sum, the cited references fail to teach: (1)“a||owing access from Fibre Channel

initiator devices to SCSI storage devices using native low level block protocols,” (2) maintaining

a configuration that “maps between Fibre Channel devices and SCSI storage devices” and (3)

maintaining a configuration that “implements access controls.”

Instead, Petal teaches a system in which high level RPC calls in UDP packets must be

transformed into low-level SCSI commands by the Petal server. Further, there is no disclosure,

teaching or suggestion in Petal that clients on one side of the Petal server should be mapped to

storage devices _on the other side of’ the Petal server. Moreover, access controls that allow

access using NLLBPs are not disclosed, taught or suggested in Petal nor is any other security

method. At most, Petal suggests that it would be ‘obvious-to-try’ adding an undefined security

measure, without providing any direction as to how to do so with a reasonable expectation of

success. Moreover, the Examiner has not poi_nted outwhere these features can be found in

Quam and Cummings. Therefore, Applicants submit that Petal, Quam and Cummings (alone or

in combination) do not render obvious the present invention as recited in-Claim 4, and

respectfully requests allowance of such claim. Applicants also respectfully request allowance of
Claims 4-3. '
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C. Claim 1

1. Overview of Claim 1
Claim 1 recites:

A data storage gateway capable of interfacing
with and providing connectivity and mapping between a
Fiber Channel and SCSI channel interface, the data
storage gateway comprising:

a virtual storage;
a storage router in communication with and

providing mapping to the virtual storage such that a fiber
channel device remote from the virtual storage can
communicate data to and from the virtual storage; and

wherein the storage router is capable. of
configuring a SCSI device to contain at least a portion of
the virtual storage.

Claim 1 includes the limitation that the storage router provides a “mapping to the virtual

storage such that a fibre channel device . . . can communicate data to and from the virtual

storage.” The mapping thus maps a fibre channel device to the virtual storage with which it can
communicate data.

2. Fetal Does Not Disclose a “Map” to the Virtual Storage V

The storage router of Claim 1 maps from a Fibre Channel device to the virtual storage to

allow the Fibre Channel device to communicate with the virtual storage. This mapping is more

than mere virtualization as the storage router associates the Fibre Channel device with the

virtual storage to allow the Fibre Channel to communicate data to and from the virtual storage.

Petal does not disclose, teach or suggest a map that associates particular devices

connected to the first transport medium with virtual storage (i.e., particular storage devices or

-subsets thereof). Rather, Petal teaches that a virtual to physical mapping (i.e., virtualization of

the storage device) takes-place. There isghowever, no correspondence made between the

clients and storage devices (or portions thereof) in the mapping of Petal; i.e., there is no

mechanism disclosed to say “this client maps to that virtual storage” on the other side of the

Petal server. "Consequently, Petal teaches a virtualization scheme fl_@ a “mapping” to the virtual

storage to allow a Fibre Channel device to communicate data to and from the virtual storage.

3. Additional Cited References

Applicants respectfully submit that the Examiner has not pointed out where Quam,

Cummings or Crouse make up for this deficiency in Petal. Therefore, Applicants respectfully

submit that the Examiner has not made out a prima facie case of obviousness with respect to
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Claim 1. Applicants therefore respectfully request allowance of Claim 1. Additionally,

Applicants request allowance of Claims 2-3 as representing further limitations on Claim 1.

D. Summary: There is No Prima Facie Showing of Obviousness

Applicants respectfully submit that the Examiner has failed to establish a prima facie

case of obviousness for Claims 4-8 as the prior art references do not disclose, teach or suggest

all of the claim limitations. Specifically, the prior art cited by the Examiner does not appear to

teach or suggest i) maintaining a configuration that maps between Fibre Channel devices and

SCSI storage devices," ii) maintaining a configuration that “implements access controls for the

storage space on the SCSI storage devices” and iii) “allowing access from Fibre Channel

initiator devices to SCSI storage devices using a NLLBP.” Additionally, with respect to Claim 1,

the prior art does not appear to teach or suggest “mapping to the virtual storage such that a

fibre channel device . . . can communicate data to and from the virtual storage.” While the

Examiner has provided a detailed discussion of Petal to attempt to show where these features

are found, Applicants respectfully submit that Petal does not disclose, teach or suggest the

claimed limitations. Furthermore, the remaining cited references (Quam, Cummings and

Crouse) alone or in combination, do not make up for the deficiencies in Petal. Accordingly,

Applicants respectfully request allowance of Claims 1-8.

ll. Conclusion

Applicants appreciate the Examiner's diligence in issuing thorough office actions in

multiple reexamination cases so quickly. Applicants respectfully submit, however, that Claims

1-8 are distinguishable from the Petal, Quam, Cummings and Crouse references. Therefore,

Applicants respectfully request allowance of all claims subject to reexamination.

Applicant has now made an earnest attempt to place this case in condition for

allowance. Other than as explicitly set forth above, this reply does _not include an acquiescence

to statements, assertions, assumptions, conclusions, or any combination thereof in the Office
Action.

This Reply was sewed via First Class Mail on April 6, 2005 to Larry E. Severin, Wang,
Hartmann & Gibbs, PC, 1301 Dove ‘Street #1050, Newport Beach, CA 92660.
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The Director of the U.S. Patent and Trademark Office is hereby authorized to charge

any fees or credit any overpayments to Deposit Account No. 50-3183 of Sprinkle IP Law Group.

Respectfully submitted,

Sprinkle IP Law Group
Attorneys for Applicant

John L. Adair
Reg. No. 48,828

Date: April 6,2005
1301 W. 25"‘ Street, Suite 408
Austin, TX 78705

Tel. (512) 637-9223
Fax. (512) 371-9088'
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BE IT REIVIENIBERVHJ that on the 25'“ day of my 2000 the court, in accordance with

,_ Maribnan v. Wesrview Instrumenls, Inc, 52 F.3d 967 (Fed. 1995), zwid, 116 Ct. 1384 (1996),.
held a hearing at which the parties appeared by representafion ofcounsel and made oral arguments

. on their pmpbsed claims construction. At the hearing, the parties presented a Joint Stipulation of _

Claim Construction, rhanheparties have agreed upon tlre definitions for seventeen terms

. guqzor phrases in. US. Patent No. 5,941,972 (“the ‘972 patém”), and that only ten terms andlor
-phrases infne ‘972 patent remain in dispute. After the briefs, the case file as a urhole,

ang1.theAapplicabl_e law, the Court entersthe following opinion andorder. E

1. Standard for Construction

The constructionof the definition of the terms used in claiins, is'a matter of

lawfor the Court. When "adopting a claim emstuefiom 111:: Court should considert-he.intrinsic V

?'TviE!’cficT:T1Tvh‘iWi1T61ml€s‘t1re‘clziims:fl1erspecification,—and'the‘prosecution’historyrSee"r/ixronies ’

RECEIVED

F E B‘ 7 2U05

OFFICE or PETITIONS
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Corp. v. Canceptronic, Inc.; 90 F.3d 1576, 1582‘(Fe.d; Cir. 1996) (explaining that intiinsic evidence

—~———~—»—~—,— —ieithe.mostsignificanLso11tce.o£the.legally.upe1-ativejneaning.o£dispu1ed_<:1ai1n,langung¢1’)__L{Qt

siirpxisingly, thestartihgpoint’ is always “the words oftheclaims themselves” Id; see also Comark

.ca;}1mun_}‘ca:iana Inc. v. Harris Corp, .1 sé F.3d 1 182, 1186 (Fed.~C1'r. 1998). 191.5 ‘words ofthe
elaims are generelly given their ordinary and cuétomaxy -mieéning, the patcntee intended to
use a “special definition of the term cleafly _in the ‘patent speeification or file history.”

Vxtronics, 90‘ «F311 at 1582. Thus, the Court must‘41eview'theepecificafiox.;-land me .him,,-, to"

determine whether the _p:_It.en1ee intended to any ‘lspeeial" defirfitions. See id ‘The
. specification and file ‘may also be. consulted as general guides for-clalinl intevrpretm-ion. See’

.Cornark, [56 F.3d at 1 1 35. ' l A

The saecific-assan and file history, however, are not substitutes for the plain language ofthe

claims. The specification is not meant tbdeseribe the full scope ofthe patent— includes only a V

description ofthe invention, suficiem to eriable a-person skilled in the art to malce and use

it, as wall as the i11'ven11'on’s “best mode." See 35 U;S.C. § 112. Thus, the ataimslmay be broader

thahthe spectficatioxt, and generallyshouldnpfbe confinedto theexnmples ofthe inventionset forth

in theuepecificatiorn. See Cbmark, 156 F.3d at 1187 (“Altlloughthe specification may aid the
in‘ the meaning-‘of disputed claim lenguage, particular embodiments and exanlples A

int specifieation willunot be read into the claims.”). the Federal

has repeatedly emphasized that “lixnitnfiong 1'1-omthe specification are nntto be read into the

claims.‘-’ Id at.ll,86. V
h "In addition the intrinsic the may, in its discrelionfieceive

. gxu-ingicevidence regarding the properconstructiohofthepatenfsterms. See_Key1¥’h'ar7naceuficals
-2;

A 00474
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I 17. Hercon Labs; com, 161 F.3d 709,716 (Fed; Cir. 1998) (“[‘1']ria.l oonnsgeneraily ernhearexpert

testiinony for background "and education on the technology implicated by the presenied claim

construction issues, and trial courts‘ have broad discretion" in this regard”). The p1a.intifl' has

provided an expert and tzhedefendant has providediexcerpts from dictionaries as

extrinsic evidmcc concerning the construction ofthe terms or the ‘972 patent.

II." “implements iiccess controlsfor storage‘ spice on the SCSI storage devices”

ms phrase is used in oinirns-1, 10 and 11- ofthe ‘972 patent. The parties dispute whether

' thephrase refers to “access controls" only for certain subsections ofai divided SCSI storage device,
' or whether it also includes access to entire undivided SCSI storage devices. ‘The

argues -thephrase includes both kinds ofaccess controls; the defendants say the phrase refers only

- re "needs controls for various‘ eubeecdons a "single divided SCSI storage device. The

M defendants also arguetheplaintifi’-s construction is improperbecause, ifadopted,‘ it will result in.'the

‘972 patent being invalidated by prior art.

. The plainfifiproposes the following definition: “provides controls whichlimit.acomp1mcr’s

‘ A a specific subset ofstorage devices or sections ofa single storage device.” See Plaintifl’s

nner, et 20. "The defendant's propose the phrase shonid be defined as “partitions the st_orage'spece

on each one ofrhe _scsI storage derioes and defines the accessibility ofeach resulting partition,”

$ee Defendants’ Brief, Ex..—2. The Court agrees with the plainfifll

Theintrinsicevidceofthe ‘972 patent showsthe.p1ainfifPs inventionis intendedto restrict

access both to subsections ofa SCSI storage device, well as to undivided SCSI devices.

-First, the plain lnnguage ofthis phrase refers on1.}_'toA“sto1-age space” and does not limit the space‘

A 00475
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only to subsections ofa divided SCSI storage device. Second; Figure 3 ofthe ‘Q72 patent supports

a broadreading of this phrase. Figure 3 shows three SCSI storage. deities", two of which are’ I

undivided (60 and 64). The third(62)is divided into foursubsections ofstorage space, 1-‘mm

- the simple labeling on Figure 3, it is clear that.the.entire, undivided storage device (64) is meant to

be accessed only by a single workstation (computer 1B). Thus, Figure 3 Aexprssly shoves thatithe

plaintifi‘ s invention contemplates using “access controls” for an entire, undivided storage device as

well as for-the divided subsections within .a single storage device.‘ the language of mo

specification eirprely access to an entire, -tmdivided. SCSI storage device.

Specifically, in referring to Figure 3, the specificatimstates “storage device 64 can be allocated as‘

storage for the remaining workstation 58 (vvorkstation lE1).." See ‘972 Patent, at 4:20 - 4:21. At the

‘ hearing, the defendants‘ cotmsel arguedthat, simply because Figure 3 describes this featur:e doesnot

I mean the feature was intended to be part of the ‘claimed invention. ‘The Court soimdly rejects this

argument. Figure 3 is meant to be an example of how the p1a.i'ntifl’s ‘cla’imed"inve'ntion be

implemented, and the specification clearly describes this figure as illustrating one implementafion

ofthe claimed invention. Adopting the defendants’ argumentwould ignore afundatnentalprinciple

ofclaims construction. of:repeated inthe defendants’ briefand oral arguments, thatthe specification '

. ‘is “die single bestguidetothenieaningofa disputed term.” See Wtronics, 9o F.3dat1582. Finally, .

the defendants correctly point out that the specification also refers to the single, undivided storage

device (54) as a “partition (i.o., logical storage definition)!’ See ‘972 Patent, at 4:44 - 4:47. Ratio:

than compel-the defendants’-proposed construction. howcver. this languagethe plaintifi’s

i ' Figur_e3 also discloses -4 the defendants do not that the plai'ntifi‘s invention
contemplates access to various of the divided SCSI storage device (62).

. ' - V _ 4 I .

A 00476
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argumentatthe heering that adiscreteunit ofstorage—whether anentire SCSI storage device ora

s1ibsecIionwithinthatdevice—canberefen'edtoas_a“partition.”’

Thedefendants also arguethageven ifthe intrinsic evidence supportsthe plaintiffs proposed

definition, this definition is nonetheless improper because it would. cause the ‘972 patent toread

directly upon prior art (and therefore be invalid). It is true that-“claims should berend in ‘a way ’ _

"avoids ensnaring prior art ifit possible to do so." Harris Corp. v. IXYS Corp, 114- F.3d 1149,

p -.11 53 (Fed. Cir. 1997). However, the defendants have not shown that the prior art at issue — the Lui

patent-wou.ld be_‘i'e_nsnared” by adopting theplaintifl’ s definition. Importamly, the Lui

partofthepriorart expressly considered bythepatentexaminer before grantingthe ‘972 patent.

patent examiner apparently didnotuse the patenttorejeet a single claim inthe ‘972 patent. The

patent examineralso did not issue anOfficeActionrequiringthetodistinguish itsinvention

_ from me Lui patent on access conlro1_(or any-other)‘ grounds. Although the Patent Oflice is not the

model ofeficiency orthoroughness, to cite the Lui patentaspotentially invalidating prior

' art creates a strong presumption flaatlthe Lui patent doesnotnread upon the plaintiffs claimed

invention. In addition, it does not appear to the Court that the Lui upon the ‘972

._ claimed invention. While the Lui parent does disclose a system’ ofFibrechannel computers and

_scs1 storage devices, see 'Defendents"Brief,.Ex. 5, at 2:53 - 2:55, the similarities end there. The

Lui patent concerns an invention of"bypass circuits” used to “prevent the failure ofany device?’ in

the system. See id, at The invention of the Lui‘ patent is not concerned with the swifl

transfer of informafion across a router, and thus does not disclose techniques for mapping,

_= The coimexpiess1ynone;,1inwevez;thn:itisnoidefiningineienn.'*pa£iition”intnisnrde:,
lasthat term is not used in the ‘972 claim language.

-5-

A 00477
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-implementing controls, or .e. memory b1IEfer.’ At the hearing, the defendants’

suggested thst Figure 2 of the Lui patent discloses the claimed invention of the ‘9.72 et._________

However, Figure 2 ofthe Lui patent is not a part ofthe Lui invention; rather it is illustration of

a"‘conventional” network thmthe Lui invention allegedly iniproves upon. -See id at 3:66;

'IheCourt rejects the defendants‘ argurneut that “conventional” network systems also read directly

upon the ‘972 claimed invention. ‘The patent examiner may have let one piece ofpriorart slip by; _

he or ‘she would not have missed‘ a “conventional” network system directly applicable to the

plainfifi"s claimed invention. _ ’

In sum, the ‘Count win adopt the plaintifi‘s -proposed definition’ and the phrase

“implements access controls” inthe. clainvisiofthe *972 patentto meun “provides controls whichlimit

. aeomputefs to a specific subset ofstorage devices or sections ofa single stomgtfdevioe.”
III. “allocationof subsets of ‘storage space to associated Fibre Channel devicu,’ wherein

A each subset is only accessible by the associated Fibre Chanel de‘viee""..

The dispute here is the same as in the.preccding sections This phrase is used in

claims 2, 8 and i2 ems °972 patent. As it did ‘with the "implements access controls . . phsese;

the argues the "allocation . . .” phrase means that specific Fibre can ‘be -

allocated star-aigfie space onsubsections ofesinglescsi storage deviceandon entire, undivided scisr

storagledevices. Theidefendantsstielrtotheirl' generals:-gurncnton‘thisissue,andcontendthcphrase' '

V , 3 The defendants argue these fieiatures are “implicitly” found in the Lui and in -
___._:_any.event.werc4iisclosedjn.other_prior,a1_t,_See_Defendants1Brie£_at_l2_and.n.L_]J1e_Cour.t.is_not

' -persuaded that these features are "implicitly" disclosed by the Lui patent, and the other prior art
briefly referencedby the defendantsmakes no'mentionofcombining that prior art with the invention

of the Lui patent, or vice-versa. < e ' '
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1 means storage spm can only be on subsections ofa singledivided SCSI storage

Both partiesspace,-however it is only be accessed by} -the specified - ‘

Fibie Channel devicccs).

The plaintifl"s definition is “sfihsets ofstorage spaee are allocatedto speiéific Fibne

‘Channel-devices.” SeesBrief, ‘at 26; The rlefendarits-say the ‘phrase should-be defined to

rnean “one -or more partitions that-are only accessible by a single Fibre Channel See
Defendants‘ Brief,2. For the teasonshdiscussued inthe preceding section, the Court-aélopts the

plaintifl’s proposed consn-uctioni
IV. ‘ “supervisor unit”"

This term is usedin claims 1, 2 audio ofthe ‘972 pa:ent- 'I'he‘j:l'aintiff’conten'ds1his term

I shouid be definedas «“a' microprocessor to data ina buffer in"ordeF tornap

between Fibre Channel ‘devices and scsr devices and -which implements aecess cannula." See
Plaintilfs Brief, at 25. The defendants argue the term should be defined as “an Intel so'96oru> . -

pm’cesso'r” with several specifie See Defendants’ iariei; Ex. 2.

The defendants arguetheir construction is by the means-plus-fijnctinn ana1ysis'of

:5 112(6) of the Patent Act, because the claims offlre ‘972 patent do not adeqirately describe‘ die"

“supervisor unit” toibe used.’ See Defendants‘ Brief, at I5-_V17.' The p1ainfi_fi' argues that .§ 112(6)

does not apply term “means” is not ihe “supervisor unii” becunse .

the term “supervisor unifc"iis adequately described by other claim language the ‘972 pmem, See
151‘aint'ifi'-'s.Marhmrn' Exhibits, at 35-39.-

Sedion 112(6)‘of the Patent Aet ‘that _‘a refers Vtoithe "rneans a

'“"—*‘“.*»;‘.—"“-*-—.—~—_—‘-——--—r——--—~

A 00479
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specific act, but to adequately describe these nleans. thenleans then must be defined by

______________ ' refexenceto the  fion: See 35 U-S-C: § 1_12(5)." Ifthc claim language_gt' issue dQgs__no_1______
99

include the term“means, thereis epresumpfionthat the § 1 l2(6) means-plus-fimction analysis does

not apply. See AI-Site Corp. v. _VSIInt'L Inc, 174 li'.3d :l303, 1318 (Fed.,Cir. .l999) (“[W]hen an

element ofaclaim does not use the terni ‘means,’ treatment as arneans-plus-function claim element

is generally not appropriate.").' To overcome this preslunption, the party seeking to apply § 112(6)

-e must show ‘the claim language at issue is purely fin-lcfional and thntother claim language does not

adequately describe the disputed tenn. See. id. i(“[W]hen-it "is the element invokes

purely functionalterms, withoutthcadditional recital ofspecific structure ormmerial forperfonninp’

that flmction, the claim element" may be a rneans-plus-function element despite the lack ofexpress .

means—pllis— function language"). From a reviewofthe claim language as a whole, the Cotlrtagrees

with the plainti_fl" that the term “supervisor unit” is not purely-functional, but refers instead to ’a

ileviog that can perfurrnpthe tasks. specifically listed in ilie claim language of the *972 patient.

Specifically, claims 1, Zand I0 ofthe ‘972 a“supervisornnit”th:itcan: (I) maintain

andmap the configuration ofnetworked Fibre Channel and SCSI storagedevices; Q) include in this - ’
configuration an of storage space to specific Channel devices; (3) '
implementaccess controls for the SCSI storage deirices; ‘and (4) process in the storage router's

buffer to allow an exchange between theFibre SCSI storage devices. See ‘972 Patent, T

“ Section 112(6) reads as follows: “An element in ‘a claim for a combination may be

expressed as a means or step for performing a specified fimetion without the recital of structure,
material-, or acts in support thereof, and such claim shall be construed to cover the corresponding
structure, rnaterial, or acts described in the specification and eqllivalems thereo£” 35 u.s.c. §
1 12(6). ' ‘
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atClaims 1, 2 and '10. Thesearethesarnetasksdescdbed inthep1ain'tifl’spmppseddefinition. In ‘

addition, the specificationexpresslydefinesthe“supervisorunit”as -"anu’croprocessor” (acomputer

chip) and specifically as ‘fa microprocessor -for controlling operation of storage router 56 and to

handle ntspping and security access forrequestsbetween Fibre Channel 52 ‘and scsr bus 54." See

id at 5:7 - -5:10. However, neither the specification (northe claim language) limits the ‘972 patent

totthe specific Intel computer chip referenced by the defendants. Although the defendants correctly ‘

point out that the Intel 80960 chip is the only computer chip expressly named in ‘the ‘972 patent and

the specification describes many features this chip, the defendants fail to note that the Intel 80960-

. chip is listed as only “one irnplementation” ofthe clair_ned.invention’s microprocessor. ~ See ‘972 .

Patent, at sea. The defending are attempting essetty. what the Federal .Ci1-cuitprohihits —to'Iitnit

the claims'totheprcferred emboditnentanaexaniplesofthespeeifieatiqn. “This courthas cautioned

against limiting the claimed invention to preférted embodiments or specific examples in the

specification.” comers, 155 F.3d at 1186 (quoting Texas Insajuments, Inc. v. United states In: '1

"Trade Cam ‘In, 805 F.2d -1 558, 1563 (Fed. Cir.’ 198 8)). The Comt will not use an example of“one

implementation” in the specification to the plain language‘ of the Accordingly, the

Court ‘adopts the plnintifi’ s definition of“supervisorunit” and will construe that term as used inthe

claims ofthe i972 patentto mean “a micmprocessorprogrannmed to process data aorder

to map between Fihre Channel devices and scsr devices and which implements access controls.” V

V. . “SCSI storage deyices”_

This tennis usedinclaims 1,4, 7, 9-11 and 14 Oflhe ‘9"/2 patent. 1h'ep1aintit.=rar‘guesthat

this term essentially needs no further definition because the term scst isso well-known in the '

. industry, but that thetenn can be further defined as "any~storage device including, for '
-9-
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example, a tape drive, CD-ROM drive, or a hard disk drive that understands the'SCSI prnrnenl and

can comnnmicateusing the §Q_Sl.pmtocoLS_e_e_£laill.ti11:sJ3riet;lat..1.8;,_fIThe_defendantsnargue;the_,_._____;

term should ‘he defined as “any storage device that a- SCSI standard and has a

”BUS:.TAR‘GI-:T:’LUN address.” Sée.Defendants’ Brief, En :l.

The Court agrees with the ’ F_<.se'ntially, the defendants "contend their nnnoiw

definition should béused because it “~ccmports'with"972 specification” and its ofSCSI

storage deviees. See Defendanfs Bxief, at 14. ‘However,’ the speciflcation‘language tef'erred'to by

the defendants is" only one example or how the SCSI storage device addressing seheine “lean” he
represented.‘ See ‘9’Z2.Pa'tent, et7:39. Again, the defendants ale impermissibly trying to limit the

claim language to an example given in specificafion. See Cbmark, ‘l56 F.3d at ll86-'87. Forthe
sakeof clln-ity,~the Court adapt the plaintifl‘s proposed ‘definition’ fol} this term.‘ - '
VI. “process data’ in tlre'bu1rer~*"

This phrase is "used in 1' ‘and Iobfthé ‘972 patent. Thepmindfiarguesthe pllraseis

adequately defined on its and by the sunrounding claim language The defendants contend the

phraseshould be defined as “to data in the bulfer in a‘nranner~tn.(a)‘aehieve mapping

I. between Fibre Channel nnd‘SCSI deficeé, and (1)) apply ao'eess’con1rols'and routing functions.”
Defentlants’ Brief,JEx. 2 ‘ I ‘I

The plain language ofelairnsil ‘and l0‘dis't:losethatthe unit (the nncrept'ac'eaenr)_

processes data in the huirer “to interface between the ‘Fibre Channel controller and the SCSI

. controllerto allow devices to SCSI etorage the -
native low level, block protocol in accordance withltlie See ‘972 Patent, at Claims '

l and lo. Thisiangnage adequately deseribeewhat it rneane to “process datainthehnfrer for these
. 10 -

A 00432
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claims. Simply because the specification may use ‘slightly different language to describe this

“processi-ng," see id at 5:18 -520, does not entitle the defendants to adopt the specification

language over the ‘plain language ofthe claims. The Court will not further define this phrase.

VII. “storage router”

usedinclaims 1-7‘ and loofthe ‘97‘2patenL The plaintiffaxgues thetermneeds

. no further definition forclaims HS, and for claim 7 it should be defined as “adevice which provides

local suorage,.maps, implements access-‘controls, and allows access using native low level

block protocols.” See P1ai1rtifi’s Brief, at 27, The defendants contend the term should mean “a

bridgedevice aFibre Channelllink directly a SCSI bus and enables the exchange oi‘.

scsl commandvset informzrtion between application clients on SCSI bus devices and the Fibre
Channel linksf’ see Defendants’ BriEf..Ex. 2.

x

The defendantsdo not make any urgtnnent fortheir definitionintheir brief, and did '

not discuss the tenn at the July 25 hearing. Intheir notebook of exhibits presented at heating,

the defendants include one page which supports their delinifion withia quote fromthe

i See Defendants’ Markman Exhibits, Presentation” Tab, at 22. aiginnent is

disinguous. The specification language quoted by the defendants is immediately followed‘ by

several sentences further defining “storage routexf.’ Indeed,‘ the next sentence "Further, the

storage router applies access controls . . .‘ ." See ‘972 Patent, at 5:30. The defendants’ «attempt to

liinitthe taenn “storagenoutef’ to one ofseveral descriptive sentences the specification is notwell- i

i taken. In addition, the Court finds the tezm “storage router,’.’ as used in all claimsofthe ‘972 patent,

isadequntely descfibedby the additional'languageofclaims, discloss indetail the various

functions andlor qualifies ofthe storage router. The Court will not firrther define this term.

— - 1+-'
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vm. “mop”

This termisused in.cla.ims'1I , 7,‘ in and 11 ofthe ‘97_2_.pmm_ The p1aintiEt'contends there;-ya

means “to ‘create a path from '5 dextiee on one side ofthe storage router to adevice-on the other side

“ofthe router, Le. from aFibre Channel deiriee to a SCSI device (or vice-versa). A ‘map’ contains

a representation ofdevices on each. side ofthe storage muter, so thatwhen’ it device one side of

thestorage router wants to 'eot‘nm1micateto a on the other side of the storagc'rouber, ‘the

storage routercan connect the devices.” See Plaintiifs Brief, 22. The defendants the

means ‘_“to translate addresses.” . See Defendants’ Briefi Ex. 2. N.

In support oftheir definition,.the defendants only to a dictionary definitionof '

See Defendants" Brief, at 1'13 and EL. 4. The dplaiutifi, on due other hand," cites to portions

ofthe that support its definitions ofmap..(both as a verb a noun) used in the_

elairns ofthe ‘9‘72'pa1ent. See .1’.laintifi’sB1it-.t‘,'at22. (citing‘972 Patent, at 1:66 -2:5 and 6:65 - 7:5).

Because isfar more salient than edietionary definition, and becausevthe Court _

agrees that the specification lenguzige cited by the plaintifi“ supports its construction of the term

“map,” the Court will adopt” the plaintifl’s proposed definition ofthis term.

IX. I “Fibre ‘Channel protocol unit” “SCSI protocol unit”

‘These terms are usedn: 5-a__r'.d_6 ‘of the *972 The p1ai‘n1ifi' contends these
phrases should be defined as ‘ta porfionofFibre Channeli cont1'ol1er ivhich eonneets to the'Fibre

Channel transport medium”'and “a portion ofthe scsi controllerwhich interfaces tothe SCSIbus."

See Plaintiffs Brief, at 27. The defendants say the terms mean "block and thereofthat

q eonnects to the Fibre Channn’ cl transpoi' rt medium’” and .‘‘black andequivalents thereofthat comei" ’

to the scsx bus transport medimn.” Seé'Defendants’ Brief,fEx. 2.

p-1'2-
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The deféndantsarglxetherneans-plus-flmct.ion of§ 1 12(6). shouldapplyherebecause
the ‘terms are well-known and are not defined in two dictionaries cited by the defendants. See

Defendants’ Brief, at 7-8, l4—l5,.Ex. 4 andEx. However, the defendants dovnot indicatehow the

A ternrshould defineclvin reference to lhe specification, in fact contend “the ‘972 specification

fails to reveal any struoturecorresponding to the claimed function." See id at 8 and-‘I5.

» defendants propose the word “bloc "’ should be- used. todescfibe these terms because the

“protocol units" are “simplgl depicted as o block thediagram‘ ofFigu"re 5” ofthe’j972 patent. A.
See id.‘ This reasoning is whollf linpersuasive. ‘Simply because a physically

depictsthe "protocol unitsiin ahloek-lik_e shnoene does not follow that the units should he defined-

as “blocks or equivalents thereof.” Under that reasoning, the SCSI storage devices. which are

physically depicted as cylinders in the ‘972 paIent,_cou]d3be defined simply as “eylsnoele, on drums

or barrels, or equivalems thereof” As the plaintifi'-correctly ‘points out, the language of

claims 5 and 6 plainly thzt units” for both devices are part ofthe,“controI1ers”

for the devices, to ‘tconnccf’ the devices to various “transport media” (ie.,'to
various cables). see ‘972 Patent, at Claims 5 and 6. Accordingly, the Court adopts the plaintiffs

definitions for these terms, and will construe the terms to mean “a portion of the Fibre Channel.

controller which connects to the Fibre Channel transport meditnn” and “a portion of the SCSI

controller which interfaces to the SCSI bus.”

X.‘ “interface”

In their Joint Stipulation of Claim Construction, the parties claim the of the ‘term

“interface” is in dispute. However, this phrase is not discussedin any of the parties’ briefs‘, and
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has astandard and ordinary meaning_—even toa federal judge—and thecourt willhot further define

it-

XI. Undli-sp_nted Terms ‘

Finally, in their Joint $fipulafion of Claim Construction, thetparties have slipulaiaedm the

cbnsfrucfion (if 17 other terms in the ‘972 patent. The Court will therefore adopt these

constructions,-solely for the-purpose of-this lexvsuit

Aceordingly, the Court.enters the following order:

ITIS ORDEREDthatthe attached‘constructionofthepatentclaimswillbe incorperaned into‘~.

any jury instructions giv in this cause and will be applied by the Court in ruling on the issuee

raised in summary judgment.

V SIGNED on this.24_ day army zooo.

I TRICT JUDGE

-A 00486
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CONS'I'R-‘UCTION OF CLAIIVIS

U.S. PATENT N0. 5,941,972 '

i Terms

The phrase “implents access--controls for storage on the SCSI devices" ‘means
provides contmls which limit a computer’ 5. access to a mcific subset ofstorage devices or sections

of asingle storage device. . ' _ V .. ' -

‘ The phrase “allocationofsubsets ofstorage space to associatedFibre Channel devices, wherein-each
subset is only accessible by the associated Fibre Chanel. device" means subsets ofstorage space are

allocated to specific Fibre Channel devices. .

A “supervisor unit” is a microprocessor progmmrnedto process data in a bnfi'er in order to map

between Fibre Channel devices and SCSI devices and which implements access controls; '

A “SCSI storage device” is any storage device including, for example, atape drilve,'CD-ROM‘ -
or a hard disk drive that understands the SCSI protocol‘ and can communicate using the SCSI
protocol.

'l'he term “map” means createa pa.th‘fi'om a device on one sideofrouter to a device
on theother side ofthe router, 1'.-e. fi'om aFibre Channel device to a SCSI device (orvicewersa), A
“map” contains a representation ofdevices on each side ofthe storage router, so thatwhen a device

on one side ofthe storage routerwants to commimicate witha device on the other side ofthe

router, the storage router can connect the devices. '

A “Fibre Channel protocol unit” is a portion ofthe?ibreChannel controller which connects to the
Fibre Channel transport medium. ‘ V 4 ‘

SA “SCSI protocol unit” is a portion ofthe SCSI controller which to the SCSI "bus-

Sti ulat:ed_/ umii uted r

A “buflfl” is aimeniory device that is utilized to temporarilyhold data. A

A “direct memory access (DMA) interface” is a device that acts littleor no
.ccntml to access memory for data transfer; - '

A "Fibre Channel” is a known high-speed serial interconnecg the structure and operation ofwhich

isdescribed, forexample, inl'-'ibre Channel Physical and Signaling Interface (I-‘C—PH), ANSI X35230

Fibre Channel Arbitratedloop (FC-AL), and ANSI X3.272 Fibre Channel Private Loop Direct
Attach (FC—PLDA). ' ‘
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A "Fibre Channel controller’"is a device thatinlerfaces with :1 Fibre ‘Channel transport medfinn

A“Fibre Channel device” isany device, such as acomputer, thatunderstandsFibre Channelprotocol
‘"‘——““""—"aiId‘Caii'Eommnnicate iising Fibre Channel'pTdtoTol. ~

“Fibre Channel protocol” is a set ofrules that apply to Fibre Channel.

A “Fibre .Ch'annel transport medium” is a serial optical or electrical coinrnunications link ‘that
connects devices using'Fibre‘Channel protocol. -

«A “fi1st-in-first-out.queue’."is a Inulti—element data structure from which elements be removed
‘only in the same order in which they were inserted; that is, it follows a firstin, first out’ (FIFO)
constraint. . . .

A «..-hard disk "drive" is a well knotvn magnetic storage media, and includes a scsr hard. iii-ive.

An"‘inifiator device” a device that issues requests for -data or storage.

A“Maintai.n(ing) a coniiguration”_ means kee1s(ing) a modifiable setting of‘information. ~

A A “native low level, block protocol” is a set ofrules or standards enable computers to exchange
' infonnation and do not involve the overhead of high level protocols and file systems typically

required by network servers. . ' ' i

A “SCSI" (Small Cornputer Systcmlntcrface) is ahigh speed parallel interface that may be used to
connect components ofa computer system.

A “SCSI bus transport mediurn".is a cable consisting ofa group ofparallel wires (normally 68)"‘tl1a:
forms a communications path between a SCSI storage device and another device, such as a.

A "scsr controller” is a device that interfaces with the scsi bus tensportmedium.

“Virtual local storage" is aspecific ofoverall data stored in storage deviceethatfhas the
appearance and characteristics oflocal storage. - e

A Wvorkstation” is aremote computing device thateonnects to the Fibre Channel, and may consist
ofe personal computer. ’ ' l

A oo'4asr '
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C45 Plaintiff's Fourth Amended Trial Exhibit List, Crossroads Systems, Inc.

v. Chaparral Network Storage, Inc, C.A. No. A-OOCA-217-SS (W.D.

Tex. 2001) (CD-Rom).

C46 Plaintiff's Revised Trial Exhibit List, Crossroads Systems, Inc. v.

' Pathlight Technology, lnc., CA. No. A-OOCA-248-SS (W.D. Tex.
2001 . CD-Rom. '

Plaintiff's Trial Exhibits, Crossroads Systems, Inc. v. Chaparral
Networks Storage, Inc., C.A. No. A-OOCA-217-SS (W.D. Tex. 2001).

12/3/1997

56 Press Release- Symbios Logic to Demonstrate Strong Support for 11/13/1996
Fibre Channel at Fall Comdex (Engelbrecht 12 (LSI 2785-86)) (CD-
ROM Chaarral Exhibits D016 . .

6/17/1905

10/17/1996

|nc., C.A. No. A-OOCA-248-SS W.D. Tex. 2001 . CD-Rom .

C52 Trial Exhibits and Transcripts, Crossroads v. Chaparral, Civil Action

No. A-OOCA-21755, W.D. Tex. 2000 (CD-Rom and hard copy

C "Sun Microsystem Computer Corporation: Implementing a53 Snively,

fibre optic channel SCSI transport" 1994 IEEE, February 28, 1994, pp.
78-82.

Datasheet for CrossPoint 4100 Fibre Channel to SCSI Router (Dedek
Ex 41 ANCT 117-120 CD-ROM Chaarral Exhibits D012 .

C55 Symbios Logic- Software -Interface Specification Series 3 SCSI RAID
Controller Software Release 02.xx (Engelbrecht Ex 2 (LSI 1421-1658))
CD-ROM Chaarral Exhibits D013 .

C57 OEM Datasheet on the 3701 Controller (Engelbrecht 13 (LSI 01837-
38 CD-ROM Chaarral Exhibits D017 .

fl Nondisclosure Agreement Between Adaptec and Crossroads Dated10/_17/96 (Quisenberry Ex 25 (CRDS 8196)) (CD-ROM Chaparral
Exhibits D020).
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90/007,124

July 19, 2004

Hoese, Geoffrey
2182

Examiner Name Flemin, Fritz M.

Atty Docket Number CROSS1121-15
Cite No. OTHER PRIOR ART - NON PATENT LITERATURE DOCUMENTS Date

59 Organizational Presentation on the External Storage Group (Lavan Ex 4/11/1996
1 CNS 182242-255 CD-ROM Chaarral Exhibits D021 .

C60 Bridge. C, Bridge Between SCSI-2 and SCSI-3 FCP (Fibre Channel
Protocol CD-ROM Chaarral Exhibits P214 .

Bridge Phase II Architecture Presentation (Lavan Ex 2 (CNS 182287- 4/12/1996
295 CD-ROM Chaarral Exhibits D022 .

C62 Attendees/Action Items from 4/12/96 Meeting at BTC (Lavan Ex 3 4/12/1996
CNS 182241 CD-ROM Chaarral Exhibits D023 .

Brooklyn Hardware Engineering Requirements Documents, Revision 5/26/1996

1.4 (Lavan Ex 4 (CNS 178188-211)) (CD-ROM Chaparral Exhibits
D024 b Pecone.

Brooklyn Single-Ended SCSI RAID Bridge Controller Hardware OEM 3/21/1996
Manual, Revision 2.1 (Lavan EX 5 (CNS 177169-191)) (CD-ROM
Chaarral Exhibits D025 .

Coronado Hardware Engineering Requirements Document, Revision 9/30/1996

0.0 (Lavan‘Ex 7’(CNS 176917-932)) (CD-ROM Chaparral Exhibits
D027 b O'Del|.

C66 ESS/FPG Organization (Lavan Ex 8 (CNS 178639-652)) (CD-ROM 12/6/1996
Chaarral Exhibits D028 .

C67 Adaptec MCS ESS Presents: Intelligent External l/O Raid Controllers 2/6/1996

"Bridge" Strategy (Lavan Ex 9 (CNS 178606-638)). (CD-ROM
Chaarral Exhibits D029 .

68 AEC-7313 Fibre Channel Daughter Board (for Brooklyn) Engineering 2/27/1997
Specification, Revision 1.0 (Lavan Ex 10 (CNS 176830-850)) (CD-
ROM Chaarral Exhibits D030 . .

69 Bill of Material (Lavan Ex 14 (CNS 177211-214)) (CD-ROM Chaparral 7/24/1997
Exhibits D034 .

70 AEC-. 4412B, AEC-7412/B2 External RAID Controller Hardware OEM ' 6/27/1997

Manual, Revision 2.0 (Lavan Ex 15 (CNS 177082-123)) (CD-ROM
Chaarral Exhibits D035 .

Coronado ll, AEC-7312A Fibre Channel Daughter (for Brooklyn) 7/18/1997

Hardware Specification, Revision 1.2 (Lavan Ex 16 (CNS 177192-
arral Exhibits D037 b Tom Yan.

AEC-4412B, AEC7412/3B External RAID Controller Hardware OEM 8/25/1997

Manual, Revision 3.0. (Lavan Ex 17 (CNS 177124-165)) (CD-ROM ‘
Chaarral Exhibits D036 .

3 Memo Dated 8/15/97 to AEC-7312A Evaluation Unit Customers re: 8/15/1997

B001 Release Notes (Lavan Ex 18 (CNS 182878-879)) (CD-ROM
Chaarral Exhibits D038 ,

C 4 Brooklyn Main Board (AES-0302) MES Schedule (Lavan Ex I9 (CNS 2/11/1997
177759-763 CD-ROM Chaarral Exhibits D039 .

C75 News Release-Adaptec Adds Fibre Channel Option to its External 5/6/1997
RAID Controller Family (Lavan Ex 20 (CNS 182932-934)) (CD-ROM
Cha arral-Exhibits D040

C76 AEC-4412B/7412B User’s Guide, Rev. A (Lavan Ex 21) (CD-ROM 6/19/1905
Chaarral Exhibits D041 .

Application Number

FORM PTO 1449 us Department of Film Date
Commerce 9

Patent and Trademark Office First Named Inventor

Sheet

Examiner
Initials

O
O

NNfifi_|

NNI:
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Application Number 90/007,124

FORM PTO 1449 US Department of Filing Date July 19, 2004Commerce

patent and Trademark ofnce First Named Inventor Hoese, Geoffrey
2182

Examiner Name Flemin, Fritz M.

_Atty Docket Number CROSS‘ 12145
Examiner cam. OTHER PRIOR ART - NON PATENT LITERATURE DOCUMENTSInitials

Davies Ex 1 CNS 182944-64 CD-ROM Chaarral Exhibits D046 . ‘”
CNS 181800-825 CD-ROM Chaarral Exhibits D047 .7“

9 Viking RAID Software (Davies Ex 3 (CNS 180969-181026)) (CD-ROMChaarral Exhibits D048 .

018 CD-ROM Chaarral Exhibits D049 .‘‘°
81 C++ SourceCode for the SCSI Command Handler (Davies Ex 5 (CNS 8/8/1996

179136-168)) (CD-ROM Chaparral Exhibits D050). -
82 Header File Data Structure (Davies Ex 6 (CNS 179997—180008)) (CD-ROM Chaarral Exhibits D051 .

83 SCSI Command Handler (Davies Ex 7 (CNS 179676-719)) (CD-ROMChaarral Exhibits D052 .

C84 Coronado: Fibre Channel to SCSI Intelligent RAID Controller Product

Brief (Kalwitz Ex I (CNS 182804-805)) (CD-ROM Chaparral Exhibits
D053 .

Bill of Material (Kalwitz Ex 2 (CNS 181632-633)) (CD-ROM Chaparral 3/17/1997
Exhibits D054 . '

’Emai|s Dated 1/13-3/31/97 from P. Collins to M0 re: Status ReportsKalwitz Ex 3 CNS 182501-511 arral Exhibits D055 ._

N]

E

C87 Hardware Schematics for the Fibre Channel Daughtercard Coronado
Kalwitz Ex 4 CNS 181639-648 CD-ROM Chaarral Exhibits D056 .

88 Adaptec Schematics re AAC-340 (Kalwitz Ex 14 CNS 177215-251))CD-ROM Chaarral Exhibits D057 . ' —
Bridge Product Line Review (Manzanares Ex 3 (CNS 177307-336)) -CD-ROM Chaarral Exhibits D058 .

AEC Bridge Series Products-Adaptec External Controller RAID 10/28/1997
Products Pre—Release Draft, v.6 (Manzanares Ex 4 (CNS 174632-
653 . CD-ROM Chaarral Exhibits D059 .

Hewlett-Packard Roseville Site Property Pass for Brian SmithDunnin Ex 14 HP 489 CD-ROM Chaarral Exhibits D078 .

Distribution Agreement» Between Hewlett-Packard and Crossroads —Ex 15 HP 326-33 CD-ROM Chaarral Exhibits D079 .

HPFC-5000 Tachyon User’s Manuel, First Edition (PTI 172419-839)CD-ROM Chaarral Exhibits D084 .

X3T10 994D - (Draft) Information Technology: SCSI-3 Architecture
Model, Rev. 1.8 PTI 165977 CD-ROM Chaarral Exhibits D087 .

X3T10 Project 1047D: Information Technology- SCSI-3 Controller 9/3/1996

(9O< 

1

2

Commands (SCC), Rev, 6c (PTI 166400-546) (CD-ROM Chaparral
Exhibits D088 . ‘

X3T10 995D- (Draft) SCSI-3 Primary Commands, Rev. 11 11/13/1996
(Wanamaker Ex 5 (PTI 166050-229)) (CD-ROM Chaparral Exhibits
D089).
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Application Number 90/007.124

F°R"" "T° ‘c‘:,:::r3:°a“"‘°"‘ °’ Filing Date July 19, 2004
Patent and Tfadgmafk Office First Named Inventor H0838. Geoffrey

2182

Flemin. Fritz M.

~mooc»«et~um»er <=Ross«121-15
OTHER PRIOR ART -- NON PATENT LITERATURE DOCUMENTS

C97 VBAR Volume Backup and Restore (CRDS 12200-202) (CD-ROM
Chaarral Exhibits D099 .

C98 Preliminary Product Literature for Infinity Commstor’s Fibre Channel 8/19/1996

to SCSI Protocol Bridge (Smith Ex 11; Quisenberry Ex 31 (SPLO 428-
CD-ROM Chaarral Exhibits D143 .

C99 Letter dated 7/12/96 from J. Boykin to B. Smith re: Purchase Order for 7/12/1996

Evaluation Units from Crossroads (Smith Ex 24) CRDS 8556-57) (CD-
ROM Chaarral Exhibits D144 .

Hulse Ex 9 CRDS 16129-130 CD-ROM Chaarral Exhibits D145 .

C101 CrossPoint 4400 Fibre Channel to SCSI Router Preliminary Datasheet 11/1/1996

(Bardach Ex. 9, Quisenberry Ex 33 (CRDS 25606-607))‘(CD-ROM
Chaarral Exhibits D153 .

C102 Fax Dated 07/22/96 from L. Petti to B. Smith re: Purchase Order from

Data General for FC2S Fibre to Channel SCSI Protocol Bridge Model
11 (Smith Ex 25; Quisenberry Ex 23; Bardach Ex 11 (CRDS 8552-55;

CD-ROM Chaarral Exhibits D155 .

C103 Email Dated 12/20/96 from J. Boykin to B. Smith re: Purchase Order

for Betas in February and March (Hoese Ex 16. Quisenberry Ex 25;
Bardach Ex 12 (CRDS 13644-650) (CD-ROM Chaparral Exhibits

C104 Infinity Commstor Fibre Channel Demo for Fall Comdex, 1996 (Hoese
Ex 15, Bardach Ex 13 (CRDS 27415) (CD-ROM Chaparral Exhibits
D157 .

C105 Fax Dated 12/19/96 from B. Bardach to T. Rarich re: Purchase Order

Information (Bardach Ex. 14; Smith Ex 16 (CRDS 4460)) (CD-ROM
Chaarral Exhibits D158 .

CRDS 27415-465 CD-ROM ChaarraI~Exhibits D165 .

CrossPoint 4100 Fibre Channel to SCSI Router Preliminary Datasheet

(Quisenberry) Ex 3 (CRDS 4933-34) (CD-ROM Chaparral Exhibits
D166 CD-ROM Chaarral Exhibits D166 .

CrossPoint 4400 Fibre to Channel to SCSI Router Preliminary
Datasheet; Crossroads Company and Product Overview (Quisenberry
Ex 4 CRDS 25606; 16136 CD-ROM Chaarral Exhibits D167 .

C Crossroads Purchase Order Log (Quisenberry Ex 9 (CRDS 14061-
- 062 CD-ROM Chaarral Exhibits D172 .

C110 RAID Manager 5 with RDAC 5 for UNIX V.4 User's Guide (LSI-01854) 9/1/1996
CD-ROM Chaarral Exhibits P062 .

111 Letter dated May 12, 1997 from Alan G. Leal to Barbara Bardach
enclosing the original OEM License and Purchase Agreement

between Hewlett-Package Company and Crossroads Systems, Inc.
‘CRDS 02057 CD-ROM Chaarral Exhibits P130 .

‘ C112 CR4x00 Product Specification (CRDS 43929) (CD-ROM-Chaparral 6/1/1998 .

Exhibits P267).

_\ O

N .
O .1 O
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Application Number 90/007,124

FORM PTO 1449 US Department of Filing Date July 19' 2004 —
Commerce _

patent and nademark office First Named Inventor Hoese, Geoffrey

Group Art Unit 2182

Flemin. Fritz M.

Atty Docket Number 0110881121-15
als OTHER PRIOR ART -- NON PATENT LITERATURE DOCUMENTS E

C113 Symbios Logic — Hardware Functional Specification for the Symbios

Logic Series 3 Fibre Channel Disk Array Controller Model 3701

- (Engelbrecht Ex 3 (LSI-1659-1733) (CD-ROM Pathlight Exhibits 1
D074

C114 Report of the Working Group on Storage I/O for Large Scale
Computing; Department of Computer Science Duke University: CS-

1996-21 (PTI 173330-347). (CD-ROM Pathlight Exhibits D098).

C115 Brian A||ison’s 1999 Third Quarter Sales Plan (PDX 38 )CNS‘ 022120- ' 6/5/2001

132)) (CD-ROM Pathlight Exhibits D201 ). A

- c115 Brooklyn SCSI-SCSI Intelligent External RAID Bridge Definition PhaseExternal Documentation CD-ROM Pathliht Exhibits D129 .

Examiner Signature
Date Considered
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ARTIFACT SHEET

Enter artifact number below. Artifact number is application number +
artifact type code (see list below) + sequential letter (A, B; C ...). The first
artifact folder for an artifact type receives the letter A, the second B, etc..

Examples: 59123456PA, _59 23456PB, 5.9123456ZA, 5912345628
(‘:0 (/0 7 /2‘/(L 3

Indicate quantity of a single type of artifact received but not scanned. Create
individual artifact folder/box and artifact number for each Artifact Type.

CD(s) containing: El
computer program listing
Doc Code: Computer Artifact Type Code: P

pages of specification
and/or sequence listing [1
and/or table

Doc Code: Artifact Anifacfie Code: Scontent unspecified or combined ‘
Doc Code: Artifact Artifact Type Code: U

Stapled Set(s) Color Documents or B./W Photographs
Doc Code: Artifact Artifact Type Code: C

Microfilm(s)
Doc Code: Artifact Artifact Type Code: F

Video tape(s)
Doc Code: Artifact Artifact Type Code: V

Mode1(s)
Doc Code: Artifact Artifact Type Code: M

Doc Code: Artifact Artifact Type Code: B

Confidential Information Disclosure Statement or Other Documents

marked Proprietary, Trade Secrets, Subject to Protective Order,
Material Submitted under MPEP 724.02, etc.

Doc Code: Artifact Artifact Type Code X

Other, description:
Doc Code: Artifact Artifact Type Code: Z

D

D

D

l:| Bound Document(s)

[:1

D

March 8, 2004
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ARTIFACT SHEET

Enter artifact number below. Artifact number is application number +

artifact type code (see list below) + sequential letter (A, B; C ...). The first
artifact folder for an artifact type receives the letter A, the second B, etc..

Examples: 59123456PA, 59l23456PB, 59l23456ZA, 59l23456ZB
C ‘1 o oo 7 1 *7’ 2 A ‘ T

Indicate quantity of a single type of artifact received but not scanned. Create
individual artifact folder/box and artifact number for each Artifact Type.

 D(s) containing: D
computer program listing
Doc Code: Computer Artifact Type Code: P

pages of specification
and/or sequence listing D
and/or table

Doc Code: Artifact Artifacfie Code: Scontent unspecified or combined \
Doc Code: Artifact Artifact Type Code: U

Stapled Set(s) Color Documents or B./W Photographs
Doc Code: Artifact Artifact Type Code: C

Microfilm(s)
Doc Code: Artifact Artifact Type Code: F

Video tape(s)
Doc Code: Artifact Artifact Type Code: V

Bound Document(s)
Doc Code: Artifact Artifact Type Code: B

Confidential Information Disclosure Statement or Other Documents

marked Proprietary, Trade Secrets, Subject to Protective Order,
Material Submitted under MPEP 724.02, etc.

Doc Code: Artifact Artifact Type Code X

Other, description: .
Doc Code: Artifact Artifact Type Code: Z

E, Model(s)Doc Code: Artifact Artifact Type Code: M

March 8, 2004
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IN THE UNITED STATES PATENT AND TRADEMARK OFFICE

CHANGE or POWER OF ATTORNEY AND Atty. Docket No.

CORRESPONDENCE ADDRESS °R°5S"21-15

6‘

Applicant
Geoffre B. Hoese, et al.

90/007,124 07/19/2004

Title . g -

Storage Router and Method for Providing Virtual
Local Stora - e A

Group Art Unit Examiner
7590 ' Flemin , Fritz
Confirmation Number:

2295

Applicant hereby served the attached" Revocation and Power of Attorney and Change of

Mailing Address on Third Party Requester at the address listed below: _

y Wang and Patel, PC
1301 Dove Street. Suite 1050

Newport Beach, CA 92660

A As per 35 U.S.C. §1.248 service was made via first class mail on February 18, 2005.

Respectfully submitted,

Sprinkle IP La

John L. Adair A

Reg. No. 48,828

Dated: February £2 2005

1301 w. 25”‘ Street, Suite 408
Austin, Texas 78705

Tel.- (512) 637-9220
Fax. (512)371-9088

Enclosures
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February 18, 2005

Natu J. Patel, Esq.

Wang & Patel PC
1303 Dove Street
Suite 1050

Newport Beach, CA 92660

Re: - U.S. Reexam No. 90/007,123 filed 07/19/2004 (Our No. CROSS1120-14)
U.S. Reexam No. 90/007,124 filed 07/19/2004 (Our No. CROSS1 121-15)
U.S. Reexam No. 90/007,126 filed 07/19/2004 (Our No. CROSS1122-16)
U.S. Reexam No. 90/007,125 filed 07/19/2004 (Our NQ. CROSS1123-17)
U.S. Reexam No. 90/007,127 filed 07/19/2004 (Our N0. CROSS1128-.18)

Dear Mr. Patel:

0 Applicant hereby serves the Revocation and Powers of Attorney in the above-referenced
cases on: ' - .

Wang & Patel PC
1303 Dove Street

Suite 1050

Newport Beach, CA 92660

_ As -per U.S.C. § 1.248, service is made via first class mail on February 18, 2005. These
documents give Sprinkle IP Law Group the authority to transact all business with the U.S. Patent
Office‘ in connection with the above matters. -

iadair@sprinklelaw.com

JLA/jp

Enclosure

/1301 w. 2§‘h'STREET. SUlTE*408, A
. V [0] 512.537.9220 tr] _s12
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mar: 08 2004 5:39PM cgossnonns SYSTEMS, INC. 928-5895

-. IN THE UNITED STATES PATENT AND TRADEMARK OFFICE

Revocmon AND POWER or= ATTORNEY AND ‘Aw Do=k==.No-
CHANGE or MAILING ADDRESS °"°s‘°‘““""’

Applicants
Gooflro B. House. at al. '

Application No. ‘Filing Date
9DIDD7,124 D7l1 M2004
For ‘ .

Storage Router and Method for Providing Virtual
Local Stars 2 .

7590 Flemln, Fm:

2295

ggrtlflunl n Undar 57 QFLE, 51,

Commlssloner fOl' Patents l hereby certify lhal lhlr: dooumenl is bnlng lmnsrnllzea In Ihe

p_o_ aux 1459 commssronsn FOR PATENTS we locslmla on / ,

- Alexandria. VA 223134459 2”” 1» ' . 2 _,;
Def" sir: - Janina Pampnll

crossroads Systems, lnc., 00% owner of the above-Identified patent applicatlon, as evidenced

by the Assignment recorded in the parent applicatlon on December 31, 1997 on Reel/Frame:

8929/0290. hereby revokes all previous Powers"of Attorney and appoints the following altorneys

I under Customer No. 44654. all of the firm of SPRINKLE lP_LAw GROUP, to prosecute the above-

identlfiad Patent and to transact all business In the Patent and Trademark Office connected

therewith.

STEVEN R. SPRINKLE Reglstraflon No. 40,825
JOHN ADAIR Registration No. 45.828
ARI AKMAL Registration No. 51.385

Dlrecl all telephone calls and correspondence
Customer No. 44654

- SFRINKLE IF LAW GROUP

' 1301 W. 25” Streai, Sulte 408.
. Austln, Texas 76705 '

. Ann: Steven Sprinkle
Tel. (512) 637.9220 I Fax (512) 371.8086

l hereby stale I am authorized to act on behalf of Crossroads Systems, Inc.

Respectfully submitted.
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IN THE UNITED STATES PATENT AND TRADEMARK OFFICE

Reexamination Appl. No.: 90/007,124 CHANGE OF

Reexam. Request Filed: July 19, 2004 CORRESPONDENCE ADDRESS OF

Patent No.: 6,421,753 THIRD-PARTY REQUESTER FOR

Issued: July 16, 2002 EX PARTE REEXAMINATION

Inventor: Hoese, et al.

Group Art Unit: 2182

Examiner: Fleming, Fritz M.

Attorney Docket No.: 1006-8930

Commissioner for Patents

P.O. Box 1450

Alexandria, VA 22313-1450

CHANGE OF CORRESPONDENCE ADDRESS OF

THIRD-PARTY REQUESTER FOR EX PARTE REEXAMINATION

Dear Sir:

Please change the correspondence address for notifications sent to the third-party

requester in the above-referenced patent reexamination proceeding to:

Larry E. Severin

Wang, Hartmann & Gibbs, PC

1301 Dove Street, #1050

Newport Beach CA 92660

Telephone: (949) 833-8483

Fax: (949) 833-2281

The individual who originally requested this ex parte reexamination, Natu J. Patel,

is no longer with our firm. Our firm does, however, continue to represent the parties

upon whose behalf this request was made. Accordingly, our firm retains the right to
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receive copies of Office Actions or other correspondence from the Patent and Trademark

Office that is sent to the third party requester in an ex parte reexamination proceeding

under 37 C.F.R. §1.550.

A copy of this letter, including the certification of service, has been sent to the

attorney of record of the patent owner, per 37 C.F.R. §l.33(c). Certification of service is

enclosed.

February 18, 2005 Respectfully submitted,

Wang, Hartmann & Gibbs, PC
1301 Dove Street, #1050

Newport Beach CA 92660

(949) 833-8483

Larry E. Severin

Reg. No. 54606

Enclosures:
O Certificate of Service to Patent Owner

I hereby certify that this is being deposited with the United States Postal Service with sufficient postage as
first class mail on the date indicated above in an envelope addressed to Commissioner for Patents, PO. Box
1450, Alexandria, VA 22313-1450..

Dated: % Signed
Print Name: Faiza An V
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CERTIFICATE OF SERVICE

I hereby certify that a true copy of the attached Change Of Correspondence

Address Of Third-Pagty Reguester For Ex Parte Reexamination was served upon
counsel of record at each of the addresses below via U.S. Postal Service first class mail

on February 18, 2005:

DLA PIPER RUDNICK GRAY CARY US, LLP
Atn: Mark Bender

2000 University Avenue
E. Palo Alto CA 94303-2248

SPRINKLE IP LAW GROUP

1301 W. 25TH Street

Suite 408

Austin TX 78705

Date: February 18, 2004
Faiza Anwar
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UNITED STATES PATENT AND TRADEMARK OFFICE
UNITED STATES DEPARTMENT OF COMMERCE
United States Patent and Trademark Otficc
Addruu: COMMISSIONER FOR PATENTS

P.o. Bax 1450
Alexandria. Virginia 223IJ-I450ww\v.uxp(n.gDv

APPLICATION NO. FILING DATE FIRST NAMED INVENTOR ATTORNEY DOCKET NO. CONFIRMATION NO.

90/007,124 07/19/2004 642 I 753 1006-8930 2295

44654 7590 07/07/2005

SPRINKLE IP LAW GROUP
1301 W. 25TH STREET

SUITE 408 ’‘'‘‘’E'‘“““‘*'"“‘
AUSTIN, TX 78705

DATE MAILED: 02/07/2005

Please find below and/or attached an Office communication concerning this application or proceeding.

1>To9oc (Rev. 10/03)
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UNITED STATES PATENT AND TRADEMARK OFFICE

Cumrnisslonerfor Patens
Unlted States Patent and Trademark Office

P.0. BDKMSO
Alexandria, VA 22313-1450uvwuusp1o.g:w

DO NOT USE IN PALM PRINTER

(THIRD PARTY REQUESTER‘S CORRESPONDENCE ADDRESS)

WANG & PATEL, PC
1301 Dove Street, Suite 1050
Newport Beach, CA 92660

EX PARTE REEXAMINATION COMMUNICATION TRANSMITTAL FORM

REEXAMINATION CONTROL NO. 90/007124.

PATENT NO. 6 421 753.

ART UNIT 21 2.

Enclosed is a copy of the latest communication from the United States Patent and Trademark

Office in the above identified ex parte reexamination proceeding (37 CFR 1.550(f)).

Where this copy is supplied after the reply by requester, 37 CFR 1.535, or the time for filing a

reply has passed, no submission on behalf of the ex parte reexamination requester will be

acknowledged or considered (37 CFR 1.550(g)).

PTOL-465 (Rev. 07-04)
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Control No. Patent Under Reexamination
90/007,124 6421753

Examiner Art Unit

Fritz M Fleming 2182

Office Action in Ex Parte Reexamination

-- The MAILING DATE of this communication appears on the cover sheet with the correspondence address --

aC] Responsive to the communication(s) filed on . b[:I This action is made FINAL.
CX A statement under 37 CFR 1.530 has not been received from the patent owner.

A shortened statutory period for response to this action is set to expire 2 month(s) from the mailing date of this letter.
Failure to respond within the period for response will result in termination of the proceeding and issuance of an ex parte reexamination
certificate in accordance with this action. 37 CFR 1.550(d). EXTENSIONS OF TIME ARE GOVERNED BY 37 CFR 1.550(c).
If the period for response specified above is less than thirty (30) days, a response within the statutory minimum of thirty (30) days
will be considered timely.

Part I THE FOLLOWING ATTACHMENT(S) ARE PART OF THIS ACTION:

' ‘l. X Notice of References Cited by Examiner, PTO-B92. 3. D Interview Summary, PTO-474.

IX] Information Disclosure Statement, PTO-1449. 4. [:] .

SUMMARY OF ACTION

IX] Claims 1;Zare subject to reexamination.
E] Claims_ are not subject to reexamination.

E] Claims __ have been canceled in the present reexamination proceeding.

E] Claims __ are patentable andlor confirmed.

. IE Claims Lgare rejected.’

. D Claims __ are objected to.

. IX The drawings. filed on 7/19/2004 are acceptable. '

. E] The proposed drawing correction, filed onjhas been (7a)I:] approved (7b)[:] disapproved.

. [:] Acknowledgment is made of the priority claim under 35 U.S.C. § 119(a)-(d) or (f).

a)CI All b)[] Some‘ c)l:I None of the certified copies have

1l:I been received.

2I:I not been received. ‘

slj been filed in Application No.

4B been filed in reexamination Control No.

5[:] been received by the International Bureau in PCT application No.

" See the attached detailed Office action for a list of the certified copies not received.

9. [:1 Since the proceeding appears to be in condition for issuance of an ex parte reexamination certificate except for formal
matters, prosecution as to the merits is closed in accordance with the practice under Ex parte Quayle, 1935 C.D.
11, 453 O.G. 213.

10. C] Other:

cc: Re uester '
U.S. Patent and Tradervark Olfice

PTOL-455 (ReV- 04-01) Office Action in Ex Parte Reexamination Part of Paper No. 20050124
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Reexamination

1. The patent owneris reminded of the continuing responsibility under 37 CFR 1.565(a) to

apprise the Office of any litigation activity, or other prior or concurrent proceeding, involving

Patent No. 6,421,753 throughout the course of this reexamination proceeding. The third party

requester is also reminded of the ability to similarly apprise the Office of any such activity or

proceeding throughoutithe course of this reexamination proceeding. See MPEP §§ 2207, 2282

and 2286.

Claim Rejections - 35 USC § 103

2. The following is a quotation‘ of 35 U.S.C. 103(3) which forms the basis for all

obviousness rejections set forth in this Office action:

(a) A patent may not be obtained though the invention is not identically disclosed or described as set forth in
section 102~ofthis title, ifthe differences between the subject matter sought to be patented and the prior art are
such that the subject matter as a whole would have been obvious at the time the invention was made to a person
having ordinary skill in the art to which said subject matter pertains. Patentability shall not be negatived by the
manner in which the invention was made.

3. The factual inquiries set forth in Graham v. John Deere C0., 383 U.S. 1, 148 USPQ 459

‘(1966), that are applied for establishing a background for determining obviousness under 35

U.S.C. 103(a) are summarized as follows:

Determining the scope and contents of the prior art.

Ascertaining the differences between the prior art and the claims at issue.

Resolving the level of ordinary skill in the pertinent art.

Considering objective evidence present in the application indicating obviousness
or nonobviousness.

4. This application currently names joint inventors. In considering patentability of the

claims under 35 U.S.C. 103(3), the examiner presumes that the subject matter of the various

claims was commonly owned at the time any inventions covered therein were made absent any

evidence to the contrary. Applicant is advised of the obligation under 37 CFR 1.56 to point out
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the inventor and invention dates of each claim that was not commonly owned at the time a later

inventionpwas made in order for the examiner to consider the applicability of 35 U.S.C. l03(c)

and potential 35 U.S.C. 102(e), (t) or (g) prior art under 35 U.S.C. 103(a).

5. Claims 1 and 4 are rejected under 35 U.S.C. l03(a) as being unpatentable over Petal in

view of Quam and Cummings.

Petal is competent art under 102(b) as its publication date is September 1996, more than

one year prior to effective filing date (12/31/1997) of the instant patent.

Addressing claim 12 (the broadest independent claim), Petal provides virtual local

storage (page 5, section 3, “This allows clients to access Petal virtual disks just like local disks.”

And page 7, section 3.2 “Petal provides clients with a large virtual disk that is available to all

clients on the network”) in the form of the Figure 1 virtual disks in the form of Figure 6 SCSI

disks (connected to one transport medium—SCSI) to devices connected to another transport

medium in the form of the Petal clients connected to the Digital ATM Network. The method is

shown to interface to the first transport medium (Digital ATM Network for the clients) and the

second transport medium (SCSI for the disks) per Figure 6 via the overall Petal Virtual Disk

storage servers of the Figure 2 physical view, which provides the actual interface between the

two media. A mapping is shown per Figure 4 and the virtual to physical mapping and the section

2 discussion. Page 3 shows the 3 step mapping process to translate a client supplied virtual disk

identifier into a global map identifier, to a given offset, to the physical mapping at the actual

disk. Thus there is a mapping of the client devices to the storage devices in order to use the

storage space. As far as “implements access controls for storage space on the storage devices” is

concerned, this limitation is very broad in that it provides no specifics as to exactly what these
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controls are to be. Given this, page 7, column 2 sets forth “We currently do not provide any

special support for protecting a client’s data from other clients; however, it would not be difficult

to provide security on a per virtual disk basis.”, which is anticipatory, as this teaches an

implementation of security access controls on a per virtual disk basis, if and when desired. Thus

there is a clear teaching of an implementation of a security access control per virtual disk. basis

by protecting a client’s data from other clients. Given a plain reading of this passage, it clearly

teaches that a client is only able to access its own virtual disk. Finally, this access is allowed

from the client devices to the storage devices “using native, low level, block protocols”, as page

7, section 4, column 2 provides “Petal provides a disk—like interface that allows clients to read
17

and write blocks of data. Section 3.2 provides “_In all cases but one, the file system level

performance of the Petal virtual disk is comparable to locally attached disks.” Section 3,

column 2, page 5 sets forth that access to the disks is provided using the UNIX raw disk

interface. Page 1, column 2+, sets forth the concept of a “lower level service” and “block level

storage system” and “An additional benefit is that the block-level interface is useful for

supporting heterogeneous clients and client applications”. Section 2, column 1, page 2 explicitly

sets forth “As shown in Figure 2, Petal consists of a pool of distributed storage servers that

cooperatively implement a single, block level storage system. Clients view the storage system as

a collection of virtual disks “ which anticipates the breadth of the claim language, as it only

requires the use of “native, low level, block protocols.” Also note page 8, column 2, which

clearly states “Petal provides block level rather than a file level interface.” Finally, page 1,

column 1, sets forth specifically “To a Petal client, this collection appears as a highly available

block-level storage system that provides large abstract containers called virtual disks. A virtual
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disk is globally accessible to all Petal clients on the network. A client can create a virtual disk on

demand to tap the entire capacity and performance of the underlying physical resources.” Thus

the reference anticipates the native, low level, block protocols, as the clients view the storage as

block level and hence access it using such protocols accordingly. The mapping between the

workstations and the SCSI drives and access controls is maintained by the mapping of Figure 4,

in order to maintain the configuration of the created virtual disks. Note the previously mentioned

“for protecting a client’s data from other clients. . .to provide security on a per virtual disk basis.”

As a client creates a virtual disk, and such can be kept private from other clients, then each

virtual disk, which is a subset of the entire storage, is only accessible by that client to which it is

mapped. Note also workstations are the clients, and SCSI hard disk drives are the storage

devices.

When viewed per the Figures, Petal provides a storage router via the mapping of Figure

4. Figure 4 provides for the mapping and thus the storage routing of the translation of the client

supplied virtual disk identifier to the actual physical disk. Per column 2, section 2, clients

maintain minimal high level mapping information so as to properly route read and write requests

to the “most appropriate” server. Thus “routing” is used to get the mapping from the client to the

actual disk, and the mapping of Figure 4, which is the Petal servers taken as a whole, thus

meeting the claimed “storage router” limitation. It is to be noted that the “storage router” is not

further defined in any sort of a structural manner, therefore the Petal servers acting per Figure 4,

anticipate what is claimed. Also note the “storage router” of the Petal system, interpreted to be

all of the Petal system of Figure 6, absent the disks. Thus the access is allowed via block level

protocols in accordance with the mapping and access controls. Thus the storage router is capable
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of configuring the SCSI devices to contain the virtual disks as requested by the client

workstations. This configuration is maintained by the mapping of Figure 4.

Note that the “allowing” limitations of claims 4 are very broad. Claim 4 only requires

that the “storage router”. ..“al1owing access. . .using ...” without further specifying how or what

“uses” these protocols. As the Petal system uses a block-level interface and blocks of data are

read and written (i.e. section 3.1), the native, low-level block protocols are used, at least to the

extent claimed. The same applies to the limitations of claim 12. Note also that per section 3,

that both the Petal servers and clientsrun Digital Unix, so that the client is able to access Petal

virtual disks just like local disks, which per section 4, page 7, column 2 results in “Petal provides

a disk—like interface that allows clients to read and write blocks of data”, and per section 6,

column 2, page 8 has “Petal provides a block level rather than a file level interface”, thereby

teaching the use of native, low level, block protocol. Finally, not section 1, which reads “A

Petal virtual disk is a container that provides a sparse 64-bit byte storage space. AS with

ordinary magnetic disks, data are read and written to Petal virtual disks in blocks”, thereby

providing for clear anticipation of what is claimed.

Petal, as discussed in detail above, teaches and anticipates a storage router for providing

local storage on remote storage devices, but does not specify the Fibre Channel to connect the

workstations to the SCSI disk arrays. Note that the network used to connect the clients to the

virtual local storage is an ATM protocol based network.

Quam, as a whole, compares and contrasts ATM to Fibre Channel. Per pages 651-2,

“Fibre Channel vs. ATM”, it is clearly taught that Fibre-channel is better suited is better suited
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A for a channel where large blocks of data are transferred between users, while ATM is suited for

high speed switching with low latency.

Cummings, as a whole, teaches the use of Fibre-Channel so that the Disk Array and Tape

Library are accessed using the same protocols (e. g. SCSI) as if they were connected to the user’s

local workstation, such that remote disk storage is regarded as private and can be accessed at the

same level of performance and with comparable latency as any local disk, per pages 253-254 and

Figure 2.

Therefore it would have been obvious to one having ordinary skill in the art at the time

that the invention was made to modify the teachings of Fetal per those of Quam and Cummings

so as to change from the ATM to a Fibre Channel network interconnecting the workstations to

the SCSI drives, so as to be able to use Fibre Channel as the network to transfer large blocks of

data (better suited for Fibre Channel vs. ATM) and to be able to access a disk array using the

same SCSI protocol as if they were connected to the user’s local workstation with the same

latency and level of performance as a local disk with the Fibre Channel, the same as is done by

Petal. Thus the references are properly combinable and provide express motivation to switch

from an ATM to Fibre Channel network.

6. Claims 2,3 and 5—gare rejected under 35 U.S.C. 103(a) as being unpatentable over Petal

in view ofQuam and Cummings, as applied to claims 8-10 and 12-16, further in View of Crouse

et al.

Petal, as discussed in detail above, teaches a storage router for providing local storage on

remote storage devices, but does not detail a bufferior supervisor connected to the two
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controllers. Note that the network usedtto connect the clients to the virtual local storage is an

ATM protocol based network.

Finally, Crouse et al. show the specifics of a UNIX running network data server 14, that

provides an interface between a Fibre Channel network 12b and the SCSI storage 46. Thus, per

Figures 3 and 4, note a first controller 54 operable to connect to the Fibre Channel medium 12b,

a second controller 68 connected to the SCSI bus and storage, with a buffer 64 providing

memory work space to facilitate block transfers. A supervisor unit is seen as 60, to include the

device microprocessor of Figure 4, and is thus operably coupled to both controllers 54 and 68, so

that block oriented I/O operations can be carried out at maximum transfer rates to and from the

storage 16, the controller 68, the buffer 64, the processor 54, and network 12.

Therefore it would have been obvious to one having ordinary skill in the art at the time

that the invention was made to modify Petal per the teachings of Quam, Cummings and Crouse

et al. for the express purpose of using Fibre-Channel in place of ATM to take advantage of Fibre-

Channel’s ability to better transfer large blocks of data, to then use the Fibre Channel to obtain

the same advantages of Petal in the form of Fibre Channel’s ability to access a disk array using a-

SCSI protocol as if they were attached to the local workstation with access and latency

comparable to local disk access per Cummings, with the specifics of controllers and buffer and

supervisor running on a UNIX based network data server in order to carry out block transfers at

maximum transfer rates per Crouse et al.

Any inquiry concerning this communication or earlier communications from the

examiner should be directed to Fritz M Fleming whose telephone number is 571-272-4145. The

examiner can normally be reached on M-F, 0600-1500.
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If attempts to reach the examiner by telephone are unsuccessful, the examiner’s

supervisor, Jeffrey Gaffin can be reached on 571-272-4146. "The fax phone number for the

organization where this application or proceeding is assigned is 703-872-9306.

Information regarding the status of an application may be obtained from the Patent

Application Information Retrieval (PAIR) system. Status information for published applications

may be obtained from either Private PAIR or Public PAIR. Status information for unpublished - '

applications is available through Private PAIR only. For more information about the PAIR

system, see http://pair-direct.uspto.gov. Should you have questions on access to the Private PAIR

system, contact the Electronic Business Center (EBC) at 866- \17-9197 (tcyfree).

Primary Examiner
Art Unit 2182
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Search Query DB5 Plurals fime Stamp#

19 scsi same (fibre adj channel) same USPAT/ 2005/01/19 14:08
interface same dma

71 storage adj2 router USPAT 2005/01/19 14:08

24 scsi nearS ((fibre or fiber) adj channel) h_ USPAT 2005/01/13 07:22
near storage ‘

117 scsi nearS ((fibre or fiber) adj channel) USPAT 2005/01/13 07:40
near5 storage

49 scsi same ((fibre or fiber) adj channel) EPO; JPO; 2005/01/13 10:27
same storage DERWENT;

IBM_TDB

4 scsi same ((fibre or fiber) adj channel) EPO; JPO; 2005/01/13 08:15
same bridge _ - DERWENT;

IBM_TDB

97 scsi same ((fibre or fiber) adj channel) USPAT 2005/01/13 07:58
same bridge

36 scsi same ((fibre or fiber) adj channel) USPAT 2005/O1/ 13 07:59
same router

197 scsi same ((fibre or fiber) adj channel) USPAT 2005/01/ 13 07:59
same adapter

32 scsi same ((fibre or fiber) adj channel) ' EPO; JPO; 2005/01/13 08:17
same network same storage DERWENT;

IBM_TDB

664 scsi same ((fibre or fiber) adj channel) US-PGPUB 2005/01/13 08:18
same network same storage

302 scsi same ((fibre or fiber) adj channel) USPATV 2005/01/ 13 09:06
same network same storage

76 scsi same ((fibre or fiber) adj channel) ‘ USPAT 2005/01/13 09:20
same (map or mapping)

10 scsi same ((fibre or fiber) adj channel) EPO; JPO; 2005/01/ 13 09:33
same (map or mapping) DERWENT; .

IBM_TDB

scsi same ((fibre or fiber) adj channel) EPO; JPO; 2005/01/ 13 09:33
same (block adj level) DERWENT;

IBM_TDB

scsi same ((fibre or fiber) adj channel) V USPAT I 2005/01/ 13 09:34
same (block adj level)

scsi same ((fibre or fiber) adj channel) USPAT 200S/01/ 13 09:37
same native same block

141 scsi same ((fibre or fiber) adj channel) USPAT 2005/01/13 10:12
same block same (storage or disk or
disc or tape)

10 scsi same ((fibre or fiber) adj channel) 2005/01/13 10:13
same (network adj attached adj ’
storage)

Search History 1/19/05 3:34:17 PM Page 1

C:\APPS\EAs‘I'\Workspaces\reexam fibre.wsp
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scsi same ((fibre or fiber) adj channel) 2005/01/13 10:14
and (network adj attached adj
storage)

(block adj level) same (network adj USPAT 2005/01/13 10:15
attached adj storage) "

scsi same ((fibre or fiber) adj channel) USPAT 2005/01/ 13 10:17
same shared same storage

(peer adj2 peer) ' USPAT 2005/01/13 10:17

(peer adj2 peer) same shared same USPAT 2005/01/13 10:20
storage

(shared adj storage) same scsi USPAT 2005/01/13 10:23

network adj attached adj storage USPAT 2005/01/13 10:52

scsi same ((fibre or fiber) adj channel) USPAT 2005/01/13 10:36
same storage

scsi same ((fibre or fiber) adj channel) USPAT ' 2005/01/ 13 10:43
same interface

scsi same ((fibre or fiber) adj channel) USPAT 2005/01/ 13 10:43
same mapping

network adj attached adj storage EPO; JPO; 2005/O1/ 13 11:34
DERWENT;
IBM_TDB

block adj server EPO; JPO; 2005/0 1/ 13 11:38
DERWENT;
IBM_TDB

block adj server USPAT 2005/01/13 12:21

network adj attached adj peripheral USPAT 2005/01/ 13 13:15

(710/74).CCLS. USPAT 2005/01/13 13:35

(710/74).CCLS. US-PGPUB 2005/01/13 13:37

(711/111-114).CCLS. USPAT 2005/01/19 06:51

((fibre or fiber) adj channel) same scsi USPAT 2005/01/13 13:48
same (storage or disk or disc) same
controller

network$ near5 storage near5 USPAT 2005/01/14 08:27
controller

netvvork$ near5 storage near5 EPO; JPO; 1 2005/01/14 08:04
controller DERWENT;

IBM_TDB

(711/111-114).CCLS. US-PGPUB 2005/01/19 06:35

(711/111,112).CCLS. USPAT 2005/01/19 07:39

(711/113,114).CCLS. USPAT 2005/01/19 08:25

atm same scsi same ((fiber or fibre) USPAT 2005/01/19 08:37
adj channel) . -

atm same ((fiber or fibre) adj channel) USPAT 2005/01/19 08:41

$40 or $41 or $42 or $43 or $44 USPAT 2005/01/19 08:41

Search History 1/19/05 3:34:17 PM Page 2

CIW’P5\EA5T\Workspaces\re—exam fibre.wsp



Oracle-Huawei-NetApp Ex. 1025, pg. 654

scsi same fibre same port same
adaptor

scsi same fibre same adaptor

scsi same fibre same converter

(710/315).CCLS.
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UNITED S1:A:n~:s PATENT AND TRADEMARK Omcs UNITED STATES DEPAR'l'MIEN'l‘ OF COMMERCE
United States Patent and Trademark Office
AddzrxCOM'.I\flSSIONER FOR PATENTSPO. Ba: 1450

Aknndzin, 2231}-I450
w-vnsrtn-aw

90/007,124 07/19/2004 6421753 I006-8930

CONFIRMATION NO. 2295

g;5Ff;|;KLE IF, LAW GROUP *OCO000OO014756996*
1301 W. 25TH STREET ‘OC000000014756996'
SUITE 408

AUSTIN, TX 78705

Date Mailed: 12/14/2004

NOTICE OF ACCEPTANCE OF POWER OF ATTORNEY

This is in response to the Power of Attorney filed 12/08/2004.

The Power of Attorney in this application is accepted. Correspondence in this application will be mailed to the
above address as provided by 37 CFR 1.33.

3921 57"1) 272-4327
OFFICE COPY
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UNITED S1:»rn:s PATENT AND TRADEMARK Omar-: UNITED STATES DEPARTMENT‘ OF‘ COMIIERCE
United State: Patent and 'I‘radeI:n:u-k Office
Ad.dx:wOOMMISSIONKR FOR PATENTSE0. Bax I450

Alrnnfizh Vxtyhh 23134450wwwn.-ptu.gvv

APPLICATION NUMBER FILING OR 37] (c) DATE FIRST NAIVHED APPLICANT ATTY. DOCKET NO./TITLE

90/007,124 07/19/2004 6421753 I006-8930

CONFIRMATION N0. 2295

Gray Cary Ware 8: Friedenrich LLP
1221 S. MoPac Expressway Suite 400 , ,
Austin, TX 787466875 OC000000D14756994

Date Mailed: 12/14/2004

NOTICE REGARDING CHANGE OF POWER OF ATTORNEY

This is in response to the Power of Attorney filed 12/08/2004.

- The Power of Attorney to you in this application has been revoked by the assignee who has intervened as
provided by 37 CFR 3.71. Future correspondence will be mailed to the new address of record(37 CFR 1.33).

392 (571)272-4327
OFFICE COPY
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._.DEc_—.[]8_2gg4VlJEQ 05145 PH Sprinkle [P Law Group FAX 5123719088 U1./03
CENTRAL FAX csursn

Sp1‘1 fl. _ mac n 3 zoneIP LAW GR

1301 W. 25"‘ Street. Suite 408
Austin, Texas 73705

[OI 512.637.9220
[f] 512.371.9088

FAX COVER SHEET

US. Patent Offlce Fax#: 703-872-9306

Janice Pampell Client Matter #: CROSS1290
Patent Paralegal CROSS1590

CROSS1120-14
CROSS1120-15

CROSS1120-16
CROSS1120-17
CROSS1120-18

12/08/04 # of Pages: 8

RE= Revoeations and Powers of Attorney

 _

Please contact 512.637.9225 if there is a problem with this transmission.
 .j_j__

CONFIDENTIALITY NOTICE

This communication is ONLY for the person named above. Unless otherwise Indicated, it contains
Information that is confidential, privileged or exempt from disclosure under applicable law. If you are
not the person named above, or responsible for delivering it to that person. be aware that disclosure,
copying. distribution or use of this communication is strictly PROHIBITED. if you have received it in
error, or are uncertain as to its proper handling, please immediately notify us byteiephone and mail
the original to us at the above address. Thank you.

PAGE 1l5"RCVD AT i2l8i2fl04 5:42:05 PM [Easiem Standard Tlme]* SVR:USPTO£FXRF-1l0 " DNlS:8729305 ‘ CSlD:5I23719088' DURATION (mm-ss):02-12
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'-DEC-[A38-2U[14JlJED 305146 PH Sprinkle IP La. Group FAX N0. 5123719033 P. 04/06
u|;L: ua zoo 5:39!"-‘H cnassnuans SYSTEMS, INC. 928-SE95 ,.,,g._-. V

DEC-U3-2004 FRI 04109 PH Sprinltln IP Law. Group FER No. 5123719085

IN THE UNITED STATES PATENT AND TRADEIMIK OFFICE

nevocmou AND POWER as ATTORNEY mo gtgésflgggggfg
cum-as or mmma ADDRESS

Appiicanta
Goof!‘ 3. these. at al.

Application No. ‘Filing Date
SOIODT 12‘ 0711312004

RECETVED Egragn Rnutarand Method for Providing Vlrlllll

7599 I11 .-

°E°"“°“" 22

Qflm 

Gomrnlsalnner for Patents n-mbyeww um um dnuunuu u may mmmlmu to ma
pg, am; 145:) cummsstmsn run FATENTS via rndmlo an

Alexandria. VA 2231:1450 "'“‘- « ' 2 E ,;
Dear Sir. ‘ Janna Pnmpfl

crossroads systems. Im:.. known. owner nfthe above-ldentlfled patent appilcaglon. as evidenced
by the Assignment recorded In the parent appficatlon on December 81. 1997 on Realm-ame:

8929/0290. harahv revokes all pravinus Powers of Attorney and appoints the following attnrnsys

under Duatomar No. 44654. all of the firm of SPRmKI.E lP_LAw GROUP. In pmsenlte Ina amm-
Idenlifiad Patent and in ttansact all business In the Patent and Trademark Office mnnecled
thanawllh.

STEVEN R. SPRINKLE Reglstraflun No. 40,825
JOHN ADAIR Registration No. 48.523
ARI AKMAL Raqlattilflnn No. SL359

Direct all telephone us and carrespnndence nu}
Custumar No. 44854

SPRNILE IP LAW Gnour
1301 W. 25' Sheet’. Suite 408

. Aumh. Texas 76705
Ann: Steven sprl nkla

Tal. (512) 53 7.9220 I Fax (512) 371.3088

I hamby state I am authnrlzacl to act on banal! of crossnaads systems. Inc.

' Reapacuuny summed.

PAGE 4J6‘ RCVD AT 12I8f2I|04 5:42:06 PM [Eastern standard Time] ‘ SVRIUSPTO-EFXRF-110 * DNlS:8729306 ’ CSlD:5123T19088 ‘ DURATION (mm-ss):02-12
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UNITED STATESQ’ARTMENT OF COMMERCEPatent and Traden ark Office

Address: ASSISTANT OOMMISSIONER FOR PATENTS

Washington, D. C, 20231

APPLICATION N0./ I FILING DATE FIRST NAMED INVENTORI V ATTORNEY DOCKETNO.CONTROL N0. 7 PATENT IN REEXAMINATION N 7
90007124 07/19/04 6421753 I006-8930

EXAMINERGray Cary Ware & Friedcnrich LLP
122] South MoPac Expressway , Suite 400
Austin, TX 78746-6875

Fleming, Fritz

ART UNIT PAPER

2182 5

DATE MAn,in); 09/22/04

Please find below and/or attached an Office communication concerning this application or
proceeding.

Commissioner of Patents and Trademarks
CC: Nam]. Patel

Wang & Paiel, PC
1301 Dove Street, Suite 1050
Ncwpon Beach CA 92660

PTO-90C (Rev.3—98)
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Commissionerfur Patents
United States Patent and Trademark Office

P.0. BDX145CI
Alexandria, VA 22313-1450vw-wusp1o.gcw

DO NOT USE IN PALM PRINTER

(THIRD PARTY REQUESTER'S CORRESPONDENCE ADDRESS)

EX PARTE REEXAMINATION COMMUNICATION TRANSMITTAL FORM

REEXAMINATION CONTROL NO. 90/007 124.

PATENT NO. 6421753.

ART UNIT 2182.

Enclosed is a copy of the latest communication from the United States Patent and Trademark

Office in the above identified ex parte reexamination proceeding (37 CFR 1.550(f)).

Where this copy is supplied after the reply by reqdester, 37 CFR 1.535, or the time for filing a
reply has passed, no submission on behalf of the ex parie reexamination requester will be
acknowledged or considered (37 CFR 1.550(g)).

PTOL—465 (ReV.07-O4)
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Order Granting / Denying Request For
Ex Parte Reexamination

Control No. Patent Under Reexamination

90/O07,-124 6421753
Examiner Art Unit

Fritz M Fleming 2182

--The MAILING DA TE of this communication appears on the cover sheet with the correspondence address--

The request for ex parte reexamination filed 19 July 2004 has been considered and a determination has

been made. An identification of the claims, the references relied upon, and the rationale supporting the
determination are attached.

Attachments: a)[:] PTO-892, b)I:] PTO-1449, c)[:| Other: __

1% The request for ex parte reexamination is GRANTED.
RESPONSE TIMES ARE SET AS FOLLOWS:

For Patent Owner's Statement (Optional): TWO MONTHS from the mailing date of this communication
(37 CFR 1.530 (b)). EXTENSIONS OF TIME ARE GOVERNED BY 37 CFR 1.550(c).

For Requester's Reply (optional): TWO MONTHS from the date of service of any timely filed
Patent Owner's Statement (37 CFR 1.535). NO EXTENSION OF THIS TIME PERIOD IS PERMITTED.

If Patent Owner does not file a timely statement under 37 CFR 1.530(b), then no reply by requester
is permitted.

2. E] The request for ex parte reexamination isiDENlED.

This decision is not appealable (35 U.S.C. 303(c)). Requester may seek review by petition to the
Commissioner under 37 CFR 1.181 within ONE MONTH from the mailing date of this communication (37
CFR 1.515(c)). EXTENSION OF TIME TO FILE SUCH A PETITION UNDER 37 CFR 1.181 ARE
AVAILABLE ONLY BY PETITION TO SUSPEND OR WAIVE THE REGULATIONS UNDER
37 CFR 1.183.

In due course, a refund under 37 CFR 1.26 ( c ) will be made to requester:

a) D by Treasury check or,

b) I:I by credit to Deposit Account No. , or

c) E] by credit to a credit card account. unless otherwise notified (35 U.S.C. 303(c)).

ltriat“-{lQ”9\
Fritz M Fleming

‘ Primary Examiner
Art Unit: 21825

cc:RequesIer ( if third party requester )U.S. Patent and Tradernark Office

PTOL-471 (Rev. 04-01) Office Action in Ex Parte Reexamination Part of Paper No. 09162004
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Application/Control Number: 90/007,124 ‘ Page 2
Art Unit: 2182

A substantial new question of patentability affecting claims 1—8 of United States Patent

Number 6,421,753 is raised by the request for ex parte reexamination.

Extensions of time under 37 CFR l.l36(a) will not be permitted in these proceedings

because the provisions of 37 CFR l.l 36 apply only to "an applicant" and not to parties in a

reexamination proceeding. Additionally, 35 U.S.C. 305 requires that exparte rccxamination

proceedings "will be conducted with special dispatch" (37 CFR 1.550(a)). Extensions of time in

ex parte reexamination proceedings are provided for in 37 CFR l.550(c).

0 The threshold for determining whether or not to grant a re-examination is set forth in MPEP

2242, quoted below:

For "a substantial new question ofpatentability” to be present, it is only necessary that: (*>A<) the

prior art patents and/or printed publications raise a substantial question ofpatentability regarding at least

one claim, i. e., the teaching of the (prior art) patents and printed publications is such that a reasonable

examiner would consider the teaching to be important in deciding whether or not the claim is patentable;

and (*>B<) the same question ofpatentability as to the claim has not been decided by the Office in a

previous examination >or pending reexamination< of the patent or in a final holding of invalidity by the

Federal Courts in a decision on the merits involving the claim. It is not necessary that a "prima facie” case

of unpatentability exist as to the claim in order for "a substantial new question ofpatentability” to be

present as to the claim. Thus, “a substantial new question of patentability” as to a patent claim could be

present even if the examiner would not necessarily reject the claim as either fully anticipated by, or

obvious in view of, the prior >art< patents or printed publications. As to the importance of the difference

between "a substantial new question ofpatentabiIity” and a “prima facie” case of unpatentability see

generally In re Etter, 756 F.2d 852, 857 n.5, 225 USPQ 1, 4 n.5 (Fed. Cir. 1985).
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Application/Control Number: 90/007,124 Page 3
Art Unit: 2182

Thus it is clear, that a granting of a re-examination does not necessarily mean

that a prima facie case of unpatentability exists, just that the teachings be important

when deciding claim patentability.

o The manner in which the art is to be applied in the request is discussed in MPEP

2217, quoted below:

The third sentence of 35 U. S. C. 302 indicates that the “request must set forth the peitinency and

manner of applying cited prior art to every claim for which reexamination is requested. ” 37 CFR

1.510(b)(2) requires that the request include “[a]n identification of every claim for which reexamination is

requested, and a detailed explanation of the pertinency and manner of applying the cited prior art to every

claim for which reexamination is requested." If the request is filed by the patent owner, the request for

reexamination may also point out how claims distinguish over cited prior art.

Where substantial new questions of patentability are presented under 35 U. S. C. 102(t)

or (g), the prior invention of another must be disclosed in a patent or printed publication. Substantial new

questions ofpatentability may also be presented under 35 U. S. C. 103 which are based on the above

indicated portions of 35 U. S. C. 102. Substantial new questions ofpatentability may be found under 35

U. S. C. 102(f) / 103 or 102(g)/ 103 based on the prior inxvention of another disclosed in a patent or printed

publication if the reference invention and the claimed invention were not commonly owned at the time the

claimed invention was made. See, 35 U.S. C. 103(c) and MPEP § 706.02(l). See MPEP § 706. 02(l)(1)

for information pertaining to references which qualify as prior art under 35 U. S. C. 102(e)/103.

The mere citation of new patents or printed publications without an explanation does not comply

with 37 CFR 1.510(b)(2). Requester must present an explanation of how the cited patents or printed

publications are applied to all claims which requester considers to merit reexamination. This not only sets

forth the requester’s position to the Office, but also to the patent owner (where the patent owner is not the

requester).
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Application/Control Number: 90/007,124 ‘ Page 4
Art Unit: 2182

Given the above, requestor has, at a threshold minimum, provided a substantial

new question of patentability, albeit not in a clear and concise manner. For example,

requestor has dedicated pages 5-44 to various “substantial new questions of

patentability”, which are not entirely clear. Pages 5-10 allege anticipation by the

MAXSTRAT GEN5 PRODUCT, but such an analysis seems to rely upon two printed

publications in the form of Exhibits 10-12 interpreted in light of an additional declaration

in the form of Exhibit 13. Pages 10-11 allege other controllers detailed in Exhibits 14-

16. Pages 12-13 allege anticipation over the ‘209 Patent. Pages 13-20 combine the

material of pages 5-11 with admissions, Haugclahl, and Bursky. Pages 21-26 appear to

combine admissions/testimony with at least patents to Berman, Malladi, Boggs et al.,

Purhoit, Llorens et al., Cuenod et al., Chatwani et al., Arrowood et al., Haughdahl, Oeda

et al., Yung, Hefferon et al., DeKoning et al., Abadi et al., Hunnicutt et al., Raz et al.,

and Dauerer et al.‘ Pages 27-30 then add iDerby et al., lsfeld et al., Sheu and Jones et

al. Pages 30-39 then address a subset of the above, while pages 39-41 seem to

summarize such. In order to grant the request for re-examination, the request indicates,

at least, that the requestor considers claims 1-8 as being unpatentable over the

MAXSTRAT GEN5 manuals of Exhibits 11-12.‘ It is agreed that the consideration of the

MAXSTRAT GEN5 manuals of Exhibits 11-12 raises a substantial new question of

patentability, as to at least the patentability of claims 1-8 of the Hoese et al. patent. As

pointed out in Exhibit 10, MAXSTRAT GEN5 manuals of Exhibits 11-12 teach the use

of, amongst other things, of a network routing table, a buffer, the host interface ports,

the device module controller, the two general purpose CPUs, the volumes, the ifp, and
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Application/Control Number: 90/007,124 . Page 5
Art Unit: 2182

the internal file system which were not present in the prosecution of the application that

became the Hoese et al. patent. Further, there is a substantial likelihood that a

reasonable examiner would consider these teachings important in deciding whether or

not the claims are patentable. Accordingly, the MAXSTRAT GEN5 manuals of Exhibits

11 and 12 raise a substantial new question of patentability as to claims 1-8, which

question has not been decided in a previous examination of the Hoese et al. patent.

Thus claims 1-8 will be re-examined.

Addressing the other art cited in the request for re—examination, it is clear that the

request for the re—examination should clearly and concisely set forth the cited prior art

and the manner in which it is to be applied to the identified claims. Requestor has

instead set forth a voluminous citation of prior art, with an inordinately large number of

possible combinations of cited art, placing the burden of “explanation” on the examiner.

Appendix C is described by the requestor as “Listing of possible prior art combinations

showing obviousness.” Turning to Appendix C, one finds a generic explanation that

summarizes claim 1 (only claim 1) into elements A-G, and refers to the chart of

Appendix B and Exhibit 22 for an accounting of what elements are found where. The

explanation of Appendix C seems to conclude with the opinion that the mere fact that

two references that teach all of the elements render a claim as obvious. The examiner

would like to point to MPEP 2143.01, Suggestion or Motivation To Modify the

References, where one finds:

The mere fact that references can be combined or modified does not render the resultant

combination obvious unless the prior art also suggests the desirability of the combination.

In re Mills, 916 F.2d 680, 16 USPQ2d 1430 (Fed. Cir. 1990) (Claims were directed



Oracle-Huawei-NetApp Ex. 1025, pg. 666

Application/Control Number: 90/007,124

Art Unit: 2182

to an apparatus for producing an aerated cementitious composition by drawing air into

the cementitious composition by driving the output pump at a capacity greater than the

feed rate. The prior art reference taught that the feed means can be run at a variable

speed, however the court found that this does not require that the output pump be run at

the claimed speed so that air is drawn into the mixing chamber and is entrained in the

ingredients during operation. Although a prior art device “may be capable of being

modified to run the way the apparatus is claimed, there must be a suggestion or

motivation in the reference to do so." 916 F.2d at 682, 16 USPQ2d at 1432.). See also

in re Fritch, 972 F.2d 1260, 23 USPQ2d 1780 (Fed. Cir. 1992) (flexible landscape

edging device which is conformable to a ground surface of varying slope not suggested

by combination of prior art references).

For a specific example, appendix C, page 3, sets forth "Fibre Channel storage...”

as a possible primary reference having claim elements ABCDFG with an astounding 54

individual secondary references with which “Fibre Channel storage.. is to be possibly

combined with. The examiner is then supposed to go to Exhibit 22 to then interpret the

shorthand of claim elements A-G of each reference in order to come up with the manner

in which the cited art is to be applied in combination, thereby placing the burden on the

examiner_to provide the rationale to make the possible combinations. Furthermore,

Exhibit 22 only covers claims 4-8 (in a cut up way that interleaves claims 5-8 with claim

4), and not the identified patent claims 1-8, noting that the explanation of Appendix C

seems to interchange claims 1-4 throughout. Finally, if the requestor had intended to

apply the 200+ “possible prior art combinations showing obviousness” against the

claims to form a basis for re-examination, then there should be a corresponding number

of prima facie cases of obviousness in order to merit re-examination. Lacking such, the
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Application/Control Number: 90/007,124 Page 7
Art Unit: 2182

material of Appendix C would appear toiprovidie a cumulative IDS listing of references

that individually disclose bits and pieces of claims 4-8, without setting forth the proper

rejections under 35 U.S.C. 103.

2. The patent owner is reminded of the continuing responsibility under 37 CFR l.565(a) to

apprise the Office of any litigation activity, or other prior or concurrent proceeding, involving

Patent No. 6,421,753 throughout the course of this reexamination proceeding. The third party

requester is also reminded of the ability to similarly apprise the Office of any such activity or

proceeding throughout the course of this reexamination proceeding. See MPEP §§ 2207, 2282

and 2286. i

3. It is noted that an issue not within the scope of reexamination proceedings has been

raised. The issue of the submission of references during prosecution of the patent will not be

addressed in the course of this re-examination. The issue of the examination of related

applications will not be addressed during the course of this re—examination, noting that some

have matured into patents. The issue of secondary considerations and income/licensing will not

be addressed during the course of this re—examination, unless raised by patent owner.

Any inquiry concerning this communication or earlier communications from the

examiner should be directed to Fritz M Fleming whose telephone number is 703-308-1483. The

examiner can normally be reached on M-F, 0600-1500.

If attempts to reach the examiner by telephone are unsuccessful, the examiner’s

supervisor, Jeffrey Gaffin can be reached on 703-308-3301. The fax phone number for the

organization where this application or proceeding is assigned is 703—872-9306.
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Application/Control Number: 90/007,124 ,_ Page 8
Art Unit: 2182

Information regarding the status of an application may be obtained from the Patent

Application Information Retrieval (PAIR) system. Status information for published applications

may be obtained from either Private PAIR or Public PAIR. Status information for unpublished

applications is available through Private PAIR only. For more information about the PAIR

system, see http://pair-direct.uspto.gov. Should you have questions on access to the Private PAIR

system, contact the Electronic Business Center (EBC) at 86 -217-9197

F cming
ary Examiner

Art Unit 2182
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(HUI

‘if UNITED STATES PATENT AND TRADEMARK OFFICE UNITED STATES DEPARTMENT OF COMJVIERCE
United States Patent and Trademark Office
Addreu COMMISSIONER FOR PATENTSPO Box 1450

Alexandria, Wzguua 22313-I450wwwupto gw

REEXAM CONTROL NUMBER FILING OR 371 (c) DATE PATENT NUMBER

90/007,124 07/19/2004 6421753 #\&

COQEIRMATION N0. 2295
Natu J. Patel, Esq. ‘
Wang & Patel, PC
1301 Dove Street Suite 1050

Newport Beach, CA 92660

Date Mailed: O8/05/2004

NOTICE OF REEXAMINATION REQUEST FILING DATE

(Third Party Requester)

liéquester is hereby notified that the filing date of the request for reexamination is 07/19/2004, the date the
rgguired fee of $2,520 was received.

Igsiiecision on the request for reexamination will be mailed within three months from the filing date of the request
fgr reexamination. (See 37 CFR 1.515(a)).lvfi

Ajgopy of the Notice is being sent to the person identified by the requester as the patent owner. Further patent
owner correspondence will be the latest attorney or agent of record in the patent file. (See 37 CFR 1.33). Any
paper filed should include a reference to the present request for reexamination (by Reexamination Control
lfiéimber).

gin;

§‘:.:‘vyxl

Patent Owner

Gray Cary Ware 8. Friedenrich LLP
1221 S. MoPac Expressway Suite 400
Austin, TX 78746-6875

Office of Patent Legal Adm’ '
Central Reexamination Unit (7

PART 3 - OFFICE COPY
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. . Page 1 of 1

UNITED STATES DEPARTMENT OF COMMERCE
United States Patent and Trademark OfficeAddmn COMMISSIONER FOR PATENTS

P0 Box_l450Alexandria, Vxrguua 22313-H50wwvlmpho gov

REEXAM comet NUMBER 1-‘1L1NGoR371 (C)DATE
90/007,124 07/19/2004 6421753

‘ E UNITED STATES PATENT AND TRADEMARK OFFICE

CONFIRMATION NO. 2295 #4
Gray Cary Ware & Friedenrich LLP REEXAM Ass|(;NMEN1' No11cE
1221 S. MoPac Expressway Suite 400 ,
Austin, TX 78746-6875 “

Date Mailed: O8/05/2004

NOTICE OF ASSIGNMENT OF REEXAMINATION REQUEST

The above-identified request for reexamination has been assigned to Art Unit 211 1. All future correspondence to
the proceeding should be identified by the control number listed above and directed to the assigned Art Unit.

Aigcopy of this Notice is being sent to the latest attorney or agent of record in the patent file or to all owners of
riéicord. (See 37 CFR 1.33(c)). If the addressee is not, or does not represent, the current owner, he or she is
rgfquired to forward all communications regarding this proceeding to the current owner(s). An attorney or agent
receiving this communication who does not represent the current owner(s) may wish to seek to withdraw pursuant
tb_§37 CFR 1.36 in order to avoid receiving future communications. If the address of the current owner(s) is

Lffiknown, this communication should be returned within the request to withdraw pursuant to Section 1.36.:5 ::2‘

E
.s=e,

lava

ca: Third Party Requester(if any)
2% r

lgatu J. Patel, Esq.
gang & Patel, PC
_1;§01 Dove Street Suite 1050
Newport Beach, CA 92660

Office of Patent Legal Admin’
Central Reexamination Unit (7 308-9692

PART 3 - OFFICE COPY
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Patent Assignment Abstract of Title

Total Assignments: 3 7* #9;
Application #: 09001799 Filing Dt: 12/31/1997 Patent #: 5941972 Issue Dt: 08/24/1999

PCT #: NONE Publication #: NONE Pub Dt:

Inventors: GEOFFREY B. HOESE, JEFFRY T. RUSSELL

Title: STORAGE ROUTER AND METHOD FOR PROVIDING VIRTUAL LOCAL STORAGE

Assignment: 1

Reel/Frame: 008929 @290 Received: Recorded: Mailed:02/06/1998 12/3 1/1997 03/19/1998

Conveyance: ASSIGNMENT OF ASSIGNORS INTEREST (SEE DOCUMENT FOR DETAILS).

Assignors: HOESE GEOFFREY B. Exec Dt: 12/22/1997
RUSSELL JEFFRY T. Exec Dt: 12/22/1997

Assignee: CROSSROADS SYSTEMS, INC.
9390 RESEARCH BLVD., SUITE II-300

AUSTIN, TEXAS 78759

Correspondent: BAKER & BOTTS, L.L.P.
ANTHONY E. PETERMAN

2001 ROSS AVENUE19:?

DALLAS, TX 75201-2980
Késignment: 2Sn‘-

réa Received: Recorded: Mailed:, = :

R°°'/F"‘‘“‘° 412840218 12/05/2000 11/15/2000 02/05/2001
5;; Conveyance: SECURITY AGREEMENT

Assignor: CROSSWORLDS SOFTWARE INC. Exec Dt: 06/30/2000

I” Assignee: SILICON VALLEY BANK,.

3,, LOAN DOCUMENTATION HGISO
3003 TASMAN DR

E SANTA CLARA, CALIFORNIA 95054

gforrespondent: SILICON VALLEY BANK

JACQUELYN LE

-:12: LOAN DOCUMENTATION HG150
3003 TASMAN DR.

SANTA CLARA, CA 95054
Assignment: 3

Received: Recorded: Mailed:I
Re°'/Frame ——%°127850083 04/17/2002 04/03/2002 06/12/2002

Conveyance: RELEASE

Assignor: SILICO VALLEY BANK Exec Dt: 03/20/2002

Assignee: 
577 AIRPORT BOULEVARD, SUITE 300

BURLINGAME, CALIFORNIA 94010

Correspondent: SILICON VALLEY BANK
MICHELLE GIANNINI

LOAN DOCUMENTATION HA155

3003 TASMAN DR.

SANTA CLARA, CALIFORNIA 95054



Oracle-Huawei-NetApp Ex. 1025, pg. 672

‘ M
Search Results as of: 8/4/2004 8 26:15 A.M.

If you have any comments or questions concerning the data displayed, conlact OPR I Assignments at 703-305-9723Web interface last modified: Oct. 5,2002

69-:32:on
(0/0: ,



Oracle-Huawei-NetApp Ex. 1025, pg. 673

‘Oi-'lMiPTO——‘i 520 (8-83) I ‘

REEXAMI NAT|.O
20_AiTROL‘NUN|BER' ‘ " "

900 P

ifliiiiii
. J _-grams

SCANNED 22 //

ITLE OF INVENTION (FOR DESIGN APPLICATOON ONLY):

TERMMAL CI The term of this patent subsequent E} The term of this patent shall not 1:] The 19,-mgnag
D D|scL/_\:]{nEn to (date) has extend beyond the expiration date of months cf mis pate.“ have been‘ been disciaimed. Pat. No. ' . disciaamed,

ISSUING CLASSIFICATION
35‘? 0R|G|NA|- cnoss REFERENCE(S)

SUBCLASS (ONE SUBCLASS PER BLOCK)SUBCLASS

INTEHNKEIXONALCLASSIFICATION

(:]Contiqued on issue Slip Inside File Jacket

‘Om! PTO-2009 wARN|NG; The iniorrnation disclosed herein may be restricted. Unauthorized disclosure may be prohibited by the United States CodeREV 4-97) ' Title 35, Sections 122. 181 and-368, Possession outside the Us. Patent & Trademark Ofiica is restrimed to authorized
employees and contractors only. ‘

nsougsfea

V21/:6‘ 9'- /Dc1.;/‘('3/_, /De.

='5’4’/ ' <>*’<?~°« ~5‘*r-aw; .r;,,~./.94 /0 .2.
V944‘/O0”? £.g<-_(1;:/; CA. c;&;Cp(a0

""“’E'aFa



Oracle-Huawei-NetApp Ex. 1025, pg. 674

UNITED STATES PATENT AND TRADEMARK OFFICE UNITED STATE DEPARTMENT OF COMIVEERCE
United States Patent and Trademark Office
Addmn MMISSIONER FOR PATENTSBox 1450

Alexmdna. Vumrua 223134450wwwlllpto gov

CONFIRMATION NO. 2295
Bib Data Sheet

FILING OR 371(c)

sERiAi_ NUMBER DATE GROUP ART UNIT
go/0971124 07/19/2004 2111

RULE

ATTORNEY
DOCKET NO.

I006-8930

1 PPLICANTS

6421753, Residence Not Provided;
Crossroads Systems, lnc.(Owner), Austin, TX;

_Natu J. Patel, Esg.(3rd Pty. Req,), Newport Beach, CA;
1

* I*******************#***t

This application is a REX of 09/354,682 07/15/1999 PAT 6,421,753
which is a CON of 09/001 ,799 12/31/1997 PAT 5,941,972

- *******k'k'k******'ki**
E‘.-

' reign Priority claimed CI yes D no

use 119 (a-d) conditions D yes [I no El Met afle, STATE OR SHEETS
..§§ Allowance COUNTRY DRAWING

Examiner's Si nature initials

TOTAL INDEPENDEN

CLAIMS CLAIMS
8 2

FEDDRESS
égay Cary Ware & Friedenrich LLP
$1,221 8. MoPac Expressway Suite 400,‘.

D All Fees

Cl 1.16 Fees ( Filing)

D 1.17 Fees ( Processing Ext. of
to charge/credit DEPOSIT ACCOUNT time )

j"*for following: D ‘I 18 Fees ( Issue)
CI Other

Cl Credit



Oracle-Huawei-NetApp Ex. 1025, pg. 675

avuu. An— .

'||||l||'*"@L"|,'|*||1*'""W|*|“||* .AMI!“illilllilllllilmHIIHII mmmlu19/o4‘ 90007124

CONTENTS

1 . REQUEST PAPERS FILED

H\
L‘5'2;*+:='“(H-1'!‘5....‘Nat



Oracle-Huawei-NetApp Ex. 1025, pg. 676

PTOlSBl57 (04-04)
Approved for use through 04/30/2007. OMB 0651-0033

U.S. Patent and Trademark Office: U.S. DEPAR ENT. OECOMMERCE
- er the Paerworii Reduction Act of 1995. no ersons are -uired to resend to a collediori of information unless ltdis con 1; l _-,4 .

" ed’to as FORM PTO-1465) .1 l"l_!!i."i§E

REQUEST FOR 3LPARTE REEXAMINATION TRANSMITTAL FORM

Address to: 07/19/04
Mail Stop Ex Parte Reexam .
Commissioner for Patents Attorney Docket No.: I006-B930
P.O. Box 1450

Alexandria, VA 22313-1450 Date: July 19, 2004

1.[XI This Is a request for ex parte reexamination pursuant to 37 CFR 1.510 of patent number _6,421 .753 B1
issued __July 16, 2002 . The request is made by:

[:1 patent owner. [El third party requester.

2. The name and address of the person requesting reexamination is:

__Natu J. Patel, Esq., Wang & Patel PC

__1301 Dove Street, Suite 1050

_Newport Beach, CA 92660

3. a. A check in the amount of $_2520.00 is enclosed to cover the reexamination fee, 37 CFR 1.20(c)(1);

D b. The Director is hereby authorized to charge the fee as set forth in 37 CFR 1.20(c)(1)
to Deposit Account No. (submit duplicate of this form for fee processini-1); or

D c. Payment by credit card. Fonn PTO-2038 is attached.

4. '2’ Any refund should be made bym check or E! creditto Deposit Account No.
37 CFR 1.26(c). if payment is made by credit card, refund must be to credit card account.

A copy of the patent to be reexamined having a double column format on one side of a separate
paper is enclosed. 37 CFR 1.510(b)(4)

CD-ROM or CD-R in duplicate, Computer Program (Appendix) or large table
-mm

Nucleotide andlor Amino Acid Sequence Submission
If applicable, all of the following are necessary.

a. El Computer Readable Form (CRF)
b. Specification Sequence Listing on:

itvi:

., unusua-

i. El CD-ROM (2 copies) or CD-R (2 copies); or
ii. [:1 paper

c. D Statements verifying identity of above copies

8. El A copy of any disclaimer, certlflte of correction or reexamination certificate issued in the patent is included.

9. [El Reexamination of claim(s) __1 through 8 (all claims) is requested.

10. A copy of every patent or printed publication relied upon is submitted herewith including a listing thereof on
Fonn PTO-1449 or equivalent.

7124
11. D An English language translation of all necessary and pertinent non-E@H2Wg0§gd'L£t ?o?Torinted

publications is included.

[Page 1 of 2]
This collection of information is required by 37 CFR 1.510. The intonnation is required to obtain or retain a benefit by the public which is to file (and by the USPTO
to process) an application. Confidentiality lS govemed by 35 u.s.c. 122 and 37 CFR 1.14. This collection is estimated m take 2 hours to comple _ op

dfifififiliahe individual case. Any oommean on thegathenng, preparing. and submitfing the completed application form to the USPTO. Time will vary deijg
amount of time you require to complete this form andlor suggestions for reducing this burden. should be sent to the Chief Information Offioer, U.S. Patent and
Trademark Offioe. U.S. Department of Commerce, P.O. Box 1450, Alexandria, VA 22313-1450. DO NOT SEND FEES OR COMPLETED FORMS TO THIS
ADDRESS. SEND TO: Mail Stop Ex Pane Reexam, Commissioner for Patents, P.O. Box 1450. Alexandria. VA 22313-1450.

Ifyou need assistance in completing the form, cell 1-800-PTO-9199 and select option 2.
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PT0/SB/57 (04-04)
Approved for use through 04130/2007. OMB 0651-0033

U.S. Patent and Trademark Office: U.S. DEPARTMENT OF COMMERCE
Under the Paerwork Reduction Act of 1995, no ersons are re uired to res nd to a collection of information unless it disla . a valid OMB control number.

12. [Z The attached detailed request includes at least the following items:

a. A statement identifying each substantial new question of patentability based on prior patents and printed
publications. 37 CFR 1.510(b)(1)

b. An identification of every claim for which reexamination is requested, and a detailed explanation of the pertinency
and manner of applying the cited art to every claim for which reexamination is requested. 37 CFR1.510(b)(2)

13. D A proposed amendment is included (only where the patent owner is the requester). 37 CFR 1.510(e)

14. E} a. It is certified that a copy of this request (if filed by other than the patent owner) has been sewed in its entirety on
the patent owner as provided in 37 CFR 1.33(c).
The name and address of the party served and the date of service are:

_Gray Cary Ware & Freldenrich, LLP, Atn: Tracy Mccreight, Esq..

_1221 S. MoPac Expressway, Suite 400

__Austin, TX 78746-6875

Date of Service: ___Ju|y 19, 2004 ; or

D b. A duplicate copy is enclosed since service on patent owner was not possible.

15. Correspondence Address: Direct all communication about the reexamination to:

Customer Number: 37819

on
Finnor

* ; D Individual Name

*
1

16. El The patent is currently the subject of the‘following concurrent proceeding(s):
I:| a. Copending reissue Application No.

. Copending reexamination Control No.
Copending Interference No.
Copending litigation styled:

» — - rm,may become public. Credit card Information should not be
redlt card information and authorization on PTO-2038.

_July 19, 2004
Authorized Signature Date

_Natu J. Patel _ = 9 [:1 For Patent Owner Requester
Typed/Printed Name Registration No., if applicable Fit] For Third Party Requester

[Page 2 of 2]
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IN THE UNITED STATES PATENT AND TRADEMARK OFFICE

REQUEST FOR EX PARTE

REEXAMINATION

Inventor: Hoese, et 211.

Title of Invention:

Storage router and method for

providing virtual local storage

Issued: July 16, 2002

Patent No.: 6,421,753

Mail Stop Ex‘ Parte Reexam
Commissioner for Patents

P.O. Box 1450

Alexandria, VA 22313-1450

REQUEST FOR EX PARTE REEXAMINATION

Dear Sir:

This is a Request for Ex Parte Reexamination of Claims 1 through 8 of the above

identified United States Patent. It is believed that newly discovered prior art submitted

herewith, which was not considered by the Patent Office during the prosecution of the

above Patent, raises a substantial new question of Patentability with respect to Claims 1

through 8. Accordingly, reexamination under 35 U.S.C. §§ 302-307 pursuant to 37

C.F.R. § 1.510, et seq. is hereby respectfully requested.

In accordance with 37 C.F.R. § 1.510, the following is provided herein:

Prior art cited under 37 C.F.R. § 1.501, infra.

Fee for ex parte reexamination as per 37 C.F.R.

1.20(c)(l ), $2,520.00, included with petition.

37 C.F.R. § 1.5l0(a)
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37 C.F.R. § l.510(b)(1)

37 C.F.R. § 1.510(b)(2)

37 C.F.R. § l.510(b)(3)

37 C.F.R. § 1.510(b)(4)

37 C.F.R. § 1.51o(b)(4)

A statement indicating each substantial new

question of Patentability based on prior Patents and

printed publications, infra.

An identification of every claim for which

reexamination is requested, and a detailed

explanation of the pertinency and manner of

applying the cited prior art to every claim for which

reexamination is requested, infra.

A copy of every Patent or printed publication relied

upon or referred to in paragraph (b)(l) and (2) of

this section, with listing (Exhibit 1).

A copy of the entire Patent including the front face,

drawings, and specification/claims (in double

column format) for which reexamination is

requested, and a copy of any disclaimer, certificate

of correction, or reexamination certificate issued in

the Patent (Exhibit 2).

A certification that a copy of the request filed by a

person other than the Patent owner has been served

in its entirety on the Patent owner at the address as

provided for in § l.33(c). The name and address of

the party served must be indicated (Exhibit 3).
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I. INTRODUCTION

This request is based upon numerous prior patents and printed publications,

including 77 U.S. Patents and 6 printed articles, most of which were not previously

considered by the Patent Office in granting the above-referenced patent. It is believed

that Claims 1 through 8 of U.S. Patent No. 6,421,753 (the ‘753 Patent) are invalid:

1) pursuant to 35 U.S.C. §l02 as being anticipated by the Maxstrat GEN5

controller product;

2) under 35 U.S.C. §103 as being obvious;

i) T in light of the patentees’ deposition and trial testimony that the

invention amounts to nothing more than simply adding “access

controls” to a prior art storage router and ‘such a simple

modification was obvious in light of a number of patents, products

and motivations to make such a combination; and

because motivations to combine the prior art inevitably would lead

one skilled in the art to the arrive at the alleged invention

embodied in the ‘753 Patent.

This request is served concurrently with a request for reexamination of U.S.

Patent Nos. 5,941,972 (the ‘972 Patent), 6,425,035 (the ‘O35 Patent), 6,425,036 (the ‘036

Patent), and 6,738,854 (the ‘854 Patent), collectively referred to as the “Related Patents.”

The ‘972 Patent was the parent of the Related Patents.

II. BACKGROUND

The invention described and claimed in U.S. Patent No. 6,421,753 (“the ‘753

Patent”) is currently assigned to Crossroads Systems (Texas), Inc. (“Crossroads”).

The ‘972 Patent was the parent of the Related Patents, and all five Patent

specifications have identical figures and nearly identical written descriptions - the only

differences can be found in the claims. A chart depicting the differences in the claims of

the ‘972, ‘O36, ‘035 and ‘854 Patents is included herein (Exhibit 4).
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The ‘972 and ‘035 Patents are currently being litigated in the case of Crossroads

Systems, Inc. v. Dot Hill Systems Corporation, Western District of Texas, Case Number

A-03—CV-754(SS) (“Crossroads 1/. D02‘ Hill”). On June 26, 2004, Dot Hill submitted a

Motion for Summary Judgment (“MSJ”) to the Court, a copy of which is included herein.

(Exhibit 5). The Motion requests a finding of invalidity based upon: 1) the ‘O35 Patent

being anticipated by, or rendered obvious in of, light prior art; and 2) the ‘972 Patent

being obvious in light of prior art. The arguments in that motion are equally applicable to

the ‘753 Patent, given the similarities of the ‘972 and ‘753 Patents.

Specifically, the MSJ argument is based primarily upon undisputed prior art in the

form of the HSZ7O array controller designed and manufactured by Digital Equipment

Corporation (“DEC”) and related, published product manuals. Further, the MSJ contains

three declarations from former DEC employees who were involved in the design and

manufacture of the HSZ70 that clearly establish the date of conception, use, and

publication of the manuals of the DEC HSZ70 as long before the earliest alleged

conception dates for the ‘035, ‘753 and ‘972 Patents. (See Exhibit 5).

The HSZ7O product was on sale before the issuance of the ‘972, ‘035, ‘753 and

Related Patents, yet the Patentees did not disclose this relevant prior art to the USPTO

during the examination of the Patents. (See Exhibit 5). Even worse, Dot Hill’s previous

counsel gave to Crossroads’ patent counsel copies of the HSZ70 manuals prior to the

issuance of the ‘854 Patent, and yet the Patentees still did not disclose this relevant prior

art to the USPTO during the examination of that patent. Dot Hill earnestly encourages

the examiner to review the attached copy of the MSJ and corresponding declarations,

which have been filed with the Court, to evaluate the impact of the DEC HSZ70 product

literature on‘ the portfolio of Related Patents. (See Exhibit 5).

Further, inventors Hoese and Russell have at least six (6) pending applications

that are continuations claiming priority based upon the ‘972 Patent application filing date.

The Application Numbers of the pending applications are 10/023786, l0/081082,

2
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10/081110, 10/08.1114, 10/361283 and 10/658163. As each of these applications depends

upon the ‘972 patent application, Dot Hill contends that each application suffers from the

same critical infirmity as the ‘972 and ‘753 Patents. Dot Hill cannot pursue

reexamination of the pending applications; nevertheless, Dot Hill respectfully requests

that these applications and any other pending applications depending on the ‘972 Patent

be examinedpin light of this reexamination petition and the petitions for the Related

Patents.

III. PRIOR LITIGATION INVOLVING THE ‘972 PATENT

This is a unique case that presents the examiner with a wealth of infonnation to

assist in the reexamination.

The ‘972 Patent was litigated on two separate occasions and the Court has defined

terms in the ‘972 Patent that apply equally to the ‘753 Patent as a result of a Markman

.52't=5
Jag
e5
#2:as
it

:53A z
“-.5

L
Order in the case of Crossroads Systems, Inc. v. Chaparral Network Storage, Inc.,

Western District of Texas, Civil Action Number A 00 CA 217 SS (“Chaparral”). A copy

of the Court’s Markman Order appears in Exhibit 6. A district court's finding is binding

upon the Patent examiner in a reexamination. Marlow Industries, Inc. V. Igloo Products

Corp., 2002 WL 485698, *4 -5 (N.D.Tex.,2002) referring to In Re Freeman, 30 F.3d

1459, 1468 (Fed.Cir.1994) see also MPEP §2286. (Exhibit 7).

During the course of the ‘972 Patent litigation in the Chaparral case, the

Patentees made a number of admissions under oath at deposition and at trial that have a

direct ‘bearing on the current reexamination and the scope of the patents at issue.

Pursuant to MPEP §2217, Patentee admissions may be used in combination with Patents

and printed publications to establish a substantial new question of Patentability.

Admissions are not restricted to just a determination of a substantial new question

of Patentability. Under section 305, reexamination proceeds ". . .according to the

procedures established for initial examination." 35 U.S.C.A. § 305, see also In re Portola
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Packaging Inc. 122 F.3d 1473, 1475 (C.A.Fed.,l997) see also 37 C.F.R. 1.104 (c)(3).

“Facts, including admissions which have already been established in the record, have

been authorized for use in reexamination proceedings. See 37 CFR 1.106(0) and M.P.E.P.

§ 2258.” Ex Parte the Successor in Interest of Robert S. McGaughey 1988 WL 252480,

*4. (Exhibit 8). “in the initial examination of Patent applications, admissions by the

applicant are considered for any purpose including evidence of obviousness under section

103.” Id. ”An admission is defined as an acknowledged, declared, conceded or

recognized fact or truth. [FN14] Thus, admissions are simply facts.” Id at *5.

IV. THE SCOPE OF THE INVENTION AS ADMITTED BY AN INVENTOR

During trial and deposition testimony in the Chaparral case, one of the two

inventors of the ‘972, ‘753 and other Related Patents stated that the only invention

claimed was the movement of access controls from a network server into the router

device. Every other limitation in the claims of the ‘972 and ‘753 Patents, including the

router device itself, was admitted to be prior art. See trial transcript of inventor Geoffrey

Hoese, Exhibit 9, pages 70 to 72. According to the inventor, the novel feature of the

claims is that the storage router, rather than a network server, performs access control

such that each workstation may have controlled access to a specific partition of the

storage device which forms the Virtual local storage for that workstation (‘753 Patent,

column 4, lines 28-31). All other aspects of the alleged invention as set forth in figure 2

of the ‘972 and ‘753 Patents and the corresponding written description of the ‘972 and
‘753 Patents were acknowledged by the inventor Geoffrey Hoese, in his trial testimony in

the Chaparral case, to be part of the prior art and not the invention.

Q. Figure — well, figure 2 is not your invention, right, sir?
A. Figure 2 is not my invention.

Q. And this description is in reference to figure 2, and this
description mentions native low-level block protocols and
mentions mapping, and you say figure 2 is not your invention?
A. That’s correct.

(Trial transcript of Hoese, page 81, starting at line 3, emphasis
added) * * *
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See, In re Nomiya, 509 F.2d 566, 570-71, 571 n.5, 184 USPQ 607, 611, 611 n.4

(CCPA 1975) (“We see no reason why appellants’ representations in their application

should not be accepted at face value as admissions that Figs. 1 and 2 may be considered

“prior art” for any purpose, including use as evidence of obviousness under § 103.

[Citations omitted.] By filing an application containing Figs. 1 and 2, labeled prior art,

ipsissimis verbis, and statements explanatory thereof, appellants have conceded what is to

be considered as prior art in determining obviousness of their improvement”)

V. THE ‘753 PATENT IS INVALID AS IT IS ANTICIPATED BY THE

MAXSTRAT GEN 5 PRODUCT

MaxStrat (previously known as Maximum Strategy) was a company that designed

and manufactured RAID (redundant array of independent devices) controllers as well as

entire storage systems, beginning in the early 1990s. In 1996, MaxStrat began shipping

the GEN5 RAID controller, which was a router that performed the function of access

controls and met each and every claim of the ‘972 and ‘753 Patents. (It should be noted

that in the Chaparral case, the Court determined that the ‘972 Patent covered RAID

controller devices, as they met the definition of “routers.” Further, the devices accused by

Crossroads in Crossroads v. Dot Hill are RAID controllers, like the GEN5.)

A chart is included in Exhibit 10 comparing elements described in the GEN5

System Guide and GUI User’s Guide with each limitation in all claims of the ‘753 Patent.

A copy of the Gen5 S-SERIES XL System Guide Revision 1.01, published June 11, 1996

(“System Guide”), is included as Exhibit 11, and a copy of the Graphical User Interface

for MAXSTRAT Gen5/Gen-S Servers User ’s Guide 1.], published January 6, 1997 (“GUI

Guide”), is included as Exhibit 12. Both manuals w_ere published before the alleged

invention of the ‘753 Patent.

The GUI Guide describes the operation of the Gen5 S-Series Storage Server,

which is documented in the System Guide.

“1 .1 .2 System Requirements
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The GUI will function on all models of the Gen5 Storage Servers,

at Gen5 sofiware revision 1.60 or higher, and all models of the Profile

NFS File Server at ProOS revision 0.82 and higher, and all models of the

S-Series at software revision 1.00 or higher.” [GUI Guide, page I]

The GUI Guide expressly references the System Guide, which is incorporated by

reference:

“1.1.3 Related Reference Material

-S-‘Series System Manual” [GUI Guide, page 2]

The GUI Guide and System Guide are a two-volume set that make a single

publication. This printed publication describes each and every limitation of the Claims of

the ‘753 Patent. The pertinency and manner of applying this printed publication to the

‘753 Patent is explained in the chart included in Exhibit 10, which compares elements of

the Gen5 with each limitation in each of the claims of the ‘753 Patent.

The GEN5 provides a number of devices such as Cray computers on one side of

the GEN5 with access to storage devices such as hard disk drives on the other side of the

GEN5. An outline of this configuration is shown below.

_ l\zla:§:strat
Devices [Cray Gens
cmuputcrs)

Stumgc {H:u'c1
Disks)

A

B

C

As to the “access control” limitation of the ‘972 and ‘753 Patents, the Gen5 is

able to assign a specific storage area to a specific device. The GEN5 includes the “ifp”

command, which includes the “luns bitrnask enable” field. This field is used to specify
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the enabling of LUNs on interface ports to provide access to “facilities” (storage units).

[See Exhibit 10, Claim chart, pages 5 and 6; see Exhibit 11, Gen5 System Guide, pages

4-42 to 4-43]. For example, each device attached to a GEN5 can be assigned a subset of

a disk drive as shown below.

Stung: (Hm (IDeuces (Cray
computci 5)

Alternatively, the GEN5 allows for a configuration where all the devices can

access a global disk storage, as identified below.

1\v1axst1‘at , ‘

Ikfices (Cm), G-enf Storage (Hard
bmnputei 5)

Ports

Finally, the GEN5 can assign a device to a particular drive, again as displayed

below.
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Notably, this last configuration of the GEN5 was quite common and not an

unreasonable extension of the product. (See Hillgrave Corp. v. Symantec Corp., 265

F.3d 1336, 1343 (Fed.Cir. 2001) for a discussion of the reasonable use of a product

involved in an infringement analysis). Review of the GEN5 documentation attached

herein indicates that such a configuration was available. (Exhibit 13).

While GEN5 connected to storage devices using only the SCSI transport medium,

Gen5 could be configured to use combinations SCSI, Fibre Channel and/or HIPPI

transport media to connect to hosts.

In sum, the GEN5 allows access to a global data storage device, subsets of a

single storage device, and access to a single storage device. This allocation of storage is

what the Court in Chaparral identified as access control. (Exhibit 6). The GEN5 meets

every element of the alleged invention of the ’753 Patent.
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In comparing the last configuration of the Gen5 (shown on the previous page) to

an embodiment of the invention ‘753 Patent as shown in Fig. 3 of the ‘753 Patent

specification above, it is clear that the GEN5 anticipates every element of the ‘753 Patent.

The only difference between Fig. 3 and the last configuration of the GEN5 is that the

workstations in Fig 3. are attached to a single Fibre Channel transport medium, while the

workstations of the GEN5 are attached to separate Fibre Channel transport mediums.

However, it is important to note that Claim 1 of the ‘753 Patent does not require

every Fibre Channel device to be connected to a single Fibre Channel transport medium.

The chart below identifies an excerpt of Claim 1 that addresses this issue and a full

detailed analysis appears in Appendix A. Further analysis in relation to the ‘753 Patent

is presented in Appendices B and C.
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‘753 Patent claim 1

Claim 1 states:

1. A data storage gateway capable

of interfacing with and providing

connectivity and mapping between a
Fiber Channel and SCSI channel

interface, the data storage gateway

comprising: ‘

a virtual storage;

a storage router in communication with

and providing mapping to the virtual
storage such that a fiber charmel device
remote from the Virtual storage can

communicate data to and from the virtual

storage; and

This requires only a single fibre channel

device and a single virtual storage. The
GEN5 allows a device on the left side to

communicate with a Virtual storage on the

right side of the GEN5. Containing a

portion of the virtual storage is part of
access control, which is also performed by
the GEN5. Therefore the GEN5 meets

every limitation of the ‘753 Patent claims.
wherein the storage router is‘ capable of

configuring a SCSI device to contain at

least a portion of the virtual storage.

Using even a single port to connect individual devices to GEN5 would be covered

by claim 1. As a result, GEN5 completely anticipates the subject matter claimed in the

‘753 Patent and renders the ‘753 Patent invalid.

VI. THERE WERE OTHER CONTROLLERS ON THE MARKET PRIOR

TO THE INVENTION OF THE ‘753 PATENT THAT PERFORMED

ACCESS CONTROLS

ln addition to the Maxstrat Gen5, there were other RAID controllers that

performed access controls and were commercially available at the time of the alleged

invention of the ‘753 Patent.

Storage Technologies, Inc. (known as “StorageTek”) designed and manufactured

the Iceberg RAID controller before 1997. Iceberg perfonned access control; Iceberg

made selected hosts blind to selected storage based on the permission granted to those
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selected hosts. Iceberg connected a plurality of IBM mainframe host computers to

partitions and subsets of multiple SCSI storage devices. As described in the ‘753 Patent,

Iceberg contained a supervisor unit, which was coupled to a buffer, a host controller and

a storage controller. The host and storage controllers included protocol units, FIFO

buffers and DMA. Iceberg performed mapping to present a virtual Count-Key-Data disk

interface to the hosts for the fixed-block allocation SCSI disk drives.

Similarly, CMD Technology, Inc. made the CRD-5500 SCSI RAID Controller

before 1997. The CRD-55_00 includes all the elements described in the ‘753 Patent.

Features for access controls to partitions of disks and subsets of disks (called

“redundancy groups”) are explained in the CRD-5500 SCSI RAID Controller User ’s

Manual, Rev. 1.3, published November 21, 1996, which is included as Exhibit 14.

“The controller’s Host LUN Mapping feature makes it possible to

map RAID sets differently to each host. You make the same redundancy
group show up on different LUNs to different hosts, or make a redundancy
group visible to one host but not to another.” (CRD-5500 User’s Guide,

page 1-1, Section 1.2).

A“4.3.3 Host Mapping V
This screen may be used to map LUNs on each host channel to a

particular redundancy group. Or you may prevent a redundancy group
from appearing on a host channel. Thus, for example, you may map
redundancy group 1 to LUN 5 on host channel 0 and the same redundancy
group to LUN 12 on host channel 1. Or you may make redundancy group
8 available on LUN 4 on host channel 0 and block access to it on host

channel 1.” (CRD-5500 User’s Guide, page 4-5, Section 4.3.3).

Finally, Infortrend Technologies, Inc. made the IFT-3000 before 1997. The lFT-

3000 is also a SCSI RAID controller, and includes all the elements described in the ‘753

Patent except for the addition of Fibre Charmel to the host interface, which is an obvious

addition. A chart is included in Exhibit 15 comparing elements described in the IFT-

3000 Instruction Manual with each limitation in Claim 1 of the ‘753 Patent. A copy of

the IFT-3000 SCSI to SCSI Disk Array Controller Instruction Manual Revision 2.0,

published in 1995, is included as Exhibit 16.
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VII. THE ‘753 PATENT IS INVALID AS IT IS ANTICIPATED BY U.S.

PATENT NO. 6,073,209 TO BERGSTEN

The ‘753 Patent is also anticipated by U.S. Patent No. 6,073,209 (the ‘209 Patent)

titled “Data storage controller providing multiple hosts with access to multiple storage

subsystems,” to Bergsten, filed March 31, 1997, which was prior art as of the ‘753

Patent’s effective filing date. A copy of the ‘209 Patent is included in Exhibit 1, and the

claim chart comparing elements of this Patent to limitations in the claims of the ‘753

Patent is included in Exhibit 22. The ‘209 Patent describes a form of access controls

using low level, block protocols. For example, the ‘209 Patent states in the ABSTRACT

section:

“Each storage controller may be coupled to at least one host
processing system and to at least one other storage controller to control
access of the host processing systems to the mass storage devices.”

The ‘209 Further states, in column 15, lines 39 to 47:

“A storage controller of the present invention further allows data

blocks to be write protected, so that a block cannot be modified from any
host computer. Write protection may be desirable for purposes such as
virus protection or implementation of security firewalls. Write protection
can be achieved by configuring the storage controller appropriately at set-
up time or by inputting a Write protect command to the storage controller
from a host computer.”

The ‘209 Patent thus describes how to control access of hosts to storage devices

by allowing data blocks to be write protected from host computers. Since data blocks can

be write protected, the ‘209 Patent describes a storage controller that limits a computer’s

access to subsets of storage devices or sections of a single storage devices, which is what

the Court in Chaparral identified as access control (Exhibit 6). In addition, this explicit

reference to security-oriented data protection provides strong motivation to a person of

ordinary skill in the art to combine the ‘209 Patent and other prior art storage routers with

enhanced security features.
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The ‘209 Patent also includes all the remaining elements of the claims of the ‘753

Patent: 21 RAM buffer (column 6, line 26); a Fibre Channel controller (column 4, line 28);

a SCSI controller (column 4, line 21); a CPU supervisor unit (column 6, line 26); and

mapping (column 3, line 18). See Figure 3 from the ‘209 Patent, included below,

depicting a STORAGE CONTROLLER with CPU, RAM, HOST DEVICE I/F (interface)

with arrows leading TO/FROM HOST (Fibre Channel transport medium), and

STORAGE DEVICE I/F with arrows leading TO/FROM LOCAL EXTERNAL

STORAGE DEVICES (SCSI bus transport medium).

HF

STORAGE CONTROLLER
DEVICE I/F DEVICE I/F

‘i:
1‘?'1:
:9?
-l’:
:1:H:
"F: rt“flux:-lmr-mmmm’m

TO/FROM T0/FROM TO/FROM
HOST LOCAL EXTERNAL OTHER STORAGE

STORAGE DEVICES CONTROLLERS

FIG. 3

Thus, the ‘209 Patent anticipates the ‘753 Patent, or in the alternative, provides

strong intrinsic motivation to combine a Fibre Channel to SCSI storage router with access

control.

VIII. THE ALLEGED INVENTION OF THE ‘753 WAS OBVIOUS IN LIGHT OF

THE PRIOR ART AND NUMEROUS MOTIVATIONS TO COMBINE

The Obviousness Standard.
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“... [T]he standard under 35 U.S.C. § 103 [for obviousness] is what would have

been obvious to one of ordinary skill in the art, and the level of the skilled artisan should

not be underestimated. See In re Sovish, 769 F.2d 738, 743, 226 USPQ 771, 774 (Fed.

Cir. 1985).” Ex Parte Richard A. Flasck, 2000 WL 33520310, *3. (Exhibit 17). Factors

that may be considered in determining level of ordinary skill in the art include: (1) the

education level of the inventor; (2) type of problems encountered in the art; (3) prior art

solutions to those problems; (4) rapidity with which innovations are made; (5)

sophistication of the technology; and (6) education level of active workers in the field.

Environmental Designs v. Union Oil Co. of Cal., 713 F.2d 693, 696-697 (Fed.Cir.1983),

cert. denied, 464 U.S. 1043, 104 S.Ct. 709, 79 L.Ed.2d 173 (1984) see also Orthopedic

Equipment C0,, Inc. v. All Orthopedic Appliances, Inc., 707 F.2d 1376 at 1381-1382

(Fed.Cir.1983). The level of one of ordinary skill is evaluated at the time the invention

was made. Id at 1382.

The Field of Endeavor.

The first question in an obviousness argument is whether the references are in the

field of the inventor’s endeavor. In re Deminski, 796 F.2d 436, 230 U.S.P.Q. 313,

(Fed.Cir., Jul 08, 1986). The field of art that encompasses the ‘753 Patent, as well as the

Related Patents, is that of computer science and electronics. Some of the hardware

identified in the ‘753 Patent includes routers, networks, bridges, servers, controllers,

storage devices, storage disks, microprocessors, buffers, storage controllers, and

workstations. The prior art would encompass, at least, the fields of computer science and

electronics as it relates to the hardware discussed above.

It is common knowledge that the computer science and electronics field is one

that has experienced, and continues to experience, rapid development and complexity in

hardware and software. As a result, a person skilled in the art would be someone with a

degree in Computer Science, Electrical Engineering or an equivalent, with perhaps seven

or more years of professional experience, and with knowledge of at least computer

hardware, systems, electronics, and software in such an area ofrapid innovation.
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s.

The Motivation to Combine

Identification in the prior art of each individual part claimed is insufficient to

defeat patentability of the whole claimed invention. Rather, to establish obviousness

based on a combination of the elements disclosed in the prior art, there must be some

motivation, suggestion, or teaching of the desirability of making the specific combination

that was made by the applicant. In re Kotzab, 217 F.3d 1365, 1369-1370 (C.A.Fed.,

2000).

Obviousness and Motivation to Combine in Light of the 1984 Bfie Magazine Article

As has already been discussed, one of the two inventors of the ‘972 and ‘753

Patents admitted under oath that the only limitation of the ‘972 (and ‘753) Patents that is

not taught by prior art is the movement of access controls from the network server to the

router. This petition has identified no less than four RAID controllers — or “routers” —

(five if one includes the DEC HSZ70 RAID controller) that performed access controls.

However, even if one were to ignore those prior art RAID controllers, the movement of

access controls from the network server into the router would have been obvious in light

of an article published in Byte Magazine in 1984.

Further, the GEN5 prior art RAID controller discussed above connected to Fibre

Charmel hosts on one end and SCSI storage devices on the other, just like the device

described in the ‘753 patent. However, the remainder of the RAID controllers connected

to hosts and storage devices using other protocols. The decision to connect the router

described in the ‘753 Patent to hosts through the Fibre Charmel transport medium, and to

connect the router to storage devices through the SCSI transport medium would have

been obvious in light of the 1984 Byte Magazine article.

“Local-Area Networks for the IBM PC” was written by J. Scott Haugdahl

(“Haugdahl”) and published in the December 1984 edition of Byte Magazine. Byte
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Magazine is a widely-read computer magazine and publicly available. (Exhibit 18). The

Haugdahl article teaches the following:

0 A need to preserve the benefits of a stand-alone personal computer system

while obtaining the benefits from networking.

“Thus, with LANs you want to preserve the benefits of stand-alone
microcomputers, namely, use of your favorite software and peripherals

and having a machine all to yourself, as well as adding new benefits from

networking.” (p. 147, col. 2).

Network benefits known at the time of the invention included access controls and

mapping. This reference, however, is not limited to just networks, but provides

motivation to develop systems other than networks that have some desirable

network characteristics.

0 A trend in the industry toward using open systems that follow published

specifications, such as Fibre Channel and SCSI protocols.

“Most systems that follow de facto standards, such as Ethernet or

Arcnet, and those that follow ‘committee’ standards, such as IEEE—802 or

those of the National Bureau of Standards, tend to be open systems.” (p.

147, col. 3).

Fibre Channel and SCSI were available during the time of the alleged ‘753 invention.

0 Access controls that enabled only a particular user to access data.

“Because all these servers support multiple users, you’re going to

need some sort of password protection scheme, as well as some means of

protecting the data of one user from another.” (p.151).

This clearly teaches restricting access to stored data. It is not limited to any particular

implementation and could Very well be the impetus to usewsuch schemes as LUN

masking.

0’ Servers were known to be a potential bottleneck problem.
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“However, the server is a potential bottleneck, particularly if you

don’t go with a high-performance processor.” (p. 154, col. 3).

Bottlenecks were a well known problem and a person skilled in the art would be sensitive

to alternatives, such as having the router perform access controls, as opposed to the

SCTVC1’.

0 Implementing access controls at a low level.

“Disk service users’ requests for disk I/O (input/output) at a low level.

Thus the server is really a disk ‘volume’ server, and file 1/0 is handled

directly by the operating system in the PC.” (p. 154, col. 3).

Here is the connection between native low-level protocols as used by a personal

computer and the difference as it existed in 1984 for file servers.

0 Access control and virtual local storage.

“Ethershare manages virtual disks at the volume level. Passwords

are required to ‘log on’ and optional passwords can be placed on volume.

Volumes can be made private for individual use only, public for use by
several users in a read—only fashion, and shared for multiple read/write

access.” (p. 156, col.2).

“[Regarding Corvus] It was simply a device that allowed you to

share a hard disk by partitions.” (p. 163, col. 3). “[Regarding Nestar] [I]n

fact, if you had two PLAN 4000 systems with a gateway server, you could
establish virtual connections with disks on other network file servers and

use them as if they were local.” (p. 166, col. 3).

Virtual access to disks, security-oriented access control, private and shared hard disks,

and use of remote storage devices having the appearance and characteristics of local

storage were well documented and available to consumers at least as early as 1984.

The article further highlights numerous disadvantages to using file servers for the

performance of certain functions and directly indicates how handling a file with a

personal computer’s I/O is more direct. The type of I/O endemic to the personal

computer is a native low-level ‘block protocol. A person skilled in the art would realize

that a remote storage device, like that provided by a file server, would be more desirable

if it utilized the I/O handling like that of a personal computer. Further, a person skilled in

17
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the art would realize that other network-like options would be desirable. Those options

would include access control.

Obviousness and Motivation to Combine in Ligl_1t of the 1995 Bursky Article

V Similar to the Haugdahl article, Dave Bursky wrote an article that appeared in the

February 6, 1995 edition of “Electrical Design” entitled “New Serial I/O Speed Storage

Subsystems” (Exhibit 19) that alsoiteaches the desirability of connecting workstations to

a storage controller or router via the Fibre Channel protocol.

0 The Bursky article teaches that Fibre Channel helps relieve problems with
remote, high—speed devices, such as noise, signal integrity, speed, and bulky
cables. '

“Using a serial interface also helps relieve one of the largest

headaches when it comes to connecting many high—speed devices together

- noise and signal integrity. Therefore, to achieve top performance,

long parallel cables must be eliminated to control impedance, minimize
crosstalk, and allow data transfers to run at maximum speeds. The FC

drives eliminate the need for large connectors and bulky SCSI cable.”

(Bursky, p. 81, col. 2 to p. 82, col. 1.)

I The Bursky article teaches that Fibre Channel chips were commercially

available.

“Aside from Seagate’s disk drives, only a handful of FC storage
interfaces are immediately available and just a few companies offer any

silicon. The smattering of chips on the market include several choices

from Applied Micro Circuits, Hewlett-Packard (G-Logic chip set), LSI

Logic (megacells), Microelectronics Technology Center, NCR, Rockwell
International, TriQuint Semiconductor, and Vitesse Semiconductor.”

(Burslgz, p. 88, col. 3.)
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The Bursky article expounds the virtues of Fibre Channel and lists several

manufacturers from which Fibre Channel controllers for storage interfaces can be

acquired.

One of the Inventors Admitted To Obviousness and a Motivation to Combine.

In fact, one of the inventors of the ‘972 and ‘753 Patents testified under oath in

the Chaparral litigation that a person skilled in the art would have known at the time of

the filing of the ‘972 and ‘753 Patents that various known and readily identifiable

problems would be solved by: 1) connecting the prior art router described in the ‘972 and

‘753 Patents to hosts by way of the Fibre Channel transport medium, and; 2) performing

the access control function in the router, as opposed to the network server.

“...there’s a general need in computing to increase the
addressability of devices, of storage devices, for example. There’s a
general need to increase the speed of communication to those devices.
There’s a general need to increase the distance over which you can
communicate to devices. And most fundamentally, I’d say that was the set

of capabilities that we were interested in providing solutions for; and in
doing so, you know the, for example, fibre channels, in general technology
addresses a number of those issues over and beyond the benefits of

previous technologies. And to, that’s you know, that’s a nice, general set
ofproblems that were addressed.”

(Deposition of Hoese, page 125-126.) (Exhibit 20).

“...the main problem is the network server is expensive to

maintain, it has various bottlenecks in transferring data between these
things, has to go through a lot of effort to translate the data requests, get
the data from one side to the other.” e

(Trial transcript of Hoese, page 59-60.) (See above).

There is no indication that the general needs spoken of by Hoese constituted a

unique problem known only by the Patentees, or that the Patentees forever solved these

general needs with their alleged invention, or that there was a long felt need to solve

these problem that now ceases to exist due to the Patentees alleged invention. Finally, it

is clear that the Patentees did not discover the source of any of these general needs or

their solutions; the needs and solutions were known to the industry at the time.

19
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The Patentees sworn testimony shows that a person skilled in the art at the time of

the alleged invention embodied in the ‘753 Patent would have been acutely aware of a

variety of needs in the field. These needs provide the motivation for a person skilled in

the art to seek a solution.
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IX. ADDITIONAL PRIOR ART THAT ADDRESSES EACH OF THE GENERAL

NEEDS AS IDENTIFIED BY THE SWORN TESTHVIONY OF THE INVENTORS

We believe that the prior art RAID controllers discussed herein, the magazine articles,

and the testimony of the inventors of the ‘753 are reason enough to find that the ‘753

Patent should have never issued. However, in the interests of bringing all prior art to the

attention of the examiner and the Patent Office, we supply, below, additional prior art

that addresses each of the needs as identified by the inventors in sworn testimony.

Increased speed

Increasing the speed at which data was transferred from a host to storage and back

again was one problem identified by testimony of the inventors, supra, and was

commonly known throughout the industry. As already discussed above, it was well

known in the prior art at the time of the ‘753 Patent invention that the Fibre Channel

protocol was extremely fast and operated above 1 gigabit per second in transmission

speed. See Berman, U.S. Patent No. 6,185,203, see also U.S. Patent No. 5,638,518 to

Malladi, filed October 24, 1994 and issued June 10, 1997 starting at Column 2, Line 54.

Use of Fibre Channel was available and would have been an obvious selection to one

skilled in the art. (Exhibit 1).

Reduction of data translation reguests

Concerning the reduction of translation of data requests, it was also well known in

the prior art that Fibre Channel and SCSI shared a common protocol. In particular, the

highest level in the Fibre Channel standards set, FC-4, defines the mapping between the

lower levels of the Fibre Channel and SCSI command sets. U.S. Patent No. 6,185,203 to

Berrnan at Column 6, starting at line 18, identified as prior art as of the filing date of

February 18, 1997. This well ‘known prior art commonality reduces any need for data

translation between Fibre Channel and SCSI protocols. “Multiple protocols such as SCSI

(Small Computer Serial Interface), IP (Internet Protocol), HIPPI, ATM (Asynchronous
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Transfer Mode) among others can concurrently utilize the same media when mapped over

Fibre Channel.” Id. Abstract. “One of the reasons that Fibre Channel is so popular is

that one of the payloads and upper level protocols which can be mapped, is the protocol

for SCSI.” U.S. Patent No. 5,959,994 to Boggs, et al, filed August 19, 1996, issued

September 28, 1999, statement appearing as prior art starting at Col. 3 at Line 11.

(Exhibit 1).

The connection between Fibre Channel and SCSI allows for the transmission of

data using Fibre Channel low-level block protocols. U.S. Patent No. 5,638,518 to

Malladi, filed October 24, 1994 and issued June 10, 1997 starting at Column 2, Line 54.

A person skilled in the art at the time of the alleged invention of the ‘753 Patent would

have found it obvious to use a combination of Fibre Channel and SCSI protocols to

connect a router to hosts and storage devices, in order to reduce data translation requests.

(Exhibit 1).

The issue of distance

As to the need to allow for greater distances between hosts and storage devices, it

was well known in the prior art that Fibre Channel offered the availability of a greater

distance. U.S. Patent No. 5,519,695 to Purhoit, et al, starting at Column 2, Line 12

identified as prior art as of the filing date of October 27, 1994. (Exhibit 1).

Addressabili-ty

The ‘753 Patent identifies addressability in three different instances. First, as a

map between the Fibre Charmel controller and the SCSI controller. Second, as it relates

to Fibre Charmel devices and SCSI devices. Third, as access controls.

Mapping between the Fibre Channel controller and the SCSI controller
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As to the first instance, mapping between a Fibre Channel controller and a SCSI

controller was well-known in the art as evidenced by U.S. Patent No. 5,748,924 to

Llorens, et al, filed October 17, 1995, issued May 5, 1998. Also, as identified above, the

Patentees admitted that mapping was prior art. While the Llorens Patent was reviewed

during the initial examination of the ‘O35, ‘972, and ‘036 Patents, presenting it again in

this context is permissible. “The existence of a substantial new question of Patentability

is not precluded by the fact that a Patent or printed publication was previously cited by or

to the Office or considered by the Office.” 35 U.S.C. §303(a), which overruled a portion

of the case of In re Portola on the issue of using art relied upon in the initial examination.

See 2002 Amendments. Pub.L. 107-273, § 13105(a), inserted “The existence of a

substantial new question of Patentability is not precluded by the fact that a Patent or

printed publication was previously cited by or to the Office or considered by the Office.”

(Exhibit 1).

Addressability ofFibre Channel devices and SCSI devices

It was well-known in the prior art how to identify the existence of Fibre Channel

devices and SCSI devices connected to a computer or on a network. See U.S. Patent No.

5,317,693 to Cuenod, et al., titled “Computer peripheral device network with peripheral .

address resetting capabilities” filed April 4, 1991, issued May 31, 1994. U.S. Patent No.

5,664,107 to Chatwani, et al, titled “Method for providing for automatic topology

discovery in an ATM network or the like” filed June 7, 1995, issued September 2, 1997.
U.S. Patent No. 4,827,411 to Arrowood, et al, titled “Method of maintaining a topology

database” filed June 15, 1987, issued May 2, 1989. Again, as identified above, the

Patentees admitted that Fibre-to-SCSI storage routers were prior art and these types of

routers, as shown in figure 2 of the ‘753 Patent, had a number of workstations and storage

units attached to the Fibre and SCSI channels. Such a situation could not have existed

unless the devices on the channels were addressable. (Exhibit 1).
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Access Controls

The Haugdahl article addressed access control as far back as 1984. Concerning

access control, Fibre Channel was known to be, “a channel-network hybrid, containing

enough network features to provide the needed connectivity, distance and protocol
multiplexing, and enough channel features to retain simplicity, repeatable performance

and reliable delivery.” Arrowood Id. The Patentees admitted that one of the network’s

functions was the performance of access control.

Q. Okay. Can you explain your invention of the 972 Patent
invention in your own words, sir?

A. The invention provides a method for connecting computers

to storage devices, providing that connectivity, the ability to map storage
between different devices, providing virtual local storage and security

management capabilities for those devices.
Q. Well, what was the state-of-the—art at the time that you

came up with your invention? How were people doing that sort of thing?
A. Primarily through the use of network servers.

(Trial transcript of Hoese. Page 58, starting at line 16.) See above.

Q. So how did your invention improve on this basic situation?
A. Well, using the invention in this role, you basically have

the computers on the one side speaking their native low-level block
protocols that they communicate with to storage devices, routing those
through a storage router, and connecting those devices to the actual
storage without having to do the translation from the — through the
network protocols or translation through the file system.

(Trial transcript of Hoese. Page 60, starting at line 19.) See above.

Q. Mr. Russell, you said you solved problems thatpexisted in
the world just a moment ago. Could you elaborate on that, what you
meant by that?

A. Sure. That was the initial problem that we saw to be solved

by the invention which is the way that storage was hooked up remotely.
So it was done through lietwork file servers across the network, and that’s

how you accessed storage.

(Trial transcript of Russell. Page 115, starting at line 5.) (Exhibit
21).
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By admission of both Patentees, a prior art network file server had the ability to

perform all the functions identified by the invention, including restricting the

addressability of the storage units, i.e. access control. What the networks did not do was

operate using native low-level block protocols.

However, as shown above, it was well known in the art that transport mediums

such as Fibre Charmel and SCSI contained network capabilities and could work at low-

level block protocols The ability to identify, address, and partition storage drives for

access by a host computer was well-known in the art at the time of the filing of the ‘753

Patent. As already discussed, this was evidenced by prior art RAID controllers such as

the GEN5, CRD 5500, Iceberg and Infortrend 3000. However, it was also evidenced by

U.S. Patent No. 5,634,111 to Oeda, et al, filed March 1993, issued May 27, 1997,

reference in the Abstract. See also U.S. Pat. No. 4,961,224 to Yung titled “Controlling

access to network resources,” filed March 6, 1989, issued October 2, 1990. Also, U.S.

Patent No. 5,659,756 titled, “Method and system for providing access to logical partition

information on a per resource basis,” to Hefferon, et al, filed March 31, 1995 discloses a

system that partitions a subset of main storage. (Exhibit 1).

Another form of access control is identified in U.S. Patent No. 6,073,218 titled,

“Methods and apparatus for coordinating shared multiple raid controller access to

common storage devices,” to DeKoning, et al, filed December 26, 1996, that was prior art

as of the Patent filing date, which states in the “BACKGROUND OF THE

INVENTIO ” section that

“There are five ’levels’ of standard geometries defined in the Patterson

publication. The simplest array, a RAID level 1 system, comprises one or more
disks for storing data and an equal number of additional ’mirror’ disks for storing
copies of the information written to the data disks. The remaining RAID levels,
identified as RAID level 2, 3, 4 and 5 systems, segment the data into portions for

storage across several data disks. One or more additional disks are utilized to store
error check or parity information.”

Storage acrossdisks addresses assigning subsets of the disk to retain information

from a specific workstation. (emphasis added). (Exhibit 1).
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The prior art identifies aspects of a distributed security system in which access to

system resources is controlled by access control lists associated with each system

resource. U.S. Patent No. 5,315,657 to Abadi, et al., issued: May 24, 1994, filed

September 28, 1990. Access control lists are used to define the extent to which different

users will be allowed access to different resources on a server depending on the level of

access control implemented on a given server, access control lists for a given disk defines

the access restrictions for all the resources or files stored on that disk. U.S. Pat. No.

5,889,952 to Hunnicutt, et al, issued March 30, 1999, filed: August 14, 1996 under the

“STATEMENT OF THE PROBLEM” as part of prior art as of the filing date of August

14, 1996. Each host processor has exclusive access to its own set of storage devices and

it cannot access the storage device of another host. U.S. Pat. No. 5,860,137 to Raz, et al,

issued Ianuary 12, 1999, filed: July 21, 1995 under the “BACKGROUND OF THE

INVENTION” As part of prior art as of the filing date of July 21, 1995. These groups of

files form virtual disks, sometimes referred to as rnini-disks, which for purposes of this

description are identified by a number. A list of authorized users must exist for each

mini-disk. US. Pat. No. 5,469,576 to Dauerer, et al, issued November 21, 1995, filed

March 22, 1993. (Exhibit 1).

Given the Patentees sworn admission that a Fibre to SCSI storage router was well

known in the art, it would have been obvious to a person skilled in the art to start with a

router and implement changes to address the need for access controls within the router.

This, in turn, would have led to the design of a device that incorporated all the limitations

as found in the ‘753 Patent.

X. A PERSON OF ORDINARY SKILL IN THE ART AT THE TIME OF THE

ALLEGED INVENTION WOULD BE MOTIVATED TO ADD ACCESS

CONTROLS TO EXISTING STORAGE ROUTERS

A Person of Ordinagg Skill in the Art at the Time of the Alleged Invention
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The ‘753 Patent identifies the invention as a bridge device. ‘753 Patent Column 5

starting at Line 34. At the time the ‘972 and ‘753 Patents were filed, a person skilled in

the art of the computer field would have knowledge of networks, server, routers, bridges,

and brouters. Furthermore, such a person would be familiar with connecting

workstations and storage devices with the items listed above. It is thus important to

identify what encompasses a bridge and other related devices at the time of the filing of

the ‘753 application.

“In general, routers are used to interconnect different configu_rations of LANs

(Ethernet to token ring, for example), over arbitrary distances, while bridges are used to99

interconnect locally like confi gprations of LANs (token ring to token ring, for example).

U.S. Patent No. 5,426,637 to Derby, et al, filed December 14, 1992, issued June 20, 1995,

(Emphasis added). (Exhibit 1).

“A router is an internetworking device that chooses between multiple paths when

sending data, particularly when the paths available span a multitude of types of
local area and wide area interfaces. Routers are best used for (1) selecting the

most efficient path between any two locations; (2) automatically re-routing
around failures; (3) solving broadcast and security problems; and (4) establishing
and administering organizational domains. One class of router, often called
bridge/routers or Brouters, also implements switching functionality, such as

transparent bridging and the like.” *

U.S. Patent No. 5,802,278 to Isfeld, et al, identified as prior art as of the date of

filing the application, starting at Column 1 at Line 23, filed January 23, 1996, issued

September 1, 1998, (Emphasis added). (Exhibit 1).

A brouter (bridge/router) is a device that connects two or more LANs. A brouter

allows stations on one LAN to connect to stations on different LANs. U.S. Patent No.

5,781,715 to Sheu, identified in “Prior Art” as of the filing date starting at Column 1,

Line 26, filed October 13, 1992, issued July 14, 1998, emphasis added. (Exhibit 1).

“A previously known local area network (LAN) is used to interconnect multiple
personal computers or work stations, called ’clients,’ and a network server. The
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network server comprises a personal computer and a program which provides a

variety of services to the clients. For example, the server mana es a local disk
(DASD) and permits selected (or all) clients on the LAN to access the disk. Also,

the server may provide access by LAN clients to a local printer that the server

manages. To access the local disk, the client must first establish a session or ’log-
on’ to the server with a valid account and password and request a connection to

the local disk. In response, the server validates the account and password, and

grants the connection if available. Then, the client requests a remote file operation
(e. g. open, read, write, close) and furnishes associated parameters. In response,
the server may copy (depending on the operation) the file from the local disk into

RAM, and performs the operation requested by the client. If the file is updated,

the ‘server will copy the updated version back to the local disk, overwriting the
previous version.”

U.S. Patent No. 5,642,515 to Jones, et al, titled “Network server for local and

remote resources,” filed April 17, 1992, issued June 24, 1997, in the background section

identifying prior art, starting at Column 1 at Line 11, emphasis added. (Emphasis added).

(Exhibit 1).

From the references above, it is clear that a person skilled in the art at the time of

the filing of the ‘753 Patent application would understand the principles and applications

of: 1) connecting a multiplicity of computing devices together, or to a system; 2)

connecting a variety of peripherals to a system; 3) interfacing between like and different

mediums; 4) controlling the access to storage units; 5) techniques for making a storage

device transparent to‘ a workstation (virtual local storage); and 6) a thorough

understanding of similarities and differences in the various protocols in the computer

field.

Motivation to add Access Controls to Existing Storage Routers

The central question in combining a variety of elements to arrive at the invention

in a Patent is, “what would motivate a person to combine the elements?” In the present

case, the Patentees have provided the answer to this question. Through sworn testimony, ‘

the Patentees identified a number of general problems in the field. The nature of the
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problem can lead inventors to look to references relating to possible solutions to that

problem. Inre Rinehart, 531 F.2d 1048, 1054, 189 USPQ 143, 149 (CCPA 1976).

As discussed above, inventor Hoese testified at trial that a storage router having

every limitation of the alleged invention of the ‘972 and ‘753 Patents, except for access

control, was prior art as identified in Fig. 2 of the ‘753 Patent and the related written

description. Also, inventor Hoese stated that the alleged invention of the ‘753 Patent was

just adding access control to a storage router. The Iceberg, GEN5, CRD-5500, and IFT

3000 prior art RAID controllers were all “routers” (as defined by the Court in the

Chaparral case) that performed access controls. The designers of each of those

controllers understood clearly the benefits of having those RAID controllers perform

access controls, as opposed to a network server. The article written by Haugdahl, above,

identifies that making volumes private by using passwords was a desirable feature for a

network type system. Further, inventor Hoese identified that addressibility was a‘ well-
known issue in the field. Further, the article written by Haugdahl, and the patents to

Oeda, Yeung, Hefferon, DeKonig, Abadi, Hunnicutt, Raz, and Dauerer all discuss not

only the existence of well-known techniques for restricting access to storage devices in

systems involving multiple hosts and multiple storage devices, but the need to do so.

Given the prior art storage router in Fig. 2 of the ‘753 Patent, the prior art RAID

controllers discussed herein, the teaching from Haugdahl that it was desirable to include

access control in systems like the storage router in Fig. 2, the Patentees testimony that

addressibilty was an issue at the time of the alleged invention embodied in the ‘753

Patent, the numerous prior art patent references to access control, and the knowledge of

those in the art regarding the use of access controls in storage systems, it would have

been obvious to one skilled in the art at the time of the alleged invention of the ‘753

Patent to merely add access control to a prior art storage router and arrive at the ‘753

Patent.

XI. VALIDITY ANALYSIS: EXHIBITS CITING PRIOR ART AND

EXPLAINING THE PERTINENCY AND MANNER OF
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APPLYING THE CITED PRIOR ART

Due to the large quantity of prior art cited in this request for reexamination, we

include appendices and exhibits to explain the pertinency and manner of applying the

cited prior art in tabular form rather than to embed hundreds of pages of analysis within

this request. Although the analysis in the appendices and exhibits refer directly only to a

selected subset of the claims of the ‘753 Patent, all arguments for invalidity apply equally

to the remaining claims of the ‘753 Patent.

‘Appendix A includes an analysis of the meaning of terms used in Claim 1 of the

‘753 Patent, based upon the Chaparral Marlanan order, the patentee’s admissions, and

the prior art.

Appendix B includes a matrix summarizing and identifying the elements of Claim

4 of the ‘753 Patent that are found in each of the cited prior art U.S. Patents and printed

publications.

Appendix C includes a listing of possible prior art combinations in support of an

obviousness rejection claims of the ‘753 Patent under 35 U.S.C. §103.

Exhibit 22 includes charts for each of the U.S. Patents and printed publications
1;’
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identified in Appendix B, indicating the relevant portions of the prior art that pertain to

elements of the ‘753 Patent claims.

.1}=:'.

Below, please find the detailed analysis of each of the eight (8) claims of the ‘753

Patent and summary of the prior art and combinations that render each claim invalid.

Claim 1.

Claim 1 states:

1. A data storage gateway capable of interfacing with and
providing connectivity and mapping between a Fiber Channel and SCSI

channel interface, the data storage gateway comprising:
a virtual storage;

a storage router in communication with and providing mapping to
the virtual storage such that a fiber channel device remote
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from the virtual storage can communicate data to and from

the virtual storage; and

wherein the storage router is capable of configuring a SCSI device

to contain at least a portion of the virtual storage.

The ‘753 Patent breaks the pattern followed by the patentees in the other Related

Patents which was to gradually broaden claims from the ‘972 Patent, to the ‘O36, to the

‘O35, and then to the ‘854 Patent. Those other four patents show a progression where, in

essence, words of limitation are removed from selected portions of the claims. For

further discussion of the differences between claims in these patents, see Exhibit 4
(differences in claims of the ‘972, ‘O36, ‘O35 and ‘854 Patents). The ‘753 Patent is

slightlydifferent, and the claims are analyzed, below.

Claim 1‘ is Invalid Based on RAID Controllers in the Prior Art that Already Have Access

Controls

Claim 1 of the ‘753 Patent describes a “data storage gateway.” This phrase does

not appear anywhere in the ‘753 specification, and the definition is not entirely clear, but

it seems to describe simply a router. Instead of specifying a limitation for the router’s

performing “access control” (as is found in Claim 1 of the ‘972, ‘O36, ‘O35 and ‘O854

Patents), Claim 1 of the ‘753 Patent includes limitations for “virtual storage.” Therefore,

it appears that Claim 1 of the ‘753 Patent describes only a router that connects to devices

on the host side through the Fibre Channel transport medium, and to storage devices on

the other side through the SCSI transport medium, which allows for the host to access the

storage devices as if the storage devices are “local” - directly connected to the host, or

internal to the host.

As discussed above, the patentees admitted that Fig. 2 was prior art. Figure 2

shows exactly what is claimed in Claim 1 of the ‘753 Patent, which is a “storage router”

mapping between Fibre Channel workstations and SCSI disk. Such a storage router is

also clearly described in the manuals for the Maxstrat Gen5, [See Exhibit 10, Claim

chart, and Exhibits 11 and 12, Gen5 manuals], CRD—5500 and the IFT-3000 manuals.
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The patentees have admitted that the only component of the alleged invention of

the ‘972 Patent and ‘753 Patent that they believe to be innovative is the performance of

“access control” using “low level, block protocols” in the router device. Claim 1 of the

‘753 Patent does not specifically identify access control, but it does cover the function of

access control in the limitations for “virtual storage” and for a storage router “... capable

of configuring a SCSI device to contain at least a portion of the virtual storage”. If Claim

1 does not require the limitation of access controls using low level, block protocols, then

by the patentee’s own admissions, Claim 1 describes prior art.

However, if Claim 1 does require the limitation of access controls — as discussed

above and demonstrated i11 Exhibits 10 and 11 - the Maxstrat Gen5 router device

implements access controls using low level, block protocols. As the Gen5 manuals show,

access control was configured for the Gen5 by using the “ifp” command which includes

the “luns bitmask enable” field. This field is used to specify the enabling of LUNs on

interface ports to provide access to “facilities” (storage units). [See Exhibit 10, Claim

chart, pages 5 and 6; see Exhibit 11, Gen5 System Guide, pages 4-42 to 4-43]. The same

is true for the CRD-5500, IFT—3000 and Iceberg RAID controller/router devices.

The Court in the Chaparral case defined “implements access controls for storage

space on the SCSI storage devices” as “provides controls which limit a computer’s access

to a specific subset of storage devices or sections of a single storage device.” (Exhibit 6,

starting on page 3; Exhibit 6, page 15). The Gen5 did exactly that — a simple and
reasonable configuration of the Gen5 would result in some computers having access to

specific RAID sets (which could be a subset of storage devices or sections of a single

storage device), while other computers would not have access to those specific storage
units.

The CRD-5500 had a similar access control called “Host LUN Mapping.” The

CRD-5500 Host LUN Mapping feature made it possible to map RAID sets differently to

each host. (Exhibit 14, CRD-5500 User’s Guide, pages 1-1 and 4-5). The IFT-3000 also
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had a similar feature for mapping LUNs to logical drives (Exhibit 15 Claim chart). The

only element of the ‘972 Patent missing from the CRD-5500 or IFT-3000 is the use of the

Fibre Charmel transport medium to communicate with hosts, which is admitted by the

patentees to be part of the prior art described in Figure 2.

Thus, the Maxstrat Gen5 anticipates Claim 1 under 35 U.S.C. §l02, and the CRD-

5500 and IFT-3000, in light of the admitted prior art of Figure 2, render Claim 1 obvious

under 35 U.S.C. §lO3.

Claim 1 is Also Invalid Based on Adding Access Controls to U.S. Patents in the Prior Art

The RAID controllers discussed above anticipate and render the ‘753 Patent

obvious because they include elements for “access control,” as that term is used in the

‘753 Patent. The alleged invention of the ‘753 Patent can also be arrived at by starting

with prior art U.S. Patents for storage routers and adding access controls. A listing of

such prior art appears in Exhibits 1 and 22 and in Appendices B and C.

For example, U.S. Patent No. 5,748,924 (the ‘924 Patent) to Llorens, et al, filed

October 17, 1995, issued May 5, 1998 is pertinent to discuss here, and a good reference

to use for defining one such physical structure. As discussed above, 35 U.S.C. §303(a)

authorizes the Patent Office to consider the Llorens prior art in a reexamination, even

though this U.S. Patent was cited during the initial examination of the ‘753 Patent. The

structure of Claim 1 in the ‘753 Patent is virtually identical to Fig. l of the ‘924 Patent

shown below. (Exhibit 1).
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This figure identifies the same elements of the storage router depicted in Fig. 4 of

the ‘753 Patent, such as a SCSI bus, Serial Device (Fibre Channel), and a memory

(buffer). Even though a Fibre Channel controller is not explicitly shown in this figure,

the written description makes it clear that the microprocessor and FIFO operate in

conjunction to convert the parallel SCSI data into a serial format. Fibre Channel is a

serial format, and the summary of the invention specifically references Fibre Channel as a

serial format for use with the invention.

Below is Fig. 4 of the ‘753 Patent.
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The comparison between these two figures is striking. While Fig. 4 of the ‘753

Patent identifies data passing between the controllers and the buffer, it is important to
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note that this limitation is not present in the claims of the ‘753 patent. This renders the

functionality described by the two images to be nearly identical.

The ‘924 Patent was referenced as prior art in the ‘753 Patent application by the

Patentees. This shows that a person skilled in the art at the time, such as the Patentees,

would have known that the ‘924 was a relevant and useful foundation ‘from which to

solve the problems identified supra by the Patentees.

The ‘924 Patent addresses an adapter for facilitating communications between a

Fibre Channel device a SCSI device. This was also well known as described above

in reference to the patents issued to Chatwani and Arrowood. The ‘924 structure allows

for Fibre Channel to SCSI interfacing using native low-level block protocols, as

discussed above. The use of low—level block protocols was also known in the prior art as

shown in the patents issued to Malladi and Berman, shown above and addressed the

known issue of reducing data translation requests. Further, the patentees admitted that

Figure 2 of the ‘753 Patent (showing a Fibre Channel to SCSI storage router) was prior

art.

VVhile the ‘924 Patent addresses a single device on each side of the adapter, the

principal could be expanded to a number of such devices. This is true where, as here,

part of the statement of the problem in the field as sworn to by the inventor of the ‘753

Patent addressed multiple devices. This would include multiple Fibre Channel devices

cooperating with multiple SCSI storage units.

At the time of the ‘972 and ‘753 Patent Applications, 21 person skilled in the art

trying to solve the problem of addressability of devices (as identified by the patentees)

would certainly have relied upon disclosures in the prior art referring to access control

from such sources as the patents issued to Oeda, Yung, Hefferon, DeKoning, Abadi,

Hunnicutt, Raz, and Dauerer discussed above. Access control could be combined with

transparent bridging between Fibre Channel devices and SCSI devices, which was well
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known in the art. See U.S. Patent No. 5,802,278 to Isfeld, et al, above. This combination

provides virtual local storage as defined in the ‘753 Patent. (Exhibit 1).

Access control is not limited to any single embodiment. As identified in the

written description of the ‘753 Patent, “Storage router 56 allows the configuration and

modification of the storage allocated to each attached workstation 58 through the use of

mapping tables or other mapping techniques.” ‘753 Patent, starting at Column 4, Line

13. The claims of the ‘753 Patent cover any mapping techniques, and not just tables or

lists. As such, a person skilled in the art would have known of the numerous ways

described above to achieve access control.

When viewing the teachings of the Haugdahl and Bursky articles, the Patentees

sworn statements concerning issues that drove the field at the time of the alleged

invention of the ‘753 Patent, and the numerous prior art references, it becomes clear that

a person skilled in the art would have know to combine the references cited above and

arrive at the ‘75 3 alleged invention.

Claim 2

Claim 2 depends from claim 1 and states:

2. The data storage gateway according to claim 1, further including

a memory work space for the storage router using a buffer.

Claim 2 merely adds the limitation of a memory work space using a buffer. As

discussed earlier, the manuals for the Maxstrat Gen5, CRD-5500 and IFT-3000, along

with numerous U.S. Patents and printed publications, described a buffer as described

before the alleged invention of the ‘753 Patent. Thus, this claim merely describes

features found in the prior art.

Claim 3.

Claim 3 depends from claim 2 and states:

36
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3. The data storage gateway according to claim 2 wherein a Fibre

Channel transport medium connects to the storage router and interfaces

with a Fibre Channel controller and wherein a SCSI bus transport medium
connects to the storage router and interfaces with a SCSI controller.

A Fibre Charmel controller/transport medium and a SCSI controller/transport

medium connected to the router (gateway) are exactly what was identified by Figure 2 of

the ‘753 Patent, which was admitted by the patentees to be prior art. Thus, this claim

merely describes features found in the prior art.

Claim 4.

Claim 4 is a method claim and states:

4. A method for providing, through a storage router, virtual local

storage on remote SCSI storage devices to Fibre Channel devices,

comprising:

interfacing with‘a Fibre Channel transport medium;

interfacing with a SCSI bus transport medium;

maintaining a configuration for SCSI storage devices connected to
the SCSI bus transport medium that maps between Fibre

Channel devices and the SCSI storage devices and that

implements access controls for storage space on the SCSI

storage devices; and

allowing access from Fibre Channel initiator devices to SCSI

storage devices using native low level, block protocol in

accordance with the configuration.

Claim 4 merely describes the operation of a storage router as identified supra as

prior art. Not only were the physical elements identified in Claim 4 known in the prior

art, but each of the concepts including access control were known. As demonstrated, the

combination of these elements and fimctions was anticipated and obvious in light of the

prior art and the aforementioned motivations to combine.

Claim 5.

Claim 5 depends from claim 4 and states:
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5. The method of claim 4, further comprising the step of providing

memory work space for the storage router using a buffer.

As discussed above, prior routers such as the Gen5, CRD-5500 and IFT-3000

utilized a memory buffer providing work space for the storage router. Claim 5 merely

provides further definition for a storage router including a prior-art buffer.

Claim 6.

Claim 6 depends firom claim 5 and states:

6. The method of claim 5, wherein the Fibre Channel transport
medium connects to and interfaces with a Fibre Channel controller and

wherein said SCSI bus transport medium connects to and interfaces with a
SCSI controller.

As shown in prior art Figure 2, a Fibre Channel transport medium connected to a

Fibre Channel controller and a SCSI bus transport medium connected to a SCSI '

controller was already well known in the art and used with storage routers. Claim 6 adds

nothing novel.

Claim 7.

Claim 7 depends from claim 5 and states:

7. The method of claim 5, wherein the maintaining step and the

allowing step are performed by a supervisor unit.

As discussed above, the Maxstrat Gen5, CRD-5500 and IFT-3000 all included a

microprocessor used as a supervisor unit. Thus, Claim 7 adds nothing novel to theprior

art.

Claim 8.

Claim 8 depends from claim 7 and states:
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8. The method of claim 7, wherein the supervisor unit is coupled

to the Fibre Channel controller, the SCSI controller, and the buffer.

As discussed above, the Maxstrat Gen5 included a microprocessor (supervisor

unit) connected to the Fibre Channel controller, the SCSI controller, and the buffer.

Thus, Claim 8 adds nothing novel to the prior art.

As has been shown and amply demonstrated by the Maxstrat Gen5 manuals, all

claims of the ‘753 Patent are anticipated under 35 U.S.C. §lO2 by printed publications.

In addition, as demonstrated by the CRD—550O manuals, IFT-3000 manuals, and

numerous cited publications and U.S. Patents, all claims of the ‘753 Patent are also

rendered obvious under 35 U.S.C. §103 by printed publications.

XII. THERE ARE NO SECONDARY CONSIDERATIONS THAT WOULD

INDICATE THAT THE ALLEGED INVENTION WS NOT OBVIOUS

Secondary considerations for nonobviousness can include evidence of commercial

success, long felt but unsolved needs, and failure of others. Graham v. John Deere Co.,

383 U.S. 1, 17-18, 86 S.Ct. 684, 15 L.Ed.2d 545 (1966). As discussed above, there were

no long felt but unsolved needs that the alleged invention addressed. Furthermore, there

is no indication that others attempted and failed to arrive at the alleged invention.

As to commercial success, there must be a sufficient relationship, or “nexus”,

between the commercial success and the patented invention. Dernaco Corp. v. F. Von

Langsdorff Licensing Ltd., 851 F.2d 1387, 1392 (C.A.Fed.1988). “The term ‘nexus’ is

often used, in this context, to designate a legally and factually sufficient connection

between the proven success and the patented invention, such that the objective evidence

should be considered in the determination of nonobviousness.” Id at 1392. The burden

of proof as to this connection or nexus resides with the Patentee. Id.
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There is no evidence that the ‘753 Patent has been licensed or that any income of

any kind has been gained from the ‘753 Patent. The Inventors have never made a router

product that performs access controls, as described in the ‘753 Patent; in fact, they have

never even written any software that can perfonn access controls. There is no indication

of secondary considerations.

XIII. IN CONCLUSION, THE ‘753 PATENT IS INVALID As BEING

ANTICIPATED BY THE MAXSTRAT GEN5 AND AS BEING OBVIOUS IN

LIGHT OF THE NUMEROUS MOTIVATIONS TO COMBINE AND THE VAST

’ PRIOR ART

The Maxstrat GEN5 satisfies every limitation that exists in the claims of the ‘753

Patent. Thus, the GEN5 anticipates the ‘753 Patent and therefore the ‘753 Patent is

invalid. But for adding the Fibre Channel transport medium as a means of connecting

hosts to a router device, the CRD-5500, IFT-3000 and Iceberg (as well as the DEC

HSZ70) also anticipate the ‘753 Patent; the use of the Fibre Channel transport medium to

connect hosts to a router device would have been obvious to one skilled in the art at the

time of the ‘753 Patent.

The patentees have admitted under oath that the only inventive aspect of the ‘972

and ‘753 Patents was the movement of the “access controls” fimction from the network

server into the router device. However, the combining of a storage router and access

control and thereby arriving at the alleged invention of the ‘753 Patent would have been

obvious to one skilled in the art based on the numerous motivations to combine and the

prior art references.

The motivation to combine elements in the field to arrive at a storage router with

a Fibre-to-SCSI configuration that performs access controls is evident from the

Patentees’ sworn testimony as to the general needs known in the art at the time of the
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invention and the numerous suggestions and teachings found in the Haugdahl article and

other prior art.

As to the question of obviousness, the existence of differences between prior art

and the invention is not determinative. “But the mere existence of differences between

the prior art and an invention does not establish the invention's nonobviousness. The gap

between the prior art and respondent's system is simply not so great as to render the

system nonobvious to one reasonably skilled in the art.” Dann v. Johnston 425 U.S. 219,

230, 96 S.Ct. 1393, 1399 (U.S.Cust. & Pat.App.,l976)(a computer system case). In the

present case, the gap is nonexistent due to the nature of the prior art and the clear

motivation to combine. The ‘753 Patent is invalid as being anticipated and obvious.
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A endix and Exhibit List for ‘753 Reexamination

Following is a description of the appendices and exhibits included herein.

Appendix A Analysis of the meaning of claim terms of ‘753 Patent

Appendix B Matrix of claim elements of ‘753 Patent found in prior art

Appendix C Listing of possible prior art combinations showing obviousness

Exhibit 1 Copies of patents and printed publications relied upon

Exhibit 2 Patent at issue (6,421,753)
Exhibit 3 Certification of service

Exhibit 4 Differences between claims of ‘972, ‘O36, ‘035 and ‘854 Patents

Exhibit 5 Motion for Summary Judgment, Crossroads v. Dot Hill
A MSJ Exhibits 3, 4 & 5 Declarations of DEC HSZ70

inventor & witnesses

MSJ Exhibits 6, 7 & 8 DEC HSZ70 Manuals

‘MSJ Exhibit 11 DEC HSZ70 Software excerpt

MSJ Exhibit 15 Chart comparing DEC HSZ70 with
claims of ‘035 Patent

Exhibit 6 Markman Order, Crossroads v. Chaparral
Exhibit 7 Marlow case

Exhibit 8 McGaughey case

Exhibit 9 Trial transcript of Hoese, Crossroads v. Chaparral

Exhibit 10» Chart comparing Gen5 with claims of ‘753 Patent

Exhibit 11 Gen5 System Guide
Exhibit 12 Gen5 GUI User’s Guide

Exhibit 13 Declaration that Gen5 configuration was available
Exhibit 14 CRD-5500 User’s Manual

Exhibit 15 Chart comparing IFT-3000 with claims of ‘753 Patent
Exhibit 16 IFT—3 000 Instruction Manual

Exhibit 17 Flasck case

Exhibit 18 Haugdahl article

Exhibit 19 Bursky article

Exhibit 20 Deposition of Hoese, Crossroads v. Chaparral

Exhibit 21 Trial transcript of Russell, Crossroads v. Chaparral

Exhibit 22 Charts comparing prior art with claims of ‘753 Patent
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Q‘ C‘

We respectfully request that reexamination of U.S. Patent No. 6,421,753 be

undertaken based upon the substantial new question ofPatentabi1ity raised herein.

July 19, 2004 Respectfully submitted,

Wang & Patel, PC

1301 Dove Street, Suite 1050

Newport Beach CA 92660

(949) 833-8483

/®zz</
Natu J. Patel

Reg. No. 39559

Enclosures:

- Transmittal Form PTO/SB/57

0 Appendices A, B and C

- Exhibits 1 through 22
0 Check for $2,520.00, Check no.: 3406

I hereby certify that this is being deposited with the U.S. Postal Service “Express Mail Post Office to
Addressee” service under 37 CFR § 1.10 on the date indicated below and is addressed to:
Mail Stop Ex Parte Reexam, Commissioner for Patents, PO. Box 1450, Alexandria, VA 22313-1450 on
July 19, 2004. Express Mail Label Nos.: E0 04 389 617 US ox 1) and E0 904 389 705 US (box 2).

Dated: July 19, 2004
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6,421,753 Patent
What is claimed is:

1. A data storage

gateway capable of

, interfacing with and

providing

connectivity and

mapping between a
Fiber Channel and

SCSI channel

interface, the data

storage gateway

comprising:

a virtual storage;

a storage router in

communication
with and providing
mapping to "the

- Virtual storage such
that a fiber channel

' device remote from

the virtual storage
can communicate

l data to and from the

virtual storage; and
wherein the storage

router is capable of

configuring a SCSI
device to contain at

least a portion of

the virtual storage.

Definition of limitation

A “data storage gateway” is not

defined, identified, or

referenced in the specification
of the ‘753 Patent.

“Storage router”.

A device which provides virtual

local storage, maps, implements

access controls, and allows

access using native low level

block protocols, and which
forwards data from devices

(such as a personal computer)
connected on one side of the

router, through the router, to

storage devices connected on

the other side of the storage
router.

Chaparral Markman Order

“Virtual Storage” and

“Storage router”

Admission by Patentee.

Trial transcript of Hoese. Page 81,

starting at line 3.

Q. Figure — well, figure 2 is not

your invention, right, sir?

A. Figure 2 is not my invention.

Q. And this description is in

reference to figure 2, and this

description mentions native

low-level block protocols and

mentions mapping, and you

say figure 2 is not your
invention?

A. That’s correct.

By admission of the Patentee,

virtual storage, mapping and low-

level block protocol are not the

Patentee’s invention. They are, by

admission, part of the prior art.

“Access control”

The specification discloses aspects of

a distributed security system in

which access to system resources is

controlled by access control lists
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associated with each system
resource.

U.S. Patent No. 5,315,657 to Abadi,
et al.

Issued: May 24, 1994

Filed: September 28, 1990

Access control lists are used to

define the extent to which different

users will be allowed access to

different resources on a server.... ..

Depending on the level of access

control implementd on a given

server, access control lists for a

given disk defines the access
restrictions for all the resources or

files stored on that disk.

U.S. Pat. No. 5,889,952

To Hunnicutt, et al

Issued: March 30, 1999

Filed: August 14, 1996
Under the “STATEMENT OF THE

PROBLEM” as part of prior art as of

the filing date of August 14, 1996.

Each host processor has exclusive

access to its own set of storage
devices and it cannot access the

storage device of another host.
U.S. Pat. No. 5,860,137

To Raz, et al

Issued: January 12, 1999

Filed: July 21, 1995
Under the “BACKGROUND OF

THE INVENTION”

As part of prior art as of the filing

date of July 21, 1995

These groups of files from virtual

disks, sometimes referred to as mini-

disks, which for purposes of this

description are identified by a
number. A list of authorized users

must exist for each rnini-disk.

U.S. Pat. No. 5,496,576

To Dauerer, et al
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“Virtual local storage”. A

specific subset of overall data,

stored in storage devices that are

indirectly connected to and

capable of physical separation
from the devices connected to

the first transport medium,

which has the appearance and

characteristics of storage on a

device directly connected or
contained within the

workstation.

Chaparral Markman Order.

Issued: November 21, 1995

Filed: March 22, 1993

“Virtual local storage”

Admission by Patentee.

Trial transcript of Hoese. Page 81,

starting at line 3.

Q. Figure —- well, figure 2 is not

your invention, right, sir?

A. Figure 2 is not my
invention.

In regards to Fig. 2, “A storage
' router 44 then serves to interconnect

these mediums and provide devices

on either medium global, transparent
access to devices on the other

medium.”

‘753 Patent, Col. 3 starting at line 38.

By admission of the Patentee,

transparent access to devices is in the

prior art.

“Virtual local storage”

Admission by Patentee.

Trial transcript of Hoese. Page 81,

starting at line 3.

Q. Figure — well, figure 2 is not

your invention, right, sir?

B. Figure 2 is not my
invention.

In regards to Fig. 2, “A storage
router 44 then serves to interconnect

these mediums and provide devices

on either medium global, transparent
access to devices on the other
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medium.”

‘753 Patent, Col. 3 starting at line 38.

By admission of the Patentee,

transparent access to devices is in the

prior art.

“Access control” ~

The specification discloses aspects of

a distributed security system in

which access to system resources is

controlled by access control lists

associated with each system
ICSOIJICC.

US. Patent No. 5,315,657 to Abadi,
et al.

Issued: May 24, 1994

Filed: September 28, 1990

Access control lists are used to

define the extent to which different

users will be allowed access to

different resources on a server.... ..

Depending on the level of access

control implemented on a given

server, access control lists for a

given disk defines the access
restrictions for all the resources or

files stored on that disk.

U.S. Pat. No. 5,889,952

To Hunnicutt, et al

Issued: March 30, 1999

Filed: August 14, 1996
Under the “STATEMENT OF THE

PROBLEM” as part ofprior art as of

the filing date of August 14, 1996.

Each host processor has exclusive

access to its own set of storage
devices and it cannot access the

storage device of another host.
U.S. Pat. No. 5,860,137

To Raz, et al

Issued: January 12, 1999

Filed: July 21, 1995
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Under the “BACKGROUND OF

THE INVENTION”

As part of prior art as of the filing
date ofJuly 21, 1995

These groups of files fiom virtual
disks, sometimes referred to as mini-

disks, which for purposes of this

description are identified by a
number. A list of authorized users

must exist for each mini-disk.

U.S. Pat. No. 5,496,576

To Dauerer, et al

Issued: November 21, 1995

Filed: March 22, 1993

“Remote”

Admission by Patentee.

Trial transcript of Hoese. Page 81,

starting at line 3.

Q. Figure — well, figure 2 is not

your invention, right, sir?

C. Figure 2 is not my
invention.

Fig. 2 shows indirectly connected

and separate storage devices.

“Storage devices”

Admission by Patentee.

Trial transcript of Hoese. Page 81,

starting at line 3.

Q. Figure — well, figure 2 is not

your invention, right, sir?

D. Figure 2 is not my
invention.

Fig. 2 shows storage devices.
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“Mapping”To create a path from
a device on one side of the

‘storage router to a device on the
other side of the router, i.e. from
a Fibre Channel device to a

SCSI device (or vice-versa). A

“map” contains a representation
of devices on each side of the

storage router, so that when a

device on one side of the storage
router wants to communicate

with a device on the other side

of the storage router, storage
router can connect the devices.

Chaparral Markman Order.

The phrase “implements access

controls for storage space on the

SCSI storage devices” means

provides controls which limit a

computer’s access to a specific

subset of storage devices or

sections of a single storage

devices.Chaparral Markman
Order.

_l:_. 

Admission by Patentee.Trial

transcript of Hoese. Page 81,

starting at line 3.

Q. Figure — well, figure 2 is not your

invention, right, sir?

A. Figure 2 is not my invention.

Q. And this description is in

reference to figure 2, and this

description mentions native low-

level block protocols and mentions

mapping, and you say figure 2 is not

your invention?
A. That’s correct.

By admission of the Patentee,

mapping is not part of the invention

and is part of the prior art.As to a

map, “Storage router 44 uses tables

to map devices from one medium to

the other and distributes requests and
data across Fiber Channel 32 and

SCSI bus 34 without any security
access controls.”

‘753 Patent, Col. 3 starting at line 56.

U.S. Patent No. 5,748,924 to Llorens

, et al, filed October 17, 1995, issued

May 5, 1998.

“Access control”The specification

discloses aspects of a distributed

security system in which access to

system resources is controlled by
access control lists associated with

each system resource.U.S. Patent No.

5,315,657 to Abadi, et al.Issued:

May 24, l994Filed: September 28,
l990Access control lists are used to

define the extent to which different

users will be allowed access to

different resources on a server.... ..
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Depending on the level of access

control implementd on a given

server, access control lists for a

given disk defines the access

restrictions for all the resources or
files stored on that disk.U.S. Pat. No.

5,889,952To Hunnicutt, et allssued:

March 30, 1999Filed: August 14,
1996Under the “STATEMENT OF

THE PROBLEM” as part of prior art

as of the filing date of August 14,

l996.Each host processor has
exclusive access to its own set of

storage devices and it cannot access

the storage device of another
host.U.S. Pat.’ No. 5,860,137To Raz,

et allssuedz January 12, 1999Filed:

July 21, l995Under the
“BACKGROUND OF THE

INVENTION”As part of prior art as

of the filing date of July 21,

1995These groups of files fiom
virtual disks, sometimes referred to

as mini-disks, which for purposes of

this description are identified by a
number. A list of authorized users

must exist for each rnini—disk.U.S.

Pat. No. 5,496,576To Dauerer, et

allssuedz November 21, 1995Filed:

March 22, 1993
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lnfortrend 103 Obviousness Claim Comparison Chart for Patent No. '753

Independent Claim 4 Elements

—Fibre Controller SCSlCon1ro\Ie
H1 h Perforrnance———FCS/ATM

FC Storae
Im - temenhn FC
New Serial I/Os —SCSI A s

6.219.771
6 185 203
5.108.684

6.055 803
5 959.994
5.935 260
5 933.824
5.848.251
5.835.496
5.812.754
5 809 323
5 805 815
5.768.623
5 748.924
5 727 218

1&3?
5 613 032
5.581.724
5 581 709
5.558 648
5 554 019 _

.
5.514 313
5 537 585
5.519 695 , 2 .
———

5.507.032
5 495.474
5 491 812
5 471.609
5.46 .576
5 459 857
5 430 855
5 423 026
5.420 938
5.416 915
5 410 697
5 410 667
5.403.639
5 396 596
5,335 246
5 388 243
5 379 395
5 379 335
5.357.646
5.361 347
5 331 673
5.301.290
5 297 252
5 247.638
5 239 654
5.226.143

5 212.735
5 210 see
5.202.856
5 193 134
5 133 168

~
5 124 937
5 077 736
5.1177 732
4 397 574
4 335 674
4.625 406
4 521 179
4 e11 278
4.807.180
4 757 028

4,533 936
4.504.927
4 455 605

'f?‘‘».1"i'x“.1T"’ um(Inn!Dunn

’:‘E‘:11'1‘'7? nnmun
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Combinations of Prior Art

Forming a Basis for Rejection under 35 U.S.C. §103 for
Claim 1 of U.S. Patent No. 6,421,753

The chart following in the next pages shows how U.S. patents and other printed

publications may be combined to form a basis for rejection of U.S. Patent No. 6,421,753

(“the ‘753 Patent”) under 35 U.S.C. §l03.

All U.S. patents listed here were filed before the filing date of the ‘753, which is

December 31, 1997. All printed publications listed here that are not U.S. patents were

published before the subject matter disclosed in the ‘753 Patent was invented, and thus

are available as prior art under 35 U.S.C. §102(a). Some of these U.S. patents and

printed publications were published more than one year before the ‘753 Patent was filed,
and thus are also available as prior art under 35 U.S.C. §l02(b).

Each primary prior art reference is listed in the chart as “Primary Reference,”
followed on the same line by a code listed as “Claim Elements” describing which claim

elements are present in that primary prior art reference. For each primary prior art
reference, a list of secondary prior art references are listed as “Secondary References”

with an accompanying “Claim Elements” code describing which claim elements are

present in that secondary priorart reference. When the primary art reference is combined
with any one of the secondary prior art references, all elements of Claim_l are met so as

to support invalidation ofClaim I ofthe ‘753 Patent under 35 U.S.C. §l03.

Here are the claim element codes, a short paraphrased description in parentheses,

and the corresponding portions of independent Claim 4 and dependent Claims 5, 6, 7 and
8 of the ‘753 Patent:

“4. A method for providing, through a storage router, virtual local storage on remote

SCSI storage devices to Fibre Channel devices, comprising:”

(Buffer)

“5. The method of claim 4, further comprising the step of providing memory work

s ace for the storage router using a buffer.”

(Fibre Channel Controller)

“(4. continued)

interfacing with a Fibre Channel transport medium;

6. The method of claim 5, wherein the Fibre Channel transport medium connects to
and interfaces with a Fibre Charmel controller”

(SCSI Controller)

“(4. continued)

interfacing with a SCSI bus transport medium;

(6. continued)

and wherein said SCSI bus transport medium connects to and interfaces with a SCSI
controller.”
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(Supervisor Unit)

“7. The method of claim 5, wherein the maintaining step and the allowing step are

performed by a supervisor unit.

8. The method of claim 7, wherein the supervisor unit is coupled to the Fibre Channel
controller, the SCSI controller, and the buffer.”

(Map)

“[4. continued)

maintaining a configuration for SCSI storage devices connected to the SCSI bus

transport medium that maps between Fibre Channel devices and the SCSI storage
devices”

(Access Control)

“(4. continued)

and that implements access controls for storage space on the SCSI storage devices;
and”

G (Low Protocols)

“(4. continued)

allowing access from Fibre Channel initiator devices to SCSI storage devices using

native low level, block protocol in accordance with the configuration.”

This breakdown of elements is the same as that used in the analysis of Claims 4

through 8 in Appendix B and Exhibit 22, where the specific portions of the prior art

references are related to elements of claims of the ‘753 Patent. The preamble to Claim 1

does not have a claim element code, because the preamble is not a limitation.

For example, Appendix B shows that U.S. Patent No. 6,219,771 has elements A,

B, C, D, E, and G, but possibly not element F . The section of the detailed matrix in

Exhibit 22 for U.S. Patent No. 6,219,771 includes specific references that meet many
elements of Claim 1 of the ‘753 Patent, but no reference is listed for claim element F for

Access Control. This means that U.S. Patent No. 6,219,771 may be combined with

another prior art reference that includes a description of Access Control to support a 35

U.S.C. §103 rejection. Therefore, in the chart in this Exhibit, the Primary Reference

entry for U.S. Patent No. 6,219,771 is followed by claim element‘ codes ABCDEG.

Listed below this primary reference is a list of several secondary prior art references that

all include at least claim element P, so that any of these secondary pieces of prior art can
be combined with US. Patent_No. 6,219,771 to describe all the elements of Claim 1 and

thereby render Claim 1 of the ‘753 Patent obvious.
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6,421,753 Obviousness Combinations (need ABCDEFG)

Primary Reference: SCSI applications on Fibre Claim Elements: ABCEG

Secondary References Claim Elements

High-Performance Data DEFG

Fibre channel storage . .. ABCDFG

5,848,251 BCDFG

5,634,l 1 1 ACDEF

5,613,082 ADEF

5,379,398 ADEF

Primary Reference: New Serial I/0s Speed . .. Claim Elements: BCE

Secondary References Claim Elements

Fibre channel storage ... ABCDFG

Primary Reference: Implementing a Fibre Claim Elements.’ AEG
Secondary References Claim Elements

Fibre channel storage .. . ABCDFG

5,848,251 BCDFG

Primary Reference: High-Performance Data Claim Elements: DEFG
Secondary References Claim Elements

SCSI applications on Fibre... ABCEG

Fibre channel storage-. .. ABCDFG

6,219,771 ABCDEG

6,055,603 ABCFG

5,935,250 ABCG

5,459,857 ABCE

5,396,596 ABCDG

Primary Reference: Fibre channel storage Claim Elements.‘ ABCDFG

Secondary References Claim Elements

SCSI applications on Fibre. . . ABCEG
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New Serial I/Os Speed

Implementing :1 Fibre

High-Perforrnance Data . ..

Fiber Channel (FCS)/ATM

6,219,771

6,185,203

5,959,994

5,809,328

5,805,816

5,768,623

5,727,218

5,634,111

5,632,012

5,621,902

5,613,082

5,581,724

5,581,709

5,568,648

5,543,791

5,544,313

5,537,585

5,519,695

5,511,169

5,507,032

5 ,471,609

5,459,857

5,430,855

5,423,026

5,420,988

5,416,915

5,410,697
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5,410,667,

5,403,639

5,379,398

5,379,385

5,367,646

5,361,347

5,301,290

357,765

5,247,638

5,226,143

5,214,778

5,210,866

5,193,184

5,193,168

5,155,845

5,124,987

5,077,736

4,897,874

4,807,180 AE

4,787,028 A1?

AE4,697,232

4,455,605 E

; Primary Reference: Fiber Channel (FCS)/ATM Claim Elements: ABDEG

Secondary References Claim Elements

Fibre channel storage . .. ABCDFG

6,055,603 ABCFG

5,848,251 BCDFG

5,634,111 ACDEF

Primary Reference: 6,219, 771 Claim Elements: AB CDEG

Secondary References Claim Elements

High-Perfoxmance Data . .. DEFG
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Fibre channel storage ...

6,055,603

5,848,251

5,812,754

5,805,816

5,634,111

5,613,082

5,564,019

5,469,576

5,403,539

5,379,398

5,361,347

5,193,184

4,897,874

Primary Reference: 6,185,203 Claim Elements: ABDE '

Secondary References Claim Elements

Fibre channel storage ... ABCDFG

6,055,603 ABCFG

5,848,251 BCDFG

Primary Reference: 6,055,603 Claim Elements: ABCFG

Secondary References Claim Elements

lfigh-Performance Data ... DEFG

Fiber Channel (FCS)/ATM ABDEG

6,219,771 ABCDEG

6,185,203 ABDE

5,809,328 ABDEG

5,727,218 ABDEG

5,634,111 . ACDEF

5,621,902

5,613,082

5,581,709
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5,511,169

5,379,393

5,297,262

5,214,778

5,193,168

5,077,736

Primary Reference: 5,959,994 Claim Elements.‘ AEG

Secondary References Claim Elements

Fibre channel storage ... ABCDFG

5,848,25 I BCDFG

Primary Reference: 5,935,260 Claim Elements: ABCG

Secondary References Claim Elements

High-Performance Data . . . DEFG

5,634,11 1 ACDEF

5,513,082 ‘ 7 ADEF

5,379,393 ADEF

Primary Reference: 5,848,251 Claim Elements: BCDFG

Secondary References Claim Elements

<:$,,,r,. -...“Inn- SCSI applications on Fibre... ABCEG

1 Implementing a Fibre ... AEG

.»mm-«W Fiber Channel (FCS)/ATM .. ..e11'kr?r“h ......~1r ..
6,219,771

6,185,203

5,959,994

5,809,328

5,805,816

5,727,213

5,634,111

5,632,012

5,621,902
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5,613,082

5,581,724

5,581,709

5,548,791

5,519,695

5,459,857

5,430,855

5,416,915

5,410,697

5,410,667

5,403,639

5,379,398

5,379,385

5,367,646

5,361,347

5,301,290

5,297,262

5,247,638

5,226,143

5,214,778

5,210,866

5,193,184

5,155,845

5,124,987

5,077,736

4,897,874

4,807,180

4,787,028

4,697,232 AE

Primary Reference: 5,812,754 Claim Elements: ABF

Secondary References Claim Elements
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6,219,771“ ABCDEG

Primary Reference: 5,809,328

Secondary References Claim Elements

Fibre channel storage ... ABCDFG

6,055,603 ABCFG" 5

5,848,251 " BCDFG

5,634,111 ACDEF

Primary Reference: 5,805,816

Secondary References Claim Elements

Fibre channel storage .. . ABCDFG

3,219,771 ABCDEG

5,848,251 /7 BCDFG

5,748,924 BCDG

5,3 96,596 ABCDG

3 Primary Reference: 5,768,623

Secondery References Claim Elements
Fibre channel storage ... ABCDFG

Primary Reference: 5, 748,924

Secondary References Claim Elements

5,805,816 AEF

5,534,111

5,613,082

5,403,639

5,379,398

5,361,347 A’ C AEF

5,193,184 AEFG

4,897,874 AEFG

Primary Reference: 5, 72 7,218

Secondary References Claim Elements

Claim Elements: ABDEG

Claim Elements: AEF

Claim Elements.‘ E

Claim Elements: BCDG

Claim Elements: ABDEG
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Fibre channel storage . ..

6,055,603

5,848,251

5,634,111

Primary Reference: 5,634,111 Claim Elements: ACDEF

Secondary References Claim Elements

SCSI applications on Fibre. . . ABCEG

Fibre channel storage ... ABCDFG

Fiber Channel (FCS)lATM ABDEG

”6,2i’9,771 ABCDEG

6,05 5,603 ' ABCFG

5,935,260 ABCG

5,848,251 BCDFG

5,809,328 ABDEG

5,748,924 , ‘V BCDG

5,727,218 5 ABDEG

5,519,695 - ABEG

5,3 96,596 ABCDG

Primary Reference: 5,632,012 Claim Elements.‘ AE J
Secondary References Claim Elements

‘iii; Fibre channel storage , ...%=a
« e,-5 —¥~

=. 5,848,2514.2:

Primary Reference: 5,621,902 Claim Elements: ADEG

Secondary References Claim Elements
Fibre channel storage . . . ABCDFG

6,055,603 5 “ ABCFG 5

5,848,251 BCDFG

Primary Reference: 5,613,082 Claim Elements: ADEF

Secondary References Claim Elements

SCSI applications on Fibre... ABCEG
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Fibre channel storage 1 . . ABCDFG

6,219,771 ABCDEG

6,055,603 4 l 1 ABCFG

5,935,260 ABCG
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(5% ABSTRACT

A storage router (56) and storage network (50) provide
virtual local storage on remote SCSI storage devices (60, 62,
64) to Fiber Channel devices. A plurality of Fiber Channel
devices, such as workstations, (58), are connected to a Fiber
Channel transport medium (52), and a plurality of SCSI
storage devices (60, 62, 64) are connected to a SCSI bus
transport medium (54). The storage router (56) interfaces
between the Fiber Channel transport medium (52) and the
SCSI bus transport medium (54). The storage router (56)
maps between the workstations (58) and the SCSI storage
devices (60, 62, 64) and implements access controls for
storage space on the SCSI storage devices (60, 62, 64). The
storage router (56) then allows access from the workstations
(58) to the SCSI storage devices (60, 62, 64) using native
low level, block protocol in accordance with the mapping
and the access controls.

8 Claims, 2 Drawing Sheets
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STORAGE ROUTER AND METHOD FOR
PROVIDING VIRTUAL LOCAL STORAGE

RELATED APPLIC/\'l‘I()NS

This application is a continuation of, and claims priority
from, US. patent application Ser. No. 09/001,799, filed on
Dec. 31, 1997 now US. Pat. No. 5,941,972, now pending,
the entire contects of which are hereby incorporated by
reference herein.

TECHNICAL FIELD OF THE INVENTION

This invention relates in general to network storage
devices, and more particularly to a storage router and
method for providing virtual local storage on remote SCSI
storage devices to Fibre Channel devices.

BACKGROUND OF THE INVENTION

Typical storage transport mediums provide for a relatively
small number of devices to be attached over relatively short
distances. One such transport medium is a Small Computer
System Interface (SCSI) protocol, the structure and opera-
tion of which is generally well known as is described, for
example, in the SCSI-1, SCSI-2 and SCSI-3 specifications.
High speed serial interconnects provide enhanced cap ability
to attach a large number of high speed devices to a common
storage transport medium over large distances. One such
serial interconnect is Fibre Channel, the structure and opera-
tion of which is described, for example, in Fibre Channel
Physical and Signaling Interface (FC-PH), ANSI X3230
Fibre Channel Arbitrated Loop (FC-AL), and ANSI X3272
Fibre Channel Private Loop Direct Attach GJC-PLDA).

Conventional computing devices, such as computer
workstations, generally access storage locally or through
network interconnects. Local storage typically consists of a
disk drive, tape drive, CD-ROM drive or other storage
device contained within, or locally connected to the work-
station. The workstation provides a file system structure, that
includes security controls, with access to the local storage
device through native low level, block protocols. These
protocols map directly to the mechanisms used by the
storage device and consist of data requests without security
controls. Network interconnects typically provide access for
a large number of computing devices to data storage on a
remote network server. The remote network server provides
file system stnrcture, access control, and other miscellaneous
capabilities that include the network interface. Access to
data through the network server is through network proto-
cols that the server must translate into low level requests to
the storage device. A workstation with access to the server
storage must translate its file system protocols into network
protocols that are used to communicate with the server.
Consequently, from the perspective of a Workstation, or
other computing device, seeking to access such server data,
the access is much slower than access to data on a local
storage device.

SUMMARY OF THE INVENTION

In accordance with the present invention, a storage router
and method for providing virtual local storage on remote
SCSI storage devices to Fibre Channel devices are disclosed
that provide advantages over conventional network storage
devices and methods.

According to one aspect of the present invention, a
storage router and storage network provide virtual local
storage on remote SCSI storage devices to Fibre Channel
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devices. A plurality of Fibre Channel devices, such as
workstations, are connected to :1 Fibre Channel transport
medium, and a plurality of SCSI storage devices are con-
nected to a SCSI bus transport medium. The storage router
interfaces between the Fibre Channel transport medium and
the SCSI bus transport medium. The storage router maps
between the workstations and the SCSI storage devices and
implements access controls for storage space on the SCSI
storage devices. The storage router then allows access from
the workstations to the SCSI storage devices using native
low level, block protocol in accordance with the mappingand the access controls.

According to another aspect of the present invention,
virtual local storage on remote SCSI storage devices is
provided to Fibre Channel devices. A Fibre Channel trans-
port medium and a SCSI bus transport medium are inter-
faced with. A configuration is maintained for SCSI storage
devices connected to the SCSI bus transport medium. The
configuration maps between Fibre Channel devices and the
SCSI storage devices and implements access controls for
storage space on the SCSI storage devices. Access is then
allowed from Fibre Channel initiator devices to SCSI stor-

age devices using native low level, block protocol in accor-
dance with the configuration.

A technical advantage of the present invention is the
ability to centralize local storage for networked workstations
without any cost of speed or overhead. Each workstation
access its virtual local storage as if it work locally con-
nected. Further, the centralized storage devices can be
located in a significantly remote position even in excess of
ten kilometers as defined by Fibre Channel standards.

Another technical advantage of the present invention is
the ability to centrally control and administer storage space
for connected users without limiting the speed with which
the users can access local data. In addition, global access to
data, backups, vinrs scanning and redundancy can be more
easily accomplished by centrally located storage devices.

A further technical advantage of the present invention is
providing support for SCSI storage devices as local storage
for Fibre Channel hosts. In addition, the present invention
helps to provide extended capabilities for Fibre Channel and
for management of storage subsystems.

BRIEF DESCRIPTION OF THE DRAWINGS

A more complete understanding of the present invention
and the advantages thereof may be acquired by referring to
the following description taken in conjunction with the
accompanying drawings, in which like reference numbers
indicate like features, and wherein:

FIG. 1 is a block diagram of a conventional network that
provides storage through a network server;

FIG. 2 is a block diagram of one embodiment of a storage
network with a storage router that provides global access
and outing;

FIG. 3 is a block diagram of one embodiment of a storage
network with a storage router that provides virtual local
Sl.OIIlgC;

FIG. 4 is a block diagram of one embodiment of the
storage router of FIG. 3; and

FIG. 5 is a block diagram of one embodiment of data flow
within the storage router of FIG. 4.

DETAILED DESCRIPTION OF THE
INVENTION

FIG. 1 is a block diagram of a conventional network,
indicated generally at 10, that provides access to storage
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through a network server. As shown, network 10 includes a
plurality of workstations 12 interconnected with a network
server 14 via a network transport medium 16. Each work-
station 12 can generally comprise a processor, memory,
input/output devices, storage devices and a network adapter
as well as other common computer components. Network
server 14 uses a SCSI bus 18 as a storage transport medium
to interconnect with a plurality of storage devices 20 (tape
drives, disk drives, etc.). In the embodiment of FIG. 1,
network transport medium 16 is an network connection and
storage devices 20 comprise hard disk drives, although there
are numerous alternate transport mediums and storagedevices. ‘

In network 10, each workstation 12 has access to its local
storage device as well as network access to data on storage
devices 20. The access to a local storage device is typically
through native low level, block protocols. On the other hand,
access by a workstation 12 to storage devices 20 requires the
participation of network server 14 which implements a file
system and transfers data to workstations 12 only through
high level file system protocols. Only network server 14
communicates with storage devices 20 via native low level,
block protocols. Consequently, the network access by work-
stations. 12 through network server 14 is slow with respect
to their access to local storage. In network 10, it can Also be
a logistical problem to centrally manage and administer
local data distributed across an organization, including
accomplishing tasks such as backups, virus scanning and
redundancy.

FIG. 2 is a block diagram of one embodiment of a storage
network, indicated generally at 30, with a storage router that
provides global access and routing. This environment is
significantly difierent from that of FIG. 1 in that there is no
network server involved. In FIG. 2, a Fibre Channel high
speed serial transport 32 interconnects a plurality of work-
stations 36 and storage devices 38. A SCSI bus storage
transport medium interconnects workstations 40 and storage
devices 42. A storage router 44 then serves to interconnect
these mediums and provide devices on either medium
global, transparent access to devices on the other medium.
Storage router 44 routes requests from initiator devices on
one medium to target devices on the other medium and
routes data between the target and the initiator. Storage
router 44 can allow initiators and targets to be on either side.
In this manner, storage router 44 enhances the functionality
of Fibre Channel 32 by providing access, for example, to
legacy SCSI storage devices on SCSI bus 34. In the embodi-
mcnt of FIG. 2, the operation of storage router 44 can be
managed by a management station 46 connected to the
storage router via a direct serial connection.

In storage network 30, any workstation 36 or workstation
40 can access any storage device 38 or storage device 42
through native low level, block protocols, and vice versa.
This functionality is enabled by storage router 44 which
routes requests and data as a generic transport between Fibre
Channel 32 and SCSI bus 34. Storage router 44 uses tables
to map devices from one medium to the other and distributes
requests and data across Fibre Channel 32 and SCSI bus 34
without any security access controls. Although this exten-
sion of the high speed serial interconnect provided by Fibre
Channel 32 is beneficial, it is desirable to provide security
controls in addition to extended access to storage devices
through a native low level, block protocol.

FIG. 3 is a block diagram of one embodiment of a storage
network, indicated generally at 50, with a storage router that
provides virtual local storage. Similar to that of FIG. 2,
storage network 50 includes a Fibre Channel high speed
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serial interconnect 52 and a SCSI bus 54 bridged by a
storage router 56. Storage router 56 of FIG. 3 provides for
a large number of workstations 58 to be interconnected on
a common storage transport and to access common storage
devices 60, 62 and 64 through nativc low level, block
protocols.

According to the present invention, storage router 56 has
enhanced functionality to implement security controls and
routing such that each workstation 58 can have access to a
specific subset of the overall data stored in storage devices
60, 62 and 64. This specific subset of data has the appearance
and characteristis of local storage and is referred to herein
as virtual local storage. Storage router 56 allows the con-
figuration and modification of the storage allocated to each
attached workstation 58 through the use of mapping tables
or other mapping techniques.

As shown in FIG. 3, for example, storage device 60 can
be configured to provide global data 65 which can be
accessed by all workstations 58. Storage device 62 can be
configured to provide partitioned subsets 66, 68, 70 and 72,
where each partition is allocated to one of the workstations
58 (workstations A, B, C and D). These subsets 66, 68, 70
and 72 can only be accessed by the associated workstation
58 and appear to the associated workstation 58 as local
storage accessed using native low level, block protocols.
Similarly, storage device 64 can be allocated as storage for
the remaining workstation 58 (workstation E).

Storage router 56 combines accem control with routing
such that each workstation 58 has controlled access to only
the specified partition of storage device 62 which forms
virtual local storage for the workstation 58. This access
control allows security control for the specified data parti-
tions. Storage router 56 allows this allocation of storage
devices 60, 62 and 64 to be managed by a management
station 76. Management station 76 can connect directly to
storage router 56 via a direct connection or, alternately, can
interface with storage router 56 through either Fibre Channel
52 or SCSI bus 54. In the latter case, management station 76
can be a workstation or other computing device with special
rights such that storage router 56 allows access to mapping
tables and shows storage devices 60, 62 and 64 as they exist
physically rather than as they have been allocated.

The environment of FIG. 3 extends the concept of a single
workstation having locally connected storage devices to a
storage network 50 in which workstations 58 are provided
virtual local storage in a manner transparent to workstations
58. Storage router 56 provides centralized control of what
each workstation 58 sees as its local drive, as well as what
data it sees as global data accessible by other workstations
58. Consequently, the storage space considered by the
workstation 58 to be its local storage is actually a partition
(i.e., logical storage definition) of a physically remote stor-
age device 60, 62 or 64 connected through storage router 56.
This means that similar requests from workstations 58 for
access to their local storage devices produce different
accesses to the storage space on storage devices 60, 62 and
64. Further, no access from a workstation 58 is allowed to
the virtual local storage of another workstation 58.

The collective storage provided by storage devices 60, 62
and 64 can have blocks allocated by programming means
within storage router 56. To accomplish this function, stor-
age router 56 can include routing tables and security controls
that define storage allocation for each workstation 58. The
advantages provided by implementing virtual local storage
in centralized storage devices include the ability to do
collective backups and other collective administrative func-
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tions more easily. This is accomplished without limiting the
performance of workstations 58 because storage access
involves native low level, block protocols and does not
involve the overhead of high level protocols and file systems
required by network servers.

FIG. 4 is a block diagram of one embodiment of storage
router S6 of FIG. 3. Storage router 56 can ‘comprise a Fibre
Channel controller 80 that interfaces with Fibre Channel 52
and a SCSI controller 82 that interfaces with SCSI bus 54.
A buffer 84 provides memory work space and is connected
to both Fibre Channel controller 80 and to SCSI controller
82. A supervisor unit 86 is connected to Fibre Channel
controller 80, SCSI controller 82 and buffer 84. Supervisor
unit 86 comprises a microprocessor for controlling operation
of storage router 56 and to handle mapping and security
access for requests between Fibre Channel 52 and SCSI bus54.

FIG. 5 is a block diagram of one embodiment of data flow
within storage router 56 of FIG. 4. As shown, data from
Fibre Channel 52 is processed by a Fibre Channel (FC)
protocol unit 88 and placed in a FIFO queue 90. A direct
memory access (DMA) interface 92 then takes data out of
FIFO queue 90 and places it in buffer 84. Supervisor unit 86
processes the data in buffer 84 as represented by supervisor
processing 93. This processing involves mapping between
Fibre Channel 52 and SCSI bus 54 and applying access
controls and routing functions. A DMA interface 94 then
pulls data from buffer 84 and places it into a bulfer 96. A
SCSI protocol unit 98 pulls data from buffer 96 and com-
municates the data on SCSI bus 54. Data flow in the reverse
direction, from SCSI bus 54 to Fibre Channel 52, is accom-
plished in a reverse manner.

The storage router of the present invention is a bridge
device that connects a Fibre Channel link directly to a SCSI
bus and enables the exchange of SCSI command set infor-
mation between application clients on SCSI bus devices and
the Fibre Channel links. Further, the storage router applies
access controls such that virtual local storage can be estab-
lished in remote SCSI storage devices for workstations on
the Fibre Channel link. In one embodiment, the storage
routerprovides a connection for Fibre Channel links running
the SCSI Fibre Channel Protocol (FCP) to legacy SCSI
devices attached to a SCSI bus. The Fibre Channel topology
is typically an Arbitrated Loop (FC_AL).

In part, the storage router enables a migration path to
Fibre Channel based, serial SCSI networks by providing
connectivity for legacy SCSI bus devices. The storage router
can be attached to a Fibre Channel Arbitrated Loop and a
SCSI bus to support a number of SCSI devices. Using
configuration settings, the storage router can make the SCSI
bus devices available on the Fibre Channel network as FCP
logical units. Once the configuration is defined, operation of
the storage router is transparent to application clients. In this
manner, the storage router can form an integral part of the
migration to new Fibre Channel based networks while
providing a means to continue using legacy SCSI devices.

In one implementation (not shown), the storage router can
be a rack mount or free standing device with an internal
power supply. The storage router can have a Fibre Channel
and SCSI port, and a standard, detachable power cord can be
used, the FC connector can be a copper DB9 connector, and
the SCSI connector can be a 68-pin type. Additional modular
jacks can be provided for a serial port and a 802.3 10BaseT
port, i.e. twisted pair Ethernet, for management access. The
SCSI port of the storage router an support SCSI direct and
sequential access target devices and can support SCSI
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initiators, as well. The Fibre Channel port can interface to
SCSI-3 FCP enabled devices and initiators.

To accomplish its functionality, one implementation of
the storage router uses: a Fibre Channel interface based on
the HEWLETI‘-PACKARD TACHYON HPFC-5000 con-
troller and a GLM media interface; an Intel 80960RP
processor, incorporating independent data and program
memory spaces, and associated logic required to implement
a stand alone processing system; and a serial port for debug
and system configuration. Further, this implementation
includes a SCSI interface supporting Fast-20 based on the
SYMBIOS 53C8xx series SCSI controllers, and an operat-
ing system based upon the WIND RIVERS SYSTEMS
VXWORKS or IXWORKS kernel, as determined by design.
In addition, the storage router includes software as required
to control basic functions of the various elements, and to
provide appropriate translations between the FC and SCSI
protocols.

The storage router has various modes of operation that are
possible between FC and SCSI target and initiator combi-
nations. These modes are: FC Initiator to SCSI Target; SCSI
Initiator to FC Target; SCSI Initiator to SCSI Target; and FC
Initiator to FC Target. The first two modes can be supported
concurrently in a single storage router device are discussed
briefly below. The third mode can involve two storage router
devices back to back and can serve primarily as a device to
extend the physical distance beyond that possible via a direct
SCSI connection. The last mode can be used to carry FC
protocols encapsulated on other transmission technologies
(e.g. ATM, SONET), or to act as a bridge between two FC
loops (e.g. as a two port fabric).

The FC Initiator to SCSI Target mode provides for the
basic configuration of a server using Fibre Channel to
communicate with SCSI targets. This mode requires that a
host system have an FC attached device and associated
device drivers and software to generate SCSI-3 FCP
requests. This system acts as an initiator using the storage
router to communicate with SCSI target devices. The SCSI
devices supported can include SCSI-2 compliant direct or
sequential access (disk or tape) devices. The storage router
serves to translate command and status information and

transfer data between SCSI-3 FCP and SCSI-2, allowing the
use of standard SCSI-2 devices in a Fibre Channel environ-ment.

The SCSI Initiator to FC Target mode provides for the
configuration of a server using SCSI-2 to communicate with
Fibre Channel targets. This mode requires that a host system
has a SCSI-2 interface and driver software to control SCSI-2
target devices. The storage router will connect to the SCSI-2
bus and respond as a target to multiple target IDs. Configu-
ration information is required to identify the target IDs to
which the bridge will respond on the SCSI-2 bus. The
storage router then translates the SCSI-2 requests to SCSI-3
FCP requests, allowing the use of FC devices with a SCSI
host system. This will also allow features such as a tape
device acting as an initiator on the SCSI bus to provide full
support for this type of SCSI device.

In general, user configuration of the storage router will be
needed to support various functional modes of operation.
Configuration can be modified, for example, through a serial
port or through an Ethernet port via SNMP (simple network
management protocol) or a Telnet session. Specifically,
SNMP manageability can be provided via an 802.3 Ethernet
interface. This can provide for configuration changes as well
as providing statistics and error information. Configuration
can also be performed via TELNET or RS-232 interfaces
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with menu driven command interfaces. Configuration infor-
mation can be stored in a segment of flash memory and can
be retained across resets and power off cycles. Password
protection can also be provided.

In the first two modes of operation, addressing infon'na-
tion is needed to map from FC addressing to SCSI address-
ing and vice versa. This can be ‘hard’ configuration data, due
to the need for address information to be maintained across
initialization and partial reconfigurations of the Fibre Chan-
nel address space. In an arbitrated loop configuration, user
configured addresses will be needed for AL_l’As in order to
insure that known addresses are provided between loop
reconfigurations.

With respect to addressing, FCP and SCSI 2 systems
employ dilferent methods of addressing target devices.
Additionally, the inclusion of a storage router means that a
method of translating device IDs needs to be implemented.
In addition, the storage router can respond to commands
without passing the commands through to the opposite
interface. This can be implemented to allow all generic FCP
and SCSI commandsrto pass through the storage router to
address attached devices, but allow for configuration and
diagnostics to be performed directly on the storage router
through the FC and SCSI interfaces.

Management commands are those intended to be pro-
cessed by the storage router controller directly. This may
include diagnostic, mode, and log commands as well as
other vendor—specific commands. These commands can be
received and processed by bod: the FCP and SCSI interfaces,
but are not typically bridged to the opposite interface. These
commands may also have side efiects on the operation of the
storage router, and cause other storage router operations to
change or terminate.

A primary method of addressing management commands
though the FCP and SCSI interfaces can be through periph-
eral device type addressing. For example, the storage router
can respond to all operations addressed to logical unit
(LUN) zero as a controller device. Commands that the
storage router will support can include INQUIRY as well as
vendor-specific management commands. These are to be
generally consistent with SCC standard commands.

The SCSI bus is capable of establishing bus connections
between targets. These targets may internally address logical
units. Thus, the prioritized addressing scheme used by SCSI
subsystems can be represented as follows: BUS:TARGET-
:LOGICAL UNIT. The BUS identification is intrinsic in the

configuration, as a SCSI initiator is attached to only one bus.
Target addressing is handled by bus arbitration from infor-
mation provided to the arbitrating device. Target addresses
are assigned to SCSI devices directly, though some means of
configuration, such as a hardware jumper, switch setting, or
device specific software configuration. As such, the SCSI
protocol provides only logical unit addressing within the
Identify message. Bus and target information is implied bythe established connection.

Fibre Channel devices within a fabric are addressed by a
unique port identifier. This identifier is assigned to a port
during certain well-defined states of the FC protocol. Indi-
vidual ports are allowed to arbitrate for a known, user
defined address. If such an address is notprovided, or if
arbitration for a particular user address fails, the port is
assigned a unique address by the FC protocol. This address
is generally not guaranteed to be unique between instances.
Various scenarios exist where the AL-PA of a device will
change, either after power cycle or loop reconfiguration.

The FC protocol also provides a logical unit address field
within command structures to provide addressing to devices

8

internal to a port. The FCP_CMD payload specifies an eight
byte LUN field. Subsequent identification of the exchange
between devices is provided by the FQXID (Fully Qualified
Exchange ID).

FC ports can be required to have specific addresses
assigned. Although basic functionality is not dependent on
this, changes in the loop configuration could result in disk
targets changing identifiers with the potential risk of data
corruption or loss. This configuration can be
straightforward, and can consist of providing the device a
loop-unique ID (AL_PA) in the range of “01h" to “EFh."
Storage routers could be shipped with a default value with
the assumption that most configurations will be using single
storage routers and no other devices requesting the present
ID. This would provide a minimum amount of initial con-
figuration to the system administrator. Allemately, storage
routers could be defaulted to assume any address so that
configurations requiring multiple storage routers on a loop
would not require that the administrator assign a unique ID
to the additional storage routers.

Address translation is needed where commands are issued
in the cases FC Initiator to SCSI Target and SCSI Initiator
to FC Target. Target responses are qualified by the FQXID
and will retain the translation acquired at the beginning of
the exchange. This prevents configuration changes occurring
during the course of execution of a command from causing
data or state information to be inadvertently misdirected.
Configuration can be required in cases of SCSI Initiator to
FC Target, as discovery may not etfectively allow for FCP
targets to consistently be found. This is due to an FC
arbitrated loop supporting addressing of a larger number of
devices than a SCSI bus and the possibility of FC devices
changing their AL-PA due to device insertion or other loopinitialization.

In the direct method, the translation to BUS:TAR-
GET:LUN of the SCSI address information will be direct.
That is, the values represented in the FCP LUN field will
directly map to the values in effect on the SCSI bus. This
provides a clean translation and does not require SCSI bus
discovery. It also allows devices to be dynamically added to
the SCSI bus without modifying the address map. It may not
allow for complete discovery by FCP initiator devices, as
gaps between device addresses may halt the discovery
process. Legacy SCSI device drivers typically halt discovery
on a target device at the first unoccupied LUN, and proceed
to the next target. This would lead to some devices not being
discovered. However, this allows for hot plugged devices
and other changes to the loop addressing.

In the ordered method, ordered translation requires that
the storage router perform discovery on reset, and collapses
the addresses on the SCSI-bus to sequential FCP LUN
values. Thus, the FCP LUN values 0—N can represent N+1
SCSI devices, regardless of SCSI address values, in the
order in which they are isolated during the SCSI discovery
process. This would allow the FCP initiator discovery pro-
ccss to identify all mapped SCSI devices without further
configuration. This has the limitation that hot-plugged
devices will not be identified until the next reset cycle. In
this case, the address may also be altered as well.

In addition to addressing, according to the present
invention, the storage router provides configuration and
access controls that cause certain requests from FC Initiators
to be directed to assigned virtual local storage partitioned on
SCSI storage devices. For example, the same request for
LUN 0 (local storage) by two diflerent FC Initiators can be
directed to two separate subsets of storage. The storage
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router can use tables to map, for each initiator, what storage
access is available and what partition is being addressed by
a particular request. In this manner, the storage space
provided by SCSI storage devices can be allocated to FC
initiators to provide virtual local storage as well as to create
any other desired configuration for secured access.

Although the present invention has been described in
detail, it should be understood that various changes,
substitutions, and alterations can be made hereto without
departing from the spirit and scope of the invention as
defined by the appended claims.

What is claimed is:

1. A data storage gateway capable of interfacing with and
providing connectivity and mapping between a Fiber Chan-
nel and SCSI channel interface, the data storage gateway
comprising:

a virtual storage;
a storage router in communication with and providing

mapping to the virtual storage such that a fiber channel
device remote from the virtual storage can communi-
cate data to and from the virtual storage; and

wherein the storage router is capable of configuring a
SCSI device to contain at least a portion of the virtual
storage.

2. The data storage gateway according to claim 1, further
including a memory work space for the storage router usinga b11fl'er,

3. The data storage gateway according to claim 2 wherein
a Fibre Channel transport medium connects to the storage
router and interfaces with a Fibre Channel controller and

10
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wherein a SCSI bus transport medium connects to the
storage router and interfaces with a SCSI controller.

4. A method for providing, through a storage router,
virtual local storage on remote SCSI storage devices to Fibre
Channel devices, comprising:

interfacing with a Fibre Channel transport medium;
interfacing with a SCSI bus transport medium;
maintaining a configuration for SCSI storage ‘ devices

connected to the SCSI bus transport medium that maps
between Fibre Channel devices and the SCSI storage
devices and that implements access controls for storage
space on the SCSI storage devices; and

allowing access from Fibre Channel initiator devices to
SCSI storage devices using native low level, block
protocol in accordance with the configuration.

5. The method of claim 4, further comprising the step of
providing memory work space for the storage router using a
buffer.

6. The method of claim 5, wherein the Fibre Channel
transport medium connects to and interfaces with a Fibre
Channel controller and wherein said SCSI bus transport
medium connects to and interfaces with a SCSI controller.

7. The method of claim 5, wherein the maintaining step
and the allowing step are performed by a supervisor unit.

8. The method of claim 7, wherein the supervisor unit is
coupled to the Fibre Channel controller, the SCSI controller,
and the bulfer.
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