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• Petitioners’ reliance on Host LUN Mapping in their combination fails –
Host LUN Mapping does not map hosts, it maps host channels

• Chase admits CRD cannot identify multiple hosts 
on one channel

• Chase concedes CRD’s "access control granularity" is only per 
channel

• Petitioners’ assertion that channel allocation of storage is per host 
mapping fails 

• The patent claims are directed to mapping hosts NOT channels 

• Petitioners’ allegations that the Tachyon interface passes host 
information to the CRD CPU fails 

• Chase contradicted their combination from the start

Overview of CRD Presentation
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Petitioners’ Reliance on Host LUN 
Mapping in their Combination Fails –

Host LUN Mapping Does Not Map 
Hosts, it Maps Host Channels
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Petitioners’ Combination Utilizes CRD-5500’s Host LUN Mapping

Petitioners’ asserted combination alleges that the existing Host LUN 
Mapping will automatically be able to “cross-reference” a host 
identification.

1207 Pet. at 18-19

cited in 1207 POR at 38 5



Petitioners Go Further to Allege that the Host LUN Mapping as 
it Existed Mapped Between Hosts and Storage 

1207 Pet. at 21

cited in 1207 POR at 46 6



Contrary to Petitioners’ Assertion, Both Experts Agree that 
“Host LUN Mapping” Does Not Map to Hosts

Dr. Levy testified that Host LUN Mapping Cannot Distinguish Between Specific Hosts.

cited in 1207 POR at 43, 47-48

Ex. 2053 (Levy Decl.) ¶ 226

Ex. 2053 (Levy Decl.) ¶ 218
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Host LUN Mapping Contains No Identification of any Host

LUN
Channel Number

Redundancy Group Number

cited in 1207 POR at 43

Ex. 2053 (Levy Decl.) ¶ 217-218
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Contrary to Petitioners’ Assertion Both Experts Agree that “Host 
LUN Mapping” Does Not Map to Hosts

Professor Chase agrees that Host LUN Mapping does not map to hosts

cited in 1207 POR at 46, 47-48

Ex. 2055 (Chase Depo.) at 424:8-12 

Ex. 2055 (Chase Depo.) at 414:10-15 
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“Host LUN Mapping” Cannot Allocate Storage to Particular 
Hosts on the Same Channel Because it Assigns Storage to 

Channels, not Hosts

• “Host LUN Mapping” Assigns Storage to Channels, Not 
Hosts. Ex. 2053 (Levy Decl.) ¶ 203

• Any Host on a Channel Has Access to All Storage 
Assigned to the Channel via “Host LUN Mapping”
Ex. 2053 (Levy Decl.) ¶ 228

• There is no way the “Host LUN Mapping” table can 
Allocate Storage to Specific Hosts on a Channel because 
it Neither Receives Nor Contains any Host Identity 
Information. Ex. 2053 (Levy Decl.) ¶¶ 219, 229

cited in 1207 POR at 41-44 10



Petitioners’ Reliance on the Host LUN Mapping in their 
Combination Fails – the Host LUN Mapping Does Not Map 

Hosts, it Maps Host Channels

• Chase admits CRD cannot identify multiple hosts 
on one channel

• Chase concedes CRD’s “access control 
granularity” is only per channel

11



Petitioners’ Assertion that 
Channel Allocation of Storage is 

Per Host Mapping Fails 
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Petitioners Rely on Channel ID As a Substitute for Host ID in a 
Single Host Per Channel Configuration

1207 Pet. at 18

Petitioners’ Reply Relies on a Single Host Per Channel Configuration 
(“[E]ach channel is associated with only one host and thus the channel ID 
uniquely identifies each host device.”) Reply at 3.
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Using Channel Numbers as Substitutes for Host Identification 
Never Enables Allocation of Storage to Particular Hosts

• Even if only one host is attached to a channel, the 
channel number cannot serve as a proxy or 
substitute for the specific host identity.

• Patents are about control at the host/device level 
not at the channel/controller level.

cited in 1207 POR at 41-45, 48-49 14



The invention requires the capability to map different storage to 
different hosts on the same transport medium (i.e., a common 
communications link):

The Invention is Directed Toward Mapping Storage Space to 
Each Host

. . . 

1209 POR at 3-7 (citing Ex. 2053 (Levy Decl.) ¶¶ 51-53)
1207 POR at 2, 41 15



The Claimed Map Includes a Device 
Not a Channel (i.e. First Controller)

1207 Pet. at 18-20; 1207 POR at 37,  41-47Claim 14, ‘147 Patent 16



The Claimed Map Includes a Device 
Not a Channel (i.e. First Controller)

1207 Pet. at 18-20; 1207 POR at 37,  41-47;
1209 POR at 8-9 (citing Ex. 2053 (Levy Decl.) ¶¶ 58-59) Claim 14, ‘147 Patent 17



The Claimed Map Includes a Device 
Not a Channel (i.e. First Controller)

Claim 14, ‘147 Patent
1207 Pet. at 18-20; 1207 POR at 37,  41-47;
1209 POR at 8-9 (citing Ex. 2053 (Levy Decl.) ¶¶ 58-59) 18



The Claimed Map Includes a Device 
Not a Channel (i.e. First Controller)

a first controller a first transport medium device connected to the first transport medium

1207 Pet. at 18-20, 1207 POR at 37,  41-47
1209 POR at 8-9 (citing Ex. 2053 (Levy Decl.) ¶¶ 58-59) 19



Petitioners Attempt to Overcome the Fact 
that Host LUN Mapping Does Not Map to 
Hosts by Mischaracterizing the Testimony 

of Dr. Levy Related to Fibre Channel ID

20



Petitioners Attempt to Support Their Channel Argument 
Through Dr. Levy

• Dr. Levy actually says: “Well, on the host side of the map, all that's required in 
the map is an identifier sufficient to distinguish between multiple hosts on the 
first transport medium. So a fibre channel ID of some kind would be one 
example of something that could distinguish between such hosts.” Ex. 1218 
(Levy Depo.) at 57:19-24

• Further, it is clear in context that Dr. Levy was indicating that a fibre channel ID 
(e.g., AL_PA or World Wide Name) similar to a SCSI ID would be sufficient to 
distinguish between host devices on a first transport medium.

cited in 1207 PO Mot. Exclude at 2 (FRE 106)

Petitioners assert that Dr. Levy “concedes that a host channel ID (a Fibre
Channel ID in the CRD combined system) is sufficient to identify the host 
device . . . where there is only a single host on each host or fibre channel.” 
Reply at 3 (citing Ex. 1218 (Levy Depo.) at 56:19-57:24)

21



Ex. 1218 (Levy Depo.) at 57:3-12, 19-24 

cited in 1207 PO Mot. Exclude at 2 (FRE 106)

Petitioners Attempt to Support Their Channel Argument 
Through Dr. Levy

22



Petitioners Attempt to Support Their Channel Argument 
Through Dr. Levy

1207 Pet. Opp. to Mot. to Exclude at 2

Moreover, Petitioners’ only citation for the meaning of “fiber channel ID” 
confirms Dr. Levy’s use in his testimony:

23



Fibre Channel ID is not the Same Thing as Channel Number

Ex. 2053 (Levy Decl.) ¶ 220

Ex. 2055 (Chase Depo.) at 424:8-12

cited in 1207 POR at 46, 54

• Petitioners concede that a Fibre Channel identifier is a unique host 
identifier, but assert for the first time in their Reply that it is the same 
as a “host channel ID” (Pet. Reply at 3)

• But a “Fibre Channel ID” cannot be the same thing as Channel 
Number, because Channel Numbers cannot distinguish between 
multiple hosts on the same channel:

24



The Combination uses Channel Numbers

The combination’s “Host LUN Mapping” only uses the Channel Number

……

Ex. 2053 (Levy Decl.) ¶ 203

cited in 1207 POR at 42

So if Petitioners’ “Fibre Channel ID” is not a Channel Number, it is not 
used in the combination

25



• The patent claims mapping hosts NOT channels. 

• Dr. Levy’s testimony supports the fact that the CRD 
allocates storage per channel and does not map 
hosts to storage space.

Petitioners’ Assertion that Channel Allocation of Storage is Per 
Host Mapping Fails 

26



Petitioners’ Combination Requiring 
the Tachyon Chip to 

Pass Host ID Fails

27



There Has Never Been Any Support for Petitioners’ Claim that 
the Tachyon Passes Host Device Identity

for “Host LUN Mapping” Cross-Referencing
Petition/Reply Chase Declaration

cited in 1207 POR at 38

1207 Reply at 6 (citing Pet. at 18-19) (emphasis in Reply)

Ex. 1010 (Chase Decl.) ¶ 42

Ex. 1010 (Chase Decl.) ¶ 45
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The Combination’s Tachyon Interface Card Does Not Pass 
Host Identity to the CRD-5500 CPU

• FCP maps SCSI commands into Fibre Channel Information Units used 
to transport SCSI commands in the payload of a Fibre Channel frame. 
Ex. 2053 (Levy Decl.) ¶¶ 30-31.

• All host information is embedded in the Fibre Channel frame-the SCSI 
commands do not contain any host information.
Ex. 2053 (Levy Decl.) ¶¶ 31, 199, 201 

• Because the extracted SCSI command does not contain any host 
information, in the proposed combination, host information is never 
sent to the CRD-5500 CPU.

cited in 1207 POR at 39-40 29



SCSI Commands Do Not Contain Host Identifiers 

cited in 1207 POR at 39

Ex. 2053 (Levy Decl.) ¶ 201

30



The Combination’s Tachyon Interface Card Does Not Pass 
Host Identity to the CRD

• Petitioners argue that because “the sending host would be 
identifiable” at the Tachyon chip, the combination does not rely 
on channel numbers. Reply at 7 (citing Ex. 1232 (Levy Depo.) at 
119:4-25)

• But the Tachyon never passes the host identity information to the 
CRD-5500 CPU for use in mapping or access controls.

1207 POR at 39-40 31



Both Experts State that the Tachyon 
Only Sends SCSI Commands to the CRD CPU, Not Host ID

Chase:

Ex. 1010 (Chase Decl.) ¶ 42

Levy:

Ex. 2053 (Levy Decl.) ¶ 201

cited in 1207 POR at 38-39 32



The CRD-5500 Cannot “Cross-Reference” 
“Host Device Information” it Never Receives

The CRD-5500 controller cannot “cross-reference” or identify the particular 
host which sent the command because it never receives the host identity.

Ex. 2053 (Levy Decl.) ¶ 201

cited in 1207 POR at 40 33



• Chase contradicted their combination from the start

• In fact, both experts agree that the Tachyon chip 
does not pass host information

Petitioners’ Allegations that the Tachyon Interface Card  Passes 
Host Information to the CRD CPU Fails 

34



• Petitioners’ reliance on Host LUN Mapping in their combination fails –
Host LUN Mapping does not map hosts, it maps host channels

• Chase admits CRD cannot identify multiple hosts 
on one channel

• Chase concedes CRD’s "access control granularity" is only per 
channel

• Petitioners’ assertion that channel allocation of storage is per host 
mapping fails 

• The patent claims are directed to mapping hosts NOT channels 

• Petitioners’ allegations that the Tachyon interface passes host 
information to the CRD CPU fails 

• Chase contradicted their combination from the start

Petitioners Have Failed to Prove Unpatentability on any 
CRD Related Ground

35



Petitioners’ Motivations to 
Combine Have Nothing to Do with 

the Claimed Access Controls 
or Mapping

36



Petitioners’ Motivations to Combine

• Enhance the communication and storage options of 
a host device on a FC transport medium

• Benefit from the “Host LUN Mapping” feature of 
the CRD-5500 controller

• Avail the host computing device of ubiquitous mass 
storage applications (e.g., RAID)

cited in 1207 POR at 53-54 37



The Motivations only Relate to Adding Fibre Channel
Capability to the CRD-5500

• Petitioners’ cited motivations relate only to enhancing the 
existing CRD-5500 capabilities with the capabilities of the 
Fibre Channel transport medium

• Petitioners present no motivation to modify the CRD-5500’s 
internal capabilities to add the claimed access controls

• Petitioners never explain how to modify the CRD-5500’s 
internal capabilities to add the claimed access controls

• Petitioners rely on “Host LUN Mapping” which contains no 
concept of the host connected to a channel, regardless of 
whether that information may be available 

cited in 1207 POR at 53-54 38



BERGSTEN-HIRAI
(IPR2014-01197, -1207, -1209)

39



Overview of Bergsten-Hirai

• The combination fails because Hirai is at the file system level, not the claimed block level
• The evidence demonstrates that Petitioners’ combination ignores the fact that Hirai was 

at the file system level
• Petitioners concede this in their Reply and try to get this Board to ignore the expert 

evidence and teachings of Hirai to conclude that Hirai uses block level permissions

• Petitioners’ original combination could not map to hosts because it failed to pass Host ID to 
their alleged map 

• Both experts agree the emulation drivers of Bergsten strip host identity before the 
alleged mapping occurs

• Petitioners actually conceded this point as they walked away from their original 
combination and assert a brand new combination in one sentence in their Reply

• Petitioners’ combination fails because access controls will fail at the logical device level of 
Bergsten, where Petitioners place them

• Petitioners conceded this argument by not even providing a response in
their Reply

40



The Combination Fails Because Hirai 
is at the File System Level, Not the 

Claimed Block Level

41



• Petitioners assert that Bergsten would use Hirai’s 
access rights to supply the missing access controls 
(1197 Pet. at 47)

• Petitioners did not even mention block level 
permissions associated with Hirai in their Petition 

• But, as the evidence shows, Hirai’s access rights 
only apply to high level file system access, not 
NLLBP

Petitioners’ Use of Hirai Fails 

42



Petitioners Attempt to Turn Hirai 
into Something it is Not

Recognizing their original error, Petitioners now assert that Hirai is 
at a block or partition level in their Reply:

1197 Reply at 5 43



Dr. Chase’s Citation to Hirai 

Ex. 1008 at [0011]

Ex. 1010 (Chase Decl.) ¶ 145 

cited in 1207 POR at 9 44



Despite Petitioners’ Protestations, Hirai Is Just a Traditional 
Network File Level Storage System

• Hirai explicitly provides access controls by command 
where the permissible commands are:  READ, WRITE, 
CREATE, DELETE, and EXECUTE.

Ex. 1008 Figure 2, see also [0012]

cited in 1197 POR at 19 45



Dr. Chase Conceded that Execute is
Only a File System Command

Ex.2055 (Chase Depo.) at 318:3-6

cited in 1197 POR at 20 46



Dr. Chase Conceded that READ, WRITE, CREATE,DELETE, and 
EXECUTE also are FILE Level Commands

Ex.2054 (Chase Depo.) at 42:15-21

Ex.2055 (Chase Depo.) at 309:18-20

Ex.2055 (Chase Depo.) at 309:18-20

cited in 1197 POR at 24

Ex.2055 (Chase Depo.) at 310:8-9
47



Dr. Levy Also Agrees that READ, WRITE, CREATE, DELETE, and 
EXECUTE are File Level Permissions 

cited in 1197 POR at 16, 18, 21, 26

Ex. 2053 (Levy Decl.) ¶ 89 

48



Petitioners in their Reply Attempt to Turn CREATE and DELETE 
into Partition Level Permissions

Petitioners assert that “an administrator could 
use the ‘create’ and ‘delete’ commands to control 
the formation and removal of partitions.” 1197 
Reply at 5.

49



But, Dr. Chase Testified that CREATE Would Not be Applied as a 
Block Level Permission in Hirai

Ex. 2055 (Chase Depo.) at 327:10-13

Ex. 2055 (Chase Depo.) at 326:14-22 (objection omitted)

cited in 1197 POR at 25 50



Intentionally 
Left Blank

51



The Evidence:

• All five of the access rights in Hirai correspond to the access rights in NFS

• Dr. Levy says all five access rights cited by Hirai are at least file level 
commands

• Dr. Chase conceded that all five commands cited by Hirai are at least file 
level commands

Petitioners Ignore that Evidence:

• Petitioners, however, insist that the access rights are block level, claiming 
that Hirai doesn’t understand his own invention: “Moreover, “execute” 
would be nonsensical…” (1197 Reply at 5)

• Not supported by Chase or any evidence 

• An attorney saying the other side’s position is “nonsensical” is not evidence. 

Petitioners Run From the Evidence in their Reply

52



Patent Owner and Both Experts Agree That All Five Commands 
Are High Level File System 

Command
Patent

Owner/Levy
Chase Petitioners

READ NLLBP/HLFS NLLBP/HLFS NLLBP/HLFS

WRITE NLLBP/HLFS NLLBP/HLFS NLLBP/HLFS

CREATE HLFS HLFS Partition

DELETE HLFS HLFS Partition

EXECUTE HLFS HLFS Ignore

53



Patent Owner and Both Experts Agree That All Five Commands 
Are High Level File System 

Command
Patent

Owner/Levy
Chase Petitioners

READ NLLBP/HLFS NLLBP/HLFS NLLBP/HLFS

WRITE NLLBP/HLFS NLLBP/HLFS NLLBP/HLFS

CREATE HLFS HLFS Partition

DELETE HLFS HLFS Partition

EXECUTE HLFS HLFS Ignore

Chase testified that: 
• CREATE made no sense at the Partition Level in Hirai, 

and 
• EXECUTE is a file system permission

54



Hirai’s Access Requests are Converted from High Level File 
System Protocols to NLLBP, Just Like the Prior Art

• Hirai’s Access Requests Are Converted to NLLBP

Ex. 1008 (Hirai) at 4 ¶ 11 

Ex. 1008 at [0011]

cited in 1197 POR at 22 55



Hirai Operates at High Level File System Level

• To find Hirai operates at high level file system level, the 
Board can accept the testimony of both experts and the 
full teachings of Hirai

• To find that Hirai provides access rights at the NLLBP 
level, the Board must:

 Ignore the testimony of Levy saying all commands would be 
understood to be file level commands

 Ignore the testimony of Chase stating that EXECUTE is a file
level command

 Ignore Hirai’s own use of EXECUTE

 Ignore Chase stating that CREATE as a block level permission
in Hirai makes no sense 56



Petitioners Concede Hirai is Not at Block Level 
in their Access Control Arguments

Petition Reply

1197 Pet. at 48 1197 Reply at 7

57



The Combination Fails Because Hirai is at the File System Level, 
Not the Claimed Block Level

• The evidence demonstrates that Petitioners’ 
combination ignores the fact that Hirai was at a file 
system level

• Petitioners concede this in their reply and try to get 
this Board to ignore the expert evidence and 
teachings of Hirai to conclude that Hirai uses block
level permissions

• Hirai is nothing more than the applicant-admitted 
prior art

58



Petitioners’ Original Combination Could Not 
Map to Hosts Because it Failed to Pass 

Host ID to their Alleged Map 

59



The Original Combination’s Access Controls are Implemented at 
the OS, Downstream of the Emulation Drivers

cited in 1197 POR at 37-38

Petition

1197 Pet. at 46

As explained by Bergsten, the 
emulation drivers 21 convert host 
commands ‘into a format recognized 
by the OS’ of the storage controller…

1197 Pet. at 47

The emulation drivers 21… provide the 
command to the processing system of 
the storage controller. The storage 
controller, in turn, maps the host 
address … matches the access controls 
specified for the host device for the 
particular logical storage location.

60



In Support of the Petition, Dr. Chase Testified that Access 
Controls were Implemented in the OS 20

Ex. 1010 (Chase Decl.) ¶ 156-158

Supervisor Unit

cited in 1197 Pet. at 51-52; 1197 POR at 38

“In the combined system, the supervisor unit resides in the operating system 
of Bergsten . . . . the supervisor unit is operable to ‘map between devices’ . . . . 
the supervisor unit ‘implements access controls’ for storage space on the 
storage devices’ . . . .”

1197 POR at 38
61



The Original Combination’s Emulation Drivers Strip Host Identity 
Before Commands are Passed to OS 20

Cited in 1197 POR at 37-38.
Ex. 2053 (Levy Decl.) ¶ 123

cited in 1197 POR at 37-38 62



Petitioners Agree that the Emulation Drivers Would Only Send a
SCSI Command to the OS

1197 Pet. at 47

cited in 1197 POR at 37-39 63



Dr. Chase Testified Further that the Emulation Drivers Would 
Strip the Host Information and 

Pass Only the SCSI Command to the OS

Petitioners concede that Host 
ID is only in the framing:

1197 Pet. at 12

“… that conversion would involve primarily 
deencapsulating the commands and transmitting 
the commands to the operating system without the 
framing and various other information that's 
necessary to transmit those commands reliably 
across the network.”

Ex. 2055 (Chase Depo.) at 234:5-10

cited in 1197 POR at 38
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In the Original Combination, No Host Identification Ever Makes 
it to Where the Alleged Access Controls are Implemented

Petition

1197 Pet. at 47

cited in 1197 Pet. at 51-52; 1197 POR at 38

The emulation drivers 21… provide 
the command to the processing 
system of the storage controller. 
The storage controller, in turn, maps 
the host address … matches the 
access controls specified for the 
host device for the particular logical 
storage location.

In the combined system, the 
supervisor unit resides in the 
operating system of Bergsten . . . . 
the supervisor unit is operable to 
‘map between devices’ . . . . the 
supervisor unit ‘implements 
access controls’ for storage space 
on the storage devices’ . . . .
Ex. 1010 (Chase Decl.) ¶ 156-58

65



In their Reply Petitioners Concede their Error While 
Impermissibly Attempting to Fix that Error

Reply

1197 Reply at 1

In the proposed 
combination, 
Bergsten’s block-
level emulation 
drivers are 
modified to include 
access controls.

cited in 1197 POR at 38 66



In their Reply Petitioners Impermissibly Attempt to Fix their 
Glaring Error

Reply

1197 Reply at 1

In the proposed combination, 
Bergsten’s block-level emulation 
drivers are modified to include 
access controls.

Petition
In the combined system, the supervisor 
unit resides in the operating system of 
Bergsten . . . . the supervisor unit is 
operable to ‘map between devices’ . . . . 
the supervisor unit ‘implements access 
controls’ for storage space on the storage 
devices’ . . . . Ex. 1010 (Chase Decl.) ¶ 156-58

cited in 1197 Pet. at 51-52; 1197 POR at 38 67



• Both experts agree that the emulation drivers of 
Bergsten strip host identity before the alleged 
mapping occurs

• Petitioners conceded this point by walking away 
from their original combination and asserting a 
brand new combination in one sentence in their 
Reply

Petitioners’ Original Combination Could Not Map to Hosts 
Because it Failed to Pass Host ID to their Alleged Map 

68



The Combination Fails Because 
Access Controls Will Fail at the Logical 

Device Level of Bergsten as the 
Petitioners Assert

69



Ex. 2053 (Levy Decl.) ¶ 131

Petitioners’ Combination Cannot Workably Provide “Per Host” 
Access Rights At The Logical Device Level

cited in 1197 POR at 41-42 70



But as Dr. Levy Explained, Hosts Would Be Unaware of Access 
Controls Applied at the Logical Device Level

cited in 1197 POR at 42

Ex. 2053 (Levy Decl.) ¶ 133
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Dr. Levy Specifically Explains the Problem 

1197 POR at 43

…

If hosts are denied access due to rights they cannot see at the logical address 
level, they have no logic to reformulate their requests to clear the access rights 
hurdle

…

72



As Patent Owner States in its Response, Access Controls at the 
Logical Device Level are not Workable  

1197 POR at 44 73



1197 POR at 42

The Logical Device Layer of Bergsten

74



1197 POR at 42

The Virtual Device Seen by the PCs

75



The Combination Fails Because Access Controls Will Fail at the 
Logical Device Level of Bergsten as the Petitioners Assert

Petitioners conceded this argument by not even 
providing a response in their Reply

76



Petitioners Have Failed to Prove Unpatentability on any 
Asserted Grounds Based on Bergsten-Hirai

• The combination fails because Hirai is at the file system level, not the claimed block level
• The evidence demonstrates that Petitioners’ combination ignores the fact that Hirai was 

at the file system level
• Petitioners concede this in their Reply and try to get this Board to ignore the expert 

evidence and teachings of Hirai to conclude that Hirai uses block level permissions

• Petitioners’ original combination could not map to hosts because it failed to pass Host ID to 
their alleged map 

• Both experts agree the emulation drivers of Bergsten strip host identity before the 
alleged mapping occurs

• Petitioners actually conceded this point as they walked away from their original 
combination and assert a brand new combination in one sentence in their Reply

• Petitioners’ combination fails because access controls will fail at the logical device level of 
Bergsten, where Petitioners place them

• Petitioners conceded this argument by not even providing a response in
their Reply

77



NO MOTIVATION TO COMBINE

78



1197 Reply at 7

Petitioners’ only reason to include access controls is to further Bergsten’s 
goal of “data protection.” 

Petitioners’ Motivation Analysis is Defective

79



Bergsten is an open access system designed to “allow recovery from many possible 
failure modes” by ensuring that all copies of data can be accessed by any host:

There is No Basis to Read Any Motivation to Limit Access to 
Data into Bergsten’s Goal of Data Protection

Ex. 1007 at 5:48-52

Ex. 1007 Abstract

cited in 1197 POR at 45 80



Bergsten is an open access system designed to “allow recovery from many possible 
failure modes” by ensuring that all copies of data can be accessed by any host:

There is No Basis to Read Any Motivation to Limit Access to 
Data into Bergsten’s Goal of Data Protection

cited in 1197 POR at 45

Ex. 2053 (Levy Decl.) ¶ 119
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Petitioners’ Motivations to Combine Are Circular and Infected 
with Hindsight Reasoning

• Petitioners originally cited as a motivation “to provide additional 
levels of granularity to the access controls of the Bergsten 
system based on the mapping-based access controls of Hirai.” 
1197 Pet. at 48.

• In Reply, Petitioners now cite the motivation was to “provide 
additional levels of granularity to block-level access controls of 
the Bergsten system using the mapping-based access controls of 
Hirai.” 1197 Reply at 7 (emphasis added).

• Petitioners fail to explain why one of skill in the art would want 
to “provide additional levels of granularity” to Bergsten’s access 
controls.

• Petitioners never explain why one would want access controls in 
an open access system designed to “allow multiple host 
computers at different locations to access any copy of stored 
data.” Ex. 1007 at 1:40-42 (emphasis added).
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THE COMBINATION DOESN’T HAVE A 
MAP IDENTIFYING THE PARTICULAR 

HOST

83



1197 Reply at 5

Petitioners Allege that Bergsten Identifies a Particular Host in a 
Single Host Device Per Host Interface Combination

Petitioners cite Ex. 1010 (Chase Decl.) ¶ 45-46 to support their “single host 
device per interface” argument. 
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Petitioners’ Evidence Does Not Support Its Assertion

Ex. 1010 ¶ 45-46 Does Not Relate to Bergsten/Hirai, but to the CRD-5500

Ex. 1010 (Chase Decl.) ¶ ¶ 45 - 46
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Even if One Host Per Interface Were Relevant to the Claims, the 
Combination Does Not Have the Claimed Map

• The claimed inventions use access controls to limit 
a host’s access to storage according to a map. 
1197 POR at 8, 11. 

• The host interface ID, like the channel number in 
the CRD, does not identify the host. 
1197 POR at 34-36.

• Even though the messages may go back to the right 
host in a one host per interface embodiment, it is 
not achieving this using the claimed invention.
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BERGSTEN-KIKUCHI 
IPR2014-1207, -1209

87



• The Bergsten-Kikuchi combination does not have the claimed access controls 
• Access controls require limiting a host’s access to a specified storage space
• Kikuchi’s offsets do not specify storage space 
• Kikuchi cannot limit access to specified storage

• Just like in the Bergsten-Hirai combination, Petitioners place the emulation drivers of 
Bergsten before the alleged map – rendering it impossible to map to hosts

• Unlike in Hirai, where Petitioners asserted a new combination, here Petitioners fail to respond to 
Patent Owner’s argument at all

• Both experts agree that the emulation drivers of Bergsten strip ALL host identification, so 
nothing is left to map against 

• One of ordinary skill in the art would not have combined Kikuchi and Bergsten 
as Petitioners assert

• If a combination would have been made at all, it would have been made without the complicated 
changes suggested by Dr. Chase 

• That combination would not practice the claimed invention
• The complicated changes Dr. Chase proposes could only come from hindsight

• Patent Owner created its invention before Kikuchi

Overview of Bergsten-Kikuchi
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The  Bergsten-Kikuchi Combination Does 
Not Have the Claimed Access Controls 

89



Petitioners Rely on the Alleged Access Controls of Kikuchi for 
their Combination

1209 Pet. at 33-34 

90



The invention requires the capability to map different storage to 
different hosts on the same transport medium (i.e., a common 
communications link):

The Invention is Directed Toward Mapping 
Each Host to Specified Storage Space 

1209 POR at 5

cited in 1209 POR at 3-7 (citing Ex. 2053 (Levy Decl.) ¶¶ 51-53 91



So That Each Host Will Only See and 
Have Access to its Designated Storage 

1209 POR at 8 (citing Levy Decl (Ex. 2053)) ¶ 59

92



“Access Controls” Limitations

“The claimed access controls/controlling access limitations . . . are device specific in 
that the storage router controls what storage access is available to specified hosts 
so that different hosts can be provided different storage access.” 

‘147 Patent at 4:35-38
cited in 1207 POR at 2-3, 47 93



Kikuchi is Directed to the Sharing of a Single Large Volume Disk 
Between Several Hosts

1209 POR at 32 94



Kikuchi’s Correlation Chart Does Not Map Storage to Hosts 

1209 POR at 35
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Kikuchi’s Correlation Chart Does Not Map Storage to Hosts

cited in 1209 at 34

Ex. 2053 (Levy Decl.) ¶ 152
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Kikuchi Does Not Utilize Host Identification to Permit or Limit 
Access to Particular Storage Space but Instead Merely Uses 

Offsets 

cited in 1209 POR 35-36 

Ex. 1006, 7:46-63 
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Offsets Are Just an Integer and Cannot  Identify Storage Space 

1209 POR at 33

Ex. 2053 (Levy Decl.) ¶ 150
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Offsets Are Just an Integer and Cannot  Identify Storage Space 

Ex. 2054 (Chase Depo.) at 107:10-16

cited in 1209 POR at 33

Dr. Chase agreed that an offset is merely an added number:
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Kikuchi’s Correlation Chart Does Not Limit a Host’s Visibility or 
Access to Storage Allocated in the Map 

cited in 1209 POR at 35

Ex. 2053 (Levy Decl.) ¶ 152

Ex. 2053 (Levy Decl.) ¶ 153
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Access Controls Limit a Host Computer’s Access to a Specific 
Subset of Storage Devices or Section of a Single Storage Device 

According to a Map

1209 POR at 36

Ex. 2053 (Levy Decl.) ¶ 150

≠
1209 POR at 8
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The  Bergsten-Kikuchi Combination Does Not Have 
the Claimed Access Controls 

• Access controls require limiting a host’s access to a 
specified  storage space

• Kikuchi’s offsets do not specify storage space 

• Kikuchi cannot limit access to specified storage

102



Just Like in the Bergsten-Hirai 
Combination, Petitioners Place the 

Emulation Drivers of Bergsten Before the 
Alleged Map – Rendering It Impossible to 

Map to Hosts

103



The Combination Incorporates Bergsten’s Emulation Drivers

Petitioners incorporate Bergsten’s emulation drivers into Kikuchi.

cited in 1209 POR 47 

1209 Pet. at 36

Ex. 1010 (Chase Decl.) ¶ 143
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Petitioners’ Combination Expressly Incorporates Bergsten’s 
Emulation Drivers at the Host Device Interface Well Before 

Commands Reach the Correlation Chart

1209 Pet. at 33
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Petitioners Agree that the Emulation Drivers
Would Only Provide the SCSI Command

1197 Pet. at 47

cited in 1197 POR at 37-39 106



Dr. Chase Testifies that the Emulation Drivers Would Strip the 
Host Information and Pass Only the SCSI Command

cited at 1209 POR at 22, 47-48

Petitioners concede that Host ID is only in the framing.

1209 Pet. at 18

Ex. 2055 (Chase Depo.) at 234:5-10; 
1209 Ex. 2053 (Levy Decl.) ¶ 122

“… that conversion would involve primarily 
deencapsulating the commands and transmitting 
the commands to the operating system without the 
framing and various other information that's 
necessary to transmit those commands reliably 
across the network.”
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Because the Emulation Drivers Strip Host Information,
the Combination Does Not Work

cited in 1209 POR 47-48

1209 Pet. at 48
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Just Like in the Bergsten-Hirai Combination, Petitioners Place 
the Emulation Drivers of Bergsten Before the Alleged Map –

Rendering it Impossible to Map to Hosts

• Unlike in Hirai, where Petitioners asserted a new 
combination, here Petitioners fail to respond to 
Patent Owner’s argument at all

• Both experts agree that the emulation drivers of 
Bergsten strip ALL host identification, so nothing 
is left to map against

109



One of Ordinary Skill in the Art Would Not 
Have Combined Kikuchi and Bergsten 

as Petitioners Assert

110



Petitioners Propose Changes to Both Kikuchi and Bergsten to 
Get the Alleged “Enhanced” Correlation Chart 

Petitioners “enhance” Kikuchi’s correlation chart and dispense with 
Bergsten’s mapping tree.

cited in 1209 POR at 37-38

Ex. 1010 (Chase Decl.) ¶ 144

Ex. 1010 (Chase Decl.) ¶ 145

111



• Developing and Programming an Algorithm for a “Virtual to Logical” table based on 
the requested block number in the incoming read/write command

• Replacing Bergsten’s mapping tree with a separate “virtual to logical” mapping table 
for each host;

• Creating new, additional “logical to physical” tables for the hosts to map to
physical addresses;

• Developing and programming an algorithm for the “logical to physical” table based 
on logical block number

• Determine the logical block number for a requested block by determining the range 
into which the requested block falls, subtracting the base of the range and adding the 
difference to the logical block

• Based on the logical block number calculated, determine the physical block number 
by determining the range into which the requested block falls, subtracting the base 
of the range, and adding the difference to the physical block; 

• Perform each series of steps multiple times to account for all of the blocks in
the request

When Dr. Chase Was Asked How to “Enhance” the Correlation 
Chart to Permit Access to Specific Storage He Testified to a 

Complex Modification Process

1209 POR at 38-39 (citing Ex. 2054 (Chase Depo) at 180:17-182:18, 195:4-196:10, 198:8-200:25, 211:21-213:4)
112



As No Person of Skill in the Art Would Create Such Complex 
Changes, Petitioners’ Modifications to Kikuchi and Bergsten are 

Clearly Based on Hindsight Reconstruction

Bergsten and Kikuchi do not suggest to a POSITA Petitioners’ “enhanced” 
correlation chart or Chase’s complex modifications.

cited in 1209 POR at 46

Ex. 2053 (Levy Decl.) ¶ 165
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Kikuchi:
• Partitioning scheme designed for the case where a single disk has more 

storage than is needed or usable by a single host.
Ex. 2053 (Levy Decl.) ¶ 137 

• Is concerned with simplicity, speed, efficiency and conservation of 
limited resources. Ex. 2053 (Levy Decl.) ¶ 170 (citing Kikuchi Ex. 1006 at 
6:38-40, 6:48-50, 8:34-36; 8:40-45) 

• Uses offsets precisely because they are fast and simple. 
Ex. 2053 (Levy Decl.) ¶ 170 

• Must only modify the starting block number in a request, regardless of 
how many consecutive blocks are requested, saving time.
Ex. 2053 (Levy Decl.) ¶ 178

The References Do Not Suggest Petitioners’ Modifications 
which Require Development of Significant New Functionality

cited in 1209 POR at 39, 41-42, 51 114



Bergsten:
• Emulates a local storage array for the host computer system which it 

services. Ex. 2053 (Levy Decl.) ¶ 165

• Uses a plurality of storage controllers to achieve its goal of providing 
“multiple back-up copies of data in geographically separate locations, 
while still permitting quick and easy access by a host computer.” 
Ex. 2053 (Levy Decl.) ¶ 168

• Solves the problem of data reliability and availability by using multiple 
storage controllers. Ex. 2053 (Levy Decl.) ¶ 168

• Uses two-step virtualization mapping precisely because there are multiple 
storage controllers. Ex. 2053 (Levy Decl.) ¶ 169

The References Do Not Suggest Petitioners’ Modifications 
which Require Development of Significant New Functionality

cited in 1209 POR at 42-44 115



Petitioners’ Modifications Are Complex and Not a Simple Design 
Choice as Petitioners Assert in their Reply  

• Petitioners’ Reply states that “alternating between 
a mapping tree and a mapping chart” was a 
“routine design choice” (1209 Reply at 12)

• Petitioners’ Modifications Are Not Limited to 
“Alternating Between a Mapping Tree and a 
Mapping Chart” 

• The References Provide No Reason to Make Such 
Modifications 

116



If Made at All, a Combination of Kikuchi and Bergsten Would 
Combine the Original Kikuchi Correlation Chart with the Virtual 

Storage of Bergsten, But Would Not Practice the Invention

Ex. 2053 (Levy Decl.) ¶ 165

cited in 1209 POR at 44-46 117



A Combination of Kikuchi and Bergsten Would Utilize the 
Original Kikuchi Correlation Chart with the Virtual Storage of 

Bergsten

The storage controller of Bergsten with its virtualization map would be connected via 
its SCSI connection between command interpretation unit and execution unit 120 in 
data storage unit 105 of the Kikuchi disk apparatus which could be replaced by mass 
storage devices of Bergsten 4-1-1 to 4-1-N. Ex. 2053 (Levy Decl.) ¶ 166

Bergsten Kikuchi

Ex. 2053 (Levy Decl.) ¶ 166
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A Combination of Kikuchi and Bergsten Would Utilize the 
Original Kikuchi Correlation Chart with the Virtual Storage of 

Bergsten

Kikuchi

The storage controller of Bergsten with its virtualization map would be connected via 
its SCSI connection between command interpretation unit and execution unit 120 in 
data storage unit 105 of the Kikuchi disk apparatus which could be replaced by mass 
storage devices of Bergsten 4-1-1 to 4-1-N. Ex. 2053 (Levy Decl.) ¶ 166

119



A Combination of Kikuchi and Bergsten Would Utilize the 
Original Kikuchi Correlation Chart with the Virtual Storage of 

Bergsten

Kikuchi

Assuming there is motivation to combine, one of skill in the art would combine the 
references in this straightforward manner without Dr. Chase’s complex modifications.
The resulting system would still not possess the claimed map or access controls.

cited in 1209 POR at 44-46 120



One of Ordinary Skill in the Art Would Not Have Combined 
Kikuchi and Bergsten as Petitioners Assert

• If a combination would have been made at all, it 
would have been made without the complicated 
changes suggested by Dr. Chase, and that 
combination would not practice the claimed 
invention

• The complicated changes Dr. Chase proposes 
could only come from hindsight

121



Patent Owner Created its 
Invention Before Kikuchi

122



• Kikuchi – Filed August 18, 1997

• Draft Patent Application – July 11, 1997 (Ex. 2303)

The Invention was Conceived Before Kikuchi

123



• Petitioners argue that Patent Owner “opted to omit the access controls from 
the Verrazano product to accelerate commercial introduction of that 
product” because it “would delay the commercial launch of the product.” 
Reply at 5-6.

• Verrazano—without access controls—was Crossroad’s first storage bridge 
product, and was not commercially launched until after the diligence period 
ended on December 31, 1997. Ex. 2305 (Middleton Decl.) ¶ 2; Ex. 2043 
(Bianchi Decl.) ¶ 3; Ex. 1220 (Middleton Depo.) at 73:9-12 (cited in 1209 PO 
Motion to Exclude at 8).

• Even if Crossroads could have added access controls to Verrazano, it would 
not have been reduced to practice before the critical period ended

Patent Owner was Developing a Foundational Product

124



• Ex. 1220 (Middleton Depo.) at 52:3-12: “Q. So are you aware of a reason that 
the Verrazano software could not have been tested on the testbed? . . . I 
can't tell you the specific reason, but I know that we couldn't do that 
because, if we could have, we would have gone down a whole different 
development path, I think.” 

• Ex. 1220 (Middleton Depo.) at 113:7-18: “I don't believe it's possible to 
implement a testbed to fully test the bridge. Q. (BY MR. GARDELLA) Okay. 
How about to partially test the access control software? A. To the best of my 
knowledge, that would not have been possible.”

• Ex. 1220 (Middleton Depo.) at 115:14-17 “Q. (BY MR. GARDELLA)  Could the 
access controls which were ultimately included in the 4100 with access 
controls have been simulated completely in software? A. Completely, no.”

Access Controls Could Not Be Tested
Until Verrazano Was Completed

cited in 1209 PO Motion to Exclude at 7 (FRE 106) 125



Constant Work is Not Required for Diligence

• Proof of reasonable diligence does not require constant work on the invention

• Crossroads showed reasonable diligence throughout the critical period 

cited in 1209 POR at 27-32 

Ex. 2305 (Middleton Decl.) ¶ 3

Ex. 2324 (Bianchi Decl.) ¶ 3
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• Patent owner was in the process of developing 
product during the critical period

• Patent owner not only created products which 
made it to the market but also pursued patents on 
the inventions intended for those products 

• The undisputed evidence demonstrates diligence 

Patent Owner Created its Invention 
Before Kikuchi
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• The Bergsten-Kikuchi combination does not have the claimed access controls 
• Access controls require limiting a host’s access to a specified storage space
• Kikuchi’s offsets do not specify storage space 
• Kikuchi cannot limit access to specified storage

• Just like in the Bergsten-Hirai combination, Petitioners place the emulation drivers of 
Bergsten before the alleged map – rendering it impossible to map to hosts

• Unlike in Hirai, where Petitioners asserted a new combination, here Petitioners fail to respond to 
Patent Owner’s argument at all

• Both experts agree that the emulation drivers of Bergsten strip ALL host identification, so 
nothing is left to map against 

• One of ordinary skill in the art would not have combined Kikuchi and Bergsten 
as Petitioners assert

• If a combination would have been made at all, it would have been made without the complicated 
changes suggested by Dr. Chase 

• That combination would not practice the claimed invention
• The complicated changes Dr. Chase proposes could only come from hindsight

• Patent Owner created its invention before Kikuchi

Petitioners Have Failed to Prove Unpatentability on any 
Asserted Grounds Based on Bergsten-Kikuchi

128



• None of the combinations proposed by Petitioners pass host 
identification to the controller that does the alleged 
mapping and access control

• Tachyon or emulation drivers strip that information, as Petitioners’ 
expert testified from the beginning

• CRD only allocates storage to channels, not hosts
• CRD cannot identify hosts 

• Bergsten is an open access system that does not allocate 
storage to hosts

• Hirai is at a file system level 
• Patent Owner, BOTH experts and Hirai agree

• Kikuchi does not have the claimed access control
• Offset is not storage space

Each of Petitioners’ Combinations Fail 
for Similar Reasons 
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The Basic Function of the Patents is to Allow Host 
Access to Remote Storage using NLLBP, while 
Controlling Access to Specific Storage Space by Specific 
Hosts Through Use of a Map of Hosts to Storage Space

None of the Combinations Provide the Claimed Map and/or 
Claimed Access Control

130



Thank You
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CLAIM TERMS

132



MAP

133



“Map” Limitations 

The “map” of the [’035 Patent/‘147 Patent] associates 
specific representations of hosts on one side of the 
storage router with representations of storage on the 
other side of the storage router in order to define 
what storage is available to each specific host.

1197 POR at 7; 1207 POR at 2, 1209 POR at 3-4
134



“Map” Limitations 

‘147 Patent at 4:26-35, 9:11-14

The specification requires the claimed map/mapping to specifically identify the 
host and its associated storage in order to allocate storage to particular hosts.

cited in 1207 POR at 2-3 135



“Map” Limitations 

Petitioners and Petitioners’ expert agree:

Petitioners’ expert agrees that storage is allocated to ‘particular hosts’:

“The storage router may implement access controls to control a computer device’s 
access to only those storage regions allocated to the particular computer device.” Ex. 
1010 (Chase Decl.) ¶ 18 (1209 POR at 6).

Petitioners unequivocally stated in the underlying litigation that “mapping” 
requires an association between the particular host devices an storage:

“One of ordinary skill in the art therefore would understand from the plain language 
and context of the claims that ‘map[ping]’ requires specifying a particular 
configuration—namely, the association between a particular workstation and a 
particular remote storage device.” Ex. 2032 at 3 (1209 POR at 6)

See 1209 POR at 3-7
136



ACCESS CONTROLS

137



“Access Controls” Limitations 

“The claimed access controls/controlling access 
limitations . . . are device specific in that the storage 
router controls what storage access is available to 
specified hosts so that different hosts can be provided 
different storage access.” 

1207 POR at 47; see also 1209 POR at 7
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“Access Controls” Limitations

Centralized access controls are provided by controlling what virtual local 
storage each host sees.

‘147 Patent at 4:60-66

cited in 1207 POR at 3 139



SECONDARY CONSIDERATIONS / 
OBJECTIVE EVIDENCE

140



Patent Owner Presented Evidence of Commercial Success

• Patent Owner’s Evidence Shows Commercial Success is Due to 
the Claimed Features of Access Controls

• Objective evidence of Non-obviousness Need Only Be 
Reasonably Commensurate with the Scope of the Claims 

141



Crossroads’ Sales Records Show Routers with Access Controls 
Were Preferred Over Bridges Without Access Controls

cited in 1209 POR at 55-56

Ex. 2043 (Bianchi Decl.) ¶ 2
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Crossroads’ Sales Records Show Routers with Access Controls 
Were Preferred Over Bridges Without Access Controls

cited in 1209 POR at 55-56Ex. 2044 (Bianchi Decl.) at 3,5 143



The Nexus Requirement Does Not Require Patent Licenses to 
Recite Claim Limitations

• Petitioners’ Position Effectively Requires Licenses to Recite 
Particular Claims or Claim Limitations (1209 Reply at 22)

• Crossroads’ Licenses Specify the Patent Family at Issue

• Requiring Licenses to Recite Claims instead of Patents or Families 
Ignores the Real World and Would Mean Licenses Can Never Be 
Used as Objective Evidence 

• Crossroads’ Licensing Program as a Whole, Including 
Non-Litigation Related Licenses, indicates the Invention 
was Non-Obvious

cited in 1207 POR at 58-60 144



Claim 1 U.S. Patent Number 6,425,035 B2
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Claim 2 U.S. Patent Number 6,425,035 B2
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Claim 8 U.S. Patent Number 6,425,035 B2
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Claim 11 U.S. Patent Number 6,425,035 B2
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Claim 12 U.S. Patent Number 6,425,035 B2
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Claim 1 U.S. Patent Number 7,051,147 B2
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Claim 2 U.S. Patent Number 7,051,147 B2
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Claim 7 U.S. Patent Number 7,051,147 B2
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Claim 10 U.S. Patent Number 7,051,147 B2
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Claim 11 U.S. Patent Number 7,051,147 B2

154



Claim 14 U.S. Patent Number 7,051,147 B2
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Claim 21 U.S. Patent Number 7,051,147 B2
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Claim 28 U.S. Patent Number 7,051,147 B2
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Claim 34 U.S. Patent Number 7,051,147 B2
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POR at 21

Kikuchi Does Not Have Access Controls

cited in 1209 POR at 33-36

Ex. 1006, 4:17-34

Ex. 2053 (Levy Decl.) ¶ 139
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Kikuchi Only Blocks Access From Hosts to the Entire Device

cited in 1209 POR at 33-36, Ex. 2053 ¶ 139

Ex. 1006 figure 1, column 4:17-24, 12-16, 28-34
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156. The Correlation Chart of Kikuchi and, more specifically, the address offsets do not prevent a 
host from accessing storage that has not been allocated to that specific host. …For example, by 
simply sending in a command requesting logical block 110, Workstation A would be able to access 
physical block 110 on the disk (based on its offset of 0). However, physical block 110 is storage 
intended for Workstation B, based on Workstation B’s offset of 100. The address offset would do 
nothing to prevent Workstation A from making those requests. Thus, the Correlation Chart of 
Kikuchi does not provide “access controls” as claimed in the ‘147 Patent. 
Ex. 2053 (Levy Decl.) ¶ 156-57

Kikuchi Does Not Utilize Host Identification to Permit or Limit 
Access to Particular Storage Space 

cited in 1209 POR 35-36 

Ex. 2053 (Levy Decl.) ¶ 152
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Petitioners Inaccurately Claim 
that Kikuchi’s Correlation Chart Blocks Access 

1209 Pet. at 38

Ex. 1006 at 3:24-32

cited in 1207 POR at 32-33 (citing Ex. 2053 (Levy Decl.) ¶ 149-50) 162



cited in 1197 PO Motion to Exclude Evidence at 2-3 (FRE 106)

Even if One Host Per Interface Were Relevant to the Claims, 
the Combination Does Not Implement 

Access Controls According to a Map

Dr. Levy stated that identifying a host interface would be sufficient to 
route messages to the appropriate host, but it would not identify the host. 

Q. (BY MR. GARDELLA) Given that there is only a single host identified to 
each host interface, why, again, for routing purposes, is it not sufficient 
to identify the host interface?

A. Well, if by "routing purposes" you mean to be sure that the response to 
a command goes back to the correct host, then responding on this 
correct interface would be responding to the correct host.

Q. Okay. So in that context and for that purpose, it would be sufficient to 
identify the host interface?

…

A. -- I still disagree with identifying the host because it doesn't actually 
identify the host.

Ex. 1218 (Levy Depo.) at 94:23-95:12
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A Combination of Kikuchi and Bergsten Would Not Result in 
Creating a Claimed Map

Ex. 1006 7:64-8:9 
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Petitioners’ Asserted Motivations to Combine Does Not Support 
or Suggest the Asserted Modifications 

• “to increase both the number of storage 
devices accessible to hosts connecting to the 
disk apparatus and the storage and the 
storage address range available within the 
combined system”

• To benefit from “increased restructuring 
capabilities because an administrator could 
replace or update equipment and reassign 
host storage regions without requiring host-
side involvement”

• These reasons do not suggest the complex 
modifications required of both references 

1209 Reply  at 13
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Petitioners’ Motivations are Conclusory and Unsupported

• Why would one of skill in the art modify Kikuchi to increase the storage 
available when Kikuchi already had an excess of storage? 

• Why would one of skill in the art add the complex and time consuming 
modified Bergsten mapping to Kikuchi when it was designed for simple 
and fast operation? 

• Petitioners cite nothing showing how the combination possesses 
“increased restructuring capabilities” over Bergsten or Kikuchi. 

• None of the motivations suggest the complex modifications required by 
Petitioners’ combination.

1209 POR at 51-52 166


