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Claims of 6,425,035 U.S. Patent No. 6,219,771 to Kikuchi, 
et al., filed August 18, 1997, issued 
April 17, 2001 
"Data storage apparatus with 
improved security process and 
partition allocation functions" 

1. A storage router for providing The '771 invention describes virtual 
virtual local storage on remote local storage: 
storage devices to devices, comprising: "Furthermore, with the move to large 

volume disk apparatus, it is possible to 
consider partitioning a single disk and then 
having each host use a different partition, 
but with conventional disk apparatus it has 
not been possible, while using a single 
interface, to identifY a host device and then 
have each host devic~use a different 
partition." [1 :58-63] 

"With the invention of the fourth apparatus, 
the disk apparatus is able to identifY a host 
device from the host address imbedded 
within the command sent from the host 
device. Moreover because a partition offset 
information value is stored for each host 
device, the disk apparatus is able to allocate 
a different disk partition to each host device. 
Consequently, a single disk apparatus can 
essentially appear as a different disk to 
each host device, enabling the efficient 
usage of modem largevolume disk 
apparatus." [8:37-45] 

a buffer providing memory work space The '771 invention includes a buffer 
for the storage router; providing memory work space for the 

storage router: 
"With this third apparatus, host information 
relating to access authorization is not stored 
internally beforehand, but rather is sent 
from the host devices which control the disk 
at the point of disk startup. Consequently, 
the amount of non volatile memory set aside 
for data storage can be reduced." [3: 1-5] 

"A RAM (randomaccess memory) 109 is 
memory which is used, as required, for 
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a first controller operable to connect to 
and interface with a first transport 
medium; 

a second controller operable to 
connect to and interface with a second 
transport medium; and 

temporarily storing data during execution 
of a program." [5:21-23] 

The '771 invention includes a Fibre 
Channel controller operable to connect 
to and interface with a Fibre Channel 
transport medium: 

"Common ways of connecting the host 
device and the disk apparatus include a 
SCSI (Small Computer System Interface) 
and Fibre Channel." [1:31-33] 

"A first apparatus according to the present 
invention comprises: a host device interface 
for sending and receiving data to and from a 
plurality ofhost devices, a data storage 
device for storing data to be sent to a host 
device, and a control device for controlling 
the writing of data to, and the reading of 
data from, the data storage device." [2:7-12] 

"With a third apparatus, a construction is 
adopted where in addition to the items 
which characterize the second apparatus, the 
host check unit incorporates a startup setting 
function which requests host information 
from a plurality of host devices when the 
control device is activated." [2:63-67] 

"A host device interface 112 is an interface 
for exchanging commands and data from a 
host device with the disk apparatus 101. In 
the case of a disk array, a SCSI is used for 
both the host device interface 112 and for 
the disk interface 111, but generally it is 
acceptable for the host device interface 112 
and the disk interface Ill to be of different 
types. 

"For example, a Fibre Channel could be 
used for the host device interface 112 and a 
SCSI used for the disk interface 111." [30-
39] 

The '771 invention includes a SCSI 
controller operable to connect to and 
inteiface with a SCSI bus transport 
medium: 
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"Common ways of connecting the host 
device and the disk apparatus include a 
SCSI (Small Computer System Interface) 
and Fibre Channel." [1:31-33] 

"A first apparatus according to the present 
invention comprises: a host device interface 
for sending and receiving data to and from a 
plurality of host devices, a data storage 
device for storing data to be sent to a host 
device, and a control device for controlling 
the writing of data to, and the reading of 
data from, the data storage device." [2:7-12] 

"A disk interface 111 is an interface for 
exchanging data and commands between 
the CPU and a data storage unit 1 05 which 
will be either a disk or some other storage 
medium." [5:26-29] 

"A host device interface 112 is an interface 
for exchanging commands and data from a 
host device with the disk apparatus 101. In 
the case of a disk array, a SCSI is used for 
both the host device interface 112 and for 
the disk interface Ill, but generally it is 
acceptable for the host device interface 112 
and the disk interface Ill to be of different 
types. 

"For example, a Fibre Channel could be 
used for the host device interface 112 and a 
SCSI used for the disk interface Ill." [30-
39] 

a supervisor unit coupled to the first The '771 invention's functions are 
controller, the second controller and the generally performed in hosts, which 
buffer, suggests moving this function to an 

internal supervisor unit: 
"A first apparatus according to the present 

invention comprises: a host device interface 
for sending and receiving data to and from a 
plurality of host devices, a data storage 
device for storing data to be sent to a host 
device, and a control device for controlling 
the writing of data to, and the reading of 
data from, the data storage device." [2:7-121 
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"With this third apparatus, host information 
relating to access authorization is not stored 
internally beforehand, but rather is sent 
from the host devices which control the disk 
at the point of disk startup. Consequently, 
the amount of non volatile memory set aside 
for data storage can be reduced." [3: 1-5] 

"An example configuration of the above 
embodiment which uses a general purpose 
CPU (central processing unit) is shown in 
FIG. 3. A disk apparatus 101 comprises a 
CPU 1 06 which performs the centralized 
function of controlling reading and writing. 
The CPU 106 is connected to various 
circuit devices via a bus 107. Of these 
devices, a ROM (read only memory) 108 is 
memory solely for reading, and stores 
various programs and fixed data." rs:13-20l 

the supervisor unit operable to map The '771 invention maintains a 
between devices connected to the first configuration for SCSI storage devices 
transport medium and the storage connected to the SCSI bus transport 
devices, medium that maps between Fibre 

Channel devices and SCSI storage 
devices: 

"Furthermore, with the move to large 
volume disk apparatus, it is possible to 
consider partitioning a single disk and then 
having each host use a different partition, 
but with conventional disk apparatus it has 
not been possible, while using a single 
interface, to identifY a host device and then 
have each host device use a different 
partition." [ 1 :58-63] 

"The control device comprises an address 
registration unit, in which the host address 
of each host device has been registered in 
advance, for the purpose of authorizing 
access, a command interpretation and 
execution unit which on receipt of a 
command from a host device via the host 
device interface outputs the host address of 
the host device based on the command, and 
an address verification unit for verifying the 
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host address output from the command 
interpretation and execution unit against the 
host address registered in the address 
registration unit, and for determining 
whether or not the particular host device has 
access authorization." [2:13-23] 

"As a second apparatus according to the 
present invention a construction is adopted 
where, in addition to the items which 
characterize the first apparatus, a host 
information storage unit in which 
information about the hosts such as host 
names and passwords is stored, is 
incorporated into the address registration 
unit, and a host check unit which, on receipt 
of host information from a host, determines 
whether or not that particular host has 
access authorization based on the host 
information received from the host and the 
host information stored in the host 
information storage unit, is incorporated 
into the command interpretation and 
execution unit, and this host check unit 
incorporates an address registration 
function which registers the access 
authorization based on the host information, 
and the host address determined for the host 
device, in the address registration unit." 
[2:37-51] 

"With this second apparatus, when a host 
device logs in to the disk apparatus seeking 
authorization to use the disk, the address is 
registered in the address registration unit, 
and subsequently, the host address is 
extracted from any commands sent from the 
host device and verified against the host 
address registered in the address 
registration unit, and in those cases where 
access is authorized the command 
interpretation and execution unit transmits 
the command from the host device to the 
data storage unit and executes the 
command. In this way, any alterations in 
host address can be easily accommodated." 

5 

f 

 

Find authenticated court documents without watermarks at docketalarm.com. 

https://www.docketalarm.com/


Real-Time Litigation Alerts
	� Keep your litigation team up-to-date with real-time  

alerts and advanced team management tools built for  
the enterprise, all while greatly reducing PACER spend.

	� Our comprehensive service means we can handle Federal, 
State, and Administrative courts across the country.

Advanced Docket Research
	� With over 230 million records, Docket Alarm’s cloud-native 

docket research platform finds what other services can’t. 
Coverage includes Federal, State, plus PTAB, TTAB, ITC  
and NLRB decisions, all in one place.

	� Identify arguments that have been successful in the past 
with full text, pinpoint searching. Link to case law cited  
within any court document via Fastcase.

Analytics At Your Fingertips
	� Learn what happened the last time a particular judge,  

opposing counsel or company faced cases similar to yours.

	� Advanced out-of-the-box PTAB and TTAB analytics are  
always at your fingertips.

Docket Alarm provides insights to develop a more  

informed litigation strategy and the peace of mind of 

knowing you’re on top of things.

Explore Litigation 
Insights

®

WHAT WILL YOU BUILD?  |  sales@docketalarm.com  |  1-866-77-FASTCASE

API
Docket Alarm offers a powerful API 
(application programming inter-
face) to developers that want to 
integrate case filings into their apps.

LAW FIRMS
Build custom dashboards for your 
attorneys and clients with live data 
direct from the court.

Automate many repetitive legal  
tasks like conflict checks, document 
management, and marketing.

FINANCIAL INSTITUTIONS
Litigation and bankruptcy checks 
for companies and debtors.

E-DISCOVERY AND  
LEGAL VENDORS
Sync your system to PACER to  
automate legal marketing.


