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Please type a plus sign (+) inside this box —-> E

Under the Paperwork Reduction Act of 1995. no persons are required to respond to a collection of information unless it displays a valid OMB control number.

UTILITY

PATENT APPLICATION

TRANSMITTAL

(Only for new nonprovisiona/ applications under 37 C.F.R. 1.53(b))

APPLICATION ELEMENTS

See MPEP chapter 600 concerning utility patent application contents.

Fee Transmittal Form (e.g., PTO/33117)
(Submit an original and a duplicate for lee processing)
Applicant claims small entity status.
See 37 CFR 1.27.

Specification
(preferred arrangement set forth below)
- Descriptive title of the Invention
- Cross Reference to Related Applications
- Statement Regarding Fed sponsored R & D
- Reference to sequence listing, a table.
or a computer program listing appendix

- Background of the Invention
- Brief Summary of the invention
- Brief Description of the Drawings ( if filed)
- Detailed Description
- Claim(s)
— Abstract of the Disclosure

4. Drawing(s) (35 u.s.c.113)
5. Oath or Declaration

a. E] Newly executed (original or copy)

b. Copy from a prior application (37 CFR 1.63 (d))
(fora continuation/divisional with Box 18 completed)

'I. I] DELETION OF INVENTORlSi
Signed statement attached deleting inventorts)
named in the prior application. see 37 CFR
1.63(d)(2) and 1.330)).

6. Application Data Sheet. See 37 CFR 1.76

[Total Pages m ]

[Total Sheets ]

[Total Pages E] ]

PTO/58105 (03-01)
Approved for use through 10/31/2002. 0MB 06510032

US. Patent and Trademark Office: 0.3. DEPARTMENT OF COMMERCE

 400550008Attorney Docket No.

First Inventor David A. FARBER et al.

IDENTIFYING DATA W A ATA PROCESSING SYSTEM

Express Mail Label No.

D ‘ ‘ ‘ H Assistant Commissioner for Patents
Box Patent ApplicationADDRESS TO:
Washington. DC 20231

7. El (ID—ROM or CD-R in duplicate, large table
Computer Program (Appendix)

8. Nucleotide and/or Amino Acid Sequence Submission
(if applicable, all necessary)

a. C] Computer Readable Form (CRF)
b. Specification Sequence Listing on:

i. E] CD‘ROM or CD—R (2 copies); or
ii. [3 paper

c. [:I Statements verifyin identi of above copies

9. [:1 Assignment Papers (cover sheet & document(s))
10. 37 C.F.R.§3.73(b) Statement [:1 Power of

(when there is an assignee) Attorney

English Translation Document (if applicable)

E] Copies of lDS
Citations

11D

12D

13. [Xi

14. El

151:]

16.l:]

lnfonnation Disclosure

Statement (IDS)/PTO—1449

Preliminary Amendment

Return Receipt Postcard (MPEP 503)
(Should be specifically itemized)
Certified Copy of Priority Document(s)
(if foreign priority is claimed)
Nonpublication Request under 35 U.S.C. 122
(b)(2)(B)(i). Applicant must attach form PTO/SB/35
or its equivalent.

17. Other: Revocation of Power of Attomey

18. If a CONTINUING APPLICATION. check appropriate box, and supply the reqruiste innnation below and in aprearylimin ammdment,
or in an Application Data Sheet under 37 CFR 1. 76:

C] Continuation Divisional
Prior application information:

El Continuation-impart (CIP)
Examiner Jean Raymond Homere

of prior application No: 90 l 987,723
Group /Art Unit: 2177

For CONTINUATION or DIVISIONAL APPS only: The entire disclosure of the prior application. from which an oath or declaration is supplied
under Box 5b, is considered a part of the disclosure of the accompanying or divisional application and is hereby incorporated by reference.The incorporation can only

E Customer Number or Bar Code Label

be relied upon when a portion has been inadvertently omitted from ibesubmitted applnicatio parts. ..
17. CORRESPONDENCE ADDRESS

26633
' Correspondence address beloworE]

, Jinsert Customer No. or Attach bar code label here)

   
‘ Name

 
 

 
l State

Telephone

Name (Print/Type)
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/ newwm,. . M.- ‘ . Approved for use through 04/300003. OMB 0651-0032
‘ Palm! and Trademark (mice: US. DEPARTMENT OF COMMERCE‘

- id to attollection Wrononunlessit i ula s a valid OMB control number.Under the Paenvork Reduction Actofl995,no .1. ms arcr uircdto' u.
 

 
 

 
 

 

   

 
 

 
 
 
 
 

 

 
 
 

 

 

 

 

 

 
 

 
   

 

  
 

  

 

 

 

 
 

 

‘ i H S ' Complete ifKnown
g FEE TRANSMITTAL “Minoan... _.
co Filing Date Concurrentl Herewith

“A. Effective 01/01/200fggielgt:arze 9138?! to annual revision. D3V1d A1 EERBER Cl 111..
52:, Examiner Name Unassigned
E: 1:] Applicant claims small entity status. See 37 CFR 1.27 ‘ An Unit Unassi ned
E3 TOTAL AMOUNT OF PAYMENT (5) 770.00 Attorney Docket No. 40055-0008

 ' FEE CALCULATION (continued)METHOD OF PAYMENT (check one)

ADDITIONAL FEES

 

   [X Check [:1 Credit card 1:] Money Order 1:] Other [3 None 

 [:1 Deposit Account:
Deposit

Account 08-1641 (Docket No, 4005541008) INumber

Deposit

Account I Heller Ehrman White & McAuliffe LLPName

The Commissioner is authorized to: (check all that apply)

    

 

Large Entity Small Entity
Fee Fee Fee 'Fee Fee Description

Code ($) Code (5)

1051 130 2051 65 Surcharge - late filing fee or oath
Surcharge ~ late provisional filing fee

1052 50 2052 25 or cover sheet
1053 130 1053 130 Non-English specification

1812 2,520 1812 2,520 For filingarequcstfor crpnrtereexamination

1804 920’ 1804 920‘ Requesting publication of SIR prior toExaminer action
1805 1.840“ 1805 1,840' Requesting publication ofSlR afterExaminer action

1' cc
Paid     

 

     
  

   

 
 

 
 

 
 
 

   
 

 

  
 
 

 

 
  [:1 Charge fee(s) indicated below E Credit any overpayments

   E Charge any additional fee(s) during the pendency of this application
  

  1:] Charge fee(s) indicated below, except for the filing fee to the above-
identified dc - sit account.     1251 I 10 2251 55 Extension for reply within first month
 

 
  
 

 

Extension for reply within second
1252 420 2252 210 month

  

 
1. BASIC FILING FEE

‘ Large Entity Small Entity Fee Description Fee Paid .
1253 950 2253 475 Extension for reply widtin third month

1254 1 ,480 2254 740 Extension for reply within fourth  

 

 

 

 
 

 
 

  
 

 

 

 

 

 

    

 
 
 

  
 

 

 
     

Fee Fee Fee Fee month} . _
Code (5) Code (is) ‘255 2 010 2255 1 005 Extegston for reply Within filth‘ ' ’ mon

100] 770 2001 385 Utility filing fee 770 1401 330 2401 155 Notice of Appeal

1002 340 2002 170 Design filing fee 1402 330 2402 165 Filing a briefin support ofan appeal
1003 530 2003 265 Plant filing fee 1403 290 2403 145 Request for oral hearing

‘ 1004 770 2004 385 Reissue filing fee ‘ 1451 1,510 1451 1,510 Sg‘giigmmm “ PM"; "3"
, ‘005 ’60 2°05 80 “WWW” filing :3 1452 1 10 2452 55 Petition to revive - unavoidable fee

       ($) 770

2. EXTRA CLAIM FEES FOR UTILITY AND REISSUE
Fee from

Extra Claims below Fee Paid

323“ [:21 ~2°"= 1:1 x =1:

‘ Multiple Dependent i =[::l

1453 1.330

1.330

2453 Petition to revive - unirtten tional

  1501 2501 Utility issue fee (or reissue)    
 
 
         

1 502 480 2502 240 Design issue fee
  

 
 

 
 
 
 

 

  

  
1503 640

I460 130 1460 130 Petitions to the Commissioner

2503 320 Plant issue fee     
   

 
   

  

 

1807 50 1807 50 Prowssing fee under 37 CFR 1.17m)
    
 

 
   

   

 
Large Entity Small Entity Fee Description . . . .

Fee Fee Fee Fee 1806 180 I 806 180 zgmtssmn of Infomtatron D1sclosureCode (Si) Code (3)

1202 18 2202 9 Claims in excess of 20 8021 40 8021 40 Recording each patent assignment per
        
 
 property (times number of properties)

I809 770 2309 335 Filing a submission after final
rejection (37 CFR l.129(a))

1810 770 2810 385 For each additional invention to be

 
1201 86 2201 43

Independent claims in excess of3 ‘

     
 
 
 
 

 
 

 

  

 1203 290 2203 145 Multiple dependent claim, ifnot

  
 
  

 
 

 

 

  
 
 
 

paid examined (37 CFR 1.129(b))
1204 86 2204 43 "Reissue independent claims 1801 770 2801 385 Request for Continued Examination

‘ over original patent (RCE)
1205 18 2205 9 "Reissue claims in excess of 20 1802 900 1802 900 Request for expedited examination or

and over original patent

sumomm—

”or number previously paid, ifgreater; For Reissues, see above 1 * Reduced by Basic Filing Fee Paid SUBTOTAL (3)

a design application

Other fee (specify) 

 

 

  

‘

  SUDBMITI‘E BY ’ / " Compelte (tfaptplcable)
  
 

  

. i . .

 
" WARNIN i, nfomntion on this form may become public. Credit ca 1 infor» ition should not' - > ‘ dad on this form. Provide credit card information and authorization on PTO-1038. . ~

This collection of information is required by 37 CFR LI? and LN. The attenuation is required to obtain or retain a benefit by the public which is to file (and by the USP’I‘O to process) an
application Confidentiality is governed by 35 0.5.6 122 and 37 CFR 1.14. This col1cction is estimated to take l2 minutes to complete, including gnawing preparing. and whmitfing the completed
appliwtion form to the USPTO. Time will vary depending upon the individual case. Any comments on the amount of time you require to complete this form and/or suggestions for reducing this
burden, should be sent to the Chief Information Officer. U.S. Patent and Trademark Office. U.S. Department of Commerce, Washington. DC 2023!. DO NOT SEND FEES OR COMPLETED
FORMS TO THIS ADDRESS. SEND TO: Mail Stop W. Commissioner for Patents, PO. Box 1450, Alexandrin,‘VA 223134450.

Ifynu need aninance in completing ihefbnn. cull l-JDO—PTO-DIW (I«800- 786—9! 99) and . '
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Please type a plus sign (+) inside this box -> '3] ~ PTO/$8105 (0301)
_—.L.

or: - Approved for use through 10/31/2002. 0MB 0651-00320:)U—L US. Patent and Trademark Office: U.S. DEPARTMENT OF COMMERCE
Under the Paperwork Reduction Act of 1995. no persons are required to respond to a collection of information unless it displays a valid OMB control number.

UTILITY -40055pooa ‘
PATENT APPLICATION _naviumaeaetar . p ..

TRAN SMITTAL IDENTIFYING DATA IN A DATA PROCESSING SYSTEM

Express Mail Label No.

Assistant Commissioner for Patents
‘ ADDRESS TO' Box Patent Application

Washington, DC 20231

7. D CDvROM or CD-R in duplicate, large table or

  
 
 

 
 

 

 

 

 

 
  

(Only for new nonprovisional applications under 37 C.F.R. 1.53(b))

, PAPLICATION ELEMENTS H 0
See MPEP chapter 600 concerning utility patent application contents.

1. ‘3 Fee Transmittal Form (e.g., PTO/SB/17)

 
 
 
 

  
 

     
  

    
  
 

(Submit an original and a duplicate for fee processing) Computer Program (Appendix)
2. [:1 Applicant claims small entity status. 8. Nucleotide and/or Amino Acid Sequence Submission

See 37 CFR 1.27. (if applicable, all necessary)
3. K4 Specification [Total Pages ‘3 l a. C] Computer Readable Form (CRF)

(preferred arrangement set forth below) b. Specification Sequence Listing on:
~ Descriptive title of the Invention i. [:1 CD_RQM or COR (2 copies); or- Cross Reference to Related Applications
- Statement Regarding Fed sponsored R & D
» Reference to sequence listing, a table.
or a computer program listing appendix

- Background of the Invention
~ Brief Summary of the Invention
— Brief Description of the Drawings ( iffiled)
- Detailed Description
— Claim(s)
- Abstract of the Disclosure

 ii. [I paper

c. [:1 Statements verifying identi of above copies
‘ ACCOMPANYING APPLICATIONS PARTS ‘ ‘

9. E] Assignment Papers (cover sheet & document(s))
10. 37 C.F.R.§3.73(b) Statement E] Power of

(when there is an assignee) Attorney

 

   
   
 

 

 

 
 

 

  

 
 

 

 

  
  

11. [:1 English Translation Document (if applicable)

12. D Information Disclosure E] Copies of IDS
Statement (IDSVPTO—1449 , Citations

13. E Preliminary Amendment

14. IX} Return Receipt Postcard (MPEP 503)
(Should be specifically itemized)

15. El Certified Copy of Priority Document(s)
(if foreign priority is claimed)

16. I] Nonpublication Request under 35 U.S.C. 122
(b)(2)(B)(i). Applicant must attach form PTO/SB/35
or its equivalent.

17. Other: Revocation of Power of Attorney

  

 
 
 
 
 

  

 

  
 

 

 

 

4. Drawingts) (35 use. 113) [Total Sheets I

5. Oath or Declaration [Total Pages [:1 ]
a. [:I Newly executed (original or copy)

b. Copy from a prior application (37 CFR 1.63 (d))
(fora continuation/divisional with Box 18 completed)

i. El DELETION OF INVENTORtS)
Signed statement attached deleting inventor(s)
named in the prior application. see 37 CFR
1.63(d)(2) and 1.33(b).

6. Application Data Sheet. See 37 CFR 1.76

  

 
 

 
 

 

 
 

 

  

 

   

   7 18. lfa CONINUING APPLICATION, check appropriate box, andsupply the uitifoanl in apreliminary amendment, V
or in an Application Data Sheet under 37 CFR 1. 76:

  
 

E] Continuation I8 Divisional E] Continuation~in~part (CIP) of prior application No: Q l 987 723
Prior application information: Examiner Jean Raymond Homers Group/ Art Unit: 2177  

 For CONTINUATION or DIVISIONAL APPS only: The entire disclosure of the prior application, from which an oath or declaration is supplied
under Box 5b. is considered a part of the disclosure of the accompanying or divisional application and is hereby Incorporated by reference.
Te incorporaotin can only be relied upon when a portion has been inadvertently omitted from the submitted application parts.

17. CORRESPONDENCE ADDRESS
26633

 
 

    

  

 
 
 

   

  

KI Customer Number or Bar Code Label or [:1 Correspondence address below 
r.
i

i .
I... (Insert Customer No. or Attach bar code label here)

  

 

 

 

 l State iZip Code
Telephone Fax

Brian Siritzky Registration No. (Attomey/Agent)
‘1. A
/

  
 

 

  

 
 

 
Country

Name (Print/Type)  

  

GOOG-1019-Page 3 of 156



GOOG-1019-Page 4 of 156

/ ”WM“ 101w,. M. ‘ 1 Approved for use through 04/30/2003. OMB 0651-0032
Patent and Trademark Office: US. DEPARTMENT OF COMMERCE‘

us are r chuir to‘ 51 . id to uDEollcctionofinfomtatim-i unless itdi last: valid OMB control number.

5 ‘ Complete ifKnown42
ApplicatiomNumber

Filing Date
First Named Inventor

Examiner Name

Under the Pacrwkor Reduction Act of 1995. no 1

FEE TRANSMITTAL

for FY 2003
Effective 0I/0I/2003. Patentfees are subject to annual revisions

  

  
 

 

 
 

   
 

 
 

 
 

 
 
 Unassi gncd

Concurrent] Herewith

David A. FARBER et al.. 1

Unassigned

 

 

 

 
 

[:1 Applicant claims small entity status. See 37 CFR 1.27
 
 
 
 

  Art Unit

; Attorney Docket No.
Unassined
40055-0008

FEE CALCULATION (continued)
ADDITIONAL FEES

 

 
  

   TOTAL AMOUNT or FEE/tum > ($) 770.00

' ‘ 7 l ‘ METHODOF PAYMENT(chcckone) ‘

Check [:1 Credit card 1:] Money Order 1:] Other 1:] None
   
  
  

 
 

 

 
 

1 1:] Deposit Account:

  
 

 
 

 
   

  

 
 
 

 

  
 

 
 

 

Deposit Large Entity Small Entity Fee
Account I 08—1641 (Docket No. 40055-0008) Fee Fee Fee ‘Fee Fee Description PaidNumber Code (5) Code (6:)

Deposit 1051 130 2051 65 Surcharge - late filing fee or oath

Account Heller Ehrman White & McAuliffe LLP 1 1052 so 2052 25 3:335:11}? 1”°"'5‘°“a' mm “’9
Nam 1053 130 1053 130 Non-English specification  

  
 

The Commissioner is authorized to: (check all that apply) l812 2 520 1812 2 520 For filing urequcst for at parlc' ’ reexamination
1804 920’ 1804 920’ Requesting publication ofSIR prior toExaminer action
1805 1.840" 1805 1,840’ Requesting publication ofSIR after

Examiner action

 
 

  
  

D Charge fee(s) indicated below Credit any overpayments

 
 
  

 
 
  

Charge any additional fee(s) during the pendency of this application   

 
1] Charge fee(s) indicated below, except for the filing fee to the above-
identified (11: sit account.

3 FEE CALCULATION

I. EASIC FILING FEE
Large Entity Small Entity Fee Description Fee Paid

 
 

1251 l 10 2251 55 Extension for reply within first month

   

 

Extension for reply within second
1252 420 2252 210 month 

 
  

1253 950 2253 475 Extension for reply within third month

1254 1,480 2254 740 Extension for reply within fourth  

   

Fee Fee Fee Fee month

Code (S) Code (5) 1255 2 010 2255 I 005 ExmtitSion for reply within fifth' ' mon

   

 

 
 

 
 
  

 
 

 
 
  

 

 

 
  
  

      

 
 

  

 

‘ 1001 770 2001 385 Utility filing fee 770 I401 330 2401 155 Notice oprpcal

1002 340 2002 170 Design filing fee 1::: 1402 330 2402 165 Filing :1 11:11:11.; support ofan appeal
1003 530 2003 265 Plant filing fee I 1403 290 2403 145 Request for oral hearing

. 1 Petition to institute a public use
‘ 1004 770 2004 385 Relssue filmg fee ‘ 1451 1,510 1451 1,510 proceeding

1 1°05 16° 2°05 80 ge‘w'smw' “1mg 1 1452 110 2452 53 Petition to revive - unavoidable

 
  

swrorw w 1:::::
2. EXTRA CLAIM FEES FOR UTILITY AND REISSUE

Fee from
Extra Claims below Fee Paid

21:21.5 CE ~2°*‘= [:3] x =EI

310mg -‘*=3 [E r {17:

Multiple Dependent :] =1 1

1453 1,330 2453 665 Petition to revive ~ unintentional

 1501 1,330 2501 665 Utility issue fee (or reissue) 

   
 1502 480 2502 240 Design issue fee

  
1503 640 2503 320 Plant issue fee
   

 

 

    

 

 1460 130 1460 I30 Petitions to the Commissioner
 

    

 
1807 50 1807 50 Processing fee under 37 CFR l.l7(q)

  
  

 
  

 

   
  

 
  

 
 

 
  

 

Large Entity Small Entity Fee Description , , . .

Fee Fee Fee Fee 1806 180 1806 180 gumbrmsston of Information DisclosureCode (1;) Code (3) ‘
1202 I8 2202 9 Claims in excess of 20 8021 40 8021 40 Recording each patent assignment pcr
 

 
  

 
property (times number ofproperties)

1809 770 2809 385 Filing a submission nfler final
rejection (37 CFR l.129(a))

1810 770 2810 385 For each additional invention to be

 
   

1201 86 2201 43 Independent claims in excess of 3 ‘ 
 

   
 
 

 
 
 

1203 290 2203 145 Multiple dependent claim. ifnot

 
 
 
 
 

 

paid examined (37 CFR 1.129(b))
1204 86 2204 43 "Reissue independent claims 1801 770 2801 385 Request for Continued Examination

‘ over original patent (RCE)
1205 18 2205 9 ”Reissue claims in excess of 20 1802 900 1802 900 Request for expedited examination of

and over original patent

surrorwm

"or number previously paid, ifgreater; For Reissues, see above

a design application

 
 

Other fee (specify) 

‘ Reduced hyBasic FilingFee Paid

 
 

  

5 SUBMITTED BY

Sig-111mm

  
 
  
 

 

Compelel (fappltcble

anomiationon this form may become public. Credit ca - infor- tion should uni' dad on this form. Pro‘ide credit card Information and nuthorinttion on PTO—2038.

This collection of informationIS required by 37 CPR l. 17 and 1.27 The infonnation is required to obtain or retain a benefit by the public which is to file (and by the USP’I'O to process) an
application ConfidentialityIS governed by 35 US.C. 122 and 37 CFR 1.14. This collection15 cstimatcd to take 12 minutes to complete including gathering. preparing. and submitting the completedapplication town to the USPTO Time will vary depending upon the individual case. Any comments on the amount of time you require to complete this form amt/or suggesrions for reducing this
burden, should be sent to the Chief lnfonnation Officer. US Patent and Trademark Office. U.S. Department of Commerce Washington. DC 20231. DO NOT SEND FEES OR COMPLETED
FORMS TO THIS ADDRESS. SEND TO: Mail Stop_,Commissioner for Patients, P.O. Box 1450 Alexandria,VA 2231.}I450

Ifya: need assistance in completing thefami, call lawm9199rloaa7aa9199nnd " " "
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1
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emosetypeapmsslgnt+)inswetltsbox -——>E - Praisemslosol)
Approved tor use through total/2002 0151508510032

U.S. PatentandTrademalkOlflm: US. DEPARIMENT OF COMMERCE

WerulePapmkRethmActotwsfi.mmmmmmoamaummrmamwmm.
UTILITY  

  
  

   

PATENT APPLICATION y , DaWFERet I. ‘ .1 I ' E
TRANSMITTAL IDENTIFYING DATA INADATA PROCESSING SYSTEM H 3’0) g” 
 

 
  

 DN- ':=-:~o

$5!
mtanl Commissioner tor Patents

ADDRESS TO: Box Patent Mormon
Washington. DC 20231

. (Only fornow nmmvistonal applkalions antler 370FR 153m»

‘ APPLICATION ELEMENTS I

droplet concerning utility patent application mlents. ‘

 
 
 

 

 
 

  

  
  
 

 

  
 

Fee Transmittal Form (9.9.. NOISE/17) 7. E] CDoROM or CDR'in duplicate. large table or
(W an mantra triplicate fathom-$8100) Computer Program (Appendix)

2 CI Applicant claims small entity status. 6. Nucleotide and/or Amino Add Sequence Submission
See 37 CFR 1.27. (lleppll'cablo. all necessary)

3. Specification [Total Pages E] 1 a. C] Computer Readable Form (CRF)
(mammanmtxt fa’r‘thbalow) b. Speu'fication Sequence Listing on:- e on on '

. ems rioleronoe to Related Applimttons :1 [[13123ng or CM (2 mpm)’ 0'~SlatementRegardingFedsponsoredR&D ‘  

   

 
 
 

GD Statements veri 'n- identi at above .. les
’ ‘ ‘ ACCOMPANYING APPLICATIONS PARTS ” " H

9. U Assignment Papers (cover sheet & dommenfls»
10. 37 C.F.R.§3.73(b) Statement El Powerot

- Reference to wquertca listing. a table.
or a computer program listing appendix

. Background 01 the Invention

. Brie! Summary ol the Invention
- Bitet Desalphn ol the Drawingswrlled)

 

 
 

   

 

 
 

  
 

 
 
 

 
 

 
 

  

 

 
   

   

 
 
 
 

 
 

:gfiflgBMW)" (when there is an assignae) Attorney
'W°' "‘9 OW” 11. E] English Translation Document (if applicable)

‘ 4. Drawing(s) (a5 u.s.c.113) [Total sneetsEyjl 12. [1] Information Disclosure El Copies of ms
5. Oath or Declaration ' [Total Pages [II] s‘a‘e‘mm “DSVPTO‘WE’ ' (mum‘s

 
13. Preliminary AmendmentU Newly exemted (original or copy)
14. Return Receipt Postcard (MPEP 503)b. Copy from a prior application (37 CFR 1.63 ((1))  

 
 
 

 
  
 

. . . . . Should be s ecifica itemize

(lore oontlnuatton/dmslonal wrlh Box 18 completed) 15. [:1 (genlfied Cop: of Prioflgty D gentle)
l. D DELETION OF INVENTOB]SI (,1foreign priority is claimed)Sigma statement rimmed deleting trwentorle)

named in the priorappiioetion. see 37 CFR
1.83tdx2) and 1.336)).

6. Application Data Sheet. See 37 CFR 1.76

16. D Nonpubliwfion Request under 35 0.3.0. 122
(b)(2)(9)(l) Applimnt must attach form PTO/$8135
or its equivalent.

17. Other. Rgmtion or PM: glAtggmgy

‘18. a connuume APPLICATION. check aMpmprlte box, supply the requisite nronnallon below a prallmmaryamenomenl.
orin an Application Data Sheet under 37 CFR 1.7a-

U Continuation Bl Divisional D Continuation-Import (Ct?) at prior application No; 99 lm
Prior application lnlomlation: ExaminerMW Group/Art Unit: at 17

For CONTINUATION or DIVISIONAL APPS only: The entire disclosure olttlo prlor application. from which an tooth or dodnratlon to supplied
under Box 5b. is consldored a part of the disclosure oftbe accompanying or olvtslonat application and I: hereby Incorporated by reference.
The Incorporattonmjy be rolled upon when a portion has been lnadvertontly omitted from the submitted application parts.

17. CORRESPONDENCE ADDRESS

Insert Customer No. orAttacll baroode label here

 

  
  
  

  
 

  

 

 
 

 

 

 
  

 

 

8 Customer Numberor Bar Code Label or E] Conowdam address below

 
 
 
 

  
  

‘

Name (Print/Type) Brian stntzlty / RegistrationNo. (Attorney/Agent)
L,

49

‘btm-W—nnl:
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«.9.

as mmmm

"‘3 MW92 for FY 2003 _ _
Waive 0101/2003. Patentfiu are abject to annual minim. — Dav“ A- FA RBER Cl al..

. ‘ l'camcla'ms small til Status. See 37 CFR l.2'l
1. ‘3 “l" ' °“ ’ owed

__,_ ‘ ' . ‘ Appmved to: us: through 04/301200). OMB 065141))?
- ‘ Patent and Trademark Units: US. DEPARTMENT OF COMMERCE"

> thmdutltcl’ bollmWonolhmkssm'n;
Complete i/Knowu

   
 

 

Mmmfils. ”.5." .‘u'mm .m-utogn

FEE TRANSMITTAL
. mt“ WWW-

  

 
 

 
 

  
 
 
 

 
  

 

 
 
 

 

 Anomcy Docket No. . VTOTAL AMOUNT OF PAYMENT H (s) 770.00 '1 '
I I I ‘ METHOD OF PAYMENthhcck m) I ‘

Chad: U Cmfitcltd [J Money Oak:

40°55” . .

> FEE CALCULATION (continued)
ADDITIONAL t'us

   

  
 

  
 

  Luge Enl‘lty F
Fe: Fe: Fee ‘Fce Fee Description Pact;Cod: (S) Code (5)

“Jill lJO Surelmge - late filing fee or oath
Sanctum — lat: wuvisioxul filing fee

MS! 50 2052 25 or nova then
toss no l053 no Non-Englismpecmwton
mm 2,520 m: 2.520 F““'“'9".'°““°‘”°"‘P""‘

 
    

  
  
  

 
 

 
 

 

 
 

 
 

The Commissioner k authorized to: (check all that apply)

  

   

maminnnon

‘ U Chatgcfeds) indicated below Credit any ovetpayments 1804 920‘ "$04 920‘ Mmfingpubfiudm nfSlR pliant)Wanton

‘ 8 Charge anyadditionnl rectsmuringxhc {tendency ofthis applimliou '805 WO‘ 1305 1340‘ wmsvubliufimmkanu   

 

Examiner mien 

 
  I25! IIO Exluwiou Mreply within first mm
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IbsNTIFYING DATA IN A DATA PROCESSING SYSTEM

BACKGROUND OF THE INVENTION,

1. Field of the invention

This invention relates to data processing

systems and, more particularly, to data processing

systems wherein data items are identified by

substantially unique identifiers which depend on all of

the data in the data items and only on the data in the

data items.

2. Background of the Invention

Data processing (DP) systems, computers,

networks of computers, or the like, typically offer users

and programs various ways to identify the data in the

systems. I.

‘ Users typically identify data in the data

processing.system by giving the data some form of name.

For example, a typical operating system (08) on a

computer provides a file system in which data items are

named by alphanumeric identifiers. Programs typically

identify data in the data processing system using a
location or address. .For example, a program may identify
a record in'a file or database by using a record number

which serves to locate that record.

In all but the most primitive operating.

systems, users and programs are able to create and use

'collections of named data items, these collections

themselves being named by identifiers. These named

collections can then, themselves, be made part of other

named collections. For example, an 05 may provide

mechanisms to group files (data items) into directories

(collections). These directories can then, themselves be

made part of other directories. A data item may thus be

identified-relative to these nested directories using a
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sequence of names, or a so-called pathname, which defines

a path through the directories to a particular data item

(file or directory).

As another example, a database management

system may group data records (data items) into tables

and then group these tables into database files

(collections). The complete address of any data record

can then be specified using the database file name, the

table name, and the record number of that data record.

other examples of identifying data items

include: identifying files in a network file system,

identifying objects in an objectvoriented database,

identifying images in an image database, and identifying

articles in a text database.

‘ In general, the terms "data" and "data item" as

used herein refer to sequences of bits.~ Thus a data item

may be the contents of a file, a portion of a file, a,

page in memory, an object in an object-oriented program,

a digital message, a digital scanned image, a part of a
video or audio signal, or any other entity which can be
represented by a sequence of bits. The term "data

processing" herein refers to the processing of data

items, and is sometimes dependent on the type of data

item being processed. For example, a data processor for

a digital image may differ from a data processor for an

audio signal.

In all of the prior data processing Systems the

names or identifiers provided to identify data items (the

data items being files, directories, records in the

database, objects in objectworiented programming,

locations in memory or on a physical device, or the like)

are always defined relative to a specific context. For

instance, the file identified by a particular file name

can only be determined when the directory containing the

file (the context) is known. The file identified by a

pathname can be determined only when the file system

(context) is known. Similarly, the addresses in a
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process address space, the keys in a database table, or

domain names on a global computer network such as the

Internet are meaningful only because they are specified

relative to a context. 1 ‘ I

In prior art systems for identiinng data items

there is no direct relationship between the data names

and the data item. The same data name in two different

contexts may refer to different data items, and two

different data names in the same context may refer to the

same data item.

In addition, because there is no correlation

between a data name and the data it refers to, there is

no a priori way to confirm that a given data item is in

fact the one named by a data name. For instance, in a DP

system, if one processor requests that another processor

deliver a data item with a given data name, the‘
requesting processor cannot, in general, verify that the

data delivered is the correct data (given only the name).

Therefore it may require further processing, typically on

'the part of the requester, to verify that the data item

it has obtained is, in fact, the item it requested.

A common operation in a DP system is adding a

new data item to the system. When a new data item is

added to the system, a name can be assigned to it only by
updating the context in which names are defined. Thus

such systems require a centralized mechanism for the

management of names. Such a mechanism is required even

in a multi-processing system when data items are created

and identified at separate processors in distinct

locations, and in_which there is no other need for

communication when data items are added.

In many data processing systems or

environments, data items are transferred between

different locations in the system. These locations may

be processors in the data processing system, storage

devices, memory, or the like. For example, one processor

may obtain a data item from another processor or from an
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external storage device, such as a floppy diSk, and may

incorporate that data item into its system (using the

name provided with that data item).

However, when a processor (or some location)
Iobtains a data item from another location in the DP

system, it is possible that this obtained data item is

.already present in the system (either at the location of

the processor or at some other location accessible by the

processor) and therefore a duplicate of the data item is
created. This situation is common in a network data '

processing environment where proprietary software

products are installed from floppy disks onto several

processors sharing a common file server. In these

systems, it is often the case that the same product will

be installed on several systems, so that several copies

of each file will reside on the common file server.

In some data processing systems in which

several processors are connected in a network, one system

is designated as a cache server to maintain master copies

of data items, and other systems are designated as cache \

clients to copy local copies of the master data items )
into a local cache on an as~needed basis. ”Eeggrewgsing Zfl
cached item, a cache client must/eithéffreload the cached
item, be informed of changes to the cached item, or

confirm that the master item corresponding to the cached

item.has not changed. In other words, a cache client

must synchronite its data items with those on the cache

server. This synchronization may involve reloading data,

items onto the cache client. The need to keep the cache

synchronized or reload it adds significant overhead to

existing caching mechanisms.

In view of the above and other problems with

prior art systems, it is therefore desirable to have a

mechanism which allows each processor in a multiprOCessor

System to determine a common and substantially unique

identifier for a data item, using only the data in the

data item and not relying on any sort of context.
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It is further desirable to have a m chanism for

reducing multiple copies of data items in a data

processing system and to have a mechanism which enables

the identification of identical data items so as to

reduce multiple copies. It is further desirable to‘

determine whether two instances of a data item are in

fact the same data item, and to perform various other

systems' functions and applications on data items without

relying on any context information or properties of the

data item. ‘ g

It is also desirable to provide such a

mechanism in such a way as to make it transparent to

users of the data processing system, and it is desirable

that a single mechanism be used to address each of the

problems described above. A

. SUMMARY 0:: mg INVENQION
This invention provides, in a data processing

system, a method and apparatus for identifying a.data

item in the system, where the identity of the data item

depends on all of the data in the data item and only on

the data in the data item, Thus the identity of a data

item is independent of its name, origin, location,

address, or other information not derivable directly from

the data, and depends only on the data itself.

This invention further provides an apparatus

and a method for determining whether a particular data

item is present in the system or at a location-in the

system, by examining only the data identities of a
plurality of data items.

Using the method or apparatus of_the present

invention, the efficiency and integrity of a data

processing system can be improved, The present invention

improves the design and operation of a data storage

system, file system, relational database, object-oriented

database, or the like that stores a plurality of data

items, by making possible or improving the design and
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operation of at least some or all of the following
features:

the system stores at most one copy of any data

item at.a given location, even when multiple data names

Vin the system refer to the same contents;

the system avoids copying data from source to

destination locations when the destination locations

already have the data;

the system provides transparent access to any

data item by reference only to its identity and

independent of its present location, whether it be local,

remote, or offline;

the system caches data items from a server, so

that only the most recently accessed data items need be

retained; ‘

when the system is being used to cache data

items, problems of maintaining cache consistency are

avoided;

the system maintains a desired level of

redundancy of data items in a network of servers, to

protect against failure by ensuring that multiple copies

of the data items are present at different locations in

the system;

‘the system automatically archives data items as

they are created or modified;
the system provides the size, age, and location

of groups of data items in order to decide whether they

can be safely removed from a local file system;

the system can efficiently record and preserve

any collection of data items;

the system,can efficiently make a copy of any

collection of data items, to support a version control

mechanism for groups of the data items; I

_ the system can publish data items, allowing

other, possibly anonymous, systems in a network to gain

access to the data items and to rely on the availability

of the data items;
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the system can maintain a local inventory Of

all the data items located on a given removable medium,
such as a diskette or CD-ROM, the inventory is

independent of other properties of the data items Such as

their name, location, and date of creation; .

the system allows closely related sets of data

items, such as matching or corresponding directories on

disconnected computers, to be periodically resynchronized

with one another; ‘ ‘

the system can verify that data retrieved from

'another location is the desired or requested data, using

only the data identifier used to retrieve the data;

the System can prove possession of specific

data items by content without disclosing the content of
the data items, for purposes of later legal verification

and to provide anonymity;

the system'tracks possession of specific data

items according to content by owner, independent of the

name, date, or other properties of the data item, and

tracks the uses of specific data items_and files by

content for accounting purposes.

other objects, features, and characteristics of

the present invention as well as the methods of operation

and functions of the related elements of structure, and

the combination of parts and economies of manufacture,

will become more apparent upon consideration of the

following description and the appended claims with

reference to the accompanying drawings, all of which form

a part of this specification. . '

ERIEE DE§CRJEELON OE THE DRAWINGS '

FIGURE 1 depicts a typical data processing

system in which a preferred embodiment of the present

invention operates;

FIGURE 2 depicts a hierarchy of data items

stored at any location in such a data processing system;
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FIGURES 3-9 depict data structures used to

implement an embodiment of the present invention; and
FIGURES 10(a)~28 are flow charts depicting

operation of various aspects of the present invention.

DETAILED DESCRIPTION 9F THE PRESENTLY PREFERRED:
EXEMPLARY EMBODIMENTS

An embodiment of the present invention is now

described with reference to a typical data proceSSing

system 100, which, with reference to FIGURE 1, includes
one or more processors (or computers) 102 and various

storage devices 104 connected in some way, for example by
a bus 106. ’ 4

Each processor 102 includes a CPU 108, a memory

110 and one or more local-storage devices 112. The CPU'

108, memory 110, and local storage device 112 may be
internally connected, for example by a bus 114. Each

processor 102 may also include other devices (not shown),
such as a keyboard, a display, a printer, and the like.

In a data processing system 100, wherein more
than one processor 102 is used, that is, in a

multiprocessor system, the processors may be in one of

various relationships. For example, two processors 102

may be in a client/server, client/client, or a

server/server relationship. These inter-processor

relationships may be dynamic, changing depending on

particular situations and functions. Thus, a particular
processor 102 may change its relationship to other
processors as needed, essentially setting up a peermtOv

peer relationship with other processors. in a peer-to-
peer relationship, sometimes a particular processor 102
acts as a client processor, whereas at other times the

same processor acts as a server processor. In other

words, there is no hierarchy imposed on or required of

processors 102.

In a multiprocessor system, the processors 102

may be homogeneous or heterogeneous. Further, in a

8
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moltiprocessor data processing system 100, some or all of

the processors 102 may be disconnected from the network

of processors for periods of time. Such disconneCtion

may be part of the normal operation of the system 100 or

it may be because a particular processor 102 is in need

of repair.

Within a data processing system 100, the data

may be organized to form a hierarchy of data storage

elements, wherein lower level data storage elements are

combined to form higher level elements. This hierarchy

can consist of, for example, processors, file systems,

regions, directories, data files, segments, and the like.

For example, with reference to FIGURE 2, the data items

on a particular processor 102 may be organized or

structured as a file system 116 which comprises regions

117, each of which comprises directories 118, each of

which can contain other directories 118 or files 120.

Each file 120 being made up of one or more data segments

122. i

In a typical data processing system, some or

all of these elements can be named by users given certain

implementation specific naming conventions, the name (or

pathname) of an element being relative to a context. In

the context of a data processing system 100, a pathname

is fully specified byla processor name, a filesystem

name, a sequence of zero-or more directory names

identifying nested directories, and a final file name.

(Usually the lowest level elements, in this case segments

122, cannot be named by users.)

In other words, a file system llS-is a

collection of directories 118. A directory 118 is a

collection of named files 120 —— both data files 120 and

other directory files 118. A file 120 is a named data

item which is either a data file (which may be simple or

compound) or a directory file 118. A simple file 120

consists of a single data segment 122. A compound file

120 consists of a sequence of data segments 1223 A data
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segment 122 is a fixed sequence of bytes. An important

property of any data segment is its size, the number of

bytes in the sequence. ~

A single processor 102 may access one or more

‘file systems 116, and a single storage device 104 may

contain one or more file systems 116, or portions of a

file system 116. For instance, a file system 116 may

span several storage devices 104. I

In order to implement controls in a file

system, file system 116 may be divided into distinct

regions, where each region is a unit of management and

control. A region consists of a given directory 118 and

is identified by the pathname (user defined) of the

directory.

In the following, the term "location",'with

respect to a data processing system 100, refers to any of

a particular processor 102 in the system, a memory of a

particular processor, a storage device, a removable

storage medium (such as a floppy disk or compact disk),

or any other physical location in the system. .The term

"local” with respect to a particular processor 102 refers

to the memory and storage devices of that particular

processor. _ ‘

'In the following, the terms "True Name", "data

identity" and "data identifier" refer to the

substantially unique data identifier for a particular

data item. The term "True File" refers to the actual

file, segment, or data item identified by a True Name.

A file system for a data processing system 100

is now described which is intended to work with an

existing operating system hy augmenting some of the

operating system’s file management system codes. The

embodiment provided relies on the standard file

management primitives for actually storing to and

retrieving data items from disk, but uses the mechanisms

of the present invention to reference and access those

data items.

10
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The processes and mechanisms (services)

provided in this embodiment are grouped into the

following categories: primitive mechanisms, operating

system mechanisms, remote mechanisms, background’

mechanisms, and extended mechanisms.

Primitive mechanisms provide fundamental

capabilities used to support other mechanisms. The

following primitive mechanisms are described:

1. Calculate True Name;

2. Assimilate Data Item;

3. New True File;,

4. Get True Name from Path;

5. Link path to True Name;

6. Realize True File from Location;

7. Locate Remote File;

8. Make True File Local;

9. Create Scratch File;

10. Freeze Directory; '

11. Expand Frozen Directory;

12. Delete True File; ‘

13. Process Audit File Entry;

14. Begin Grooming;

15. Select For Removal; and

16. End Grooming.

Operating system mechanisms provide typical

familiar file system mechanisms, while maintaining the

data structures required to offer the mechanisms of the

present invention. Operating system mechanisms are

designed to augment existing operating systems, and in

this way to make the present invention compatible with, .

and generally transparent to, existing applications. The
following operating system mechanisms are described:

1. Open File;

2. Close File;

3. Read File;

4. Write File;

5. Delete File or Directory;

11
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6. Copy File or Directory;

7. Move File or Directory;

8. Get File Status; and

9. Get Files in Directory.

Remote mechanisms are used by the operating

system in responding to requests from other processors.

These mechanisms enable the capabilities of the present
invention in a peer-tovpeer network mode of operation.

The following remote mechanisms are described:

l.~ Locate True File;

2. Reserve True File;

3. Request True File;

4. Retire True File;

5. Cancel Reservation;

6. Acquire True File;

7. Lock Cache;

8. Update Cache; and

9. Check Expiration Date.

Background mechanisms are intended to run

occasionally and at'a low priority. These provide

automated management capabilities with respect to the

present invention. The following background mechanisms
are described:

'1. Mirror True File;

2. Groom Region;

3. Check for Expired Links; and

4. Verify Region; and

5. Groom Source List.

Extended mechanisms run within application

programs over the operating system. These~mechanisms

provide solutions to,specific problems and applications.'

The following extended mechanisms are described:

1. Inventory Existing Directory;

2. Inventory Removable, Read-only files;

~3. Synchronize directories;

4. Publish Region;

5. Retire Directory;

12
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6. Realize Directory at location;

7. Verify True File;

8. ‘ Track for accounting purposes; and'

9. Track for licensing purposes.

The file system herein described maintains

sufficient information to provide a variety of mechanisms'

not ordinarily offered by an operating system, some of

which are listed and described here. Various processing

performed by this embodiment of the present invention

will now be described in greater detail.

In some embodiments, some files 120 in a data

processing system 100 do not have True Names because they

have been recently received or created or modified, and

thus their True Names have not yet been computed. A file

that does not yet have a True Name is called a scratch

file. The process of assigning a True Name to a file is

referred_to as assimilation, and is described later.
Note that a scratch file may have a user provided name.-

Some of the processing performed by the present

invention can take place in a background mode or on a

delayed or as—needed basis. This background processing

is used to determine information that is not immediately

required by the system or which may never be required.

As an example, in some cases a Scratch file is being

changed at a rate greater than the rate at which it is

useful to determine its True Name. In these cases,

determining the True Name of the file can be postponed or

performed in the background. H

W ,

The following data structures, stored in memory

110 of one of more processors 102 are used to implement

the mechanisms described herein. The data structures can

be local to each processor 102 of the system 100, or they

can reside on only some of the processors 102.

13
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The data structures described are assumed to

reside on individual peer processors 102 in the data

processing system 100. However, they can also be shared

by placing them on a remote, shared file server (for

instance, in a local area network of machines). In order

to accommodate sharing data structures, it is necessary

that the processors accessing the shared database use the

appropriate locking techniques to ensure that changes to
the shared database do not interfere with one another but

are appropriately serialized. These locking techniques

are well understood by ordinarily skilled programmers of

distributed applications.

It is sometimes desirable to allow some regions

to be local to a particular processor 102 and other

regions to be shared among processors 102. (Recall that

a region is a unit of file system management and control

-consisting of a given directory identified by the

pathname of the directory.) In the case of local and

shared regions, there would be both local and shared

versions of each data structure. Simple changes to the

processes described below must be made to ensure that

appropriate data structures are selected for a given

operation.

The local directory extensions (LDE) table 124

is a data structure which provides information about
files 120 and directories 118 in the data processing

system 100. The local directory extensions table 124 is

indexed by a pathname or contextual name (that is, a user

provided name) of a file and includes the True Name for

most files. The information in local directory extension

table 124 is in addition to that provided by the native '

file system of the operating system.

The True File registry (TFR) 126 is a data
store for listing actual data items which have True

Names, both files 120 and segments 122. .When such data

items occur in the True File registry 126 they are known

as True Files. True Files are identified in True File

14

GOOG-1019-Page 21 of 156



GOOG-1019-Page 22 of 156

10

15

20

25

30

registry 126 by their True Names or identities. The

table True File registry 126 also stores location,

dependency, and migration information about True Files.

V The region table (RT) 128 defines areas in the

network storage which are to be managed separately.v

Region table 128 defines the rules for access to and

migration of files 120 among various regions With the

local file system 116 and remote peer file systems.

. The source table (ST) 130 is a list of the
sources of True Files other than the current True File

registry 126. The source table 130 includes removable

volumes and remote processors.

'The audit file (AF) 132 is a list of records

indicating changes to be made in local or remote files,

these changes to be processed in background.

The accounting log (AL) 134 is a log of file
transactions used to create accounting information in a

manner which preserves the identity of files being

tracked independent of their name or location.

, The license table (LT) 136 is a table

identifying files, which may only be used by'licensed

users, in a manner independent of their name or location,

and the users licensed to use them.

at ' esc ' t'ons o t Data Structures

The following table summarizes the fields of an

local directory extensions table entry, as illustrated by
record 138 in FIGURE 3.

,Dmri

Region ID

Pathname

 

 

 
 

 

t1°§ in  
 
identifies the region in which this file is
contained. 

 
 

  
   

   
  

the user provided name or.contextual name
of the file or directory, relative to the

ration in which it occurs. 
  the computed True Name or identity of the

file or directory. This True Name is not
always up to date, and it is set to a
special value when a file is modified and

is later recomsuted in the Pathrounéa.,.

True Name

15
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Scratch

File ID

Time of
last
access

Time of

last modi-
fication

Safe flag‘

Lock flag 
indicates whether the file is a data file

or‘afldirector

the physical_location of the file in the
file system, when no True Name has been
calculated for the file. As noted above,

such a file is called a scratch file,

the last access time to this file. If this

file is‘a directory, this is the last

access time to an— file in the director'

the time of last change of this file. If
this file is,a directory, this is the last
modification time of any file in the

director

indicates that this file (and, if this file

is a directory, all of its subordinate
files) have been backed up on some other
system, and it is therefore safe to remover
them.

indicates whether a file is locked, that

is, it is being modified by the local pro-
cessor or,a remote processor. Only one

Erocessor modif a file at a time.v

the full size of this directory (including
all subordinate files), if all files in it
were fully expanded and duplicated. For a
file that is not a directory this is the

‘size of the actuaerrue File.

the identity of the user who owns this
file, for accounting and license tracking
wurooses. ‘

Each record of the True File registry 126 has

the fields shown in the True File registry record 140 in

FIGURE 4. The True File registry 126 consists of the

database described in the table-below as well as the

actual True Files identified by the True File IDs below.‘

 

  

 
 

Descri tion

computed True Name or identity of
the file.

  
 

16
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g D scri tion '

Compressed compressed version of the True File
‘ File ID may be stored instead of, or in

addition to, an uncompressed
version. This field provides the

identity of the actual
representation of the compressed

‘version of the file.‘

Grooming g tentative count of how many
delete count references have been selected for

deletion during a grooming '
aeration.

5 Time of last most recent date and time the
access ‘ , content of this file was accessed.

Expiration date and time after which this file

‘ ‘- ‘ ma ‘he deleted b -this server.

Dependent processor IDs of other processors

processors V which contain references to this
True File.

10 SourCe IDs source ID(s) of zero or more
sources from which this file or
data item ma be retrieved.

True File ID identity or disk location of the
actual physical representation of
the file or file segment. It is
sufficient to use a filename in the

registration directory of the
underlying operating system. The
True File ID is absent if the

actual file is not currently
oresent at the current location:

Use count . number of other records on this

processor which identify this True
File.

 
A region table 128, specified by a directory'

pathname, records storage policies which allow files in

15 the file system to be stored, accessed and migrated in -

different ways. Storage policies are programmed in a

configurable way using a set of rules described below.

.Each region table record 142 of region table

128 includes the fields described in the following table

20 (with reference to FIGURE 5):

17
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for True Files.

’file system

pathname

processor(s)

duplication

Descri tion

internally used identifier for this

file system on the local processor of
which this re.ion isga yartm

a pathname relative to the region file
system which defines the location of
this region. The region consists of
all files and directories subordinate

to this pathname, except those in a

reoion subordinate to this re-ion.

zero or more identifiers of processors
which are to keep mirror or archival
copies of all files in the current

region. Multiple mirror processors
can be defined to form a mirror

number of copies of each file in this

‘region that should be retained in a
mirror 0 I’OU 0 .‘

specifies whether this region is local

to a single processor 102, shared by
several processors 102 (if, for ‘
instance, it resides on a shared file
server), or managed by a remote
~rocessor.fl -

the migration policy to apply to this
region.» A single region might
participate in several policies. The
policies are as follows (parameters in

brackets are specified as part of the
policy):

region is a cached version from

[processor ID];
.region is a member of a mirror set

defined by [processor ID].
region is to be archived on
[processor ID].

region is to be backed up locally,
by placing new copies in [region

- ID].

region is read only and may not be
changed. _
region is published and expires on
[date].
Files in this region should be

com-ressed.

 
A source table 130 identifies a source location

The source table 130 is also used to

18
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identify client processors making reservations on the

current processor. Each source record 144 of the source

table 130 includes the fields summarized in the following

table, with reference to FIGURE 6: ‘

oescu mu

source ID internal identifier used to identify a
-articular source.” ‘ p ‘ _‘ 7

source type of source location:

type Removable storage Volume
Local Region
Cache Server

Mirror Group Server
Cooperative Server
Publishing Server

Client

source includes information about the rights
rights of this processor, such as whether it'

can ask the local processor to store
data items for it,

source measurement of the bandwidth, cost,

availabil— and reliability of the connection to
ity this source of True Files. The avail—

ability is used to select from among
several oossible sources,

sourCe information on how the local proceSsor
location is to access the source. This may be,

for example, the name of a removable
storage volume, or the processor ID
and region path of a region'on a

remote irocessor.‘

The audit file 132 is a table of events ordered

by timestamp, each record 146 in audit file 132 including

the fields summarized in the following table (with

reference to FIGURE 7):

,. ‘V “‘7 HW,‘99§Fri,t19n ‘.'
oath of the file

‘Operation whether the file was created, read,
written ‘COfied or deleted.

 

 
Type specifies whether the source is a file

- ”or a director

19
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P1 1d”. .7 Descri'tion y 7 . ,*,, “

_Processor ID ID of the remote processor generating

. _ . this event if not local > ,.,

Timestamp time and date file was closed (required
> y for accessed modified files ‘

.,Pathname Name of the file (required only for

. ‘ V V ,. V , rename . H, H H

True Name computed True Name of the file. This is
used by remote systems to mirror changes
to the directory and is filled in during

backoround crocessinc.l‘

 
Each record 148 of the accounting log 134

records an event which may later be used to provide

information for billing mechanisms. Each accounting log

entry record 148 includes at least the information

summarized in the following table, with reference to

FIGURE 8:

‘riold 7 Descriytion . , ‘

date of date and time of this log entry.

Ventr .

type of Entry types include create file,
entr delete file and transmit file.

True Name of ataitem in - estion.

owner

Each record 150 of the license table 136

records a relationship between a licensable data item and

 

  
   

  

 
identity of the user responsible for
this action,  

the user licensed to have access to it. Each license

table record 150 includes the information summarized in

the following table,’with reference to FIGURE 9:

Descri non True Name True Name of a data item subject to

“- ' ‘ license validation,fly y . .

20
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   tiong

identity of a user authorized to have

access to this ob ect.

Field H

Various other data structures are employed on

some or all of the processors 102 in the data processing

system 100. Each processor 102 has a global freeze lock

(GFL) 152 (FTGURE 1), which is used to prevent

synchronization errors when a directory is frozen or

copied. Any processor 102 may include.a special archive

directory (SAD) 154 into which directories may be copied

Descri'  

  

for the purposes of archival. Any processor 102 may

include a special media directory-(8MB) 156, into which

the directories of removable volumes are stored to form a

media inventory. Each processor has a grooming lock 158,

which is set during a grooming operation. During this

period the grooming delete count of True file registry

entries 140 is active, and no True Files should be

deleted until grooming is complete. 'While grooming is in

effect, grooming information includes a table of

pathnames selected for deletion, and keeps track of the

amount of space that would be freed if all of the files
were deleted.

Erimitive Mechanisms

The first of the mechanisms provided by the

present invention, primitive mechanisms, are now

described. The mechanisms described here depend on

underlying data management mechanisms to create, copy,

read, and delete data items in the True File registry

126, as identified by a True File ID. This support may

be provided by an underlying operating system or disk

storage manager.

The following primitive mechanisms are

described:

1. Calculate True Name;

2. VAssimilate Data Item;

21
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3. New Tru File;

4. Get True Name from Path;.

5. Link Path to Tru' Name;

6. Realize True Fil from Location;

7. Locate Remote File;

8. ~Make True File Local;

9. Create Scratch File;

10. Freeze Directory;

11. Expand Frozen Directory;

12. Delete True File;

13. Process Audit File Entry;

14. Begin Grooming; ‘

15. Select For Removal; and

16. End Grooming.

1. - Ca u a e True a

A True Name is computed using a function, MD,

which reduces a data block 8 of arbitrary length to a

relatively small, fixed size identifier, the True Name of

the data block, such that the True Name of the data block

is virtually guaranteed to represent the data block 8 and

only data block B.

The function MD must have the following.

properties:

1. The domain of the function MD is the set

of all data items. The range of the

‘function MD is the Set of True Names.

2. The function MD must take a data item of

arbitrary length and reduce it to an

integer value in the range 0,to N—l, where

N is the cardinality of the set of True I
Names. That is, for an arbitrary length

data hlock B, O s MD(B) < N.

3. The results of MD(B) must be evenly and

randomly distributed over the range of N,

in such a way that simple or regular

22
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changes to B are virtually guaranteed to

produce a different value of MD(B).

4. It must be computationally difficult to

find a different value 8' such that.

MD(B)=MD(B’). ’

‘5. The function MD(B) must be efficiently

computed.

A family of functions with the above properties

are the scocalled message digest functions, which are

used in digital security systems as techniques for

authentification of data.‘ These functions (or

algorithms) include MD4, MDS, and SHA.

In the presently preferred embodiments, either

M05 or SHA is employed as the basis for the computation

of True Names. Whichever of these two message digest

functions is employed, that same function must be

employed on a systemewide basis.r _

It is impossible to define a function having a

unique output for each possible input when the number of

elements in the range of the function is smaller than the

number of elements in its domain. However, a crucial

observation is that the actual data items that will be

encountered in the operation of any system embodying this

invention form a very sparse-subset of all the possible

inputs. ,

~ A colliding set of data items is defined as a‘

set wherein, for one or more pairs x and y in the set,

HD(X) = MD(y). since a function conforming to the

requirements for MD must evenly and randomly distribute

its outputs, it is possible, by making the range of the

function large enough, to make the probability ‘-
arbitrarily small that actual inputs encountered in the

operation of an embodiment of this invention will form a

colliding set. ' '

To roughly quantify the probability of a

collision, assume that there are no more than 230 storage
devices in the world, and that each storage device has an

23
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average of at most 220 different data items. Then there

are at most 250 data items in the world.‘ If the outputs

of MD range between 0 and 2R8, it can be demonstrated

that the probability of a collision is approximately 1 in

2”. Details on the derivation of these probability
values are found, for example, in P. Flajolet and A.M.

Odlyzko, "Random Mapping statistics," Lecture Notes in

Computer Science 434: Advances in Cryptology -— Eurocrypt

'89 Proceedings, Springer-Verlag, pp. 329~354.

Note that for some less preferred embodiments

of the preSent invention, lower probabilities of

uniqueness may be acceptable, depending on the types of

applications and mechanisms used. -In some embodiments it

may also be useful to have more than one level of True

Names, with some of the True Names having different

'degrees of uniqueness. If such a scheme is implemented,

it is necessary to ensure that less unique True Names are

not propagated in the system.
While the invention is described herein using

only the True Name of a data item as the identifier for

the data item, other preferred embodiments use tagged,

typed, categorized or classified data items and use a

combination of both the True Name and the tag, type,

category or class of the data item as an identifier.
Examples of such categorizations are files, directories,

and segments; executable files and data files, and the

like. Examples of classes are classes of objects in an

object—oriented system.‘ In such a system, a lower degree
of True Name uniqueness is acceptable over the entire

universe of data items, as long as sufficient uniqueness

is provided per category of data items. This is because.

the tags provide an additional level of uniqueness.

A mechanism for calculating a True Name given a

data item is now described, with reference to FIGURES

10(3) and 10(b) .

A simple data item is a data item whose size is

less than a particular given size (which must be defined

24
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in each particular implementation of the invention). To

determine the True Name of a‘simple data item, with 3

reference to FIGURE 10(a), first compute the MD function

(described above) on the given simple data item (Step

8212). Then append to the resulting 128 bits, the byte

length modulo 32 of the data item (Step $214). The

resulting 160-bit value is the True Name of the simple

data item. _

A compound data item is one whose size is

greater than the particular given size of a simple data

item. To determine the True Name of an arbitrary (simple

or compound) data item, with reference to FIGURE 10(b),
first determine if the data item is a simple or a

compound data item (Step $216). If the data item is a

simple data item, then compute its True Name in step 5218

(using steps $212 and 8214 described above), otherwise

partition the data item into segments (Step $220) and
assimilate each segment (Step $222) (the primitive

mechanism, Assimilate a Data Item, is described below),

computing the True Name of the segment. Then create an

indirect block consisting of the computed segment True

Names (Step 5224). An indirect block is a data item

which consists of the sequence of True Names of the

segments. Then, in step $226, assimilate the indirect

block and compute its True Name. Finally, replace the
final thirty—two (32) bits of the resulting True Name

(that is, the Isngth of the indirect block) by the length

modulo 32 of the compound data item (Step $228). ,The

result is the True Name of the compound data item.

Note that the compound data item may be so

large that the indirect block of segment True Names is

itself a compound data item. In this case the mechanism

is invoked recursively until only simple data items-are

being processed.

Both the use of segments and the attachment of

a length to the True Name are not strictly required in a

system using the present invention, but are currently
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embodiment.

2. Assimilate Data Item

A mechanism for assimilating a data item

(scratch file or segment) into a file system, given the

scratch file ID of the data item, is now described with

reference to FIGURE 11. The purpose of this mechanism is

to add a given data item to the True File registry 126.

If the data item already exists in the True File registry

126, this will be discovered and used during this

process, and the duplicate will be eliminated.

Thereby the system stores at most one copy of
any data item or file by content, even when multiple

names refer to the same content.

First, determine the True Name of the data item

corresponding to the given scratch File ID using the

Calculate True Name primitive mechanism (Step 8230).

Next, look for an entry for the True Name in the True

File registry 126 (Step $232) and determine whether a

True Name entry, record 140, exists in the True File

registry 126. (If the entry record includes a

corresponding True File ID or compressed File ID (Step

5237), delete the file with the scratch File ID (Step

5238). Otherwise store the given True File ID in the

entry record (step 8239);

If it is determined (in step 5232) that no True

Name entry exists in the True File registry 126, then, in.

Step $236, create a new entry in the True File registry

126 for this True Name. Set the True Name of the entry

to the calculated True Name, set the use count for the

new entry to one, store the given True File ID in the

entry and set the other fields of the entry as

appropriate.

26
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Because this procedure may take some time to

compute, it is intended to run in background after a file

has ceased to change. In the meantime, the file is

considered an unassimilated scratch file. A '

3. New Irue File

The New True File process is invoked when

processing the audit file 132, some time after a True
File has been assimilated (using the Assimilate Data Item

primitive mechanism). Given a local directory extensions

table entry record 138 in the local directory extensions

table 124, the New True File process can provide the

following steps (with reference to FIGURE 12), depending

on how the local processor is configured:

First, in step $238, examine the local

directory extensions table entry record 138 to determine

whether the file is locked by a caChe server. If the

file is locked, then add the ID of the cache server to

the dependent processor list of the True File registry

table 126, and then send a message to the cache server to

update the cache of the current processor using the

Update Cache remote mechanism (Step 242).

If desired, compress the True File (Step $246),

and, if desired, mirror the True File using the Mirror

True File background mechanism (Step 8248).

4. W

The True Name of a file can be used to identify

a file by contents, to confirm that a file matches its

original contents, or to compare two files. The ,

mechanism to get a True Name given the pathname of a file
is now described with reference to FIGURE 13.

First, search the local directory extensions

table 124 for the entry record 138 with the given

pathname (Step $250). If the pathname is not found, this

process fails and no True Name corresponding to the given

pathname exists. Next, determine whether the local
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directory extensions table entry record 138 includes a

True Name (Step $252), and if so, the mechanism’s task is

complete. otherwise, determine whether the local

(directory extensions table entry record 138 identifies a

directory (Step 8254), and if so, freeze the directory

(Step $256) (the primitive mechanism Freeze Directory is

described below).

Otherwise, in step 5258, assimilate the file

(using the Assimilate Data Item_primitive mechaniSm) ,

defined by the File ID field to generate its True Name
and store its True Name in the local directory extensions

entry record. Then return the True Name identified by

the local directory extensions table 124.

5. Link Path to True Name .

The mechanism to link a path to a True Name

provides a way of creating a new directory entry record

identifying an existing, assimilated file. This basic
process may be used to copy, move, and rename files

without a need to copy their contents. The mechanism to

link a path to a True Name is now described with

reference to FIGURE 14'.

.First, if desired, confirm that the True Name

exists locally by searching for it in the True Name

registry or local directory extensions table 135 (Step

8260). Most uses of this mechanism will require this

form of validation. Next, search for the path in the

local directory extensions table 135 (step $262).

Confirm that the directory containing the file named in

the path already exists (Step $264). If the named file

itself exists, delete the File using the Delete True File

operating system mechanism (see below) (Step 5268).

Then, create an entry record in the local

directory extensions with the specified path (Step $270)

and update the entry record and other data structures as

follows: fill in the True Name field of the entry with

the specified True Name; increment the use count for the
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True File registry entry record 140 of the corresponding

True Name; note whether the entry is a directory by
reading the True File to see if it contains a tag (magic

number) indicating that it represents a frozen direCtory

(see also the description of the Freeze Directory '

primitive mechanism regarding the tag); and compute and

set the other fields of the local directory extensions

appropriately. For instance, search the region table 128

to identify the region of the path, and set the time of

last access and time of last modification to the current
v

time.

6. Realize True File from Location

This mechanism is used to try to make a local

copy of a True File, given its True Name and the name of

a source location (processor or media) that may contain

the True File. This mechanism is now described with

reference to FIGURE 15.

First, in step $272, determine whether the

location specified is a processor. If it is determined

that the location specified is a processor, then send a

Request True File message (using the Request True File

remote mechanism) to the remote processor and wait for a

response (Step 8274). If a negative response is received

or no response is received after a timeout period, this

mechanism fails. If a positive response is received,

enter the True File returned in the True File registry

126 (Step $276). (If the file received was compressed,

enter the True File ID in the compressed File ID field.)

If, en the other hand, it is determined in step

8272 that the location specified is not a processor, ‘
then, if necessary, request the user or operator to mount

the indicated volume (Step 3278). Then (Step 8280) find‘

the indicated file on the given volume and assimilate the

file using the Assimilate Data Item primitive mechanism.

If the volume does not contain a True File registry 126,

search the media inventory to find the path of the file

29
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on the volume. If no such file can be found, this

mechanism fails. '

At this point, whether or not the location is

{determined (in step 8272) to be a processor, if desired,

verify the True File (in step $282).

7. V Locate Remote Eile

This mechanism allows a processor to locate a

file or data_item from a remote source of True Files,

when a specific source is unknown or unavailable. A

client processor system may ask one of several or many

sources whether it can supply a data.object with a given

True Name. The steps to perform this mechanism are as

follows (with reference to FIGURE 16).

The client processor 102 uses the source table'

145 to select one or more source processors (Step 5284).

If no source processor can be found, the mechanism fails.

Next, the client processor 102 broadcasts to the selected

sources a request to locate the file with the given True

Name using the Locate True File remote mechanism (Step

8286). The request to locate may be augmented by asking

to propagate this request to distant servers. The client

processor then waits for one or more servers to respond

positively (Step 5288). After all servers respond

negatively, or after a timeout period with no positive

response, the mechanism repeats selection (Step $284) to

attempt to identify alternative sources. If any selected

source processor responds, its processor ID is the result

of this mechanism. Store the processor ID in the source

field of the True File registry entry record 140 of the

given True Name (Steg_5290).

If the source location of the True Name is a

different processor or medium than the destination (Step

SZ90a), perform the following steps:

(i) Look up the True File registry entry

record 140 for the corresponding True Name, and add the

-30
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source location ID to th list of sources for the True

Name (Step $290b); and .

(ii) If the source is a publishing_system,
determine the expiration date on the publishing system
for the True Name and add that to the list of sources.:

If the source is not a publishing system, send a message

to reserve the True File on the source processor (Step

S290c). .

Source selection in step 5284 may be based on

optimizations involving general availability of the

source, access time, bandwidth, and transmission cost,

and ignoring previously selected processors which did not

respond in step $288.

8. Make True File Local

This mechanism is.used when a True Name is

known and a locally accessible copy of the corresponding

file or data item is required; This mechanism makes it
possible to actually read the data in a True Files The

mechanism takes a True Name and returns when there is a

local, accessible copy of the True File in the True File

registry 126. This mechanism is described here with

reference to the flow chart of-FIGURE 17. ‘

First, look in the True File registry 126 for a

True File entry record 140 for the corresponding True

Name (Step $292). If no such entry is found this

mechanism fails. If there is already a True File ID for

the entry (Step 5294), this mechanism’s task is complete.

If there is a compressed file ID for the entry (Step

5296), decompress the file corresponding to the file ID

(Step S298) and store_the decompressed file ID in the

entry (Step $300). This mechanism is then complete.

If there is no True File ID-for the entry (Step

$294) and there is no compressed file ID for the entry

(Step 8296), then continue searching for the requested

file. At this time it may be necessary to notify the

user that the system is searching for the requested file.
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If there are one or more source 103, then

select an order in which to attempt to realize the source

ID (Step $304). The order may be based on optimizations

involving general availability of the source, access

time, bandwidth, and transmission cost. For each source

in the order chosen, realize the True File from the

.source location (using the Realize True File from

Location primitive mechanism), until the True File is

realized (Step 8306). If it is realized, continue with

step $294. If no known source can realize the True File,

use the Locate Remote File primitive mechanism to attempt

to find the True.File (Step $308). If this succeeds,

realize the True File from the identified source location

and continue with step $296.

9. Create Scratch Eile

A scratch copy of a file is required when a

file is being created or is about to be modified. The

scratch copy is stored in the file system of the

underlying operating system. The scratch copy is

eventually assimilated when the audit file record entry

146 is processed by the Process Audit File Entry

primitive mechanism. This Create Scratch File mechanism

requires a local directory extensions table entry record

138. When it succeeds, the local directory extensions

table entry record 138 centains the scratch file ID of a

scratch file that is not contained in the True File

registry 126 and that may be-modified. This mechanism is

now described with reference to FIGURE 18.

'First determine whether the scratch file should

be a copy of the existing True File (Step 8310). If so,‘

continue with step $312. Otherwise, determine whether

the local directory extensions table entry record 138

identifies an existing True File (Step $316), and if so,
delete the True File using the Delete True File primitive

mechanism (Step 8318). Then create a new, empty scratch

file and store its scratch file ID in the local directory
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ext nsions table entry record 138 (Step $320). This

mechanism is then complete.

If the local directory extensions table entry

record 138 identifies a scratch file ID (step 8312)) then

the entry already has a scratch file, so this mechanism
succeeds. .

If the local directory extensions tahle entry
record 138 identifies a True File (8316), and there is no

True File ID for the True File (5312), then make the True

File local using the Make True File Local primitive

mechanism (Step $322). I! there is still no True File

ID, this mechanism fails.

There is now a local True File for this file.

If the use count in the corresponding True File registry

entry record 140 is one (Step S326), save the True File

ID in the scratch file ID of the local directory

extensions table entry record 138, and remove the True

File registry entry record 140 (Step $328). (This step

makes the True File into a scratch file.) This

mechanism's task is complete.

otherwise, if the use count in the

corresponding True File registry entry record 140 is not

one (in step 8326), copy the file with the given True

File ID to a new scratch file, using the Read File OS

mechanism and store its file ID in the local directory

extensions table entry record 138 (Step $330), and reduce

the use count for the True File by one. If there is

insufficient space to make a copy, this mechanism fails.

10- Ereezelniresterx

This mechanism freezes a directory in order to'
calculate its True Name. Since the True Name of a

directory is a function of the files.within the

directory, they must not change during the computation of

the True Name of the directory. This mechanism requires

.the pathname of a directory to freeze. This mechanism is
described with reference to FIGURE 19.
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In step 8332, add one to the global freeze

lock. Then search the local directory extensions table

124 to find each subordinate data file and directory of

the given directory, and freeze each subordinate

directory found using the Freeze Directory primitive

mechanism (Step 8334). Assimilate each unassimilated

data file in the directory using the Assimilate Data Item

primitive mechanism (Step 8336). Then create a data item

which begins with a tag or marker (a "magic number")

being a unique data item indicating that this data item

is a frozen directory (Step 5337). Then list the file

name and True Name for each file in the current directory

(Step 8338). Record any additional information required,

such as the type, time of last access and modification,

and size (Step 8340). Next, in step S342, using the

Assimilate Data Item primitive mechanism, assimilate the

data item created in step 5338. The resulting True Name

is the True Name of the frozen directory.‘ Finally,

subtract one from the global freeze lock (Step 5344).

11. Expandifirsaen_nirest2rx

This mechanism expands a frozen directory in a

given location._ It requires a given pathname into which

to expand the directory, and the True Name of the

directory and is described with reference to FIGURE 20.

First, in step 8346, make the True File with

the given True Name local using the Make True File Local

primitive mechanism. Then read each directory.entry in

the local file created in step 5346 (Step $343). 'For

each such directory entry, do the following: .

' Create a full pathname using the given pathname

and the tile name of the entry (Step 5350); and

link the created path to the True Name (step

5352) using the Link Path to True Name primitive

mechanism.
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12. Delete True File

This mechanism deletes a reference to a True

Name. The underlying True File is not removed from the

_True File registry 126 unless there are no additional
references to the file. With reference to FIGURE 21,

this mechanism is performed as follows:

If the global freeze lock is on, wait until the

global freeze lock is turned off (Step 8354). This

prevents deleting a True File while a directory which

might refer to it is being frozen. Next, find the True
File registry entry record 140 given the True Name (Step

$356). ‘If the reference count field of the True File

registry 126 is greater than zero, subtract one from the

reference count field (Step 5358). If it is determined

(in step 8360) that the reference count field of the True

File registry entry record 140 is zero, and if there are

no dependent systems listed in the True File registry

entry record 140, then perform the following steps:

(i) If the True File is a simple data item,

then delete the True File, otherwise,

V (ii) (the True File is a compound data item)

for each True Name in the data item, recursively delete

the True File corresponding to the True Name (Step $362).

i(iii) Remove the file indicated by the True

File ID and compressed file ID from the True File

registry 126, and remove'the True File registry entry

record 140 (Step $364).

13. Exogess Audit File Entry

This mechanism performs tasks which are

required to maintain'information in the local directory
 

extensions table 124 and True File registry 126, but

which can be delayed while the processor is busy doing

more time-critical tasks. Entries 142 in the audit file

132 should be processed at a background priority as long

as there are entries to be processed. with reference to

35
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FlGURE 22, the steps for processing an entry are as

follows:

Determine the operation in the entry 142

currently being processed (step $365). If the operation

indicates that a file was created or written (Step S366),

then assimilate the file using the Assimilate Data Item

primitive mechanism (Step S368), use the New True File

primitive mechanism to do additional desired processing

(such as cache update, compression, and mirroring) (Step

$369), and record the newly computed True Name for the

file in the audit file record entry (Step 8370).

Otherwise, if the entry being proceSsed‘

indicates that a compound data item or directory was

copied (or deleted) (Step 5376), then for each component

True Name in the compound data item or directory, add (or

subtract) one to the use count of the True File registry

entry record 140 corresponding to the component True Name

(Step $378). ,

In all cases, for each parent directory of the

given file, update the size, time of last access, and

time of last modification, according to the operation in

the audit record (Step 8379).

Note that the audit record is not removed after

processing, but is retained for some reasonable period so

that it may be used by the Synchronize Directory extended

mechanism to allow a disconnected remote processor to

update its representation or the local system.

14. W

This mechanism makes it possible to select a

set of files for remgyal and determine the overall amount

of space to be recovered. With reference to FIGURE 23,

first verify that the global grooming.lock is currently

unlocked (Step S382). Then set the global grooming lock,

set the total amount of space freed during greening to

' zero and empty the list of files selected for deletion
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registry 126, set the delete count to zero (step 5386).

15. . Select For RemovaL

_ This grooming mechanism tentatively selects a

pathname to allow its corresponding True File to be

removed. with reference to FIGURE 24, first find the

local directory extensions table entry record 138

corresponding to the given pathname (Step S388). ,Then

find the True File registry entry record 140

corresponding to the True File name in the local

directory extensions table entry record 138 (Step 8390).

Add one to the grooming delete count in the True File

registry entry record 140 and edd the pathname to a list
of files selected for deletion (Step $392). If the

grooming delete count of the True File registry entry,

record 140 is equal.to the use count of the True File

registry entry record 140, and if the there are no

entries in the dependency list of the True File registry

entry record 140, then add the size of the file indicated

by the True File ID and or compressed file ID to the

total amount of space freed during grooming (Step $394).

16. ‘ oom'

This grooming mechanism ends the grooming phase

and removes all files selected for removal. with

reference to FIGURE 25, for each file in the list of

files selected for deletion, delete the file (Step 8396)

and then unlock the global grooming lock (Step 5398).

e ' e 'sms

The next of the mechanisms provided by the

present invention, operating system mechanisms, are now

described. '

The following operating system mechanisms are

described: I

1. Open File;
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2. Close File;

3. Read File;

4. Write File;.

‘5. Delete Fil or Directory;

6. Copy File or Directory;

7. Move File or Directory;

8. Get File Status; and

9.. Get Files in Directory.

1. Qpen Eile

A mechanism to open a file is described with

reference to FIGURE 26. This mechanism is giVen as input

a pathname and the type of access required for the file

(for example, read, write, read/write, create, etc.) and

produces either the File ID of the file to be opened or

an indication that no file should be opened. The local

directory extensions table record 138 and region table

record 142 associated with the opened file are associated

with the open file for later use in other processing

functions which refer to the file, such as read, write,

and close.

First, determine whether or not the named file

exists locally by examining the local directory

extensions table 124 to determine phether there is an

entry corresponding to the given pathname (Step 5400).
If it is determined that the file name does not exist

locally, then, using the access type, determine whether

or not the file is being created by this opening process

(Step $402). If the file is not being created, prohibit

the open (Step 8404). If the file is being.created, y_

create a zero~length,scratch file using an entry in local

directory extensions table 124 and produce the scratch
file ID of this scratch file as the result (Step S406).

‘If, on the other hand, it is determined in step

8400 that the file name does exist locally, then

determine the region in which the file is located by

searching the region table 128 to find the record 142
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with the longest region path which is a prefix of the

file pathname (Step S408). This record identifies the

region of the specified fil .

Next, determine using the access type, whether

the file is being opened for writing or whether it is

being opened only for reading (Step $410). If the file

is being opened for reading only, then, if the file is a

scratch file (Step 8419), return the scratch File ID of

the file (Step S424). Otherwise get the True Name from
the local directory extensions table 124 and make a local

version of the True File associated with the True Name

using the Make True File Local primitive mechanism, and

then return the True File ID associated with the True

Name (Step 5420).

If the file is not being opened for reading

only (Step 8410), then, if it is determined by inspecting

the region table entry record 142 that the file is in a

readwonly directory (Step 5416), then prohibit the

opening (Step S422).‘

If it is determined by inspecting the region

table 128 that the file is in a cached region (Step

5423), then send a Look Cache message_to the

corresponding cache server, and wait for a return message

(Step $418). If the return message says the file is
already-locked, prohibit the opening.

If the access type indicates that_the file

being modified is being rewritten Completely (Step $419),

so that the original data will not be required, then

Delete the File using the Delete File 08 mechanism (Step

S421) and perform step S406." Otherwise, make a scratch

copy of the file (Stop 5417) and produce the scratch file

In of the scratch file as the result (Step S424).

2. cs - 1e

' This mechanism_takes as input the local

directory extensions table entry record 138 of an open

file and the data maintained for the open file. To close
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a £11 , add an entry to the audit file indicating the

time and operation (create, read or write). The audit

file processing (using the Process Audit File Entry

primitive mechanism) will take care of assimilating the

file and thereby updating the other recordsl

3- B§QQ_EllQ

To read a file, a program must provide'the
offset and length of the data to be read, and the

location of a buffer into which to copy the data read.

The file to be read from is identified by an

open file descriptor which includes a File ID as computed

by the Open File operating system mechanism defined

above. The File ID may identify either a scratch file or

a True File (or True File segment). If the File ID

identifies a True File, it may be either a simple or a

compound True File. Reading a file is accomplished by

the following steps: V
In the case where the File ID identifies a

scratch file or a simple True File, use the_read

capabilities of the underlying operating system,

In the case where the File in identifies a

compound file, break the read operation into one or more

read operations on component segments as follows:

A. Identify the segment(s) to be read by

dividing the specified file offset and length each by the

fixed size of a segment (a system dependent parameter),

'to determine the segment number and number of segments

that must be read.

. B. For each segment number computed above, do

the following: a

i. Read the compound True File index

block to determine the True Name'of the segment to be

read. .

ii. Use the Realize True File from

Location primitive mechanism to make the True File

40
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segment available locally. (If that mechanism fails, the

Read File mechanism fails). ‘

iii. Determine the File ID of the True

_File specified by the True Name corresponding to this
segment.

y iv. Use the Read File mechanism
(recursively) to read from this segment into the

corresponding location in the specified buffer.

4- flrite.£ile

File writing uses the file ID and data

management capabilities of the underlying operating

system. File access (Make File Local described above)

can be deferred until the first read or write.

5. Delete File or eregtgry

The process of deleting a file, for a given

pathname, is described here with reference to FIGURE 27.

First, determine the local directory extensions

table entry record 138 and region table entry record 142

for the file (Step 5422). If the file has no local

directory extensions table entry record 138 or is locked

or is in a read—only region, prohibit the deletion.

‘Identify the corresponding True File given the

True Name of the-file being deleted using the True File

registry 126 (Step 5424). If the file has no True Name,

(Step S426) then delete the scratch copy of the file
based on its scratch file ID in the local directory

extensions table 124 (Step S427), and continue with step

8428. .

If the file has a True Name and the True File’s

use count is one (Step S429), then delete the True File

(Step 5430), and continue with step S428.>

If the file has a True Name and the True File’s

use count is greater than one, reduce its use count by

one (Step 5431). Then proceed with step $428.
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In Step S428, delet the local directory

extensions table entry record, and add an entry to the

audit file 132 indicating the time and the operation

performed (delete). I I

6. Copy File or Directory

A mechanism is provided to copy a file or

directory given a source and destination processor and

pathname. The Copy File mechanism does not actually copy

the data in the file, only the True Name of the file.

This mechanism is performed as follows:

(A) Given the source path, get the True Name

from the path. If this step fails, the mechanism fails.

(B) Given the True Name and the destination

path, link the destination path to the True Name.

(C) If the source and destination processors

have different True File registries, find (or, if

necessary, create) an entry for the True Name in the True

File registry table 126 of the destination processor.

Enter into the source ID field of this new entry the

source processor identity.

(D) Add an entry to the audit file 132

indicating the time and operation performed (copy).

This mechanism addresses capability of the

system to avoid copying data from a source location to a
destination location when the destination already has the
data. In addition, because of the ability to freeze a

directory, this mechanism also addresses capability of

the system immediately to make a copy of any collection

of files, thereby to support an efficient version control

mechanisms for groups of files. '

7. Move Eile or Qirectozy

A mechanism is described which moves (or

renames) a file from a source path to a destination path.

The move operation, like the copy operation, requires no

actual transfer of data, and is performed as follows:
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(A) Copy the file from the source path to the

destination path. .,

(B) If the source path is different from the

_destination path, delete the source path.

8. Get Eile Status

This mechanism takes a file pathname and

provides information about the pathname. First the local

directory extensions table entry record 138 Corresponding-

to the pathname given is found.' If no such entry exists,

then this mechanism fails, otherwise, gather information

about the file and its corresponding True File from the

local directory extensions table 124. The information

can include any information shown in the data structures,

including the size, type, owner, True Name, sources, time

of last access, time of last modification,-state (local

or not, assimilated or not, compressed or not), use

count, expiration date, and reservations.

9. get Files in Qizegtgry

This mechanism enumerates the files in a

directory. It is used (implicitly) whenever it is

necessary_to determine whether a file exists (is present)

in a directory. For instance, it is implicitly used in

the Open File, Delete File, Copy File or Directory, and

Move File operating system mechanisms, because the files

operated on are referred to by pathnames containing

directory names. The mechanism works as follows:

The local directory extensions table 124 is

searched for an entry 138 with the given directory

pathname. If no such entry is found, or if the entry

found is not a directory, then this mechanism fails.

If there is a corresponding True File field in

the local directory extensions table record, then it is

assumed.that the True File represents a frozen directory.

The Expand Frozen Directory primitive mechanism is used
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to expand the existing True File into directory entries

in-the local directory extensions table. A I
Finally, the local directory extensions table

124 is again searched, this time to find each directory

subordinate to the given directory. The names found are

provided as the result. I

Remote Mechanisms

The remote mechanisms provided by the present

invention are now described. Recall that remote

I mechanisms are used by the operating system in_responding

to requests from other processors.' These mechanisms

enable the capabilities of the present invention in a

peer—to-peer network mode of operation.

In a presently preferred embodiment, processors

communicate with each other using'a remote procedure call

(RPC) style interface, running over one of any number of

communication protocols such as IPX/SPX or TCP/IP; Each

peer processor which provides access to its True File
registry 126 or file regions, or which depends on another

peer processor, provides a number of mechanisms which can

be used by its peers. .

The following remote mechanisms are described:

1. Locate True File;

2.‘ Reserve True File;

3. Request True File;

4“ Retire True File;

5. Cancel Reservation;

6. Acquire True File;

7. Lock Cache;

8. Update Cache; and

9. Check Expiration,Date.'

l. c e' e

This mechanism allows a remote processor to

determine whether the local processor contains a copy of
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a specific True File. The mechanism begins with a True

Name and a flag indicating whether to forward requests

for this file to other servers. This mechanism is now

described with reference to FIGURE 28.

First determine if the True File is available

locally or if there is some indication of where the True

File is located (for example, in the Source IDs field).

Look up the requested True Name in the True File registry

126 (Step S432).

If a True File registry entry record 140 is not

found for this True Name (Step S434), and the flag .
indicates that the request is not to be forwarded (Step

S436), respond negatively (Step S438). That is, respond

to the effect that the True File is not available.

One the other hand, if a True File registry

entry record 140 is not found (Step $434), and the flag

indicates that the request for this True File is to be

forwarded (Step 5436), then forward a request for this

True File to some other processors in the system (Step

$442). If the source table for the current processor
identifies one or more publishing servers which should

have a copy of this True File, then forward the request

to each of those publishing servers (Step S436).

. 'If a True File registry entry record 140 is

found for the required True File (Step S434), and if the

entry includes a True File ID or Compressed File In (Step
S440), respond positively (Step 8444). If the entry

includes a True File ID then this provides the identity

or disk location of the actual physical representation of

the file or file segment required. If the entry include_

a Compressed File ID, then a compressed version of the '

True File may be stored instead of, or in addition to, an

uncompressed version. This field provides the identity

of the actual representation of the compressed version of
the file.

If the True File registry entry record 140 is
found (Step $434) but does not include a True File ID
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(the File ID is absent if the aCtual file is not

currently present at the current loCation) (Step 8440),

and if the True File registry entry record i4o includes
one or more source processors, and if the request can be

forwarded, then forward the request for this True File to

one or more of the source processors (Step $444).

2. ’Beserve True File

This mechanism allows a remote processor to

indicate that it depends on the local processor for

access to a specific True File. It takes a True Name as

input. This mechanism is described here. I
(A) Find the True File registry entry record

140 associated with the given True File. If no entry

exists, reply negatively.

(B) If the True File registry entry record 140

does not include a True File ID or compressed File ID,
and if the True File registry entry record 140 includes

no source IDs for removable storage volumes, then-this

processor does not have access to a copy of the given

file. Reply negatively.‘

(C) Add the ID_of the sending processor to the

list of dependent procesSors for the True File registry

entry record 140. Reply positively, with an indication

of whether the reserved True File is on line or off line.

3. W

This mechanism allows_a remote processor to

request a copy of a True File from the local processor.

It requires a True_Name and responds positively by

sending a True File back to the requesting processor.

The mechanism operates as follows:

(A) Find the True File.registry entry record

.140 associated with the given True Name. If there is no
such True File registry entry record 140, reply

negatively.
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(B) Make the True File local using the Make

True File Local primitive mechanism. If this mechanism

fails, the Request True File mechanism also fails.
(C) Send the local True File in either it is

uncompressed or compressed form to the requesting remote

processor. Note that if the True File is‘a compound

file, the components are not sent.

(D) If the remote file is listed in the

dependent process list of the True File registry entry

record 140, remove it.

4. ' Retire True Eile

This mechanism.allows a remote processor to

indicate that it no longer plans to maintain a copy of a

given True File. An alternate source of the True File

Can be specified, if, for instance, the True File is

being moved from one server to another. It begins with a.

True Name, a requesting processor ID, and an optional

alternate source. This mechanism operates as follows:

(A), Find a True Name entry in the True File

registry 126. If there is no entry for this True Name,

this mechanism’s task is complete.

_ (B) Find the requesting processor on the

source list and, if it is there, remove it.

(C) If an alternate source is provided, add it

to the source list for the True File registry entry

record 140; p . .

(D) If the source list of the True File

registry entry record 140 has no items in it, use the

Locate Remote File primitive mechanism to search for

another copy of the file. -If it fails, raise a serious ‘
error. ' ‘A,

5. QanseLBeserxstien

This mechanism allows a remote processor to

,indicate that it no longer requires access to a True File

stored on the local processor. It begins with a True
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'Name and a requesting processor ID and proceeds as
follows:

V (A) Find the True Name entry in the True File

registry 126. If there is no entry for this True Name,
this mechanism's task is complete.

(B) Remove the identity of the requesting

processor from the list of dependent processors, if it
appears.

(C) If the list of dependent processors

becomes zero and the use count is also zero, delete the

True File.

6. Acguire True File

This mechanism allows a'remote processor to

insist that a local processor make a copy of a specified

True File. It is used, for example, when a cache client

‘wants to write through a new version of a file. The

Acquire True File mechanism begins with a data item and
an optional True Name for the data_item and proceeds as
follows:

‘ (A) ’Confirm that the requesting processor has

the right to require the local processor to acquire data

items. If not, send a negative reply.

(B) Make a local copy of the data item

-transmitted by the remote processor.

(C) Assimilete the data item into the True
File registry of the local processor.

(D) If a True Name was provided with the file,

the True Name calculation can be avoided, or the

mechanism can verify that the file received matches the

True Name sent. '

(E) Add gn entry in the dependent processor
list of the true file registry record indicating that the

requesting processor depends on this_copy of the given
True File. V

(F) Send a positive reply.
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7. Locg Cache

This mechanism allows a remote cache Client to

look a local file so that local users or other cache

clients cannot change it while the remote processor is

using it. The mechanism_begins with a pathname and

proceeds as follows:

(A) Find the local directory extensions table

entry record 138 of the specified pathname. If no such

entry exists, reply negatively.

(B) If an local directory extensions table_

entry record 138_exists and is already locked, reply

negatively that the file is already locked.
(C) If an local directory extensions table

sentry record 138 exists and is not locked, lock the

entry. Reply positiVely.

8. gpdate Cache

This mechanism allows a renote cache client to

unlock a local file and update it yith new contents. It

begins with a pathname and a True Name. The file

corresponding to the True Name must be accessible from

the remote processor. This mechanism operates as
follows:

Find the local directory extensions table entry

record 138 corresponding to the given pathname. Reply

negatively if no such entry exists or if the entry is not

locked.

Link the given pathname to the given True Name

using the Link Path to True Name primitive mechanism.

Unlock the local directory extensions table

entry record 138 and0return positively.
’

9. W

Return current or new expiration date and

possible alternative source to caller.
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0 nd ocesses and Mechanisms

The baCRground processes and mechanisms

provided by the present invention are now described.

Recall that background mechanisms are intended to run

occasionally and at a low priority to provide automated

management capabilities with respect to the present

invention.

The following background mechanisms are
described:

1. Mirror True File;

2. Groom Region;
3. Check for Expired Links;

4. Verify Region; and

5. Groom Source List..

1. M' o ue 'le

This mechaniSm is used to ensure that files are

available in alternate locations in mirror groups'or .

archived on archival servers. The mechanism depends on

application-specific migration/archival criteria (size,

time since last access, number of copies required, number

of existing alternative sources) which determine under

what conditions a file should be moved. The Mirror True

File mechanism operates as follows, using the True File

specified, perform the following steps: _

(A) Count the number of available locations of

the True File by inspecting the source list of the True

Filo registry entry record 140 for the True File.‘ This

step determines how many copies of the True File are

available in the system. ' .

(B) ’If the True File meets the specified

migration criteria,'select a mirror group server to which
a copy of the file should be sent. Use the Acquire True

File remote mechanism to copy the True File to the

selected mirror group server. Add the identity of the

selected system to'the source list for the True File.
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2. groom Region

This mechanism is used to automatically free up

space in a processor by deleting data items that may be

available elsewhere. The mechanism depends on

application-specific grooming criteria (for instance, a

file may be removed if there is an alternate online

source for it, it has not been accessed in a given number

of days, and it is larger than a given size). This

mechanism operates as follows:

Repeat the following steps (i) to (iii) with

more aggresSive grooming criteria until sufficient space
is freed or until all grooming criteria have been

exercised. Use grooming information to determine how

much space has been freed. Recall that, while grooming

is in effect, grooming information includes a table of
pathnames selected for deletion, and keeps track of the .

amount of space that would be freed if all of the files
were deleted. '

(1) Begin Grooming (using the primitive

mechanism).

(ii) For each pathname in the specified region,

for the True File corresponding to the pathname, if the

True File is present, has at least one alternative

source, and meets application specific grooming criteria

for the region, select the file for removal (using the

primitive mechanism).

(iii) End Grooming (using the primitive

mechanism).

If the region is used as a cache, no other

processors are dependent on True Files to which it

retoru,~and all such’True Files are mirrored elsewhere. ‘
In this case, True Files can be removed with impunity. "

For a cache region,‘the grooming criteria would

ordinarily eliminate the least recently accessed True

Files first. This is best done by sorting the True Files

in the region by the most recent access time before

performing step (ii) above. The application specific
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File encountered (beginning with the least recently USEd)

'until the required amount of free space is reached.'

3. ec o E 1 ed ' ks

This meChanism is used to determine whether.

dependencies on published files should be refreshed. The

following steps describe the operation of this mechanism:

For each pathname in the specified region, for

each True File corresponding to the pathname, perform the

following step: .

If the True File registry entry record 140

corresponding to the True File Contains at least one

source which is a publishing serVer, and if the

expiration date on the dependency is past or close, then

perform the following steps:

(A) Determine whether the True File registry

entry record contains other sources which have not

expired.

(8) Check the True Name expiration of the

server. If the expiration date has been extended, or an

alternate source is suggested, add the source to the True

File registry entry record 140. ’

(C) If no acceptable alternate source was

found in steps (A) or (8) above, make a local copy of the

True File. '

(D) Remove the expired source.

4. Wen

This mechanism can be used to ensure that the

data items in the True File registry 126 have not been

damaged accidentally or maliciously. The operation of
this mechanism is described by the following steps:

(A) Search the local directory extensions

table 124 for each pathname in the specified region and

then perform the following steps:
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(i) Get the True File name corresponding

to the pathname;

(ii) If the True File registry entry 140

for the True File does not have a True File ID or

compressed file ID, ignore it.

(iii) Use the Verify True File mechanism

(see extended mechanisms below) to confirm that the True

File specified is correct.

5. 0 So ce

The source list'in a True File entry should be
groomed sometimes to ensure there are not too many mirror

or archive copies. When a file is deleted or when a

region definition or its mirror criteria are changed, it

may be necessary to inspect the affected True Files to

determine whether there are too many mirror copies. .This

can be done with the following steps:

For each affected True File,

(A) Search the local directory extensions

table to find each region that refers to the True File.

(B) Create a set of "required sources",

initially empty.

(C) For each region found,

‘ (a) determine the mirroring criteria for

that region,

(b) determine Which sources for the True

File satisfy the mirroring criteria, and

(c) add these sources to the set of

required Sources.

(D) For each source in the True File registry

entry, if the source,identifies a remote processor (as ’

opposed to removable media), and if the source is not a

publisher, and it the source is not in the set of

required sources, then eliminate the source, and use the

Cancel Reservation remote mechanism to eliminate the

given processor from the list of dependent processors
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_record d at the remote processor identified by the

,sourc .

xte _ Mecha isms

The extended mechanisms provided by th present

invention are now described. Recall that extended

mechanisms run within application programs over the

operating system to provide solutions to specific

problems and applications.

The following extended mechanisms are

described: ’ -

1. Inventory Existing Directory;

2. Inventory Removable, Read—only Files;
3. Synchronize Directories;

4. Publish Region; .

5. Retire Directory;

6. Realize Directory.at Location;

7. Verify True‘File} '

8. Track for Accounting Purposes; and

9. Track for Licensing Purposes.

1. v s ‘ ‘ ycto

This mechanism determines the True Names of

files in an existing oneline directory in the underlying;

operating system.. One purpose of this mechanism is to

install True Name mechanisms in an existing file system.

An effect of such an installation is to

eliminate immediately all duplicate files from the file

system being traversed. If several file systems are

inventoried in a single True File registry, duplicates

across the volumes are also eliminated. ‘

g (A) Traverse the underlying file system in the

operating system. For each file encountered, excluding

directories, perform the following:~

. (i) Assimilate the file encountered

(using the Assimilate File primitive mechanism). This
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process computes its True Name and moves its data into

the True File registry 126. .

(ii) Create a pathname consisting of the
path to the volume directory and the relative path of the
file on the media. Link this path to the computed True

Name using the Link Path to True Name primitive
mechanism.

2. Inventory Removable, Readwonly Files

A system with access to removable, readwonly

media volumes (suCh as WQRM disks and CD-ROMs) can create

a usable inventory of the files on these disks without

having to make online copies. These objects can then be
used for archival purposes, directory overlays, or other

needs. An operator must request that an inventory be
created for such a volume. - ‘

This mechanism allows for maintaining

inventories of the contents of files and data items on

removable media, such as diskettes and CDvROMs, indepen-

dent of other properties of the files such as name,

location, and date of creation.

The mechanism creates an online inventory of

the files on one or more removable velumes, such as a

floppy disk or CDwROM, when the data on the volume is

represented as a directory. The inventory service uses a
True Name to identify each file, providing a way to

locate the data independent of its name, date of
creation, or location. I

The inventory can be used for archival of data-

_(making it possible to avoid archiving data.When that
data is already on a‘separate volume), for.grooming ,

(making it possible'to delete infrequently accessed files
if they can be retrieved from removable volumes), for

version control (making it possible to generate a new

version of a CD-ROM without having to copy the old

version), and for other purposes.
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The inventory is made by creating a volume

directory in the media inventory in which each file named

'identifies the data item on the volume being inventoried.

Data items are not copied from the removable volume

during the inventory process.

An operator must request that an inventory be

created for a specific volume. Once created, the volume

directory can be frozen or copied like any other

directory. Data items from either the physical volume or

the volume directory can be accessed using the Open File

operating system mechanism which will cause them to be

read from the physical volume using the Realize True File
from Location primitive mechanism.

To create an inventory the following steps are

taken:. '

(A) A volume directory in the media inventory

is created to correspond to the volume being inventoried.
Its contextual name identifies the specific volume.

(B) A source table entry 144 for the volume is}.

created in the source table 130. This entry 144

identifies the physical source volume and the volume

directory created in step (A).

(C) The filesystem on the volume is traversed.

For each file encountered, excluding directories, the

'following steps are taken:

(i) The True Name of the file is

computed. An entry is created in the True Name registry

124, including the True Name of the file using the

primitive mechanism. The source field of the True Name

registry entry 140 identifies the source table entry 144.

(ii) 5 pathname is created consisting of '

the path to the volume directory and the relative path of
the file on the media. This path is linked to the

computed True Name using Link Path to True Name primitive

mechanism. ‘ .

(D) After all files have been inventoried, the

volume directory is frozen. The volume directory serves
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as a table of contents for the volume. It can be copied

using the Copy File or Directory primitive mechanism to

create an "overlay" directory which can then be modified.

making it possible to edit a virtual copy of a read—only_
medium.

3. ‘ Synchronize Directories

Given two versions of a directory derived from

the same starting point, this mechanism creates a new,

synchronized version which includes the changes from

each. Where a file is Changed in both versions, this

mechanism provides a user exit for handling the

discrepancy. By using True Names, Comparisons are

instantaneous, and no copies of files are necessary.
This mechanism lets a local processor

synchronize a directory to account for changes made at a

remote processor. Its purpose is to bring a local copy

of a directory up to date after a period of no

communication between the local and remote processor.

such a period might occur if the local processor were a

mobile processor detached from its server, or if two

distant processors were run independently and updated

nightly.

V An advantage of the described synchronization

process is that it does not depend on synchronizing the
clocks of the local and remote processors. However, it

does require that the local processor track its position

in the remote processor's audit file.

This mechanism does not resolve chances made

simultaneously to the same file at several sites. If

that occurs, an external resolution mechanism such as,

for example, operatgr intervention, is required.
The mechanism takes as input a start time, a

local directory pathname, a remote processor name, and a

remote directory pathname name, and it operates by the
following steps:
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(A) Request a copy of the audit file 132 from

the remote processor using the Request True File remote
mechanism.

(B) For each entry 146 in the audit file 132

after the start time, if the entry indicates a change_to
a file in the remote directory, perform the following'

steps:

(i); Compute the pathname of the
corresponding file in the local directory. 'Determine the

True Name of the corresponding file.

(ii) If the True Name of the local file is

the same as the old True Name in the audit file, or if

there is no local file and the audit entry indicates a

new file is being created, link the new True Name in the

audit file to the local pathname using the Link Path to

True Name primitive mechanism.

(iii) Otherwise, note that there is a

problem with the synchronization by sending a message to

the operator or to a problem resolution program,

indicating the local pathname, remote pathname, remote

processor, and time of change.

(C) After synchronization is complete, record

the time of the final change. This time is to be used as

the new start time the next time this directory is

synchronized with the same remote processor.

4. Wu

The publish region mechanism allows a processor

to offer the files in a region to any client processors

for a limited period of time.

The purpose of the service is to-eliminate any:

need for client processors to make reservations with the

publishing processor. This in turn makes it possible for

the publishing processor to service a much larger number

of clients. ‘

. When a region is published, an expiration date

is defined for all files in the region, and is propagated
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into the publishing system’s True File registry entry
record 140 for each file.

when a remote file is copied, for instance

using the Copy File operating system mechanism, the

expiration date is copied into the source field of the

client's True File registry entry record 140. When the

source is a publishing system, no dependency need be_
created.

The client processor must occasionally and in

background,-check for expired links, to make sure it
still has access to these'files. This is described in the

background mechanism Check for Expired Links.

'5. Ret‘ e Directo

This mechanism makes it possible to eliminate

safely the True Files in a directory, or at least

dependencies on them, after-ensuring that any client

processors depending on those files remove their

dependencies. The files in the directory are not

actually deleted by this process. The directory can be

deleted with the Delete File operating system mechanism.

The mechanism takes the pathname of a given

directory, and optionally, the identification of a

preferred alternate source processor for clients to use.

The mechanism performs the following steps:

(A) VTraverse the directory. For each file in

the-directory, perform the following steps:

(1) Get the True Name of the file from

its path and find the True File registry entry 140

associated with the True Name.

(ii) Determine an alternate source for the
True File. If the source IDs field of the TFR entry :
includes the preferred alternate source, that is the

alternate source. If it does not, but includes some

-other source, that is the alternate source. If it

' contains no alternate sources, there is no alternate
source.
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(iii) For each dependent processor in

the True File registry entry 14b, ask that processor to

retire the True File, specifying an alternate source if

one was determined, using the remote mechanism.

6. Realize birector at Location

This mechanism allows the user or operating

system to force copies of files from some source location

to the True File registry 126 at a given location. The

purpose of the mechanism is to ensure that files are

accessible in the event the source location becomes

inaccessible. This can happen for instance if the source

or given location are on mobile computers, or are on

 

removable media, or if the network connection to the

source is expected to become unavailable, or if the
source is being retired.

This mechanism is provided in the following

steps for each file in the given directory, with the

exception of subdirectories: I
(A) Get the local directory extensions table

entry record 138 given the pathname of the file. Get the

True Name of the local directory extensions table entry

record 138. This service assimilates the file if it has

not already been assimilated. .

(B) Realize the corresponding True File at the

given location. This service causes it to be copied to

the given location from a remote system or removable
media.

7. X§K1X2_$KR§_Eil§

This mechanism is used to verify that the data.

item in a True"File’registry 126 is indeed the correct I.
data item given its True Name. Its purpose is to guard

against device errors, malicious changes, or other

problems. '

. If an error is found, the system has the

ability to "heal" itself by finding another source for
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the True File with the given name. It may also be

desirable to verify that the error has not propagated to

other systems, and to log the problem or indicate it to

the computer operator. These details are not described

here. '

To verify a data item that is not in a True

File registry 126, use the Calculate True Name primitive
mechanism described above.

The basic mechanism begins with a True Name,

and operates in the following steps: I
(A) Find the True File registry entry record

140 corresponding to the given True Name. ‘

(B) If there is a True File ID for the True

File registry entry record 140 then use it. Otherwise,

indicate that no file exists to verify.

(C) Calculate the True Name of the data item}

given the file ID of the data item. '

(D) Confirm that the calculated True Name is

equal to the given True Name.

(E) If the True Names are not equal, there is

an error in the True File registry 126. Remove the True
File ID from the True File registry entry record 140 and

place it somewhere else. Indicate that the True File

registry entry record 140 contained an error.

8. ' u see

This mechanism provides a way to know reliably

which files have been stored on a system or transmitted

from one system to another. The mechanism can be used as

a basis for a valuenbased accounting system in which

charges are based on,the identity of the data stored or':
transmitted, rather’than simply on the number of bits. '

This mechanism allows the system to track

possession of specific data items according to content by

owner, independent of the name, date, or other properties

'of the data item, and tracks the uses of specific data

Iitema and files by content for accounting purposes. True
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names make it possible to identify each file briefly yet

uniquely for this purpose. .

Tracking the identities of files requires

maintaining an accounting log 134 and processing it for

accounting or billing purposes. 'The mechanism operates
in the following steps:

(A) Note every time a file is created or

deleted, for instance by monitoring audit entries in the

Process Audit File Entry primitive mechanisms When such

an event is encountered, create an entry 148 in the

accounting log 134 that shows the responsible party and

the identity of the file created or deleted.

-(B) Every time a file is transmitted, for

instance when a file is copied with a Request True File

remote mechanism or an Acquire True File remote

mechanism, create an entry in the accounting log 134 that

shows the responsible party, the identity of the file,

and the source and destination processors.

(C) Occasionally run an accounting program to

process the accounting log 134, distributing the events

to the account records of each responsible party.. The
account records can eventually be summarized for billing

purposes.

9. II§§K £0; Ligegsjgg Eurposes

This mechanism ensures that licensed files are

not used by unauthorized parties. The True Name provides

a safe way to identify licensed material. This service

allows proof of possession of specific files according to

their contents without disclosing their contents.

Enforcing use of valid licenses can be active.:

(for example, by regusing to provide access to a file '

without authorization) or passive (for example, by

creating a report of users who do not have proper

authorization).

. One possible way to perform license validation

is to perform occasional audits of employee systems. The
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s rvice described herein relies on True Names to support

such an audit, as in the following stepso' ‘

(A) For each licensed product, record in the

license table 136 th True Name of key files in the ~

product (that is, files which are reguired in order to

use the product, and which do not occur in other

products) Typically, for a software product, this would

include the main executable'image and perhaps other major
files such as clip-art, scripts, or online help. Also
record the identity of each system which is authorized to

have a copy of the file.v _

(B) Occasionally, compare the contents of each

user processor against the license table 136,‘ For each

True Name in the license table do the following:

(i) Unless the user processor is .

authorized to have a copy of the file, confirm that the

user processor does not have a copy of the file using the

Locate True File mechanism. I
(ii) If the user processor is found to

have a file that it is not authorized to have, record the

user processor and True Name in a license violation
table. " '

The System in Operation

‘ Given the mechanisms described above, the

operation of a typical DP system employing these .

mechanisms is now described in order to demonstrate how

the present invention meets its requirements and

capabilities. i g
In operation, data items (for example, files,

database records, messages, data segments, data blocks,

directories, instances of object classes, and the like)
in a DP system employing the present invention are

identified by substantially unique identifiers (True
Names), the identifiers depending on all of the data in

the data items and only on the data in the data items.
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The primitive mechanisms Calculate Tru Name and

Assimilate Data Item support this property. For any

given data item, using the Calculate Tru Nam' primitive

mechanism, a substantially unique identifier or True Name

for that data item can be determined.

Further, in Operation of a DP system

incorporating the present invention, multiple copies of

data items are avoided (unless they are required for some

reason such as backups or mirror copies in a fault~

tolerant system). Multiple copies of data items are

avoided even when multiple names refer to the same data

item. The primitive mechanisms Assimilate Data Items and

New True File support this property. Using the-

Assimilate Data Item primitive mechanism, if a data item_
already exists in the system, as indicated by an entry in

the True File registry 126, this existence will be

discovered by this mechanism, and the duplicate data item

(the new data item) will be eliminated (or not added).

VThus, for example, if a data file is being copied onto a

syStem from a floppy disk, if,'based on the True Name of

the data file, it is determined that the data file

already exists in the system (by the same or some other

name), then the duplicate copy will not be~installed. If

the data item was being installed on the system by some

name other than-its current name, then, using the Link
Path to True Name primitive mechaniSm, the other (or new)

name can be linked to the already existing data item.

' In general, the mechanisms of the present

invention operate in such a Way as to avoid recreating an

actual data item at a location when a copy of that data

item is already present at that location. In the case of

~a copy from a floppy disk, the data item (file) may have

to be copied (into a scratCh file) before it can be'

determined that it is a duplicate. This is because only

one processor is involved. On the other hand, in a

multiprocessor environment or DP system, each processor

has a record of the True Names of the data items on that

64

GOOG-1019-Page 71 of 156



GOOG-1019-Page 72 of 156

10

15

20'

25

3O

35

‘processor. When a data item is to be copi d to another

location (another processor) in the DP system, all that

is necessary is to examine the True Name of the data item

prior to the copying. If:a data item with th same True

Name already exists at the destination location

(processor), then there is no need to copy the data item.
Note that if a data item which already exists locally at

a destination location is still copied to the destination

location (for example, because the remote system did not
have a True Name for the data item or because it arrives

as a stream of un-named data), the Assimilate Data Item

primitive mechanism~vill prevent multiple copies of the
data item from being created. '

Since the True Name of a large data item (a

compound data item) is derived from and based on the True

Names of components of the data item, copying of an

entire data item can be avoided. VSince some (or all) of

the components of a large data item may already be

present at a destination location, only those components

which are not present there need be copied. This

property derives from the manner in which True Names are

determined.

When a file is copied by the Copy File or

Directory operating syStem mechanism, only the True Name

of the file is actually replicated.

When a file is opened (using the Open File

operating system mechanism), it uses the Make True File

Local primitive mechanism (either directly or indirectly

through the Create Scratch File primitive mechanism) to

create a local copy of the file. The Open File operating

system mechanism uses the Make True File Local primitive'

mechanism, whiCh uses the Realize True File from Location
primitive mechanism, which, in turn uses the Request True

File remote mechanism.

The Request True File remote mechanism copies

only a single data item from one processor to another.

If the data item is a compound file, its component
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segments are not copied, only the indirect block is

copied. The segments are copied only when they are read

(or otherwise needed).

The Read File operating system mechanism

actually reads data. The Read File mechanism is aware of

compound files and indirect blocks, and it uses the

Realize True File from Location primitive mechanism to

make sure that component segments are locally available,

and then uses the operating system file mechanisms to

read data from the local file. - '

Thus, when a Compound file is copied from a

remote system, only its True Name is copied. When it is

opened, only its indirect block is copied. (When the

Corresponding file is read, the required component

segments are realized and therefore copied.
In operation data items can be accessed by

reference to their identities (True Names) independent of

their present location. The actual data item or True_

File corresponding to a given data identifier or True

Name may reside anywhere in the system (that is, locally,

remotely, offline, etc). _If a required True File is
present locally, then the data in the file can be

accessed. If the data item is not present locally, there

are a number of ways in which it can be obtained from

wherever it is present. Using the source IDs field of

the True Pile registry table, the location(s) of copies

of the True Pile corresponding to a given True Name can

be determined. The Realize True File from Location

primitive mechanism tries to make a local copy of a True

File, given its True Name and the name of a.source

location (processor 9r media) that may contain the True ‘

File. If, on the other hand, for some reason it is not':
known where there is a copy of the True File, or if the

processors identified in the source IDs field do not

'respond with the required True File, the processor

‘requiring the data item can make a general request for

the data item using the Request True File remote
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mechanism from all processors in the system that it can

contact. .

As a result, the system provides transparent

access to any data item by reference to its data

lidentity, and independent of its present location.
In operation, data items in the system can be

verified and have their integrity checked. This is from

the manner in which True Names are determined. ‘This can

be used for security purposes, for instance, to check for

viruses and to verify that data retrieved from another

location is the desired and requested data. For example,

the system might store the True Names of all.executable

applications on the system and then periodically
redetermine the True Names of each of these applications

to ensure that they match the stored True Names. Any

change in a True Name potentially signals corruption in

the system and can be further investigated. The Verify

Region background mechanism and the Verify True File

extended mechanisms provide direct support for this mode

or operation. The Verify Region mechanism is used to
ensure that the data items in the True File registry have

not been damaged accidentally or maliciously. The Verify
True File mechanism verifies that a data item in a True

File registry is indeed the correct data item given its

True Name. ’

Once a processor has determined where (that is,

at which other processor or location) a copy of a data

item in in the DP system, that processor might need that

other processor or location to keep a copy of that data

item. ror example, a processor might want to delete

local copies of data,items to make space available .,

locally while knowing that it can rely on retrieving the.
data from somewhere else when needed. To this end the

system allows a processor to Reserve (and Cancel the

reservation of) True Files at remote locations (using the

remote mechanism). In this way the remote locations are
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put on notice that another location is relying on the

presence of the True File at their location.

A DP system employing the present invention can

he made into a fault~tolerant system by providing a

certain amount of redundancy of data items at multiple

locations in the system. Using the Acquire True File and

Reserve True File remote mechanisms, a particular '

processor can implement its own form of fault—tolerance

by copying data items to other processors and then

reserving them there. However, the system also provides

the Mirror True File baCkground mechanism to mirror (make

copies) of the True File available elsewhere in the

system. Any degree of redundancy (limited by the number

bf processors or loCations in the system) can be
implemented. As a result, this invention maintains a

desired degree or level of redundancy in a network of

processors, to protect against failure of any particular

processor by ensuring that multiple copies of data items

exist at different locations.

The data structures used to implement various

features and mechanisms of this invention store a variety

of useful information which can be used, in conjunction

with the various mechanisms, to implement storage schemes

and policies in a DP system employing the inventions For

example, the size, age and location of a data item (or of

groups of data items) is provided. This information can

be used to decide how the data items should be treated.

For example, a processor may implement a policy of

deleting local copies of all data items over a certain

age it other copies of those data items are present

elsewhere in the system. The age (or variations on the':

age) can be determined using the time of last access or

modifiCation in the local directory extensions table, and

the presence of other copies of the data item can be

determined either from the Safe Flag or the source IDs,

or by checking which other processors in the system have

68

GOOG-1019-Page 75 of 156



GOOG-1019-Page 76 of 156

10

15

20

25

30

35

v
.

copies of the data item and then reserving at least one

of those copies.

‘ In operation, the system can keep track-of data

items regardless of how those items are named by users

(or regardless of whether the data items even have

names). The system can also track data items that have

different names (in different or the same location) as

well as different data items that have the same name.

'Since a data item is identified by the data in the item,

without regard for the context of the data, the problems

of inconsistent naming-in a DP system are overcome.

In operation, the system can publish data

items, allowing other, possibly anonymous, systems in a

network to gain access to the data items and to rely on

the availability of these data items. 'True Names are

globally unique identifiers which can be published simply

by copying them. For example, a user might create a

textual representation of a file'on system A with True

Name N (for instance as~a hekadecimal string), and-post

it on a computer bulletin board. Another user on system

B could create a directory entry F for this True Name N

"by using the Link Path to True Name primitive mechanism.

(Alternatively, an application could be developed which

hides the True Name from the users, but provides the same

public transfer service.) I

When a program on system B attempts to open

pathname F linked to True Name N, the Locate Remote File

primitive mechanism would be used, and would use the

Locate True File remote mechanism to search for True Name

N on one or more remote processors, such as system A. If

system B has access to system A, it would be able to I

realize the True File (using the Realize True File fromvx
Location primitive mechanism) and use it locally.

Alternatively, system B could find True Name N'by

accessing any publicly available True Name server, if the

server could eventually forward the request to system A.
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Clients of a local server can indicate that

they depénd on a given True File (using the Reserve True

File remote mechanism) so that the True File is not '

deleted from the server registry as long as some client

requires access to it. (The Retire True File remote

mechanism is used to indicate that a client no longer

needs a given True File.)

A publishing server, on the other hand, may

want to provide access to many clients, and possibly

anonymous ones, without incurring the overhead of‘

tracking dependencies for each client. Therefore, a

public server can provide expiration dates for True Files

in its registry. This allows client systems to safely

maintain references to a True File on the public server.

The Check For Expiredeinks background mechanism allows

the client of a publishing server to occasionally confirm

that its dependencies on the publishing server are safe.

In a variation of this aspect of the invention,

a processor that is newly connected (or reconnected after

some absence) to the system can obtain a current version

of all (or of needed) data in the system by requesting it

from a server processor. Any such processor can send a

request to update or resynchronize all of its directories

(starting at a root directory), simply by using the

Synchronize Directories extended mechanism on the needed

directories. ‘

Using the accounting log or some other user
provided mechanism, a user can prove the existence of

certain data items at certain times. By publishing (in a

public place) a list of all True Names in the system on‘a

given daY (or at some given time), a user can later refer
back to that list to show that a particular data item was
present in the system at the time that list was

published. Such a mechanism is useful in tracking, for
example, laboratory notebooks or the like to prove dates

of conception of inventions. Such a mechanism also
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permits proof of possession of a data item at a

particular date and time.

The accounting log file can also track the use

of specific data items and files by content for

accounting purposes. For instance, an information .

utility company can determine the data identities of data

items that are stored and transmitted through its

computer systems, and use these identities to provide

bills to its customers based on the identities of the

data items being transmitted (as defined by the

substantially unique identifier). The assignment of

prices for storing and transmitting specific True Files

would be made by the information utility and/or its data

suppliers; this information would be joined periodically

with the information in the accounting log file to

produce customer statements.

Backing up data items in a DP system employing

the present invention can be done based on the True Names

of the data items. By tracking backups using True Names,‘

duplication in the backups is prevented. In operation,

the system maintains a backup record of data identifiers

of data items already backed up, and invokes the Copy

File or Directory operating system mechanism to copy only

those data items whose data identifiers are not recorded

in the backup record- Once a data item has been backed

up, it Can be restored by retrieving it from its backup

location, based on the identifier of the data item. V

Using the backup record produced by the backup to

identity the data item, the data item can be obtained

using, for example, the Make True File Local primitive

mechanism. , y

In operation, the system can be used to cache ‘
data items from a server, so that only the most recently

accessed data items need be retained, To operate in this

way, a cache client is configured to have a local

registry (its cache) with a remote Local Directory

Entensions table (from the cache server). Whenever a

71

GOOG-1019-Page 78 of 156



GOOG-1019-Page 79 of 156

10

15

20

25

30

35

file is opened (or read), the Local Directory Extensions

table is used to identify the True Name, and the Make

True File Local primitive mechanism inspects the local'

registry. When the local registry already has a copy,

the file is already cached. Otherwise, the Locate True
File remote mechanism is used to get a copy of the file.

This mechanism consults the cache server and uses the

Request True File remote mechanism to make a local copy,

effectively loading the cache.

The Groom Cache background mechanism flushes

the cache, removing the least~recently~used files from

the cache client's True File registry. While a file is

being modified on a cache client, the Lock Cache and

'Update Cache remote mechanisms prevent other clients from

trying to modify the same file,

In operation, when the system is being used to

cache data items, the problems of maintaining cache

consistency are avoided.

To access a cache and to fill it from its

server, a key is required to identify the data item

desired. Ordinarily, the key is a name or address (in
this case, it would be the pathname of a file). If the

data associated with such a key is changed, the client's

cache becomes inconsistent; when the cache client refers

to that name, it will retrieve the wrong data. In order

to maintain cache consistency it is necessary to notify

every client immediately whenever a change occurs on the

server. '

By using an embodiment of the present .

invention, the cache key uniquely identifies the data it

represents. When the data associated with a name '

changes, the key itself changes. Thus, when a cache
client wishes to access the modified data associated with

a given file name, it will use a new key (the True Name

of the new file) rather than the key to the old file

contents in its cache. The client will always request

the correct data, and the old data in its cache will be
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ev ntually aged and flushed by the Groom Cache background

mechanism.

. Because it is not necessary to immediately7
notify clients when changes on the cache server occur,

the present invention makes it possible for a single
server to support a much larger number of clients than is

otherwise possible.

In operation, the system automatically archives

data items as they are created or modified. .After a file

is created or modified, the Close File operating system

mechanism creates an audit file record, which is

eventually processed by the Process Audit File Entry .
primitive mechanism. This mechanism uses the New True

File primitive mechanism for any file which is newly

created, which in turn uses the Mirror True File

background mechanism if the True File is in a mirrored or

archived region. This mechanism causes one or more

copies of the new file to be made on remote processors.

In operation, the system can efficiently record

and preserve any collection of data items. The Freeze

Directory primitive mechanism creates a True File which

identifies all of the files in the directory and its

subordinates. Because this True File includes the True

Names of its constituents, it represents the exact

contents of the directory tree at the time it was frozen.

The frozen directory can be copied with its components

preserved.‘

The Acguire True File remote mechanism (used in

mirroring and archiving) preserves the directory tree

structure by ensuring that all of the component segments

and True Files in a compound data item are actually '

copied to a remote system. Of course, no transfer is

necessary for data items already in the registry cf the

remote system.

In operation, the system can efficiently make a

copy of any collection of data items, to support a

version control mechanism for groups of the data items.
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The Freeze Directory primitive mechanism is

used to create a collection of data items., The

constituent files and segments referred to by the frozen

directory are maintained in the registry, without any

need to make copies of the constituents each time the

directory is frozen.

Whenever a pathname is traversed, the Get Files

in Directory operating system mechanism is used, and when

it encounters a frozen directory, it uses the Expand

Frozen Directory primitive mechanism; i

A frozen directory can be copied from one

pathname to another efficiently, merely by copying its

True Name. The Copy File operating system mechanism is

used to copy a froZen directory. - ‘

Thus it is possible to efficiently create

copies of different versions of a directory, thereby

creating a record of its history (hence a-version control

system).

In operation, the systemycan maintain a local

inventory of all the data items located on a given

removable medium, such as a diskette or CD-ROM. The

.inventory is independent of other properties of the data

items such as their name, location, and date of creation.

The Inventory Existing Directory extended

mechanism provides a way to create True File Registry
entries for all of the files in a directory. One use of

this inventory is as a Way to pro-load a True File

registry with backup record information. Those files in

the registry (such as previously installed software)

which are on the volumes inventoried need not be backed

up onto other volumes.

The Inventory Removable, Readmonly Files

extended mechanism not only determines the True Names for

the files on the medium, but also records directory

entries for each file in a frozen directory structure.

By copying and modifying this directory, it is possible

to create an on line patch, or small modification of an

74

GOOG-1019-Page 81 of 156



GOOG-1019-Page 82 of 156

10

15

20

25

30

existing read-only file. For example, it is possible to

create an online representation of a modified CD—ROM,

such that the unmodified files are actually on the

CD~ROM, and only the modified files are online.

In operation, the system tracks possession of

specific data items according to content by owner,

independent of the name, date, or other properties of the

data item, and.tracks the uses of specific data items and

files by content for accounting purposes. Using the

Track for Accounting Purposes extended mechanism provides

a way to know reliably which files have been stored on a

system or transmitted from one system to another.

e at'ona ' - ' e, ta 5

Although the preferred embodiment of this

invention has been presented in the context of a file

system, the invention of True Names would be equally

valuable in a relational or objecteoriented database. A

relational or objectuoriented database system using True
Names would have similar benefits to those of the file

system employing the invention. For instance, such a

database would permit efficient elimination of duplicate

records, support a cache for records, simplify the

process of maintaining cache consistency, provide

location~independent access to records, maintain archives

and histories of records, and synchronize with distant or

disconnected systems or databases.

The mechanisms described above can be easily
moditied to serve in such a database environment. The

True Name registry wguld be used as a repository of .

database records. All references to records would be via

the True Name of the record. (The Local Directory

Extensions table is an example of-a primary index that

uses the True Name as the unique identifier of the

desired records.)
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In such a database, the operations of

inserting, updating, and deleting records would be

implemented by first assimilating records into the

registry, and then updating a primary key index to map

the key of the record to its contents by using the True

Name as a pointer to the contents.

The mechanisms described in the preferred

embodiment, or similar mechanisms, would be employed in

such a system. These mechanisms could include, for

example, the mechanisms for calculating true names,

assimilating, locating, realizing, deleting, copying, and

moving True Files, for mirroring True Files, for

maintaining a cache of True Files, for grooming True

Files, and other mechanisms based on the use of

substantially unique identifiers.

While the invention has been described in

iconnection with what is presently considered to be the

most practical and preferred embodiments, it is to be

understood that the invention is not to be limited to the

disclosed embodiment, but on the contrary, is intended to

cover various modifications and equivalent arrangements

included within the spirit and scope of the appended

claims.
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WHAT Is CLAIMED Is:

1. In a data processing system, an apparatus

comprising:

identity means for determining, for any of a_

plurality of data items in the system, a substantially

unique identifier, said identifier depending on all of

the data in the data item and only on the data in the

data item; and ' I
existence means for determining whether a

particular data item is present in the system, by

examining the identifiers of the plurality of data items.

2. An apparatus as in claim 1, further

comprising: ‘
local existence means for determining'whether

an instance of a particular data item is present at a

particular location in the system, based on the
identifier of the data item.

3. An apparatus as in claim 2, wherein each

location contains a distinct plurality of data items, and

wherein said local existence means determines whether a

particular data item is present at a particular location

in the system by examining the identifiers of the

plurality of data items at said particular location in
the system.

4. An apparatus as in claim 2, further

comprising: ’

data associating means for making and

maintaining, for a data item in the system, an

association between the data item and the identifier of

the data item; and

access means for accessing a particular data

item using the identifier of the data item.
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5. An apparatus as in claim 2, further

comprising:

duplication means for copying a data item from
a source to a destination in the data processing system,

by providing said destination with the data item only if

it is determined using-the data identifier that the data

item is not present at the destination}

6. An apparatus as in claim 4, further

comprising:‘ V I
assimilation means for assimilating a new data

item into the system, said assimilation means invoking

said identity means to determine the identifier of the

new data item and invoking said data associating means to
associate the new data item with its identifier.v

7. An apparatus as in claim 4, further

comprising:

duplication means for duplicating a data item

from a source location to a destination location in the

data processing system, based on the identifier of the

data item, said duplication means invoking said local

existence means to determine whether-an instance of the

data item is present at the destination location, and

invoking said access means to provide said destination

with the data item only if said local existence means

determines that-no instance of the data item is present

at the destination.

8. An apparatus as in claim 7, further

comprising: _ ’ p

backup means for making copies of data items in
the system, said backup means maintaining a backup record

of identifiers of data items backed up, and invoking

duplication means to copy only those data items whose

'data identifiers are not recorded in the backup record.
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9. An apparatus as in claim 8, further

comprising:

recovery means for retrieving a data item

previously backed up by said backup means, based on the

identifier of the data item, said recovery means using

the backup record to identify the data item, and invoking

access means to retrieve the-data item.

10. An apparatus as in claim 2, wherein a

location is a computer among a network of computers, the

apparatus further compriSing:

remote existence means for determining whether

a data item is present at a remote location in the system

from a current location in the system, based on the

identifier of the data item, said remote location using

local existence means at the remote location to determine

whether the data item is present at the remote location,

and providing the current location with an indication of

the presence of the data item at the remote location.

11. An apparatus as in claim 4, wherein a

‘ location is a computer among a network of computers, the

apparatus further comprising:

requesting means for requesting a data item at

a current location in the system from a remote location

tin the system, based on the identifier of the data item,

said remote location using access means at the remote

location to obtain the data item and to send it to the

current location if it is present.

12. An,apparatus as in claim 1, further

comprising: ,

context means for making and maintaining a
context association between at least one contextual name

of a data item in the system and the identifier of the
data item; and
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referencing means for obtaining the identifier

of a data item in the system given a contextual name for

the data item, using said context association.

13. An apparatus as in claim 12, further

comprising:

assignment means for assigning a data item to a

contextual name, inVoking said identity means to

determine the identifier of the data item, and invoking

said context means to make or modify the context'
association between the contextual name of the data item

and the identifier of the data item.

14. An apparatus as in claim 12, further

comprising:

data associating means for making and

maintaining, for a data item in the system, an

association between the data item and the identifier of

the data item; .

access means for accessing a particular data

item using the identifier of the particular data item;

and

contextual name access means for accessing a

data item in the system for a given context name of the

data item, determining the data identifier associated

with the given context name, and invoking said access

means to access the data item using the data identifier.

15. An apparatus as in claim 11, further

comprising:

' transparent access means for accessing a data"

item from one ot'sexeral locations; using-the identifier:
of the data item, said transparent access means invoking

‘said local existence means to determine if the particular

data item is present at the current location, and, in the

case when the particular data item is not present at the
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current location, invoking said requesting means to

obtain the data item from a remote location.

16. .An apparatus as in claim 15, further

comprising: V

identifier copy means for copying an identifier

of a data item from a source location to a destination

location.

17. An apparatus as in claim 15, further

comprising:

context means for making and maintaining a

context association between a contextual name of a data

item in the system and the identifier of the data item;.

context copy means for copying a data item from

a source location to a destination location, given the

contextual name of the data item, by copying only the

context association between_the contextual identifier and
the data identifier from the source location to the I

destination location; and

transparent referencing means for obtaining a
data item from one of several locations the system given

a contextual name for the data item, said transparent-

referencing means invoking said context association to
determine the data identifier of a data item given a

contextual name, and invoking said transparent access
means to access the data item from one of several

locations given the identifier of the data item.

18. An apparatus as in claim 1, wherein at

least some of said data items are compound data items,

each compound data item including at least some component
data items in a fixed sequence, and wherein the identity

means determines the identifier of a compound data item

based on each component data item of the compound data

item.
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19. An apparatus as in claim 18,.wherein said
compound data items are files and said component data

items are segments, and wherein the identity means
determines the identifier of a file based on the

identifier of each data segment of the file.

20. An apparatus as in claim 18, wherein said

compound data items are directories and said component

data items are files or subordinate directories, and

:wherein the identity means determines the identifier of a

given directory based oneach file and subordinate
directory within the given directory.

21. An apparatus as in claim 11, further

comprising: ‘ _

means for advertising a data item from a

location in the system to at least one other location in

.the system, said means for advertising providing each of

said at least one other location with the data identifier

of the data item, and providing the data item to only
those locations of said other locations that request said

data item in response to said providing.

22. An apparatus as in claim 18, further

comprising:

local existence means for determining whether a
particular data item is present at a particular location

in the system, based on the identifier of the data item;

and

compound copy means for copying a.data item

from a source to‘a destination in the data,processing

system, said compoupd copy means invoking said local

existence means to determine whether the data item is

present at the destination, and to determine, when the

'data item is a compound data item, whether the component

data items of the compound data item are present at the

destination, and providing said destination with the data
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item only if said local existence means determines that

the data item is not present at the destination, and

providing said destination with each component data item

only if said local existence means determines that the

component data item is not present at the destination.l

23. An apparatus as in claim 11, further

comprising: .

means for verifying the integrity a data item

-obtained from said requesting means in response to,

providing said requesting with a particular data

identifier, to confirm that the data item obtained from

the requesting means is the same data item as the data

item requested, said verifying means invoking said

identity means to determine the data identifier of the'

obtained data item, and comparing said determined data

identifier with said particular data identifier to verify
said obtained data item.

24. An apparatus as in claim 2, wherein a

location is at least one of a storage location and a

processing location, and wherein a storage location is at

least one of a data storage device and a data storage

volume, and wherein a processing location is at least one
of a data processor and a computer.

25. An apparatus as in claim 3, wherein at

least some at said data items are compound data items,

each compound data item including at least some component

data items in a fixed sequence, and wherein the identity

means determines the,identifier of a compound data item_:

based on the identifier of each component data item of '

the compound data item.

26. 'An apparatus as in claim 3, further

comprising:
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context associating means for making and

maintaining a context association, for any data item in

th system, between the identifier of the data item and
at least one contextual name of the data item at a

particular location in the system;

means for obtaining the identifier of a data

item in the system given a contextual name for the data

item at a particular location in the system; and

logical copy means for associating the data

identifier corresponding to a contextual name at a source

location with a contextual name at a destination location

in the data processing system.

27. An apparatus as in claim 25, wherein said

compound data items are files and said component data

’items are segments, and wherein the identity means

determines the identifier of a file based On the

identifier of each data segment of the file.

28. An apparatus as in claim 25, further

comprising:

compound copy means for copying a data item

from a source location to a destination location in the

data processing system, Said compound copy means invoking

said local existence means to determine whether the data

item is present at the destination, and to determine,

when the data item is a compound data item, whether the

component data items of the compound data item are

present at the destination, and providing said

destination with the data item only if said local

existence means determines that the data item is not

present at the destination, and providing said

destination with each component data item only if said

local existence means determines that the component data

item is not present at the destination.
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29. An apparatus as in any of claims 1—28,

wherein a data item is at least one of a file, a database

record, a message, a data segment, a data block, a .

directory, and an instance an object class.'

30. A method of identifying a data item in a

data processing system for subsequent access to the data

item, the method comprising the steps of; '

determining a substantially unique identifier
for the data item, said identifier depending on all of

the data in the data item and on the data in the data

item; and

accessing a data item in the system using the

identifier of the data item. I

31, A method as in claim 30, further

comprising the step of: ,

making and maintaining, for a plurality of data

items in the system, an association between each of the

data items and the identifier of each of the data items,
wherein said accessing step accesses a data item via the

association.

‘ 32. A method as in claim 31, further

comprising the step of:

assimilating a new data item into the system,

-by determining the identifier of the new data item and

associating the new data item with its identifier.

3;. A method for duplicating a given data item

from a source location to a destination location in a I

data processing system, the method comprising the steps
of: '

determining a substantially unique identifier‘

for the given data item, said identifier depending on all

of_the data in the data item and only on the data in the

data item;
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determining, using said data identifier,

whether said data item is present at said destination_

location; and .

based on said determining, providing said

destination location with said data item only if said~

data item is not present at said destination.

34. A method as in claim 33, wherein said

given data item is a compound data item having a

plurality of component data items, the method further
comprising the steps or}.'

for each data item of said component data

items,

obtaining the component data

identifier of the data item by determining a

substantially unique identifier for the data

item, said identifier depending on all of the

data in the data item and only on-the data in

the data item;

determining, using said obtained

component data identifier, whether said data
item is present at said destination; and

based on said determining, providing

said destination with said data item only if

said data item is not present at said

destination.

35. A method for determining whether a

particular data item is present in a data processing

system, the method comprising the steps of:

(A) for each data item of a plurality of data:

items in the system, '

~(i) determining a substantially unique

identifier for the data item, said identifier

depending on all of the data in the data item

and only on the data in the data item; and
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(ii) making and maintaining a set of

identifiers of said plurality of data items;

and ‘ '

(B) for the particular data item;

5 (i) determining a particular

substantially unique identifier for the data

item, said identifier depending on all of the

data in the data item and only on the data in

the data item; and

10 (ii) determining whether said particular

identifier is in said set of data items.

36. A method of backing up, of a plurality of

data items, data items modified since a previous backup

time in a data processing system, the method comprising

15 the steps of: .

(A) 'maintaining a backup record of identifiers‘

of data items backed up at the previous backup

time; and V

(B) for each of said plurality of data items,

20 (i) determining a substantially unique

identifier for the data item; said

identifier depending on all of the data in

‘the data item and only on the data in the
data item;

25 (ii) determining those data items of the

'plurality of data items whose identifiers

are not in the backup record; and.

(iii) based on said determining, copying

only those data items whose data '

30 identities are not recorded in the backup

record.

37. A method as in claim 36, further

comprising the step of:
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recording in the backup record the identifiers

of those data items copied in said step of copying.

. 38. A method of locating a particular data

item at a location in a data processing system, the

5 method comprising the steps of:

(A) determining a substantially unique
identifier for the data item, said identifier

depending on all of the data in the data item

‘ and only on the data in the data item;

10 (B) requesting the particular data item by

sending the data identifier of the data item

from the requester location to at least one

location of a plurality of provider locations

in the system; and ‘

15 (C) on at least some of said provider

locations, ‘

.(a) for each data item of a plurality of

data items at said provider locations,

(i) determining a substantially unique

20 . identifier for the data item, said

identifier depending on all of the data in

the data item and only on the data in the

data item; and

(ii) making and maintaining a set of

25 ' identifiers of data items,

‘ (b) determining, based on said set of

identifiers, whether the data item

corresponding to the requested data

identifier is present at said provider

30 location; and .

(c) ,based on said determining, when said.

provider location determines that the

particular data item is present at the

provider location, notifying said

35 . requester that the provider has a copy of

the given data item.
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, 39. The method of claim 38, further comprising

the steps of: ' ' ’ '

(a) for each data item of a plurality of data

items at_said provider locations,

making and maintaining an association

between the data item and the identifier

of the data item, - _

(b) in response to said notifying, said client

location copying said data item from one of

' said respondingdremote locations, using said

association to access the data item given the

data identifier.

40. A method of locating a particular data

item among a plurality of locations, each of said

locations having a plurality of data items, the method

comprising the steps of: ' ‘

- determining, for the particular data item and

for each data item of the plurality of data items, a

substantially unique identifier for the data item, said

identifier depending on all of the data in the data item

and only on the data in the data item; and I

determining the presence of the particular data

item in each of said plurality of locations by _

Adetermining whether the identifier of the particular data

item is present at each of said-locations;

41. The method of claim 30, wherein said step

of accessing further comprises the steps of, tor a given

data identifier and for a given current location and a '

remote location in the system:

determining whether the data item correSponding

to the given data identifier is present at the current

location, and

. based on said determining, if said data item is
not present at the current location, fetching the data
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item from a remote location in the system to the current

location.

42. The method of claim 41, further comprising

the steps of: '
for each contextual name at a location,

making and maintaining a context

association between the context name of a data item and

the identifier of said data item, and when some context

association changes at said current location, and

notifyin§-said remote location of a

modification to the context association.

43. The method of claim 42, further comprising

the step of:

at said remote location, updating the

association between the contextual identifier of the data

item and the identifier of the data item.

44. The method of claim 43, further comprising

the step of:

from said remote location, notifying all other

locations that said data item has been modified, by

providing the contextual identifier and data identifier

of said data item to said other locations.

45. The method of claim 44, further comprising
the step of, at each location notified that the data item

has been modified:

modifying an association between the contextual

identifier of the data item and the data identifier of V

the data item, to record that the data item has been

modified.

46. A method of eliminating a data item at a

given location in a data processing system when said data
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item can be obtained from another location in the system,

the method comprising the steps of:

det rmining a substantially unique identifier

for the data, said identifier depending on all of th

data in the data item and only on the data in the data,

item;

making and maintaining a source association

between the data identifier and at least one location at

which said data item is known to be present; and

based on said source association, if said data

item is present at said other location, removing the data

item from the given location.

47. A method of deleting a data item from a

location in a data processing system, the method

comprising the steps of:

for each of a p1urality.of data items in the

system:

determining a substantially unique identifier

for the data, said identifier depending on all of the

data in the data item and only on the data in the data
item; and

making and maintaining, an association between

each of the data items and the unique identifier of the

data items; and

for a given data item:

determining a substantially unique identifier

for the data, said identifier depending on all of the

data in the data item and only on the data in the data

item; and 1

determining whether a contextual'identifier or;

a compound data item or a remote processor in the system
refers to the unique identifier of the data item, and

based on said determining, deleting said data item and

its association if no other contextual identifier or

compound data item or remote processor refers to said

data item.
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48. The method of claim 47, wherein said

determining is based on a u5e count for the data item,

and wherein said data item is deleted only if said use.

count indicates that no other contextual identifier or

compound data item or remote_processor in the system
refers to the data item.

49. A method of substantially synchronizing

data items at a client location in a data processing

system after a period of independent changes on the
client and another location in the system, given a

context, the method comprising the steps of:

making and maintaining a list of changes to the

context association between each context name of a data

item and the identifier of said data item, in the given

context and during the period of independent change;‘ I
obtaining the list of changes from the other

location for the given context; and,

for each context name in the list of changes

. updating the context identifier
associations at the client whenever it is determined that

the context association of the given context name changed

either only at the client or only at the other location

during the period if independent changes; and

performing a conflict-resolution task such

as notifying an operator of the client location, whenever

it is determined that the context association changed at
both the client and the other location.

50. A method as in claim 49, wherein said

lists are naintained,as queues based on a temporal order,

and wherein, at said client location, said replacing is

based on said temporal order.

51. A method of maintaining at least a

predetermined number of copies of a given data item in a

data processing system, at different locations in the
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data processing system, said data processing system being

one wherein data is identified by a substantially unique

identifier, said identifier depending on all of the data

in the data item and only on the data in the data item,

and wherein any data item in the system may be acceSsed

using only the identifier of the data item, the method

comprising the steps of:

(i) sending, from a first location in the

system, the data identifier of the given data

item to other locations in the system; and

(ii) in response to said sending, at each of

said other locations,‘

(A) determining whether the data item

corresponding to the data identifier is present

at the other location, and based on said

determining, and

(B) .informing said first location whether said

data'item is present at the other location; and,

(iii) in response to said informing from said

'other locations, at said first location,

(A) determining whether said data item is

preSent in at least the predetermined number of

other locations, and based on said determining,

‘(B) when less than the predetermined number of

other locations have.a copy of the data item,

requesting some locations that do not have a

copy of the data item make a copy of the data

item.

52. A method as in claim 51, wherein said step

(iii) further comprises the step of: 1
(C) whennmore than the predetermined number of

other locations have a copy of the data item, requesting

some locations that do have a copy of the data item

delete the copy of the data item.
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53. A method as in any of claims 30—52,

wherein said data items are at least one of a file, a

databaee record, a message, a data segment, a data block,

a directory, and an instance of an object class.
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In a data processing system, a mechanism

identifies data items by substantially unique identifiers

which depend on all of the data in the data items and

only on the data in the data items. Existence means

determine whether a particular data item is present in

the system, by examining the identifiers of the plurality

of data items. "J

BEST ‘ ‘ ~

LE COP. Y

95

GOOG-1019-Page 103 of 156



GOOG-1019-Page 104 of 156

This Page Is Inserted by IFW Operations-
and is not a part of the Official Record

BEST AVAILABLE IMAGES

Defective images within this document are accurate representations of

the original documents submitted by the applicant.

Defects in the images may include (but are not limited to):

0 BLACK BORDERS

o TEXT CUT OFF AT TOP, BOTTOM OR SIDES .

0 FADED TEXT

0 ILLEGIBLE TEXT

o SKEWED/SLANTED IMAGES

o COLORED PHOTOS

0 BLACK OR VERY BLACK AND WHITE DARKPHOTOS

o GRAY SCALE DOCUMENTS

IMAGES ARE BEST AVAILABLE COPY.

As rescanning documents will not correct images,

please do not report the images to the

Image Problem Mailbox.

GOOG-1019-Page 104 of 156



GOOG-1019-Page 105 of 156

1

FOR UTILITY/DESIGN _ RULE 53 (37 CARR. 1.63) CUSHMAN
ClP/PCT NATIONAL/PLANT DECLARATION AND POWER OF ATTORNEY ' FORM

ORIGINAUSUBSTWUTEISUPPLEMENTAL FOR PATENT APPLICATION
DECLARATIONS in THE UNITED STATES PATENT AND TRADEMARK OFFICE

As a below named inventor. I hereby declare that my residence. post office addressand citizenship are as stated below next to my name. and I believe I am
the original. first and sole inventor (if only one name is listed below) or an original. first and joint inventor (ir plural names are listed below) of the Subjectmatter which is claimed and for which a patent is sought on the INVENTION ENTITLE)
JpENTlFYlNG DATA IN A DfiTA PROCESSING SYSTEM u.

_ the specification of which (CHECK applicable BONED, "
~> [ ] is attached hereto.

-> [ x ] was filed on April ‘lll 1995 as US. Application No. 0_§__/ 425 160
BOX(ES) -> [ ] was filed as PCT International Application No. PCF/ Z on

—> -> and if a licable to US. or PCT a lication was amended on -.

I hereby state that I have reviewed and understand the contents of the above identified specification, including the claims. as amended by any amendment-
referred to above. I acknowledge the duty to disclose all information known to me to be material to patentability as defined in 37 CPR. 1.56. I hereby
claim foreign priority benefits under 35 U.S.C 119/365 of any foreign applimtion(s) for patent or inventors certifimte listed below and have also identified
below any foreign application for patent or inventors certificate filed by me or my assignec disclosing the subject matter claimed in this application and having
a filing date (1) before that of the application on which priority is claimed. or (2) if no priority claimedI before the filing date of this application:

PRIOR FOREIGN APPLICATIONS) Date first Laid- Date Patented - Priority Claimed
Number Countg DayZMON'I'Hflear FlICd open or Published or Granted Yes fl;

I hereby claim the benefit underr35 U.S.C. 120/365 of all United States applications listed below and PCT international applications listed above or below
and. if this is a continuation—imparHCIP ) application. insofar as the subject matter disclosed and claimed in this application is inaddition to that disclosed
in such prior applications, I acknowledge the duty to disclose all information known to me to be material to patcntability as defined in 37 GER, 1.56 which
became available between the filing date of each such prior application and the national or PCT international filing date of this application:

PRIOR U.S. OR PCT APPLICATIOMS) i - Status
Application No. {series code(serial no.) DaylMONTl—llgear Filed pending. abandoned. patented

I hereby declare that all statements made herein of my own knowledge are true and that all statements made on information and belief are believed to be
true; and further that these statements were made with the knowledge that willful false statements and the like so made are punishable by fine or
imprisonment. or both. under Section 1001 of Title 18 of the United States Code and that such willful false statements may jeopardize the validity of theapplication or any patent issued thereon. '

And I hereby appoint Cushrnan Darby & Cushman.Ll,.l’. 1100 New York Avenue. N.W.. Ninth Floor, East Tower Washington. DC. 20005-3918. telephone
number 861-3000 (to whom all communimtions are to be directed). and the below-named persons (of the same address) individually and collectively my
attorneys to prosecute this application and to transact all business in the Patent and Trademark Office connected therewith and with the resulting patent,
and I hereby authorize them to act and rely on instructions from and communicate directly with the person/assignee/attomey/firm/ organization who/which
first sends/sent this case to them and by whom/Which l hereby declare that l have consented after full disclosure to be represented unless/until l instruct
Cushman. Darby 6: Cushman in writing to the contrary. ‘ .

Paul N. Kokulis 16773 Edward M. Prince 22429 Dale 5. Lazar I 28872 Michelle N. Lester 32331

     

      

     

Raymond F. Lippitt 17519 Donald B. Deavcr 23048 Glenn J. Perry 28458 Jeffrey A. Simenauer 31933
G. Lloyd Knight 17.698 , David W. Brinkman 20817 Kcndrew H. Colton 30368 Robert A. Molan 2983-1
Carl G. Love 1878] George M. Sirilla 18221 Chris Comuntzis 31097 G. Paul Edgell 24238
Edgar H. Martin 20534 Donald 1. Bird 25323 W'allace G. Walter 27843 Lynn 8. Eccleston 3586i
William K. West, Jr. 22057 W. Warren Taltavull 2.5647 Lawrence Harbin 27644 Frederick S. Frei 27105
Kevin e .. eter W Gowd , 25872 Paul E. White. Jr. 320 I ' . ' il. INVéi'i‘o it's SIGNATL!Rig”;5 '. . «J5- Date . we £th 3693;

Inventor’s Name (typed) David A. FARBER USA.
First Middle Initial»: » Family Name ' Country of Citizenship

Residence (City) Oiai (Statefl-‘orcigg Country) CA ‘ .
P05! Office Address (Include Zip Code)-339H-€er+lia-Rdr0iai, CA 93023 g ‘ ~

2.35 y. “u: . 0") am: I . -_
2. INVENTOR'S SIGNATURE: . Date /

Inventor‘s Name (typed) Ronald D. [ACHMAN U.S.A.
Ft“! Middle Initial Family Name Country of Citizenship

Residence (City) Northbrook State Forcivn Counlrv Ii. ‘
Post Office Address (Include Zip Code) 3l40 Whispgrwoods Court. Northbrook. ll. 6006?.

3. lNVENl‘OR'S SIGNATURE; DateW
Inventor's Name t d ‘( We ) First Middle Initial Family Name . . Country of Citizenship
Residence (City) State Foreion Count

I‘M! Office Address (Include Zip Code) 

‘ JR ADDITIONAL lNVENI‘ORS. check box I | and attach sheet (CDC~l16.2) for same information for each re signature. name. 6:3le CiliZCMh'Pv
residence and address.)

W a u. I165

GOOG-1019-Page 105 of 156



GOOG-1019-Page 106 of 156

.§en‘t By: Kinetech Inc.; ' ' 630 299 7608 ; , Jul-1603 134M; Page 2/4

Piegselyponplqgnign (o)insiqathisqu“">_ B- ‘ . ” ‘ - PTOISBIBZ (10-00)
Approved foruso “trough 10/31f2002. OMB 0651-0035 ' '

- ’ Patent and Trademark Office; 11.8. DEPARTMENT OF COMMERCE
Under 1119 989910er Reaucflon M 011095; no persons are mqubac (0 respond to a wflodion or lntonrmuon unless it diaphya nvaiid OMB conuol number.

—'

Anomey Dockél Number 396850036 ,

 
 

 

 
 

091987.723

November 15. 20-11
   
 
 

 
 

 

 
 
  

REVOCATION OF POWER OF
, ATTORNEY OR
AUTHORIZATION or AGENT

 
 

 

i hereby revoke all previous powers of attorney oréuthorizations of agent given in the' above.-
Identified application: _ . . ‘

g A Power or Atiomey or Authorizatipn of Agent is submitted herewith.
OR ‘ . ' '

[:1 Please change the correspondencé address for the above-identified a plination to:
~ ' - Place-matomer ‘ ‘ ' ‘

DCustomerNumbercmw-V NumberllarCodo '- . 1'
. Label/19m .

on ‘ . » ‘ '-

‘El Firm or .

, Individual Name
Address

Address V - - - .

City A . ‘ ' '

country . —Stare _ 2r-
— ‘- Telephone  

 
 

 

I am the:

E} Applicant/Mentor.

Assignee of record 01 undivided part interést.
Certificate under 37 CFR 3.73m) is enclosed.

SIGNATURE of Applicant or Assignee of Recprd '

KiMETéw Li'Nc, 19,.,EEKA GuLDMAA, i/f
Signature ' é ..,___ Gil‘f)‘ ' I '-

Date (3» I . i ’2be , -
NOTE: Signaturesoi all the inv lors or assignees oi record at the entire interest or their reeprsentatvam are required.
Submit mum-i6 lorms ii more than onesinalure reuired see below'. ‘ '
B 'Totai of 2 forms are submitted. '

PAGE 2“ " RCVD AT "16/03 11:01:39 AM [Eastern payiigm Time] ' SVR:13 " DNIS:2223 " CSID:630 299 7608 I" DURATION (mmss):01-44

GOOG-1019-Page 106 of 156



GOOG-1019-Page 107 of 156

I Please type a plus sign (It) inside this box '9 [3
PTO/$8182 (1000)

Approved for use through 10/31/2002. OMB 0651-0035‘ Patent and Trademark Office; U8. DEPARTMENT OF COMMERCE
I Under the Paperwork Reduction Act of 1995 no persms are required to respond to a collection of information unless It displays a valid OMB control number.

‘ ‘

_

REVOCflgzggiggER‘”
. momma“ mam-r—- '

Attorney Docket Number 39685-0036

 

 

 
 

 

 
 

  

 
 
 

 

  
 

  
  

 

 l hereby revoke all previous powers of attorney or authorizations of agent given in the above-
‘ identified application:

 V A Power of Attorney or Authorization of Agent is submitted herewith.

- 0R . ' . y .
D Please change the correspondence address for the above-identified a lication to:

- Place Customer
NumberBar Code

D Firm or
' Individual Name

Label here

__

  

 
  

  
  
 

Telephone -Fax —

i am the:

 
  
  

 

 
 

D Apolicant/lnventor. ‘-

E Assignee of record of undivided part interest.
. Certificate under 37 CFR 3. 73(b) is enclosed.

I SIGNATURE of Applicant or Assignee of Record

 NOTE:‘ Signatures of all the inventors or assignees of record 0! the entire interest or theirrepresentative(s) are required.Submit multiie terms it more than one si-nature is re-uired. see below'.

> IX] 'Total of 2 forms are submitted   

GOOG-1019-Page 107 of 156



GOOG-1019-Page 108 of 156

I l

PleasetypeapMSlgnPHnsidemlsbm "98 _ . H, ‘_' PTOISBIM (0201).
Approved fdruse through 10/31/2002. OMB 0651-0035

U5. Patent and Trademark Office: US DEPARTMENT OF COMMERCE

‘ Reduction Act 051995 no - teens are required to respond toa wilection oi information unless it dis. : avalid OMB eontrpi umber.
A-' lication Number 09/987723

. Firsmamed Inventor ,

Group Art Unit 2177

AfiomeyDocketNumber . 3968541036 » ., _- - ‘
I hereby appoint: ’

'- PI Ct ' .

8 oPr;ctitioners at Customer Number 26633 Ntfrfzeberussaciw'mczje

 

 
 
 

 
 

 
 

  

  

 

 
 

POWER OF ATTORNEY OR
AUTHORIZATION or AGENT

  

Label here

Registration NLImber
El graciitioneds) named below.

as mylour attomey(s)or agent(s) to prosecute the application identified above, and id transact all business in the Patent and .
Trademark Office connected therewith. '

Please change the correspondence address for the eboveidentified application to:

[j The abovemantioned Customer Number ' - -- Place Custdmer _
OR. _ _ . ’ Number Bar Code

EPractItIoners‘atCustomer Number 26633 ~ Labs/here

D Frm or
individual blame

i am the:

D. Applicant/lnventor. '

E Assignee at record of an undivided part interest. .

Certificate under37 CFR 3. 73(b is enclosed (Form PTO/$8196).

SIGNATURE of Applicant or Assignee of Record
San/ (all 161'.“ {ct/a“ p‘VVc‘rU

M
NOTE: Signatures of all the'Inve tors r assignees of record of the entire interest or their representative(s) are required.
Submit multile forms it More than one sinature is required see below .
>th “Total of2 forms are submitted
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"'éent By: Kinetech ‘Inc.j ~ , 630 299 7608 ; . ‘J'u'l-16'03 604m; Page 3/4

Phaselypaaptmlgrlmmdawshax ”>8\ t . . P70183181 (0201)
' Narrowed lor usottvougn twin/2001 OMB 06510035

‘ . ‘ U.S. Patem am Trademark 0mm: U.S. DEFARTMENT OF COMMEROE
Undmlha Reduaion Ad at 1995. no persons my wired toruspond to a oolleaion cl htommionmtess tldsriays a valid OMB molmmber.

A . . lication Number 091987.723
Novemmzm   

 
 

  
 

   

  

 

 
 
 

 
 

POWER OF ATTORNEY on

AUTHORIZATION or AGENT

First Named inventor

Grou Art Unit

 Homere, Jean ’
39685-0036

Exam‘inerNamé ‘ ” ‘ '7

‘ Attome Docket Number
 

 
 

  

I hereby appoint: '. ' _ '

' E Practitioners at Customer Number _.__.__.>
. OR ~- ‘ , ' -

U Practitioneds) named below: ,

Place Customer
Number Bar Code '
Label here

 
i Registration Number

  
as mylour attomey(s) or agent(s) to prosecute the application identifiad above, and to transact all business in the Patent andTrademark Office connected therewith ‘ - .

Please change tfieoorrespondame address [or the ébovsidenlified application to:

 
 

Place Customer
Number Bar C ode
Label ham

[3 iTha abovemantlonad Customer Number.

OR I ,E Practitloners at Customer Number .
OR

[:3 Firm or
individual Name

Address , , ,

Address 4 ’ ‘ ~

Country ' . ' ' V - '

lam the: I I V V ‘ I ~ ‘

[j Applicant/inventor.

Assignea of record of an undivided part interest.

Cenlficale under 37 CFR 3.73m) is enclosed. (Form PTO/88196).

, SIGNATURE of Applicant or Assignee 01 RecordI

'KtN T’ .1.“ C: A J’H-DM’JV-Q.
Signature ' ' ¢ .,__, [£w.~—-.. I

Date :I'wt m 5200 H H i ‘
NOTE: Signatures i all the invonto or assignees 0! record at the entire interest or their representative(s) are required.
Submit multiple iorms it more than one sianature is reuied. seebelow.

, £1 ‘Total oi2 lorms are submitted.
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. I . ' L u

_ Apprwedtoruse thrwgh 10):“sz 0MB 0651-0031
, U..S Patent and Trademaniotfioe: UHS DEPARTMENT OF COMMERCE

Under thePaperworkRedutfimfidotlw.mpasueaemqfiedmespmdbacotecfimdhmfionmfldspbysavafidmmmm._,"

STATEMENT UNQER 37 CFR '373ibi'

Applicant/PatentOwnem: Cable 5 Wireless Internet Services, Inc. andKmetec . nc.

 
  

 
 

 

 Application NoJPatent'NolmiJ/se? 723 Filed/issue Date: Novembet' 15, 2001

   

 
  
  

   
  
 
 

 
  
  

 
  

  

‘ Entitled: Identifying Data in a Data Processing System

‘Cable & Wireless Internet: Services, Inc. ,a Coggration i
(Name otAssignee) ' ' (‘type at Assignee, 9.9.. separation. partnershipmnimsity goyemmem agency’etc.)  

states that it is: _

1. E] the assignee of the entire right; titie, and interest: or
2. m an assignee of an undivided part interest

in the patent application/patent identified above by virtue of either.
A E] An assignment from the inventor(s) otthe patent application/patent identified above. The assrgnment was

recorded in the Patent and Trademark Office at Reel ,Frame ___._____. or for whicha copy thereoi isattached.

OR

B. E A chain oi titie trom the inventor(s). of the patent application/patent identified above. to the current assignee asshown below:

1. From: Inventors To: KinetzechI Inc; .
The document was recorded in the United States Patent and Trademark Office at
Reel 012313. Frame 0446. or for'whlch a copy thereof is attached.

 2. From: Kinetech lug, To:Digital 1&5"54 Inc,
The document was recorded‘In the United States Patent and Trademark Othce at
Reel 013306 Frame 0790, or for which a copy thereof'Is attached

  
  

 
  
 

  

3, From: Digital island inc, To:Cable 8. Wreless iniemet Services, Inc (Name change)
The document was recorded‘In the United States Patent and Trademark Office at I

Reel __, Frame ________. or for which a copy thereof is attached.

Cl Additional documents in the chain of titie are listed on a supplemental sheet.

 
 1% Copies oi assignments or other dowm‘ents in the chain of title are attached

[NOTE A separate copy (Le. the originalassignment document or a true copy of the original document)
must be submitted to Assignment DivisionIn accordance with 37 CFR Part 3. if the assignmentis to be

. recorded in the records at the USPTO. _S__ee MPEP 302.8]

  
 

The undersigned (whose title is supplied below)Is empowered to sign this s

5 237 a 3
ate  

  
  

Signature

'57:; 1 g Lea/h.”
Typed or printed name

{C’Ha/ (I: d/r7l’4' (”’49/
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I‘éent By': VKinetech Inc.; ' 630 299 7608 ; .a .dyiA-ia-Oa ‘OSAM; Page. 4/4

PTO/$13196 (08-00) ‘
Approved tor use through 10/311200; 0MB 0651-0031

. _ ‘ U‘St Patent and Trademark 011K»: U5. DEPARTMENT CF COMMERCE
Under the Puwworkfiadudmwt ot1995.mpemcm stewnammmamwfimm IdWavafidOMBomimt number.

STATEMENT UNDER 37 CFR 3.73m
AppticanthalentOwners: Kinecech. inc. and ‘at a r

  

  
 

 

 
 

  
 

    
 

Application NolPatent No; 093987 . 723 Filed/Issue Date: November. 15. I200]

Entitledi Identifying: Data in a Data Processing fixatem .

Kin'etech, 'Inc. ' ,-a communion '
, (Name oMsxiuneo) . (Type ui Assigned. 9.9.. corporation, partnership. unmrslty, gin/eminent agency, etc.)

  

 
states that it is:

 
 

1. [:1 the assignee of the entire n'ghhtitle. and interest; or

2. M an aseigneeof en undivided pert interest
 
  in the patent applicationlpatont identified above by virtue of either:  

 ASE An assignment from the inuentor(s) oi the patent application/patent identified above. The assignment was
recorded in the Patent and Trademark Office at Root 01231;. Frame 0446. or (or which a copy thereof isattached. ' ' -  
 'OR

  B. D Admin at title from the inventor(s). oi the patent application/patent identified abm're, to the current assignee asshown below. ‘ 

  . 1.From:l 4 . . . To: V ‘ ..
The document was recorded in the United States Patent and Trademark Office at
Reel , Frame . or tor which a copy theme! is attached.

 

  
  

  

 

  
2. From: ' To: . . 4

The document was recorded In the United States Patent and Trademark Difice at ~
Reel . Frame . or for which a copy thereof is_ attached. ‘  
 
 

3. From: . . To: - ,
The document was recorded in the United States Patent and Trademark Office at

Reel . Frame . or for which a copy thereof is attached. '

  

   

  E] Additional documents in the chain of title ere listed on a supplemental sheet

 
 

E Copies 01 assignments or other documents in the chain of title are attached.
, [NOTE A separate copy (i.e.. the original assignment document or a true copy of the original dochent)

must be submitted to Assignment Division in accordance with 37 CFR Part 3, it the assignment is to be
recorded in the records of the USPTO. §£€ MPEP 302.8]

 

  
 . The undersigned (whose title is’ supplied hetoiw) is empowered to sign this fitatement on behalf 0! the assigned.
  ‘ ‘3' " ‘V L-'—:‘:==...

te - Signature

W244.
Typed or printed name

Ming ijcfE—FrOfi/«rj -Tltle‘
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Attorney Docket No. 40055-0008

IN THE UNITED STATES PATENT AND TRADEMARK OFFICE

In re Application of:
David A. FARBER et al.

Application No: Unassigned Art Unit: Unassigned

Filed: Concurrently Herewith Examiner: Unassigned

Title: IDENTIFYING DATA IN A DATA PROCESSING SYSTEM

PRELIMINARY AMENDMENT

Commissioner for Patents

PO. Box 1450

Alexandria, VA 22313—1450

Sir:

Prior to examination, please amend the above—identified Application as set forth in the

Amendments below.
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U.S. Serial No: Unassigned Attorney Docket No: 400550008
Inventor: David A. FARBER et a].

In The Specification:

Page 1, following the title, please insert the following:

—-This application is divisional of US. Application No. 09/987,723, filed November 15,

2001, which is a continuation of US. Application No. 09/283,160, filed April 1, 1999, issued as US.

Patent No. 6,415,280, which is a continuation ofUS. Application No. 08/960,079, filed October 24,

1997, issued as US. Patent No. 5,978,791, which is a continuation of US. Application No.

08/425,160, filed April 11, 1995, now abandoned. The entire contents of each of the above—

identified applications are hereby incorporated by reference--
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U.S. Serial No: Unassigned Attorney Docket No: 400550008
Inventor: David A. FARBER et al.

In The Claims:

Claims 1—45 (Cancelled).

46. (Original) A method of eliminating a data item at a given location in a data

processing system when said data item can be obtained from another location in the system, the

method comprising the steps of:

determining a substantially unique identifier for the data, said identifier depending on

all of the data in the data item and only on the data in the data item;

making and maintaining a source association between the data identifier and at least

one location at which said data item is known to be present; and

based on said source association, if said data item is present at said other location,

removing the data item from the given location.

47. (Original) A method of deleting a data item from a location in a data processing

system, the method comprising the steps of:

for each of a plurality of data items in the system:

determining a substantially unique identifier for the data, said identifier depending on

all of the data in the data item and only on the data in the data item; and

making and maintaining, an association between each of the data items and the unique

identifier of the data items; and

for a given data item:

determining a substantially unique identifier for the data, said identifier depending on

all of the data in the data item and only on the data in the data item; and

determining whether a contextual identifier or a compound data item or a remote

processor in the system refers to the unique identifier of the data item, and based on said

determining, deleting said data item and its association if no other contextual identifier or compound

data item or remote processor refers to said data item.
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U.S. Serial No: Unassigned Attorney Docket No: 40055—0008
Inventor: David A. FARBER et a1.

48. (Original) The method of claim 47, wherein said determining is based on a use count for

the data item, and wherein said data item is deleted only if said use count indicates that no other

contextual identifier or compound data item or remote processor in the system refers to the data item.

49. (Original) A method of substantially synchronizing data items at a client location in a

data processing system after a period of independent changes on the client and another location in the

system, given a context, the method comprising the steps of:

making and maintaining a list of changes to the context association between each

context name of a data item and the identifier of said data item, in the given context and during the

period of independent change;

obtaining the list of changes from the other location for the given context; and,

for each context name in the list of changes

updating the context identifier associations at the client whenever it is

determined that the context association of the given context name changed either only at the Client or

only at the other location during the period if independent changes; and

performing a conflict—resolution task such as notifying an operator of the client

location, Whenever it is determined that the context association changed at both the client and the

other location.

Claims 50~53 (Cancelled).
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U.S. Serial No: Unassigned Attorney Docket No: 40055—0008
Inventor: David A. FARBER et a1.

REMARKS

Applicants respectfully request that the foregoing amendments be made before examination

of the present application. A first office action on the merits is awaited.

Respectfully submitted,

 

 

Dated: \@ [2/‘% 2003 By: \
Brian Siritzky

Registration No: 37, 7
HELLER EHRMAN WHITE Customer Number 26633

and McAULIFFE LLP

1666 K Street, N.W., Suite 300

Washington, DC. 20006

Telephone (202) 912-2000

Facsimile (202) 912—2020
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