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TCP/IP According to Micrasot: Transmission Coniro}
Pretocol/Internat Protoco! (T CP/IP) Is a networking protoca!
that provides communication across interccnnected net-
Works, between computers with diverse harcware architec-
tures and various operating systams. TCP (Transmission
Control Protoco!) and P {Internet Protocal) are enly two pro-
tocols in the family of Intarnet protecols, Over time, however,
TCP/P" has been used In industry to denota the family of
common internet protocols. The Infarnet protacols ara a resuit
of a Defense Advanced Research Projects Agency {DARPA)
fasearch project on network intsrconnection In the late 1970s.
It was mandated or: all United States defense lang-haul net-
works in 1963 hit was not widely accepted until the integra-
tion with 4.2 BSD (Berkeley Softwars Distribution) UNIX. The
popularity of TCPAP (Harry's note: it's fie interngts nelwork-
ing pratocol} is based on:
* Robust client-server framework. TCP/IP is an excellent
client-server appiication patform, especially in wide-area
network (WAN). environmants,
* Information sharing. Thousands of academic, dsfense, soi-
entific, and commercial organizations share data, electronic
malt and services on the connected Internet using TCPAP
* General avallabilly. implsmentations of TCPAP are available
o nearly svery popular compiter operating system. Source
code is widely avaflable for many Implemantations. Additianaliy,
bridge, router and network analyzer vendors all offer suppart for
the TCP/AP protocol famly within their products,
TCP/AP [s the most complete and accepted networking proto-
co! available. Virtually all moder; cperating systems offer
TCPAP support, and most Iarge networks rely on TCPAP for
all thelr nelwork traffic, Microsoit TGPAP provides cross-plat-
form connectivity and a client-server devalopment framework
thal many soffware vendors and Corporate developers are
tsing to deveiop distributed and clieni-server applications n
hetercgensous enterprise networks over TCP/IP
How TCP Works: TCP is a reliable, connection-orlentsd pro-
tocol. Connection-oriented implies that TCP first estabiishes
aconnection hetweer: the-two systems that infend to exchange
data. Since most networks are built on shared media (for
example, several systems sharing the same cabling), 1t is nec-
8ssary to break chunks of data into manageabls pieces so that
1o two communicating computers menopalize the notworl
These pieces are called packets, When an application sends a
message to TCP for transmilssion, TCP bresks the message
Into packets, sized appropriately for the network, and ssnds
them over the natwork,
Because a single message is often broken intc many packets,
TCP marks these packets with sequence numbers before send-
Ing them, The sequence numbers allow the receiving system
{o properly reassemble the packets Into the original message.
Baing able to reassembie the original message Is not enough,
the accuracy of the data must a'so bo verified. TCP does this
Dy computing a checksum, A checksum is a simple mathe-
matical computdtion applied, by the sender, to the datz con-
tained in the TCP packet, The fecipient then does the same cal-
culation on the received data and compares the result with the
checksum that the sender compated. If the rasults match, the
recipient sands an acknowledgment (ACK). ¥ the results dg

816

Neader 18 at the beginning of the packet
other “conrol” information for TP
How IP Works: {P is the messenger protog
pretocol, much simpler than TCR, basig
sends packets. IP reiies on threg Dieces of
You provide, to receive and daljver packy
adcress, subnet mask, and defayt Qatswa
The IP address identifies your system on t
IP addresses are 32-bit addresses that are
a network. They are generaliy representeg
netation, which separates fhe four bytes ¢
perieds. An IP address looks ke this: 102
Although an P addrass s a single value, it
pieces of Information: (a.) Your system’s
Your system's hest (or system) ID.
The subnet mask, alsa representad In ¢ol
tion, is used fo extract these fwo values fror
The value of the subnef mask is dietermined
work 1D bits of the IP address to anes and
2ercs. The result aliows TCP/IP to determing
work IDs of the local workstation. Hera's haov
[P address. For exampis:
Vithen the IP address is 102.54.94.97 (spec
And the subnat mask /s 255.255.0.0 (specil
The nstwork 1D is 102.54 (1P address and st
And ¢he host ID is 94.97 (iP address and 5.
OK, the above was Microsofts definition. He
which covers some areas Microsoft coesnt
protacols developed by the Department of De
similar computers across many kinds of nat
unreifable ones and ones connected to ¢
TCP/IP is the protaco! used on the [niemet.
the glue that binds the Infernet. Developed in
U.S. Department of Defense’s Advanced R
Agency {DARPA) as a military standard pro
ance of multi vendor connectivity has made |
commercial users as weli, who have a
Censequently, TCPAP now is supporied by
turers of minicomputers, personai compute
technical workstations and data commnicat
It is also the protocol commorily used over
LANS (as well as X.25) networks, !t has bean i
averyihing from PC LANS to minis and mainfi
TCPAP currently divides networking fanctioi
four layers: ‘
ANetwork Interface Layer that corresponds iofl
and Data Link Layers. This layer manages the &
between a device and the network to which 1
routes data between devices or the same netwt
An Internet ayer which corresponds to the 03
The Internet Protacal (IP) subset of the TCPA
this iaysr. IP provides the addressing nacded t
o forward packets across a multiple LAN inl
IEEE, terms, it provides connectionless dala
which means it attempts to deliver every pack
provision for retransmitting lost or damage!
leaves such error correction, H required, to hig
tacols, such as TCP.
IP addresses are 32 bits in length and fave |
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