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NOTICE

This document is disseminated under the sponsorship of the U.S.
Department of Transpoftation in the interest of information exchange. The
United States Government assumes no liability for the contents or use
thereof. The United States Government does not endorse products or
manufacturers. Trade or manufacturer's names appear herein solely
because they are considered essential to the objective of this report. This
document does not constitute FAA certification policy. Consult your local
FAA aircraft certification office as to its use.

This repoft is available at the Federal Aviation Administration William J
Hughes Technical Center's Full-Text Technical Reports page
actlibrary.act.faa.gov in Adobe Acrobat portable document format (PDF).
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