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And, you know, this -- this -- in some ways,
it's like a child for me where I was involved in the
original conception and development of it. And the fact

that I became convinced that we actually had an
opportunity here to make a business and help people with

this technology, and that was exciting to me.

Q. What is your position at VirnetX?

A, I'm the Chief Science Officer.

Q. What are your responsibilities?

A, I'm -—— I'm responsible for the design,

directing the development, and I do a lot of the
development on the -- on the Gabriel product.
Q. And tell us again, what stage of development

is your Gabriel product in?

A. It's at the beta stage.

Q. Are you continuing to develop it?

A. Yes, sir.

Q. But, Dr. Short, do you believe that your

Gabriel product can be successful in internet
applications i1f Microsoft continues to infringe vyour
patent?

MR. BOBROW: I need to object. It
assumes that Microsoft, again, 1s infringing.

THE COURT: Overruled.

A. Can you repeat the question, sir?
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Q. (By Mr. Cawley) Yes, sir.

Do you believe that your Gabriel product can
be successful in internet applications if Microsoft
continues to infringe your patent?

A. No, sir.

Q. Why not?

A. I don't believe that -- that -- number one, I
don't believe we can compete with them, if they decide
to compete head-to-head with us.

The other is, I think it's going to be
difficult, if not impossible, to team with other
companies who have to invest in this effort when they
see the potential of having to compete against
Microsoft.

Q. And finally, Dr. Short, in -- in developing
products such as Gabriel, did you try to avoid
infringing others' patents?

A, Yes, sir. We were really careful. If it
comes to our attention that we need to license software
and we need to license the capability, we do that.

Q. Thank you, Dr. Short.

MR. CAWLEY: I'll pass the witness.
THE COURT: 211 right. Cross—exam.
MR. BOBROW: Thank vou, Your Honor.

Your Honor, may I approach the witness
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with a notebook?
THE COURT: Yes, you may.
THE WITNESS: Excuse me.
CROSS—-EXAMINATION
BY MR. BOBROW:

Q. Dr. Short, good morning.

A, Good morning.

Q. My name is Jerry Bobrow. I represent
Microsoft. I have some guestions for you this morning.

And I wanted to start, if I might, with some
questions about what you believe that you invented, and
I want to then take you back to around the year 2000
when you filed your patent applications, okay?

A, Okay. Yes, sir.

Q. So I believe that your first patent was filed
in February of 2000, correct?

A. Yes, sir.

Q. Now, certainly by that time, there were a
number of technologies that were already 1in existence
for securing communications over the internet; is that
fair?

A. Yes, sir.

Q. One of those technologies -- and you alluded
to it a little bit -- 1is the technology that was called
https, correct?
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A. Yes, sir.

Q. And you've already told us, if we can keep all
of these letters straight, what https stood for. And I
think you said it was something like hypertext transfer

protocol secure; is that right?

A, I believe that's right. I may not be exactly
right.

Q. All right. And if I understand what you're
saying, before your patents were filed, users of the

internet, like the people in this courtroom, 1f they are
at home or what-have-you, that they could use https to

set up a secure connection on the internet; is that

right?

A. Yes, sir.

Q. And one of the things that you could do to set
up a secure connection on the internet before the year

2000, before you filed your patents, was you could be at
your, say, home computer and you could type in something
called a domain name; is that right?

A. Yes, sir.

Q. So I could have a web browser opening like
Internet Explorer; I could type in www.amazon.com; and
that would take me to a website, right?

A. Yes, sir.

Q. And with https, what I could do is type in
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https:\\www.amazon.com, and that would take me to a
secure page at Amazon, correct?
A, Yes, sir.
Q. And then I could conduct e-commerce. I could

buy a book; I could buy whatever product that was being

sold at Amazon, right?

A. Yes, sir.

Q. And I could do that securely, correct?
A. That's correct.

Q. The credit card information, any other

information I needed to enter that was private to me
would be secure over the internet from my computer to
Amazon, because it was encrypted, right?

A, That's correct, yes, sir.

Q. And part of that connection, and one of the
issues I wanted to ask you about, is that when I'm at
home, to create that secure connection, all I have to do
is type in https www.amazon.com and hit enter, and that
connection was automatically created, right?

A. Yes, sir.

Q. And not just the connection but the secure
connection was automatically created, right?

A. Yes, 1t was.

Q. Users didn't have to do anything else,

correct?
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A. That's correct.

Q. So from the user's standpoint before 2000,
what I could do was type in what's called the domain
name, hit enter, and have a secure, encrypted
connection, right?

A. That's correct.

Q. And the technology doing that connection was
something called SSL, right?

A, I believe that's correct, yes, sir.

Q. Secure socket layer, SSL; 1s that right?

A. Yes, sir.

Q. And all of that, from the user's perspective,
was easy, wasn't 1it?

A. Yes, sir.

Q. It was fast?

A. Yes, sir.

Q. And it was, from the user's standpoint, fast,
easy, and efficient and, frankly, user-friendly, wasn't
it?

A. Yes, 1t was.

Q. And that whole system, https, that's not
something that you invented or Mr. Munger invented or
any of your co-inventors invented, 1s 1t?

A. That's correct.

Q. Now, if we might, I'd like to pull up from
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that explanation you gave. Remember, you used some
animations and some PowerPoints and the 1like?

MR. BOBROW: If we could pull up one of
them.

Right. I think we need to dim the
lights. I don't think we can see that.

Thank you wvery much.

Q. (By Mr. Bobrow) Now, Dr. Short, this is a
still image from the presentation you gave in response
to Plaintiff's counsel earlier today; is that right?

A. Yes, sir.

Q. And I want to make sure I understand the
various elements of this, okay?

A. Yes.

Q. So if I've got this right, up in the upper

left corner, I have what you're calling a remote user,

right?
A. Yes, sir.
Q. The remote user, I think you even said it

might be somebody at home, may be somebody at an
airport, may be somebody at a hotel; this is somebody

who 1s remote, correct?

A. Yes, sir.
Q. Seeking access to the internet, right?
A, Yes.
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Q. And that remote user may —-- in this example
that yvou've illustrated, the idea here is that that
remote user could use https to get to Acme, right?

A. Yes, sir.

Q. And I think what you're showing us and what
you told us earlier is that on the internet what you do
to communicate is you don't use physical envelopes, of

course, but you use something that you call packets,

right?

A. Yes, sir.

Q. And I think what you were saying was that an
envelope and a packet were kind of similar in that they

will have information on the outside of them, and they
will have information on the inside of them, right?

A. Yes.

Q. When you were describing here how the https
system works, what you were saying, I think, is that
there's a source address and a destination address on
the outside of the packet, right?

A. Yes, sir.

Q. And on the inside of the packet is the
content, right? The payload it's sometimes called, I
think, right?

A. Yes, sir.

Q. And what you're showing there is that the
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https system would encrypt or scramble up the inner
content of the packet, right?

A. Yes, sir.

Q. But the outer parts of the packet, the source
address and the computer that was sending the message
and the destination address of the computer that would
receive the message, would be visible, correct?

A. Yes, sir.

Q. So if there was a hacker of the type you
described earlier, somebody who, unfortunately in this
day and age, may be pulling information off the
internet -- that hacker would be able to see the source
address and the destination address, right?

A. That's correct.

Q. And as a result of that, it would know which
two computers were communicating with each other,
correct?

A. Yes, sir.

Q. All right. Now, I understand from what you
said that this automated system —-- this easy automated
system called https is something you didn't invent,
right?

A. That's correct.

Q. There were a number of other elements involved

in internet communication, secured internet
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communication you didn't invent either, right?

A. I'm sure that's correct.

Q. The whole domain name system is something that
you didn't invent, is 1it?

A, No, sir, we did not.

Q. The use of domain names was something you
didn't invent, correct?

A. That's correct.

Q. Encryption is something that you didn't invent
in these patents, correct?

A, That is correct.

Q. And another thing that you didn't invent
related to secure communication were the actual VPNs
themselves, correct?

A. That's correct.

Q. VPNs were already known prior to 2000 when you
filed the patents, right?

A. Yes, sir.

Q. And they were known before September 1999 when

you had the train ride that you described earlier,
correct?

A. That's correct.

Q. By September of 1999, there were a number of
different kinds of VPNs, weren't there?

A, I believe that's correct, yes, sir.
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Q. One of them that yvou described and spent some
time over there, when you were marking up on those
large, white boards, that was a VPN that was called an
IP SEC tunnel-mode VPN, right?

A. Yes, sir.

Q. A1l right. That was one VPN that was out
there at the time prior to the filing of your patents
and prior to the time that yvou had the idea that led to

your patents, correct?

A. That's correct.

Q. But that wasn't the only one, was 1t?

A, That's correct. Yes, sir.

Q. There was also something that was available

before those times that was called a PPTP VPN, PPTP VPN,

right?
A, I understand that's true, yes, sir.
Q. And a PPTP VPN, and I think -- you were here

for the opening statements, right?

A, I was, yes, sir.

Q. And so you heard something about PPTP VPNs in
that context, right?

A. Yes, sir.

Q. All right. But that 1is your understanding
that was a VPN that was available before the year 200072

A, That's what I understand, ves, sir.
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Q. And there was also a VPN that was called an
L2TP, if I can just keep with the alphabet soup, an L2TP
VPN that was also available before the time you filed
your patents, right?

A, I'm not sure I'm familiar with L2TP. It
sounds familiar, but I can't answer yes or no on that.

Q. Well, you mentioned that you did some research
before the time that vyour patent was filed, right?

A, Yes, we did.

Q. You're not claiming your research in this
field was comprehensive, was 1it?

A, Probably not, no, sir.

Q. So you're not saying there that L2TP didn't
exist; you're just saying you don't know either way; is
that right?

A. That's correct.

Q. Now, when you were talking about the IP tunnel
VPN earlier and you had all the boards up over there,
that was not saying how to configure a PPTP VPN, was it?

A. No, sir.

Q. None of those steps, none of those pages of
bullet points and numbered paragraphs, none of that had
to do with how you configure a PPTP VPN, right?

A, Yes, sir; that is true.

Q. And none of those steps that you described in
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that long list of boards that we went through, describe
the steps for how to implement an L2TP VPN, correct?

A, Well, I don't know how to configure it, so I
don't know i1if any of those are relevant or not.

Q. But what the document described and what you
said was that those were the steps for an IP SEC
tunnel-mode VPN, not for any other VPN, right?

A, Yes, sir, that's true.

Q. Now, I'd like to pull up, if we might, another
graphic that you used as part of your explanation of
this process.

And I think, if I was listening and paying
attention to what you were saying -- I was certainly
doing my best, and I hope I didn't get it wrong —-- so
tell me, I believe this is a graphic of what you were
describing as a basic VPN.

Did I get that right?

A, Yes. This was an example, sir.

Q. I understand.

And I -- I'm just trying to make sure that I'm

not confusing this image with an https image.
So this is a VPN, right?
A. Yes.
Q. Okay. Thank you very much.

And what you've depicted here is a very
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typical situation where, even before 2000, a user would
want to use a VPN, correct?

A. That's correct.

Q. And what you're depicting here is, once again,
the remote user up in the upper left-hand corner, okay?
Is that right?

A. Yes, sir.

Q. And, again, this could be someone who's
seeking what's called remote access, right?

A. Yes, sir.

Q. All right. So this person has a computer at
the airport, at a hotel, maybe at home, one of those
types of places where you're seeking remote access.

And what you're trying to get to by the remote access 1is
you're trying to get —-- for information, you're trying
to access information back at your company, right?

A. Yes, sir.

Q. So you want to get those resources that are at

your company, but you're remote from your company,

right?

A, Yes. Or send information.

Q. And so I think what you're depicting here 1is
that here's this remote user. He or she is away from

the Acme Company and wants to set up a VPN back into the

Acme Company, correct?
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A. Yes, sir.

Q. Now, with the scenario that's painted here
with the remote user seeking remote access, that
scenario, the common scenario for using a VPN, has
absolutely nothing to do with the VPN configuration that
you talked about with all those big poster boards when

you were describing an IP SEC tunnel VPN, correct?

A. Can you repeat the guestion, please?

Q. I will. Sure.

A. Thank vyou.

Q. This scenario of creating a VPN by a remote

access user has nothing to do with the VPN that you were
describing when you were using those —-- the white poster
boards and the red ink and you were going through the

steps to create that IP SEC tunnel VPN, correct?

A, I don't know 1if that's true or not, sir.
Q. A1l right. Well, you certainly read -- and if
we can put it up -- Exhibit PX983.
Now, sir, I don't have those boards. Maybe

they're over there, but what I'm showing you on that
screen 1s an image of the document that you walked
everybody in the courtroom through, to show all the
different steps that are involved in creating an IP SEC
tunnel VPN, right?

A. Yes, sir.
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Q. With Windows 2000, right?
A. Yes, sir.
Q. All right. Now, this document is a Microsoft

document, as you said, right?

A. Yes, sir.

Q. When was the first time you read this
document?

A, I've never seen this document. An earlier
version of this document, back in the 2000 timeframe.

Q. So not this version of it but an earlier

version from 20007

A. Yes, sir. I believe this is a revised
version.

Q. And that version back then and this version
now we're describing, again, this IP SEC tunnel-mode,

right?

A. Yes, sir.

Q. Now, what I'd like you to do -- I'd like to
direct your attention to the text that is underneath --

it's about the middle of the page, and there's a
paragraph that begins: Windows 2000 IP SEC tunneling.
MR. BOBROW: Let's see how big we can
make that.
Can you make that any bigger, Chris?

Thank vyou.

Petitioner Apple Inc. - Exhibit 1028, p. 1116




10

11

12

13

14

15

16

17

18

19

20

21

22

23

24

25

Case 6:07-cv-00080-LED Document 390 Filed 04/05/10 Page 103 of 131

103

Q. (By Mr. Bobrow) So the first page of this
document 1s not a page that you marked up for the
ladies of the jury, correct?

A. Yes, sir.

Q. All right. But you did read this page to
yourself, either back in 2000 or recently, right?

A, I'm sure I did, vyes, sir.

Q. What this paragraph says at the start is that

Windows 2000, the IP SEC tunneling is not supported for
client remote access VPN use.
You see what I'm referring to there, right?
A. Yes. Yes, sir, because the NRFCs don't
provide the access solution.
Q. Right.
So what this is saying to people who are
reading the Microsoft information is that the IP SEC
tunneling mode with Windows 2000 is not for use in the

remote access VPN scenario, correct?

A, Yes, sir. Those two aren't.
Q. What it's saying instead is, don't use that
remote —-- don't use that IP SEC tunnel-mode VPN.

What this document says, does it not, 1is use a
different VPN, correct?
A. Yes, sir.

Q. What it says to do is, instead of using the IP
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SEC tunnel-mode VPN that you showed on these boards, is
that instead to use an L2TP VPN, right?

A. Yes, sir.

Q. And what it adds is that there were several
companies, including Microsoft and Cisco, who
specifically developed the L2PT VPN for the purpose of
providing client remote—-access VPN connections, right?

A. Yes, sir.

Q. So what this document is saying is, forget the
IP SEC VPN. Use the L2PT VPN when you want to have
remote access of the type that you were describing in
your graphics.

When you want to do that, use the L2PT VPN,
correct?

A. Yes, sir.

Q. And one of the things that it further adds is
that in Windows 2000, it says that client remote-access
VPN connections are protected using an automatically
generated IP SEC policy, correct?

A. Yes, sir.

Q. So the user isn't creating that policy. That
policy is automatically created, right?

A. Yes, sir.

Q. Now, I noticed that as you were going through

all of the steps describing the IP SEC tunnel VPN, I
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wanted to through with you some of the other VPNs that
were around at that time just so that we're all clear

about what you were trying to demonstrate to us.

And —-- and there was one technology that's
been discussed —-- you were here for at least part of it,
because it was in the opening -- was a technology that

was called Aventail.
Does that name ring a bell?

A, Yes, sir. Yes, sir.

Q. Now, that lengthy protocol of steps that you
went through with all these pages for IP SEC tunnel
mode, that was not describing how Aventail works, was
it?

A, No -- not to my knowledge, sir. No.

Q. To your knowledge, Aventail did not use an IP
SEC VPN, right?

A. I don't know one way or the other, sir.

Q. And so as far as you know, Aventail didn't use

that technology, correct?

A, That's correct, sir.
Q. Now, I'd like you in your book, or you can
simply look on the screen -- I want to direct your

attention to Defendant's Exhibit 3121.
Now, I know you said you did some research

back in the day when you were looking to secure
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information, and you were looking at different VPN
technologies, correct?

A. Yes, sir.
Q. And you certainly had done enough research to

have seen a prior version of this Windows 2000 exhibit
that we just looked at a moment ago, right?

A. Yes, sir.

Q. All right. So one of the things I wanted to
find out, Dr. Short, was, I put in front of you this
exhibit, which is called Microsoft Windows NT Server
Operating System, a white paper, and then underneath it
says Microsoft Virtual Private Networking Using
Point-to-Point Tunneling Protocol for Low-Cost, Secure,
Remote Access Across the Internet.

Do you see that?
A. Yes, sir.
Q. All right. And if you would turn the page —--
MR. BOBROW: This is going to be hard
for, I think, everybody to read, so could you blow that
up, Chris? How do you like that for a copyright page?
Why don't we take a 1look, though, and
blow that up if we can.

Q. (By Mr. Bobrow) And vyou'll see in the very

upper left, that this document bears a copyright date of

1996.
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Do you see that?
A. Yes, sir.
Q. And if you go to the next page, there was some

information available to folks to look at about PPTP

VPNs.
Do you see what I'm referring to?
A. Yes, sir.
Q. And in the upper left corner, it talks about
virtual private networking, right?

A. Yes, sir.

Q. And it mentions the point-to-point tunneling
protocol or PPTP, right?

A. Yes, sir.

Q. And you understand that back in this time in
1996, that was a technology that Microsoft was working
on, PPTP VPN.

A. Yes, sir.

Q. And what this manual is telling people is that
those PPTP VPNs were for remote users, if you look in
the third line, right?

A. Yes, sir.

Q. This technology was about allowing remote
users to connect securely using a VPN, right?

A. Yes, sir.

Q. And it describes those VPN connections using
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PPTP as being easy-to-implement solutions for creating
secure and encrypted communications across the internet.

Do you see that?

A. Yes, sir.
Q. All right. Now, if I direct your attention to
Page -- and there are lots and lots of page numbers on

these documents, so forgive me.

I need to direct your attention to a page
that's called 3121.007. It's in the -- the page numbers
are in the lower right corner. 2And it will be up on the
screen, but feel free to look at it in your book, 1if you
wish.

A, This is easier, actually.

Q. All right. And I wanted to first have you
look at the top of the page where there's a figure, and
that figure is describing some VPN connection scenarios
using PPTP, correct?

A. Yes, sir.

Q. 211 right. And the scenario that is being
painted here is one where you have remote users on the
one hand trying to connect to corporate resources on the
other hand, correct?

A. Yes, sir.

Q. And what this is saying is that back in 1996,

you could use PPTP to connect remotely to corporate
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resources using a VPN, correct?

A. Yes, sir.
Q. It describes doing that lower down on the
page.
MR. BOBROW: If we could show that.
Q. (By Mr. Bobrow) This publication,
Exhibit 3121, from 1996 describes doing that as being

easy, easy implementation, correct?
A. Yes, sir.
Q. Now, if we go to Page 11, there's a —-- the

second paragraph from the top is called Making PPTP Easy

to Use.
Do you see that?
A. Yes, sir.
Q. And that, once again, is describing that it is
easy for clients and servers and for clients —-—- I'm
SOrry.
It says that ease of use has been built into
VPN from its inception for both the server and client

personal computer.
Do you see that?
A. Yes, sir.
Q. And right underneath that --
MR. BOBROW: If we can go down the page.

Q. (By Mr. Bobrow) —-- it says that setting up the
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VPN on Windows NT Server 4.0 is easy, correct?

A. Yes, sir.

Q. So certainly, Exhibit 3121 is describing and
telling people that using PPTP VPN, it was easy to make
a remote access connection securely to corporate

resources.

That's what this is saying, isn't it?
A. Yes, sir.
Q. And finally, if you go to Page 3121.013,
Page 13 —--
MR. BOBROW: If we can highlight the
bottom paragraph.

Q. (By Mr. Bobrow) -- this is, once again,

talking about PPTP, correct?

A. Yes, sir.

Q. And creating VPN connections, correct?

A. Yes, sir.

Q. And at the bottom of this paragraph, it says

that to further simplify use, both the ISP connection
and the VPN connection can be set up and activated from
one easy AutoDial phone book entry.
Do you see what I'm referring to there?
A. Yes, sir.
Q. And you were here when there was some mention

of AutoDial in the courtroom, correct?
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A, Yes, I was.

Q. All right. And what this is describing is how
you can use AutoDial to easily create a VPN connection
in that remote access VPN scenario, correct?

A. Yes, sir.

Q. And I take it that you understand that this
kind of a VPN, when you're talking about remote access
and the like, that this kind of a system is using the
DNS infrastructure that was already in existence,
correct?

A, That PPTP was using the -- I don't know one
way or the other, sir.

Q. Well, let's take a look at Page 20, and you'll
see, at the bottom of that page, there's a paragraph
labeled summary.

Do you see that?

A. Yes, sir.

Q. And towards the bottom of that paragraph, in
talking about PPTP VPNs, it says that the security,
reliability, ease of use, and speed of PPTP-enabled
Windows NT servers, combined with the DNS infrastructure
provides significantly enhanced business-to-business
communications across the internet.

Do you see that?

A, Yes, sir, I see that. I see that, yes, sir.
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Q. So what this —-- so what this is saying is that
when you're using PPTP and you have remote access, that
that's taking advantage of the DNS infrastructure to

create secure communications across the internet, right?

A. Yes, sir.

Q. Okay. And that was in 1996, correct?

A. Yes, sir.

Q. That was three or maybe four years before you

filed your patent application, right?

A. That's correct.

Q. Certainly, three years before you had the idea
that led to your patent applications, correct?

A. That's correct.

Q. All right. Now, I wanted to shift subjects a
bit, and I now wanted to ask you some guestions about
the demonstration that you were kind enough to show to
us using the two computers that are over there, one
that's in front of Mr. Munger and one that is on -- that

was on that little easel or what-have-you over by the

jurors.
You know what I'm talking about, right?
A. Yes, sir.
Q. And I think what you told us was that both of

these computers in the courtroom were running what

yvou're calling the Gabriel connection software; 1is that
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right?
A, Yes, sir.
Q. And this is the software that you've been

working on for several years, right?
A. That's correct.
Q. This technology, this software includes the

patented technology that is the subject of your patents,

right?
A. Yes, sir.
Q. Now, when you ran this demonstration in the

courtroom, I trust that this was not the first time that
you used the computer that is over by Mr. Cawley right
now, was 1it?

A. No, sir.

Q. And this wasn't the first time that Mr. Munger
used the computer that's in front of him, was 1it?

A. No, sir.

Q. I assume the two of you have communicated
using these computers at various times over the last
several years, right?

A, No, sir. Those were just set up specifically
for this demonstration.

Q. Ah, okay. So —- so how o0old are those
computers? How long have you had them?

A. The one over on the easel, maybe for a month,
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and then this one, a couple of days now.

Q. Now, I trust that when you first got those
computers and you plugged them into the wall and you
pushed the power button, I assume those computers were
not ready at that time to do VPN communication, correct?

A. That's correct.

Q. You had to configure the computers in wvarious
ways to do a VPN communication even using your
invention, right?

A, Yes, sir. We had to download our software and
install it.

Q. There are things that you need to install on
the computer, aren't there?

A. That's correct.

Q. And there are things that you need to activate

on the computer, aren't there?

A. Yes, sir.

Q. And that takes time, doesn't 1it?

A. Yes, sir.

Q. So the first time that you use something like

this, and you create on your computer the various
resources, as it were, that you needed to do a VPN, that
takes time, right?

A. Yes, sir.

Q. You can't just click your fingers, click the
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mouse once when you first power up the computers, and
have your invention work; you need to do some work
behind the scenes, right?

A. Yes, sir.

Q. All right. I'd 1like vyou, if you would,
please, to take a look at Exhibit 3578. It's in your
binder.

So I will apologize in advance for the font
size. This is as big as we got it from VirnetX. And I

hope you'll recognize this if we maybe blow up the top
title, that what this document is called is the Gabriel
Connection Technology Beta Version 3 User's Guide by Vic
Larson from May of 2009.
Do I have that right?

A, Yes, sir. That's what it says.

Q. Now, Jjust to get our bearings here, if we may,
Vic Larson is actually Dr. Vic Larson, right?

A. Yes, sir.

Q. He's one of the coinventors on the patents
that are involved in this suit, right?

A. Yes, sir.

Q. And you're familiar with this document from
May of 2009, a little less than a year ago, I guess,
right?

A. Yes, sir.
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Q. This is a document that's, what, about 12
pages long?

A. Yes, sir.

Q. What this document is describing is how you
install and set up the Gabriel connection software of
the type that you demonstrated here today, correct?

A. Yes, sir.

Q. But this is just a version that existed about
a year ago. That's what this document, 3578, 1is
describing, right?

A. Yes, sir.
Q. What this document does in part —-- and let's
turn to the second page.

And if I got this right, what this is saying
is that, essentially, if you are a user of this beta --
and I think we heard earlier what a beta is, right?

It's kind of like a test where you let people
outside of the company use the software to see how well
it's working and help -- I think it's called debug it,
get the bugs out of the software?

A. Yes, sir.
Q. That's what's going on here, right?

Okay. So if I want to use this Gabriel
software in the VirnetX beta test, use the software,

I've got to go through all of these steps in order to be
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able to set up a VPN on my computer, right?

A. Yes, sir.

Q. So if I took this computer over on our desk
over here, I would have to walk through the steps in
this manual before I could do a VPN of the type that you

and Mr. Munger showed us about an hour ago, right?

A. I'm not sure you have to go through all these
steps.

Q. Well, one of the things I'd have to do if I
want to participate in a beta is, you told the folks who

were participating that they had to register, correct?

A. Yes, sir.

Q. So that's on Page 2, right?

A. Yes, sir.

Q. And if you go down to the bottom, it looks
like there's a screen where you have to type in —-- the

user has to type in all kinds of information before they
can get your beta software so that they can create a
VPN, right?

A. That's correct.

Q. User name, a first name, a last name, their
e-mail, all kinds of information has to be put into the
computer before they can use your software and connect
using a VPN, right?

A, Yes, sir. This is being put into our
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registry.

Q. Sure. And then --

A, Yes, sir. Sorry to interrupt you, sir.

Then the next page —-
MR. BOBROW: If we can go there.

Q. (By Mr. Bobrow) —-- it tells you how you
download and install the software, right?

A. Yes, sir.

Q. So before that happens, before I download the

software and install the software, there's no way that I
could use Gabriel to do a VPN connection of the type
that you and Mr. Munger showed us earlier, correct?

A. That's correct.

Q. So I've got to go through a downloading and

installing process, correct?

A. Yes.

Q. That takes time, doesn't 1t?

A. Yes, sir.

Q. Then if I go to the next page, this 1is now a

page that headed, Running the Gabriel Connector Software
for the First Time.
Do you see what I'm referring to there?
A. Yes, sir.
Q. What this is referring to, it's talking about

all kinds of issues that may come up after I download
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and install the software but attempt for the first time
to create a VPN connection using your software that
includes your invention, right?

A. Yes, sir.

Q. All right. So what this manual is telling us
about vyour Gabriel software is that it is not a
situation where I can simply power up my computer and
click and create a VPN; what I need to do is, 1in fact,
install your software, download the software and take
some steps to configure my computer so that I can
communicate, right?

A. That's correct.

Q. All right. And those steps, at least in part,
are laid out in a 12-page document that VirnetX created

to describe how that process works, 12 pages long,

right?
A, Yes, sir.
Q. Now, I'd like to shift gears and go to a

subject that I mentioned just briefly earlier and that
had to do with some software mentioned briefly here in
Court already called Aventail.
You remember hearing about that from the
opening statements, correct?
A. Yes, sir.

Q. Now, Aventail and the Aventail software, the

Petitioner Apple Inc. - Exhibit 1028, p. 1133




10

11

12

13

14

15

16

17

18

19

20

21

22

23

24

25

Case 6:07-cv-00080-LED Document 390 Filed 04/05/10 Page 120 of 131

120
first time you heard about this software was not in
opening statements, was 1t?

A. That's correct.

Q. Okay. You heard about Aventail back around
the year 2000-2001, that timeframe, didn't you?

A, Probably 2001, but I'm not sure, sir.

Q. Back at that time, Aventail was one of the
companies that was in the market trying to compete to
sell software to perform and create secure connections
on the internet, right?

A. Yes, sir.

Q. They were one of many companies out there that
were trying to compete in this market, correct?

A. Yes, sir.

Q. Along with SAIC, correct?

A. Yes, sir.

Q. Now, in the -- I think you said it was 1in the

2001 timeframe, you not only learned about Aventail, but

you also were aware of a company called ANX, weren't

you?
A. Yes, sir.
Q. ANX was an SAIC company, right?
A, I believe that's correct, yes, sir.
Q. So ANX was essentially owned by the company

that you and Mr. Munger worked for back in 2001,
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correct?

A. Yes, I —-- I believe that's correct.

Q. And what you learned back in 2001 was that
ANX, this SAIC company, wanted to try some security
software; they wanted to do a beta trial of some
software, didn't they?

A, I'm not sure if they wanted a beta or if they

were looking for a product that they could actually use,
sir.

Q. And certainly, one of the things that you were
trying to do, and I believe at the request of
Dr. Beyster from SAIC, was to try to set up a beta trial
of your software, what you were working on, would use
your invention, you wanted to set that up at ANX,

correct?

A, You're talking about our group now, sir?
Q. Your group, Ves.

A. Yes, sir.

Q. So your group, Mr. Munger, yourself,

Dr. Larson, your group at SAIC wanted to have ANX run
yvour software, right, to do these automatic VPN

connections, correct?

A, I believe there were discussions about that,
sir. I wasn't involved.
Q. Well, I wanted to ask you about that, because
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my understanding is, 1is that you actually were one of
the people who briefed ANX about the technology; isn't
that right?

A, I don't recall. It's possible.

Q. 211 right. Let me ask you to turn —-- it's not
in that book of exhibits, but if you'll close that book.
Underneath it, there's a spiral-bound volume that has
your deposition transcript.

Do you have that, sir?

A. Yes, sir.

Q. Let me ask you, please, to turn to the third
tab.

A, (Complies.)

Q. Do you have that, sir?

A. Yes, sir.

Q. All right. Please turn to Page 111, if vyou
would.

And just to remind everyone, sir, you were
deposed in this case, meaning you had your deposition
taken, right?

A, Yes, sir, that's correct.

Q. And of course, that deposition didn't happen
in a courtroom; it happened in an attorney's office; but
you were sworn to tell the truth when -- when you

testified, right?
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A, Oh, ves, sir.

Q. So it's testimony under ocath just like here
today, right?

A. Yes, sir.

Q. Now, if you'll look down at the bottom of Page
111, you'll see that there's a reference there at Line
21 down to Line 23, and it says there —-- you were asked
a question about a document that says: The straw that
broke the camel's back was the loss of the ANX beta site

as they decided to go with an Aventail solution.
Do you see that?

A. Yes, sir.

Q. And you recall, don't you, that during the
middle of 2001, essentially, SAIC decided to no longer
continue to seek commercial funding for your inventions,
right, in the middle of 200172

A. Yes, sir.

Q. All right. And so what this document 1is
saying is that the straw that broke the camel's back,

the reason for no more commercial funding, was that --

A. Yes, sir.

Q. -— Aventail got this beta site, right?

A. Yes, sir.

Q. And if you go down further, from Page 111 over
to 112, you were asked a guestion: Do you recall an
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effort by SAIC to set up a beta at ANX?
Do you see that?
A. Yes, sir.
Q. And at Page 112, your answer at Lines 2 and 3
was: I recall a briefing to the ANX program people
about VirnetX, vyeah. I recall that.

A. Yes, sir.
Q. Do you see that?
All right. So at the very least, at the very
least, what you remember was that your team provided a

briefing to —-

A. That's --

Q. --— to ANX about your inventions; is that
right?

A, Yes, sir. I do recall there was some
briefing. I don't recall being at it.

Q. I see.

And the briefing took place -- there was a
discussion about your software and technology and ANX
decided against your technology in favor of Aventail; 1is
that right?

A, Yes, sir. They —-- which I thought was the
right decision, sir.
Q. In 2001, and after you learned that ANX had

decided to go with Aventail, you learned that SAIC
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A
investment,

Q.

invested in Aventail in 2001,

I don't recall when I learned about the

Let me refresh your recollection,

If you would turn -—-

didn't you?

sir.
if I might.

and I'm sorry to have you turn to

all these books,

but turn back to that binder of

exhibits and take a look at Exhibit 3256.

yourself,
A
Q.

September
A
Q.

correct?

A.

Bob Short,

correct?

A, (Complies.)
MR. BOBROW: And if we highlight the top,
please.
Q. (By Mr. Bobrow) You can see that, essentially,
this is --
MR. BOBROW: Actually, Chris, the wrong
one. If you can highlight the wvery top. Thank vyou.
I'm sorry I wasn't clear on that.
Q. (By Mr. Bobrow) You'll see here that this is a
message from Foley to Mr. Munger and others, including

Yes, sir.
And this was an e-mail that you received on
correct?

28th, 2001,

Yes, sir.
This is about the SAIC/Aventail partnership,

Yes, sir.
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Q. And what was happening here was that somebody
was forwarding to you and others an e-mail about the
relationship and investment by SAIC in Aventail,
correct?
A, Yes, sir, it looks like that.
Q. 211 right. And what you learned and what this

document 1is saying is that SAIC and ANX were,
essentially, partnering together to provide full
extranet VPN services, correct?

That's one of the things you learned from this
e-mail, right?

A. Yes, sir.

Q. And you also learned something about Aventail
from this e-mail, correct?

A. Yes, sir.

Q. In that bottom paragraph, you learned that
Aventail provides secure and authenticated access to a
customer's critical software applications and thus makes
these applications available to business partners and
employees who are working remotely, right, working
remotely off the customer's corporate network, correct?

A. Yes, sir.

Q. You also learned from this that Aventail
provides that security by providing identity

authentication, user authorization, and encryption
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services, correct?
A. Yes, sir.
Q. You also learned that Aventail was being used
by Fortune 100 companies, correct?
A. Yes, sir.
Q. Certainly, at this time in September of 2001,

there were no Fortune 100 companies that were using your
software or your inventions, correct?

A. That's correct.

Q. And to this day, you have not licensed that
software or those patents to any Fortune 100 companies
or anyone else for that matter, correct?

A, Not exactly, sir.

Q. Well, if we put aside the SafeNet license for
which SAIC received no money, correct?

A. Yes, sir.

Q. Putting that aside, your patents have not been
licensed by any Fortune 100 companies, correct?

A, That's correct, yes, sir.

Q. Now, in the courtroom here, we observed your
demonstration of software here in 2010, the software
you've been working on since you joined VirnetX in 2007,
correct?

A. Yes, sir.

Q. Now, back in 2000 to 2001, in that timeframe,

Petitioner Apple Inc. - Exhibit 1028, p. 1141




10

11

12

13

14

15

16

17

18

19

20

21

22

23

24

25

Case 6:07-cv-00080-LED Document 390 Filed 04/05/10 Page 128 of 131

128

you also demonstrated software that embodies your
patents, that uses your patent to others, correct?

A. Yes, sir.

Q. There were any number of times that you and
your colleagues would visit someone or someone would
visit you, and what you would do is demonstrate the
software, show how it works, show the creation of the
VPN, much like we saw here, and in doing that, you were
trying to interest others in either providing funding

for you or helping you develop your inventions further

or license your —-- your patents, correct?
A. Yes, sir.
Q. And certainly, back in 2001, one of the things

that you were trying to do was provide information to a
number of government organizations to try to see whether
they were interested in providing funding for you or
using your inventions, correct?

A. Yes, sir.

Q. And so even after SAIC pulled the plug on its
commercial, that is, its effort to get private
businesses to fund your development -- and that -- that
was not successful, was it?

A. No, sir.

Q. So after SAIC decided on that, one of the

things that you did was you tried to get the government
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interested in using your inventions, right?

A, Yes, sir. If you're talking about us as a
group, that's correct, sir.

Q. One of the —-- one of the government
organizations that you tried to get interest from to use
your patented ideas was a company called —-- or an
entity, I should say, called 0SIS, 0-S-I-S; is that
right?

A, That doesn't ring a bell to me, sir, but it's
possible.

Q. 211 right. Well, why don't we take a look at
Exhibit 3347, and we'll see if that refreshes your
recollection, okay?

THE COURT: Counsel, I don't know whether
this i1s a good time, but let me just inguire how much
longer you anticipate on cross—-examination.

MR. BOBROW: I imagine perhaps another 15
to 20 minutes.

THE COURT: 211 right. I think we'll go

ahead and stop at this point then and take our noon

break. It's about ten after the hour.
So, Ladies of the Jury, we're going to
recess for lunch, and I will remind you of your

instructions not to discuss the case among yourselves or

with anyone else.
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will give you an hour and 20 minutes today.

We're going to recess until 1:30.

here at 1:30. We'll be in recess until then.

COURT SECURITY OFFICER:

(Lunch recess.)

* * * *

All rise.

That

So enjoy

your lunch, have a nice break, and we'll see you back
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CERTIFICATION

I HEREBY CERTIFY that the foregoing is a
true and correct transcript from the stenographic notes
of the proceedings in the above-entitled matter to the

best of my ability.

/s/

SUSAN SIMMONS, CSR Date
Official Court Reporter

State of Texas No.: 267

Expiration Date: 12/31/10

/s/
JUDITH WERLINGER, CSR Date
Deputy Official Court Reporter

State of Texas No.: 731

Expiration Date: 12/31/10
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IN THE UNITED STATES DISTRICT COURT
FOR THE EASTERN DISTRICT OF TEXAS

TYLER DIVISION
VIRNETX * Civil Docket No.
* 6:07-Cv-80
VS. * Tyler, Texas
*
* March 9, 2010
MICROSOFT CORPORATION * 1:30 P.M.

TRANSCRIPT OF JURY TRIAL
BEFORE THE HONORABLE JUDGE LEONARD DAVIS
UNITED STATES DISTRICT JUDGE

APPEARANCES:

FOR THE PLAINTIFFS: MR. DOUGLAS CAWLEY
MR. BRADLEY CALDWELL
MR. JASON D. CASSADY
MR. LUKE MCLEROY
McKool-Smith
300 Crescent Court
Suite 1500
Dallas, TX 75201

MR. ROBERT M. PARKER
Parker, Bunt & Ainsworth
100 East Ferguson

Suite 1114

Tyler, TX 75702

APPEARANCES CONTINUED ON NEXT PAGE:

COURT REPORTERS: MS. SUSAN SIMMONS, CSR
Ms. Judith Werlinger, CSR
Official Court Reporters
100 East Houston, Suite 125
Marshall, TX 75670
903/935-3868

(Proceedings recorded by mechanical stenography,

transcript produced on CAT system.)
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APPEARANCES CONTINUED:

FOR THE DEFENDANT:

MR. MATTHEW POWERS

MR. JARED BOBROW

MR. PAUL EHRLICH

MR. THOMAS KING

MR. ROBERT GERRITY

Weil Gotshal & Manges

201 Redwood Shores Parkway
5th Floor

Redwood City, CA 94065

MS. ELIZABETH WEISWASSER
MR. TIM DeMAST

Weil Gotshal & Manges
767 Fifth Avenue

New York, NY 10153

MR. DANIEL BOOTH

Weil Gotshal & Manges
700 Louisiana

Suite 1600

Houston, TX 77002

MR. RICHARD SAYLES

MR. MARK STRACHAN
Sayles Werbner

1201 Elm Street

4400 Renaissance Tower
Dallas, TX 75270

MR. ERIC FINDLAY

Findlay Craft

6760 01d Jacksonville Highway
Suite 101

Tyler, TX 75703

* * * *

PROCEZEDTINSGS

COURT SECURITY OFFICER: A1l rise.

A1l rise for the Jjury.

(Jury in.)

THE COURT: Please be seated.
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All right. Counsel, you may proceed.
MR. BOBROW: Thank you, Your Honor.

ROBERT D. SHORT, IITI, Ph.D., PLAINTIFF'S WITNESS,

PREVIOUSLY SWORN

CROSS-EXAMINATION (CONTINUED)

BY MR. BOBROW:

Q. Good afternoon, Mr. Short.
A. Good afternoon. Thank vyou.
Q. Welcome back.

I have just a few more questions for you on a
couple of topics, okay?

A. Yes, sir.

Q. Thank vyou.

I think where we broke for lunch was I was
asking you about some of the efforts that SAIC made
after SAIC had decided to stop trying to seek funds from
the commercial market in the summer of 2001.

Do you recall that?

A. Yes, sir.

Q. What I had asked you about was whether SAIC
had made an approach to a government agency called 0OSIS
in the summer of 2001.

Do you recall that?

A. Yes, sir.

Q. Let me please -- and I believe, sir, your
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testimony may have been -- and forgive me if I've gotten
this wrong —-- that you weren't sure whether there was
such an approach to 0SIS; is that right?

A. Yes, sir. It was not a name that rang a bell
in my head.

Q. Thank vyou.

211 right. So what I'd like you to do, then,
is take a look at the exhibit that I mentioned right
before the break, and that's Exhibit 3347.

And, sir, Exhibit 3347 should also be on the
screen in front of you. And it appears to be a
presentation from SAIC to 0OSIS dated June 6th of 2001.

Do you see that?

A. Yes, sir.

Q. Do you see, for example, that Mr. Munger's
name is listed on this presentation, right?

A. Yes, sir.

Q. And you see also that your name is listed on

this presentation as well?

A. Yes, sir.

Q. And Mr. Zimmet as well?

A, Yes, sir. I don't recall that name.
Q. All right. So in all events, you and

Mr. Munger were involved in this presentation to 0SIS,

correct?
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A, Yes, sir, 1t appears so.

Q. And does this refresh your memory that you,
indeed, were so involved?

A, Not really, but I believe that I probably was.
My name is on there.

Q. Right. And 0SIS, as you recall, was a
government agency that was involved in intelligence,
don't you?

A, I seem to recall that, ves, sir.

Q. And one of the things that you did when you
went to O0SIS in the summer of 2001 was you were trying
to interest 0SIS in your invention, right?

A. Yes, sir.

Q. You were hoping to get 0SIS to help fund the
continuing development of your invention, right?

A. Yes, sir.

Q. So one of the things that you had to do to get
them interested in your invention was to describe it to

them, right?

A. Yes, sir.

Q. And one of the things that you did on
Page 3 —-- 1f you'd take a look there, please, Page 003
at the top —-- was you wanted to let 0SIS know what the

problem was that your invention was trying to deal with,

right?
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A. Yes, sir.

Q. You told them one of the things you were
trying to address was the secure connectivity of road
warriors, right?

A. Yes, sir.

Q. People on the road trying to access corporate
resources from remote locations, correct?

A. Yes, sir.

Q. Now, what you did was you told them about the

technology you were trying to get patents on; am I

right?
A. Yes, sir.
Q. And if you take a look at Page 7 towards the

bottom, you describe a situation where you have a client
on the Wal-Mart LAN who wants to access services at
Mattel using a secure link, and you go through a series
of steps there.

Do you see what I'm referring to?

A. Yes, sir.

Q. And at the end of those steps which involve a
gatekeeper and which involve entering a domain, a secure
domain name with .scom in there into a browser, at the
end of that, you get a VPN tunnel, right?

A. Yes, sir.

Q. And essentially in those steps, you're

Petitioner Apple Inc. - Exhibit 1028, p. 1152




10

11

12

13

14

15

16

17

18

19

20

21

22

23

24

25

describing your invention, right? The invention that

brings us here into this courtroom?

A, I'm not sure if we were describing our
invention or describing the prototype that we had
developed.

Q. The prototype yvou developed to embody your
inventions, right?

A. Yes, sir.

Q. All right. One of the things that you also
did on Page 6 was you described for 0SIS -- and it's
probably a little hard to read because of the copy, but

if you look at the box all the way over to the
right-hand side, it says 280-plus patent claims pending.
Do you see that?

A. Yes, sir.

Q. So you're also telling 0OSIS that you were
getting patents on the technology you're presenting to
0SIS, correct?

A. Yes, sir.

Q. And after telling them all of this information
about your inventions, what you did, on Page 9, was you
asked 0SIS to consider doing a beta trial of your
technology, right?

A. Yes, sir.

Q. You describe on Page 9 some of the
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possibilities for a beta trial, 45 days, 10 clients,
available mid-July.

Do you see that?

A. Yes.

Q. That beta never happened with 0SIS, did it?

A. No, sir.

Q. They rejected your approach to them, didn't
they?

A. Yes, sir.

Q. Now, after June of 2001, as you had mentioned,

we all do remember those tragic events of September
11th. And those events transpired. And I think you
mentioned on direct examination that you were looking
for ways that you could help to contribute in light of
the effort that all of us needed to take to respond to
that challenge, right?

A. Yes, sir.

Q. One of the things that you and Mr. Munger
decided to try to do, in response to that challenge and
those horrible events, was to approach government
agencies to try to interest them in these inventions
that are the subject of these patents, correct?

A, That's correct, sir.

Q. You had the idea, as did Mr. Munger, that the

government at that time of 9/11 should be particularly
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interested in internet security and in protecting the
internet infrastructure that our country had come to
depend on so much, right?

A. Yes, sir.

Q. So one of the things that you did was you
approached a number of government agencies that were

involved with security and infrastructure, correct?

A, Yes, sir, we did.

Q. One of those agencies was the -- was the FAA,
right?

A. Yes.

Q. Federal Aviation Administration?

A. Yes, sir, I do recall it.

Q. Yes. And you approached the FAA, which, of

course, 1s responsible for aviation, in September of
2001, Jjust shortly after the events of September 11th,
correct?

A, I think that's correct, yes, sir.

Q. And one of the things that you recognized and
I think that 0SIS recognized is that these horrible
events could be used as an opportunity to get funding
from the federal government to further develop and
enhance the technology that you were working on as a way
to get funding so that the FAA or others could use that

technology, correct?
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A, I'm not sure I would say it that way.
We —-- we believed that maybe our technology could help
in improving security for the country.

Q. Indeed. And you learned at that time that the
federal government was anxious to spend money on

security in securing the internet, correct?

A, I believe there was an interest, ves, sir.

Q. And so why don't you take a look at Page 3525.
A. I'm sorry --

Q. I'm sorry. I said page. I meant

Exhibit 3525.
A, 3525. Yes, sir.
Q. Thank vyou.
And do you see at the bottom of that first
page that there is an e-mail from Dan Woolley to you and

Mr. Munger?

Do you see that?
A. Yes, sir.
Q. And it says must read; see highlight
paragraph.
Mr. Woolley, who was he at that time?
A. Let's see. What's the date here?
Q. September 18, 2001.
A. I don't recall what his role was. Earlier, he
was leading the effort to help commercialize.
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By September of 2001, I don't think he was
doing that, serving that role anymore. I'm not sure
what his role was at that point.

Q. Now, if you turn to the second page of this
exhibit, please.

A. Uh-huh.

Q. You'll see that there is an article that was
being forwarded to you by someone named Thomas Temin,
from Government Computer News Staff Writer, dated
September 17, 2001.

Do you see that?

A. Yes, sir.

Q. And what that tells you in the first paragraph
is that federal technology managers have jammed the
pedal to the metal on information security. The
terrorist events of September 11 have seen to that.

Do you see what I'm referring to there?

A. Let me look here.

Yes, sir.

Q. A1l right. So what this article was telling
you was that those responsible for spending money may
very well be interested in spending money on internet
security, information security, and the like, in light
of those tragic events, correct?

A. Yes, sir.
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Q. So then i1if we turn back to the prior page, the
first page, 1t appears about the middle of the page that
Mr. Munger, copying you and others, sent an e-mail to
Michael Brown at FAA.

Do you see what I'm referring to there?

A. Yes, sir.

MR. BOBROW: And, Chris, if you would
please go up above that to the text above that.

Q. (By Mr. Bobrow) It appears that Mr. Munger
sent an e-mail that discusses your IP hopping research
and also our latest work in Dynamic IP SEC VPNs.

You see what I'm referring to there?

A. Yes.

Q. And what you're referring to there is, again,
part of the work that you were doing related to the
inventions that bring us here into this courtroom,
right? The Dynamic VPNs?

A. Yes, sir. The second part of that, the
Dynamic IP SEC VPNs would be that, yes, sir.

Q. And if you look even further up the document,
there's a mention in an e-mail from Mr. Munger to FAA
and others, including yourself, from September 18th,
wherein the first line of the e-mail, it talks about
VirnetX's ISC.

Do you see that?
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A. Yes, sir.

Q. And that stands for instant secure connect?
A, I believe that's correct, yes, sir.

Q. And that's also describing your inventions,

correct?

A, Yes, sir. And that was another name we used.

Q. And despite the fact that you had this
information that the federal technology managers wanted
to spend money on internet security and information
technology, the government simply didn't fund your
effort or your invention, after you talked to the
Federal Aviation Administration; is that right?

A. That's correct.

Q. What happened after this mid-September
timeframe, as I understand it, is that your project at
SAIC basically ran out of money around October or so of
2001; is that right?

A, That's correct, yes, sir.

Q. And not much happened after October 2001 with
respect to this project until about the middle or so of
2002; 1is that right?

A, Yes, sir, that's true.

Q. Okay. Around that period of time, you were
involved in some discussions with a company called

SafeNet about taking a license to your technology; is
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that correct?

A. Yes, sir.

Q. You were one of the people, not the only
person, but one of the people that was involved in that
effort with SafeNet; is that right?

A, Yes, I was.

Q. If you would take a look at 3199, Defendant's
Exhibit 3199.

And, sir, you'll see towards the top there are

a couple of e-mails, and you are copied on the lower

one. It's talking about some SafeNet deal points.
Do you see that?
A. Yes, sir.
Q. And this is dated in April of 2003, correct?
A. 2002.
Q. Did I say '3? I apologize.
A. Yes, sir.
Q. April of 2002. Thank vou.
If you go to the last page, there are a set of
points for discussion, and it appears from these points

that someone at SAIC is describing reasons to do a deal
with SafeNet at that time, correct?

A. Yes, sir.

Q. One of them is that SafeNet had a track record

of success in internet security.
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Do you see that? That's —-

A. Yes, sir.

Q. All right. And another reason -- 1it's a
little farther down, but it's the second to last
paragraph -- another reason is -- is —-- was the simple
reason that no other company had come forward with an
offer to spend their own money on a significant
development effort, such as required to develop more
instant secure connect, or ISC technology, correct?

A. Yes, sir.

Q. So a deal was done in the middle of 2002
between SafeNet and SAIC, correct?

A, That sounds right, ves, sir.

Q. And as I understand 1t, SafeNet, under that
agreement, had an option under which it could
unilaterally terminate the license.

That's your understanding, right?

A, I believe that's correct, yes, sir.

Q. They could essentially terminate the license,
as you understood it, for any reason or no reason at
all. They could simply turn it down?

A, That's my understanding, ves, sir.

Q. Now in the process of the steps following the
entry of the license agreement, SAIC gave some

information to SafeNet, right?
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A, Yes, sir, we did.

Q. One of the things that you gave to SafeNet was
the source code for the software that used your patented
technology, right?

A, Yes, we did.

Q. They had access to the —-- essentially the
secret information that was the set of instructions for
the computer to follow in executing and implementing
your inventions, right?

A. That's correct.

Q. So they had every —-- a full and fair
opportunity to look at that code and see what they
thought of it, right?

A, Yes, sir, they did.

Q. And thereafter, after getting that code and
having an opportunity to review it, SafeNet decided to
terminate the license, right?

A. Yes, sir.

Q. They decided not to pursue your inventions,
correct?

A. That's correct.

Q. And decided to terminate the license without
payving any royalties or money whatsoever to SAIC,
correct?

A, That is correct, yes, sir.
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Q. Thank you very much, Dr. Short.

MR. BOBROW: I pass the witness.

THE COURT: All right. Redirect?

MR. CAWLEY: Thank you, Your Honor.

MR. BOBROW: And actually, Your Honor, if
I may, one housekeeping matter.

We had marked two illustrative exhibits,
which we'd simply like to enter into the record as
illustrative exhibits. These are —-

THE COURT: What are the numbers?

MR. BOBROW: Illustrative —-—- Defendant's
Illustrative Exhibit 1 and Defendant's Illustrative
Exhibit 2. Those were the https example from Dr.
Short's illustration and also the VPN illustration from
Dr. Short.

THE COURT: Any objection?

MR. CAWLEY: No, Your Honor.

THE COURT: Be admitted.

MR. BOBROW: Thank vyou.

MR. CAWLEY: And on that subject, Your
Honor, we're going to mark the boards with the red ink
on them Plaintiff's Demonstrative Exhibits 1 through 5.

THE COURT: Okay. They are admitted.

REDIRECT EXAMINATION

BY MR. CAWLEY:
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Q. Just a few questions, Dr. Short, because I
think -- I think maybe there was a little bit of
information that wasn't covered in some of the guestions
that you were just asked that it's important that we
hear to understand the rest of the story.

First of all, on Plaintiff's Exhibit 983,
those are the -- that's the Microsoft document that you
blew up on big boards and wrote on with red ink, right?

A. Yes, sir.

Q. In your view, is that document a fair example
of how people had to set up VPNs back in that timeframe,

the year 20007

A. Yes, sir.
Q. Well, we saw 1in that document that it
wasn't —-- Microsoft didn't recommend that it be used for

remote access.
What do you understand remote access 1s?
A, My understanding for a remote access is that

yvou had an average user who had their laptop or desktop

at home.
Q. So why wouldn't it be used for remote access?
A, It was just —-- it would be too hard.
Q. Okay. So that's -- basically, you testified

earlier it was too hard for average people to use, like

remote users, right?
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A. Yes, sir.

Q. What was it used for?

A, It was used primarily for connecting —-
interconnecting networks. Like if you had two offices

that were remotely located from each other and you
wanted to connect them, like you had a virtual network
between them, then yvou could set up each side and
establish a VPN between those two networks. So you
would have network engineers doing that.

Q. Okay. Then you were asked some questions
about a different way of setting up a VPN back then,
something called PPTP.

Do you remember that?

A. Yes, sir.

Q. And vou were shown some documents that seemed
to create the impression that that was easy using PPTP?

A. Yes, sir.

Q. Let's take a look at that document again,
though, Defendant's Exhibit 3121.

This is the document that Microsoft's lawyer

showed you that had easy in it, right?

A. Yes, sir.
Q. Let's look at Page 7 where that appears first,
that bold -- that's a little bit more than halfway down

the page. Right there.
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And let me read it to you: Microsoft virtual
private networks have been designed to make their
implementation easy for network administrators.

Who are network administrators?

A. Typically, these are network engineers, the
kind I was talking about.

Q. Okay. And let's go to the next place in this
document that Microsoft's lawyer pointed you to. Page
11.

I want to find the language that says that
setting up a VPN is easy. Right there: Setting up a

VPN on Windows NT Server 4.0 is easy.

Right?
A. Yes, sir.
Q. You were shown that sentence by Microsoft's
lawyer?
A. Yes, sir.
Q. Well, let's skip over the next sentence that

talks about considering a special case or use of RAS,
and let's highlight the sentence that follows that.

As a result, setting up a VPN using PPTP
involves many of the same steps an IS administrator
takes when setting up a server to accept dial-up
networking connections via RAS.

What does that tell us?

Petitioner Apple Inc. - Exhibit 1028, p. 1166




10

11

12

13

14

15

16

17

18

19

20

21

22

23

24

25

21

A, The way I read that, an IS administrator is
like a network engineer.

Q. Have yvou seen a Microsoft document that
describes those steps?

A. Yes, sir.

Q. Well, let me show you a document that

Microsoft's lawyer did not show you in your

cross—examination, even though it is one of Defendant's

exhibits. It's 3021.
What's this?
A, This 1is an instruction manual, I believe,
for —--

MR. CAWLEY: If we can highlight that
little language that says installing, configuring, et
cetera.

Q. (By Mr. Cawley) So this tells us 1it's an
instruction manual about how we're going to install,

configure, and use PPTP, right?

A. Yes, sir.
Q. So let's go to Page 4 of this Microsoft
document.

Is that an index or table of contents of the

steps that you have to follow to set up a VPN using
PPTP?

A, Yes, sir.
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Q. And many of these steps, as we can see from
the numbers in the right-hand side, those refer to page
numbers of the manual?

A. Yes, sir.

Q. So you have to go through all these steps,
many of which have multiple pages.

Is that accurate?

A. Yes, sir.

Q. You were also asked some guestions about the
demonstration you gave to the jury in Court, and that
when you got your computers, when you bought computers
so you could be able to demonstrate that to the jury,
you had to install your software.

Do you remember that?
A. Yes, sir.
Q. Well, Dr. Short, does any software have to be

installed on a computer to be used?

A. Yes, sir.

Q. It's not any good in the box, is 1it?

A. That's correct.

Q. Now, it is possible, isn't it, as many people

have done, that sometimes when you buy a computer,
someone like Dell has already installed software on it?
A. Yes, sir.

Q. But it's also the case that i1if you want to
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have some additional software, like maybe a game, like
maybe a word processor, like maybe something that helps
you take care of taxes, or whatever it is, you have to

buy that software and install it on your computer?

A. Yes, sir.

Q. That's not unusual for Gabriel, 1is 1t?

A. No, sir.

Q. And it's possible, isn't it, that if you could

find a computer-maker who was willing to do it, they
could pre—-install Gabriel on a computer that they sold
to someone and the buyer of the computer wouldn't have
to install anything?

A. That's correct.

Q. Microsoft's lawyer also showed you a section
in the manual about how to get your Gabriel software

registered, that you have to register the software?

A. Yes, sir.
Q. Why is that?
A. There are a couple of reasons. One, we were

running a beta, so we wanted to get information about
people who were doing the testing so we would know who
they were and be able to interact with them on the
results of their test.

Q. So when the user of Gabriel for the first time

is using your beta test is going to have to register the
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software, what kind of complicated information are they

going to have to enter to get it registered?

A, This is after it's installed?
Q. Yes, sir.
A, A1l -- all they'd have to do is —-- is register

their name and ask for a domain name.
Q. Once 1it's installed, once it's registered,

what does the user of your software have to do to set up

a VPN?
A, Basically what I showed in the demo, sir.
Q. Okay. Let me ask you briefly about Aventail.

Microsoft's lawyer was asking you about SAIC's decision
in evaluating what it was going to use for security for
its subsidiary, ANX, and they were looking at your
invention and they were looking at Aventail, and they
chose Aventail.

I believe the response you gave to Microsoft's
lawyer was that's true, and you thought they made the
right decision.

A, Yes, sir, I did.

Q. They didn't ask you about that, so let me.
Why do you think that SAIC made the right decision in
choosing Aventail over your invention at that time?

A, Our —-- our technology was really in the very

early beta stage at that point, and they were trying to
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put together a system to immediately service real
customers. So they needed a solid product that was
tested and of commercial quality.

So I would have made the same decision.

Q. Was your product there yet?
A. No, sir.
Q. And finally, let me ask you about SafelNet.

This is the company that entered into a license
agreement to pay 20 percent of its revenues from the
invention to the owner of the patents.
Do you remember that?
A. Yes, sir.
Q. But then they canceled that agreement before

they ever paid anything under 1t?

A. That's correct.

Q. And you understand that they did that --
why —-- why did they do that?

A, My understanding from their letter was that

they had decided at that time they did not want to put
the capital investment in it to productize it.
Q. Because what they were licensing in the

agreement was not a product, right?

A. That's correct.
Q. It was just the right to use your invention?
A. Yes, sir.
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Q. And where would they get a product?

A. They would have had to do a fair development
themselves.

Q. So they would have to spend a bunch of money
developing your idea into an invention, correct?

A. Yes, sir.

Q. And they eventually decided that they didn't

want to do that?

A. That's correct.
Q. Thank vyou.
MR. CAWLEY: I'll pass the witness, Your
Honor.
THE COURT: Any recross?
MR. BOBROW: Yes, Your Honor. Very
brief.
RECROSS-EXAMINATION
BY MR. BOBROW:

Q. Dr. Short, in response to the questions just
posed to you, you were asked some guestions about PPTP.
Do you recall that?
A. Yes, sir.
Q. You were asked some guestions about
Exhibit 3121, which is the Windows NT server white paper
that talks about PPTP.

Do you recall that?
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A.

Q.
exhibit that VirnetX's lawyer didn't ask you about on

redirect examination, all right?

A.

Q.

Yes,

Do you still have that in front of you?

Yes,

Now,

Would you please turn to Page 127

And if you look towards —--—

Yes.

Please look towards the bottom where there 1is

a reference —-

A.

A.

Q.

is a reference where it says on the client.

A.

Q.

that's written for administrators and others, the client

I'm sorry. I have the wrong document here.

3121,

217

3-1-2-1.

That'

And this 1is Page?

Please look at Page 12, if you would.

Okay.

Okay.

Do you see that?

Yes,

And unlike on the server side, which is a side

sir.

sir.

let me ask you about a page of this

please.

s what I've got.

I'll just look here.

And vyou'll see towards the bottom there

sir.
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side is talking about the side of the VPN where the
client actually enters a domain name into a computer,
hits enter, and a connection 1is created, right? That's
the side we're talking about here?

A. Yes, sir.

Q. And what this says, for PPTP from the client's

side, 1is that VPN setup in use on the client is also

easy.
That's what it says, doesn't it?
A. Yes, sir.
Q. And it says that when PPTP support is provided
by an ISP -- now, let me pause there.
An ISP is a service like —-
A. Excuse me.
Q. That's fine. Are vyou alright?
A. Yes, sir.
Q. An ISP is a company like AT&T or someone like

that that provides internet service, right?

A, Yes, sir. It's internet service provider.

Q. So what this is saying is that when PPTP
support is provided by an ISP, like AT&T, for example,
no change in setup is required to the client computer,
correct?

A. Yes, sir.

Q. The user doesn't need to do anything, because
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the ISP, like AT&T or what-have-you, has taken care of
that, right?

A. Yes, sir.

Q. And what it goes on to say 1s that in that
situation, when you're hooked up through an ISP, the VPN

support with PPTP is transparent.

A. Yes, sir.

Q. Transparent to the user, correct?

A. Yes, sir.

Q. Now, as we went through Exhibit 3021, which

VirnetX's lawyer showed you, I think he just showed you
the table of contents.
Do you recall that?
A. Yes, sir.
Q. Okay. Now, back in 1996, you had not set up a

PPTP VPN, correct?

A. No, sir.

Q. Is that correct?

A, That is correct, yes, sir.

Q. And you hadn't set one up in 1997 either,
right?

A, No, sir, we had not.

Q. Or in '98, correct?

A. That's correct.

Q. You had not set up a PPTP VPN?
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A, That 1is correct.
Q. Thank vyou.

MR. BOBROW: No further guestions. Pass
the witness.

THE COURT: Redirect?

MR. CAWLEY: Nothing further, Your Honor.

THE COURT: 211 right. Thank vyou. You
may step down.

THE WITNESS: Thank vyou, sir.

THE COURT: All right. Mr. Cawley, who
will be your next witness.

MR. CAWLEY: Your Honor, may this witness
be excused?

THE COURT: Yes, he may.

Who will be your next witness?

MR. CALDWELL: Your Honor, Plaintiff
calls its expert, Mr. Mark Jones.

THE COURT: All right. Mr. Jones.

MR. CALDWELL: May we approach the bench?

THE COURT: Yes, you may.

(Bench conference.)

MR. CALDWELL: There is a motion in
limine on the new operating system, Windows 7, and we
are not going to say Windows 7 infringes. But rather

than have the elephant in the room, while everybody's
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seen it on the Olympics, I want to ask why is that not
in your analysis, and have him say that it just came out
too late to be part of the case.

I have not discussed this with
Mr. Powers, so that's why we wanted to approach.

MR. POWERS: I think within reason, it
raises a question in the jurors' minds about why does
that mean it would be infringing, if it's not.

I think just discussing it is going to raise the
question.

THE COURT: I think the jurors —-- so
don't go into it.

MR. CALDWELL: Okay.

(Bench conference concluded.)

MR. CALDWELL: May I approach, Your
Honor?

THE COURT: Yes, you may.

MARK JONES, Ph.D., PLAINTIFF'S WITNESS, PREVIOUSLY SWORN

DIRECT EXAMINATION

BY MR. CALDWELL:

Q. Good afternoon.

A. Good afternoon, sir.

Q. Would you please introduce yourself to the
jury.

A. My name is Mark Jones, and I am a professor at
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Virginia Tech.

Q. Are you a Dr. Jones?

A. Yes, sir.

Q. A medical doctor.

A, No, not that kind. Not the kind to do you any
good.

Q. A Ph.D. like Dr. Short?

A. Yes, sir.

Q. Are you a VirnetX employee?

A. No, sir.

Q. Well, Dr. Jones, why are you here today?

A, Well, I'm here because I was able to look at a

lot of information in the case, including confidential
information, study it, and then form conclusions.

And then I'm here to explain those conclusions
to the jury today in a way that they can understand the
issues.

Q. Okay.

THE COURT: Dr. Jones, you may want to
get a little closer to the microphone. Not too close or
it will pop. But you have a soft voice, and it's a
little hard to hear vyou.

THE WITNESS: Thank vyou.

Q. (By Mr. Caldwell) Is that because we're going

to dig into the technology today?
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A.

Q.

Yes, sir.

Now, just at a very, very high level, the

30,000-foot level, what kinds of opinions are you going

to talk about today?

A.

I'm here to talk about opinions related to

infringement of the VirnetX's patents.

Q. Professor Jones, we're going to get to your
infringement opinions in detail. Your presentation is
one of the longer ones that Mr. Cawley alluded to in

opening.
But before we get into that, we need to find

out a little bit about you. So how old a man are you?

A. I'm 44 years old.

Q. Have any kids?

A. Yes, I do. I have four children.

Q. How o0ld are they?

A. They are 18, 16, 8, and §.

Q. Are the eight year olds twins?

A. No, they're two months apart. They're both
adopted.

Q. Where do you live?

A. I live in Blacksburg, Virginia.

Q. And what's in Blacksburg, Virginia?

A, Pretty much Virginia Tech.

Q. Is that a big town?
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A. No, sir.
Q. Okay. Have you always lived in Virginia?
A. I was born there, but shortly -- shortly after

that, we moved to the Dallas area.
Q. Well, where did you live when you were a

little kid when you lived in Virginia?

A, I was in the Norfolk, Virginia area where my
dad was stationed while he was in the Army. He had been
assigned to work on the space program and was designing

new nose cones for the space program.

Q. And that was in Norfolk, Virginia?
A. Yes, sir.
Q. And how long did you live in Norfolk before

you moved to Dallas?

A. Oh, I was a real little kid. Just a few
years.

Q. What took you guys to Dallas?

A, My dad had an opportunity to join the faculty
at SMU in engineering, and he took that opportunity.

Q. And did you go to high school in Dallas?
A, Yes, I did. I went to Richardson High School.
Q. And then at some point, you guys moved back to

Virginia?
A, Yes. Dallas was getting pretty big. My

parents wanted to move to a smaller town, so we moved to
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Blacksburg, Virginia.

Q. Your dad 1is a professor, and he's in
Blacksburg, and we know that the only thing there is
Virginia Tech, so did your dad become a professor at
Virginia Tech?

A, Yes, he did. He's an engineering professor,
Or was an engineering professor there.

Q. Jumping forward several years, was there ever
a time when there were two Professor Joneses in the
engineering department?

A. Yes, there was. We overlapped for about five

or six years before he retired.

Q. Did you get a bunch of misdirected mail?
A, Yes, I did.
Q. All right. Well, Professor Jones, when did

yvou first think that you might want to be a teacher?

A. Growing up watching my dad teach, and then my
mother went back to school to become a reading
specialist to help disabled -- kids that were reading
disabled, learn to read. Watching both of them, I

admired them a lot, and it was just a natural career

choice.
Q. So where did you go to college?
A, I went to Clemson University in South

Carolina.
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Q. What did you study at Clemson?
A, I studied computer science.
Q. Now, we've heard a lot about computer science,

but can you kind of tell us generally what that is?

A. That's the study of computer hardware and
software and how to use those things to solve real
problems.

Q. So when you were at Clemson studying computer
science, did you go to school full-time or did you take
a job?

A. Both, actually. I was going to school
full-time, and I had a job working for a group of
professors in an Air Force research laboratory, working
on networking together computers for the Air Force.

I also supervised dorm rooms.
Q. So going to school and working two Jjobs, how

long did it take you to get your computer science

degree?

A, It seemed like a while. It took about three
years.

Q. After that, did you keep going to school?

A, Yes, I did. I went to Duke University in

North Carolina.
Q. What did you study at Duke?

A, Again, computer science.

Petitioner Apple Inc. - Exhibit 1028, p. 1182




10

11

12

13

14

15

16

17

18

19

20

21

22

23

24

25

37

Q. And what degree did you want to get from Duke?
A A Ph.D.

Q. Did you have a job while you were at Duke?

A, Yes, I did. During -- during the summers, I

worked at NASA Langley Research Center, and actually
ended up working in the same department where my father
had worked when I was a little kid.

Q. Did people remember your dad?

A. Yeah, there were still a few people there who
had worked with him.

Q. I think we can all probably agree that NASA
has a whole bunch of really smart people.

So what did NASA want from this Ph.D. student
down at Duke?

A. This was a couple of years after the
Challenger tragedy with the space shuttle, and they were
looking at ways to analyze space vehicles and how to
make them safer.

And I was working on computer software and
computer methods for using parallel computers to analyze
those kinds of structures.

Q. You mentioned parallel computing.

What is that?

A, Well, parallel computing is basically the idea

of taking hundreds or thousands of computers, putting
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them altogether, networking them together so that you
can take all that power and apply it to a problem and

solve it more quickly.

Q. Did you do a dissertation?

A, Yes, I did, in 1990.

Q. Is that when you got your Ph.D.?

A. Yes, sir.

Q. All right. So in 1990, when you have your

Ph.D. and vyou're a newly minted Dr. Jones, did you go
straight back into the university as a professor?

A. No, sir, I did not. I wanted to get some
real-world experience, so I took a job at Argon National
Laboratory.

Q. What is Argon National Laboratories?

A, That's a government research facility, a
Department of Energy facility outside of Chicago.

Q. What sort of work did you do for Argon
National Labs?

A, Well, I was doing more of this parallel
computing work and applying it to problems, trying to
improve the —-- what we were working on, trying to
improve how the country can use energy and use it more
efficiently. And I was applying parallel computing to
those problems.

Q. So by the time you came in here to the
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courtroom, about how long had you been working on
parallel computing and related matters?

A, It goes back about 25 years at this point.

Q. Has your work in parallel computing and your
other research work involved network security?

A, Yes, sir. I've worked on multiple projects
funded by the government on computer network security.
Some of those projects have been funded by the National
Security agency, the Air Force Research Laboratories as
well as DARPA.

Q. What is DARPA?

A, DARPA is the Defense Advanced Research
Projects Agency.

Q. So you were working at Argon National Labs.
When did you decide to, hey, it's time to go fulfill
that dream of being a teacher?

A. There was an older guy that I respected a lot
who had been at Argon for a long time and went to the
University of Tennessee. And he offered me a position
to come and join him at the University of Tennessee, and
I really couldn't pass that up, and it was a lot warmer
there as well.

Q. What did you teach, then, at the University of
Tennessee?

A I taught computer science.
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Q. And then you eventually moved to Virginia
Tech?

A. Yes, sir, I did. I got an offer in 1997 to
move there, a chance to be a lot closer to my family.
And I couldn't pass that up.

Q. So did you do both research and teaching

during your Jjobs at these universities?

A, Yes, sir, I did.
Q. What has made up most of your research?
A. In one way or another, taking networks of

computers and computing devices and applying them to
solve important problems.

Q. Are there any really interesting projects
you've been working on in recent years?

A, Well, a project that I'm real excited about
that I've been working on for the last 10 years 1is
something called e-textiles.

Q. What are e-textiles?

A. Well, e-textiles is short for electronic
textiles.

Q. What are those?

A, Well, the idea there is to take computing
devices and sensors that can tell what's going on and
actually putting them together in your clothing -- and

putting a network of them in your clothing and using
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that to see what's going on in the clothing.
Q. It sounds probably a little strange to some of
us, but why -- why would yvou do something like that.

What could it be used for?

A, Well, two applications that we've worked on
that I think are important. One is to monitoring of
heart patients. Say a doctor wants to get more

information on the health of a heart patient and monitor
their heart, they can use this type of clothing to have
sensors for detecting what their heartbeat is doing over
time as well as the rest of your body so that the doctor
can better understand how healthy or unhealthy that
person is.

Q. Is that instead of laying in a hospital bed,
for instance, and just being monitored over a long
period of time?

A. Yes, sir. And you could do —-- sort of allow
someone to do this in their home or just as they're
walking around their daily activity in clothing that is
going to look and feel normal, so that they're not
self-conscious, and the Doctor can get better reads in
that case as well.

Q. Any other health missions you're working on
with your research?

A. Yes, sir. With the same e-textiles, we've
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been looking at or working with other faculty to monitor
how people walk, and especially certain elderly people
who are at risk for slip and fall and breaking a hip,
for example, which can be very painful and debilitating.
Our work has been trying to detect and prevent those
kind of falls.

Q. Do you weave some of these networks of sensors

into clothing?

A, Yes, sir, we do.
Q. Can you show us how you do that?
A. Yes, I'd like to do that.

So this i1s a picture of the electronic
computer—-automated loom that's in my lab that we use to
weave and create these e-textile fabrics. We can put in
sensors and wires as well as we put lots of regular
cotton and polyester fabrics in as well.

Q. Now, do you have an example of what the
clothing would look like?
A. Yes, sir.

So this i1s one of our prototype garments that
is used to monitor how people walk. It has networks in
it. It has lots of kind of sensors to determine how
you're walking and what you're doing.

Q. Now, I thought you said this clothing looks

normal. I can confidently say my wife would not let me
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out wearing that.
So what's up with the color scheme that we see
here?

A, Well, this is normal for Virginia Tech. This
is maroon and orange, and these are our school colors,
so I designed this in a check pattern. And I find it
very fashionable.

Q. You took Jason Cassady's burnt orange and my
Aggie maroon and combined them --

A. In a very tasteful way.

Q. -- would be a tragic piece of clothing.

Okay. Thank vyou. Thank you, Dr. Jones.
Now, do others research in that area as well?

A. Yes, sir they do. There are other groups
working on that, but I believe that we're a leader in
it. We're the first group that comes up when you search
for e-textile online.

Q. All right. Let's go back to your more general
research and teaching.

What kind of students do you teach? What
levels?

A. I teach all kinds of students from freshmen to
seniors in design classes to graduate students.

Q. Do you teach computer networking?

A, Yes. I've taught classes there specifically
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in computer networking. But at this point with the
importance of computer networks and the internet, in
every class I teach, I'm going to teach them about
networking.

Q. Professor Jones, 1s this the first time that
yvou've been retained to serve as an expert in a patent
case?

A, No, sir, it's not.

Q. Approximately how many other times have you
been retained?

A, I believe i1it's nine at this point.

Q. Now, have you always worked for the party that
owns the patent?

A. No, sir. About half the time I've worked for
the party that owns it and half the time for the other
party.

Q. Now, Professor Jones, I want to give basically
a road map to the jury of the things that we need to
cover today.

Can you help us out with that?

A, Yes. Let me put up a slide for that.
Q. What are we seeing here?
A. This is sort of an overview of what I would

like to talk about today.

First is a description of the investigation
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that I performed.
Next is really two cases within a case to talk
about there. First, I'll talk about the '135 patent,

and then I'll talk about the '180 patent.

Q. So, for example, looking at the '135 patent,
what —-- what bullets do we need to cover here?
A, I'll talk somewhat about the invention of the

'135 patent. I'll follow that with the operation of
Microsoft's products that relate to that patent, compare
the '135 patent to those products, and then examine how
Microsoft infringes those products.

Q. Are we basically going to go through what
infringes those patents?

A. Yes, sir.

Q. Then are we basically going to go through

those same topics for the '180 patent?

A. Yes, sir.
Q. Now, candidly, this looks like a lot of
information. Let me ask you, how long do you think this

is going to take?
A. I think it will take about two and a half

hours, sir.

Q. Is 1t going to be a fair amount of work?
A. Yes, 1t 1is, but I think there's a lot of
information there that -- evidence that I've examined
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that I would like for the jury to see how I reached my
opinions, what I've based my opinions on. And so I
think it's important that everyone see that.

Q. Professor Jones, I'd like you to give us a
preview of what the conclusions are going to be so we
can get in our minds or fit the pieces into the right
spot as we come to them.

So can you do that for us?

A. Yes, sir.

Q. All right. Now, what are we looking at on
this slide that's identified as the Microsoft '135
products?

A. These are the products I'm going to talk about

with infringement with respect to the '135 patent.

Q. Okay. At the top -- I was going to ask you
what -- at the top, that says operating system.
A, Yes. Windows XP and —-- are operating systems.

And on the right, the other four are client
applications. Those are Windows Message 5.X. 0Office
Communicator 2005, 2007, and 2007 R/2.

Q. Okay. And then on the lower right-hand side,
what are these on the lower right-hand side?

A. Those are four server programs. Those are
Live Communication Server 2003 and 2005, as well as

Office Communications Server 2007, and 2007 R/2.
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Q. Now, we've seen Dr. Short teach us a lot about
how the internet works and how VPNs work, and we have
sort of this graphical arrangement where we have the
user laptop computer, another in the left, and Acme

Company on the right; fair?

A. Fair.
Q. Can you tell us, for example, starting with
the operating system —-—- I know you can't see the green

dot over your head, but looking at the operating
systems, where would those be in Dr. Short's picture?
A, The operating systems would be in the proxy

server that Dr. Short talked about.

Q. Would that be on the user computer?
A. Yes, sir.
Q. What computer would be running the client

machine, these client applications?

A. That would be the user's laptop computer that
was shown in the animation.

Q. Then last, the servers like Live Communication
Server and Office Communication Server, where would
those be running?

A. Those would be back at Acme.com.

Q. Now, about the '135 patent, we heard that it
related to a system where you have a DNF proxy server

that creates a virtual private network for the user.
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Did you find that in these Microsoft products?

A, Yes, sir, I did.

Q. Can you show us that?

A Yes, I can.

Q. Now, I understand that you worked with graphic

slides taken from Dr. Short's presentation.

A, Yes. This is based on Dr. Short's
presentation, and I modified it for this presentation.

Q. Explain to us what would be here (indicates).

A, What we see up here is an application up at
the top, and that would be, for example, Office
Communicator 2007 running on the user's computer.

Q. Okay. And now here we have the DNS proxy as
Dr. Short described?

A. That would be the products I mentioned, and
within those operating system products Windows RTC
interfaces.

Q. I assume we're going to talk more about that
in a minute.

A. Yes, sir.

Q. All right. And then what did you find for the
gatekeeper?

A, That would be Office Communications Server,
those products on the right-hand side of the previous

screen.
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Q. Now, there is a faint domain name we can see
sort of hanging back there behind the scenes. I notice
you didn't point to that for anything.

Why is that?

A. That's not part of the requirements of the
claim.

Q. Well, looking at the slide here, when
Microsoft's products are used in this manner, did you
conclude that that infringes the patent?

A. Yes. I concluded that Microsoft's '135
products infringe the '135 patent.

Q. Now, about the '180 patent, can we talk about
that for a second?

A. Yes, sir.

Q. Okay. Dr. Jones, what products are we looking

at for the '180 patent?

A. These are those same two operating systems
that I saw before: Windows XP and Windows Vista.
Q. And just so everybody is clear, XP and Vista

are both operating systems; is that fair?

A. Yes, sir.

Q. Is Vista a later generation of XP?

A, Yes, 1t 1is.

Q. A1l right. Now, can we go to the scene that

Dr. Short showed us for the '180 patent? And explain to
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us what we're going to see.

A, Okay. What we see, again, 1is an application
running on that user computer, and we see a secure
domain name, Jjohn.acme.scom. And on that computer, we
have running what are called the Windows PeerNet
interfaces.

Q. Okay. And now, 1s there a secure domain name
service in the Microsoft '180 products?

A, Yes, sir. It's PeerNet resolution protocol,
and that's the DNS —-- I'm sorry —-—- the secure domain
name service.

Q. Thank vyou.

What did you conclude when the Peer name (sic)
resolution protocol was used in this fashion.

A. I concluded that the Microsoft '180 products
infringed the '180 patent.

Q. Thank you, Professor Jones.

Now, next, I think, in our -- in our road map
here, we've got to talk about the investigation that you
performed. I'd 1like to start looking at that.

A. Okay.

Q. Is i1t reasonable to assume that you have, at
this point, a detailed understanding of the patents that
are in this lawsuit?

A, Yes, sir. I've studied the patents carefully,
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as well as the file history for those patents and the
claim constructions that Judge Davis has given us to
use.

Q. Okay. Can you introduce us to some of the
first few pages of the -- of the patent?

A, Yes. I'd 1like to do —-- this is Page 1 of the
'135 patent, and in the upper right-hand corner is the
full number, 6,502,135, and that's the '135 for short.

Q. Okay. And what do we see under that?

A. That's the date that the Patent O0ffice awarded
the patent to the inventors, December 31st, 2002.

Q. And I believe Judge Davis gave us a pretty

good introduction to this, so we might kind of run

through these -- these quick parts here.

A. Yes, sir.

Q. The title?

A, There's the title, and then the list of the
inventors underneath, and we see the two familiar names,

Mr. Munger and Dr. Short.

Q. Munger and Dr. Short.

A. Then the company to which the patent was
assigned, who they were working for. That's SAIC.

Q. Okay.

A, And then it was filed on February 15th, 2000.

Q. Thank vyou.
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MR. CALDWELL: Mr. Moreno, can I get vyou
to pull up Plaintiff's Exhibit 17

Q. (By Mr. Caldwell) Now, there's some other

information on this page that I'd like to pull out here.

MR. CALDWELL: If you could, Mr. Moreno.
It's below that, actually. There you go. And now also
in the upper right-hand corner.

Q. (By Mr. Caldwell) We see references cited.
What is all this information we're seeing right here,
Professor Jones?

A, These are patents and other publications that
the Patent 0Office considered when determining whether or
not to issue this patent.

MR. CALDWELL: Can we go to the next
page, Mr. Moreno?

Q. (By Mr. Caldwell) And what are all these
documents right here, Professor Jones?

A. Well, this is a list continued from the front
page of more patents and more publications that were
considered by the Patent Office when they're determining
whether to issue this patent.

MR. CALDWELL: Now, can we flip to,
basically, Page 32 of the document?

Q. (By Mr. Caldwell) Now, I see Figure 26 here.

What is Figure 267
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A, This is one of the figures in the section that
Judge Davis described earlier. This is a figure that --
or a block diagram describing some of the parts of the
inventions and some of the ways that those parts can
talk.

Q. What is a block diagram?

A, It's a high-level description or drawing that
engineers use to show some of the parts of a system.

Q. Now, if all you do is look at this figure,
does that tell us what all the various components are
and exactly what they send back and forth?

A. No, sir. This i1s just a high-level view. We
need to look into the text of the patent, the detailed
description, to get more information on this.

Q. And I believe the jurors have a copy of the
patent with them in their binder if they want to follow
along, but my understanding is, there are dozens of
columns of text?

A, Yes, sir, many in this patent.

MR. CALDWELL: Can we flip to Page 39,
Mr. Moreno?

Q. (By Mr. Caldwell) What are we seeing right
here?

A. Well, this is the beginning of the -- of the

detailed description, and this is the part called the
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background of the invention when the inventors will talk
about sort of the state of the art at the time.

Then that's followed in the lower right by the
summary of the invention where the inventors give a
brief summary of what they have invented.

Q. You said that's a brief summary, so I assume
that there must be something that's a little bit less
brief that describes the invention.

A, Yes, sir. They're going to have a —-- further
on, there will be a much more detailed description.

MR. CALDWELL: Can we skip ahead to
Page 57, Mr. Moreno?

And now, there's an element I want you to
highlight there in the upper left corner.

Q. (By Mr. Caldwell) What do we see here in
Column 37 of the patent?

A, This 1is a section entitled Use of a DNS Proxy
to Transparently Create Virtual Private Networks. This
is where the inventors go into more detail on examples
of how to build and use their invention.

Q. And does this document refer back to the
figure that you just showed us?

A, Yes, 1t does.

Q. All right. But, Dr. Jones, 1s this the

portion of the patent that we look to in order to
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determine i1if the patent is infringed?

A, No, sir. This i1s just where the inventors are
teaching about the invention and giving some -- some
examples of how to use it. We would turn to the claims
to determine whether or not the patent is infringed.

Q. Well, here in the detailed description, all
this column after column after column, are those the
only ways to practice the invention?

A, No, sir. They're just examples of how to
practice the invention.

Q. Well, then let's turn to those claims that you
referred to.

MR. CALDWELL: Can we go to Page 62,
Mr. Moreno? And I want to pull out Claim 1 here.

Q. (By Mr. Caldwell) A1l right. Tell us what
we're seeing here.

A. Well, this is the beginning of the claims of
the '135 patent starting underneath the highlighted
portion, and this is the first claim of that patent,
Claim 1.

Q. With regard to this patent, the '135 and the
'180 patent, 1is it fair to say that they contain very
technical information?

A, Yes, sir, it 1is.

Q. So who 1s the target audience of this patent?
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A, Well, the target audience for this patent is
someone —-- an engineer who would want to construct this

invention or use this invention.

Q. I've got a lot of family members who are -- 1
think are smart anyways, and they —-- but they're just
really not into computers. Would this patent be written

to teach them how to use the invention?

A, No, sir. Its purpose —- it's written for
people who are termed ordinary skill of the art; people
who would be using the invention or building it in one
way or another.

Q. Okay. And so who is that -- who is that
person, that person of ordinary skill in the art, for
these patents?

A, In this patent, it would be someone who has a
master's degree in computer science or computer
engineering, a couple of additional years in -- in
computer networking, as well as computer security.

Q. So if that's the person this is —-- this patent
is targeted towards, how do you use that concept when
you review the patent and analyze infringement?

A, Well, when I read the patent for infringement,
I put myself in the shoes of that person of ordinary
skill in the art at the time of the filing of the

patent, approximately the year 2000.
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Q. As opposed to, say, the mindset of just sort
of a layperson that doesn't work in the computer
industry?

A, That's correct, sir.

Q. Now, you also mentioned the prosecution
history of the patents. What is that?

A, The prosecution history is a record of what
the Patent 0Office considered or how it made its
considerations from the time the application was filed
until the patent was issued. And it also —-- it includes
communications between the Patent Office and the
inventors.

Q. So, Dr. Jones, have you reviewed that

prosecution history?

A. Yes, sir, I have.

Q. Is this it (indicates)?

A, Yes, 1t 1is.

Q. I want to talk to you in a little bit more

detail about the claims that you mentioned.
How do the claims of the patent help us
determine if Microsoft is infringing VirnetX's patent?
A, The claims of the patent determine the
boundaries of the property rights that the Patent Office
have granted to the inventors.

Q. Okay. I want to get -—-
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MR. CALDWELL: Your Honor, if I may move

about here, I'd like to pull out a foam board of

Claim 1.
THE COURT: Yes, you may.
MR. CALDWELL: Thank vyou.
Q. (By Mr. Caldwell) Now, I know the jury may not

be able to read every word of this, but can you see it
at least enough to see the pieces.

So I know that the jury has the patents in
their -- in their notebook, if they wish to follow
along, but where -- where would they find Claim 1 in the
'135 patent?

A. This on the last two or three pages of the
'135 patent.

Q. All right. So if we have the claim, Claim 1,
how do we know what is in or out of the property right
that has been awarded to VirnetX by the United States
government?

A. Well, we have to look at each and every
element of these claims and compare them to what we're
looking at to determine whether or not something is in
or out those —-- those property rights.

Q. I mean, I —-- if somebody buys a plot of land,
there's normally a deed or a description of the property

that says: Here are the lines.
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A, Yes, sir.
Q. Is that analogous to what we're seeing here?
A, Yes, sir. You can essentially think of this

as the lines, the boundary lines of the property. The
elements of this -- this claim define those lines.

Q. Now, Professor Jones, has Judge Davis also
provided some guidance about the meaning of words that
appear 1in this claim?

A, Yes. Judge Davis has provided definitions for
several of the terms in the '135 patent, as well as the
'180.

Q. Now, I recall this, I think, came up in jury
selection. It might be the thing that's in the very
front of your binder, if I remember correctly, the claim
construction with the terms, in case anybody is curious.
So how do those definitions from Judge Davis fit into
your analysis?

A. Well, everywhere I see those words used, I
used Judge Davis' definition for those words.

Q. Okay. Well, let's start here in Claim 1.

Claim 1 starts with a method of transparently
creating a virtual private network.

Is virtual private network one of those words
that Judge Davis has defined?

A, Yes, sir, it 1is.
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Q. Can you see that on the screen?

A. Yes.

Q. We have the claim construction chart.

A, And then blowing up, virtual private network

or VPN 1s a network of computers which privately
communicate with each other by encrypting traffic on
insecure communication paths between the computers.

Q. Now, have you used that definition when you
evaluate the patents?

A, Yes. Everywhere I see that in the claims, I
used the definition.

Q. Have you done that for all of the terms on

Judge Davis' chart?

A. Yes, sir.

Q. Have you done that for all of your opinions?
A. Yes, sir.

Q. Professor Jones, so if you have the claim,

you have Judge Davis' definitions, and then you know
about how Microsoft's products work, which we'll get to
in a minute, how do you determine if Microsoft's
products infringe the claim?

A. Well, I have to compare those products to each
of the elements of the claims and determine whether each
element is in Microsoft's products. Every element has

to be present for there to be infringement.
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Q. Now, I see these three basic chunks of this
claim, three basic pieces. Must Microsoft software have
only those three pieces and nothing more in order to
infringe?

A, No, sir. They can have more and still
infringe, but they have to have every element.

Q. Okay. Now, Professor Jones, 1if we're going
through these elements and we see something in an
element that isn't exactly the same in Microsoft's
product, does that mean that there's no infringement?

A, No, sir. If there's just an insubstantial

difference between the product and the claim, the

claim —-- or the product still infringes.
Q. Does that concept have a name?
A. Yes, 1t does. It's one of the two ways to

infringe that Judge Davis mentioned called the Doctrine
of Equivalents.
Q. All right. Thank vyou.

That helps us understand better how you
studied the patents. Now, how did you come to learn
about how Microsoft's products operate?

A, Well, I started by studying their manuals and
user guides and other information that they put on their
website.

I looked at deposition testimony from
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Microsoft engineers. I looked at source code from
Microsoft. I looked at technical documents from
Microsoft. And I also operated the Microsoft products.

Q. Now, you mentioned technical documents. I
want to follow up on that Jjust briefly. I can go down
to Barnes & Noble -- I think it's down on Broadway
across from the -- across from the mall -- and I can get
books, gigantic, fat books, 1like Windows Vista for
dummies, something like that.

Are those the kind of technical documents
you're talking about?

A, No, sir. Those documents might -- that you're
talking about there might be something more like a user
guide. What I'm talking about are internal confidential
Microsoft documents.

Q. So if they're confidential internal Microsoft
documents, how were you able to get them and study them?

A, Well, as part of this case, Judge Davis put
into place orders that allowed me access to those

documents.

Q. And did you mention software source code?

A, Yes, sir, I did.

Q. What 1s source code?

A. Well, source code is the language or the way
of describing a program. For example, a computer
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programmer would write source code in a programming
language, and that would ultimately become an

application or software.

Q. I'm not sure I'm clever enough to work the
document camera. There we go.
Now, I won't —— I don't really intend to

belabor this, Dr. Jones, but this is a portion of the
source code, fair?

A. Yes, sir.

Q. And I see what to me looks like a whole bunch
of gibberish with pound sign, include, alt engine dot H,
and down at the bottom slash, slash, state SIP off,
something.

What are we looking at here?

A, We're looking at the source code, and this is
written in a programming language, and this language
would ultimately be turned into something that would --
an application or an execute -- a program that would
execute on a computer.

Q. And do you have training in interpreting this
sort of source code?

A. Well, yes, sir. In computer science, this
is -- we write source code, and this is something I read
and write on a daily basis.

Q. Thank you, Dr. Jones.
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Have you looked at a large amount of source

code for this case?

A. Yes, sir. Thousands of pages of source code.

Q. Can we rest comfortably knowing that you're
not going to walk us page by page through thousands of
pages of source code?

A, Yes, sir. We won't be spending a lot of time
looking at source code.

Q. Have you taken it into account, though, in
your opinions?

A, Oh, absolutely. My opinions are based on
looking at the source code.

Q. Well, if you had the technical documents, why
was the source code for their software helpful?

A, Well, the source code is sort of the ultimate
way to determine what's going on in the programs, and I
used it to confirm the understandings I reached from the
documents I was reading.

Q. Now, Professor Jones, you also mentioned

deposition testimony.

A. Yes, sir.

Q. Tell us what that is.

A. Well, Microsoft engineers were under oath and
were asked a series —-- questions about how the Microsoft

products operated and how they were designed.
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Q. All right. So with all your information from
yvour study of the patents and all the information that
you got on Microsoft, what did you do with all of that
information that you analyzed?

A, Well, I took that information, and I studied
it and formed opinions. I then wrote those up in some
long reports that contained the opinions, as well as the
reasons for those opinions and evidence for them.

Q. Can you show us —-- give us a —-- just hold up
your report, sSo we see 1it. I think it's actually the
other pile.

A. Yeah. They're actually these —-- these right

here (indicates).

Q. And those are double-sided, Professor Jones?
A, Yes, sir, they are.
Q. Have copies of your reports been provided to

Microsoft so they can see exactly what your opinions
are?

A. Yes, sir.

Q. All right. Now, the next issue that we need
to talk about, according to our road map, 1is discussing
the invention of the '135 patent. And we've already had
some introduction to that, so I'll try to keep it brief.
But you told us that we were going to need to look at

the claims of the patent in order to determine if
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there's infringement.

A. Yes, sir.

Q. How many claims do we need to look at in order
to know whether or not the patent is infringed?

A. To know that, we only have to look at one
claim. If one claim is infringed, then the patent is
infringed.

Q. Well, trusty Claim 1 is still here on the
easel, so we'll just start with that one. I'd like to
walk through briefly how this claim establishes a
property right for the invention that Dr. Short taught
us about.

Can you do that for us?

A. Yes, sir. A1l right.

Q. Now, we've —-—- we've seen this —-- we've seen
this animation before, but now I want to walk through it
with the claims and see where everything fits in.

A. All right.

Q. The first thing we have in this patent in the
claim is the introduction sometimes known as the
preamble.

It says: A method of transparently creating a
virtual private network between a client computer and a
target computer comprising the following steps.

Now, is this what Dr. Short showed us:
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Transparently creating a virtual private network?

A, Yes, sir. He's shown a virtual private
network being established between the client computer in
the upper left and the computers in acme.com at the
lower right.

Q. Now, Professor Jones, the first step of that
was generating from a client computer a domain name
service request that requests an IP address
corresponding to a domain name associated with the
target computer.

Now, where is that in the presentation that
Dr. Short provided?

A, That happens in the -- when the application
takes its domain name, www.acme.com, and that goes to
the DNS proxy server.

Q. Now, the next step that we see in the claim is
determining whether the DNS regquest transmitted in step
one 1is regquesting assess to a secure website.

Where is that in Dr. Short's presentation?

A. That happens in the DNS proxy server where the
proxy server 1is looking to determine whether or not the
DNS request is for a secure website.

Q. All right. And now, the last step says:
Recognize to determining that the DNS request in step

two 1s requesting access to a secure target website
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automatically initiating the VPN between the client
computer and the target computer.
What is happening in that step?

A. In that step, the DNS proxy server has
determined that a VPN should be set up, and it's sending
a request to the gatekeeper to start the process of
setting up the VPN.

Q. And so then the gatekeeper receives it, and

what happens?

A, At that point, the VPN will be created.
Q. And I note this claim uses the word website.
A. Yes, sir.
Q. I'd 1like to talk to you about website for a
second.
Yesterday during -- during opening,
Microsoft's lawyers seemed to —-— I don't think your name

was used by name, but he seemed to attack your opinions
on the term website by saying: It's important from our
point of view that you understand their theory, meaning
VirnetX's theory, almost everything is a website, even a
phone.

Even a phone can be a website under their
definition or an equivalent to a website, and I think
that sort of argument tells you exactly what their

position is.
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Do you recall that?
A, Yes, sir, I do.
Q. Now, first of all, did Mr. Powers' statement
to the jury that almost everything is a website
accurately characterize VirnetX's position in this trial

on what constitutes a website?

A, No, sir, it doesn't.
Q. Why not?
A. Well, the statements that were being referred

to there were in regard to opinions given before we had
a definition from the Judge as to what a website is and
what we were to use in this case.

Q. Okay. And now you'wve gotten the definition
from Judge Davis about website?

A. Yes, sir.

Q. And what are you doing with those definitions

now that we know the Court's definitions of terms in the

patent?
A, Well, that's the definition that I'm applying.
Q. Well, I'm still curious there, Dr. Jones.

Microsoft's lawyers seemed to sort of make fun of the
fact that even a cell phone can be a website. And I
recall him holding up a phone, if memory serves, saying:
A phone can be a website.

I snuck your phone into the Court today, and

Petitioner Apple Inc. - Exhibit 1028, p. 1215




10

11

12

13

14

15

16

17

18

19

20

21

22

23

24

25

70

my —-- it's turned off, but I snuck your phone in. Can
this phone -- this iPhone that you can go buy at Best
Buy or wherever else, can this be a website?

A. Absolutely. I have a website on that phone.

You can have web servers and websites 1in lots of

devices. You can put them in printers. They're all
over the place. It's very simple at this point to put
small web server in very small devices.

These cell phones and then other devices now
have processors in them that are almost like computers
20 years ago.

Q. Now, Dr. Jones, notwithstanding Microsoft's
argument on that point, are we even talking about cell
phones in this case?

A. No, sir.

Q. Well, let's get to what we are talking about.
Next on our road map 1is, we want to talk about the
accused products, the Microsoft '135 products, and how
they —-- how they operate.

Can you put those products back up?

A Yes, I can.

Q. Thank vyou.

Now, we've heard Microsoft —-- we've heard the

'135 patent described as relating to a DNS-triggered

virtual private network.
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Do any of these Microsoft products include a

DNS-triggered virtual private network?

A. Yes. That's what these products do, sir.

Q. Do any of these products have the DNS proxy
service?

A, Yes. The DNS proxy server 1s in the operating
system products, Windows XP and Windows Vista.

Q. Now, what part of Microsoft Windows XP and
Vista has a DNS proxy server?

A, The -- two things called -- and I apologize
for more acronyms, but the RTC API and the UCC API.

Q. Okay. And that's -- I guess that's nine --
nine new letters we add to our alphabet soup. Can you

break that down for us, what the RTC APIs and UCC APIs

are?

A, Yes. Let me put up a slide for that.
RTC is real-time communications. And then the next one,
UCC is unified communications client. And then these

are both APIs, which are application programming
interfaces.

Q. So the two that are listed on the left side,
RTC, real-time communications, and unified
communications client, is there a relationship between
those two?

A, Yes, sir. The unified communications 1s a new
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version of the real-time communications.

Q. Now, Professor Jones, is there a name by which
we can refer to all of these so we don't have the -- all
the letters, something that's not guite as much of a
mouthful?

A. Yes, sir. I like to use the term RTC
interfaces.

Q. Now, are these RTC interfaces standalone
software products you buy from Microsoft?

A, No. They're part of the Windows XP and Vista
operating systems.

Q. Do they come with Windows XP and Vista?

A, Well, they're built into Windows XP. They're
not preinstalled in Windows Vista.

Q. So how do the interfaces get installed into
Windows Vista then?

A. Well, a person could download them from the
internet, or they could come with an application that's
using them and be installed on the user's computer.

Q. And when you showed us all the Microsoft
products that we were talking about, there were user

applications in the lower left, correct?

A, Yes, sir.
Q. Do any of those come with the RTC interfaces?
A. Yes, they do.
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Q. Is that the Office Communicator products?

A, Yes. The Office Communicator products come
with them.

Q. All right. Well, let's just be clear, though,
if you say that the RTC interfaces do not come
preinstalled in Vista, why is it you say that they are a
part of Vistav?

A. Well, first, the RTC API, no one disagrees

that that's part of Windows XP.

Q. The older one.
A, And this newer one called the UCC API is just
a newer version of those RT -- or the RTC API.

Second, these APIs, their purpose 1is to
enhance the functionality of Windows. So they're
enhancing the functionality of Windows Vista and are a
free product for that.

Q. 211 right. Now, the right-hand side of that
last slide talked about application programming

interfaces --

A, Yes, sir.

Q. —-— sometimes called APIs.

A, Yes, sir.

Q. What do APIs do?

A, Well, an API is a way that an application or a

program running on a computer could basically send
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requests to the operating system to ask it to do things,
a way to communicate with the operating system to
perform tasks for it.

Q. So can you give us an example of an
application programming interface?

A, Yes, sir. Let's say you had a word processing
program running on your computer, and you want to open a
file. And that program could use an application program
interface to ask the operating system to open a file for
it.

Q. All right. So why i1s it a good idea to have
the word processing program, like Microsoft Word or Word
Perfect, something like that, ask the operating system,
Windows, to open the file on behalf of the word

processor?

A, Well, basically, it makes it easier to write
these applications. For example, lots of programs need
to open files. We talked about the word processing

program needing to open a file or a photograph-viewing
program where I want to look at pictures of my kids,
that needs to open a file.

Lots of programs do that. And instead of
having that functionality in every single program, vyou
can have that functionality in one place, 1in the

operating system.
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Q. Can you demonstrate that for us?
A. Yes, sir.
So here's the —-- what I've described as each

of these programs, a word processor, a spreadsheet
program, say for doing taxes, and a picture-viewing
program, we could have each one of them having the code
to open files, or to make it simpler, we could have that
code in the operating system, and the programs can use
an API to access that underlying functionality for the
APT.

Q. So is it important to have these kind of
interfaces in the operating system?

A, Yes, sir. It makes 1t much easier to develop
programs. And basically, when it makes it easier to
develop programs, that makes an operating system
platform much more attractive to developers to write new
programs. It's really the new programs that are the
reason that people buy operating systems.

Q. So while we're discussing the Windows
operating system, does Microsoft Windows software get

updated from time to time?

A, Yes, sir, i1t does.

Q. And does that apply to the RTC interfaces as
well?

A, Yes, sir. They receive several updates over
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the course of time, including this transition to the UCC
APT.

Q. So what versions of the RTC or UCC interfaces
are ——- have you investigated and are pertinent to your
opinions?

A. Well, I've looked at the Versions 1.2 and
later of the RTC API, as well as the —-- all versions of
the UCC API.

Q. Do companies write programs to take advantage
of these RTC interfaces?

A, Microsoft does. They have written those
applications we saw on the lower left side, such as

Office Communicator.

Q. What is Office Communicator used for?
A. It's used for large groups of people to
communicate with one another. For example, employees in

a large company send back and forth things 1like instant
messages and get presence information on other
employees.

Q. Can you give us examples of some of the
features that are offered by Office Communicator?

A, Yes, sir. Let me show you —-- this is a screen
shot that I prepared.

Q. So you had a computer where you set it up to

test the software?
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A. Yes. I set up a few computers running Office
Communicator and Office Communication Server, and this
is essentially a picture I took of the operation of
Office Communicator.

Q. All right. Now, I thought you mentioned --
well, can you show us what we're seeing on the screen?

I'm sorry.

A. Yes, sir.

On the left side, I want to show you a bit of
the —-- what's called that presence information.

So you see a list of names there, and one of
those, the first one, Rebecca Lazlow, is showing as
being available. That means that you could communicate

with that person at this point, and the other people are

offline.

Q. And then what do we see on the right-hand
side?

A, On the right side are an example of some

instant messages I sent back and forth between the

computers. For example, the first one from Andy Jacobs
is: How are your sales calls going today?
Q. Now, were these sort of like the kind of

messages we saw in Dr. Short's example where they sent a
message saying, Cut our prices today, or something like

that?
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A, Yes, sir, they are.

Q. Now, does this messaging that you're showing
us here in Office Communicator take place over a virtual
private network in Microsoft's software?

A. It does when those products are —-- operate in
the default mode, vyes, sir.

Q. Now, what is the significance of using a
virtual private network for those communications?

A, Well, the virtual private network allows those
communications to be protected from someone trying to
snoop them, for example, on the internet.

Q. So if there's this presence information and
instant messaging and whatnot, how does Office
Communicator and the related products keep all that
straight, all that information straight inside the
virtual private network?

A, It uses something called the session
initiation protocol or SIP for short.

Q. So what i1s a protocol?

A, A protocol in a network 1s an agreement
between computers of how they're going to talk to one
another. It's essentially a precise description of
what's going to go back and forth, because computers
are —-- they're very literal. They take what you mean.

So that protocol needs to be very precise.
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Q. So they generally indicate, for instance, who
sent the message?

A, Yes, sir. The SIP protocol would indicate who
sent the message and who received it.

Q. Protocols in general are going to —-- are they
going to generally indicate —-- I guess networking
protocols, are they generally going to indicate that
sort of information?

A, Yes, sir. Many of them will.

Q. We've heard about internet protocol numbers,
some of those strings of numbers that are used for
addressing. Are internet protocol addresses the only
kind of addresses you can use inside those VPNs?

A, No, sir. You can use these what are called
SIP addresses inside the SIP protocol, 1is one example of
another type of address.

Q. Now, sorry for the interruption about
protocols, but can you please continue explaining how
this Microsoft product forms a virtual private network?

A. Yes, sir, 1f I could show an example here.

Let me start --

Q. That's —-—- I noticed the title on this one
says: Microsoft Office Communicator Unsecure Mode. So
the products can be set up in a non-VPN mode?

A, Yes, sir. The user could configure the system
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differently or could reconfigure the system in a way

that would be not secure, if they chose to.

Q. So show us what we -- what we have here.
A, Okay. This i1s starting off with Dr. Short's
example of sending a message. And for example, Cut our

prices today, that could be put inside a sent message
with a source and destination address.

Q. So instead of those numbers, like the IP
address kind of addresses, we have a different form of

address used with the SIP protocol?

A, Yes, sir.
Q. All right. What do we see next?
A. Next, that would be put into an IP packet, for

example, with a source and destination address, and that
would be sent over the internet.

Q. Okay. And in this instance, what happens if
our trusty hacker that we've used a few times intercepts
our message?

A, Well, at this point, the hacker would be able
to read everything in that message, including the cut
our prices today, as well as the source and destination
SIP addresses.

Q. Okay. Now, 1s there a secure mode throughout
this communicator?

A. Yes, sir, there is. We basically start off
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again with the cut our prices today message —--

Q. Okay.

A, -— and put that into the SIP package just as
before. ©Now, this time the difference is, we're going
to encrypt that, put it in this -- basically, at that

point, it's not readable.

Q. Okay.

A, Put that into that IP packet and send it over
the internet.

Q. I see.

And now, Dr. Jones, what happens 1if our hacker
intercepts this message?

A, Well, if the hacker intercepts this message,
the hacker won't be able to make any sense of what's
inside there. That -- that -- all those scrambled
characters, they will not be able to figure out what the

message that's being sent is or look at those addresses.

Q. Is this communication private?
A, Yes, sir, it 1is.
Q. Now, if Office Communicator 1s in this mode,

do you believe that it infringes?

A, Yes, I do. I believe it infringes the '135
patent.

Q. And so how is it that you know that Windows XP
and Vista and the other products —-- the other Microsoft
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'135 products operate like this?

A. Well, I know this from Microsoft's documents,
but I also know 1t from experiments that I'wve done
myself.

Q. So, I mean, we'wve looked at a lot of things
through animations, because that definitely helps, I
know, me understand what's going on better, but I want
to get to some real -- sort of the hard evidence of what
a hacker could see.

So I'm going to ask yvou to play hacker for us
a little bit today. Do you have a way of showing us
exactly what a hacker might see if they intercepted one
of those messages going across the network?

A. Yes, sir. I can use a tool I downloaded from

the internet.

Q. What's the name of that tool?
A, That tool 1s called Wireshark.
Q. Wireshark.

Can you tell us, first of all, what Wireshark
is?

A, Wireshark is a program that can collect all
the network traffic on a particular network link and
store it and allow it to -- and record it.

Q. Did you save up a whole bunch of money to buy

Wireshark?
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A. No, sir. It's free.

Q. And so this could be just a bored teenager who
wants to see what's -- what's happening on the network?
A, Yes, sir, or the students in my classes.

Q. Okay. So show us a screen of what Wireshark
looks like. I'm fairly confident I don't understand all

of the stuff that's on here, so can you show us what we
are seeing on the screen?

A, Yes, sir. This is going to be a collection of
the packets that are going back and forth, and I
highlighted a few places in there to explain what's

going on.

Q. Okay. So tell us what we're seeing.
A, A1l right. Well, I blew those up a little
bit. In that packet, we're seeing the two outer IP

addresses; for example, 192.168.0.81; and then some of
the data within that packet is also shown there; for
example, AJQ@Fabrikam.com.

Q. Okay. ©Now, I'm going to try this little touch

screen wizardry here, and I just see a bunch of seeming

chaos down here. What is all that?
A, Well, that's just data that's sent in that
packet. Some of it is readable by humans, and other

parts are not.

Q. So does the Wireshark program translate it to
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make it a little bit better?
A. Yes. It understands the —-- how the packets
are formatted and then can present that in a way that's

a little easier to analyze.

Q. Now, Professor Jones, I know I recognize some
words here. This is from some of those log-in screens
you showed us. Excuse my really, really awful oval, but

do you see where it's (@Fabrikam.com?
A. Yes, sir.
Q. Now, am I supposed to be able to read that on
this Wireshark?
A, Yes, you are. This is -- this packet isn't
part of the VPN. This is other traffic that I
collected. I'm collecting all the network traffic on
the system.
Q. I see. Okay.
And you gave us an example earlier about how
Office Communicator can be in the unsecure mode or in
the secure mode.
Can you walk us through what you would see on
Wireshark if Office Communicator is reconfigured to be
in that unsecure mode?
A. Yes, sir.
So this is another screen shot of when I used

Wireshark, and I was collecting this data when
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Communicator was operating in the unsecure mode, and I'd
like to show you a little bit of what I captured there.

Q. Okay.

A, So the first part I captured in this unsecure
mode were the source and destination addresses.

Q. Now, you mentioned SIP addresses earlier. Is

that what we're seeing?

A. Yes, sir.
Q. Okay. What else can you see?
A. Well, I can also see the message itself, that

how 1s your work going message that we saw earlier, that
shows up in plain and readable.

Q. This is the example of the hacker who sees cut
our prices today, for example, or whatever it may Dbe.

A, Yes, sir, whatever message i1s going across.

Q. All right. Now, what else do you see in the
unsecure mode.

A. Well, so I can also —-- well, let me show you

where these fit into the packet --

Q. Okay.

A. —-— then show you what else I can see.

Q. Fair enough.

A. So I can put in the two addresses, so I'll
show you where those fit. Remember, this SIP packet

sits inside another packet to go over the internet, and
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that other packet is the IP packet.

Q. Right.

A. Okay.

Q. So what are we seeing here, Dr. Jones?

A, Well, those are the two IP addresses, the

source and destination addresses that go in that outer
packet, and I can see those as well.

Q. Okay. Thank vyou.

Now, I know this is sort of stylized, and
there looks to be a bunch of other information on the
screen, but can you explain to us why we're sort of
simplifying this a little bit and what other kinds of
information might be there?

A. Well, there would be information about the
underlying network sending this, ethernet. There's all
kinds of things in these packets that -- that I'm not
showing.

Q. You're not -- you're not trying to suggest to
the jury that there's nothing more than what you've put
in the little add-on graphic or anything of that nature,
are you?

A. No, sir. No, sir, there's not. And I put all
this information and made it available to Microsoft as
well.

Q. All right. Thank vyou.
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Now, can you compare this to what we would see
in secure mode?

A, So this is a screen shot of Wireshark that I
captured when operating Office Communicator in that
secure mode.

Q. Can we pop up that sort of stylized packet at
the bottom, and let's see what we can see.

Can we see these outer packet addresses, the
source and destination?

A. Yes, sir, we can still see those. In fact,
we'll always see those.

Q. Okay. Why do you always see those?

A. Those are the addresses that are used to
transport or to direct this packet over the internet.

As Dr. Short showed, the packet making its way through
all the computers on the internet, these are the
addresses that will -- that will help do that.

Q. I see.

And so just because you can see the source and
destination, does that mean it's not a virtual private
network?

A, No, sir. That's not the test that we use. We
apply the Judge's construction.

Q. I see.

Now, looking at the remaining portion of the
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information here, what can we see?

A, Well, let me show you. We see this indicator
that says this is a SIP TLS connection. 2And that TLS --
I think we heard this acronym before, but it's transport
layer security, and it's a way to encrypt this data, do
that scrambling of the information that we saw earlier.

Q. I see.

And now, what about the source SIP address and
destination SIP address that we can see on the last
message”? Can we just go ahead and pop those up here?

A. Well, we're not going to be able to do that.
A1l we're going to see is this encrypted application
data, those scrambled letters. We can't make out
anything inside that.

Q. I see.

And where would those go in the message?

A, Those would go into the lower right.

Q. Now, Dr. Jones, do you remember yesterday when
Microsoft's lawyer told the jury during opening
essentially that we can see the IP address numbers for

computers using Office Communicator, so it's not

anonymous —-—
A, Yes, I did.
Q. -— or private?

Was his conclusion presented to the jury there
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correct in your opinion?

A. No, sir.

Q. And why 1s that?

A, Well, 1t -- that's not the definition of
anonymity. We can -- we can always see these outer IP

addresses.

Q. I mean, are there certain other kinds of tools
you could use to make it where you could hide those 1IP
addresses?

A. Yes. There are —-- there are something called
IP address hopping, which is really another claim that's
not at issue 1in this case.

Q. I see.

So then in your opinion, in a VPN, would you

expect those addresses to be visible?

A, Yes. I expect in a VPN on the internet to see
these -- to see source and destination addresses.
Q. So, now, Dr. Jones, in your opinion, when

Office Communicator is used in that secure mode, does it
form a virtual private network as that term has been
defined by Judge Davis?

A, Yes, 1t does.

Q. Now, Dr. Jones, I'm sorry to keep going back
to opening statements, but there's one other thing,

while we're on it, I'd like to clear up.
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Do you recall Microsoft's lawyer very quickly
flashed up a document, and it had some statement about
don't need a VPN, something of that nature?

A. Yes, sir, I believe I do.

Q. I went back and I found that document, with
their help, actually, and we looked at that, because I
remembered it differently.

MR. CALDWELL: Mr. Moreno, can you put
that document up? I think it was 3111; 1is that right?
This is —-- this is it. And I think it might have been
about the eighth page. Can you zoom in on the area
there that's highlighted?

Q. (By Mr. Caldwell) Now, what Microsoft's lawyer
told the jury was, and I quote, do we say 1t's great
because of the VPN, and therefore, 1it's secure? Well,
actually, we tell you the opposite. It doesn't reguire
a VPN, and it needs only an internet connection, so it's
the opposite.

Does this document say that Office
Communicator and 0Office Communicator Server do not form
a VPN?

A. No, sir. It says you won't —-- you won't need
a VPN or an additional VPN to provide the security.

Q. So what does that mean? Explain.

A, Well, what it's saying is that you don't need
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to use a separate VPN product, like PPTP, because this
product is forming a VPN that will provide the security
that you need.

Q. Thank vyou.

Now, Professor Jones, all this Wireshark data,

did you provide all that to Microsoft?

A, Yes, sir, I did.

Q. The VPN that we saw for Office Communicator,
is that triggered by a DNS, like we've talked about, for

the '135 patent?

A, Yes, sir, it 1is.

Q. Excuse me. Can you explain to us how that
works?

A, Yes, I'd like to do that.

Q. Now, what are we seeing here?

A, This is the screen you see when you start off
Office Communicator and you sign into it. And you sign

into it with a name like AJQ@Fabrikam.com.

Q. So how —-- is there a domain name there?

A. Yes, sir, that Fabrikam.com.

Q. How will that be used to set up a VPN?

A, Well, that is going to —-- once the user types

that into the application on the client computer, that
domain name is going to be sent to the RTC interfaces

acting as to proxy server.
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Q. That's what I was going to ask you. Did you
tell us earlier that those RTC interfaces that we looked
at, RTC and UCC, that those are a DNS proxy server in
your opinion?

A. Yes, sir.

Q. So can you walk us through how they are a DNS
proxy server?

A, Yes, sir. They're going to receive that
domain name. Then they'll examine the domain name and
then look out on the internet to determine what
connections are available for that domain name.

Q. Okay. So will they determine whether the user

is requesting access to a secure site?

A. Yes, sir, they will.
Q. How do they make that determination?
A, Well, they do that by asking some questions

over the internet to servers authorized by the company
to determine what kind of connections are available for
this domain name.

Q. I see the laptop, and I see the servers, so0
what do you mean what kind of connections? Is there not
just a single kind of connection that it could make?

A, No, sir. We talked about the secure and
unsecure conditions. There are also external and

internal connections that are available.
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Q. Okay. And so that using encryption or not --
and what do you mean by internal or external?

A, The question i1s about whether or not the user
is inside the company network or outside the company
network.

Q. Why might not the connection differ if the
user 1s connecting inside the company versus outside the
company?

A, Well, in some situations, we might be much
more concerned with security. So inside the company, we
might be willing to send things that are unencrypted,
but outside we would be more likely to send them in an
encrypted mode.

Q. Now, by my count, that gives us four
alternative ways of connecting. There's internal
network with encryption, an internal work that doesn't
use encryption, external with encryption, or an external
network without; 1s that fair?

A. Yes, sir.

Q. So how did the RTC interfaces here from
Windows, the RTC interfaces in Windows, determine which
connection types should be used?

A. Well, they send out a question over the
internet and ask servers associated with the company

what kind of connections are available.
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documents?

what's the title of this document first?

interrupt vyou. Before we get into that, I think we'll
take our afternoon break at this time. We've been going

for almost two hours now.

afternoon break. We'll be in recess.

tell you earlier, I believe that -- or we move that

Q. And is this how the program normally operates?
A, Yes, sir, it 1is.
Q. Have you seen that in Microsoft's technical

A, Yes. I'd 1like to show that to you.
Q. Please do.

Now, what are we seeing here? What's the --

A. I believe this 1s --

THE COURT: Counsel, excuse me. Let me

So we're going to be in recess until

So remember the Court's instructions. Enjoy your

COURT SECURITY OFFICER: All rise.
(Jury out.)

(Recess.)

COURT SECURITY OFFICER: All rise.
(Jury in.)

THE COURT: Please be seated.

All right. You may proceed.

MR. CALDWELL: Your Honor, I forgot to
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Exhibits 567 and 606 from Plaintiffs be admitted.

I think there's agreement between the
parties. I just forgot to tell, Your Honor.

THE COURT: All right. Be admitted.

Q. (By Mr. Caldwell) Okay. Professor Jones,
let's resume where we were. I think I had asked you if
we had seen in Microsoft's technical documents any proof
that i1t really tries to decide which of these four

configuration types --

A. Yes, sir.
Q. What are we looking at here?
A, This i1s a Microsoft design document talking

about those four connections, and it reads, the
highlighted portion: In automatic configuration mode,
the client application will extract the domain name from
the user URI and use this API to obtain SIP servers
associated with the domain name.

Q. Now, I'm guite confident the court reporter is
going to smack one of us upside the head for all these
acronyms, but can we unpack those just a little bit and
spell those out?

What is the URI referring to?

A. That's that information that the user typed in

with the domain name. And so that aj@Fabrikam.com, and

they'll take the Fabrikam.com information out of there
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and use that to determine whether or not to make a
secure connection.

Q. And now in order to perform this automatic
configuration mode, do we know that the RTC interfaces
are going to look for those four -- which of the four
kinds of connections to make?

A, Yes, sir. I'd like to look at another page as
part of that document.

Q. What are we seeing here?

A. Well, these are those four questions we talked
about earlier. The first one is internal TLS; that's
encrypted. Internal TCP; that's unsecure. External
TLS; that's the encrypted connection. And then external

TCP; that's the unencrypted one.

Q. So these are the four requests you mentioned?
A. Yes, sir.

Q. What happens to these requests?

A. These requests are sent over the internet to a

server associated with the company that will provide
answers as to what kind of connections are available for
that domain name.

Q. Now, have you verified that all of this really
happens?

A, Yes, sir. Using that same Wireshark program,

I have prepared a screen shot.
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Q. Okay. And what are we seeing here?

A, This is a record of what network traffic is
going on while tryving to determine whether or not to
make a secure connection.

So you have the four questions that were
identified in the Microsoft document. The first one is
asking for that encrypted internal connection.

Q. Okay.

A. We've got another one for the unencrypted
internal connection, the encrypted external connection,
and the unencrypted external connection.

Q. I see. So can we go back to our animation to
where all of this fits in?

A. Yes, sir.

Q. Now, we are trying to connect across the
internet instead of inside Acme, so which kind of
responses are we likely to get back in terms of
identifying a server that's available?

A. We would like to get back responses for the
external network.

Q. Okay. Just to be clear, could you set up a

VPN on the internal network as well?

A, Yes, sir.
Q. Are internal connections sometimes public
links?

Petitioner Apple Inc. - Exhibit 1028, p. 1243




10

11

12

13

14

15

16

17

18

19

20

21

22

23

24

25

98

A. Yes, they can. For example, Virginia Tech
owns its links, but they wouldn't necessarily be secure
links. Lots of people can see the traffic on them.

Q. Now, in our example, we decided that we would
like to use an external connection; fair?

A. Yes, sir.

Q. Now, will I find a server that will allow me
to connect encrypted and unencrypted? Will I have two
different options?

A. You may have both options. It depends to what
policies that the company has established.

Q. What do you mean?

A, The company is going to determine for that
domain name whether it will make secure and unsecure
connections available.

Q. I see. And if I understand you correctly,
you're saying that the company might choose not to allow
unencrypted communications so that company business
isn't sent on encrypted?

A, Yes, sir. Especially in the external case,
the company might very well choose to only allow
encrypted connections.

Q. Well, in either case, when the Windows RTC
interfaces pick a server name to choose to connect to,

what do they do then?
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A. Well, once they determine, for example, in
this case, to make an encrypted connection, they need to
get an address for the server to talk to, an IP address.

Q. What do they do with that address then?

A, With that address, they will use that to
establish —-- or to send a request to set up the VPN. So
they'll send that from -- once they have the address,
they'll send that from the RTC interfaces in an 1IP
packet to Office Communications Server down on the lower
right.

Q. I see. Now, 1f these RTC interfaces find out
that the company allows both unencrypted or encrypted
connections and they get back responses saying you can
connect encrypted or you can connect unencrypted, how do
the RTC interfaces determine which way the client is
requesting to connect?

A, Well, there's logic in the source code in
these RTC interfaces that determines to pick the
encrypted connection first, if that's available.

Q. So when we started down this path talking
about the choices and alternatives, we started by asking
whether the RTC interfaces have a DNS-triggered virtual
private network.

Do you recall that?

A. Yes, sir.
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Q. So when do we set up our virtual private
network?

A. Well, once we've made this determination, we
send out this request to initiate the virtual private
network. So it goes out over the network to Office
Communications Server, which is the -- acting as
gatekeeper computer.

Q. And at this point, will the Office
Communications Server just let anybody connect because
they sent a request to connect?

A, No, sir. Only users who are authorized to
make that connection will be allowed to establish the
secure connection.

Q. Now, I know we simplified things for the
presentation here. But how many copies or instances of
Office Communications Server or Live Communication
Server might be running back at Acme, or whatever the
company may be?

A, Well, there may be several copies or instances
of that running on computers back there for -- in the
case where there's a large number of employees of these
companies, they might need several servers to make this
happen.

Q. Why else might you need different servers set

up?
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A, Different servers may play different roles.
There may be different servers involved in external
connections than there are in internal connections.

Q. I see. Now, when we looked through the claims

of the '135 patent, one of the words that we talked

about -- we talked about it with regard to the cell
phone -- was websites.

A. Yes, sir.

Q. In the case of Office Communicator, is our

user accessing a secure website?

A, No, sir, they're not.

Q. What is the user accessing?

A, The user is accessing Office Communications
Server, which doesn't literally —-- which is not

literally a website, and it doesn't literally send web
pages back and forth. Instead it does similar
communications to a website between Office Communicator

and Office Communications Server.

Q. Does 1t work like a website?
A, In many respects 1t does, yes.
Q. In what ways does it work like a website, for

example, just at a high level?
A, At a high level, once the VPN is established,
the kind of traffic that goes back and forth between the

two 1s not material to what's happening in these claims.

Petitioner Apple Inc. - Exhibit 1028, p. 1247




10

11

12

13

14

15

16

17

18

19

20

21

22

23

24

25

102

Q. Now, in your example, I want to say that we
saw a picture referring to Office Communicator 2007.

But how does this explanation correlate to the
other versions of the Microsoft '135 products?

A, Well, this explanation is the same for each
one of them. The only exception is Live Communications
Server 2003, which just asks two of the four questions.

Q. Instead of internal secure, internal unsecure,
external secure, and external unsecure, which two were
asked in that older -- the very first generation of the
product?

A, In the first version, 1t was —-- just encrypted
or unencrypted were the two guestions.

Q. Was there still a determination made as to
whether to connect in the secure VPN mode or the
unsecure mode?

A. Yes, sir.

Q. Now, how do you know that all the different
versions are consistent in this regard?

A. Well, I know that by reading, for example,
deposition testimony from Microsoft employees.

Q. All right. Now, I think it's time for us to
move to one of the next chunks of our road map here.

Let's go to that.

Okay. So now it's time for us to compare the
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'135 patent to the Microsoft products.
What claims of the '135 patent are you going
to talk with us about today?

A, I'm going to talk about Claims 1, 10, and 12.

Q. Now, remind us, do we need to show that every
claim in the patent is infringed?

A, No sir. If one claim is infringed, the patent
is infringed.

Q. Now, the way I would suggest that we do this
is, I'll sort of man the flip chart here, the easel, and
then you can show us some different things and explain
it to us.

So I want to start with the preamble of the
claim, which says: A method of transparently creating a
virtual private network between a client computer and a
target computer.

Is that what we do in Office Communicator and
the remaining Microsoft '135 products?

A, Yes, 1t is. That's what happens when the
remote computer establishes a VPN to the computers back
at Acme.com.

Q. Are there words in here that Judge Davis has
defined for us?

A, Yes, there are.

As we saw earlier and the definition I read
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was for virtual private network.

Q. And you've already read that definition to us.
Did you apply 1t in analyzing these claims?

A. Yes, sir.

Q. Now, let's move to the first step, which is
generating from the client computer a domain name
service request that requests an IP address
corresponding to a domain name associated with the
target computer.

What is happening -—- I'm sorry. Did Judge
Davis provide us definitions for that term?

A. Yes, he did. For two of those terms.

The first one 1s domain name service, and that 1is a
lookup service that returns an IP address for a
requested domain name. And the second one is the
definition of domain name, which is a name corresponding
to an IP address.

Q. So did you find that in the Microsoft '135
product?

A, Yes, I did. That is when the —-- for example,
the application is sending that domain name to the RTC
interfaces.

Q. Did you find that element met in all of the
Microsoft '135 products?

A, Yes, sir, I did.
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Q. Now, Professor Jones, we have check boxes
here.
What I want to know 1s, can I check off that

element as being met in the Microsoft '135 products?

A, Yes, sir.
Q. The second element of the claim says —-- the
second step ——- excuse me —-- says: Determining whether

the domain name service, or DNS, request transmitted in
Step 1 1is requesting access to a secure website.

Has Judge Davis provided us definitions of
some of the words there?

A. Yes, sir.

Secure website, and the definition for that 1is
a website that requires authorization for access and
that can communicate in a VPN,

For website, 1it's one or more related web
pages at a location on the worldwide web.

Q. Now, in the Microsoft '135 products, did you
find that the RTC interfaces determine whether the DNS
request is requesting access to a secure site?

A, Yes, I did, as I described for the DNS proxy
server with those four guestions about available
connections.

Q. Does the site require authorization for

access?
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A, Yes, sir. As discussed, the user has to be an
authorized user or the gatekeeper computer will not
allow the connection.

Q. Now, more specifically, in the Microsoft '135
products, did you find that the RTC interfaces determine
whether the DNS request is requesting access to a secure

website?

A, No, sir, I did not.
Q. Okay. Why not?
A, Well, as I mentioned earlier, the Office

Communications Server 1is not literally a website.

Q. Well, Professor Jones, if you found the
Microsoft '135 products do not involve requesting access
to a secure website, does that mean that this element of
the claim is not met by the Microsoft '135 products?

A, No, sir, it doesn't.

Just making a small change does not mean that
you don't infringe. If -—— if the product is
insubstantially different from the claims, then it still
infringes under this Doctrine of Eguivalents that we
talked about earlier.

Q. Well, Professor Jones, did you determine this
Office Communicator features offered over the virtual
private network are not substantially different than a

secure website?
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A, Yes, sir, I did.

Q. For instance, would the virtual private
network be triggered any differently, 1f it were to
carry website traffic?

A, No, sir, it wouldn't.

The -- the triggering mechanism here would
still be the same whether it was literally web pages or
presence information or instant messaging. It wouldn't
work any differently.

Q. Would the virtual private network itself
operate any differently in a significant way if the
information sent across it were a web page instead of,
say, an instant message?

A, No, sir, it wouldn't.

Q. Now, did you do anything -- rather than just
deciding that you think the difference is not
substantial, did you do anything to confirm your
conclusion that Microsoft meets this element under the
Doctrine of Equivalents?

A, Yes, sir, I did. I applied by what's called
by the courts the function-way-result test. And that
test would test whether things perform substantially the
same function in substantially the same way to achieve
substantially the same result.

Q. Now, let's be clear. Is this an analysis that
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you came up with yourself?

A, No, sir. This i1s an analysis that the courts
use.

Q. So were you able to determine if the Microsoft
'135 products perform substantially the same function as
a secure website?

A. Yes, sir, they do. They make use of computers
to communicate in the VPN to present information to
clients, and they require that the clients be authorized
to access the servers.

Q. Were you able to determine if the Microsoft
'135 products perform in substantially the same way as a
secure website?

A, Yes, sir, they do.

They make use of computers to communicate in
the VPN using protocols. They present information to
clients through windows over the internet, and they do
so in a way in which the client's and servers cooperate
to ensure that the clients are authorized to connect.

Q. And finally, did you determine whether the
Microsoft '135 products achieve substantially the same
result as a secure website?

A, Yes, sir, I did.

I found that the result achieved was that the

client is able to communicate with computers in a VPN.

Petitioner Apple Inc. - Exhibit 1028, p. 1254




10

11

12

13

14

15

16

17

18

19

20

21

22

23

24

25

109

It does so over a public network and in a way in which
only clients that are registered are able to communicate
in that network with those servers.

Q. And, Professor Jones, did you conclude that
the Microsoft '135 products meet the element of
determining whether the DNS request in Step 1 is
requesting access to a secure website?

A, Yes, sir, I did under the Doctrine of

FEguivalents.

Q. May I check that element?

A. Please do.

Q. Let's look now at the last claim element,
which reads: In response to determining that the domain

name service request, or DNS request, in Step 2 is
requesting access to a secure target website,
automatically initiating the VPN between the client
computer and the target computer.

What is happening in that claim element?

A. In that element, the DNS proxy server is
sending a request to —-- to initiate the VPN. And in the
Microsoft products that happens when the RTC interfaces
initiate the VPN with the gatekeeper computer.

Q. I think you touched on this earlier, but is
that VPN just always going to be to a single Office

Communications Server?
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A, No, sir. As I mentioned earlier, that's a
group of servers as well as other computers that form a
network back at the company.

Q. Now, has Judge Davis provided any additional
definitions that help us with this claim element?

A. Yes, sir.

So for the claim term, automatically initiated
in the VPN, we use the definition initiating the VPN
without involvement of a user.

Q. In the Microsoft products, after it is
determined that the DNS reguest pertains to a secure
site, do the products automatically initiate a VPN
between the client computer and the target computer?

A. Yes, sir, they do. They send that request to
the gatekeeper computer to -- or the RTC interfaces sent
that request to the gatekeeper computer to initiate the
VPN.

Q. Will that gatekeeper computer make sure that
the proper credentials are presented?

A. Yes, sir, it will.

Q. Now, remind us, really, what was the user's
involvement here with all this information going back
and forth?

A. Well, the user, as we saw 1n the screen shot,

types in that domain name and his log in. And after
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that, this all happens behind the scenes automatically.
Q. Professor Jones, did you find this last
element met in the Microsoft '135 products?
A, Yes, sir, I did under the Doctrine of

FEguivalents.

Q. May I check that box?
A. Please do.
Q. Well, Professor Jones, we have checked all the

boxes on Claim 1.
What does that mean?
A. Well, that means that the Microsoft '135 —-
'135 products infringe Claim 1 of the '135 patent, and,

therefore, they infringe the '135 patent.

Q. Okay. We've talked about Claim 1, but did
you —- did you find that the Microsoft '135 products
infringe other claims of the '135 patent?

A. Yes, sir. Claims 10 and 12.

Q. May I pull those up now?

A. Yes, sir.

Q. Now, I put Claim 10 up here, and the preamble

of Claim 10 begins with: A system that transparently
creates a virtual private network between a client
computer and a secure target computer.

Is that what we're seeing?

A. Yes, sir, it is. This is the same —-
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essentially the same as what we're seeing in Claim 1.

Q. Now, I want to ask you, if I remember
correctly, Claim 1 starts with a method of
transparently, whereas Claim 10 starts with a system of
transparently.

Is that significant?

A, Yes, sir, it 1is.

When it starts with a method, that's
describing a set of steps. And to infringe Claim 1, a
set of steps has to be performed to infringe the claim.
In Claim 10, it -- to infringe Claim 10, you would have
to assemble the parts of Claim 10, basically assemble
the system to infringe 1it.

Q. So did you find that the Microsoft '135
products have a system that transparently creates a
virtual private network between a client computer and a
secure target computer?

A, Yes, sir, I do as we discussed for Claim 1.
Same as Claim 1.

Q. Now, Professor Jones, in case the Jjury --
excuse me; I'm sorry —-- 1in case the jury is following
along in the patent, I know that the Patent 0Office's
printing of this claim, it looks a little bit different
in that all of this information is kind of squished

together in one really, really long block.
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Now, will you explain to us why you'wve chosen
to break it out into three pieces here?

A, Yes, sir. I thought that one big block was a
pretty big mouthful, but also there are three basic
requirements going on here.

One 1s that the proxy server is going to
receive a request, and then in the next step, it's going
to return an IP address. And in the next, it's going to
generate a request in these three different parts of it.
And so I thought it would be much easier to analyze it

piece by piece to make sure I didn't miss anything.

Q. So the same words?
A. Yes, sir.
Q. Now, the first section that we have is a DNS

proxy server that receives a request from the client
computer to look up an IP address for a domain name.

Has Judge Davis provided us any definition for
that?

A, Yes, sir, he has.

For a DNS proxy server, we have a computer or
program that responds to a domain name inguiry in place
of a DNS.

Q. What is the DNS proxy server that you've
identified in the Microsoft '135 products?

A It 1s the RTC interfaces 1n Windows XP and
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Vista.
Q. Now, let's be clear about something.

The RTC interfaces, those are software,
correct?

A. Yes, sir.

Q. But this element says it's got to be a DNS
Proxy server.

A. Let me pull up the -- the construction and
explain that.

We've been told that a DNS proxy server could
be a computer or program, and it doesn't have to be one
or the other. So it could be hardware or it could be
software.

Q. But did you find that first piece of the claim

met in the '135 products of Microsoft?

A, Yes, sir, I did.

Q. May I check that?

A. Please do.

Q. Professor Jones, the second set -- the second
element is: Wherein the DNS proxy server returns the IP

address for the requested domain name, if it is
determined that access to a non-secure website has been
requested.

What's happening in that step?

A. In that step, after the DNS proxy server has
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made its determination, 1f it finds that a non-secure
website has been reguested, 1it's just going to return an
IP address so that an unsecure connection could be
formed.

Q. Did you find that element in the Microsoft
'135 products?

A. Yes, I did and in the RTC interfaces.

Q. Now, I note that this element says —-- it
refers to a non-secure website, access to a non-secure
website has been reguested.

What about website?

A, Well, just as in Claim 1, the website is not
literally present in the Microsoft products, but it's
present under the Doctrine of Equivalents.

Q. The second way of infringing that was
identified by Judge Davis?

A. Yes, sir.

Q. So what did you conclude for the second piece
of Claim 107

A. I concluded that the Microsoft '135 products
meet this under the Doctrine of Equivalents.

Q. Now, Professor Jones, the third piece says:
Wherein the DNS proxy server generates a reguest to
create the VPN between the client computer and the

secure target computer, if it is determined that access
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t0o a secure website has been requested.

What's happened in that piece of the claim?

A. Well, in this case, the DNS proxy server
determines that access to a secure website has been
requested and is going to send a request to create the
VPN.

Q. Now, candidly, I should have done this
earlier. But we've seen this in the animation a couple
of times.

And tell us where the pieces are. So we first
got —-—- the DNS proxy server receives the request. Where
was that in our animation?

A, That's when —-- the DNS proxy server 1s on the
laptop computer, and it's receiving that from the
application.

Q. So that's when A.J. at Fabrikam.com moved down
to the RTC interfaces?

A. Yes, sir.

Q. Then in the instance where, 1f you were trying
to connect to an unsecure site, what would happen?

A. Well, that, again, happens in the RTC
interfaces on the user's computer where it determines
that an unencrypted connection is going to be made and
that IP address comes up, that number we saw appear

there.
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Q. Now, when we see this third part here, if
you're trying to connect to a secure site, the DNS proxy
server generates a request that the VPN keeps that up.

Where was that in the animation?

A. That is after the DNS proxy server has made
its determination on the user's computer, on the client
computer. That request is sent over the internet and
will ultimately go to the gatekeeper computer.

Q. So that's when we had our laptop, and after
the DNS proxy server figures out we want to connect
encrypted and the message goes across the internet to

the gatekeeper?

A. Yes, that -- that -- the computer is at the
bottom -- in the basement of that Acme.com building.

Q. Did you find this third piece of Claim 10 met?

A, Yes, I did under the Doctrine of Equivalents.

Q. Now, the last element for this claim says: A

gatekeeper computer that allocates resources for the VPN
between the client computer and the secure web computer
in response to the request by the DNS proxy server.
Did you find that in the Microsoft '135
products?
A, Yes, I did.
That happens when the O0ffice Communications

Server, which is the gatekeeper computer, receives that
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request from the DNS proxy server and makes, for

example, allocates —-- well, allocates resources for that
VPN.

Q. So what do you mean by allocates resources for
the VPN?

A, For example, the Office Communications Server

will allocate connection records to make the connection
for the VPN possible.

Q. And what is the secure web computer?

A. The secure web computer is one of those
instances of Office Communications Server that were
discussed, or another computer.

Q. Now, Office Communications Server is —-- 1is
software that comes on a DVD, right?

A. Yes, sir.

Q. 211 right. But do you see that this element
requires a gatekeeper computer?

A. Yes, I do.

Q. Can that gatekeeper computer portion of the
claim be met by Microsoft's software as opposed to only
being met by hardware?

A, Yes, 1t can be met by the Microsoft software,
the functionality of that in the Office Communications
Server product.

Q. Is that kind of like when we looked at the DNS
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proxy server?

A. Yes. As you recall, the DNS proxy server
could be either a computer or program. And in this
case, the gatekeeper computer is the Office
Communications Server software.

Q. Well, does the expert retained by Microsoft
agree with you on that point, that this element of a

gatekeeper computer can be met by the software?

A, No, sir, he does not.
Q. What does he say?
A, Well, he says it has to be —-- that the

gatekeeper computer must be hardware.

Q. Well, Professor Jones, even if he's right that
the gatekeeper computer has to be hardware, would that
mean that Microsoft doesn't infringe the claim?

A, No, sir, it doesn't.

Well, first of all, that Office Communications
Server software is meant to run in a computer. It
doesn't have any other purpose.

Second, Microsoft itself puts that software on
computers and infringes these claims.

Q. So, Professor Jones, did you find that the
last element of Claim 10 is met by the Microsoft '135
products?

A, Yes, sir, I did under the Doctrine of
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FEguivalents.

Q. And what have you concluded about Claim 107

A. I have concluded that the Microsoft '135
products infringe Claim 10 of the '135 patent.

Q. Now, let's look at Claim 12.

The entirety of Claim 12 is the system of
Claim 10 wherein the gatekeeper computer determines
whether the client computer has sufficient security
privileges to create the VPN. 2And if the client
computer lacks sufficient security privileges, rejecting
the reguest to create the VPN.

Professor Jones, why i1s this claim so much
shorter than the others?

A. This is one of the dependent claims, that type
of claim that Judge Davis talked about that refers back
to another claim.

This one refers back to Claim 10.

Q. Okay. And so what do you need to show in
order to prove infringement of Claim 127

A, You have to show that Claim 10 is —-- that the

elements 1n Claim 10 are met as well as the elements in

Claim 12.
Q. And we've already shown Claim 107
A. Yes, sir.
Q. So what more must be shown for Claim 127
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A. We have to show that these terms here are
present in the Microsoft '135 products.

Q. And what are those terms?

A. These are wherein the gatekeeper computer
determines whether the client computer has sufficient
security privileges to create the VPN.

Q. Okay. Let's start with that one.

Does the gatekeeper computer that you've
identified as the server software determine whether the
client has sufficient security privileges to create the
VPN?

A, Yes, sir, i1t does.

As we discussed, the user has to be authorized

to connect to the VPN.

Q. So can we check that box?
A, Yes, sir.
Q. Then if the client computer lacks sufficient

security privileges, rejecting the request to create the
VPN, does Office Communicator Server and Office
Communications Server software from Microsoft do that?
A, Yes, sir, 1if it does.
If you're not authorized, the request to
create that VPN, the connection will be terminated.
Q. So do you have any proof of that you can show

us?
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A, Yes, sir, I do.

Q. What are we seeing here, Professor Jones?

A, This is some of the deposition testimony that
I talked about earlier. This is from Mr. Mu Han. He 1is

a Microsoft engineer, a man who's programmed parts of
this —-- these products that we've been talking about.
And he was designated by the company as someone who
could answer these questions for us.

Q. And what did he tell us?

A, The question he was asked: So when the client
cannot be authenticated, can you describe for me how the
connection is terminated?

And his answer —-- and let me just go down to
the highlighted portion -- is: If the access proxy does
not see the valid success code, the access proxy would
drop the connection.

Q. I see.

And Jjust so nobody —-- nobody thinks you're
running from the first part of that answer, what is he
explaining there? In fact, you can tell us 1if you --

A. Sure. Let me go —-- basically, what he —-- let
me go back and read it.

So if the client is authenticated
successfully, the server will return a success return

code to the client. The access proxy would see this

Petitioner Apple Inc. - Exhibit 1028, p. 1268




10

11

12

13

14

15

16

17

18

19

20

21

22

23

24

25

123

success return message and keep the connection up.

Q. Then if the access proxy does not see that
valid success code, it will drop the connection?

A. Yes, sir.

Q. What did you conclude about Claim 12,
Professor Jones?

A. I concluded that the '135 Microsoft products
infringe Claim 12 of the '135 patent.

Q. So one tiny piece of good news is I think
that's our check marks for the '135 patent, but we have
a little bit more to talk about on the '135 patent,
which is you said that Microsoft infringes directly and

indirectly.

A. Yes, sir.
Q. Can you tell us what you mean there?
A, Well, what I mean by that is that Microsoft

itself infringes these claims as well as through the
design of its products and how it advertises those and
instructs its customers, it indirectly infringes the
claim.

Q. Well, in what ways does Microsoft directly
infringe the '135 patent?

A. They do that, for example, through the way --
when they test their products, but they also do it when

they —-- when they use it internally themselves.
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Q. Well, does Microsoft make, use, sell, or offer
for sale products that include the DNS proxy server?
A. Yes, they do.

The products that include the DNS proxy server
are Windows Vista and Windows XP, and those are things
that they make, use, sell, and offer to sale.

Q. Do they make, use, sell, or offer for sale the
gatekeeper computer of the asserted claims?
A, Yes, sir, they do.

That's Office Communications Server and Live
Communications Server.

Q. Now, does Microsoft use the DNS-triggered
virtual private networks internally at Microsoft?
A. Yes, they do.

They —-- they run this system for communication
among their own employees.

Q. So does Microsoft perform the method of Claim
1 and make use of the build or make use of the systems

of Claim 10 or 1272

A. Yes, they do. They do all of those things,
sir.

Q. Now, how do yvou know that?

A, Well, I know that from Microsoft deposition

testimony as well as internal Microsoft documents.

Q. How many employees at Microsoft are using the
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'135 patent?

A, Well, it's my understanding that -- sorry;
wrong one —-- that Microsoft has over —-- or approximately
80,000 employees using this system, and some are —-
between 40 and 50,000 of those employees are in the

United States.

Q. 80,000 with 40 or 50,000 in the U.S.?

A. Yes, sir.

Q. Where did you get those numbers?

A, I got that from the deposition testimony of

Mr. Mu Han as well as documents from Microsoft that
describe how to set up and run this system and the best
ways to do 1it.

Q. Well, that's what I was going to ask you.

Do you know how Microsoft actually sets up

their software?

A, Yes, sir, I do.

Q. And how do you know that?

A, I know that from deposition testimony and
those same documents. I'd like to show you that

deposition testimony.

Q. Okay.

A, So this 1is, again, deposition testimony from
Mr. Mu Han, the Microsoft programmer. And he was asked:
Did Microsoft always use the OCS product with the DNS
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service record functionality for initiating SIP
connections?
His answer: We always use the DNS record to

discover the servers.

Q. They always?
A. Yes, sir.
Q. Do you have other evidence of how Microsoft

configures their own Office Communicator products
internally at Microsoft?
A, Yes, sir, I do.
MR. CALDWELL: Mr. Moreno, can you pull
up Plaintiff's Exhibit 1307
Q. (By Mr. Caldwell) Now, what are we seeing in

this document right here?

A, This is a document where Microsoft describes
the —-- basically recommended ways in which to set up the
system. And as an example of that, they describe how

Microsoft IT does that at Microsoft.

Q. And when Microsoft deployed it, did they use
DNS service records to create a virtual private network?

A, Yes, sir, they did. I'd like to —-

Q. So, Professor Jones, in your opinion, does
Microsoft directly infringe Claims 1, 10, and 127

A, Yes, sir, they do.

Q. Now, let's move on to indirect infringement.
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You introduced us to indirect infringement briefly, but
what did you -- what did you tell us indirect
infringement was?

A. Essentially, Microsoft indirectly infringes by
inducing or encouraging others to infringe the patent as
well as contributing to the infringement of others.

Q. Let's talk about induced infringement.

I understand that Judge Davis will instruct the jury on
-—-— on the metes and bounds of the law, but did you have
some understanding of induced infringement in order to

form your opinions and analysis?

A, Yes, sir. Let me walk through that.

To —-- to induce infringement, Microsoft would
need to have knowledge of the patent. They would have
to encourage or instruct others to perform acts that
infringe. Others would have to infringe the claims.

And then Microsoft would have had to have
known or should have known that encouragement or
instruction would result in others infringing.

Q. So for the first element, did you find that
Microsoft had -- did you find evidence that Microsoft
had knowledge of the '135 patent?

A. Yes, sir, I did. I'd like to show that to
you.

Q. Okay. This is Plaintiff's Exhibit 401.
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What are we seeing here?

A. This is an information sent from the U.S.
Patent & Trademark Office from -- well, from there to
Microsoft representatives during the -- what's called

the prosecution of a patent by Microsoft.

Q. So Microsoft was applying for a patent on some
technology it wanted to patent?

A. Yes, sir.

Q. And this is correspondence from the United
States Patent Office back to Microsoft?

A, Yes, 1t is, and it's dated September 26th,
2003.

Q. Now, where does Mr. Munger and Dr. Short's
'135 patent fit into this document?

A, Well, let me turn to a little bit later part
of it.

So I've highlighted two portions of this
document. The first one says, essentially, that the
claims that Microsoft had submitted as part of the
patent application were unpatentable in view of Munger.
And they mention the '135 patent explicitly.

And a little lower down, we see as to
Claim 12, Munger teaches the method of Claim 9 wherein
the communication device 1s a proxy server.

Q. So does this mean that the patent claims that
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Microsoft was trying to get, that in September of 2003,
they were rejected because of the Munger '135 patent
we've talked about?

A. Yes, sir.

And this is the record of the information or
the discussion that the Patent 0ffice sent back to
Microsoft's representatives.

Q. So have you seen other evidence besides this
patent document that indicates Microsoft had knowledge

of the '135 patent?

A. Yes, sir.
This 1s —- I believe we've seen this letter
before. This is a letter that -- from SAIC to Microsoft

that was received, as we can see in the upper right-hand
part, on May 2nd, 2006, in the Microsoft Legal
Department.

And this is mentioned -- let me read the part
below: We believe the '135 patent would be of interest
to your company in connection with its Live
Communications Server 2005 product with Service Pack 1
and in connection with its Office -- Microsoft Office
Communicator 2005 product.

Q. So, Professor Jones, have you found evidence
that Microsoft knew of the '135 patent?

A, Yes, sir. It's my conclusion that Microsoft
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had knowledge of the '135 patent.

Q. The second element is encouraged or instructed
others to infringe.

Have yvou found evidence of that?

A. Yes, sir.

For example, in that deployment guide we saw a
few pages ago, where Microsoft tells people how to
install and operate its system.

Q. What about websites? Have you seen any
information on websites?

A. Yes, sir.

I've examined many technical documents as well
as information on Microsoft's website that describes how
to use these products in the way that infringes.

Q. Now, does Microsoft allow software developers
to download the code they need to use these ATIs?

A. Yes. It —— Microsoft has what's called a
software development kit that you can download for these
RTC interfaces that will allow you to develop
applications and includes examples.

Q. It's sort of common sense, does Microsoft want
people to buy Office Communicator Communications Service
and use them?

A, Yes, sir. Definitely, they do. And they —--

they, obviously, encourage people to do that and use
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those products and tell them how to do it.

Q. So can we check that element?

A. Yes, sir.

Q. Now, what about others infringing the claims?
Have you found that others —-- or others have infringed

the claims?
A. Yes, sir, I have.

For example, based on Microsoft deposition
testimony, I understand that Intel and HP use the
products in a manner that infringes.

Q. And are you telling us that only Intel and HP
do?

A, No, sir. Those are just two examples that
were cited in the Microsoft deposition testimony.
But also, Microsoft basically sells these products, and
they sell the software, and they expect you to use them.

Q. My understanding is that Mr. Reed is going to
testify later more about the amount of sales that
Microsoft has. That's not something that's been inside

the scope of your investigation, correct?

A, That's correct, sir.
Q. And did we understand that Microsoft's own
internal IT department installs the -- the products in

these ways?

A, Yes, sir.
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That was that deployment guide where we
talked -- and -- and the discussion of 80,000 employees
at Microsoft using it.

Q. We saw a document earlier that referred to the
four different kinds of connections you check for. It
said checking for these four connections is the default
case —-- default case.

What does that mean?

A, Well, a default operating mode is the way in
which the product operates when you first get it. In
this case, it's the recommended way to operate it.

To operate it in a different way, you have reconfigure
the product.

Q. Is it your understanding that customers
typically deploy software in the default mode?

A, That's my understanding, ves, sir.

Q. So how many different ways can Microsoft's
customers infringe the '135 patent, for example, the
method Claim 1 that we saw?

A. Well, they can infringe Claim 1 by using the
software, and they can infringe Claim 10 by assembling

the system.

Q. The same for Claim 127
A, Yes, sir.
Q. What about using that system?
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A, Well, simply as a —-—- so if they were to use
the system of Claim 10 or of Claim 12, that would also
infringe.

Q. So have you concluded that others have
infringed the claim?

A. Yes, sir.

Q. All right. Now, can we look at the final
element?

Microsoft -- the final element to prove
inducement is that Microsoft knew or should have known
that their encouragement or instruction would result in
others infringing the claim.

Do you believe Microsoft should have known
that the software they were selling and the way they
were encouraging users to use the software would result
in others infringing?

MR. POWERS: Object, Your Honor. No
foundation for the reasons and our earlier motion in
limine on this subject.

THE COURT: Overruled.

A, It's my opinion that even Microsoft's own
knowledge of the way its products operate, as well as
their knowledge of the '135 patent, that as one of
ordinary skill in the art would have understood, that

using those products in the way that Microsoft describes
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would have resulted in infringing the '135 patent.
Q. (By Mr. Caldwell) Did you find that last
element met?
A, Yes, I did.
Q. Thank vyou.

Now, let's move to contributory infringement,
which you've also mentioned.

There's a test for contributory infringement.
Can you summarize that for us?

A. Yes, sir.

The -- there has to be -- Microsoft would have
to have knowledge of the patent. Others would have to
infringe the claims. Microsoft would have to sell a
component or apparatus for use in practicing the claimed
invention. And there would be no substantial
non-infringing uses of the component or apparatus.

Q. Now, the first two are probably easy. I think
we addressed that in the last test.

Have you found that Microsoft had -- evidence
that Microsoft had knowledge of the patents?

A. Yes, sir.

Q. And did you determine that others are
infringing?

A. Yes, sir.

Q. Okay. But now let's talk about this other new
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part here: Sale of a component or apparatus that's for
use 1n practicing the claimed invention.

Have yvou identified a component that Microsoft
is selling for use in practicing the claimed invention?

A. Yes, sir.

This 1is the automatic connection feature or
mode of the RTC interfaces, which are part of Microsoft
Windows XP and Windows Vista.

Q. And does use of that component infringe method
Claim 17

A, Use of that component in combination with the
applications infringes method Claim 1.

Q. Okay. What about system Claims 10 and 127

Does use of that component infringe the system Claims 10

and 127
A, Yes, 1t does.
Q. Did you find that element met?
A. Yes, sir.
Q. Now, the final -- final piece here: No

substantial non-infringing uses of that component or
apparatus.

Professor Jones, do you believe there is
substantial non-infringing uses for that automatic
connection mode component that you've identified?

A, No, sir. I don't find any other —-- any

Petitioner Apple Inc. - Exhibit 1028, p. 1281




10

11

12

13

14

15

16

17

18

19

20

21

22

23

24

25

136

substantial non-infringing uses of it.

Q. Does Microsoft disagree with you on that
point?
A. Yes, they do.

And they've identified, for example, what they
call high-security mode as being a substantial
non-infringing use, but I disagree with that.

Q. Okay. Are there other alternatives Microsoft
has said, oh, we can use this component in a way that
doesn't infringe?

A, Yes, they have, but I've identified those as

just non-uses rather than non-infringing uses.

Q. Not using the component at all?
A, That's right.
Q. I see.

So as your final last item, you put
contributory infringement, right?

A, Yes, sir, I did.

Q. Well, in summary, Dr. Jones, we have now
discussed Claims 1, 10, and 12 of the '135 patent, and
after all of your investigation, what have you concluded
regarding those three claims?

A, I concluded that Microsoft directly and
indirectly infringes Claims 1, 10, and 12 of the "'135

patent through the Microsoft '135 products.

Petitioner Apple Inc. - Exhibit 1028, p. 1282




10

11

12

13

14

15

16

17

18

19

20

21

22

23

24

25

137

Q. Thank you, Dr. Jones.
Now, can we see the next step of our road map?
Now, I want to kind of give a ray of hope
here. My understanding is that this second portion will
go a little faster than the part before now that we've
been through it once.
A, Yes, sir. I believe we'll be able to complete
this quite a bit faster.
Q. So let's move on to that second case with a
case, to use your words.
Now, remind us generally what the '180 patent
covers.
A. Well, the '180 patent is —-- covers a secure

domain name service that's used to facilitate the setup

of VPNs.

Q. Is that an important idea?

A, Yes, sir, 1t was.

Q. Why is it important?

A. Well, it's important because there's a need
when you're -- when you're forming a VPN or

communicating with someone through a VPN, to be assured
that you're talking to the correct party.

For example, if you were talking to the wrong
person in a VPN, you might be sending all the

information you thought was private to someone who's a
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hacker.
Q. So we've seen slides like this before, but can
you run through quickly some of the key parts of the

'180 patent.

A, Yes, sir.
Q. Do you see the number?
A, Yes, sir. The number is the '180 patent. The

date the patent was awarded to the inventors was March
oth, 2007. And, again, the title, then the inventors,
and again, some familiar names there, Dr. Short and Mr.
Munger. And this patent was —-- the rights for the
patent are assigned to VirnetX.

Q. Now, we've already spent some time looking at
the '135 patent. Is this '180 patent just a completely
new, starting-from-scratch patent?

A. No, sir, it's not. It's what's called a
continuation-in-part patent where the inventors add new
material describing a new invention to their original
application, as well as new claims.

Q. Do you remember when they added the new
material and filed the continuation?

A. That was two months after the previous
application. I believe that was in April of 2000.

MR. CALDWELL: Mr. Moreno, I want you to

introduce us just a little bit to the new material. Can
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you go to Plaintiff's Exhibit 4, Page 397

Q. (By Mr. Caldwell) Okay. This is Figure 33 of
the "180 patent. What do we see here?

A, This is one of the block diagrams that we
talked about earlier. This i1s a new one for this
patent, and this is in that figures and drawings section
that was discussed.

Q. Well, to go along with the new figures, was
there a new technical description added to the patent?

A, Yes, sir. There's a more detailed description
of this figure, as well as the new invention in the
detail description later on.

Q. Can we take a look at that real gquick?

And what do we see here, Professor Jones?

A. Well, this is a new section that's entitled
One-Click Secure Online Communications and Secure Domain
Name Service.

Q. The present invention provides a technigque for
establishing a secure communication link between a first
computer and a second computer over a computer network.

Is that the '180 patent description that
Dr. Short gave us earlier?
A, Yes, sir, it 1is.
Q. Okay. Now, I'm going to pull up Claim 1 of

the '180 patent.

Petitioner Apple Inc. - Exhibit 1028, p. 1285




10

11

12

13

14

15

16

17

18

19

20

21

22

23

24

25

140

Professor Jones, I'd like to quickly run
through how Claim 1 defines a property right for the
'180 invention that Dr. Short described.

So let's look at the claim here. I see a
whole bunch of words, but can you boil this down for us
a little bit; just give us the high-level overview of
what's happening in this claim?

A, Yes, sir. This 1s a method for a client
computer to find an address for VPN communications and
to use that address to set up a VPN link where it will
ultimately make a reguest for information over that VPN
link.

Q. Now, the preamble of this claim at the top
says: A method for accessing a secure computer network
address comprising the following steps.

And the first step is receiving a secure
domain name. Can you show us what that is?

A. Yes, sir.

So here we have a computer with an application
that has a secure domain name, and that domain name 1in

this example is john.acme.scom, as Dr. Short showed us

earlier.
Q. Is that received into the computer?
A, Yes. That will be received on to the user's

computer, and then we'll move on to the next step of the
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claim.

Q. And the next step of the claim is sending a
query message to the secure domain name service
requesting from that secure domain name service a secure
computer network address corresponding to the secure
domain name.

What is that?

A. In that step, that guery message gets sent out
to the secure domain name service saying, I'd like an
address to use to make this connection.

Q. Now, let's be clear. Where 1is this secure
domain name service?

A. Well, the secure domain name service could be
on the client computer, or it could be on another
computer out on the internet.

Q. Does it -- I mean, does it really matter where

the secure domain name service 1is?

A, No, sir. The claims don't specify where the
secure domain name service 1is. They're flexible on
that.

Q. All right. Thank vyou.

And so then did you say we send a query
message to the secure domain name service?
A Yes, sir. SO —-— yes. A guery message goes

out, and it's received by the secure domain name
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service.

Q. So then the next step is receiving from that
secure domain name service a response message containing
the secure computer network address corresponding to the
secure domain name.

Now, what happens there?

A, Well, what happens there is, the secure domain
name service responds with an address that goes back to
the user's computer.

Q. Now, Professor Jones, I mean, I hate to
interrupt the animation here for a second, but I want to
dig into one thing in the claim.

I know we have this element where the name was
put into the computer, and then the guery message was
sent out in this element, correct?

A. Correct.

Q. The response came back in this element.

What I don't see between those elements is
some particular explanation of how that number, that
address, must be computed by the secure domain name
server.

Why is that?

A, Well, the claims are flexible with respect to
how the secure domain name service determines what the

answer should be, and the patent gives different
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examples of how that can happen.

Q. I see.

But even the examples in the patent, are those
the only way that the secure domain name service can
come up with the address?

A, No, sir. The claims don't specify how that
must happen.

Q. So at this point, we've got our address back.
Can we set up our VPN?

A Yes, we can.

Q. 211 right. 2And now I see that the very last
step here is sending an access request message to the
secure computer network address using a virtual private
network communication link.

What happens there, Professor Jones?

A. Well, in that step, the access request message
is going to go from the user's computer over on to a
computer at acme.com asking for information. And that
all happens over the VPN.

Q. Now, Professor Jones, do you recall that in
the last patent, it had the word website, talking about
secure target website, things like that?

A, Yes, sir, I do.

Q. All right. Is there any requirement in the

'180 patent, any requirement at all in these claims,
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that what is being accessed is a website of any sort?

A. No, sir. The claims don't —-- aren't
restricted to a website or any other kind of specialized
or special server.

Q. And then do you also recall back when we were
talking about the other patent, that Claim 10 required a
gatekeeper computer?

A, Yes, sir, I do.

Q. Do these '180 patent claims require any kind
of traditional, dedicated server at all?

A, No, sir, they don't. They're very flexible.
There's no specified gatekeeper computer here, for
example.

Q. So what alternatives could you have to a
traditional server?

A. Well, for example, we could remove that
server, and this could just include the normal network

at acme.com without the need for a specialized server.

Q. Well, thank you for that introduction to the
patents. What's next on our road map?
A, If I can get it upright. There we go.

The next thing we'll talk about are the
operation of Microsoft products that are related to the
'180 patent.

Q. In your opinion, are there Microsoft products
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that have this secure domain name server?
A. Yes, sir. The Microsoft Windows XP and
Windows Vista products that we talked about earlier have

a secure domaln name service.

Q. Same operating systems as for the other
patent?

A. Yes, sir.

Q. What is the name of that secure domain name

service in Windows XP and Vista?

A. That's the peer name resolution protocol
service that lies on there, and the short for that 1is
PNRP.

Q. What kinds of software would use the peer name
resolution protocol?

A, That would be something like —-- peer-to-peer
applications would use that.

Q. Well, peer-to-peer, that's a relatively new
term for us. What does it mean? What is peer-to-peer
networking?

A, Well, peer-to-peer networking is essentially
networking computers together without the use of a
centralized server. You know, traditionally, as we saw
before, we had the client and we had a server. Well,
peer—-to-peer doesn't require that there be a centralized

server.
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Q. Have you seen any documents from Microsoft
that describe how a peer-to-peer network differs from a
more traditional client server model?

A. Yes, sir, I have.

Q. Can you show those for us?

Now, what is this document that we're seeing?

A, This i1s a Microsoft document that described --
it's basically an introduction to Windows peer-to-peer
networking, and it reads: The typical computing model
for many applications is a client/server model. A
server computer typically has wvast resources and
responds to requests for resources and data from client

computers.

Q. Can you give us a practical -- oh, I'm sorry.
Did I -- I cut you off, didn't I?
Is there —-- is there a description in this

document of how peer—-to-peer differs from that
traditional model?

A, Yes, sir. Actually —--

Q. These aren't consecutive locations in the
document, right? I think the graphic is, by accident, a

little bit misleading there.

A. Yeah.
Q. The second paragraph you're pointing to is --
the first one was from Page 6. The second one is from
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Page 10. I just didn't want anyone to be confused about
that.

A. Right.

Q. But what does this document -- how does it

summarize peer—-to-peer networking?

A, So as it says -- well, I --

Q. You know what? Actually, that's not —-- that
it is from Page 10, isn't it? I misspoke.

So how does this document describe
peer—-to-peer networking?

A, Well, essentially, peer—-to-peer networking,
the peers don't rely on a centralized server. They
share resources with one another without the need for
that centralized server.

Q. I see.

So can you give us a practical example of
peer-to-peer networking, how that might actually get
used?

A. Yes, sir.

Consider an example where we might have a
group of students working on a term paper together at
the UT-Tyler library, and they bring their laptops, and
they are going to work together to turn this thing in as
a group project.

And their laptops could communicate with one
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another. They could all see and work on the same
document without setting up a single centralized server.

Q. I see.

And is this an important technology for
Microsoft?

A, Yes, sir, it is. This technology is
something —-- they're building what's called a
peer—-to-peer platform.

Q. Well, what kinds of data could someone share
on a peer—-to-peer network?

A. Well, we talked about that term paper, but -—--
or documents, but you could also share music. You could
share video files. You could share pictures of family
and friends. It's also possible to share software over
a peer-to-peer network.

Q. If you want to have one of these peer-to-peer
groups, peer—-to-peer meetings, do all of the
participants need to be sitting at that same library or
sitting around the same conference table?

A. No, sir. There's no need for that.

For example, in our —-- with the students in
the UT library working on the term paper, perhaps one of
them is actually, instead of being at the library, home
celebrating a family member's birthday and logged in

from home.
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Another family member could be -- or I'm
sorry —-— another group member could be on a job
interview and working remotely from a coffee shop.

Q. Are there any unigque challenges that are
presented by peer-to-peer networks as opposed to the
traditional client/server model?

A, Yes, sir. One of those is trying to find the
right name for the people that you are —-- or people or
computers that you want to talk with.

In the client/server model, it's very easy to
remember names like Amazon.com, and those names are
essentially going to remain unchanged and have addresses
that change very, very infrequently.

If I'm talking to people in a group, say a

group of students, well, I may not know —-- or 1it's
unlikely I know the names of their computers. In
addition, those —-- their addresses for their computers

are likely to change frequently.

Q. Well, in the peer-to-peer setting, is it
important to be able to know that the computer you're
connecting to is the right computer if you're going to
share data?

A, Yes, sir. And this gets back to that naming
issue. I need to know that I'm talking to the person

I'm talking to and that I have some guarantee of that.
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If I'm —-— think I'm talking to someone I
trust, but instead I'm talking to someone, say a hacker,
I could give them important information, information I'd
like to keep private.

Q. So is this an important problem for Microsoft
to be able to address?

A, Yes, sir, it 1is.

Q. Have you seen documents that confirm how
important this is to Microsoft?

A. Yes, sir.

MR. CALDWELL: Mr. Moreno, can you pull

up Plaintiff's Exhibit 1517

Q. (By Mr. Caldwell) What are we seeing in this
document right here, Plaintiff's Exhibit 151, Professor
Jones?

A, This is a slide presentation describing this
name resolution, this naming problem we've talked about.

This is written by a man named Christian
Huitema, and he 1is an architect, a software architect at
Microsoft, who designs these protocols and designs these
systems.

Q. So, I mean, does -- a software architect, does
that mean that he's sort of a high-up programmer or
something of that ilk?

A, Yes, sir. He's a person who is designing the
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systems rather -- he might not be the person who's
implementing every last bit of the code. He's a higher
level designer.
MR. CALDWELL: So can we flip to Page 3

of this document?

Q. (By Mr. Caldwell) What is Microsoft saying on
this page of this presentation?

A, Well, they're describing their goal, which is
making Windows a great platform for P2P, and P2P means

peer—-to-peer.

Q. Something just occurred to me. I just —-- that
we might want to point out. I know this date down here
says January 4th, 2008. Is that an accurate date from

when this presentation was created?

A, No, sir, it's not.

Q. What -- why are we seeing that date?

A, I believe that's the date it was printed out
on.

Q. I see. Okay. Just didn't want that to be

hanging over our heads here.
Now, what is the key to making Windows a great
platform for peer-to-peer like Microsoft wanted?
A, Well, the key to that is this naming issue I
discussed earlier. You have to be able to find the

computers you want to talk to and know that they're the
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right ones.

Q. Can we see that on Page 47

A. Yes, sir.

Q. Explain what we're seeing here, Professor
Jones.

A. Well, this is a slide entitled Naming: The
Key to P2P Development. And it explains that names have

to be stable and that it be possible to find addresses
for those names and locate members of a group.

MR. CALDWELL: ©Now, could we flip to Page
67

Q. (By Mr. Caldwell) Tell us what Microsoft has
figured out about this problem, at least as of this
presentation.

A, Well, they figured out that the Number One
design goal is security; that the names have to resolve
to the intended addresses so that another person, a
hacker, can't fake and give you fake -- fake that
identifier; basically, give you the wrong address so you
talk to them instead of who you wanted to talk to.

Q. Well, is being able to find somebody's address
a really big time deal. I mean, is it a one-time shot
problem, in other words? Like if you find somebody's
address, are you all set; forevermore, you've got their

address?
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A. Well, in something like the client/server
model, the address of somebody like Amazon.com 1is not
going to frequently change.

But in peer-to-peer, take our example in the
library. Those student laptops are not going to be as
stable as Micro -- or sorry —-- as, say, Amazon servers,
but also we talked about those students moving from one
place to another.

In those situations, their IP addresses
change. There are other reasons for IP addresses to
change as well. So they won't have stable addresses.

MR. CALDWELL: Now, can we pull up
PowerPoint Slide 547

Q. (By Mr. Caldwell) Has Microsoft recognized
this problem with addresses changing?

A, Yes, sir. They call it transient
connectivity. Let me read the highlighted portions.

Many client computers have transient
connectivity. They connect for unpredictable amounts of
time and can be assigned a new IP address for each
connection.

Q. And then it goes on to talk about -- it was
comparing some of the more traditional computers, but
what does 1t say about peer computers specifically in

the lower highlight?
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A. Well, it explains that peer computers, on the
other hand, have resources to share. However, they

still have transient connectivity.

Q. And what is that telling you?
A, Well, that's telling us that essentially those
peer —-- the addresses for those peers are going to

change, and they could change in unpredictable ways
resulting in new IP addresses, but that that's a problem
that needs to be addressed.

Q. Well, before I ask you whether it was
important or not, you were telling us about the peer
name resolution protocol in Windows XP and Vista. Where
does the peer name resolution protocol fit into
Microsoft Windows?

A, Well, the peer name resolution protocol is
part of the —-- what's called the PeerNet interfaces or
the PeerNet API.

MR. CALDWELL: Thank you, Mr. Moreno.

Q. (By Mr. Caldwell) So can you use those PeerNet
interfaces built into Microsoft Windows to set up a
virtual private network?

A, Yes. You can make use of the PeerNet
interfaces to find the address of a computer that you
wish to talk to. And that virtual private network in

the PeerNet interface is what's called a group.
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Q. In what ways are the communications in a
PeerNet group private?
A. Well, first of all, all communications in the
PeerNet group are encrypted.
Second, 1in the PeerNet group, you cannot
see —-—- you cannot determine who the sender of an
address —-- or sorry —-- the sender of a message is.
Further, if you're observing the group, you
cannot tell which applications on which computers will
receive information sent over the VPN,
Q. So, in your opinion, are the transmissions

within that group anonymous?

A. Yes, sir.

Q. Are they private?

A. Yes, sir.

Q. Have you seen additional documents or

presentations confirming the privacy of communications
in the group?

A, Yes, I have.

MR. CALDWELL: Okay. For the record, we

identify also Plaintiff's Exhibits 151 and 245.

Q. (By Mr. Caldwell) How does the peer name
resolution protocol fit into the formation of a secure
group?

A. Well, the peer name resolution protocol can be
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used to find a member of the group, to find the address

with whom the computer wants to speak.

Q. So at a high level, how does that work?
A. Well, let me show vyou.
Q. I think -- I think the part you're thinking of

is going to come later.

A. Okay.
Q. So just give us an overview and —--
A. Yeah.
So the basic —-- basically, the idea is that a

computer or an application will want to become a member

of the group. That application will -- will have a
domain —- secure domain name to contact, and it will
need to get an address from the -- from PRNP, from the

secure domain name service, to make a connection in the
VPN.

Q. Has Microsoft released any applications that
use these PeerNet interfaces to create groups?

A. Yes, they have. They've released an

applications called Windows Meeting Space.

Q. Can you show us that?

A. Yes, sir.

Q. What are we seeing here, Professor Jones?

A, This is a screen shot of a test I ran using a

couple of computers running Windows Meeting Space.
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meeting. I just gave them the names Admin 1 and Admin

2.

a desktop that they're sharing between them.

Q. And let's talk about that a little bit.
You say they're sharing a desktop. Are you
saying —-- there's, basically, two computers here?
A. Yes, sir.
Q. And one computer is called what?
A. Admin 1, and another is Admin 2.
Q. And what are we seeing in the big slide here?

Not the part in the red box, but what is the whole big

slide?
A, A1l right. The —-- the entire slide 1is
what's —-- the picture of Windows Meeting Space where

basically the computers screen on Admin 1.

screen on Admin 17

A. We're seeing the -- actually, I should restate
that. The entire screen i1is for Admin 1, but —- I'm
SOrry. The entire screen is for -- let me see if
there's a right way to say this. This i1s the entire
screen of —-- I believe it's Admin 2.

Q. Okay.

On the right side are two participants in the

And then on the left side 1s what their —-- 1s

Q. Okay. And what are we looking at inside the
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A, And then what's showing inside of the little
red —-- or the smaller red box is for -- is the desktop,
the screen of the computer, Admin 1.

Q. So on one of the computers, we could work on a
word processing document, we could type a term paper,
and then the other folks on their computer screen could
see 1t?

A, Yes, sir. Everybody will see —-- whatever's
running on the screen of Admin 1 will be seen by all the

other computers in the group.

MR. CALDWELL: So can we go to the next
slide here?
A. Yes, sir.
Q. (By Mr. Caldwell) And now, tell us where all

the parts fit together.

A, Okay. The Windows PeerNet interfaces are on
the laptop computer, that remote user. The secure
domain name service, which is the peer name resolution
protocol, can be running on another computer on the
internet.

And those can -- I'm sorry. And those -- I
should say that that peer name resolution protocol could
be running on other computers as well.

Q. Can you —-- you say that there's a secure group

name that's used to find the group. Can you give us an
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example of what the secure group name looks like?

A. Sure. The secure group name —-- one example of
this i1s given on this slide. This is a long string of
characters on the left side followed by a dot and then a
classifier associated with an application.

Q. I see.

And now —-- now, did the user have to type this
secure group name into the program in order to use 1t?

A, It's unlikely that they would have done so.

It's much more likely that they would have
gotten this in an e-mail to use to connect to the group
with. That way they could just click on a 1link, for
example, rather than having to type all this in.

Q. So can you give us an example of what the name
would look like 1if it were an unsecure group name-?

A. Yes, sir.

So -- and -- well, or an unsecure peer name in
Windows PeerNet interfaces is something like 0.PeerNet.
It's much simpler.

Q. Does Windows refer to —-- I'm sorry —-- does
Microsoft refer to secure group names as secure Jgroup
names?

A, Yes, sir, I believe they do. I believe I've
seen documents that say that. But it falls into the

class of names called secure peer names.

Petitioner Apple Inc. - Exhibit 1028, p. 1305




10

11

12

13

14

15

16

17

18

19

20

21

22

23

24

25

160

Q. Okay. Well, Professor Jones, though, are you
calling a secure group name a secure domain name for
purposes of these patents just because they both say the
word secure?

A, No. I'm not calling it just because they use
that name secure. I analyzed these and matched them to
the claim elements rather than just say, well, they say
it's a secure name, so 1t must meet the claim terms.

Q. So why does the secure group name look like
that, all that crazy chaos, the 5fe531661, et cetera?

A. Well, it looks like that so that you can have
some assurance that it's the right name. They use that
kind of name, because it's difficult to fake that name.

It's hard for someone —-- or almost impossible
for someone to fake the correct secure group name.

Q. So my computer knows I want to join a group by

that name?

A. Yes, sir.
Q. What does 1t do with that name?
A, Well, 1t uses that name, sends 1t to the

PeerNet interfaces, and the PeerNet interfaces would
send those to PNRP.

Q. Now, can we Jjust take that name and send it to
the ordinary domain name server that Dr. Short told us

about?
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A. No. If we send that name to the ordinary
domain name service, all we'll get back is an answer

that says something like error, not found.

Q. Have vyou verified that?
A. Yes, sir, I have.
Q. Have yvou seen testimony from Microsoft's

engineers to that effect?

A. Yes. Let me show that to you.

Q. Okay.

A, This is deposition testimony, sworn testimony
from Mr. Christian Huitema. He was asked: Can you tell

by looking at a secure peer name, that it must be
resolved by PNRP rather than DNS?

His answer: Oh, ves. They have a very
different syntax, APN. A DNS name will be something
like www.microsoft.com, whereas a peer name, a secure
peer name, in particular, will include a sequence of 32
hexadecimal digits.

Q. Well, so we've got a crazy secure group name.
How can the PeerNet interfaces in the Windows I'm
running -- and I'm assuming the user doesn't have to
deal with that crazy name, correct?

A. That's correct.

Q. So how do the Windows PeerNet interfaces find

the right secure computer network address for that group
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name?

A. Well, they can —-- they do that by asking other
computers around them for a secure computer network
address associated with that name.

Q. Well, let me back up a little bit, because I
did -- I did a bad job of introducing something earlier.

Let's say we have our students that are at the
library, and they want to have a meeting, but I'm at
home, and I want to be part of the meeting.

Does somebody tell me, send me some message,
something to say: Hey, 1it's time to join our group
meeting and work on a paper together?

A. Yes. That's essentially what happens.

For example, you can receive -- if you're --
if somebody wants to make you a part of the group, yvou
could receive an invitation file to allow you to join
that group. And that invitation file would have, for
example, the secure group name.

Q. Well, if they're sending me an invitation
file, why don't they just go ahead and send me the
address I'm going to need in order to connect to the
group?

A. Well, at times, they actually —-- they do send
you that IP address, and you could use that to connect

to the group in some cases.
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Q. So what's the problem?

A, Well, it's this transient connectivity
problem. There will be times where that address is
going to work just fine. There will be other times,

however, where that address will no longer be functional
and you won't be able to join the group if you just had
the address.

Q. Are there other ways that my computer might

already know the addresses i1t needs to connect to a

group?
A, Yes, sir. There's another method called
People Near Me so that 1if -- for computers near you, you

may be able to easily know the addresses for the people
near you.

Q. Well, so People Near Me, somebody could just
e-mail me the -- or e-mail me a file that has the
addresses I need.

Will those ways of getting the address I need
to join the VPN always work?

A. No, sir, they work. Like this transient
connectivity problem, it may be the case that the
address is no longer the right one for that person, or
the person who sent you the invitation may no longer be
part of the group.

Q. Well, then if we don't have an address for
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somebody that's on the group that we want to connect to,
can we join the group?

A, No. You won't be able to join the group if
you don't know how to reach anyone in it, and that would
be pretty frustrating, so...

Q. So has Microsoft built in a failsafe way of
getting the address you need in order to connect to one
of these secure groups?

A. Yes, they have. That's that peer name
resolution protocol. That will find the name of a group
member if it can be found.

THE COURT: Counsel, let me ask you, it's
almost 5:00 o'clock. Are you at a good stopping place
or close to one?

MR. CALDWELL: I guess I could stop now.
I could probably finish in 30, 35 minutes.

THE COURT: I think we'll go ahead and
quit for the day today. We'll come back in the morning
at 9:00 o'clock, at which time we'll start back up and
finish with this witness and then cross-examination.

So I know it's been a long, hard day, Ladies of the
Jury. Thank you for your careful attention. I've
looked over there several times, and you've been really
payving good attention.

So remember my instructions. Have a safe
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drive home. We'll see you back here in the morning
ready to go at 9:00 o'clock. The jury 1is excused.

COURT SECURITY OFFICER: All rise for the
jury.

(Jury out.)

THE COURT: Please be seated.

MR. CALDWELL: Your Honor, I don't know
if this is an appropriate time, but can I mark these as
Demonstrative Exhibits 6, 7, and 8, the three —-- the
three claim charts that have been checked?

THE COURT: Sure. You can mark them and
offer them in the morning.

MR. CALDWELL: Okay. Thank vyou.

THE COURT: Al1ll right. We're going to
adjourn for the evening.

Is there anything the Plaintiff wishes to
bring up?

MR. CAWLEY: No, Your Honor.

THE COURT: Defendants?

MR. POWERS: No, Your Honor.

THE COURT: All right. Let me just
comment, I've looked at the objections to the exhibits
of Dr. Reed, and I think what I'm going to do with those
is, I've reviewed the briefing again, and I think I can

pretty well submit it on the briefs without a lot of
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argument.

But what I would like to do 1is just,
whenever we get to that point in the testimony, approach
the bench or let me know, and I'll take it up at that
time.

MR. SAYLES: Your Honor, are you asking
that I approach each time, or shall I approach --

THE COURT: No.

MR. SAYLES: -— at the appropriate time?

THE COURT: At the appropriate time.

We'll try to deal with all of them or
groups of them.

MR. SAYLES: All right.

THE COURT: All right.

MR. CASSADY: Your Honor, Jjust so we're
clear, what vyou're asking us to do is, we can still
en masse let those exhibits in at the beginning of
Mr. Reed's testimony, and then we'll discuss the
objections at the bench.

THE COURT: Well, no. They won't come in
until you offer them. And if they're objecting to them,
I need to rule on that first.

Do you need those in at the very
beginning of his testimony or -—-

MR. CASSADY: The reason I asked, Your
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Honor, 1is that there are 80 of them.

THE COURT: How many?

MR. CASSADY: I think there's 80 plus.

THE COURT: Okay.

MR. CASSADY: I can go through the
process of identifying them through the testimony, but,
obviously, we're not going to put 80 documents up.

THE COURT: No. I don't —— I don't think
that will be necessary. What I'm getting at is, 1is
there some introductory predicate before you get to
needing to rely on those documents with regard to his
opinions, or do you get to those very promptly into —-—-
or very quickly into his testimony?

MR. CASSADY: I think the first set or
first group 1is pretty guickly, at the beginning of his
testimony, and then there's two other groups that happen
maybe 30 minutes into his testimony.

THE COURT: And what are the three groups
that you're referring to?

MR. CASSADY: I think, actually,

Mr. Sayles identified them as groups in his list of
documents that they're objecting to.

I don't know where the cutoff 1is, but the
first group, I believe, 1s financial data, Microsoft

financial data.
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And then the second group, if you see the
sequence start over?

THE COURT: Yes.

MR. CASSADY: The second group, I
believe, 1is the summaries.

MR. SAYLES: Correct.

MR. CASSADY: And the third group would
be the licenses that Microsoft has an issue with.

THE COURT: 211 right. I go down
through -- well, wait a minute.

Yeah. Financial data goes down through
the top of Page 6, first item, right? And then you get
into the licenses.

MR. CASSADY: Top of Page 6, and that's
where the —-- I believe that's when the —-- yeah, correct.

That's the licenses.

No. Actually, Your Honor, I apologize.
It says licenses, but that's actually -- I apologize,
Your Honor. Yes, that's the licenses. You got that
correct.

And then --

THE COURT: Then there's a bunch of
summaries of -- irrelevant financial data is the

objection, right?

MR. CASSADY: Yes.
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THE COURT: And maybe you can help us
here, Mr. Sayles. I'm just trying to get —-- are there
some groupings here that it would be logical to take up?

MR. SAYLES: There are groupings. Let me
get my notes, if I may, Your Honor.

THE COURT: Well, yv'all 1look at them, and
we'll take them up in the morning. Y'all try to get
together and see i1f you can get me some way to manage
them.

MR. SAYLES: We will, and they do follow

the three groups.

THE COURT: Okay. Very well.

Anything further?

MR. POWERS: No, Your Honor.

THE COURT: All right. We'll be
adjourned. See you in the morning.

COURT SECURITY OFFICER: All rise.

(Court adjourned.)

* * * *
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CERTIFICATION

I HEREBY CERTIFY that the foregoing is a
true and correct transcript from the stenographic notes
of the proceedings in the above-entitled matter to the

best of my ability.

/s/
SUSAN SIMMONS, CSR Date
Official Court Reporter

State of Texas No.: 267

Expiration Date: 12/31/10

/s/
JUDITH WERLINGER, CSR Date
Deputy Official Court Reporter

State of Texas No.: 731

Expiration Date: 12/31/10
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IN THE UNITED STATES DISTRICT COURT
FOR THE EASTERN DISTRICT OF TEXAS

TYLER DIVISION
VIRNETX * Civil Docket No.
* 6:07-Cv-80
VS. * Tyler, Texas
*
* March 10, 2010
MICROSOFT CORPORATION * 9:00 A.M.

TRANSCRIPT OF JURY TRIAL
BEFORE THE HONORABLE JUDGE LEONARD DAVIS
UNITED STATES DISTRICT JUDGE

APPEARANCES:

FOR THE PLAINTIFFS: MR. DOUGLAS CAWLEY
MR. BRADLEY CALDWELL
MR. JASON D. CASSADY
MR. LUKE MCLEROY
McKool-Smith
300 Crescent Court
Suite 1500
Dallas, TX 75201

MR. ROBERT M. PARKER
Parker, Bunt & Ainsworth
100 East Ferguson

Suite 1114

Tyler, TX 75702

APPEARANCES CONTINUED ON NEXT PAGE:

COURT REPORTERS: MS. SUSAN SIMMONS, CSR
Ms. Judith Werlinger, CSR
Official Court Reporters
100 East Houston, Suite 125
Marshall, TX 75670
903/935-3868

(Proceedings recorded by mechanical stenography,

transcript produced on CAT system.)
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APPEARANCES CONTINUED:

FOR THE DEFENDANT: MR. MATTHEW POWERS
MR. JARED BOBROW
MR. PAUL EHRLICH
MR. THOMAS KING
MR. ROBERT GERRITY
Weil Gotshal & Manges
201 Redwood Shores Parkway
5th Floor
Redwood City, CA 94065

MS. ELIZABETH WEISWASSER
MR. TIM DeMAST

Weil Gotshal & Manges
767 Fifth Avenue

New York, NY 10153

MR. DANIEL BOOTH

Weil Gotshal & Manges
700 Louisiana

Suite 1600

Houston, TX 77002

MR. RICHARD SAYLES

MR. MARK STRACHAN
Sayles Werbner

1201 Elm Street

4400 Renaissance Tower
Dallas, TX 75270

MR. ERIC FINDLAY

Findlay Craft

6760 01d Jacksonville Highway
Suite 101

Tyler, TX 75703

* * * * * *

PROCEZEDTINSGS

COURT SECURITY OFFICER: All rise.
THE COURT: Please be seated.
(Jury in.)

THE COURT: 211 right. Good morning.
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All right. Are v'all ready to go?

Okay. All right. Counsel, you may
proceed.

MR. POWERS: Your Honor, do you wish to
handle exhibits before we begin?

THE COURT: Yes. Uh-huh.

MR. McLEROY: May I approach, Your Honor,
with our list Of exhibits?

THE COURT: Yes, you may.

211 right. You've given Plaintiff's list

of exhibits admitted on March 9.

Any objection to that?

MR. POWERS: No, Your Honor.

THE COURT: All right. That will be
marked as Plaintiff's Exhibit No. -- whatever it is —--
2, okay?

MR. POWERS: We have a similar list, Your
Honor. And I believe it was one exhibit from yesterday
that we need to formally move into evidence. That is
DX3578, and that was the Gabriel user's guide, in

addition to the four that are listed on the 1list.
THE COURT: Any objection?
MR. McLEROY: No objection, Your Honor.
THE COURT: Be admitted.

This will be Defendant's Exhibit List No.
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2. Any objection to it, as far as what was admitted
yesterday?
MR. McLEROY: No, Your Honor.
THE COURT: Be admitted.
211 right. Anything else before we
begin?
MR. POWERS: Not from Microsoft, Your
Honor.
THE COURT: Okay.
MR. CALDWELL: Are we ready, Your Honor?
May we proceed?
MARK T. JONES, PLAINTIFF'S WITNESS, PREVIOUSLY SWORN
DIRECT EXAMINATION
BY MR. CALDWELL:

Q. Professor Jones, let's remind everybody where
we were very briefly just to get our context back.

Could we look at the road map you provided us?

A. Yes, sir.

Q. Okay. So yesterday we talked about the "135
patent, and can you refresh us which products are at
issue in the '135 patent?

A. Yes, sir. Up at the top, you see the two
operating systems, Windows XP and Vista. On the left
are the client applications, and the right bottom side

are the server applications, such as Live Communications
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Server and Office Communications Server.

Q. Professor Jones, how do those products fit
into your infringement analysis for the '1357

A, So the application running on the user's
computer would be one of those applications on the
bottom left, such as Office Communicator or Windows
Messenger or Live Meeting Console.

The operating system and specifically the

Windows RTC interfaces would be the DNS proxy on the
user's computer. And then back in the basement of
acme.com was the gatekeeper computer, which is Office

Communications Server.

Q. The Live Communications Server?

A. Yes, sir.

Q. And what did you conclude about the '135
patent?

A, I concluded that when these applications use
the automatic connection feature of the Windows RTC

interfaces to form a VPN, including the Office
Communications Server as the gatekeeper computer, they
infringe Claims 1, 10, and 12 of the '135 patent.

Q. Then we moved on to the '180 patent. And
you've already discussed the description of the '180
patent. You provided that yesterday. And we were

talking about the operations of Microsoft's products
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related to the '180 patent.

A. Yes, sir.

Q. What products do you believe infringe the '180
patent?

A, These are the Microsoft operating systems that
we saw on the —-- a couple of slides ago, Windows XP and
Windows Vista and specifically in those —-- the PeerNet
interfaces.

Q. And what kind of networks do you create with
the PeerNet interfaces?

A. Those are peer-to-peer networks that form -—-
through grouping, form VPNs.

Q. Can you remind us what peer—-to-peer networks
are like?

A. Those are networks like we saw, the -- the
example I talked about of the students working on a

project together in the UT-Tyler library.

Q. Can you show us that picture?
A. Yes, sir.
Q. Now, did we hear that the '180 patent involved

a secure domain name service that's used to find an
address?

A, Yes, we did. And that secure domain name
service we see in the center there is the peer name

resolution protocol running on a computer, say on the
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internet or on the user's computer.
Q. Professor Jones, when did this functionality

get added to Microsoft Windows?

A, This was added, for example, in 2003 in the --
when —-- when Microsoft released the advanced networking
pack.

Q. Was the advanced networking pack an update for
Microsoft Windows?

A. Yes, 1t was.

Q. So that was in 2003? Is that what you said?
A. Yes, sir.

Q. When was that in relation to when Dr. Short,

Mr. Munger, and their colleagues filed their application
that became the '180 patent?

A. That was three years after they filed the
application. They filed the application in 2000.

Q. A1l right. So Microsoft released these
PeerNet interfaces as part of the advanced networking
pack in '03, but was the advanced networking pack the
only way to get these PeerNet interfaces into XP?

A. No. They were part of, for example, Service
Pack 2 and other updates for Windows.

Q. What is a service pack for Windows?

A, Well, a service pack, for example, is a set of

updates that may be new functionality or repairs to old
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functionality that can update something like Windows XP.

Q. Professor Jones, how does an update like
Service Pack 2 get into Windows?

A, Updates into Windows can come by the user
going to the Microsoft website and downloading those,
or, for example, Microsoft recommends you set up your
computer so that they can automatically be downloaded
into your computer and installed.

Q. Now, on my work computer, sometimes I see this
little bubble that pops up that says updates are
installed; we need to restart; or updates need to be
installed, that sort of thing. Is that what you're
talking about?

A. Yes, sir.

Q. Okay. But would it always have to come in
through an update?

In other words, could the Service Pack 2 and
all these PeerNet interfaces be preinstalled in your

copy of Windows?

A. Yes, they could.
For example, a manufacturer, like Dell, could
have them installed on a new computer. You could also
get them from retail copies.

Q. That's what I was going to ask. Let's say I

cruised into Best Buy a couple of years ago, and I want
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to go in and buy Windows XP, even before Windows Vista
came out, but Windows XP. If I were to buy a copy of
the disk, would it have the PeerNet interfaces on 1it?

A, Yes, it would, for when the Microsoft began to

sell Windows XP with Service Pack 2 1n 1t.

Q. Now, Professor Jones, I'm holding up retail
copies of Microsoft Windows. This is a box that could
have —-- you could have bought this at Best Buy?

A. Yes, sir.

Q. This is Plaintiff's Exhibit 830. I note right

here it promotes right across the top Service Pack 2
with Advanced Security Technologies.
Does this include the PeerNet interfaces?

A, Yes, 1t does.

Q. And do you know what the significance of the
green box 1is?

A, I believe that's a -- if I read properly,
that's a different edition. That may be the home
edition of Windows XP.

Q. Your eyesight is —-- checks out fine.

Now we have the blue box, but it also says
Service Pack 2 with Advanced Security Technologies.
What is this?
A, That's another version of Windows XP. I

believe that may be the professional version, which has

Petitioner Apple Inc. - Exhibit 1028, p. 1326




10

11

12

13

14

15

16

17

18

19

20

21

22

23

24

25

Case 6:07-cv-00080-LED Document 392 Filed 04/05/10 Page 10 of 125
10

some additional features.
Q. Yes, sir, it 1is, and that's Plaintiff's 947.
Do both of those have the PeerNet interfaces
built right in on the disc?

A. Yes, sir.

Q. Now, those are the XP products. Let's talk
about Vista. Whoa, I thought I was dropping something.

Let's talk about Vista.

This one doesn't say it's a later version with
a service pack or anything. Does Windows Vista have the
PeerNet interfaces on it?

A, Yes. Windows Vista had the PeerNet interfaces
from its inception.

Q. Now, did you test these products to make sure
they had the PeerNet interfaces in them?

A, Yes, sir. I did those installations on my own
computer to ensure that they did have the PeerNet
interfaces on them.

Q. Now, did you also just test how the PeerNet
interfaces operate?

A, Yes, I did.

Q. Can we look back at your slide?

I note here in the top, you have the Windows
PeerNet interfaces, and you have a box there identified

as a secure group name?
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11
A. Yes, sir.
Q. Have yvou identified a secure domain name?
A. Yes. That's the secure group name.
Q. Will you refresh our memory on what the secure
group name looks like?
A, Yes, sir. This is that long string of digits

and numbers and letters followed by a dot and then that
string at the end.

Q. Professor Jones, 1is it fair to say the secure
group name looks different than a standard domain name?

A, Yes, 1t does. It's designed to be a secure
name, a name that can't be faked by someone trying to
get you to talk to the wrong person.

Q. And will an ordinary domain name server

provide an address for that name?

A. No, it won't. An ordinary domain name server
would return something like: Error, not found.
Q. So how do we get an address for that secure

domain name you've identified?

A. We would have to use the peer name resolution
protocol to resolve that address.

Q. And if the peer name resolution protocol
resolves that and gives us an address, can we establish
a VPN connection using the PeerNet interfaces?

A, Yes, sir.
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12

Q. Now, will you please walk us through how the
PeerNet interfaces setup a VPN using secure domain names
and the peer name resolution protocol?

A. Yes, sir.

So starting off, we see that the PeerNet
interfaces are running on the user's computer, and they
have a secure group name that we talked about earlier,

a —— 1in that case, the -- an application could be
running on the user's computer, such as Windows Meeting
Space, and it would have that secure group name.

Q. Okay. So Windows Meeting Space, was that the
screen we looked at yesterday where you would set up two
computers and, basically, looking at the screen of one
computer, you could really see what the person over here
on the other computer was doing?

A, Yes, sir. When they're sharing -- for
example, a group of people sharing a desktop working on
a document.

Q. So if that's the application that's running,
how do we kick off the process of joining that group?

A. Well, the user, for example, would press a key
or click their mouse, and that would result in a request
to join the group. That would result in that secure
group name going to the PeerNet interfaces.

Q. Okay. And now, there might be some
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13

circumstances where the PeerNet interfaces already know
the correct address; 1is that fair?

A. Yes, there would be. For example, it could
come in an invitation file, and they might already have
an address to which to connect.

Q. Will that always work?

A. No, sir, it won't. There will be cases, like
we talked about, where a student might have moved their
computer and have a new address, or they might have
closed their computer and left the library.

Q. So if the PeerNet interfaces do not know the
correct address they need and they need to find the
address, how does that work?

A. Well, they need to send a request to PNRP, a
request for an address.

Q. All right. So will you show us what the
PeerNet interfaces do with the name?

A. Well, they send out a request message that
goes from the user's computer over the internet to
another computer on the internet.

Q. Now, how is it that there are other computers
on the internet that would be able to receive that name
and know what to do with 1it?

A. Well, there would be other computers on the

internet running Windows. They would also be running
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the PeerNet resolution protocol. And they cooperate
with one another and, basically, agree to help one
another find the address.

And so the PeerNet interface that's running on
this user's computer would send out a reguest to another
one of those computers asking, do you know where I can
find this address?

Q. And might the same thing happen if we weren't
talking about the context of the internet, but it was
a ——- another -- a new student that walked into the
library?

A. Yes, sir.

Q. Okay. Now, we've —-- we've sent a request
message to another computer that's connected to the
internet, fair?

A. Yes, sir.

Q. What happens if that computer does not know
the address that we need?

A. Well, if it doesn't know the address, it may
point us in the direction of another computer that does.

Q. Well, what happens if it thinks it does have
the address we need?

A, Well, 1f it thinks it has the address, like a
possible address, then it will send that in a message

back to the PeerNet interfaces on the user's computer.
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Q. All right. So our —- our user, who we're
calling a remote user, receives back that address on
their computer —-- but at that point, do they know they
have a secure computer network address?

A. No, they don't know that. As we talked about
earlier, there could be someone faking the address.
They're not certain yet that this is the right address.

Q. Well, does the user's computer, then, take any
additional steps to make certain that it has found an
address that's corresponding to the secure domain name?

A. Yes, sir. They would send out a reguest to
that address to verify or for verification information
on whether this is the correct address.

Q. Now —-- so we send it to one —-- to one of the
group members over here in the library that we would
like to connect to?

A. Yes, sir.

Q. Is that peer or that group member going to
send us something back to tell us, here's your
legitimate address; vyou found it?

A. Yes. They're going to send -- send back
proof. They're going to send what's called a certified
peer address.

Q. And let's talk about a certified peer address

for a little bit. What 1s —-- or what all 1s 1nside a

Petitioner Apple Inc. - Exhibit 1028, p. 1332




10

11

12

13

14

15

16

17

18

19

20

21

22

23

24

25

Case 6:07-cv-00080-LED Document 392 Filed 04/05/10 Page 16 of 125
16

certified peer address?

A, Well, the certified peer address has an IP
address in it. It has a port number. It has a
protocol, as well as information that can be used to

verify the address.
Q. Now, what's going to happen -- this whole
thing is the certified peer address that we're seeing on

the screen right here?

A. Yes, sir.
Q. And, again, I'm not very good at drawing
ovals.
What's going to happen with that certified
peer address?

A, That's going to be sent back in a message to
the user's computer, and there the PeerNet interfaces
will receive it and use that verification information to
ensure that this is the correct address.

Q. Okay. So at that point, do we know then that
we have a secure computer network address?

A. Yes, we do.

Q. So now that we have the address back at our
computer, what does our computer do?

A, At that point, the computer will set up the
VPN connection to the group.

Q. Okay. And now what does our computer do upon
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joining the VPN?

A. After becoming part of the group, part of the
VPN is going to send a request to a computer --
actually, that same computer asking it for information,
for records.

Q. So does our user get any further information
indicating that it is now certified as a member of the
group?

A, Well, it will begin to -- it will get that
information and see what's going on in the group at that
point.

Q. Okay. Now, you've described several details.
What does the user really have to do here?

A. Well, the user had to press a key or click on
an invitation file, something along those lines. And
after that, everything else happens behind the scenes.

Q. Well, Professor Jones, you have described
using the peer name resolution protocol to find an
address and newly join a virtual private network, but is
that the only time the client computer will use PNRP?

A, No, it's not. The -- for example, the client
computer may need to make new connections to the group,
and that will happen whenever that -- whenever it needs
to make those new connections, it will use PNRP.

Q. Well, Professor Jones, if you already have a
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connection to the VPN, why would you want to make
additional connections to that VPN?

A, Well, remember, we talked about —-- earlier
about this transient connectivity problem where
computers may leave the group, a user may leave the
library, close their laptop, or an address may change,
and by having additional connections, we can have a more
reliable operation. That way we don't get -- we don't
lose the connection to the group just because someone
left the group.

Q. And what does Microsoft call this process of
making extra connection?

A. That's called graph maintenance.

Q. Does this process of forming additional
connections during maintenance happen automatically?

A. Yes, 1t does. It happens —-- they check every
few minutes.

Q. Now, is it illustrated in Microsoft documents?

A, Yes, 1t 1is.

MR. CALDWELL: Mr. Moreno, can you pull
up Plaintiff's Exhibit 9387

Q. (By Mr. Caldwell) All right. What is the -—-
what are we seeing here?

A, This is the -- one of the Microsoft internal

documents —-- confidential documents that we talked
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about. This one describes how peer-to-peer grouping
works.

MR. CALDWELL: Mr. Moreno, can I have you
flip to Page 237 And make that as big as you can for

us.

Q. (By Mr. Caldwell) Will you tell us what's
illustrated here, Professor Jones?

A. Well, what we're seeing in this illustration
is that a node in the graph, a computer in the graph or
this —-- when we're talking about a group, has multiple
connections, more than one connection to other group

members 1in some cases.

Q. I see.
And now, I'm going to point at one of these
new members, hopefully. Okay. The one that's —-- the
one that's up ahead of that arrow, and I'm going to try

and count here. It appears that that group member has
one, two, three, four, five different connections?

A. Yes, sir.

Q. Now, are there also specifications for
graphing and grouping that explain this process?

A, Yes, there are.

MR. CALDWELL: We'll identify Plaintiff's

Exhibit 811 and 288.

Your Honor, we also identify Plaintiff's

Petitioner Apple Inc. - Exhibit 1028, p. 1336




10

11

12

13

14

15

16

17

18

19

20

21

22

23

24

25

Case 6:07-cv-00080-LED Document 392 Filed 04/05/10 Page 20 of 125
20

Exhibits 1027 and 1028 and move those into evidence.
THE COURT: Any objection?
MR. POWERS: No objection, Your Honor.
THE COURT: Be admitted.
Q. (By Mr. Caldwell) Does the client computer
send another request for those records that you

mentioned if it connects to a second peer or a third

peer?

A, Yes, sir, i1t does.

Q. Fach time?

A, Every time.

Q. Okay. So now, 1f we can go back to our
presentation, and I'll clear the screen.

It's time for us to —-- for me to make some
checkmarks maybe. We're going to talk about the
comparison of the '180 patent to the Microsoft products.

Will you tell us which claims that we're
talking about today?
A. Yes, sir. We're talking about Claims 1, 4,
and 15, and then Claims 17, 20, and 31.
Remember, 4 and 15 are these dependent claims

that we'll see depend on Claim 1; 20 and 31 depend on

17; and 35 depends on 33.
Q. Well, Professor Jones, I see a fair number of
claims there. I mean, 1s the list there, one, two,
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three, four, five, six, seven, eight on there, is it
really sort of starting from scratch eight times?

A, No, sir. There —-- there's quite a bit of
similarity between these claims, and I think it will
move pretty quickly.

Q. Okay. Well, let's start with Claim 1, if
you're okay with that.

A. Yes, sir.

Q. Now, Claim 1 is on the foam board. I'm going

to start with the preamble to Claim 1.

The preamble of Claim 1 says: A method for
accessing a secure computer network address comprising
the steps of.

Has Judge Davis given us any definitions that

help with that term?

A, Yes, sir, he has.
Q. And what has he defined?
A. For secure computer network address, it means

a network address that requires authorization for access
and is associated with a computer capable of virtual

private network communications.

Q. Did you apply that construction?
A, Yes, sir, I did.
Q. So what 1s the secure computer network address

in the Windows PeerNet system?
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A. That's the address of the group member that
you're —-- to which you're connecting that we described
in that animation.
Q. Does 1t require authorization for access?
A, Yes, 1t does.

The —-- when the client computer is connecting
to that group member, the client computer has to prove
that i1t should be part of the group by giving either a
password or a group membership certificate.

Q. Now, do the Windows PeerNet interfaces perform

a method for accessing a secure computer network
address?
A, Yes, they do, just -- just as I described in
that animation.
Q. All right. Professor Jones, I want to start
with the first element now of the claim: Receiving a
secure domain name.
Has Judge Davis provided us any definitions in
that first part of the patent?
A, Yes, sir, he has.
For secure domain name, we have a domain name
that corresponds to a secure computer network address.
Q. Do the Windows PeerNet interfaces receive a
secure domain name?

A, Yes, sir, they do; for example, when they
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receive it from an application like Windows Meeting
Space.

Q. Was that the secure group name you pointed to?

A. Yes, sir.

Q. Do we need a secure computer network address
in order to join the group?

A. Yes, we do. We have to find a way to connect
to that group securely and form a VPN.

Q. Well, what did you find, then, for this claim
element?

A, I found that the -- that this is —-- this claim
element i1s met by the Windows PeerNet interfaces.

Q. May I check the element?

A. Yes, sir.

Q. Now, the second claim element, Professor
Jones, says: Sending a query message to a secure domain

name service, the query message requesting from the
secure domain name service a secure computer network
address corresponding to the secure domain name.

Now, has Judge Davis provided any
additional -- I mean, some of the same words that we
used, but has Judge Davis provided any additional new
definitions in that term?

A, Yes, sir, he has.

For secure domain name service, we have a
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lookup service that returns a secure network address for
a reguested secure domain name.

Q. Now, do the Windows PeerNet interfaces send a
gquery message to a secure domain name service?

A. Yes, they do, when the -- when the PeerNet

interfaces require an address for that secure domain

name.
Q. Do they send -- did you say they send query
message to —-- to what?
A To PNRP.
Q. Now, what 1is this —-- what is that secure

domain name service?

A, That secure domain name service is the peer
name resolution protocol running as part of the PeerNet
interfaces.

Q. All right. Now, I want to dig into that a
little bit.

Professor Jones, you call the peer name
resolution protocol a form of domain name service or
DNS, right?

A. Yes, sir.

Q. Does Microsoft acknowledge that PNRP is a
special form of DNS?

A, Yes, sir, they do.

Q. Have you seen that on their web page, for
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example?
A, Yes. I've seen 1t on their web pages.
Q. Can we take a look at that?
A. Yes, sir.
MR. CALDWELL: Mr. Moreno, I'd like to
pull up Plaintiff's Exhibit 148.
And can you pull us in on the first
couple of sentences there?
Q. (By Mr. Caldwell) What is this page, first of
allz?
A, This is a Microsoft web page that describes a
PNRP, the peer name resolution protocol.

Q. Okay. Now, what does this website say about
PNRP?

A. It says: The peer name resolution protocol,
PNRP, name space provider, NSP, is a serverless DNS

technology.
Q. So if Mr. Cawley gives me a few minutes to
play around on the internet this evening, and I were to

go to Microsoft's website and find this page, I assume I
would see that it says the peer name resolution protocol

name space provider 1s a serviceless DNS technology,

right?
A. No, sir, you wouldn't see that.
Q. Why is that?
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A. Well, during the -- last spring, during the
course of the litigation, this web page was changed.

Q. Okay. What does it say now? Can we look at
that?

A. Yes.

MR. CALDWELL: Can we pull up 507,

Mr. Moreno?

Q. (By Mr. Caldwell) And what does it say where
it used to say serviceless domain service?

A, Well, now it says serviceless name resolution
technology.

Q. The words DNS were removed?

A. Yes, sir.

Q. But were you able to print it off before it

got changed?

A, Yes, I was.

Q. All right. Professor Jones, regardless of
what changes have been made to Microsoft's website, have
you seen other internal Microsoft documents confirming
that PNRP is a form of DNS?

A. Yes, sir, I have.

MR. CALDWELL: Can we pull up Plaintiff's
Exhibit 8127
Q. (By Mr. Caldwell) At a high level, what 1is

this document?
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A, This is a document where Microsoft --
THE COURT: Let me interrupt you for a
moment . Let me Jjust ask the juror, are you okay, or do
we need to take a short break, or --

JUROR: Take a break.

THE COURT: Okay. Let's -- we'll take
about a 10-minute break, until 25 till.

COURT SECURITY OFFICER: All rise for the
jury.

THE COURT: 2And 1if you're not feeling

well, tell the court security officer, and I'1ll visit

with you.

(Jury out.)

(Recess.)

COURT SECURITY OFFICER: All rise.

(Jury in.)

THE COURT: Please be seated.

211 right. That's very frustrating when
you ——- if you need another break, just let us know, or
if anybody on the jury does for any reason, just raise

your hand or get someone's attention, and we'll be glad
to take it.

Mr. Powers?

MR. POWERS: Yes, Your Honor.

Ms. Ferguson has reminded us of a
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housekeeping matter, that DX3339 has not been formally
offered. There i1s no objection.

THE COURT: Okay. Is that correct?

MR. McLEROY: I believe that's right,
Your Honor.

THE COURT: All right. It will be
admitted.

All right. You may proceed.

MR. CALDWELL: Thank you, Your Honor.

So can we put Plaintiff's Exhibit 148
back?

Q. (By Mr. Caldwell) Now, Professor Jones, we had

seen here that on Microsoft's website, they used to call

the peer name resolution protocol a serverless DNS?

A. Yes, sir.
Q. And what has happened to that?
A, That page has since been changed during the

course of this lawsuit.
Q. Now, can we look at other technical documents
to get the same message from Microsoft?
A. Yes, sir.
MR. CALDWELL: Can we pull up Plaintiff's
Exhibit 8127
Q. (By Mr. Caldwell) What does this mean, the P2P

Group API?
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A, This is an internal Microsoft document
describing the —-- the grouping aspect of these PeerNet
interfaces.

MR. CALDWELL: Can we go to Page 5,
Mr. Moreno?

And will you zoom in on -- yes, sir.

Thank vyou.

Q. (By Mr. Caldwell) What do we see here,
Dr. Jones?

A. This is another description of how they —-- how
PNRP is a serverless DNS technology. It reads: Peer
networking is providing a serverless DNS technology
entitled PNRP.

Q. Now, is this the only other document Microsoft
has referring to PNRP as a form -- a special form of
DNS?

A, No, sir, it's not.

MR. CALDWELL: Can we take a look at
Plaintiff's Exhibit 9387

Q. (By Mr. Caldwell) And now, we'wve seen this
before, but can we look at Page 127
And what does Microsoft say in its
confidential presentation on peer-to-peer networking,
Professor Jones?

A. They say that PNRP, peer name resolution
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protocol, and they describe that as a distributed DNS.

Q. So these are some of the confidential
documents you'wve been telling us about?

A. Yes, sir.

Q. A1l right. Now, back to applying the claim,
Professor Jones, 1s the guery message requesting from
the secure domain name service a secure computer network
address corresponding to the secure domain name?

A. Yes, sir. That's the message to PNRP.

Q. And what did you conclude with regard to this
claim element?

A. I concluded that the Microsoft PeerNet
interfaces meet this element of the claim.

Q. We talked about this briefly yesterday, but
before we get to the receiving step, do we need to talk
about the specific nitty-gritty details of how the
secure domain name service comes up with the address?

A, No, sir. These claims are flexible, and they
don't place —-- they don't describe a specific
requirement on how it resolves that address.

Q. So the next thing is the receiving back step,
correct?

A. Yes.

Q. And that element says: Receiving from the

secure domain name service a response message containing
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the secure computer network address corresponding to the
secure domain name.

Do the Windows PeerNet interfaces receive from
the secure domain name service a response message
containing the secure computer network address?

A, Yes, they do. That happens when the certified
peer address, as we saw in that animation, is returned
to the user's computer.

Q. And what's in that certified peer address?

A. That has, for example, an IP address, port,
number, it has protocol, as well as verification
information.

Q. And is that secure computer network address
corresponding to the secure domain name?

A, Yes, sir, it 1is.

Q. Okay. Dr. Jones, does it matter which one of
the peers out there running the PeerNet interfaces 1is
the one who sends back the certified peer address in

terms of analyzing the claim?

A, No. In terms of the claim, the claim says
that it's a -- it's a receiving step. So it matters
that the —-- that it receive the message.

Q. What did you conclude for this claim element,

Professor Jones?

A, I concluded this claim element is met by the
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PeerNet interfaces.

Q. Now, the final element of this claim says:
Sending an access request message to the secure computer
network address using a virtual private network
communication link.

Did you find this element met in the Windows
XP and Vista products?

A. Yes, I did. As I described in that animation,
this happens when the client is sending the access
request message that's the message asking for records or
information from the group.

Q. Does that occur i1if the connection made to the
VPN is the client computer's first connection to the
VPN?

A, Yes, sir, i1t does.

Q. What about if one of those supplemental
maintenance connections is made?

A It also occurs then as well.

Q. So what did you conclude for this final
element?

A, I concluded this element is met by the PeerNet
interfaces.

Q. All right. Professor Jones, we've checked all
the elements of Claim 1. Can you tell us what that

means?
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A, Well, that means that the Microsoft PeerNet
interfaces, part of the Windows XP and Vista operating
systems, infringe Claim 1 of the '180 patent, and
therefore, infringe the '180 patent.

Q. Thank you, Professor.

Now, we're going to get two for one on this
foam board here with a couple of those short dependent
claims.

The first one we see is Claim 4. That's that
same method from Claim 1 wherein the response message
contains provisioning information for the virtual
private network.

Do the PeerNet interfaces receive a response
message that also includes provisioning information?

A, Yes, sir. That's the certified peer address
that contains, for example, the port number, protocol,
and verification information.

Q. Did you conclude that Claim 4 was infringed?

A, Yes, I did.

Q. All right. And then Claim 15. Claim 15 1is
the method of Claim 1 performed by a client computer.
Was that method of Claim 1 performed by a client
computer for the accused products?

A. Yes, 1t was. All of those steps took place on

the client computer in the explanation that I gave.
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Q. Can I check these two boxes for these two
claims?

A, Yes, sir, please do.

Q. All right, Professor Jones. We have another
long independent claim, but, I mean, is this going to
take us guite as long as it appears?

A, No, sir. We'll see that the bottom portion of
it is similar to Claim 1.

Q. Well, at a high level, how does this claim
differ from Claim 17

A, Well, this is a computer-readable storage
medium claim. It requires a computer-readable storage
medium, which would be like a storage area, as well as
computer instructions for performing the steps that we
just discussed for Claim 1.

Q. So are the Microsoft Windows XP and Vista,
therefore, the PeerNet interfaces, distributed on
computer-readable storage media?

A. Yes, they are. For example, they can be
distributed on Microsoft's servers, which contain a
storage area. They could also be distributed on
computer DVDs and CDs containing these instructions.

Q. Okay. And for example, in this box, what's in
here?

A, That would contain a CD or DVD that has
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computer-

computer—-readable storage medium.

Q.

trivial,

computer—-readable media in this box, and it has a

storage a
A
Q.

Microsoft
A

that they

to install this on their computers.

servers.
itself us
Q.
the Advan
(sic)?
A
Q.
A
Microsoft
that have
Q.

storage a

readable —-- it

Now, have you

but have you checked if this is a

rea?

Yes, sir, I've done exactly that.

So remind us,

use just besides the DVDs?
Well, for example, they have a master disk

give to manufacturers like Dell to allow them

They also have the storage media on their web

It would also
es.
Now, remember

ced Networking

Yes, sir.

Were those on

They would be.

's web servers

—-— that are computer-readable.

Now, does that media, 1in all cases, contailn a

rea?

has a storage area, and it's a

-— I mean, that may sound

what other kinds of media does

be on computers that Microsoft

when you discussed updates, like

Pack and Service Pack for XP 2

computer—-readable media?
They could be, for example, on

that contain storage disks to --
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A, Yes, sir, i1t does.

Q. And then -- so may I check the storage area
off?

A. Please do.

Q. Now, on the storage area —-- on a
computer-readable storage media —-- excuse me —-- are

there computer—-readable instructions for a method for
accessing a secure computer network address?

A, Yes. They contain the PeerNet interfaces,
which the computer can read those, and those perform the
method that we just talked about as in Claim 1.

Q. Can we be fairly confident that the DVD that's

in this Windows Vista box 1s computer-readable?

A. Yes, sir.

Q. Same for the versions?

A Yes.

Q. Have yvou found this element met?

A, Yes, I have.

Q. Now, I notice here -- I notice here, Professor

Jones, that from this point on (indicates), there's —--
it's, basically, the same words as what we've seen in --

in the '180 patent, Claim 1.

A. Yes, sir.
Q. Okay. So first, did you find that the accused
products have —-- they receive a secure domain name?

Petitioner Apple Inc. - Exhibit 1028, p. 1353




10

11

12

13

14

15

16

17

18

19

20

21

22

23

24

25

Case 6:07-cv-00080-LED Document 392 Filed 04/05/10 Page 37 of 125
37

A, Yes, I did, just as explained for Claim 1.

Q. And did you find that they send a query
message to a secure domain name service, the query
message reqgquesting from the domain name service a secure
computer network address corresponding to the secure
domain name?

A, Yes, I did, as explained for Claim 1.

Q. Did you find that then the software receives
from the domain name service a response message
containing the secure computer network address
corresponding to the secure domain name?

A, Yes, I did, as explained for Claim 1.

Q. And finally, did you find sending an access
request message to the secure computer network address

using a virtual private network communication 1link?

A, Yes, sir, I did, as explained for Claim 1.

Q. Professor Jones, what have you concluded about
Claim 177

A, I concluded that Microsoft infringes Claim 17

of the '180 patent.

Q. So we're rolling now, Professor Jones.
Computer readable medium, according to Claim 17 -- I
think we've seen this before —-- wherein the response

message contains provisioning information for the

virtual private network.
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Did you find that element met?

A, Yes, sir, I did, as explained for Claim 4.
Q. What did you conclude about Claim 207

A, That Microsoft infringes Claim 20.

Q. Now, 31. A computer-readable medium, again

from Claim 17, wherein the method is performed by a
client computer.
Did you find that, Professor Jones?
A, Yes, I did, just as explained for Claim 15,

and I find that Microsoft infringes Claim 31 of the '180

patent.
Q. Now, Claim 33 is a data processing apparatus.
Can you give us an example of what that might be?

A. That would be a computer.
Q. Do they comprise a processor?
A. Yes. A computer would have a processor, and

it would have a memory to store those instructions.

Q. So I can check the processor part of it?
A. Yes, sir.
Q. I'm going to ask you about this: A memory

storing computer-executable instructions, which when
executed by the processor cause the apparatus to perform
a method for accessing a secure computer network
address.

Did you find that element met?
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A. Yes, sir, I did. When the PeerNet interfaces
are on a computer, they'll be stored in memory, and they
are computer-executable instructions that will cause

those steps to be performed.

Q. May I check this box?
A. Yes, sir.
Q. Now, back to our familiar steps.

First, did you find receiving a secure domain
name?

A, Yes, sir, I did, as explained for Claim 1.

Q. Did you find sending a query message to a
secure domain name service, the guery message reqgquesting
from the secure domain name service a secure computer
network address corresponding to the secure domain name?

A, Yes, sir, I did, as explained for Claim 1.

Q. Professor, did you find receiving from the
secure domain name service a response message containing
the secure computer network address corresponding to the
secure domain name?

A, Yes, sir, I did, for the same reasons as given
in Claim 1.

Q. And did you find sending an access request
message to the secure computer network address using a
virtual private network communication 1link?

A, Yes, sir, I did, as explained for Claim 1.
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Q. Professor Jones, what did you conclude about
Claim 33 of the '180 patent?

A, I concluded that Microsoft infringes this when
they, for example, put the PeerNet interfaces on
computers.

Q. And finally, Claim 35, the apparatus of that
Claim 33, wherein the response message contains
provisioning information for the virtual private
network.

Did you find that claim met?
A, Yes, sir, I did, as explained for Claim 4, the

same reasons.

Q. What did you conclude about Claim 357

A, That Microsoft infringes Claim 35 of the '180
patent.

Q. All right. Professor Jones, can we see the

next slide in your presentation?

This is the last -- the last stop on our road
map here, how Microsoft infringes the '180 patent
directly and indirectly.

Does Microsoft use the secure domain name

service internally?

A. Yes, they do.
Q. How do you know?
A, I know from deposition testimony from
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Microsoft employees that they use Windows Meeting Space
with grouping, and that uses PNRP.

Q. Have you been able to tell -- have you been
able to find evidence that Microsoft used it internally?

A, Yes, I have, from -- from deposition
testimony.

Q. Did you find that Microsoft directly infringes
the '180 patent in other ways?

A, Yes, I did.

For example, when they put the updates or
essentially put the PeerNet interfaces on computers to
allow people to download them, they would infringe the
claims of the '180 patent.

They would also do so when they sell -- like
make, use, sell, or offer to sell these disks that we've
been talking about for Windows XP and Microsoft Windows
Vista.

Q. Now, finally, the computer -- the data
processing apparatus claims of 33 and 35, did you find
that Microsoft directly infringes those, too?

A, Yes, sir. They do that also when they put it
on the update servers, for example, put the PeerNet
interfaces there and put them on servers and make them
available for download.

Q. Did you find that Microsoft directly infringes
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each of the claims of the '180 patent you've gone
through today?

A. Yes, sir.

Q. Now, can we talk about induced infringement?
A. Yes, sir.

Q. We went through this -- I guess we're actually

going to the next slide. We went through this yesterday
on induced infringement, inducing infringement by
others.

First of all, did you find that Microsoft had
knowledge of the patents?

A, Yes, sir. This patent issued shortly after
the lawsuilt was initiated, and Microsoft was made aware
of the patent at that time.

Q. And that's because the '180 patent is the more

recently issued of the two, fair?

A. Yes, sir.

Q. Now, can we check that element?

A. Yes, sir.

Q. The second element, encouraged or instructed

others to perform acts that infringe, did Microsoft --
did you find evidence that Microsoft encouraged or
instructed others to perform acts that infringed?

A, Yes, sir, I did.

For example, Microsoft describes how to
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connect to a group on their -- and how to use the
PeerNet APIs on their website.

Q. Do they also work with developers to teach
them how to use the peer name resolution protocol?

A, Yes, sir. They provide example codes showing
them how to use the PeerNet resolution protocol, as well
as the PeerNet interfaces and make that available for
download.

Q. What do you mean that they provide example
code?

A. Well, they have a software development kit

that they describe for the PeerNet interfaces.

Q. Can we check that element?
A. Yes, sir.
Q. Did you find evidence that others have

infringed?

A, Yes, sir, I did.
Q. And how —-- how —- let's start with the method
claims.
What is your -- what kind of evidence have you

seen that others are performing the methods?

A, The evidence I found for that would be, for
example, what's called Microsoft —-- Microsoft employees
describing SQM data. That's short for S-Q-M or a way of

saying S-Q-M.
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That's data that Microsoft collects from
users' computers —-- selected users' computers that
indicates what actions those users are taking.

Q. Does Microsoft collect the data from every

single copy of Windows that's out there being used?

A, No, sir, they don't do that.

Q. Is it -- do you know how big of a subset it
is?

A, I believe 1it's, according to the deposition

testimony, somewhere between 8 and 12 percent perhaps.
Q. Now, what about the computer-readable medium
claims of 17, 20, and 31 and the system claims of 33 and
35? Have you found evidence that others infringe?
A. Yes, sir.

For example, when Microsoft gives —-- or sells
those disks to people, and they put them and install
them on their computers, they'll be putting them on
computer—-readable media, and they will also be,
obviously, putting them on a computer, which mean the

data processing apparatus.

Q. Can we check that element, sir?
A, Yes, sir.
Q. And now, finally, the last element is that

Microsoft either knew or should have known that the

encouragement or instructions would result in others
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infringing.
What did you find with regard to that piece of
the inducement analysis?

A, Well, I found that given Microsoft's knowledge
of how its own products operate, as well as the fact
that they knew about the '180 patent and were notified
of it, that one of ordinary skill in the art, examining
those products and examining the claims of the '180

patent, would have known that they were infringing

the —-- or encouraging others to infringe the '180
patent.

MR. CALDWELL: Your Honor, Plaintiff
offers Demonstrative Exhibits 6 through 14 into

evidence.
THE COURT: All right. Any objection?
MR. POWERS: No objection as

demonstratives.

THE COURT: All right. Be admitted.
Q. (By Mr. Caldwell) Professor Jones, we are now
at the end of our presentation. Will you please turn to
the jury and explain to the jury what you have concluded

with regard to infringement by Microsoft?
A. Yes. I have concluded that Microsoft
infringes the claims of the '135 and '180 patent

patents.
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MR. CALDWELL: Pass the witness.

THE COURT: Okay. Cross—-examination.
MR. POWERS: May I approach, Your Honor?
THE COURT: Yes, you may.

THE WITNESS: Thank vyou.

MR. POWERS: May I proceed, Your Honor?
THE COURT: Yes, you may.

CROSS-EXAMINATION

BY MR. POWERS:

Q. Good morning, Dr. Jones.
A, Good morning.
Q. Now, you're here as an expert in network

security, correct?
A. Yes, sir.
Q. And you've followed developments closely in

that field over the last several years, haven't you-?

A, Yes, sir, I would say so.

Q. Probably at least since the late 1990s?

A, Yes, sir, at least since then.

Q. Now, you testified here that you thought the

patents-in-suit were important inventions.
Do you recall that?
A, Yes, sir. I believe that.
Q. In fact, you had never heard of them before

this lawsuit; isn't that true?
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A. I -- yveah, I had not seen these patents before

the lawsuit, vyes, sir.

Q. And never heard of them either.
A. That's correct, sir.
Q. And vyou had never heard of any of the work,

the underlying work or software or anything else
relating to those patents done by Mr. Munger or
Dr. Short?

A. Yes, sir.

Q. Now, you —-- you testified a couple of times
that Judge Davis issued an order that allowed you to see
confidential documents.

Do you recall that?

A. Yes, sir.

Q. Now, you've done this expert witness job
enough to know that that's not a special order just for
you, right? That's a general order that's applicable in
these cases, generally.

A, That's my understanding, ves, sir.

Q. Okay. Now, let's turn to the '135 patent and
start there.

In order to infringe the '135 patent, the
operating systems alone aren't enough. That's true,
isn't it?

A. That's correct, sir.
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Q. You need the applications as well.

A, You need an application. And in the case of,
say, Windows XP, that could be Microsoft Windows
Messenger.

Q. Now, the —-- let's start with Vista. And let's

put up your Slide 5.
MR. POWERS: If we could, Chris.

Q. (By Mr. Powers) This was your slide that you
showed to the jury about the products that you thought
infringed the '135 patent, right?

A. Yes, sir.

Q. Now, starting with Vista, it was your opinion
that yvou needed those interfaces, those APIs, in order

to infringe, right?

A. Yes, sir.

Q. And Vista doesn't come with those APIs, does
it?

A. Not —-- not installed, no, sir.

Q. So for every copy of Vista that was shipped

out and the APIs were never added to it in some way, all
those copies of Vista never infringe, even under your
opinion, right?

A. Yes, sir.

Q. And as far as you know, that's millions and

millions and millions of copies of Vista.
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A, I don't know the numbers, sir.

Q. You have no idea?

A. That's correct.

Q. Now —-—- so Vista can't infringe any of the
claims of the '135 patent as shipped, correct?

A, I believe that's correct, sir.

Q. Now, with respect to XP, that does ship, as I
understand your opinion, with the APIs that you're
accusing in this case; is that fair?

A. Yes, sir, once those updates are part —-- once
the updates have been applied.

Q. But even XP won't infringe until it's used
with one of the applications that you've listed on
Slide 5; isn't that true?

A, I wouldn't agree with that, sir.

Q. XP, I believe you said earlier, has to be used
with an application in order to infringe, true?

A. I believe I said that for Claim 1, sir.

Q. Okay. So let's take Claim 1.

Claim 1's a method claim.

A. Yes, sir.

Q. It's not infringed by anybody until somebody
uses that method described in the patent, right?

A, That's my understanding.

Q. So for every copy of XP shipped by Microsoft,
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there's zero infringement of Claim 1 of the '135 patent
unless somebody actually uses the method.

A. Yes, sir.

Q. And for them to use the method, they have to
use one of the applications that you've listed on
Slide 5.

A, Or an application they develop themselves, or
something like Live Meeting Console, I believe is not
listed there.

Q. And you have not testified about any
applications that someone has developed by themselves,
have you?

A. That's right, sir.

Q. All right. Now —- and for Claim 10 of the
'135 patent, XP, as shipped, doesn't infringe that
either, does 1t?

A, No, sir, it doesn't.

Q. All right. Now, looking at your Slide 5 --

MR. POWERS: And, Chris, 1f we can
highlight a couple of these.

Q. (By Mr. Powers) —-- you've listed as some of
the applications that you think infringe the '135 patent
Office Communicator 2005 and Live Communications Server
2005, correct?

A. Yes, sir.
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Q. Now, you testified that you reviewed a lot of
documents and deposition testimony in preparation for
your opinions, fair?

A. Yes, sir.

Q. Did you select all of that information, or was
it selected for you by VirnetX's counsel?

A, I believe I selected all of it. They may have

indicated some of interest, but I was able to search all
of those documents myself.

Q. So I assume, then, that you read closely the
deposition testimony of Kendall Larsen, VirnetX's CEO
and Chairman of the Board?

A, I believe I read his testimony. I don't think

I concentrated on his testimony, no, sir, I didn't.

Q. But you think you read 1it?

A, I read parts of it. I don't believe I read
every —-- every aspect of his testimony, no, sir.

Q. Well, did you read the part of it where he
said that in 19 -- that in 2006, he was trying —-- he

spent over a million dollars of VirnetX's very scarce
money trying to modify Office Communicator 2005 and Live

Communications Server 2005 in order to use the VirnetX

patent?
A, No, sir, I didn't read that.
Q. And that wasn't shown to you by VirnetX's
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lawyers either, was 1it?
A, I don't believe so, no, sir.
Q. So the very same products that you're now here

saying do use VirnetX's patents are the same ones that,
if I'm right about Kendall Larsen's testimony, are the
ones that he was spending a lot of money trying to
modify in order to use the patents.

They're the same products, right?

A, I would really have to look at his testimony.
I haven't —-- I haven't seen that, so I don't know, sir.
Q. Well, okay. Then let's look at it.
Did you look -- are you aware of a company

called Magenic?

A. No, sir. I'm not familiar with them. I've
heard that name during this —-- the course of this
lawsuit.

Q. But that's not one of the subjects that you

studied when you were coming up with your opinions about
infringement.

A, I did not study that, sir, that's correct.

Q. Were you even aware that Kendall Larsen, the
CEO of VirnetX, as one of the first things he did in
spending the scarce money he had was hire Magenic in
order to modify Office Communicator and Live

Communications Server, the two products you now accuse?
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Are you aware of that?

A. No, sir, I'm not aware of that.

Q. Let's look at DX3536. It should be in the
binder in front of you, but we'll also put it up on the
screen.

MR. POWERS: Chris, let's just pull up
the first half of it or so, if you would, and see if we
can make that legible.

Q. (By Mr. Powers) Dr. Jones, have you seen this

document before?

A. Not —-- not in my examination, sir. I think
it's —-- something like this might have been presented in
some of the other testimony during the lawsuit.

Q. I'm sorry. Let me rephrase the guestion.

A. Yeah.

Q. When you were doing your preparations, either
using the material that you thought -- that you asked
for or the material that VirnetX's lawyers gave you, did
you see this document?

A. No, sir.

Q. A1l right. This document is a February 23rd,
2006, work order between VirnetX and Magenic.

Do you see that?

A, Yes, sir, I do.

Q. And if you turn to the next page --
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MR. POWERS: And actually, Chris, let's
bring up --

Q. (By Mr. Powers) It's the page, Dr. Jones, tha
at the bottom right has .004.

A, I have that, sir.

Q. And -- I'm sorry. It's Page 002. Wrong page
And there's that section called Project Goal about one
third of the way down.

Do you see that?

A, Yes, sir, I do.

MR. POWERS: Let's bring that up, if you
would, Chris, from Project Goal all the way down to
deliverables before that. Just a little bit more.
Right there.

All right. That's not going to be easy
to read, 1s 1it?

All right. Now, that helps.

Can everybody on the jury read that or
not? Okay.

Q. (By Mr. Powers) So you see in this February
9th, 2006, work order between VirnetX and Magenic -- oh
and by the way, let's go to the back end just so we can
see it —-- you see that Kendall Larsen is the signatory
for VirnetX? The very last page.

MR. POWERS: You don't need to go there,

t

14
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Chris. I just want to get that from Dr. Jones.

A. Is that on Page 0057

Q. (By Mr. Powers) Exactly.

A. I see the name. My copy doesn't have the
signatures, sir.

Q. But you see Kendall Larsen, President and CEO
of VirnetX?

A, Yes, sir, I do.

Q. All right. So let's go back to Page 2 where
we were, Project Goal. And I'll just read it to make
sure we're all on the same page here.

The goal of the project, in short, is to come
up with a solution for encrypted secure communication
streaming between multiple messaging end points. This
will be accomplished by implementing a first phase of a
wheel and spoke architecture with VirnetX at the center
connecting differing corporate architectures.

This needs to be accomplished using as simple
a method as possible while utilizing VirnetX's patents,
specifically -- and then it goes on to list the '135
patent.

You see that?

A, Yes, sir, I do.

Q. A1l right. Now —-

MR. POWERS: Chris, if you could bring --
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let's try to make it bigger. So let's just start at the
deliverables and platform target section down below, and
bring that —-- just that paragraph up to the bullets.
That should do it.

Can we stretch that out to make it a
little more legible?

Q. (By Mr. Powers) And you notice that the
initial target -- it says, quote, the initial target
will be Microsoft Office Communicator 2005, Live
Communications Server 2005, SPI.

Do you see that?

A, Yes, sir, I do.

Q. Now, those are the exact same two products
that were on your Slide 5 that you said do use the

VirnetX patents; is that correct?

A. Yes, sir.
Q. Now, does that help you recall reading any
testimony —-- deposition testimony from Kendall Larsen,

the CEO of VirnetX?

A. No, sir.

Q. Do you recall any discussion by Mr. Larsen,
the CEO of VirnetX, regarding his attempt to modify
those two Microsoft products in order to use the VirnetX
patented technology?

A. No, sir.
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Q. Let's see i1if I can show you some to refresh
your recollection.
MR. POWERS: Chris, could you please

bring up Kendall Larsen's deposition testimony?

And, Your Honor, it's from the July 21
transcript at Pages -- Page 299, Lines 15 to 19.
And let's blow that up so we can all see
it.
Q. (By Mr. Powers) Question: One of Magenic's
objectives -- now, Magenic 1s that company that this
work order is with?

A. Yes, sir.
Q. One of Magenic's objectives, 1in attempting to
modify Microsoft's products, was the goal of utilizing

VirnetX's patented technology in Microsoft products,

right?

Answer: That's correct.

Do you see that testimony from Kendall Larsen,
VirnetX's CEO?

A, I see that, yes, sir.
Q. Had you read that exact deposition, or had you

been shown that testimony?

A. No, sir.
Q. All right. Now, let's talk about the "180
products just for a minute at a high level. Let's just
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switch gears.

MR. POWERS: And could we put up, Chris,
his slide with the '180 patent, which I believe is the
very next slide? Slide 7.

Q. (By Mr. Powers) Now, the '180 products that
you listed, Dr. Jones, were the two operating systems
alone, XP and Windows Vista, true?

A. Yes, sir.

Q. Now, switching our heads to the '180 patent,
away from the '135, Claim 1 of the '180 patent is a
method claim just the way Claim 1 of the '135 patent
was, right?

A. Yes, sir.

Q. So, again, shipping Windows Vista or shipping
Windows XP doesn't infringe those claims; they have to
be used, fair?

A. Yes, sir.

Q. All right. Now, you testified about Claim 17,
which was the storage medium claim.

Do you remember that?

A. Yes, sir.

Q. And you testified that when Microsoft ships or
a customer buys a box of either XP or Vista, that's
going to have a disk in it that's a storage medium.

Do you remember that?
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A, Yes, sir.
Q. Now, you know that a lot of people get XP or
Vista by means other than buying a box at Best Buy. You

know that, don't you-?

A. Yes, sir.

Q. And you didn't testify about those means, did
you?

A, I don't believe I did -- I believe I did. I
thought I testified that this happens, for example, when

Microsoft gives a master disk to a computer
manufacturer.

Q. So when —-- when Microsoft -- when Microsoft
software is preloaded on a Dell computer, which I think
is one example you talked about, and a consumer buys the
Dell computer, Microsoft didn't give that disk to that
consumer, did 1it?

A. I —— I think in many of those cases, they do
include a disk with that from Microsoft. I believe they
do.

Q. Have you done any analysis to determine
whether that's true and how often?

A, I do not know how often it occurs, sir.

Q. All right. And in the situation where XP or
Vista is downloaded directly off of a website or some

other form, in that case, there's no storage medium
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either, true?
A. That's not correct, sir. It would —-- on the
website, there would be a storage medium to store what's

to be downloaded.

Q. But in terms of providing XP or Vista to the
consumer; it's coming down —-- not on a disk but over the
wires from the internet. That's true, 1sn't 1t?

A. Yes, sir.

Q. Now, Claim 33 of the '180 patent --

MR. POWERS: And, Chris, let's put that
up, 1f we could. I think their copy is PX6.

Q. (By Mr. Powers) —-- that's a data processing
apparatus. Do you recall testifying that that's a

computer?

A. Yes, sir.

Q. Now, Microsoft doesn't sell computers, does
itz

A. It does sell computers, sir, but I don't think
that's what you're referring to here.

Q. With -- putting aside the XBOX and things like
that, talking about the use of XP and Vista, in that
context, Microsoft 1is selling the software, not the
computer, right?

A, Yes, sir. They're —-- they're -- I don't

believe they sell what we're talking about here at all.

Petitioner Apple Inc. - Exhibit 1028, p. 1377




10

11

12

13

14

15

16

17

18

19

20

21

22

23

24

25

Case 6:07-cv-00080-LED Document 392 Filed 04/05/10 Page 61 of 125

61

Q.

we are talking about, Microsoft does not sell or offer

to sell anything that is claimed in Claim 33 as a whole.

A.

Q.

about the

A.

Q.
just want

thing.

Slide 17,

Q.

you were referring to in your testimony with regard to

the '135 patent?

A.

Q.

programs or applications using these interfaces.

A.

Q.

direct testimony about whether any third parties, not

All right. So in the proper context of what

Yes, sir, I believe that's correct.

211 right. Now, yesterday you testified a bit
interfaces.

Do you recall that?

Yes, sir.

And you called them a couple of names, and I

to make sure we're all talking about the same

MR. POWERS: Chris, could you bring up
please?

(By Mr. Powers) These are the interfaces that

Yes, sir.

And you were asked whether companies write

Do you recall that question?

Yes, sir.

And your answer was that Microsoft has, right?
Yes, sir.

You have no opinion and didn't offer one on
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Microsoft, have written application using these APIs,
have you?

A, That's correct, sir.

MR. POWERS: Now, let's turn back to the
'135 patent.

And, Chris, could you bring up just Claim
1, please?

Q. (By Mr. Powers) Dr. Jones, Claim 1 of the '135
patent regquires a VPN or virtual private network, true?

A. Yes, sir.

Q. And in fact, every claim of the '135 patent
that's at issue in this case requires a virtual private
network or VPN.

A. Yes, sir.

Q. And every claim of the '180 patent regquires --
that's asserted in this case requires a virtual private
network or VPN.

A. Yes, sir.

Q. Now, you understand that Microsoft can't
infringe these claims if even one element is missing of
the claims, right?

A. Yes, sir.

Q. So if —-— if the VPN limitation is missing or
not satisfied by Microsoft's products, you'd agree with

me that Microsoft doesn't infringe.
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A. Yes, sir.

Q. And if even just the VPN limitation is missing
from Microsoft's product, in your view, then the jury
should find for Microsoft of no infringement.

A. Yes, sir.

Q. Now, on this particular limitation, the issue

of the VPN, vyou didn't provide any opinion in your
direct testimony about whether there's an equivalent to
a VPN, did you?

A, That's correct, sir.

Q. So we're talking about whether one is
literally there, and if it isn't, then there's no
infringement.

Do you agree?

A, That's what I testified to, sir. Yes, sir.

Q. For all claims?

A. Yes, sir.

Q. All right. Now, you put up Judge Davis' order

construing VPN, and it requires that the communication
be private.

Do you recall that?

A. Yes, sir.

Q. And you know that the privacy in Judge Davis'
order requires anonymity. You know that, don't vyou-?

A. Yes, sir.
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Q. And as to anonymity, that means that you can't
determine the identity of the computers that are talking
to each other, either the identity of the computer
that's sending the message or the one that's receiving;

is that right?

A, I would generally agree with that, sir.
Q. All right. So let's go to your Slide 24. And
it's a little busy, but -- do you see that in front of

you, Dr. Jones?

A. Yes, sir.

Q. This —-- do you recall showing this slide to
show the jury what you could see in unsecure mode when
Microsoft's Office Communicator product is being used
using your Wireshark tool?

A. Yes, sir.

Q. And let's go through what it is you can see
and talk about that.

The first thing you can see -- and it's -- I
know you're not going to be able to see where I'm
putting the laser pointer, but I'll try to direct you to
it.

In the middle of —-- of the slide, there's a
from and a to, and it says sip:rl@Fabrikam.com, and then
to sip:AJ@Fabrikam.com. Do you see that?

A. Yes, sir.
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Q. So in unsecure mode, one of the things you can
see, according to your testimony yesterday, was those
two —— I believe you called them SIP addresses?

A. Yes, sir.

Q. And those SIP addresses correspond to those
two people at Fabrikam, whoever RL and AJ are.

A. Yes, sir.

Q. And you can also see —-- and this is up at the
top. It's labeled source of destination, and then
there's these four numbers separated by dots that you
called IP addresses, right?

A. Yes, sir.

Q. And so this —-- where it says source, and then
it says 192168 -- well, 192.168.0.80, that's the IP

address of the computer where RL happens to be sitting
at that time.

A, That's —-- that's my recollection, sir. I
believe that's correct.

Q. All right. And the destination 1s the
destination of the 0OC server at that point, which is

that 192.168.0.20, right?

A, I believe that's correct, sir.
Q. And then in unsecure mode, you can also see
the actual message: How 1s your work going?

And down here, you've got, at the very, very

Petitioner Apple Inc. - Exhibit 1028, p. 1382




10

11

12

13

14

15

16

17

18

19

20

21

22

23

24

25

Case 6:07-cv-00080-LED Document 392 Filed 04/05/10 Page 66 of 125
66

bottom of the slide --

MR. POWERS: And, Your Honor, we're going
to label this slide as Defendant's Illustrative Exhibit
6 and later ask all these be admitted in the same manner
we've done in the past.

Q. (By Mr. Powers) You can see all that
information. You can see the message; you can see the
two SIP addresses and the two IP addresses of source and

destination, true?

A. Yes, sir.

Q. And all of that 1s in the unsecure mode?

A. Yes, sir.

Q. All right. Now, let's go, then, to secure
mode, which is Slide -- your Slide 25.

And this was an animation that you did, and
we've got a capture of the things that you were doing in
the animation, but you were actually moving it around;
is that fair?

A. Yes, sir.

Q. 211 right. Now, the secure mode —-- this is
Office Communicator that's one of the products that
you're saying from Microsoft satisfies the reguirements
of a VPN, correct?

A. Yes, sir.

Q. And so you're taking the position that it
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satisfies this anonymity requirement, right?

A. Yes, sir.

Q. And I take it you believe that Office
Communicator is representative of all the other products
you accused, but this is really the only one you put up;
is that fair?

A. Yes, sir.

Q. All right. Now, in secure mode, you don't see
those two SIP addresses that correspond to RL and AJ,
the two people, right?

A, That's correct, sir.

Q. And you also don't see the content of the
message, how's your work going, true?

A. Yes, sir.

Q. But you do still see, down here at the bottom,
the IP addresses of that original computer that RL was
at and the 0C server that we saw before?

A. Yes, sir.

Q. Now —-- so if —-- if the purpose of anonymity is
to protect those IP addresses, you'll agree with me that
Office Communicator, even 1in secure mode, doesn't
protect them?

A, Sir, I wouldn't agree with you that the
anonymity 1s about protecting those outer IP addresses.

Q. I understand. But I'm ask —-- that's why I put
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the word if at the front.

A. Okay. Sorry.

Q. We'll get there, trust me.

If the purpose of the anonymity, as reguired
by the Court in every claim, if the purpose of the
anonymity is to protect those IP addresses, you'll agree
with me that what yvou've accused doesn't do that.

A. Yes, sir.

Q. So if the purpose of anonymity, as required by
the Court, 1s to protect those IP addresses, there's no
infringement.

You would agree with that?

A, And we're referring to these outer IP

addresses, sir?

Q. Yes.

A, Yes, sir. Then I'll agree with that.

Q. And these outer IP addresses, 1t's the same
address you had before in unsecure mode. That's the
address of the computer at which RL was sitting. That's
what you just testified to.

A. Yes, sir.

Q. And the destination was the address of the 0OC
server that RL is sending something to?

A. Yes, sir.

Q. 211 right. Now, as I understand your opinion
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from your testimony yesterday, you thought that as to
Office Communicator that the anony —-- anonymity
requirement of the Court was satisfied because you
couldn't see the SIP addresses, right?

A, That -- that's -- yes, sir, that's essentially
it.

Q. All right. And you told us earlier, just a
few minutes ago, that those SIP addresses corresponded

to the people who were sitting at those machines, RL and

AJ.

A. Yes, sir.

Q. Now, those SIP addresses don't actually
identify a machine, do they?

A, No, sir, not directly.

Q. 211 right. Now, you will agree that in order
to accomplish anonymity with regard to the Court's
construction, that it has to be anonymous both as to the
people and the machine.

You agree with that, don't you-?

A, Yes, sir, I agree it has to be anonymous with
respect to those, and I can explain a bit, if you'd
like.

Q. Well, let's —-- for now, let's just stick with
the questions I ask, and we'll move forward.

A, Yes, sir.
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Q. And in your demonstration of how, under your
opinion, Office Communicator works in secure mode, the
SIP address corresponding to the people 1is scrambled and
secure, true?

A. Yes, sir.

Q. But the IP address corresponding to the
machine is not scrambled and is visible to an
eavesdropper, right?

A, Yes, sir, it 1is.

Q. In fact, you saw 1t right here in vyour
Wireshark data.

A. Yes, sir.

Q. So if I'm an eavesdropper and I'm watching
Office Communicator work in what you call secure VPN
mode, I can see the IP address of the sending machine.

A, Yes, sir, you can.

Q. And I can see the IP address of the receiving
machine?

A. You can see the IP address of the server, but
that's not the ultimate destination.

Q. I didn't ask about the ultimate destination.
I asked about the receiving machine.

A. Yes, sir.

Q. A1l right. So it's true that I can see both

the IP address of the sending machine and the receiving
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machine, as shown on Slide 25.
A. Yes, sir.
Q. A1l right. Now, I take it you'd agree with me

that the CIA wouldn't be too happy with the IP addresses
corresponding to its agent sitting somewhere being
visible to an eavesdropper.

A, I would think, in certain scenarios, they
would be unhappy with that, ves, sir.

Q. Because you could —-- from an IP address, you
can learn information about where that machine is and
what's going on, can't you?

A. Yes, sir.

Q. All right. So let's talk about sort of a
typical VPN. We're not talking now about anything in
relation to this case and exactly how it works, Jjust
your understanding, typically, of how a —-—- many VPNs
work.

And the way that a —-- that a typical VPN would
work is that you would have a tunnel created -- not all
VPNs —-- but a tunnel created between the sending machine

and the receiving machine, right?

A. Let me make sure I'm clear, sir. Are we
talking about a -- like a -- something like a VPN
that's —-- let me make sure I'm clear. We're not talking

about the Court's construction here for a VPN; we're
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talking about specific technology?

Q. That's exactly what I just said, exactly,
precisely.

A. Okay.

Q. And one way of implementing a VPN is to have
what's called a tunnel, right?

A. Yes, sir.

Q. And that tunnel would obscure both the IP
address of the source and the destination as you've
shown i1t here on Slide 25, wouldn't 1it?

A, That would depend on the situation, sir.

Q. But in a typical tunnel VPN, the IP address of

the sending machine is not visible to outside user,

because it's wrapped in another IP address, isn't it?

A. No, sir. It —— the other IP address would be
visible.

Q. Of the original sending machine, of RL
Fabrikam?

A, Yes, sir, in that situation.
Q. All right. So let's -— 1in that case, let's
move to Dr. Short's presentation.
Are you familiar with Dr. Short's presentation
when he showed the typical VPN?
A. Yes, sir, I was here for that.

Q. You were here for that, and you also saw 1t
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outside the courtroom, didn't vyou-?

A, I don't think I saw that, no, sir.

Q. You never watched it yourself?

A, No, sir, I don't believe I've ever seen that
typical VPN slide, no.

MR. POWERS: Chris, would you bring up
Plaintiff's Illustrative Exhibit No. 37

Q. (By Mr. Powers) We just pulled this straight
off of Dr. Short's slide that he showed us, I guess,
yesterday?

A, Yeah, if that's what you are referring to I
did see that, yes, sir.

Q. Okay. Good. And you recall him describing
this as a typical, generic VPN?

A, I believe so, vyes, sir.

Q. A1l right. And so let's just walk through
how that typical, generic VPN would work according to
Dr. Short's presentation from yesterday?

A. Yes, sir.

Q. Now, we had our remote user up in the far
left trying to communicate back with somebody at Acme
over on the right. Do you recall that?

A. Yes, sir.

Q. And the person on the left what's called a
private source address and a private destination
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address?

A. Yes, sir.

Q. And the private source address i1s the IP
address of that user's computer sitting right there?

A, It is an IP address of it, sir.

Q. Right. And the private destination address
is the IP address of the computer he's trying to talk to
over at Acme, right?

A. Yes, sir.

Q. 211 right. And the message that Dr. Short
used was, cut our prices today?

A. Yes, sir.

Q. And then he demonstrated how a typical,
generic VPN would protect that information as it went
across the internet, right?

A. Yes, sir.

Q. All right.

MR. POWERS: So, Chris, let's put up

Defendant's illustrative Slide 4, please.

Q. (By Mr. Powers) And you recall this
portion --
MR. POWERS: Chris, could you please up
the part in the middle left so we can see it a little

better? Well, that's a little better.

Q. (By Mr. Powers) You recall this portion from
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Dr. Short's presentation where he showed how that

information is protected?

A. Yes, sir.

Q. And let's just make sure we all understand
where we are. This far right -- there's something in
yellow in the background -- there's three boxes in the
vellow background. Do you see that?

A. Yes, sir.

Q. Those three boxes correspond exactly to the

three boxes that we had in the prior slide.
MR. POWERS: Chris, let's go back to that,
if we could.

Q. (By Mr. Powers) Cut our prices today in the
source and destination address?

A. Yes, sir.

Q. 211 right. So now let's go back to the next
one.

MR. POWERS: Bring it up.

Q. (By Mr. Powers) So the source destination,
which is that IP address of the remote user's computer
and the destination address, those are scrambled in the
typical, generic VPN that Dr. Short demonstrated,
right?

A. The private ones are, but the outer two are

not, sir.
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Q. I haven't started talking about those two
vet. I'm just talking about the three that were on the
prior slide.

A. Yes, sir.

Q. So the first two boxes in the yellow
section, those correspond to the IP address of the
remote user's computer and the IP address of the
computer he's trying the reach back at Acme, right?

A. Yes, sir.

Q. And those are scrambled?

A. Yes, sir.

Q. And the text of the message was also
scrambled?

A. Yes, sir.

Q. Now, on the left, far left in bigger boxes
not the in yellow we have something called a source
address and a destination address, right?

A. Yes, sir.

Q. And those are also IP addresses, right?

A. Yes, sir.

Q. But they're not the IP addresses of either
the remote user or Bob over at Acme, are they?

A, I wouldn't agree with that, sir.

Q. It's the exact same number?

A. It's an IP -- the source address would be an
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IP address for the remote computer.

Q. Well, let's ask about the number. There was
a number over here in the box that's scrambled, right?

A. Yes, sir.

Q. That number corresponded to the computer
that our remote user was sending it from, right?

A. Yes, sir.

Q. That number that's scrambled here is not the
same number that is sitting here in the source address
that i1s physical is 1it?

A, Generally it wouldn't be.

Q. The same with the destination address,
that's not the same number, 1is 1it?

A. Generally not, no, sir.

Q. A1l right. And, in fact, generally those
numbers would be the numbers of a router or some other
machine in between the computer —-- the computer that our
remote user was sitting at and the internet, right?

A, Not for the source address in this example,

sir, it wouldn't Dbe. For the destination address it
would be, for example, that computer in the bottom
right, acme.com.

Q. A1l right. You're familiar with a book
called

Internetworking With TCP/IP by a man
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named Comer, right? In fact, you used that book
in your class at the University of Tennessee, didn't
you?

A. Yes, sir.

Q. You used it as the basis for teaching your
students?

A, I think I used it as a basis for forming the
class. I don't usually use a book for class.

Q. But you would agree since you used it with
the class that it's reliable and accurate, wouldn't
you?

A, I think it generally 1is, vyes, sir.

Q. You're not trying to mislead the engineering
students at the University of Tennessee?

A, I hope not, sir.

Q. A1l right. Now, it's a large book and I
don't want us to go through all of it, but there is a

portion of it that I do want to talk about. And you

should have DX-3544 in front of vyou. That's a copy of

the book.

A, Yes, sir, I have that.

Q. Now, 1if you go to Page 426 of the document,
it won't correspond exactly to four -- actually Page
425.

Sorry.
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A, I have that, sir.

Q. There's a title called "Private Network
Interconnection, VPN." Do you see that?

A. Yes, sir.

Q. And this is the chapter in the book that you
used, at least a part with your class at the University
of Tennessee about VPNs, the subject of this case?

A. Yes, sir.

Q. And this book addresses the issue that we
were just discussing; i.e., or, in other words, what IP
address 1is wvisible in a VPN, whether it's the sending
machine or some router in between. It does address that
issue directly, doesn't it?

A, I'm sorry, can you ask that guestion again?

Q. Sure. Let's -- in fact, I will Jjust make it
easier.

Can you turn to Page 391 of the
book. And it's dot 427 at the bottom.

MR. POWERS: Chris, let's just bring up
the bottom half of that page, 1if we could.
Can everybody read that? It may be tough
for a book like this.
Q. (By Mr. Powers) Do you have that in front of
you, Dr. Jones?

A. Yes, I do.
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Q. Now, this 1is a description of exactly what
we were just talking about, which is which addresses are
visible and which ones aren't in a VPN, right?

A, I believe it's describing a mechanism called
tunneling and generally describes this idea of putting
one IP packet within another like we just talked about,
yes, sir.

Q. Right. And that tunneling is what Dr. Short
had described has the sort of typical, generic VPN that
we were just describing, right? It is the same
encapsulation in a separate tunnel, right?

A, Generally, vyes, sir.

Q. All right. Now, if you go to the last two
sentences —--

MR. POWERS: And, Chris, let's highlight
that and bring it up if we could. Maybe we can make
that even bigger. It starts with "furthermore."

Q. (By Mr. Powers) It says, "Furthermore, even
the identity of the original source and destination are
hidden because the header of the inner datagram is
encrypted, as well."

That's describing what we just saw in Dr.
Short's figure where the original IP address was
encrypted and it was inside this what's called encrypted

inner datagram, right?
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A, No, sir this 1is describing a different
configuration than what Dr. Short was showing us.

Q. Let me finish reading. "Even the identity
of the original source and destination are hidden
because the header of the inner datagram is encrypted as
well."

You would agree that's an accurate statement
as to typical VPNs?

A, No, sir. It depends on the configuration.

Q. And this is the configuration being
described in the VPN chapter of the book you use,
true?

A, Yes, sir, this is one of them. I haven't
looked at rest of it.

Q. Now, the next sentence says, "Thus, only
addresses in the outer datagram header are visible. The
source address 1is the IP address of the router at one
end of the tunnel, and the destination address is the IP
address of the router at the other end of the tunnel."

That's saying what I just said to you earlier
about the routers on either end of the tunnel, right?

A. Yes, sir.

Q. So now let's go back to this IP address for
SIP address.

MR. POWERS: Chris, could you bring up --
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back up, Slide 25.

MR. CALDWELL: Your Honor, may we
approach?

THE COURT: Yes, you may.

(Bench conference.)

MR. CALDWELL: It seems Mr. Powers is
cross—-examining the witness and attacking him on what is
or isn't a VPN on the grounds of whether it complies
with the tunneling taught in this book. Tunneling and
encapsulation, they lost that construction on Markman.
Then when we argued anonymity in front of Your Honor at
the pretrial conference when I raised that again, I
said, Your Honor, the problem is I think we are just
going to use this to boot back into encapsulation and
tunneling. And Mr. Powers stood right there and said,
no, sir, that's not what we're going to do, we are not
going to argue tunneling. And here they are putting up
a book pointing to IP tunneling and saying, hey, now
there's no.

infringement. You know --

MR. POWERS: I am explicitly not doing
that. What I said was I'm not talking about the Court's
construction. I am just talking about a typical VPN and
not all VPNs. And that's specifically what Short said

was a typical VPN or generic VPN, and I'm not saying
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it's required by the Court or anything else. I'm
talking about how one could implement it in order to
hide it. My point isn't --

THE COURT: And what's the relevance of
that?

MR. POWERS: Well, the relevance o0of that
is that if you want to -- if there is a way to do it, we
just don't do it that way.

THE COURT: If you don't do it that way,
then what's the relevance of talking about 1it?

MR. POWERS: I'm happy to end this part of

the discussion.

THE COURT: Let's do so.
(End of Bench Conference.)
(Pause in proceedings.)
MR. POWERS: Can we have the lights down,
please.
Q. (By Mr. Powers) When we broke we were back
at Slide 25, which is your slide, Dr. Jones, about what

you can see and what you can't see in Office

Communicator in secure mode. True?

A. Yes, sir.

Q. Okay. Now, and just to reorient ourselves,
you can see down here the IP address of RL's computer

that he sent that message from?
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A
Q.
server he's sending it to?
A
Q.
addresses that correspond to the people sitting at those
machines?
A
Q.
patent are talking about computers not people, right?
A
Q.
here that are visible in Microsoft's products, those
correspond to the computers?
A
Q.
correspond to the people, right?
A

Q.

please,

Q.
about i1s the VPN between the client computer and a
target computer, right?

A.

Yes, sir.

And you can see the IP address of the OC

Yes, sir.

And what you can't see are those SIP

Yes, sir.

A1l right. Now, the claims of the '135

Yes, sir.

And the IP addresses we are talking about

Yes, sir.

And the SIP addresses that are hidden, those

Yes, sir, they do.
A1l right.
MR. POWERS: So let's bring up Claim 1,
Chris, of the '135 patent.

(By Mr. Powers) Now, what Claim 1 talks

Yes, sir.
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Q. And that client computer 1is identified with
that IP address that we've already identified, right?

A. Yes, sir.

Q. And the target computer is identified with
that IP address that is visible also, right?

A. It's one of the target computers, yes,
sir.

Q. 211 right. Now, and if you go down in
Section 1 in that communication of the claim, there 1is a
discussion explicitly of IP addresses associated with
the target computer, right?

A. Yes, sir.

Q. It's not talking about SIP addresses
anywhere, 1is 1t?

A, No, sir, it's not.

Q. And it's not talking about the people
sitting there, 1is it?

A, No, sir.

Q. 211 right. So now let's go to the '"135
specification.

MR. POWERS: Chris, can you bring up
Column 1, Lines 25 through 27.

Q. (By Mr. Powers) You'wve read this portion of
the specification, Dr. Jones?

A. Yes, sir.
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Q. Probably many, many times?
A, Yes, sir.
Q. This i1s a portion that's specifically

talking about the anonymity requirement that the Court

has held exists. True?

A, Let me read it a second.

Q. Of course.

A, Yes, sir, it's discussing anonymity.

Q. And when it is discussing anonymity in this
very first column of the patent, it says, "It may be

desired to prevent an eavesdropper from discovering that

terminal 100 is in communication with terminal 110."

Right?

A. Yes, sir.

Q. And that's talking about the sending machine
and the machine it's sending it to?

A, I —— I believe so. I think that's from —-
that may be from Figure 1 where that's the sender and
the ultimate destination is my recollection.

Q. I think it's talking about the sentence
immediately above it where it says, "Terminal 100 may
transmit secret information to terminal 110 over the
internet."

A. Yes, sir.
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Q. So in the actual '135 patent when it's
talking about anonymity, it's saying you want to preven
an eavesdropper from knowing that computer is in
communication occasion with that computer, correct?

A. Yes, sir.

Q. And if we go back to your Slide 25 real
gquick on -- Office Communicator in secure mode, you
would agree our eavesdropper, "hacker" as vyou called
him, would know that this computer, which is the
computer we are talking about, is in communication with
that computer?

A. Yes, sir.

Q. Now, and you will agree that the '135
patent, several places, talks about trying to hide the
IP address of the sending machine, right?

A, I believe it does so, yes, sir.

Q. 211 right. And the Office Communicator
product does not hide that IP address, does it? It's
right there in plain view for an eavesdropper?

A. I can't see 1it. Can you show me what you
are pointing to?

Q. Your Slide 25, it should be up in front of
you.

A. Yes, sir.

Q. And over on the far left it says, Source

t
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192, 168, the same one we have already gone through
several times.

A. Yes, sir.

Q. That IP address of that machine is visible
to any eavesdropper?

A. Yes, sir.

Q. Not at all hidden?

A, No, sir.

Q. So if I'm right that anonymity, as the Court
has said is a requirement, requires hiding the IP
address of the sending machine, you will agree we don't
infringe because it's right there for people to see?

A, If we're talking about that outer IP
address, yes, sir.

Q. And that outer IP address in this case is the
actual IP address of our sending machine of, RL
Fabrikam's machine?

A. Yes. If that's never hidden and you're
correct about that, ves, sir.

Q. Okay. That is also true of Live
Communication Server and the other products that you
have listed as accused products here. In all of them
this IP address of the sending and receiving machine,
the actual IP address is visible, isn't it?

A, They operate in the same way as this one for
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this purpose, yes, sir.

Q. Now, let's talk about some marketing

materials that you talked about in direct examination.

Do you recall being asked by your lawyer that
when Office Communicator is being marketed, it's
marketed that you don't need an additional VPN because
one is already created?

A. I think the document doesn't say that
explicitly. I think that's my interpretation of that
document, vyes, sir.

Q. So you will agree with me that that document

actually doesn't say you don't need an additional VPN?

It says you don't need a VPN, correct?

A, That is what it's saying, yes, sir.

Q. I'm not sure that the record is going to be
clear. Which —-- which is it saying?

A, I said it explicitly —-- I believe it says
that you don't need a —— to set up a VPN or something
along those lines.

Q. Now, and let's just —-- so there's no magic
about it. Let's bring up the actual exhibit.

A. Yes.

Q. It is DX-3111. It should be in the binder
in front of you.

MR. POWERS: And, Chris, I think we can
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bring it up.

Q. (By Mr. Powers) This is the document you
were testifying about on direct examination, Dr. Jones.

A, I believe that's correct.

Q. And you were shown, I believe, Page 8,
again, referring to the .00s at the bottom.

MR. POWERS: Chris, if we can bring up that
first bullet in the middle. Nope, first bullet in the
middle. There we go.

Q. (By Mr. Powers) That's the portion you were
testifying about in your direct examination,
Dr. Jones?

A. Yes, sir.

Q. Now, this says you don't need a VPN,

A. Yes, sir.

Q. And the products that you're accusing of
being VPNs are specifically saying in their promotional
materials that a benefit of them is that you don't need
a VPN, right?

A. Yes, sir.

Q. A1l right. But you're still saying they're
a VPN even though they're saying they're not?

A. Yes, sir.

Q. Now, there is a lot of other documents —-
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you will agree with me that you reviewed a lot of office
communication promotional materials, right?

A. Yes, sir.

Q. And those materials consistently refer to
Office Communicator as not needing any VPN at all and
that that's a benefit of them, right?

A, I believe so. I think the language 1is
similar to this.

Q. That no VPN at all 1is needed, and that's a
benefit. Is that fair?

A, I —— like I say, I think that's a fair
characterization of what's here, vyes, sir.

Q. Okay.

MR. POWERS: Let's bring up PX-130.

Q. (By Mr. Powers) This 1s one more example.
This is one of the exhibits you had actually looked at
and had originally listed as something you were going to
refer to, wasn't 1t?

A. Yes, sir.

MR. POWERS: And could we go to Page 4 of
that, Chris.

Q. (By Mr. Powers) Do you see, Dr. Jones, on
Page 4 in the very first bullet when they're talking
about the benefits of it, it 1s internet access without

a VPN connection?
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A, Yes, sir.
Q. And then if you go forward to Page 11,
again, using the pages at the bottom. You see at the

very bottom it says reduced use the next to the last
paragraph, it says, "Reduced use of VPN services reduces
hardware, software, and operating costs. More
importantly accessing real-time presence information
without requiring a VPN provides true real-time
indication of availability."

A, Yes, sir, I see that.

Q. Does that -- those are just other examples
where the products you're accusing of being a VPN are
saying one of the reasons we're good is we're not a VPN,
fair?

A, I don't believe that's what they're saying
here, sir. I believe they are saying that you don't
need an additional VPN software.

Q. It doesn't say that, does it? It just says
you don't need a VPN?

A. Yes, sir.

Q. And if you turn to Page 44, finally, 1in this
document, the one that you referred to —-

MR. POWERS: About two-thirds of the way
down, Chris, there is a heading that says, "Remote user

access from the Internet with no VPN connections.”
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Q. (By Mr. Powers) That doesn't say no
additional VPN connections, right, Dr. Jones?

A, That's correct, sir.

Q. It says "no VPN connections"?

A. Yes, sir.

Q. 211 right. So while we're on this topic,
lets just stay here but move to the '180 patent
briefly --

A. Yes, sir.

Q. -—- while we're on this concept of anonymity.
In the '180 patent, the application that you say is a
VPN is the one that's called "Meeting Space"?

A, It's an application that uses a VPN that's
formed by the PeerNet interfaces.

Q. It's that use of Meeting Space that you were

testifying about creates the VPN and thus infringes,

right?
A, Yes, sir, that's an example of it.
Q. 211 right. Now, you did not in your direct

testimony provide any evidence regarding whether the use
of Windows Meeting Space is or is not anonymous, did
you?
You didn't discuss that issue?
A, I believe I did, sir.

Q. Well then, I missed 1it, so let me ask you
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about 1it.

You will agree with me that
the Windows Meeting Space relevant to the '180 patent,
that there the IP address of the sending machine is also

visible?

A. It 1is visible on the first link ves, sir.
Q. All right. Let's go to the point that was
raised. Let's put up your slide.
MR. POWERS: And that's going to be Slide
56, Chris.
Q. (By Mr. Powers) This is the slide that you
were using, the page you were using to describe how

Meeting Space works in connection with the '180 patent,
correct?

A. Yes, sir.

Q. And we have our remote user over here who's
sitting at home, I think you said celebrating a
birthday, who wanted to connect with the students who
were sitting in the library and have a shared meeting?

A. Yes, sir.

Q. That was the example you used to illustrate
the possible use?

A. Yes, sir.

Q. Now, the connection between this remote user

here on the far left and the computer that that remote
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user attaches to, those two IP addresses will be visible
to a hacker or eavesdropper, won't they?

A. Yes, sir.

Q. A1l right. So, again, if I'm right that
anonymity requires concealing those IP addresses, you

will agree it's not met in Windows Meeting Space

either?
A. Yes, sir —-
THE COURT: I am sorry. I couldn't hear
your question.
Q. (By Mr. Powers) You will agree with me that
if anonymity, as required by the Court, applies —-- means

you can't see those two IP addresses, then, in fact,

it's not met in this case?

A. Yes, sir.
Q. A1l right. Now, let's turn to another
topic.
And the topic that you described -- that

you addressed at some length in your direct testimony

was the issue of website. Do you have that one in mind?
A. Yes, sir.
Q. And you will agree with me, and I think you

testified on direct examination, that everywhere a
website appears, Microsoft's products do not literally

infringe?
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A. Yes, sir.
Q. A1l right. So what I'd like to do, if we

could bring back up your easel and your slide --

MR. POWERS: May I approach, Your Honor?

THE COURT: Yes, you may.

MR. CALDWELL: Your Honor, Plaintiff has

no objection to Mr. Powers showing them, but Plaintiff
does object to Mr. Powers marking or otherwise alterin
the demonstrative exhibits that are in evidence.

MR. POWERS: Anticipating that exact
objection, I will not mark them up in any way, but I
will add to them in a way it doesn't deface them. I

have a separate thing that can be can be put on top of

them.
THE COURT: Okay.
MR. POWERS: Can y'all see that?
Q. (By Mr. Powers) Can you see that?
A. Yes, sir.
Q. A1l right. So just to reorient ourselves
MR. POWERS: May I approach the board,
Your Honor?

THE COURT: Yes, you may.
Q. (By Mr. Powers) You testified that check -
you allowed Counsel for VirnetX to put red checks in

each of these boxes, and I would like to ask you a

g
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slightly different guestion.

If the box meant that there was literal
infringement, you wouldn't be able to put red checks in
these boxes, would you?

A, Not in the second and third one, sir.

Q. A1l right. So for two out of the three
limitations or elements of the '135 patent, Claim 1, if
the question is whether Microsoft's products, even under

your theory infringe literally, the answer would be

no-v

A, That's correct, sir.

Q. There wouldn't be check marks in these
boxes?

A, That's correct, sir.

Q. And 1f we went to Claim 1 of the '180 --
well, actually, let's do —-- let's stay with the '135 for
a minute.

Can we go to Claim 10. And if
instead of asking you whether to put a red check there I
asked you whether there was literal infringement of
these limitations, three of the four limitations you
would have to say no to, wouldn't you?
A. Yes, sir.
Q. A1l right. So now let's talk about your --

the reason that you put red checks in those boxes
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despite the fact there is no literal infringement.

Okay?

A. Yes, sir.

Q. Now, you took the position, as I understand
it, that the products you're talking about here with

respect to the '135 patent, Office Communicator and the
others, even though they don't have a website literally,
are equivalent to that?

A. Yes, sir.

Q. And under what you were describing as the
Doctrine of Equivalents, true?

A. Yes, sir.

Q. Now, let's orient ourselves a little bit.
You'll agree that the internet is different from the
worldwide web?

A. Yes, sir.

Q. The worldwide web, which is the subject of
the Court's instructions, that's what's required for the
claim, right?

A. Yes, sir.

Q. The internet is much broader and different,
isn't it?

A, It —— it -- it is much broader than that,
yes, sir.

Q. In fact, the internet has existed since
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1969, hasn't 1it?

A, In one way or form or another, vyes, sir.

Q. It started with ARPANET, right?

A. Yes, sir.

Q. Okay. Now, the worldwide web didn't really
start until about 1993, right?

A, I believe that's correct, sir, somewhere in
that range.

Q. Now, I take it you would agree with me the
worldwide web has transformed our world in a meaningful
way?

A. Yes, sir.

Q. In a huge way, hasn't it?

A, For many people, yes, sir.

Q. Most people, wouldn't you agree with me
there?

A, In our country, vyes, sir.

Q. A1l right. And there are massive companies
that exist only on the worldwide web, right?

A. Yes, sir.

Q. Amazon?

A. Yes, sir.

Q. Google?

A. Yes, sir.

Q. eBay?
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1 A, Yes, sir.

2 Q. Yahoo!

3 A, Yes, sir.

4 Q. Facebook?

5 A, Yes, sir.

6 Q. America Online?

7 A, Yes, sir.

8 Q. Some of the biggest companies in the world

9| are only on the worldwide web and exist only because o
10| the worldwide web?

11 A. Yes, sir.

12 Q. So the web has had a huge, substantial

13| impact on our lives?

14 A, Yes, sir.

15 Q. And the economy?

16 A, Yes, sir.

17 Q. Different from the internet?

18 A, Yes, sir.

19 Q. A1l right. Now, the internet can have man
20| devices attached to it that aren't websites. You will
21| agree with that?

22 A, Yes, sir.

23 Q. So I could have a printer sitting right

24| there that has -- i1s on the internet because it has an
25| IP address, but it is not a website. You'd agree with

f

y
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that?
A, It may or may not be, sir.
Q. But it may not be?
A. Yes, sir.
Q. The same with a phone, that could be
attached to the internet and not be a website?

A. Yes, sir.

Q. A1l right. ©Now, in your testimony you
testified yesterday that you believed the Doctrine of
Equivalents was met here because of the application of
what you called the function/way/result test; do you

recall that?

A, Yes, sir.
Q. And I'd like to put up on the screen --
MR. POWERS: So if we can darken the room,

Ms. Ferguson, I would appreciate it.
Q. (By Mr. Powers) —-—- your testimony on that
subject and then we talk about it a bit.

So, first, function. You were asked vyesterday
at Page 108, "So were you able to determine if the
Microsoft '135 products perform substantially the same
function as a secure website?" That was your testimony
about the "function" part of function/way/result, right?

A. Yes, sir.

Q. And your answer was, "Yes, because they use
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mean there would be situations where you would be and

discussing here.

Q. The typical VPN you're presenting
information to clients across the VPN, you would agree
with that?

A, Not -- no, sir, I wouldn't.

You would agree often in VPNs, that you are
presenting information to clients

A, I wouldn't agree that the VPN is presentin
information to the clients, no, sir.

Q. Well, let's talk about a typical use of a
VPN.

I'm sitting in my hotel room here and I
connect via my VPN to my office back at the law firm.

A. Yes, sir.

102
computers to communicate in a VPN." Let's just stop
there for a minute.

I take it you would agree with me any VPN
would meet that regquirement. You have computers that
have VPN, right?

A, Yes, sir, you do.

Q. 211 right. "To present information to
clients."™ Well, that's true in any VPN, isn't it?

A, Well, it depends on -- yes and no, sir. I

situations where you wouldn't, but that's not what I'm

g

Petitioner Apple Inc. - Exhibit 1028, p. 1419




10

11

12

13

14

15

16

17

18

19

20

21

22

23

24

25

Case 6:07-cv-00080-LED Document 392 Filed 04/05/10 Page 103 of 125

103

Q. And there are resources sitting in my office
that are on my network that I can access on my VPN,
right?

A. Yes, sir.

Q. Like things that are not on my laptop, I can
have shown -- sent to my laptop from my law firm?

A. Yes, sir.

Q. In that situation I am using a computer to

communicate on a VPN to present information to me, the
client. That's true, 1isn't 1t?

A, No, sir, that doesn't meet what I'm talking
about here.

Q. Well, I'm presenting information?

A, No, sir. Those devices would be presenting

information, not the VPN.

Q. The devices on the other side of the VPN?
A, Yes, sir.
Q. Well, of course. That's always what 1is

presenting information, right, some device on the other
end of the pipe?

A. If they are acting as a server they would
be, ves, sir.

Q. So any situation where you have a VPN with a
client and a server, that server 1is presenting

information to the client across the VPN, true?
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A. By the server are you referring to the other
end of the VPN or a server that's in the virtual private
network?

Q. I'm talking about a server
that's at the other end of the VPN.

A. If it's just forming part of the tunnel,
then I wouldn't agree with that, sir.

Q. That's not what I'm asking. I am connecting

to my law firm.

A. Okay.
Q. I try to get information from my law firm
that 1s not on my laptop. That's coming from servers at

my law firm, and it comes back down to me, right?

A, Yes, sir.

Q. That's a typical use of the VPN, right?
A, Yes, sir.

Q. And in that typical use of the VPN,

I'm having information presented to me across that VPN,
true?

A. Yes, sir.

Q. All right. Now, the next thing you say

is to require that clients be authorized to access the

servers. That's also typical on VPNs, isn't it?
A. Yes, sir.
Q. So now let's go to your testimony about
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substantially the same way.
MR. POWERS: Let's bring that up, please,
Chris.

Q. (By Mr. Powers) The very next guestion and
answer 1in the transcript. You were asked: "Were you
able to determine if the Microsoft '135 products perform
in substantially the same way?" And the next answer it
was your testimony on that subject, wasn't it?

A. Yes, sir.

Q. And you said a lot of the same words, "They
make use of computers to communicate on the VPN."

That's the same as what we just talked about, right?

A. Yes.

Q. Now, using protocols that's true on any
VPN?

A, Sir, I think you're misunderstanding what

I'm saying.

Q. I am asking you a guestion about it.

A, VPNs use protocols, yes, sir.

Q. Okay. "They present information to
clients.” That we've already talked about. Now you
say, "through windows." And by "windows" I take it vyou
mean —-- you meant capital W meaning our product

Windows?

A, Sir, I meant the windows in an operating
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system that you typically see —-
Q. Okay.
A, -— the visible windows.
Q. Let's stop on that. The '135 patent doesn't

say anything about using Microsoft's Windows operating
system, does 1it?

A. No, sir, it doesn't, I don't believe.

Q. It 1is not a requirement in any claim, not

discussed anywhere in the patents at all?

A, It's certainly not a requirement of the
claim. I don't recall if it's somewhere else in the
specification.

Q. You certainly didn't rely on that, did
you?

A, No, sir.

Q. Now, over the internet -- most VPNs go over
the internet, don't they? When I'm sitting in my
hotel room here dialing back to my law firm, I'm going

over the internet, aren't I?

A, Yes, sir.

Q. And that's a typical use of the VPN?

A, Yes, sir.

Q. "In a way 1n which the clients and servers
cooperate." Well, I think we talked about that before.
If I'm connecting to my server, they are cooperating,
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aren't they?
A. Yes, sir.
Q. That's typical in a VPN, isn't it?
A. Yes, sir.
Q. "To ensure that the clients are authorized
to connect.” That's what we've already talked about in

the prior slide that I have to log in and say that I'm

me, right?

A. Yes, sir.

Q. And that's also typical?

A. Yes, sir.

Q. A1l right. Let's get to the result part,

the last part, the very next question and answer 1in the
transcript. "Finally, did you determine whether the

Microsoft '135 products achieved substantially the same
result as a secure website?" And your answer was, "The

result was, well, you communicate with the computers at

a VPN." That's the same as we saw in the last two,
right?

A, It's similar to that, yes, sir.

Q. The same language essentially, right?

A. Yes, sir.

Q. "And over a public network," that's the same

as what we have talked about before over the internet?

A, Yes, sir.
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Q. "In a way which only clients that are
registered can communicate."™ We've talked about that
with authority, right -- authorization?
A. Yes, sir.
Q. Okay. ©Now, with regard to the '135 patent,
if the jury were to find that Microsoft's products are

not equivalent to a website, yvou would agree with me

that there's no infringement of anything in the '135

patent?
A, Yes, sir.
Q. Let's talk now about indirect infringement.
MR. POWERS: And, Chris, could you bring
up Slide 42, please.

Q. (By Mr. Powers) So Slide 42 was part of your
presentation to the jury yesterday, wasn't it,
Dr. Jones?

A. Yes, sir.

Q. And here you were attempting to set out what
you understood to be the requirements for proving
inducement infringement?

A. Yes, sir.

Q. I take it you weren't trying to say to the
jury that this is the law? You understand that's Judge
Davis' role?

A, Yes, sir, I understand he will give them
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directions on that.

Q. Okay. Now, on the first issue, the
question of the knowledge of the patent, you cited two
things, didn't you? One was a Patent Office filing in
one of Microsoft patents and one was a letter from
SAIC?

A. Yes, sir.

Q. Let's take the first one first.

MR. POWERS: Chris, could you go to Slide
43. I think it is the very next slide.

Q. (By Mr. Powers) This is the document that
you referred to as providing evidence that Microsoft
knew about the '135 patent, right?

A. Yes, sir.

Q. Now, what I didn't hear in your testimony
yesterday was what importance should be attached as to
who knew about the '135 patent.

You didn't testify about that issue, did you?

A, No, sir.

Q. And so in your view 1if any person in all of
Microsoft's 90,000 employees around the world, if any
one of them knew about the '135 patent, that satisfies
this requirement?

A, No, sir.

Q. So it has to be a relevant person; would you
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agree with that?

A, I believe it would have to be someone who
was, say, in the legal department and/or a technical
person, not —-- not someone, say, working in an office.

Q. A1l right. And so it has to be someone with
relevant responsibilities about the products that you're
talking about here in this case. Is that fair? Or
legal responsibilities that relate to those products?

A. I'm not sure about relating to those products,
sir; but I think if someone in the legal office were
made aware, that would constitute knowledge?

Q. So if it were a lawyer in Microsoft's
Shanghai, China office with no responsibilities relating
to any of these products at all that just happened to
walk in and be handed a copy of the '135 patent, that
would be enough in your mind?

A. No, sir, and I don't believe that's what
happened here.

Q. No, it's not. But I'm trying to test your
understanding of the relevant person. And you said you
agree 1t wouldn't be just any employee. And you said,
well, somebody in legal. Now, there's a lot of people
in legal at large companies. Some of them have
responsibilities that are relevant to what we're talking

about and some don't.
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has to be somebody that's responsible for the right
issues, right?

A. Sir, I believe i1f someone were notified
under these circumstances, they would understand that
this was important to Microsoft.

Q. That's an assumption of yours; you don't
actually know 1it?

A, Well, it's my belief, sir.

Q. Okay. But it's not based on any knowledge

you have, 1s that fair, in terms of what happened

companies like Microsoft? You just don't know?

A. I —— I don't know what happened to this
letter other than I would assume the patent inventors
would have been notified.

Q. All right. Let's —-- well, let's stop there.
You would assume the inventors on the patent -- well,
let's be specific so we have good context here.

A. Yes.

Q. Exhibit PX-401 is the exhibit that you're

talking about on Slide 43, right?

actually inside Microsoft or what happens inside large

111
I take it you agree with me
that the knowledge that we're talking about for
inducement, because inducement is a state of mind by
somebody who knows there's going to be infringement, it
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A. Yes, sir.
Q. And that is a Microsoft patent application
that was going through the Patent Office at that time?
A. Yes, sir.
Q. And if we go to your Slide 44. Let's get
your position.
MR. POWERS: Can you blow it up a little
bit bigger.
Q. (By Mr. Powers) This is the part you relied,
on Dr. Jones?
A. Yes, sir.
Q. And this is the part when the Examiner was
looking at --
MR. POWERS: Thanks, Chris, that's much
better.
Q. (By Mr. Powers) In looking at one of
Microsoft's patent's -- patent applications, they said:
Wait a minute, that might not be patentable because of

Mr. Munger's patent disclosure, right?

A, I believe they said it wasn't.

Q. Right. At this point.

A. Yes, sir.

Q. Okay. And when you said that, you would

assume that the inventors on this patent would be told

about that fact that the Patent 0Office had said
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Mr. Munger's application teaches something relevant to

your invention. You assumed that.

A, I believe that, sir.

Q. You don't know that, do you?

A. I don't know if they were, sir.

Q. You don't know what standard practice inside
large corporations is either.

A, Not -- not at Microsoft, no, sir.

Q. Okay. ©Now, the inventors on this patent at
issue in PX401 are not anybody involved in anything with
any of the products in this case, are they, as far as
you know?

A. As far as I know, sir.

Q. The names on this patent application have
never come up 1in this case as far as you know?

A. I don't know, sir.

Q. In all the information you read, you can't
recall ever seeing these names