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UNITED STATES PATENT AND TRADEMARK OFFICE 

_____________ 

 

BEFORE THE PATENT TRIAL AND APPEAL BOARD 

____________ 
 

WOWZA MEDIA SYSTEMS, LLC 
and COFFEE CUP PARTNERS, INC. 

Petitioner  
 

v. 
 

ADOBE SYSTEMS INCORPORATED 
Patent Owner 

____________ 
 

Case IPR2013-00054 (TLG) 
Patent 8,051,287 B2 

____________ 

 
Before HOWARD B. BLANKENSHIP, THOMAS L. GIANNETTI, and 
MICHAEL J. FITZPATRICK, Administrative Patent Judges. 
 

BLANKENSHIP, Administrative Patent Judge. 

 

 

DECISION 
DENYING INTER PARTES REVIEW 

37 C.F.R. § 42.108 
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I. BACKGROUND 

 Petitioner requests inter partes review of claims 1-3, 5, 6, 10, 12-14, 16, 17, 

21, 23-26, 28, 29, and 33 of the '287 patent under 35 U.S.C. §§ 311 et seq.  Patent 

Owner submitted a preliminary response under 37 C.F.R. § 42.107(b) on February 

20, 2013.  Paper No. 11.  We have jurisdiction under 35 U.S.C. § 314.  

 The standard for instituting an inter partes review is set forth in 35 U.S.C. 

§ 314(a), which provides as follows: 

 THRESHOLD -- The Director may not authorize an inter partes review to be 
 instituted unless the Director determines that the information presented in 
 the petition filed under section 311 and any response filed under section 313 
 shows that there is a reasonable likelihood that the petitioner would prevail 
 with respect to at least 1 of the claims challenged in the petition. 
 
 For the reasons that follow, the Board, acting on behalf of the Director, 

denies the petition.  

 

A. The '287 Patent (EX 1001) 

The challenged patent relates to establishing an encrypted communication 

session.  Figure 1 of the '287 patent is reproduced below. 
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Each handshake 150a and 150b may include a block of bytes that contain 

random data.  Id. at ll. 25-30.   In particular, cryptographic information (e.g., for 

use in an encryption key establishment protocol) can be included in a previously 

existing section of the handshake 150 known to contain random bytes, allowing the 

cryptographic information to be “hidden in plain sight” because the cryptographic 

information appears to be random.  Reverse engineering attempts (i.e., attempts to 

discover the details of the communication protocol) can thus be handicapped while 

providing interoperability with existing software.  Id. at col. 7, l. 67 - col. 8, l. 8; 

col. 9, ll. 23-46. 

 

B. Representative Claim  

Of the challenged claims, claims 1, 10, 12, 21, 23, and 33 are independent.  

For purposes of this decision, claim 1 is representative.  Each of the other 

independent claims contains the same or substantially similar limitations to those 

emphasized in claim 1, below.  Further, in challenging each of the independent 

claims, Petitioner relies on the same arguments with respect to the limitations in 

controversy as represented by claim 1. 

 
1. A method comprising:  
 
 establishing, based at least in part on cryptographic 
information in a pre-defined portion of a handshake network 
communication, a communication session to communicate a media 
stream, wherein the pre-defined portion of the handshake network 
communication is reserved for random data;  
 
 receiving through the communication session, as part of the 
media stream, values of parameters relating to a sub media stream, 
included in a first header portion of a first real-time, priority-based 
network communication;  
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 storing the values of the parameters;  
 
 obtaining through the communication session, as part of the 
media stream, state information included in a control portion of a 
second real-time, priority-based network communication and a data 
payload included in the second network communication;  
 
 identifying, from the state information, a purpose of the second 
network communication in relation to the media stream, and whether 
a second header portion of the second network communication 
includes one or more new values corresponding to one or more of the 
parameters;  
 
 updating, when the second header portion includes the one or 
more new values, one or more of the stored values based at least in 
part on the one or more new values; and  
 
 processing the data payload based at least in part on the 
identified purpose and the stored values of the parameters.  
 

(Emphasis added.) 

 

C. Claim Construction 

As a step in our analysis for determining whether to institute a trial, we 

determine the meaning of the claims.  Consistent with the statute and the 

legislative history of the AIA, the Board will construe the claims using the 

broadest reasonable interpretation.  See Office Patent Trial Practice Guide, 77 Fed. 

Reg. 48756, 48766 (Aug. 14, 2012); 37 CFR § 100(b).  The claim language should 

be read in light of the specification as it would be interpreted by one of ordinary 

skill in the art.  In re Am. Acad. of Sci. Tech. Ctr., 367 F.3d 1359, 1364 (Fed. Cir. 

2004).  The Office must apply the broadest reasonable meaning to the claim 
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