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Status of this Meno

This docunent specifies an Internet standards track protocol for the
Internet conmmunity, and requests discussion and suggestions for

i mprovenents. Please refer to the current edition of the "Internet
O ficial Protocol Standards" (STD 1) for the standardi zation state
and status of this protocol. Distribution of this neno is unlimted.

Abst r act

Thi s menorandum descri bes RTP, the real-tine transport protocol. RTP
provi des end-to-end network transport functions suitable for
applications transmtting real-tinme data, such as audio, video or
sinul ati on data, over nulticast or unicast network services. RTP does
not address resource reservati on and does not guarantee quality-of-
service for real-tine services. The data transport is augnmented by a
control protocol (RTCP) to allow nonitoring of the data delivery in a
manner scalable to large nulticast networks, and to provide ninimal
control and identification functionality. RTP and RTCP are desi gned
to be independent of the underlying transport and network |ayers. The
protocol supports the use of RTP-level translators and m xers.
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1. Introduction

Thi s nenorandum specifies the real-tine transport protocol (RTP)

whi ch provides end-to-end delivery services for data with real-tine
characteristics, such as interactive audio and video. Those services
i ncl ude payl oad type identification, sequence nunbering, tinestanping
and delivery nonitoring. Applications typically run RTP on top of UDP
to nake use of its nultiplexing and checksum services; both protocols
contribute parts of the transport protocol functionality. However,
RTP may be used with other suitable underlying network or transport
protocol s (see Section 10). RTP supports data transfer to multiple
destinations using nmulticast distribution if provided by the
under | yi ng networKk.

Note that RTP itself does not provide any nechanismto ensure tinely
delivery or provide other quality-of-service guarantees, but relies
on |l ower-|ayer services to do so. It does not guarantee delivery or
prevent out-of-order delivery, nor does it assunme that the underlying
network is reliable and delivers packets in sequence. The sequence
nunmbers included in RTP allow the receiver to reconstruct the
sender’ s packet sequence, but sequence nunbers might also be used to
determi ne the proper location of a packet, for exanple in video
decodi ng, wi thout necessarily decodi ng packets in sequence.

While RTP is primarily designed to satisfy the needs of nulti-
participant nultinedia conferences, it is not limted to that
particul ar application. Storage of continuous data, interactive
distributed sinulation, active badge, and control and neasurenent
applications may also find RTP applicable.

Thi s docunent defines RTP, consisting of two closely-linked parts:

o the real-tinme transport protocol (RTP), to carry data that has
real -tine properties.

o the RTP control protocol (RTCP), to nonitor the quality of
service and to convey information about the participants in an
on-goi ng session. The latter aspect of RTCP nmay be sufficient
for "loosely controlled" sessions, i.e., where there is no
explicit nenbership control and set-up, but it is not
necessarily intended to support all of an application’ s contro
communi cation requirenents. This functionality may be fully or
partially subsuned by a separate session control protocol
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whi ch is beyond the scope of this docunent.

RTP represents a new style of protocol follow ng the principles of
application level framng and integrated | ayer processing proposed by
O ark and Tennenhouse [1]. That is, RTP is intended to be malleable
to provide the information required by a particular application and
will often be integrated into the application processing rather than
being inplenented as a separate layer. RTP is a protocol framework
that is deliberately not conplete. This docunent specifies those
functions expected to be common across all the applications for which
RTP woul d be appropriate. Unlike conventional protocols in which

addi tional functions m ght be accommobdat ed by naki ng the protocol
nore general or by adding an option nechanismthat would require
parsing, RTP is intended to be tailored through nodifications and/or
additions to the headers as needed. Exanples are given in Sections
5.3 and 6. 3. 3.

Therefore, in addition to this docunent, a conpl ete specification of
RTP for a particular application will require one or nore conpanion
documents (see Section 12):

o0 a profile specification docunent, which defines a set of
payl oad type codes and their mapping to payload formats (e.qg.
medi a encodings). A profile nay al so define extensions or
nodi fications to RTP that are specific to a particular class of
applications. Typically an application will operate under only
one profile. A profile for audio and video data may be found in
t he conpani on RFC TBD.

0 payl oad fornmat specification docunents, which define how a
particul ar payl oad, such as an audi o or video encoding, is to
be carried in RTP

A di scussion of real-tinme services and algorithns for their
i npl ement ati on as well as background di scussion on sonme of the RTP
desi gn decisions can be found in [2].

Several RTP applications, both experinmental and comercial, have

al ready been inplenented fromdraft specifications. These
applications include audio and video tools along w th diagnostic
tools such as traffic nmonitors. Users of these tools nunber in the
t housands. However, the current Internet cannot yet support the ful
potential demand for real-tine services. Hi gh-bandw dth services
usi ng RTP, such as video, can potentially seriously degrade the
quality of service of other network services. Thus, inplenentors
shoul d take appropriate precautions to linmt accidental bandw dth
usage. Application docunentation should clearly outline the
limtations and possi bl e operational inpact of high-bandw dth real -
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tinme services on the Internet and ot her network services.
2. RTP Use Scenari os

The follow ng sections describe sone aspects of the use of RTP. The
exanpl es were chosen to illustrate the basic operation of
applications using RTP, not to linit what RTP nay be used for. In
these exanples, RTP is carried on top of IP and UDP, and follows the
conventions established by the profile for audio and video specified
in the conpanion Internet-Draft draft-ietf-avt-profile

2.1 Sinple Miulticast Audi o Conference

A working group of the | ETF neets to discuss the |atest protoco
draft, using the IP nmulticast services of the Internet for voice
communi cati ons. Through sone all ocati on nmechani smthe working group
chair obtains a multicast group address and pair of ports. One port
is used for audio data, and the other is used for control (RTCP)
packets. This address and port information is distributed to the

i ntended participants. If privacy is desired, the data and contro
packets may be encrypted as specified in Section 9.1, in which case
an encryption key nmust al so be generated and distributed. The exact
details of these allocation and distribution nmechani snms are beyond
the scope of RTP.

The audi o conferencing application used by each conference

partici pant sends audio data in small chunks of, say, 20 ns duration
Each chunk of audio data is preceded by an RTP header; RTP header and
data are in turn contained in a UDP packet. The RTP header i ndicates
what type of audio encoding (such as PCM ADPCM or LPC) is contained
in each packet so that senders can change the encoding during a
conference, for exanple, to accomopdate a new participant that is
connected through a | ow bandwidth link or react to indications of

net wor k congesti on

The Internet, |ike other packet networks, occasionally |oses and
reorders packets and del ays them by variabl e anpbunts of tine. To cope
with these inmpairnents, the RTP header contains tining information
and a sequence nunber that allow the receivers to reconstruct the
timng produced by the source, so that in this exanple, chunks of
audi o are contiguously played out the speaker every 20 ns. This
timng reconstruction is perforned separately for each source of RTP
packets in the conference. The sequence nunber can al so be used by
the receiver to estinmate how nany packets are being |ost.

Since nenbers of the working group join and | eave during the
conference, it is useful to know who is participating at any nonent
and how well they are receiving the audi o data. For that purpose,
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