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Art Unit: 2177

Specification
5. The title of the invention has not been substantially amended to be descriptive. A new title

is required that is clearly indicative of the invention to which the claims are directed.

6. The abstract of the disclosure is objected to because it fails to be narrative of thé claimed
invention. Correction is required. See MPEP § 608.01(b).
7. Applicant is reminded of the proper content of an abstract of the disclosure.

A patent abstract is a concise statement of the technical disclosure of the patent and
should include that which is new in the art to which the invention pertains. If the patent is of a
basic nature, the entire technical disclosure may be new in the art, and the abstract should be
directed to the entire disclosure. If the patent is in the nature of an improvement in an old
apparatus, process, product, or composition, the abstract should include the technical disclosure
of the improvement. In certain patents, particularly those for compounds and compositions,
wherein the process for making and/or the use thereof are not obvious, the abstract should set
forth a process for making and/or use thereof. If the new technical disclosure involves
modifications or alternatives, the abstract should mention by way of example the preferred
modification or alternative.

The abstract should not refer to purported merits or speculative applications of the
invention and should not compare the invention with the prior art.

Where applicable, the abstract should include the following:
(1) if a machine or apparatus, its organization and operation;
(2) if an article, its method of making;
(3) if a chemical compound, its identity and use;
(4) if a mixture, its ingredients;
(5) if a process, the steps.

Extensive mechanical and design details of apparatus should not be given.

8. Applicant is reminded of the proper language and format for an abstract of the disclosure.

RACK-1002
Page 176 of 351




Serial Number: 09/283,160 Page 4

Art Unit: 2177

The abstract should be in narrative form and generally limited to a single paragraph on a
separate sheet within the range of 50 to 250 words. It is important that the abstract not exceed
250 words in length since the space provided for the abstract on the computer tape used by the
printer is limited. The form and legal phraseology often used in patent claims, such as "means"
and "said," should be avoided. The abstract should describe the disclosure sufficiently to assist
readers in deciding whether there is a need for consulting the full patent text for details.

The language should be clear and concise and should not repeat information given in the

title. It should avoid using phrases which can be implied, such as, "The disclosure concerns,"
"The disclosure defined by this invention," "The disclosure describes," etc.

Claim Objections
9. Claims 72-76 and 91 are objected to because of the following informalities: the cited

method claims improperly depend on the system of claim 54 . Appropriate correction is required.

Claim Rejections - 35 USC § 112
10.  The following is a quotation of the first paragraph of 35 U.S.C. 112:

The specification shall contain a written description of the invention, and of the manner and
process of making and using it, in such full, clear, concise, and exact terms as to enable any
person skilled in the art to which it pertains, or with which it is most nearly connected, to
make and use the same and shall set forth the best mode contemplated by the inventor of
carrying out his invention.

11. Claims 54-106 are rejected under 35 U.S.C. 112, first paragraph, as containing subject
matter which was not described in the specification in such a way as to enable one skilled in the
art to which it pertains, or with which it is most nearly connected, to make and/or use the
invention. The specification does not seem to have described the operation of the claimed plurality

of servers, including a source server, that allows a client to request and retrieve cached a data
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item through the use of a hashed identifier. Applicant is respectfully requested to indicate where
support has been provided for these limitations.
In the event that the original specification does provide support for the instant claims, the

examiner submits that these claims are rejected under double patenting as follows:

Double Patenting

12. The nonstatutory double patenting rejection is based on a judicially created doctrine
grounded in public policy (a policy reflected in the statute) so as to prevent the unjustified or
improper timewise extension of the "right to exclude" granted by a patent and to prevent possible
harassment by multiple assignees. See In re Goodman, 11 F.3d 1046, 29 USPQ2d 2010 (Fed.
Cir. 1993); In re Longi, 759 F.2d 887, 225 USPQ 645 (Fed. Cir. 1985); In re Van Ornum, 686
F.2d 937,214 USPQ 761 (CCPA 1982); In re Vogel, 422 F.2d 438, 164 USPQ 619 (CCPA
1970);and, In re Thorington, 418 F.2d 528, 163 USPQ 644 (CCPA 1969).

A timely filed terminal disclaimer in compliance with 37 CFR 1.321© may be used to
overcome an actual or provisional rejection based on a nonstatutory double patenting ground
provided the conflicting application or patent is shown to be commonly owned with this
application. See 37 CFR 1.130(b).

Effective January 1, 1994, a registered attorney or agent of record may sign a terminal
disclaimer. A terminal disclaimer signed by the assignee must fully comply with 37 CFR 3.73(b).

13. Claims 54-106 are rejected under the judicially created doctrine of double patenting over
claims 1-48 of U. S. Patent No. 5,978,791 since the claims, if allowed, would improperly extend
the "right to exclude" already granted in the patent.

The subject matter claimed in the instant application is fully disclosed in the patent and is
v covered by the patent since the patent and the application are claiming common subject matter.
Furthermore, there is no apparent reason why applicant was prevented from presenting

claims corresponding to those of the instant application during prosecution of the application
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which matured into a patent. See In re Schreller, 397 F.2d 350, 158 USPQ 210 (CCPA 1968).

See also MPEP § 804.

Claim Rejections - 35 USC § 103

14.  The following is a quotation of 35 U.S.C. 103(a) which forms the basis for all obviousness

rejections set forth in this Office action:

(a) A patent may not be obtained though the invention is not identically disclosed or described as set forth in
section 102 of this title, if the differences between the subject matter sought to be patented and the prior art are
such that the subject matter as a whole would have been obvious at the time the invention was made to a person
having ordinary skill in the art to which said subject matter pertains. Patentability shall not be negatived by the
manner in which the invention was made.

This application currently names joint inventors. In considering patentability of the claims
under 35 U.S.C. 103(a), the examiner presumes that the subject matter of the various claims was
commonly owned at the time any inventions covered therein were made absent any evidence to
the contrary. Applicant is advised of the obligation under 37 CFR 1.56 to point out the inventor
and invention dates of each claim that was not commonly owned at the time a later invention was
made in order for the examiner to consider the applicability of 35 U.S.C. 103© and potential 35

U.S.C. 102(f) or (g) prior art under 35 U.S.C. 103(a).

15.  Claims 54-106 are rejected under 35 U.S.C. 103(a) as being unpatentable over Nelson et
al. (Nelson), US. Patent No. 5,452,447, in view of Hamilton et al. (Hamilton), US Patent No.

5,640,564.
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As to claims 54-56, Nelson substantially discloses the invention including a data
processing system for caching a file server to thereby allow client users to request and retrieve
filesin a distributed computer system (abstract, lines 1-8 et seq). In particular, Nelson discloses a
plurality of network servers (fig. 3, items 56, 58, 60, 68) including at least some cached{ data
items from a source server (see fig. 1, items 28, 30; abstract, lines 8-15, et seq). Nelson f.urther
discloses the use of a hash function on a data file to thereby quickly retrieve the data file from the
cache upon user’s request (col.17, lines 18-41 et seq).

Nelson does not particularly detail the use of the hashing function on the data file to create
an identifier, which can be utilized to retrieve the data file upon user’s request. However,
Hamilton discloses an analogous system wherein a hashing function is applied to a data item to
thereby create an identifier, which a user can utilize to request and retrieve a corresponding data
item (col. 6,lines 28-39 et seq). It would have been obvious to one of ordinary skill in the art of
data processing to combine the teachings of the cited references because Hamilton’s teaching
would allow the users of Nelson’s system to expeditiously and dynamically retrieve a file as it is

updated.

As to claim 57, Hamilton discloses the correspondence between a data identifier and a
data item on a server, wherein a data identifier uniquely identifies a corresponding data item (col.

6, lines 20-21 et seq).
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As to claim 58, Nelson discloses the retrieval of a data item from another server, if it is not

located on a given server (col. 15, lines 50-60 et seq).

As to claim 59, Nelson discloses the retrieval of a local copy of the data item fro%n another

server, if it is not located on a given server (col. 15, lines 23-26 et seq).

As to claim 60, Nelson discloses some data items distributed across the network as cached

version of another server (col. 7, lines 29-35 et seq).

As to claim 61, Nelson discloses the resolution of a request for a particular data item

based on the availability of the servers (col. 10, lines 8-24 et seq).

16.  The limitations of claims 62-106 have already been discussed in the in the rejection of

claims 54-61 above . They are therefore rejected on similar grounds.

Conclusion
17. The prior art made of record and not relied upon is considered pertinent to applicant's

disclosure. Please see attached PTO-892.
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Any inquiry concerning this communication or earlier communications from the examiner should
be directed to Jean R. Homere whose telephone number is (703)-308-6647.  The examiner can
normally be reached on Monday-Friday from 08:30 a.m.-5:00 p.m.

If attempts to reach the examiner by telephone are unsuccessful, the examiner's supervisor, John
Breene, can be reached on Monday-Friday from 8:00 a.m. to 3:30 p.m. at (703)-305-9790.

Any response to this action should be mailed to: Commissioner of Patents and Trademarks
Washington, D.C. 20231, or faxed to: (703) 308-9051, (for formal communications intended for
entry), Or: (703) 305-9731 (for informal or draft communications, please label "PROPOSED"
or "DRAFT"). Hand-delivered responses should be brought to Crystal Park II, 2121 Crystal Drive, Arlington, VA.,
Sixth Floor (Receptionist). The facsimile phone number for this group is (703) 308-5357.

Any inquiry of a general nature or relating to the status of this application should be directed to
the Group receptionist whose telephone number is (703) 305-9600.

Jean )2 Homg e
Jean R. Homere

Primary Examiner, A.U. 2177
June 01, 2001

JEAN _
PRIMARY %MERE
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FORM PT0-892 U.S. DEPARTMENT OF COMMERCE SERIAL NO. GROUP ART | ATTACHMENT
PATENT AND TRADEMARK OFFICE 09/283,160 UN;I'1 - TO PAPER NO.
NOTICE OF REFERENCES CITED APPLICANT(S)
Farber et al.
U.S. PATENT DOCUMENTS
* DOCUMENT NO. DATE NAME cass | 9B FiLiNG
A 6,134,603 10/2000 Jones et al. 709 330
B 6,006,018 12/1999 Burnett et al. 395 200.49
Cc 5,809,494 9/1998 Nguyen 707 1
D 5,640,564 6/1997 Hamilton et al. 709 30%
E 5,452,447 9/1995 Nelson et al. 707 205
F 5,202,982 4/1993 Gramlich et al. 707 2
G
H
!
J

FOREIGN PATENT DOCUMENTS

* DOCUMENT NO. DATE COUNTRY NAME CLASS c%i%s

olUlo|Z|IZ |

OTHER REFERENCES (Including Author, Title, Date, Pertinent Pages, Etc.)

u

EXAMINER DATE
Jean R. Homere June 1, 2001 Form892ccs2106b

* A copy of this reference is not being furnished with this office action.
(See Manual of Patent Examining Procedure, section 707.05(a).)
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Form PTO 948 (Rev. 8-98) U.S. DEPARTMENT OF COMMERCE - Patent and Trademark Office  Application No. d

NOTICE OF DRAFTSPERSON'S
PATENT DRAWING REVIEW

The drawing(s) filed (insert date) ’ are:

jected to by the Draftsperson under 37-CFR 1.84 or 1.152 for the reasons indicated below. The Examiner will require

A O :pprovcd by the Draftsperson under 37 CFR 1.84 or 1.152.

stBmission of new, corrected drawings when necessary. Corrected drawing must be sumitted according to the instructions on the back of this notice.

N

w

o

7.

. DRAWINGS. 37 CFR 1.84(a): Acceptable categories of drawings:

Black ink. Color.

Color drawings are not acceptable until petiton is granted.
Fig(s) ____

___Pencil and non black ink not permitted. Fig(s)

. PHOTOGRAPHS. 37 CFR 1.84 (b)

I full-tone set is required. Fig(s)

____Photographs not properly mounted (must use brystol board or
photographic double-weight paper). Fig(s)

____Foorquality (haif-tone). Fig(s)

. TYPE OF PAPER. 37 CFR 1.84(e)

___Paper not flexible, strong, white, and durable.
Fig(s)

___ Erasures, alterations, overwritings, interlineations,
folds, copy machine marks not accepted. Fig(s)

___ Mylar, velum paper is not acceptable (too thin).
Fig(s)

. SIZE OF PAPER. 37 CFR 1.84(f): Acceptable sizes:

___21.0cmby 29.7 cm (DIN size Ad)
___2i.6cmby27.9 cm (8 1/2 x 11 inches)

All drawing sheets not the same size.

Sheet(s)

Drawings sheets not an acceptable size. Fig(s)

. MARGINS. 37 CFR 1.84(g): Acceptable margins:

Top 2.5 cm Left 2.5cm Right 1.5 cm Bottom 1.0 cm
SIZE: A4 Size

Top 2.5 cm Left 2.5 cm Right 1.5 cm Bottom 1.0 cm
SIZE: 81/2x 11

Margja€ not acceptablg, Fij

) —
Top (T) Lefi (L)

___;Rigm ® Bottom (B) l _ (D ‘
VIEWS. 37 CFR 1.84(h) 8 Z

REMINDER: Specification may require revision to

correspond to drawing changes.

Partial views. 37 CFR 1.84(h)(2)

____ Brackets needed to show figure as one entity.
Figls) ______

____Views not labeled separately or properly.
Figls)

___Enlarged view not labeled separetely or properly.
Fig(s) ________

SECTIONAL VIEWS. 37 CFR 1.84 (h)(3)

____ Hatching not indicated for sectional portions of an object.
Fig(s) _______

____ Sectional designation should be noted with Arabic or
Roman numbers. Fig(s)

L4058 ,15-14

10.

12.

/

. LEAD LINES. 37 CFR 1.84(q)

. ARRANGEMENT OF VIEWS. 37 CFR 1.84(i)

Words do not appear on a horizontal, left-to-right fashion
when page is either upright or turned so that the top
becomes the right side, except for graphs. Fig(s)

. SCALE. 37 CFR 1.84(k)

____ Scale not large enough to show mechanism without
crowding when drawing is reduced in size to two-thirds in
reproduction.

Fig(s) S

CHARACTER OF LINES, NUMBERS, & LETTERS.

37 CFR 1.84(i)

____ Lines, numbers & letters not uniformly thick and well
defined, clean, durable, and black (poor line quality).
Fig(s)

. SHADING. 37 CFR 1.84(m)

___ Solid black areas pale. Fig(s) ________
____ Solid black shading not permitted. Fig(s)
___ Shade lines, pale, rough and blurred. Fig(s)
NUMBERS, LETTERS, & REFERENCE CHARACTERS.
37 CFR 1.84(p) .
___ Numbers and reference characters not plain and legible.
Figs)
__ Figure legends are poor. Fig(s)
____ Numbers and reference characters not oriented in the
same direction as the view. 37 CFR 1.84(p)(1)
Fig(s) ______
___ English alphabet not used. 37 CFR 1.84(p)(2)
Figs
___ Numbers, letters and reference characters must be at least
.32 cm (1/8 inch) in height. 37 CFR 1.84(p)(3)
Fig(s)

Lead lines cross each other. Fig(s)
~—— Lead lines missing. Fig(s)

. NUMBERING OF SHEETS OF DRAWINGS. 37 CFR 1.84(t)

Sheets not numbered consecutively, and in Arabic numerals
beginning with number 1. Sheet(s)

. NUMBERING OF VIEWS. 37 CFR 1.84(u)

Views not numbered consecutively, and in Arabic numerals,
beginning with number 1. Fig(s)

. CORRECTIONS. 37 CFR 1.84(w)

Corrections not made from prior PTO-948
dated

. DESIGN DRAWINGS. 37 CFR 1.152

Surface shading shown not appropriate. Fig(s)
Solid black shading not used for color contrast.

Fig(s)

COMMENTS
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INFORMATION ON HOW TO EFFECT DRAWING CHANGES

1. Correction of Informalities--37 CFR 1.85

File new drawings with the changes incorporated therein. The application number or the title of the invention,
inventor's name, docket number (if any), and the name and telephone number of a person to call if the Office
is unable to match the drawings to the proper application, should be placed on the back of each sheet of
drawings in accordance with 37 CFR 1.84(c). Applicant may delay filing of the new drawings until receipt of
the Notice of Allowability (PTOL-37). Extensions of time may be obtained under the provisions of 37 CFR
1.136. The drawing should be filed as a separate paper with a transmittal letter addressed to the Drawing
Processing Branch.

2. Timing for Corrections

Applicant is required to submit acceptable corrected drawings within the three-month shortened statutory
period set in the Notice of Allowability (PTOL-37). 1f 4 correction is determined to be unaccépiable by the
Office, applicant must arrange to have acceptable correcuons resubmitted within the original three-month
period to avoid the necessity of obtaining an extension of time and paying the extension fee. Therefore,
applicant should file corrected drawings as soon a possible.

Failure to take corrective action within set {or extended) period will result in ABANDONMENT of the
Application.

3. Corrections other than Informalities Noted by the Drawing Review Branch on the Form PTG-948
All changes to the drawings, other than informalities noted by the Drawing Review Branch, MUST be approved

by the examiner before the application will be allowed. No changes will be permitted to be made, other than
correction of informalities, unless the examiner has approved the proposed changes.
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From: J(_a " R A %R"DW\,U’L Date: 3/27 /() !

Re: _ 04 ! 2% R ’L'b Pages: ~

CC:

O Urgent [ For Review 0O Please Comment [ Please Reply [ Please Recycle

RACK-1002
Page 186 of 351




Application No. Applicant(s)
3 09/283,160 Farber et al.
Intel'VIeW Summary Examiner Group Art Unit
Jean R. Homere 2177

All participants (applicant, applicant's representative, PTO personnel);

(1) Jean R. Homere (3)
(2) Brian Siritzky, Req. No. 37,497 (4)
Date of Interview Aug 13, 2001

Type: a) [ Telephonic b) [Yideo Conference
c)X] Personal [copy is givento 1) [“applicant 2) [Bpplicant's representative]

Exhibit shown or demonstration conducted: d) [Yes e) [Kb. If yes, brief description:

Claim(s) discussed: _54

identification of prior art discussed:
Hamilton (USP No. 5,640,564) and Nelson (USP No. 5,452,447)

Agreement with respect to the claims f) [Xvasreached. g) Was not reached. h)  NIA.

Substance of Interview including description of the general nature of what was agreed to if an agreement was reached, or any
other comments:

The applicant's representative pointed to various portions of the specification in support of the claimed language, and to :
overcome the 35 USC 112 rejection. The examiner informed the representative that so long as the cited portions of the
specification are made of record, they are likely to be sufficient to overcome the 112 rejection. Regarding the prior art
rejection, the representative arqued that the prior art of record does not detail data items as being files that are
content-sensitive. In response, the examiner pointed out that the claimed data items encompass both object identifiers and
actual files. Consequently, the representative faxed in an amemded claim to limit the language to data files that comprise the
content of the files. The examiner, then informed the representative that the proposed amendment is likely to overcome the
prior art of record. However, further, consideration might be deemed necessary.

(A fuller description, if necessary, and a copy of the amendments which the examiner agreed would render the claims allowable, if
available, must be attached. Also, where no copy of the amendments that would render the claims allowable is available, a
summary thereof must be attached.)

i1 Itis not necessary for applicant to provide a separate record of the substance of the interview (if box is checked).

Unless the paragraph above has been checked, THE FORMAL WRITTEN REPLY TO THE LAST OFFICE ACTION MUST
INCLUDE THE SUBSTANCE OF THE INTERVIEW. (See MPEP section 713.04). If a reply to the last Office action has
already been filed, APPLICANT IS GIVEN ONE MONTH FROM THIS INTERVIEW DATE TO FILE A STATEMENT OF THE
SUBSTANCE OF THE INTERVIEW. See Summary of Record of Interview requirements on reverse side or on attached sheet.

?71/\,

JEAN R. HOMERE

Examiner Note: You must sign this form unless it is an PRIMARY EXAMINER
Attachment to a signed Office action. ART UNIT 2177
U. S. Patent and Trademark Office
PTO-413 (Rev. 03-98) Interview Summary Part of Paper NoA/
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IN THE UNITED STATES PATENT AND TRADEMARK OFFICE ¥ Z y Vl//

FARBER et al. Group Art Unit: 2177

Examiner: Homere, Jean R.
Appln. No. 09/283,160

Filed: April 1, 1999 EXPEDITED
EXAMINATION

For: IDENTIFYING AND REQUESTING DATA IN NETWORK USING
IDENTIFIERS WHICH ARE BASED ON CONTENTS OF DATA (As Amended)

L I S S
August 22, 2001
RESPONSE R
Ecgy, D
Hon. Commissioner of Patents Aug 24
and Trademarks ' ch am
Washington, D.C. 20231 Nolg v
’ Centey
219

Sir:
Please amend this application as follows:

IN THE CLAIMS:

Please amend the claims as follows (the claim amendments are shown in detail in the

attached appendix):

54. (Amended) In a system in which a set of data files are distributed across a network
of servers, at least some of the data files being cached versions of data files from a source
server, wherein the source server is distinct from the servers in the network, a content
delivery method comprising:

determining a data identifier for a particular data file on the source server, the data

identifier being determined using a given function of the data, wherein said data used by the

v P
E . o '/
. L
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given function to determine the data identifier comprises the contents of the particular data
file; and

responsive to a request for the particular data file, the request including at least the
data identifier of the particular data file, providing the particular data file from a given one of
the servers of the network of servers, said providing being based on the data identifier of the

requested data item.

;‘/{.(Amended) In a system in which a set of data files are distributed across a network
of servers, some of the data files being cached from a source server distinct from the servers
in the network, a content delivery method comprising:

determining a data identifier for a particular data file on the source server, the data
identifier being determined using a given function of the data, wherein said data used by the
given function to determine the data identifier comprises the contents of the particular data
file; and

responsive to a request for the particular data file, the request including at least the
data identifier of the particular data file, causing a copy of the particular data file to be
provided from a given one of the servers of the network of servers.

{0
}é. (Amended) A content delivery method, comprising:

distributing a set of data files across a network of servers;

determining a data identifier for a particular data file, the data identifier being
determined using a given function of the data, wherein said data used by the given function to
determine the data identifier comprises the contents of the particular data file; and

in response to a request for the particular data file, the request including at least the
data identifier of the particular data file, providing the particular data file from a given one of
the servers of the network of servers, said providing being based on the data identifier of the
particular data file.

i o)

. (Amended) A method as in claim 5,‘ further comprising:
determining whether the data identifier corresponds to a data identifier of any data file

present on the given server.

] !
< [ RACK-1002
Page 189 of 351




! Application of Farber et a., -{0. 09/283,160

N
12 )5'8/ (Amended) A method as in claim 57 further comprising:

based on said determining, if the data identifier does not correspond to a data file
present on the given server, locating the particular data file from another server.
W
& ?/ (Amended) A method as in claim 38 further comprising:
obtaining, on the given server, a local copy of the particular data file, from the other
server.
\b
\d‘ 6}( (Amended) A method as in claim 36 wherein at least some of the data files
distributed across the network of servers are cached versions of data files from another
server, distinct from the network of servers.
) ©
\2 94 (Amended) A method as in claim }6 further comprising: !
resolving the request for the particular data file based on a measure of availability of
at least one of the servers. )
12
I\ 6/Z (Amended) A method as in claim 91/ wherein the measure of availability is based
on one or more of:
(a) a measurement of bandwidth to the server;
(b) a measurement of a cost of a connection to the server, and
(c) a measurement of a reliability of a connection to the server.
A 10
% (Amended) A method as in claim 56 wherein the data file is a compound data file
made up of various component data files, the method further comprising:
for each component data file of at least some of the component data files:
(a) determining a data identifier for the component data file, the data identifier
for the component file determined using the given function of the data,
wherein said data used by the given function to determine the data identifier
comprises the contents of the component data file; and
(b) providing the component data file from a given one of the servers of the

network of servers.

Y )
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$4. (Amended) A content delivery method, comprising:

distributing a set of data files across a network of servers;

for a particular data file having a particular name specifying a location in the network
at which the data file may be located, determining another name for the particular data file,
the other name including a data identifier determined using a given function of the data,
where said data used by the given function comprises the contents of the particular data file;
and

in response to a request for the particular data file, the request including the other
name of the particular data file, providing the particular data file from a given one of the
servers of the network of servers.

? \

6;/ (Amended) A method as in claim 6/( wherein at least some of the data ﬁles{are
cached versions of data files from another server which is distinct from the network of
servers.

«ZO \‘3

6/6/. (Amended) A method as in claim 6 further comprising:

resolving the request for the particular data file based on a measure of availability of
at least one of the servers.

2\ 70

% (Amended) A method as in claim 9( wherein the measure of availability is based
on one or more of:

(a) a measurement of bandwidth to the server;

(b) a measurement of a cost of a connection to the server, and

(c) a measurement of a reliability of a connection to the server.

P 5
~ 8. (Amended) A method as in claim 64 wherein the particular data file is a

compound data file comprising various component data files, the method further comprising:
for at least one component data file:
(a) determining a data identifier for the component data file, the data identifier
determined using a given function of the data, wherein said data used by the
given function comprises the contents of the component data file; and
(b) providing the component data file from a given one of the servers of the

network of servers.

4 g/ A 9
D s _
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99 (Amended) A content delivery method, comprising:
distributing a set of data files across a network of servers, at least some of the data
files being cached versions of data files from another server, distinct from the network of
servers;
determining a data identifier for a particular data file, the data identifier determined
using a given function of the data, wherein said data used by the given function comprises the
contents of the particular data file; and
in response to a request for the particular data file, the request including at least the
data identifier of the particular data file, providing the particular data file from a given one of
the servers of the network of servers.
Z';l(’.f (Amended) A content delivery method, comprising: ;
causing a set of data files to be distributed across a network of servers, at least some
of the data files being cached versions of data files from another server distinct from the
network of servers;
determining a data identifier for a particular data file, the data identifier determined
using a given function of the data, wherein said data used by the given function comprises the
contents of the particular data file; and
in response to a request for the particular data file, the request including at least the
data identifier of the particular data file, causing the particular data file to be provided from a
given one of the servers of the network of servers.
179
7/1/. (Amended) A content delivery method, comprising:
distributing a set of data files across a network of servers, the network of servers
being organized into a set of regions;
determining a data identifier for a particular data file, the data identifier determined
using a given function of the data, wherein said data used by the given function comprises the
contents of the data file;
in response to a client request for the particular data file, the request including at least
the data identifier of the particular data file, providing the client with the particular data file
from a given one of the servers of the network of servers within the region.
Y y
%. (Amended) A method as in claim ;4 wherein the given function is a message
digest function or a hash function.
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3 Z

]4. (Amended) A method as in claim 72 wherein the given function is selected from
the functions: MD4, MD5, and SHA.

Y (

}4. (Amended) A method as in claim 4 wherein the given function randomly

distributes its outputs.

5 \

}5. (Amended) A method as in claim ;4 wherein, for a particular data file, the given
function produces a substantially unique value based on the data comprising the data file.

b |

7/5. (Amended) A method as in claim }4 wherein a data file may comprise a file, a
portion of a file, a page in memory, a digital message, a digital image, a video signal or an
audio signal. :

70

77.  (Amended) In a system in which a set of data files are distributed across a
network of servers, at least some of the data files being cached versions of data files from a
source server distinct from the network of servers, a content delivery method comprising:

responsive to a request for a particular data file, the request including at least a data
identifier of the particular data file, wherein the data identifier is determined by applying a
message digest function MDS5 to the data, wherein said data used by the MDS5 function to
determine the data identifier is the contents of the particular data file, providing the particular
data file from a given one of the servers of the network of servers,

wherein a data file may be a file, a portion of a file, a page in memory, a digital
message, a digital image, a video signal or an audio signal.

.l"l

7/3/. (Amended) A content delivery method, comprising:

distributing a set of data files across a network of servers, at least some of the data
files being cached versions of data files from another server distinct from the network of
servers;

determining a data identifier for a particular data file, the data identifier determined
using a given function of the data, wherein said data used by the given function comprises the
contents of the particular data file, and wherein the given function randomly distributes its

outputs; and

g
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in response to a request for the particular data file, the request including at least the
data identifier of the particular data file, providing the particular data file from a given one of
the servers of the network of servers, said providing being based on the data identifier of the
particular data item.

(4 2

ﬂ (Amended) A method as in claim 78 further comprising:

maintaining accounting information relating to the data files; and

using the accounting information as a basis for a value-based accounting system in
which charges are based on an identity of the data files.

7\ 2

}({. (Amended) A method as in claim }g wherein the maintaining of accounting
information includes at least some of:

(a) tracking which data files have been stored on a system; and

C}/ (b) tracking which data files have been transmitted from a server.
» A
. (Amended) A method as in claim 'p further comprising:

ensuring that a data file is not used by an unauthorized party.

3

82. (Amended) A content delivery method, comprising:

distributing a set of data files across a network of servers;

determining an MD5 hash of the contents of a particular data file; and

in response to a request for the particular data file, the request including at least the
MD5 hash of the particular data file, providing the particular data file from a given one of the
servers of the network of servers, said providing being based on the MDS5 hash of the
particular data file.

5l 3l

84‘ (Amended) A method as in claim 8 further comprising:

resolving the request for the particular data file based on a measure of availability of

at least one of the servers.

17 3

y( (Amended) A method as in claim }{wherein the measure of availability for a
server is based on one or more of:

(a) a measurement of bandwidth to the server;

(b) a measurement of a cost of a connection to the server, and
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(c) a measurement of reliability of a connection to the server.

4

#5. (Amended) A content delivery method, comprising:

distributing a set of data files across a network of servers;

for a particular data file having a particular data identifier specifying a location in the
network at which the particular data file may be located, determining another data identifier
for the particular data file, the other data identifier including a data identifier determined
using a message digest function of the contents of the particular data file;

in response to a request for the particular data file, the request including the other data
identifier of the particular data file, providing the particular data file from a given one of the
servers of the network of servers, said providing being based on the other data identifier
which was determined using the message digest function.

25

86, (Amended) A content delivery method, comprising:

¢

distributing a set of data files across a network of servers, at least some of the data
files being cached versions of data files from another server, said other server being distinct
from the network of servers;

determining a data identifier for a particular data file, the data identifier including a
hash of the contents of the particular data file; and

in response to a request for the particular data file, the request including at least the
data identifier of the particular data file, providing the particular data file from a given one of
the servers of the network of servers.

b

§Z/. (Amended) A method of delivering a data file in a network comprising a plurality
of processors, some of the processors being servers and some of the processors being clients,
the method comprising:

storing the data file is on a first server in the network and storing copies of the data
file on a set of servers in the network distinct from the first server; and

responsive to a client request for the data file, the request including a hash of the

contents of the data file, causing the data file to be provided to the client.
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}8. (Amended) A method as in claim }Z wherein the data file has a contextual name
comprising a pathname including a processor name and a file name, the method further
comprising:

associating the contextual name of the data file with the hash of the contents of the
data file.

b

}9{(Amended) A method of delivering a data file in a network comprising a plurality
of processors, some of the processors being servers and some of the processors being clients,
the method comprising:

storing the data file is on a first server and storing copies of the data file on a set of
servers distinct from the first server; and

responsive to a client request for the data file, the request including a value
determined as a given function of the contents of the data file, providing the data file {to the
client.

3 3%

96. (Amended) A method as in claim % wherein the data file has a contextual name
comprising a pathname including a processor name and a file name, the method further
comprising:

associating the contextual name of the data file with the value determined as the given
function of the data in the data file.

1
9/(. (Amended) A method as in claim )4
wherein certain processors in the network communicate with each other using a

TCP/IP communication protocol.

0

‘92 (Amended) A method of delivering a data file in a network comprising a plurality
of processors, some of the processors being servers and some of the processors being clients,
wherein some processors in the network communicate with each other using a TCP/IP
communication protocol, wherein a key is required to identify a data file on the network and
wherein ordinarily the key is a name or address for the data file, the method comprising:

storing some data files on a first server in the network and storing copies of some of
the data files on a set of cache servers distinct from the first server;

determining a different cache key from the ordinarily used cache key, the different

cache key being a function of the contents of the data it represents; and

o )
‘g IS e
RACK-1002
Page 196 of 351




IApplicaﬁon of Farber et al, .vo. 09/283,160

responsive to a client request for the data file, the request including the different cache
key for the data file, providing the data file to the client.

4! 4o

%3. (Amended) A method as in claim 9/ wherein the function is a message digest
function or a hash function.

Y 4l

9/{. (Amended) A method as in claim %3 wherein the function is selected from the
functions: MD4, MD5, and SHA.

4> 4o

9/{. (Amended) A method as in claim 9/2 wherein the function randomly distributes its
outputs.

ud -
9}1 (Amended) A framework operative in a computer network in which users of client
processors connect to a content server, the framework comprising:

a set of content servers, distinct from the content provider server, for hosting at least
some of the data files that are normally hosted by the content provider server;

a mechanism constructed and adapted to determine an identifier for a data file as a
given function of the contents of a data file in the network;

wherein, in response to requests for a data file, generated by one of the client
machines the request including an identifier based on the given function of the contents of the
particular data file, the particular data file is served from one of the content servers.

43 Y4

9/f (Amended) A framework as in claim ?6 wherein the given function is a message
digest function or a hash function.

4o 45
9{. (Amended) A framework as in claim 97/wherein the given function is selected
from the functions: MD4, MD5, and SHA.

y1 y4

?g (Amended) A framework as in claim 9/€wherein the given function randomly
distributes its outputs.

us yH

1% (Amended) A framework as in claim 96 wherein processors in the network

communicate with each other using a TCP/IP communication protocol.

10
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101. (Amended) A framework as in claim 96 wherein the data file has a contextual
name, the framework further comprising:

a mechanism constructed and adapted to associate the contextual name of the data file
with the identifier for the data file.

¢

1 })f (Amended) A framework as in claim 1 p'{ wherein the contextual name of the
data file comprises a pathname including a processor name and a file name.

5"7/

104 . (Amended) In a network comprising a plurality of processors, some of the
processors functioning as servers and some of the processors functioning as clients, wherein
some processors in the network communicate with each other using a TCP/IP communication
protocol, wherein a key is required to identify a data file on the network and wherein,
ordinarily the key is a name or address for the data file, a method of delivering a data file:

storing some data files on a first server in the network and storing copies of some of
the data files from the first server on a set of cache servers distinct from the first server;

for a particular data file, determining a different cache key from the ordinarily used
cache key for the data file, the different cache key being determined using a message digest
function MD5 of the data, wherein said data used by the MDS5 function comprises the
contents of the particular data file; and

responsive to a client request for the particular data file, the request including the
different cache key for the data file, causing the particular data file to be provided to the
client,

wherein the data file may be a file, a portion of a file, a page in memory, a digital
message, a digital image, a video signal or an audio signal.

o

10/4( (Amended) A framework operative in a computer network in which users of
client processors connect to a content server, wherein processors in the network communicate
with each other using a TCP/IP communication protocol, the framework comprising:

a mechanism constructed and adapted to determine a given function of a data file in
the network, the given function being a message digest function or a hash function;

a set of content servers, distinct from the content provider server, for hosting at least

some of the data files that are normally hosted by the content provider server;

11 ‘ (/ )
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[Ny

wherein, in response to requests for a data file, generated by one of the client
machines the request including an identifier based on the given function of the contents of the
particular data file, the particular data file is served from one of the content servers.

5l 44

1 }1( (Amended) A framework as in claim % wherein a data file may be a file, a
portion of a file, a page in memory, a digital message, a digital image, a video signal or an
audio sigri{al.

5

1 Qé (Amended) A content delivery method in a network in which at least some
processors in the network communicate with each other using a TCP/IP communication
protocol, the method comprising:

A/ for a particular data file having a particular name specifying a location in the network
C/ at which the data file may be located, determining another name for the particular d:ata file,

the other name including a data identifier determined using message digest function MD5 of
the data, wherein said data used by the MD5 function comprises the contents of the particular
data file; and

in response to a request for the particular data file, the request including the other
name of the particular data file, causing the particular data file to be provided from a given
one of the servers of the network of servers,

wherein the data file may be a file, a portion of a file, a page in memory, a digital

message, a digital image, a video signal or an audio signal.

L

Please add the following new claims:

content delivery method, in a system in which a plurality of files are
distributed across a net

Q//b files from a source server

comprising:

rk of servers, at least some of the files being cached versions of

t from the network of servers, the content delivery method

for a particular file, determiniqg a name using a given function of the data, said data

being the data which comprises the contégts of the particular file; and

12 _ 3
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system may represent a digital mesgagd, a digital image, a video signal or an audio signal, the

content delivery method comprisifigt

determining a name for a particulag file, the name being determined using an MD3
function of the data, said data being the data\yhich comprises the contents of the particular
file; and :

in response to a request for the particular fil®, the request including at least the name
of the particular file, providing the particular data file Txom a given one of the servers of the

network of servers, said providing being based on the detéxnined name.

1 pé (New) A method, in a network comprising a plurality of processors, some of the
processors functioning as servers and some of the processors functioning as clients, wherein
some processors in the network communicate with each other using a TCP/IP communication
protocol, wherein a key is required to identify a file on the network and wherein ordinarily
the key is a name or address for the file, the method comprising:

storing some files on a first server in the network and storing copies of some of the
files from the first server on a set of cache servers distinct from the first server;

for a particular file, determining a different cache key from the ordinarily used cache
key for the file, the different cache key being determined using a message function MD5 of
the data, wherein said data used by the MD5 function comprises the contents of the particular
file; and

responsive to a client request for the particular file, the request including the different
cache key for the file, causing the particular file to be provided to the client,

wherein the data in the file may represent a digital message, a digital image, a video

signal or an audio signal.

13 o
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110. (New) A content delivery method, in a system in which a plurality of files are

distribiXed across a network of servers, wherein some processors in the network

for a paticular file, the contents of said file representing a digital image, determining
a name for the piticular file, wherein the name is determined using a given function of the
data which compri¥es the contents of the particular file; and

in response t\a request for the particular file, the request including at least the name
of the particular file, pipviding the particular file from a given one of the servers of the

network of servers.

111. (N ew) A contenX delivery method comprising:

network of servers,
wherein the contents of the particular file may represent a digital messagg, a digital

image, a video signal or an audio signal.

14
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1\3. (New) A method, in a network comprising a plurality of processors, some of the
processolg functioning as servers and some of the processors functioning as clients, wherein
some procdgsors in the network communicate with each other using a TCP/IP communication
protocol, whrein a key is required to identify a file on the network, the method comprising:

storing\some files on a first server in the network and storing copies of some of the
files from the first server on a set of cache servers distinct from the first server;

for a particylar file, determining a different cache key from an ordinarily used cache
key for the file, the djfferent cache key being determined using a message function MD5 of
the data, wherein said\data comprises the contents of the particular file; and

responsive to a dlient request for the particular file, the request including the different
cache key for the file, cau§ing the particular file to be provided to the client,

wherein the contentd of the file may represent: a page in memory, a digital me’{ssage, a
digital image, a video signal & an audio signal.

114. (New) A content dellyery method comprising:

distributing a set of files froxn a first server across a network of servers distinct from
the first server;

applying an MDS5 function t

for the file;

contents of a particular file to obtain a True Name
in response to a request for the particylar file, the request including at least the True
Name of the particular file, causing the particu file to be provided from a given one of the
servers of the network of servers, wherein the reqyest for the particular file is resolved based

on a measure of availability of at least one of the seryers.

115. (New) A method as in claim 114 wherein th

is based on at least one of:

easure of availability for a server

(a) a measurement of bandwidth to the server;
(b) a measurement of a cost of a connection to the server,

(c) a measurement of reliability of a connection to the server)

15
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16. (New) A content delivery method comprising:
distributing a plurality of files across a network of servers, at least some of the files
3 versions of files from a source server distinct from the servers in the network;
wrticular file, determining a True Name using a given function of the data
which comprisesithe contents of the particular file;
obtaining a Xequest for the particular file, the request including at least the True Name
of the particular file; &
responsive to thayrequest, causing the particular file to be provided from one of the

servers of the network of Servers.

117. (New) A content dg livery method, comprising:
distributing files across a vetwork of servers;
for a particular file having a ontextual name specifying a location in the network at
which the file may be located, determlqing another name for the particular file, the other
name including a data identifier determited using a given function of the data, where said
data used by the given function comprises the contents of the particular file;
obtaining a request for the particular flesthe request including the contextual name
and the other name of the particular file,
responsive to the request, providing the paxicular file from one of the servers of the
network of servers, said providing being based on th¥ other name of the particular item.
118. (New) A content delivery method, comprising;
distributing a set of files across a network of servers;
for a particular file representing a digital image, the file\having a contextual name
specifying a location in the network at which the file may be loca ed, determining another
name for the particular file, the other name including a True Name g the file which was
determined using a message digest function of the data, where said data used by the given
function comprises the contents of the particular file,
obtaining a request for the particular file, the request including the cyntextual name
and the True Name of the particular file; and
responsive to the request, providing the particular file from one of the setyers of the

network of servers, said providing being based on the True Name of the particular \tem.

16 |
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119. (New)¥ method comprising:
5 function to the contents of an image file containing data

obtain a True Name for the file;

representing a digital imyge to
image file from a first server across a network of servers

distributing copies
distinct from the first server;

obtaining a request for thg image file, the request including at least the True Name of

the file; and

responsiv
(‘J/p the servers of the network of servers.

e to the request, caudng a copy of the image file to be provided from one of

A method as in claim }4 wherein said data identifier for said particular
will change when the particular data file is

4
I}O. (New)

data file, as determined using said given function,

modified.

[ IN THE TITLE:

Please replace the title in its entirety with the following:

|
| ,
: -J IDENTIFYING AND REQUESTING DATA IN NETWORK USING IDENTIFIERS

WHICH ARE BASED ON CONTENTS OF DATAI--

IN THE ABSTRACT OF THE DISCLOSURE
Please replace the Abstract of the Disclosure with the attached new Abstract

| —
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REMARKS

By this Amendment, claims 54-106 have been amended and new claims 107
to 120 have been added. In addition, a new Abstract has been provided and the title
has been replaced. The claims were amended to clarify their scope. No new matter
has been added by these amendments.

Applicants thank the Examiner for the abundant courtesies extended their
representative, Brian Siritzky, during the personal interview and various telephone
discussions. The Examiner requested that various arguments be made of record.
Applicants include herein the various arguments made to the Examiner in the
interviews to deal with the various rejections and objections. In addition, the claims
have been amended as discussed with the Examiner and for further clarity.

i

Applicants thank the Examiner for his helpful suggestions.

DRAWINGS
The Examiner objected to the drawings under 37 CFR 1.83(a), stating that the

drawings must show “the plurality of servers, including a source server, that allows a
client to request and retrieve a cached data item through a hashed identifier.”
Applicants respectfully submit that the drawings, as filed, do comply with 37
CFR 1.83(a) and do show all of the claimed features. For example, Figure 1 of the
application, reproduced below, shows a number of client and server processors, as

claimed.

-
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Figure 1 of 09/283,160 application

As noted in the instant application, “FIGURE 1 depicts a typical data
processing system in which a preferred embodiment of the preseﬁt invention
operates.” Specification, pg. 7, lines 31-33. In describing the embodiment shown in
Figure 1, the application makes clear that some of the network of processors shown in
the embodiment of Figure 1 may act as servers, others as clients. The application

further states:

... a typical data processing system 100, . .. with
reference to FIGURE 1 includes one or more processors (or
computers) 102 and various storage devices 104 connected
in some way. . .

Each processor 102 includes a CPU 108, a memory
110 and one or more local storage devices 112. ...

In a data processing system 100, wherein more than
one processor 102 is used, that is, in a multiprocessor
system, the processors may be in one of various
relationships. For example, two processors 102 may be in a
client/server, client/client, or a server/server relationship. . .

... in a multiprocessor data processing system 100,
some or all of the processors 102 may be disconnected
from the network of processors for periods of time.

Specification, pg. 8, lines 8 to pg. 9, line 3.

Any one (or more than one) of the processors shown in Figure 1 canactasa
source processor. For example, note that the memory 110 in a typical processor 102

may include a source table 130. “The source table (ST) 130 is a list of the sources of

True Files . . . [and] includes . . . remote processors.” Specification, pg. 10, lines 9-

12, emphasis added. “A source table 130 identifies a source location for True Files.”
Spec. pg. 18, lines 10-11. The “terms “True Name’, “data identity’ and ‘data
identifier’ refer to the substantially unique data identifier for a particular data item.
The term ‘True File’ refers to the actual file, segment, or data item identified by a
True Name.” Specification, pg. 10, lines 24-28. The True Name of a data item may
be determined using known hash “functions . . . MD4, MDS, and SHA” Specification,
pg. 23, lines 11-12.

Figure 6 depicts the source records in a source table, and the meaning of those
records, in some embodiments, is summarized in the table on page 19 of the

specification (reproduced here).

19
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Field Description

Source ID internal identifier used to identify a particular
source.

Source type type of source location:

Removable Storage Volume
Local Region

Cache Server

Mirror Group Server
Cooperative Server
Publishing Server

Client

Source rights includes information about the rights of this
processor, such as whether it can ask the local
processor to store data items for it.

Source measurement of the bandwidth, cost, and reliability
availability of the connection to this source of True Files.

The availability is used to select from among
several possible sources. '

Source information on hew the local processor is to access
location the source. This may be, for example, the name of
a removable storage volume, or the processor ID and
region path of a region on a remote processor.

The table shows that the source of a data item could be of various types (see
“source type”) including Cache Server, Mirror Group Server, Cooperative Server,
Publishing Server and Client. Note further that the source location specified in the
table “may be, for example, . . . the processor ID and region path of a region on a
remote processor.” (Specification, pg. 19, line 15 et seq.)

Thus, it is clearly contemplated by the present application, as filed, that
various of the processors can act as source servers for data items.

The memory 110 in a typical processor may also include a so-called True File
registry (TFR) 126 which “is a data store for listing actual data items which have True
Names . . .. When such data items occur in the True File registry 126 they are known
as True Files. True Files are identified in True File registry 126 by their True Names
or identities. The table True File registry 126 also stores location . . . information
about True Files.” Specification, pg. 14, line 33 to pg. 15, line 3.

.. . the term “location”, with respect to a data
processing system 100, refers to any of a particular
processor 102 in the system, a memory of a particular
processor, a storage device, a removable storage medium
(such as a floppy disk or compact disk), or any other
physical location in the system.

Specification, pg. 10, lines 15-24.

20
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«Each record of the True File registry 126 has the fields shown in the True
File registry record 140 in FIG. 4.” Specification, pg. 16, lines 14-16. Among other
information, a TFR record includes “source ID(s) of zero or more sources from which
this file or data item may be retrieved” Specification, pg. 17, lines 10-13.

Thus, applicant respectfully submits that the drawings, as originally filed, do
comply with 37 CFR 1.83(a) and, accordingly, withdrawal of this objection to the
drawings is respectfully requested.

The drawings were also objected to under 37 CFR 1.83(b) as being
incomplete. Specifically, the Examiner stated that “a flowchart was not provided to
illustrate the claimed method steps.” Paper No. 7, item 4. Applicants respectfully
submit that the application as filed, which includes the flowcharts of Figures 10(a) to
28, do show the operation of the invention sufficient “for the understanding of the
subject matter sought to be patented” as required by 35 USC § 113. Further, 37 CFi{
1.83(b) relates to drawing requirements of the structure related improvements of old
machines. It does not refer to flowcharts for the claimed method.

However, in order to expedite prosecution, applicant will submit new
flowcharts if deemed necessary by the Patent Office.

In view of the above, withdrawal of this objection to the drawings is

respectfully requested.

CLAIM OBJECTIONS

The Examiner objected to claims 72-76 and 91 as improperly depending on
system claim 54. Claim 54 is a method claim (Claim 54 recites “In a system... ., &

content delivery method.”), as are claims 72-76 and 91. Accordingly, there is no

informality, this objection is moot and its withdrawal is respectfully requested.

CLAIM REJECTIONS UNDER 35 USC § 112
Claims 54-106 were rejected under 35 USC § 112, first paragraph, as allegedly

containing subject matter which was not described in the specification in such a way
as to enable one skilled in the art to make and/or use the invention. In particular, the
Examiner states that “the specification does not seem to have described the operation

of the claimed plurality of servers, including a source server, that allows a client to

21
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retrieve a cached data item through the use a hashed identifier.” Paper No. 7, item 11.
The Examiner requested an indication of support for these limitations.

The grounds for this rejection are respectfully traversed. Applicants
respectfully submit that the claims are fully supported by the application as filed in
such a manner as to enable one skilled in the art to make and/or use the invention.

As a preliminary matter, applicant notes that, as recited in some of the claims,
items are not necessarily retrieved, as the Examiner would have it, “through the use of
a hashed identifier,” but through the use of an identifier which is a hash (or some
other function) of the data. That is, it is not necessarily the case that the identifier is
hashed, rather it is the data item which is hashed to get the identifier. Of course, in
some cases, the identifier is itself considered data and is also hashed to obtain another
identifier for the data. (It is perhaps this misunderstanding and misreading of the |,
claims that gives rise to the Examiner’s prior art rejections.) “

As noted above in the discussion regarding the drawings, the specification as
filed clearly contemplates and fully discloses the operation of a number of processors,
some acting as servers and at least one acting as a source server.

The present application describes in detail (as required by § 112), various data
structures and mechanisms for implementing the claimed invention. The
mechanisms, for convenience, are “grouped into the following categories: primitive
mechanisms, operating system mechanisms, remote mechanisms, background
mechanisms, and extended mechanisms.” Specification, pg. 11, lines 2-5. The
specification then goes on to list sixteen primitive mechanisms (pg. 11, lines 9-24),
nine operating systems mechanisms (pg. 11, line 33 to pg. 12, line 4). “Remote
mechanisms are used by . . . in responding to requests from other processors.”
Specification, pg. 12, lines 5-6. Nine remote mechanisms are listed (pg. 11, lines 10-
18) and described in detail in the section titled “Remote Mechanisms” on page 44,
line 7 to the end of page 49.

An important aspect of this invention is the so-called 7rue Name—a term
coined by the inventors of this invention. The “terms ‘True Name’, ‘data identity’ and
<data identifier’ refer to the substantially unique data identifier for a particular data
item. The term “True File’ refers to the actual file, segment, or data item identified by
a True Name.” Specification, pg. 10, lines 24-28. In the described embodiments,
using the basic primitive mechanism Calculate True Name a “True Name is computed

using a function . . . which reduces a data block . .. of arbitrary length to a relatively
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small, fixed size identifier, the True Name of the data block.” Specification, pg. 22,
lines 16-18. The properties and operation of the True Name computation function,
MD, are described in detail on pages 22-26 and in Figures 10(a) and 10(b). “A family
of functions with the . . . properties are the so-called message digest functions . . ..
These functions (or algorithms) include MD4, MD5, and SHA.” Specification, pg.
23, lines 8-12.

Having described the various mechanisms (primitive, operating system,
remote, etc.), the application then goes on to describe various operational uses of the
system. For example, the application teaches:

In operation data items can be accessed by reference

to their identities (True Names) independent of their

present location. The actual data item or True File

corresponding to a given data identifier or True Name may

reside anywhere in the system (that is, locally, remotely,

offline, etc). .. . If the data item is not present locally,

there are a number of ways in which it can be obtained

from wherever it is present. Using the source IDs field of

the True File registry table, the location(s) of copies of the

True File corresponding to a given True Name can be

determined. The Realize True File from Location primitive

mechanism tries to make a local copy of a True File, given

its True Name and the name of a source location (processor

or media) that may contain the True File.
Specification, pg. 66, lines 16-32.

Thus, the application teaches accessing data items using their True Names
(e.g., hashes of their contents). And it further teaches accessing data items (using
their True Names) from any location and independent of the location of the data
items. Further, using a data item’s True Name, the data item may be obtained from
one or more locations, e.g., as specified in a True File registry table. As discussed
above, the True File Registry table may contain “source ID(s) of . . . sources from
which this file or data item may be retrieved.” Specification, pg. 17, liens 10-12.

The application describes, for that embodiment, using the mechanism Realize
True File from Location to obtain the requested data item. The Realize True File from
Location “mechanism is used to try to make a local copy of a True File, given its True
Name and the name of a source location (processor or media) that may contain the
True File.” Specification, pg. 29, lines 13-16. Note that this mechanism is described

in detail at pg. 29, lines 12 to pg. 30, line 5 and with reference to FIG. 15.
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... determine whether the location specified is a processor.
..., then send a Request True File message (using the
Request True File remote mechanism) to the remote
processor and wait for a response. . .

Specification, pg. 29, lines 18-23.

The Request True File “mechanism allows a remote processor to request a
copy of a True File from the local processor. It requires a True Name and responds
positively by sending a True File back to the requesting processor.” The operation of
the Request True File mechanism is described in detail in the Section titled “Request
True File” on pg. 46, lines 7-24.

Attached hereto is an Appendix summarizing support for the pending claims
in the presently filed application. The cites in that Appendix are meant only as
examples and are in no way intended to limit the invention or its scope in any manner.

As shown in the Appendix hereto, the claims are fully supported by the .
application as filed.

In view of the above, withdrawal of this rejection under § 112 is respectfully

requested.

PRIOR ART REJECTIONS
The Examiner rejected the claims under 35 USC § 103 as being unpatentable

over Nelson in view of Hamilton. The grounds for this rejection are respectfully
traversed.

The claims have been amended to clarify that the identifier determined for a
data identifier is context sensitive, i.e., is based on the content of the data or files. So,
for example, claim 54 has been amended, inter alia, to recite that the identifier is

“determined using a given function of the data, wherein said data used by the given

function to determine the data identifier comprises the contents of the particular data

file.” The other claims have been similarly amended. Therefore, as presently
claimed, in this invention the identifier determined for a file using a given function,
i.e., its True Name, is based on the data in the file. Once determined, in operation, the
True Name of a file may well be combined with other information such as the actual

(contextual) name of the file.
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Further as to claim 61 (also claims 66, 83), there is nothing in the prior art to
teach or in any way suggest, as claimed, “resolving the request for the particular data
item based on a measure of availability of at least one of the servers.” The Examiner
cites Nelson as supposedly disclosing “the resolution of a request for a particular data
item based on the availability of the servers.” Paper No. 7, pg. 8. Nelson teaches no
such thing. The cited portion of Nelson merely describes how more than one client
can access the same object on a server.

As to claim 62 (and claims 67, 84), there is nothing in the prior art, alone or in
any proposed combination, to teach or in any way suggest, a method which includes
“resolving the request for the particular data item based on a measure of availability
of at least one of the servers, wherein the measure of availability comprises one or
more of: (a) a measurement of bandwidth to the server; (b) a measurement of a cost of
a connection to the server, and (c) a measurement of a reliability of a connection to
the server.”

Further as to claim 63 (and claim 68), the prior art is silent about any type of
compound data items. Accordingly, the prior art does not and cannot teach or suggest
a method which operates on such compound data items. Particularly, there is nothing
in the prior art, alone or in any proposed combination, to teach or in any way suggest,
a method which includes “for each component data item of at least some of the
component data items:(a) determining a data identifier for the component data item,
the data identifier determined using the given function of the data comprising the
component data item; and (b) providing the component data item from a given one of
the servers of the network of servers.”

Further as to claims 79, 80 and 81, there is nothing in the prior art, alone or in
any proposed combination, to teach or in any way suggest, a method which includes
“maintaining accounting information relating to the data items; and using the
accounting information as a basis for a value-based accounting system in which
charges are based on an identity of the data items.” The prior art is completely silent
about the claimed method (of claim 80) “wherein the maintaining of accounting
information includes . . . (a) tracking which data items have been stored on a system;
and (b) tracking which data items have been transmitted from a server.” And the prior
art is completely silent about the method of claim 81 which includes “ensuring that a

data item is not used by an unauthorized party.”
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In view of the above, withdrawal of this rejection under § 103 is respectfully
requested.

The Examiner rejected claims 54-106 under the judicially created doctrine of
double patenting over claims 1-48 of U.S. Pat. No. 5,978,791. Applicants will file a
Terminal Disclaimer to deal with this rejection when this application is otherwise

allowable.

Should the Examiner believe that a personal or telephonic interview would
expedite the prosecution of this application, the Examiner is requested to contact the
undersigned at the telephone number provided. The Examiner is respectfully

reminded that this application is under expedited examination.

Respectfully submitted,

PILLSBURY WINTHROP, LLP

By {“@\

Brian Siritzky )/

Reg. No. 37497

Tel. No.: (703) 905-2185
Fax No.: (703) 905-2500

1600 Tysons Boulevard,
McLean, Virginia 22102
(703) 905-2000
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APPENDIX
Claim 54 Supportﬁgﬁecification

In a system in which a set of data items
are distributed across a network of
servers, at least some of the data items
being cached versions of data items
from a source server, a content delivery
method comprising:

Fig. 1., and description at pg. 8, lines 8
to pg. 9, line 3.

Source Table (ST) pg. 10, lines 9-12, pg.
18, lines 10-11, Fig. 6.

« . .the system can be used to cache data
items from a server” Pg. 71, lines 32-33.
See also the various cache mechanisms
(Lock Cache, pg. 49, Update Cache, pg.
49) and description of cache operations
on pgs. 71-73.

determining a data identifier for a
particular data item, the data identifier
being determined using a given function
of the data comprising the particular
data item; and

Calculate True Name, pg. 22, line 15 to
pg. 26, line 2.

responsive to a request for the particular
data item, the request including at least
the data identifier of the particular data
item, providing the particular data item
from a given one of the servers of the
network of servers.

pe. 66, line 16 to pg. 67, line _.
Realize True File from Location, pg. 29,
lines 12 to pg. 30, line 5 and FIG. 15.
Request True File, pg. 46, lines 7-24.

Claim 55

Support in Specification

In a system in which a set of data items
are distributed across a network of
servers, some of the data items being
cached from a source server, a content
delivery method comprising:

Fig. 1., and description at pg. 8, lines 8
to pg. 9, line 3.

Source Table (ST) pg. 10, lines 9-12, pg.
18, lines 10-11, Fig. 6

determining a data identifier for a
particular data item, the data identifier
being determined using a given function
of the data comprising the particular
data item; and

Calculate True Name, pg. 22, line 15 to
pg. 26, line 2.

responsive to a request for the particular
data item, the request including at least
the data identifier of the particular data
item, causing a copy of the particular
data item to be provided from a given
one of the servers of the network of
servers.

pg. 66, line 16 to pg. 67, line __.
Realize True File from Location, pg. 29,
lines 12 to pg. 30, line 5 and FIG. 15.
Request True File, pg. 46, lines 7-24.

Claim 56

Support in Specification

A content delivery method, comprising:

distributing a set of data items across a
network of servers;

See, e.g., region table 128 (pg. 17, line
13 to pg. 18)

See also, e.g., Mirror True File
mechanism “used to ensure that files are

Appendix
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Claim 56

Support in Specification

available in alternate locations” pg. 50,
lines 15-17 and its corresponding
description. “the Mirror True File . ..
mechanism . . . causes one or more
copies of the new file to be made on
remote processors.” Pg, 73, lines 15-18.

determining a data identifier for a
particular data item, the data identifier
being determined using a given function
of the data comprising the particular
data item; and

Calculate True Name, pg. 22, line 15 to
pe. 26, line 2.

in response to a request for the particular
data item, the request including at least
the data identifier of the particular data
item, providing the particular data item
from a given one of the servers of the
network of servers.

pg. 66, line 16 to pg. 67, line __.
Realize True File from Location, pg. 29,
lines 12 to pg. 30, line 5 and FIG. 15.
Request True File, pg. 46, lines 7-24.

Claim 57

Support in Specification

A method as in claim 56 further
comprising:

determining whether the data identifier
corresponds to a data identifier of any
data item present on the given server.

“Locate True File . . . mechanism allows
a remote processor to determine whether
the local processor contains a copy of a
specific True File.” Pg. 44, line 32 to pg.
46, line 6, and F1G. 28.

«. .. determine if the True File is
available locally.” Pg. 45, lines 5-6. J

Claim 58

Support in Specification

A method as in claim 57 further
comprising:

based on said determining, if the data
identifier does not correspond to a data
item present on the given server,
locating the particular data item from
another server.

“I ocate True File . . . mechanism allows
a remote processor to determine whether
the local processor contains a copy of a
specific True File.” Pg. 44, line 32 to pg.
46, line 6, and FIG. 28.

«, .. determine if the True File is
available . . . or if there is some
indication of where the True File is
located.” Pg. 45, lines 5-6.

Claim 59

Support in Specification

A method as in claim 58 further
comprising:

obtaining, on the given server, a local
copy of the particular data item, from
the other server. |

Realize True File from Location, pg. 29,
lines 12 to pg. 30, line 5 and FIG. 15. J

28

Appendix

[N

RACK-1002
Page 215 of 351




Application of Farber e. .1, No. 09/283,160

Appendix

Claim 60

Support in Specification

A method as in claim 56 wherein at least
some of the data items distributed across
the network of servers are cached
versions of data items from another
Server.

“In operation, the system can be used to
cache data items from a server” Pg. 71,
lines 32-33. See also the various cache
mechanisms (Lock Cache, pg. 49,
Update Cache, pg. 49) and description
of cache operations on pgs. 71-73.

Claim 61

Support in Specification

A method as in claim 56 further
comprising:

resolving the request for the particular
data item based on a measure of
availability of at least one of the servers.

“source availability” field in Source
table 130 (Fig. 6 and pg. 19).

“source availability . . . measurement . .
. used to select from among several
possible sources.” Pg. 19, lines 12-14.

i

Claim 62

Support in Specification

A method as in claim 61 wherein the
measure of availability comprises one or
more of:

(a) a measurement of bandwidth to the
server;

(b) a measurement of a cost of a
connection to the server, and

(c) a measurement of a reliability of a
connection to the server.

“source availability . . . measurement of
the bandwidth, cost ad reliability of the
connection to this source . . . used to
select from among several possible
sources.” Pg. 19, lines 12-14.

Claim 63

Support in Specification

A method as in claim 56 wherein the
data item is a compound data item made
up of various component data items, the
method further comprising.

See, e.g., True Name calculation of
compound data items (pgs. 25-26)

for each component data item of at least
some of the component data items:

(a) determining a data identifier for the
component data item, the data identifier
determined using the given function of
the data comprising the component data
item; and

Calculate True Name, pg. 22, line 15 to
pg. 26, line 2.

(b) providing the component data item
from a given one of the servers of the
network of servers.

Claim 64

Support in Specification

A content delivery method, comprising:

distributing a set of data items across a
network of servers;

See, e.g., Mirror True File mechanism
“used to ensure that files are available in

29

I
p—

RACK-1002
Page 216 of 351




Application of Farber ¢. al, No. 09/283,160

Appendix

alternate locations” pg. 50, lines 15-17
and its corresponding description. “the
Mirror True File . . . mechanism . . .
causes one or more copies of the new
file to be made on remote processors.”
Pg. 73, lines 15-18.

for a particular data item having a
particular name specifying a location in
the network at which the data item may
be located,

determining another name for the
particular data item, the other name -
including a data identifier determined
using a given function of the data
comprising the particular data item; and

%, .data may be organized to form a
hierarchy of data storage elements, . . .,
for example, processors, file systems,
regions, directories, data files, segments,
and the like.. . .. some or all of these
elements can be named by users given
certain implementation specific naming
conventions, the name (or pathname) of
an element being relative to a context. .
. ., a pathname is fully specified by a
processor name, a filesystem name,. . J
Pg. 9, lines 7-26.

>
¢

See Calculate True Name, pg. 22, line
15 to pg. 26, line 2.

in response to a request for the particular
data item, the request including the other
name of the particular data item,
providing the particular data item from a
given one of the servers of the network
of servers.

pg. 66, line 16 to pg. 67, line __.
Realize True File from Location, pg. 29,
lines 12 to pg. 30, line 5 and FIG. 15.
Request True File, pg. 46, lines 7-24.

Claim 65

Support in Specification

A method as in claim 64 wherein at least
some of the data items are cached
versions of data items from another
server.

“In operation, the system can be used to
cache data items from a server” Pg. 71,
lines 32-33. See also the various cache
mechanisms (Lock Cache, pg. 49,
Update Cache, pg. 49) and description
of cache operations on pgs. 71-73.

Claim 66

Support in Specification

A method as in claim 64 further
comprising:

resolving the request for the particular
data item based on a measure of
availability of at least one of the servers.

“source availability” field in Source
table 130 (Fig. 6 and pg. 19).
“source availability . . . measurement . .

. used to select from among several J

possible sources.” Pg. 19, lines 12-14.

Claim 67

Support in Specification

A method as in claim 66 wherein the
measure of availability comprises one or
more of:
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(a) a measurement of bandwidth to the
server;

(b) a measurement of a cost of a
connection to the server, and

(c) a measurement of a reliability of a
connection to the server.

“source availability . . . measurement of
the bandwidth, cost ad reliability of the
connection to this source . . . used to
select from among several possible
sources.” Pg. 19, lines 12-14.

Claim 68

Support in Specification

A method as in claim 64 wherein the
particular data item is a compound data
item comprising various component data
items, the method further comprising:

for at least one component data item:

(a) determining a data identifier for the
component data item, the data identifier
determined using a given function of the
data comprising the component data
item; and

Calculate True Name, pg. 22, line 15 to
pg. 26, line 2.

(b) providing the component data item
from a given one of the servers of the
network of servers.

Claim 69

Support in Specification

A content delivery method, comprising:

distributing a set of data items across a
network of servers, at least some of the
data items being cached versions of data
items from another server;

“In operation, the system can be used to
cache data items from a server” Pg. 71,
lines 32-33. See also the various cache
mechanisms (Lock Cache, pg. 49,
Update Cache, pg. 49) and description
of cache operations on pgs. 71-73.

determining a data identifier for a
particular data item, the data identifier
determined using a given function of the
data comprising the particular data item;
and

Calculate True Name, pg. 22, line 15 to
pg- 26, line 2.

in response to a request for the particular
data item, the request including at least
the data identifier of the particular data
item, providing the particular data item
from a given one of the servers of the
network of servers.

pg. 66, line 16 to pg. 67, line __.
Realize True File from Location, pg. 29,
lines 12 to pg. 30, line 5 and FIG. 15.
Request True File, pg. 46, lines 7-24.

Claim 70

Support in Specification

A content delivery method, comprising:

causing a set of data items to be
distributed across a network of servers,
at least some of the data items being
cached versions of data items from

“In operation, the system can be used to
cache data items from a server” Pg. 71,
lines 32-33. See also the various cache
mechanisms (Lock Cache, pg. 49,

31

Appendix

(g

RACK-1002
Page 218 of 351




Application of Farber e« ., No. 09/283,160

Tanother server;

Update Cache, pg. 49) and description
of cache operations on pgs. 71-73.

determining a data identifier for a
particular data item, the data identifier
determined using a given function of the
data comprising the particular data item;
and

Calculate True Name, pg. 22, line 15 to
pg. 26, line 2.

in response to a request for the particular
data item, the request including at least
the data identifier of the particular data
item, causing the particular data item to
be provided from a given one of the
servers of the network of servers.

pg. 66, line 16 to pg. 67, line _.
Realize True File from Location, pg. 29,
lines 12 to pg. 30, line 5 and FIG. 15.
Request True File, pg. 46, lines 7-24.

Claim 71

Support in Specification

A content delivery method, comprising:

distributing a set of data items across a
network of servers, the network of
servers being organized into a set of
regions;

“In operation, the system can be used to
cache data items from a server” Pg. 71,
lines 32-33. See also the various caché
mechanisms (Lock Cache, pg. 49,
Update Cache, pg. 49) and description
of cache operations on pgs. 71-73.

determining a data identifier for a
particular data item, the data identifier
determined using a given function of the
data comprising the data item;

Calculate True Name, pg. 22, line 15 to
pg. 26, line 2.

in response to a client request for the
particular data item, the request
including at least the data identifier of
the particular data item, providing the
client with the particular data item from
a given one of the servers of the network
of servers within the region.

pg. 66, line 16 to pg. 67, line __.
Realize True File from Location, pg. 29,
lines 12 to pg. 30, line 5 and FIG. 15.
Request True File, pg. 46, lines 7-24.

_

Claim 72

Support in Specification

A method as in claim 54 wherein the
given function is a message digest

“A family of functions with the above
properties are the so-called message

given function is selected from the
functions: MD4, MD5, and SHA.

function or a hash function. digest functions” Pg. 23, lines 8-9
“functions . . . include SHA” pg. 23,
lines 11-12.
(Claim 73 Support in Specification
A method as in claim 72 wherein the “functions . . . include MD4, MD5, and

SHA” pg. 23, lines 11-12.

[ Claim 74

Support in Specification |

A method as in claim 54 wherein the
given function randomly distributes its

“The results . . . must be . . . randomly
distributed” Pg. 22, lines 33-34.
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Appendix

Claim 74 Support in Specification
outputs. _—
Claim 75 Support in Specification

A method as in claim 54 wherein, for a
particular data item, the given function
produces a substantially unique value
based on the data comprising the data

-

Using Calculate True Name a “True
Name is computed using a function . . .
which reduces a data block . . . of
arbitrary length to a relatively small,
fixed size identifier, the True Name of
the data block.”, pg. 22, lines 16-18.

Claim 76

Support in Specification

A method as in claim 54 wherein a data
item may comprise a file, a portion of a
file, a page in memory, a digital
message, a digital image, a video signal
or an audio signal.

“In general, the terms “data” and “data
item” as used herein refer to sequences
of bits. Thus a data item may be the
contents of a file, a portion of a file, a
page in memory, an object in an object-
oriented program, a digital message, a:
digital scanned image, a part of a video
or audio signal, or any other entity
which can be represented by a sequence
of bits.” Pg. 2, .lines 15-21.

Claim 77

Support in Specification

In a system in which a set of data items
are distributed across a network of
servers, at least some of the data items
being cached versions of data items
from a source server, a content delivery
method comprising:

“In operation, the system can be used to
cache data items from a server” Pg. 71,
lines 32-33. See also the various cache
mechanisms (Lock Cache, pg. 49,
Update Cache, pg. 49) and description
of cache operations on pgs. 71-73.

responsive to a request for a particular
data item, the request including at least a
data identifier of the particular data item,
wherein the data identifier is determined
by applying a message digest function
MDS5 to the data comprising the
particular data item,

providing the particular data item from
a given one of the servers of the network
of servers,

pg. 66, line 16 to pg. 67, line _.
Realize True File from Location, pg. 29,
lines 12 to pg. 30, line 5 and FIG. 15.
Request True File, pg. 46, lines 7-24.

“A family of functions with the above
properties are the so-called message
digest functions” Pg. 23, lines 8-9

“functions . . . include MD5” pg. 23,
lines 11-12.

wherein a data item may be a file, a
portion of a file, a page in memory, a
digital message, a digital image, a video
signal or an audio signal.

“In general, the terms “data” and “data
item” as used herein refer to sequences
of bits. Thus a data item may be the
contents of a file, a portion of a file, a
page in memory, an object in an object-
oriented program, a digital message, a
digital scanned image, a part of a video
or audio signal, or any other entity
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[ Claim 77

Support in Specification j

which can be represented by a sequence
of bits.” Pg. 2, lines 15-21.

Claim 78

|

Support in Specification

A content delivery method, comprising:

Il

distributing a set of data items across a
network of servers, at least some of the
data items being cached versions of data
items from another server;

See, e.g., Mirror True File mechanism
«“used to ensure that files are available in
alternate locations” pg. 50, lines 15-17
and its corresponding description. “the
Mirror True File .. . mechanism . . .
causes one or more copies of the new
file to be made on remote processors.”
Pg. 73, lines 15-18.

“In operation, the system can be used to
cache data items from a server” Pg. 71,
lines 32-33. See also the various cache
mechanisms (Lock Cache, pg. 49, '
Update Cache, pg. 49) and description
of cache operations on pgs. 71-73.

determining a data identifier for a
particular data item, the data identifier
determined using a given function of the
data comprising the particular data item,
wherein the given function randomly
distributes its outputs; and

Calculate True Name, pg. 22, line 15 to
pg. 26, line 2.

“The results . . . must be . . . randomly
distributed” Pg. 22, lines 33-34.

in response to a request for the particular
data item, the request including at least
the data identifier of the particular data
item, providing the particular data item
from a given one of the servers of the

| network of servers.

pg. 66, line 16 to pg. 67, line __.
Realize True File from Location, pg. 29,
lines 12 to pg. 30, line 5 and FIG. 15.
Request True File, pg. 46, lines 7-24.

|

Claim 79

| Support in Specification

A method as in claim 78 further
comprising:

maintaining accounting
information relating to the data items;
and

Accounting log, pg. 20, lines 5-18.

using the accounting information
as a basis for a value-based accounting
system in which charges are based on an
identity of the data items.

See generally Section titled “Track for
Accounting Purposes”, pgs. 61-62

“The mechanism can be used as a basis
for a value-based accounting system in
which charges are based on the identity
of the data stored or transmitted The
mechanism can be used as a basis for a
value-based accounting system in which
charges are based on the identity of the
data stored or transmitted” Pg. 61, line
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[ Claim 80

Support in Specification

maintaining of accounting information

A method as in claim 79 wherein the
includes at least some of:

(a) tracking which data items have been
stored on a system; and

“Note every time a files is created or
deleted.” Pg. 62, lines 7-8

(b) tracking which data items have been
transmitted from a server.

“Every time a file is transmitted” Pg.
62, line 13.

Claim 81

Support in Specification

A method as in claim 79 further
comprising:

ensuring that a data item is not
used by an unauthorized party.

See generally the Section titled “Track
for Licensing Purposes”, pgs. 62-63.
“This mechanism ensures that licensed
files are not used by unauthorized
parties.” Pg. 62, lines 25-26.

o

Claim 82

A content delivery method, comprising:

Support in Specification —J

distributing a set of data items across a
network of servers;

See, e.g., Mirror True F ile mechanism
“ysed to ensure that files are available in
alternate locations” pg. 50, lines 15-17
and its corresponding description. “the
Mirror True File . . . mechanism . . .
causes one or more copies of the new
file to be made on remote processors.”
Pg. 73, lines 15-18.

determining a hash of a particular data
item; and

Calculate True Name, pg. 22, line 15 to
pg. 26, line 2.

“functions . . . include MD4, MDS5, and
SHA” pg. 23, lines 11-12. These are
known hash functions.

in response to a request for the particular
data item, the request including at least
the hash of the particular data item,
providing the particular data item from a
given one of the servers of the network
of servers.

pg. 66, line 16 to pg. 67, line .
Realize True File from Location, pg. 29,
lines 12 to pg. 30, line 5 and FIG. 15.

Request True File, pg. 46, lines 7-24.

Claim 83

Support in Specification

A method as in claim 82 further
comprising:

resolving the request for the particular
data item based on a measure of
availability of at least one of the servers.

“source availability” field in Source
table 130 (Fig. 6 and pg. 19).
“source availability . . . measurement ..

. used to select from among several J
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Support in Specification |

}Elaim 83

possible sources.” Pg. 19, lines 12-14. Bl

Claim 84

|

Support in Specification

A method as in claim 83 wherein the
measure of availability for a server
comprises one or more of:

(a) a measurement of bandwidth to the
server;

(b) a measurement of a cost ofa
connection to the server, and

(c) a measurement of reliability of a
connection to the server.

“source availability . . . measurement of
the bandwidth, cost ad reliability of the-
connection to this source . . . used to
select from among several possible
sources.” Pg. 19, lines 12-14.

maim 85

Support in Specification

A content delivery method, comprising:

R

distributing a set of data items across a
network of servers;

See, e.g., Mirror True File mechanism
«ysed to ensure that files are available in
alternate locations” pg. 50, lines 15-17
and its corresponding description. “the
Mirror True File . .. mechanism . . .
causes one or more copies of the new
file to be made on remote processors.”
Pg. 73, lines 15-18.

for a particular data item having a
particular data identifier specifying a
location in the network at which the
particular data item may be located,
determining another data identifier for
the particular data item, the other data
identifier including a data identifier
determined using a hash of the particular
data item;

Calculate True Name, pg. 22, line 15 to
pg. 26, line 2.

“functions . . . include MD4, MD5, and
SHA” pg. 23, lines 11-12. These are
known hash functions.

« . data may be organized to form a
hierarchy of data storage elements, . . .,
for example, processors, file systems,
regions, directories, data files, segments,
and the like.. . .. some or all of these
elements can be named by users given
certain implementation specific naming
conventions, the name (or pathname) of
an element being relative to a context. .
.., a pathname is fully specified by a
processor name, a filesystem name,. . .’
Pg. 9, lines 7-26.

>

in response to a request for the particular
data item, the request including the other
data identifier of the particular data item,
providing the particular data item from a
given one of the servers of the network

pg. 66, line 16 to pg. 67, line .
Realize True File from Location, pg. 29,
lines 12 to pg. 30, line 5 and FIG. 15.
Request True File, pg. 46, lines 7-24. J
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[ Claim 85 Support in Specification

of servers.

37

i
N

RACK-1002
Page 224 of 351




Application of Farber et ..., No. 09/283,160

Claim 86

Support in Specification

A content delivery method, comprising:

distributing a set of data items across a
network of servers, at least some of the
data items being cached versions of data
items from another server;

See, e.g., Mirror True File mechanism
“used to ensure that files are available in
alternate locations” pg. 50, lines 15-17
and its corresponding description. “the
Mirror True File . . . mechanism . . .
causes one or more copies of the new
file to be made on remote processors.”
Pg. 73, lines 15-18.

“In operation, the system can be used to
cache data items from a server” Pg. 71,
lines 32-33. See also the various cache
mechanisms (Lock Cache, pg. 49,
Update Cache, pg. 49) and description
of cache operations on pgs. 71-73.

determining a data identifier for a
particular data item, the data identifier
including a hash of the particular data
item; and

Calculate True Name, pg. 22, line 15 fo
pg. 26, line 2.

“functions . . . include MD4, MD5, and
SHA” pg. 23, lines 11-12. These are
known hash functions.

in response to a request for the particular
data item, the request including at least
the data identifier of the particular data
item, providing the particular data item
from a given one of the servers of the
network of servers.

pg. 66, line 16 to pg. 67, line __.
Realize True File from Location, pg. 29,
lines 12 to pg. 30, line 5 and FIG. 15.
Request True File, pg. 46, lines 7-24.

Claim 87

Support in Specification

A method of delivering a data item in a
network comprising a plurality of
processors, some of the processors being
servers and some of the processors being
clients, the method comprising:

See generally Fig. 1., and description at
pg. 8, lines 8 to pg. 9, line 3.

“, the processors may be in one of
various relationships. For example, two
processors 102 may be in a client/server,
client/client, or a servet/server
relationship. . . .” pg. 8, lines 21-24.

storing the data item is on a first server
in the network and storing copies of the
data item on a set of servers in the
network distinct from the first server;
and

See generally the mechanism Mirror
True File at pg. 50 et seq. ... useto
ensure that files are available in alternate
locations.” Pg. 50, lines 16-18.

responsive to a client request for the data
item, the request including a hash of the
data item, causing the data item to be
provided to the client.

pg. 66, line 16 to pg. 67, line ___.
Realize True File from Location, pg. 29,
lines 12 to pg. 30, line 5 and FIG. 15.
Request True File, pg. 46, lines 7-24.
“functions . . . include MD4, MD35, and
SHA” pg. 23, lines 11-12. These are
known hash functions.

Appendix
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Claim 88

Support in Specification

A method as in claim 87 wherein the
data item has a contextual name
comprising a pathname including a
processor name and a file name, the
method further comprising:

“ . data may be organized to form a
hierarchy of data storage elements, . . .,
for example, processors, file systems,
regions, directories, data files, segments,
and the like.. . .. some or all of these
elements can be named by users given
certain implementation specific naming
conventions, the name (or pathname) of
an element being relative to a context. .
. ., a pathname is fully specified by a
processor name, a filesystem name,. . J
Pg. 9, lines 7-26.

>

associating the contextual name of the
data item with the hash of the data item.

Calculate True Name, “functions . . .
include MD4, MD3, and SHA” pg. 23,
lines 11-12. These are known hash
functions.

See also Assimilate Data Item at pg. 26
et seq.

The LDE table includes “the . . .
contextual name” Pg. 15, line 30 and
the True Name Pg. 15.

Claim 89

Support in Specification ‘J

A method of delivering a data item in a
network comprising a plurality of
processors, some of the processors being
servers and some of the processors being
clients, the method comprising:

See generally Fig. 1., and description at
pg. 8, lines 8 to pg. 9, line 3.

« the processors may be in one of
various relationships. For example, two
processors 102 may be in a client/server,
client/client, or a server/server
relationship. . . .”_pg. 8, lines 21-24.

storing the data item is on a first server
and storing copies of the data item on 2
set of servers distinct from the first
server; and

responsive to a client request for the data
item, the request including a value
determined as a given function of the
data in the data item, providing the data
item to the client.

pg. 66, line 16 to pg. 67, line .
Realize True File from Location, pg. 29
lines 12 to pg. 30, line 5 and FIG. 15.

See generally the mechanism Mirror
True File at pg. 50 et seq. “...useto
ensure that files are available in alternate
locations.” Pg. 50, lines 16-18.

Request True File, pg. 46, lines 7-24.

Claim 90

Support in Specification

A method as in claim 89 wherein the
data item has a contextual name
comprising a pathname including a
processor name and a file name, the
method further comprising:

.. data may be organized to form a
hierarchy of data storage elements, . . .,
for example, processors, file systems,
regions, directories, data files, segments,
and the like.. . .. some or all of these
elements can be named by users given
certain implementation specific naming

conventions, the name (or pathname) of
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an element being relative to a context. .
. ., a pathname is fully specified by a
processor name, a filesystem name,. . s
Pg. 9, lines 7-26.

Calculate True Name, “functions . . .
include MD4, MD5, and SHA” pg. 23,
lines 11-12. These are known hash
functions.

See also Assimilate Data Item at pg. 26
et seq.

The LDE table includes “the .. .
contextual name” Pg. 15, line 30 and
the True Name Pg. 15.

“. .. processors communicate with each
other using . . . communication protocols
suchas ... TCP/IP.” Pg.44, lines 14- -
17.

Associating the contextual name of the
data item with the value determined as
the given function of the data in the data
item.

Claim 91
A method as in claim 54
wherein certain processors in the
network communicate with each other
using a TCP/IP communication protocol.

Support in Specification
See generally Fig. 1., and description at
pg. 8, lines 8 to pg. 9, line 3.

« the processors may be in one of
various relationships. For example, two
processors 102 may be in a client/server,
client/client, or a server/server
relationship. . . > pg. 8, lines 21-24.

A method of delivering a data item in a
network comprising a plurality of
processors, some of the processors being
servers and some of the processors being
clients, wherein some processors in the
network communicate with each other
using a TCP/IP communication protocol,
wherein a key is required to identify a
data item on the network and wherein
ordinarily the key is a name or address
for the data item, the method
comprising:

storing some data items on a first server
in the network and storing copies of
some of the data items on a set of cache
servers distinct from the first server;

... processors communicate with each
other using . . . communication protocols
such as . .. TCP/IP.” Pg. 44, lines 14-
17.

See, e.g., Mirror True File mechanism
«ysed to ensure that files are available in
alternate locations” pg. 50, lines 15-17
and its corresponding description. “the
Mirror True File . .. mechanism . . .
causes one or more copies of the new
file to be made on remote processors.”
Pg. 73, lines 15-18.

“In operation, the system can be used to
cache data items from a server” Pg. 71,
lines 32-33. See also the various cache
mechanisms (Lock Cache, pg. 49,
Update Cache, pg. 49) and description
of cache operations on pgs. 7 -73.
Calculate True Name, pg. 22, line 15 to
pg. 26, line 2.

determining a different cache key from
the ordinarily used cache ke the
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different cache key being a function of
the data it represents; and

responsive to a client request for the data
item, the request including the different
cache key for the data item, providing
the data item to the client.

pg. 66, line 16 to pg. 67, line .
Realize True File from Location, pg. 29,
lines 12 to pg. 30, line 5 and FIG. 15.
Request True File, pg. 46, lines 7-24.

maim 93

Support in Specification

A method as in claim 92 wherein the
function is a message digest function or
a hash function.

“A family of functions with the above
properties are the so-called message digest
functions” Pg. 23, lines 8-9.

“functions . . . include MD4, MDS, and SHA”
pg. 23, lines 11-12. These are known hash
functions.

Claim 94

Support in Specification

A method as in claim 93 wherein the
function is selected from the functions:
MD4, MD5, and SHA.

[ Claim 95 l

Support in Specification

function randomly distributes its

A method as in claim 92 wherein the
outputs.

“The results . . . must be . . . randomly
distributed” Pg. 22, lines 33-34.

Claim 96

Support in Specification

A framework operative in a computer
network in which users of client
processors connect to a content server,
the framework comprising:

“fanctions . . . include MD4, MD5, and SHA”

pg. 23, lines 11-12. ;

See generally Fig. 1., and description at pg. 8,
lines 8 to pg. 9, line 3.

«_the processors may be in one of various
relationships. For example, two processors 102
may be in a client/server, client/client, or a
server/server relationship. . . . pg. 8, lines 21-
24.

a set of content servers, distinct from the
content provider server, for hosting at
least some of the data items that are
normally hosted by the content provider

server,

See, e.g., Mirror True File mechanism “used to
ensure that files are available in alternate
locations” pg. 50, lines 15-17 and its
corresponding description. “the Mirror True
File . . . mechanism . . . causes on€ or more
copies of the new file to be made on remote
processors.” Pg. 73, lines 15-18.

“In operation, the system can be used to cache
data items from a server” Pg. 71, lines 32-33.
See also the various cache mechanisms (Lock
Cache, pg. 49, Update Cache, pg. 49) and
description of cache operations on pgs. 71-73.

2 mechanism constructed and adapted to
determine an identifier for a data item as
a given function of a data item in the
network;

Calculate True Name, pg. 22, line 15 to pg. 26,
line 2.
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Claim 96

Support in Specification

wherein, in response to requests for a
data item, generated by one of the client
machines the request including an
identifier based on the given function of
the particular data item, the particular
data item is served from one of the

| content s€rvers.

pg. 66, line 16 to pg. 67, line ___.

Realize True File from Location, pg. 29, lines
12 to pg. 30, line 5 and FIG. 15.

Request True File, pg. 46, lines 7-24.

Claim 97

Support in Specification

A framework as in claim 96 wherein the
given function is a message digest

“A family of functions with the above properties
are the so-called message digest functions” Pg.

function or a hash function. 23, lines 8-9
“functions . . . include MD4, MD5, and SHA”
pg. 23, lines 11-12. These are known hash
functions.

Claim 98 Support in Specification

A framework as in claim 97 wherein the
given function is selected from the
functions: MD4, MD5, and SHA.

“functions . . . include MD4, MD5, and SHA”
pg. 23, lines 11-12.

Claim 99

|
-

Support in Specification

A framework as in claim 96 wherein the
given function randomly distributes its
outputs.

“The results . . . must be . . . randomly
distributed” Pg. 22, lines 33-34.

Claim 100

Support in Specification

A framework as in claim 96 wherein
processors in the network communicate
with each other using a TCP/IP
communication protocol.

“ .. processors communicate with each other
using . . . communication protocols such as . . .
TCP/IP.” Pg. 44, lines 14-17.

Claim 101

Support in Specification

A framework as in claim 96 wherein the
data item has a contextual name, the
framework further comprising:

«_. . data may be organized to form a hierarchy
of data storage elements, . . ., for example,
processors, file systems, regions, directories,
data files, segments, and the like.. . .. some or all
of these elements can be named by users given
certain implementation specific naming
conventions, the name (or pathname) of an
element being relative to a context. ..., a
pathname is fully specified by a processor name,
a filesystem name,. . .” Pg. 9, lines 7-26.

a mechanism constructed and adapted to
associate the contextual name of the data
item with the identifier for the data item.

Calculate True Name, “functions . . . include
MD4, MD5, and SHA” pg. 23, lines 11-12.
These are known hash functions.

See also Assimilate Data Item at pg. 26 et seq.
The LDE table includes “the . . . contextual
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Claim 101 Support in Specification
name” Pg. 15, line 30 and the True Name Pg.
15.

Claim 102 [ Support in Specification

A framework as in claim 101 wherein
the contextual name of the data item
comprises a pathname including a
processor name and a file name.

. data may be organized to form a hierarchy

of data storage elements, . . ., for example,
processors, file systems,

regions, directories,
data files, segments, and the like.. . .. some or all
of these elements can be named by users given
certain implementation specific naming
conventions, the name (or pathname) of an
element being relative to a context. ..., a
pathname is fully specified by a processor name,
a filesystem name,. . .” Pg. 9, lines 7-26.

Claim 103

In a network comprising a plurality of
processors, some of the processors
functioning as servers and some of the
processors functioning as clients,
wherein some processors in the network
communicate with each other using a
TCP/IP communication protocol,
wherein a key is required to identify a
data item on the network and wherein
ordinarily the key is a name or address
for the data item, a method of delivering
a data item.

See generally Fig. 1., and description atpg. 8,
lines 8 to pg. 9, line 3.

« the processors may be in one of various
relationships. For example, two processors 102
may be in a client/server, client/client, or a
server/server relationship. . . . pg. 8, lines 21-

24.

“, .. processors communicate with each other
using . . . communication protocols such as . . .
TCP/IP.” Pg. 44, lines 14-17.

storing some data items on a first server
in the network and storing copies of
some of the data items from the first
server on a set of cache servers distinct
from the first server;

See, e.g., Mirror True File mechanism “used to
ensure that files are available in alternate
locations” pg. 50, lines 15-17 and its
corresponding description. “the Mirror True
File . . . mechanism . . . causes one or more
copies of the new file to be made on remote
processors.” Pg. 73, lines 15-18.

“In operation, the system can be used to cache
data items from a server” Pg. 71, lines 32-33.
See also the various cache mechanisms (Lock
Cache, pg. 49, Update Cache, pg. 49) and
description of cache operations on pgs. 7 1-73.

for a particular data item, determining a
different cache key from the ordinarily
used cache key for the data item, the
different cache key being determined
using a message function MDS5 of the
data comprising the particular data item;
and

“A family of functions with the above properties
are the so-called message digest functions” Pg.
23, lines 8-9.

“fynctions . . . include . . . MD5” pg. 23, lines
11-12.

responsive to a client request for the
articular data item, the request

pg. 66, line 16 to
Realize True File

pg. 67,line ___.
from Location, pg. 29, lines 12
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Claim 103

Support in Specification

data item, causing the particular data
item to be provided to the client,

including the different cache key for the | to pg. 30, line 5 and FIG. 15.

Request True F ile, pg. 46, lines 7-24.

wherein the data item may be a file, a
portion of a file, a page in memory, a
digital message, a digital image, a vid
signal or an audio signal.

“In general, the terms “data” and “data item” as
used herein refer to sequences of bits. Thus a
o | data item may be the contents of a file, a portion
of a file, a page in memory, an object in an
object-oriented program, a digital message, a
digital scanned image, a part of a video or audio
signal, or any other entity which can be
represented by a sequence of bits.” Pg. 2, .lines
15-21.

Claim 104

Support in Specification

A framework operative in a computer

connect to a content server, wherein
processors in the network communicate
with each other using a TCP/IP
communication protocol, the framework
comprising:

See generally Fig. 1., and description at pg. 8,

network in which users of client processors lines 8 to pg. 9, line 3.

«, the processors may be in one of various
relationships. For example, two processors 102
may beina client/server, client/client, or a
server/server relationship. . . .” pg. 8, lines 21-
24.

«_, . processors communicate with each other
using . . . communication protocols such as . . .
TCP/IP.” Pg. 44, lines 14-17.

a mechanism constructed and adapted to

the network, the given function being a

“A family of functions with the above properties

determine a given function of a data item in | are the so-called message digest functions” Pg.

23, lines 8-9; “functions . . . include MD4, MDS,

message digest function or a hash function; | and SHA” pg. 23, lines 11-12. These are known

hash functions.

a set of content servers, distinct from the

some of the data items that are normally
hosted by the content provider server;

See generally region table 128 (pg. 17-18) and

content provider server, for hosting at least | “Mirror Processor(s)” description as “processors

which are to keep . . . copies of all files in the
current region”. Pg. 18, line 5 et seq.

item, generated by one of the client

from one of the content servers.

wherein, in response to requests for a data pg. 66, line 16 to pg. 67,line ___.

Realize True File from Location, pg. 29, lines 12

machines the request including an identifier | to pg. 30, line 5 and FIG. 15.
based on the given function of the particular | Request True File, pg. 46, lines 7-24.
data item, the particular data item is served

Claim 105

['Support in Specification

data item may be a file, a portion of a
file, a page in memory, a digital

or an audio signal.

A framework as in claim 96 wherein a “In general, the terms “data” and “data item” as

message, a digital image, a video signal | of a file, a page in memory, an object in an

used herein refer to sequences of bits. Thus a
data item may be the contents of 2 file, a portion

object-oriented program, a digital message, a
digital scanned image, a part of a video or audio
signal, or any other entity which can be
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represented by a sequence of bits.” Pg. 2, lines

15-21.

Support in Specification
din a network | See generally Fig. 1 and co
description.

Claim 106
A content delivery metho
in which at least some processors in the
network communicate with each other
using a TCP/IP communication protocol,
the method comprising:

rresponding

.. processors communicate with each other
using . . - communication protocols suchas...
TCP/IP.” Pg. 44, lines 14-17.
Calculate True Name, pg. 22, line 1
line 2.

«“A family of functions with the above properties
are the so-called message digest functions” Pg.
23, lines 8-9;

“functions . .

for a particular data item having a 5 to pg. 26,
particular name specifying a location in
the network at which the data item may
be located, determining another name
for the particular data item, the other
name including a data identifier
determined using message digest
function MD5 of the data comprising the
particular data item; and

in response to a request for the particular
data item, the request including the other
name of the particular data item, causing
the particular data item to be provided
from a given one of the servers of the
network of servers,

wherein the data item may be a file,a
portion of a file, a page in memory, a
digital message, a digital image, a video
signal or an audio signal.

_include MD5” pg. 23, lines 11-12.

pg. 66, line 16 to pg. 67, line __.
Realize True File from Location, pg. 29, lines 12
to pg. 30, line 5 and FIG. 15.

Request True File, pg. 46, lines 7-24.

“_ the terms “data” and “data item” as used
herein refer to sequences of bits. Thus a data
item may be the contents of a file, a portion of a
file, a page in memory, an object in an object-
oriented program, a digital message, a digital
scanned image, a part of a video or audio signal,
or any other entity which can be represented by a
sequence of bits.” Pg. 2, lines 15-21.
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Abstract of the Disclosure

servers, at least some of the data items being cached versions of data items from a
source server, a content delivery method includes determining a data identifier for a
particular data item, the data identifier being determined using a given function of the
data comprising the particular data item; and responsive to a request for the particular
CL\ data item, the request including at least the data identifier of the particular data item,
providing the particular data item from a given one of the servers of the network of
servers. The request for the particular data item may be resolved based on a measure
of availability of at least one of the servers, where the measure of availability ma); be
a measurement of bandwidth to the server; a measurement of a cost of a connection to
the server, and/or a measurement of a reliability of a connection to the server. The
function used to determine the identifier may be a message digest function or a hash

function.
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Claim Amendments

54. (Amended) In a system in which a set of data [items] files are distributed
across a network of servers, at least some of the data [items] files being cached

versions of data [items] files from a source server, wherein the source Server is

distinct from the servers in the network. a content delivery method comprising:
Jetermining a data identifier for a particular data [item] file on the source

server, the data identifier being determined using a given function of the data, wherein

said data used by the given function to determine the data identifier comprises the
contents of [comprising] the particular data [item)] file; and

LU ==

responsive to a request for the particular data [item] file, the request including
at least the data identifier of the particular data [item] file, providing the particular
data [item] file from a given one of the servers of the network of servers, said

providing being based on the data identifier of the requested data item.

55. (Amended) In a system in which a set of data [items] files are distributed
across a network of servers, some of the data [items] files being cached from a source
distinct from the servers in the network, a content delivery method comprising:

server

determining a data identifier for a particular data [item] file on the source

A0 UL L0 P ==

server, the data identifier being determined using a given function of the data, wherein
said data used by the given function to determine the data identifier comprises the
contents of [comprising] the particular data [item] file; and

responsive to a request for the particular data [item] file, the request including
at least the data identifier of the particular data [item] file, causing a copy of the
particular data [item] file to be provided from a given one of the servers of the

network of servers.

56. (Amended) A content delivery method, comprising:

distributing a set of data [items] files across a network of servers;

determining a data identifier for a particular data [item] file, the data identifier
being determined using a given function of the data, wherein said data used by the
given function to determine the data identifier comprises the contents of [comprising]

the particular data [item] file; and
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in response to a request for the particular data [item] file, the request including
at least the data identifier of the particular data [item)] file, providing the particular
data [item)] file from a given one of the servers of the network of servers, said

providing being based on the data identifier of the particular data file.

57. (Amended) A method as in claim 56 further comprising:
determining whether the data identifier corresponds to a data identifier of any

data [item] file present on the given server.

58. (Amended) A method as in claim 57 further comprising:
based on said determining, if the data identifier does not correspond to a data
[item] file present on the given server, locating the particular data [item] file from,

another server.

59. (Amended) A method as in claim 58 further comprising:
obtaining, on the given server, a local copy of the particular data [item] file,

from the other server.

60. (Amended) A method as in claim 56 wherein at least some of the data

[items] files distributed across the network of servers are cached versions of data

[items] files from another server, distinct from the network of servers.

61. (Amended) A method as in claim 56 further comprising:
resolving the request for the particular data [item] file based on a measure of

availability of at least one of the servers.

62. (Amended) A method as in claim 61 wherein the measure of availability is

based on [comprises] one or more of:

(a) a measurement of bandwidth to the server;
. (b) a measurement of a cost of a connection to the server, and

(c) a measurement of a reliability of a connection to the server.
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63. (Amended) A method as in claim 56 wherein the data [item] file is a
compound data [item] file made up of various component data [items] files, the
method further comprising:

for each component data [item] file of at least some of the component data
[items] files:

(a) determining a data identifier for the component data [item] file, the

data identifier for the component file determined using the given

function of the data, wherein said data used by the given function to

determine the data identifier comprises the contents of [comprising]
the component data [item] file; and

(b) providing the component data [item] file from a given one of the

servers of the network of servers.

64. (Amended) A content delivery method, comprising:

distributing a set of data [items] files across a network of servers;

for a particular data [item] file having a particular name specifying a location
in the network at which the data [item] file may be located, determining another name
for the particular data [item] file, the other name including a data identifier

determined using a given function of the data, where said data used by the given

function comprises the contents of [comprising] the particular data [item] file; and

in response to a request for the particular data [item] file, the request including
the other name of the particular data [item] file, providing the particular data [item]

file from a given one of the servers of the network of servers.

65. (Amended) A method as in claim 64 wherein at least some of the data
[items] files are cached versions of data [items] files from another server which is

distinct from the network of servers.

66. (Amended) A method as in claim 64 further comprising:
resolving the request for the particular data [item] file based on a measure of

availability of at least one of the servers.

67. (Amended) A method as in claim 66 wherein the measure of availability is

based on [comprises] one or more of:
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(a) a measurement of bandwidth to the server;
(b) a measurement of a cost of a connection to the server, and

(c) a measurement of a reliability of a connection to the server.

68. (Amended) A method as in claim 64 wherein the particular data [item] file
is a compound data [item] file comprising various component data [items] files, the
method further comprising:

for at least one component data [item] file:

(a) determining a data identifier for the component data [item] file, the
data identifier determined using a given function of the data, wherein

said data used by the given function comprises the contents of

[comprising] the component data [item] file; and
(b) providing the component data [item] file from a given one of the

servers of the network of servers.

69. (Amended) A content delivery method, comprising:
distributing a set of data [items] files across a network of servers, at least some
of the data [items] files being cached versions of data [items] files from another

server, distinct from the network of servers;

determining a data identifier for a particular data [item] file, the data identifier

determined using a given function of the data, wherein said data used by the given

function comprises the contents of [comprising] the particular data fitem] file; and

in response to a request for the particular data [item] file, the request including
at least the data identifier of the particular data [item] file, providing the particular

data [item)] file from a given one of the servers of the network of servers.

70. (Amended) A content delivery method, comprising:
causing a set of data [items] files to be distributed across a network of servers,
at least some of the data [items] files being cached versions of data [items] files from

another server distinct from the network of servers;

determining a data identifier for a particular data [item] file, the data identifier

determined using a given function of the data, wherein said data used by the given

function comprises the contents of [comprising] the particular data [item] file; and
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in response to a request for the particular data [item] file, the request including
at least the data identifier of the particular data [item] file, causing the particular data

[item)] file to be provided from a given one of the servers of the network of servers.

71. (Amended) A content delivery method, comprising:

distributing a set of data [items] files across a network of servers, the network
of servers being organized into a set of regions; '

determining a data identifier for a particular data [item] file, the data identifier

determined using a given function of the data, wherein said data used by the given

function comprises the contents of [comprising] the data [item] file;

in response to a client request for the particular data [item] file, the request
including at least the data identifier of the particular data [item] file, providing the
client with the particular data [item] file from a given one of the servers of the 5

network of servers within the region.

72. (Amended) A method as in claim 54 wherein the given function isa

message digest function or a hash function.

73. (Amended) A method as in claim 72 wherein the given function is selected
from the functions: MD4, MD3, and SHA.

74. (Amended) A method as in claim 54 wherein the given function randomly

distributes its outputs.

75. (Amended) A method as in claim 54 wherein, for a particular data [item]
file, the given function produces a substantially unique value based on the data

comprising the data [item] file.

76. (Amended) A method as in claim 54 wherein a data [item] file may
comprise a file, a portion of a file, a page in memory, a digital message, a digital

image, a video signal or an audio signal.

77.  (Amended) In a system in which a set of data [items] files are

distributed across a network of servers, at least some of the data [items] files being
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cached versions of data [items] files from a source server distinct from the network of

servers, a content delivery method comprising:

responsive to a request for a particular data [item] file, the request including at
least a data identifier of the particular data [item] file, wherein the data identifier is
determined by applying a message digest function MDS to the data, wherein said data

TERALY S22 LS

used by the MD5 function to determine the data identifier is the contents of

[comprising] the particular data [item] file, providing the particular data [item)] file
from a given one of the servers of the network of servers,
wherein a data [item] file may be a file, a portion of a file, a page in memory,

a digital message, a digital image, a video signal or an audio signal.

78. (Amended) A content delivery method, comprising:
distributing a set of data [items] files across a network of servers, at least some
of the data [items] files being cached versions of data [items] files from another server

distinct from the network of servers;

determining a data identifier for a particular data [item] file, the data identifier .

determined using a given function of the data, wherein said data used by the given

function comprises the contents of [comprising] the particular data [item] file, and
wherein the given function randomly distributes its outputs; and

in response to a request for the particular data [item] file, the request including
at least the data identifier of the particular data [item] file, providing the particular
data [item] file from a given one of the servers of the network of servers, said

providing being based on the data identifier of the particular data item.

79. (Amended) A method as in claim 78 further comprising:
maintaining accounting information relating to the data [items] files; and
using the accounting information as a basis for a value-based accounting

system in which charges are based on an identity of the data [items] files.

80. (Amended) A method as in claim 79 wherein the maintaining of
accounting information includes at least some of:
(a) tracking which data {items] files have been stored on a system; and

(b) tracking which data {items] files have been transmitted from a server.
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81. (Amended) A method as in claim 79 further comprising:

ensuring that a data [item] file is not used by an unauthorized party.

82. (Amended) A content delivery method, comprising:

distributing a set of data [items] files across a network of servers;

determining [a] an MDS hash of the contents of a particular data [item] file;
and

in response to a request for the particular data [item] file, the request including

at least the MD5 hash of the particular data {item] file, providing the particular data

[item] file from a given one of the servers of the network of servers, said providing

being based on the MDS5 hash of the particular data file.

83. (Amended) A method as in claim 82 further comprising:
resolving the request for the particular data [item)] file based on a measure of

availability of at least one of the servers.

84. (Amended) A method as in claim 83 wherein the measure of availability
for a server is based on [comprises] one or more of:

(a) a measurement of bandwidth to the server;

(b) a measurement of a cost of a connection to the server, and

(c) a measurement of reliability of a connection to the server.

85. (Amended) A content delivery method, comprising:

distributing a set of data [items] files across a network of servers;

for a particular data [item] file having a particular data identifier specifying a
location in the network at which the particular data [item] file may be located,
determining another data identifier for the particular data [item] file, the other data
identifier including a data identifier determined using a [hash] message digest
function of the contents of the particular data [item] file;

in response to a request for the particular data [item) file, the request including
the other data identifier of the particular data [item] file, providing the particular data
[item] file from a given one of the servers of the network of servers, said providing

being based on the other data identifier which was determined using the message

digest function.
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86. (Amended) A content delivery method, comprising:
distributing a set of data [items] files across a network of servers, at least some
of the data [items] files being cached versions of data [items] files from another

server. said other server being distinct from the network of servers;

determining a data identifier for a particular data [item] file, the data identifier

including a hash of the contents of the particular data [item] file; and

in response to a request for the particular data [item] file, the request including
at least the data identifier of the particular data [item] file, providing the particular

data [item] file from a given one of the servers of the network of servers.

87. (Amended) A method of delivering a data [item] file in a network
comprising a plurality of processors, some of the processors being servers and some
of the processors being clients, the method comprising: .

storing the data [item] file ison a first server in the network and storing copies
of the data [item] file on a set of servers in the network distinct from the first server;
and

responsive to a client request for the data [item] file, the request including a

hash of the contents of the data [item] file, causing the data [item] file to be provided

to the client.

88. (Amended) A method as in claim 87 wherein the data [item] file has a
contextual name comprising a pathname including a processor name and a file name,
the method further comprising:

associating the contextual name of the data [item] file with the hash of the

contents of the data [item] file.

89. (Amended) A method of delivering a data [item] fileina network
comprising a plurality of processors, some of the processors being servers and some
of the processors being clients, the method comprising:

storing the data [item] fileisona first server and storing copies of the data

[item] file on a set of servers distinct from the first server; and
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responsive to a client request for the data [item] file, the request including a
value determined as a given function of the contents of [data in] the data [item] file,

providing the data [item] file to the client.

90. (Amended) A method as in claim 89 wherein the data [item] file has a
contextual name comprising a pathname including a processor name and a file name,
the method further comprising:

associating the contextual name of the data [item] file with the value

determined as the given function of the data in the data [item] file.

91. (Amended) A method as in claim 54
wherein certain processors in the network communicate with each other using

a TCP/IP communication protocol.

92. (Amended) A method of delivering a data [item] file ina network
comprising a plurality of processors, some of the processors being servers and some
of the processors being clients, wherein some processors in the network communicate
with each other using a TCP/IP communication protocol, wherein a key is required to
identify a data [item] file on the network and wherein ordinarily the key is a name or
address for the data [item] file, the method comprising:

storing some data [items] files on a first server in the network and storing
copies of some of the data [items] files on a set of cache servers distinct from the first
server;

determining a different cache key from the ordinarily used cache key, the

different cache key being a function of the contents of the data it represents; and

responsive to a client request for the data [item] file, the request including the

different cache key for the data [item] file, providing the data [item] file to the client.

93. (Amended) A method as in claim 92 wherein the function is a message
digest function or a hash function.

94. (Amended) A method as in claim 93 wherein the function is selected from

the functions: MD4, MD3, and SHA.
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95. (Amended) A method as in claim 92 wherein the function randomly

distributes its outputs.

96. (Amended) A framework operative in a computer network in which users
of client processors connect to a content server, the framework comprising:

a set of content servers, distinct from the content provider server, for hosting
at least some of the data [items] files that are normally hosted by the content provider
server;

a mechanism constructed and adapted to determine an identifier for a data
[item] file as a given function of the contents of a data [item] file in the network;

wherein, in response to requests for a data [item] file, generated by one of the
client machines the request including an identifier based on the given function of the
contents of the particular data [item] file, the particular data [item] file is served from

one of the content servers.

97. (Amended) A framework as in claim 96 wherein the given function is a

message digest function or a hash function.

98. (Amended) A framework as in claim 97 wherein the given function is
selected from the functions: MD4, MDS5, and SHA.

99. (Amended) A framework as in claim 96 wherein the given function

randomly distributes its outputs.

100. (Amended) A framework as in claim 96 wherein processors in the

network communicate with each other using a TCP/IP communication protocol.

101. (Amended) A framework as in claim 96 wherein the data [item] file has a
contextual name, the framework further comprising:
a mechanism constructed and adapted to associate the contextual name of the

data [item] file with the identifier for the data [item] file.

102. (Amended) A framework as in claim 101 wherein the contextual name of

the data [item] file comprises a pathname including a processor name and a file name.
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103. (Amended) In 2 network comprising a plurality of processors, some of
the processors functioning as servers and some of the processors functioning as
clients, wherein some processors in the network communicate with each other using a
TCP/IP communication protocol, wherein a key is required to identify a data [item]
file on the network and wherein ordinarily the key is a name or address for the data
[item] file, a method of delivering a data [item] file:

storing some data [items] files on a first server in the network and storing
copies of some of the data [items] files from the first serveron a set of cache servers
distinct from the first server;

for a particular data [item] file, determining a different cache key from the
ordinarily used cache key for the data [item] file, the different cache key being
determined using a message digest function MDS5 of the data, wherein said data uséd
by the MD5 function comprises the contents of [comprising] the particular data [item]
file; and

responsive to a client request for the particular data [item] file, the request
including the different cache key for the data [item] file, causing the particular data
[item] file to be provided to the client,

wherein the data [item] file may be a file, 2 portion of a file, a page in

memory, a digital message, 2 digital image, a video signal or an audio signal.

104. (Amended) A framework operative in a computer network in which users
of client processors connect to 2 content server, wherein processo‘rs in the network
communicate with each other using a TCP/TP communication protocol, the framework
comprising: '

a mechanism constructed and adapted to determine a given function of a data
[item] file in the network, the given function being a message digest function or a
hash function;

a set of content servers, distinct from the content provider server, for hosting
at least some of the data [items] files that are normally hosted by the content provider
Server;

wherein, in response to requests for a data [item] file, generated by one of the

client machines the request including an identifier based on the given function of the
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contents of the particular data [item] file, the particular data [item] file is served from

one of the content servers.

105. (Amended) A framework as in claim 96 wherein a data [item] file may be
a file, a portion of a file, a page in memory, a digital message, a digital image, a video

signal or an audio signal.

106. (Amended) A content delivery method in a network in which at least
some processors in the network communicate with each other using a TCP/IP
communication protocol, the method comprising:

for a particular data [item] file having a particular name specifying a location
in the network at which the data [item] file may be located, determining another name
for the particular data [item] file, the other name including a data identifier ‘
determined using message digest function MD5 of the data, wherein said data used by
the MDS5 function comprises the contents of [comprising] the particular data [item]
file; and

in response to a request for the particular data [item] file, the request including
the other name of the particular data [item)] file, causing the particular data [item] file
to be provided from a given one of the servers of the network of servers,

wherein the data [item] file may be a file, a portion of a file, a page in

memory, a digital message, a digital image, a video signal or an audio signal.

Please add the following new claims:

--107. (New) A content delivery method, in a system in which a plurality of
data files are distributed across a network of servers, at least some of the data files
being cached versions of data files from a source server distinct from the network of
servers, the content delivery method comprising:

for a particular data file, determining a name using a given function of the
data, said data being the data which comprises the contents of the particular data file;

and
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in response to a request for the particular data file, the request including at
Jeast the name of the particular data file, causing the particular data file to be provided

from a given one of the servers of the network of servers.

108. (New) A content delivery method, in a system in which a plurality of files
are distributed across a network of servers, at least some of the files being cached
versions of files from a source server distinct from the servers in the network, wherein
data in a file in the system may represent a digital message, a digital image, a video
signal or an audio signal, the content delivery method comprising:

determining a name for a particular file, the name being determined using an
MD5 function of the data, said data being the data which comprises the contents of
the particular file; and !

in response to a request for the particular file, the request including at least the
name of the particular file, providing the particular data file from a given one of the

servers of the network of servers, said providing being based on the determined name.

109. (New) A method, in a network comprising a plurality of processors, some
of the processors functioning as servers and some of the processors functioning as
clients, wherein some processors in the network communicate with each other using a
TCP/IP communication protocol, wherein a key is required to identify a file on the /,{}'/L
network and wherein ordinarily the key is a name or address for the file, the method
comprising:

storing some files on a first server in the network and storing copies of some
of the files from the first server on a set of cache servers distinct from the first server;

for a particular file, determining a different cache key from the ordinarily used
cache key for the file, the different cache key being determined using a message
function MDS5 of the data, wherein said data used by the MD35 function comprises the
contents of the particular file; and

responsive to a client request for the particular file, the request including the
different cache key for the file, causing the particular file to be provided to the client,

wherein the data in the file may represent a digital message, a digital image, a

video signal or an audio signal.
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110. (New) A content delivery method, in a system in which a plurality of files
are distributed across a network of servers, wherein some processors in the network
communicate with each other using a TCP/IP communication protocol, the content
delivery method comprising:

for a particular file, the contents of said file representing a digital image,
determining a name for the particular file, wherein the name is determined using a
given function of the data which comprises the contents of the particular file; and

in response to a request for the particular file, the request including at least the
name of the particular file, providing the particular file from a given one of the servers

of the network of servers.

111. (New) A content delivery method comprising:

causing a plurality of files to be distributed across a network of servers, at
least some of the files being cached versions of files from a source server,

for a particular file, determining a name, the name being determined using a
given function of the data, said data used by said function being data which comprises
the contents of the particular file; and

in response to a request for the particular file, the request including at least the
name of the particular file, causing the particular file to be provided from a given one

of the servers of the network of servers.

112. (New) A content delivery method, in a system in which a plurality of files
are distributed across a network of servers, at least some of the files being cached
versions of files from a source server, the content delivery method comprising:

determining a name for a particular file, the name being determined using a
given function of the data which comprises the contents of the particular file; and

in response to a request for the particular file, the request including at least the
name of the particular file, providing the particular file from a given one of the servers
of the network of servers,

wherein the contents of the particular file may represent a digital message, a

digital image, a video signal or an audio signal.
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113. (New) A method, in a network comprising a plurality of processors, some
of the processors functioning as servers and some of the processors functioning as
clients, wherein some processors in the network communicate with each other using a
TCP/IP communication protocol, wherein a key is required to identify a file on the
network and wherein ordinarily the key is a name or address for the file, the method
comprising:
storing some files on a first server in the network and storing copies of some
of the files from the first server on a set of cache servers distinct from the first server;
for a particular file, determining a different cache key from the ordinarily used
cache key for the file, the different cache key being determined using a message
function MDS5 of the data, wherein said data comprises the contents of the particular -
file; and . f
responsive to a client request for the particular file, the request including the
different cache key for the file, causing the particular file to be provided to the client,
wherein the contents of the file may represent: a page in memory, a digital

message, a digital image, a video signal or an audio signal.

114. (New) A content delivery method comprising:

distributing a set of files from a first server across a network of servers distinct
from the first server;

applying an MD5 function to the contents of a particular file to obtain a True
Name for the file;

in response to a request for the particular file, the request including at least the
True Name of the particular file, causing the particular file to be provided from a
given one of the servers of the network of servers, wherein the request for the
particular file is resolved based on a measure of availability of at least one of the

servers.

115. (New) A method as in claim 114 wherein the measure of availability for a
server is based on at least one of:

(a) a measurement of bandwidth to the server;

(b) a measurement of a cost of a connection to the server, and

(c) a measurement of reliability of a connection to the server.
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116. (New) A content delivery method comprising:

distributing a plurality of files across a network of servers, at least some of the
files being cached versions of files from a source server distinct from the servers in
the network;

for a particular file, determining a True Name using a given function of the
data which comprises the contents of the particular file;

obtaining a request for the particular file, the request including at least the
True Name of the particular file; and

responsive to the request, causing the particular file to be provided from one of

the servers of the network of servers.

117. (New) A content delivery method, comprising:

distributing a set of files across a network of servers;

for a particular file having a contextual name specifying a location in the
network at which the file may be located, determining another name for the particular
file, the other name including a data identifier determined using a given function of
the data, where said data used by the given function comprises the contents of the
particular file;

obtaining a request for the particular file, the request including the contextual
name and the other name of the particular file,

responsive to the request, providing the particular file from one of the servers
of the network of servers, said providing being based on the other name of the

particular item.
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118. (New) A content delivery method, comprising:

distributing a set of files across a network of servers;

for a particular file representing a digital image, the file having a contextual
name specifying a location in the network at which the file may be located,
determining another name for the particular file, the other name including a True
Name for the file which was determined using a message digest function of the data,
where said data used by the given function comprises the contents of the particular
file;

obtaining a request for the particular file, the request including the contextual
name and the True Name of the particular file; and

responsive to the request, providing the particular file from one of the servers
of the network of servers, said providing being based on the True Name of the

particular item.

119. (New) A method comprising:

applying an MD5 function to the contents of an image file containing data
representing a digital image to obtain a True Name for the file;

distributing copies of the image file from a first server across a network of
servers distinct from the first server;

obtaining a request for the image file, the request including at least the True
Name of the file; and

responsive to the request, causing a copy of the image file to be provided from

one of the servers of the network of servers.

120. (New) A method as in claim 54 wherein said data identifier for said ey

particular data file, as determined using said given function, will change when the ( “

particular data file is modified.
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to our Deposit Account No. 03-3975 under Order No. 007018/0252465 for which

purpose this paper is submitted in duplicate.
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IN THE UNITED STATES PATENT AND TRADEMARK OFFICE (0
In re PATENT APPLICATION of PATENT / p,\
Inventor(s) Farber et al APPLICATION 10 y[a
Appin. No 097283160 Group Art Unit: 2771

seriescode T T gerial no.

Filed: Aprl 1, 1898 Examiner: Jean HOMERE

Titie: IDENTIFYING AND REQUESTING DATA IN A NETWORK USING IDENTIFIERS WHICH ARE BASED ON CONTENTS
OF DaTa

TERMINAL DISCLAIMER
(By Attorney}

Re Double-Patenting Rejection

Hon. Commissioner of Patents and Trademarks
Washington, D C. 20231

Sir: /
The undersigned petitioner, an aorney of record, is hereby acting for the undernamed entities
which are jointly the 100% owrérs of all nghts, title and interests in and o the subject application:

1. [ by virtue of being the inventor(s) and having not assigned this application

2. as shown by the Assignment recorded  10/5/2000 on Reel 011233 at Frame 0164
(dlate)

3. O as shown by the attached gopy of the Assignment filed for recordal on

b2

(date)
and, if the assignar in that Assignment 15 not the original owner (inventor(s)), the chain of
utle from the anginal owner to that Assignment as recorded on Reel 9873  atFrame 0483

Reel at Frame Reel at Frame

and hereby disclaims (except as provided below) The terminal part of the statutory term of any patent
granted on the subject application, which would extend beyond the expiration date of the full statutory term
defined in 35 U.S.C. 154 10 156 and 173, as presently shortened (if at all) by any terminal disclaimer of:

5. [J any patent granted in regard 10 U.S. Application No. 0 / filed =
8. [ the earlier granted United States Patent No. 5078,791 "
2.5

1o which said entities also have legai title. Petitioner hereby reserves the right to extend the term of the
patent, which issues on this application, for regulatory delay or otherwise as the law allows  Petitioner
hereby agrees that any patent sa granted on the subject application shall be enfmnly for and
during such period that it and the patent in the above line numberegd 5 or 6 are commonly owned. This
agreement runs with any patent granted on the subject application and is binding upon the grantee, its
SUCCESSOrS Or assigns.
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Qct~09-2001  14:49 From=PILLSBURY ON T=187 P.003/004 F-1f

In making the above disclaimer, petitioner does not disciaim the terminal part of any patent
granted on the instant application that would extend to the expiration date of the full statutory term as
defined in 35 U.8.C. 154 10 156 and 173 of the patent in line numbered 5 or 8 above. as presently
shortened by any terminal disclaimer, of the above-listed patent in the event that it later: expires for failure
to pay a maintenance fee, 1s held unenforceable, is found invalid by a court of competent jurisdiction, is
statutorily disclaimed in whole or terminally disclaimed under 37 CFR 1.321, has all claims canceled by a
reexamination certificate, I8 reissued, or is otherwise terminated prior to the expiration of its full statutory
term as presently shortened by any terminal disclaimer

| hereby declare that all statements made heremn of my own knowledge are true and that all
statements made on information and belief are beligved to be true; and further that these statements were
made with the knowledge that willful false statements and the like so made are punishable by fine or
imprisonment, or both, under Section 1001 of Title 18 of the United States Code and that suéh willful false
statements may jeopardize the validity of the application or any patent issued thereon.

Entities:  Digital Island, Inc. and
Kinetech/»:c. P
Atty. Sig. DD‘]\;(L\L,.,\
Attorney-bf Recard’
Name:  Brian Siritzky
Reg. No.: 37467
Date.  October 9, 2001

Attorney and client: Please note on that other file and also this appin. file not to assign either
separately in view of this disclaimer

X]  Terminal disclaimer fee under 37 CFR 1.20(d) is enciosed.
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Filed:  April 1,1999 Appin. Tile:  [PENTIFYING AND REQUESTING

DATA IN A NETWORK USING
IDENTIFIERS WHICH ARE BASED ON
CONTENTS OF DATA

Hon. Commissioner of Patents
Washington, D.C. 20231

Sir
REPLY/AMENDMENT/LETTER Date:  October 8, 2001
This 1s a reply/amendment/etier in the above-identified applicaton and mcludes the herewith anachment of same date and subject

which is incorparated hereinio by reference and the signature below is treated as the signature 10 the attachment in absence of a
signature thereto

FEE REQUIREMENTS FOR € S AS AMENDED

[ smat Entity claim
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6 Petition is hereby made to extend the original due {1ma) | $110/855 = 115215
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14. Petition fee for e ce e ce e + 930

15. TOTAL FEE ENGERSED = || §110
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IN THE UNITED STATES PATENT AND TRADEMARK OFFICE

L

P
Pt

1 02007

4& re PATENT APPLICATION of : R
0 \‘ % ecel Ve
Q¥ &, Qv .{&%ER ET AL. Group Art Unit: 2177 ocr o
< &
N L ln No.: 09/283,160 Examiner: HOMERE, J. kchUOIOQy Ceny
@ 7 Filed: April 1, 1999 EXPEDITED
EXAMINATION

IDENTIFYING AND REQUESTING DATA IN NETWORK
USING IDENTIFIERS WHICH ARE BASED ON
CONTENTS OF DATA (As Amended)

October 10, 2001

k ok ok ok k%
SUPPLEMENTAL AMENDMENT

Honorable Commissioner of Patents
f And Trademarks
Washington, D.C. 20231

Sir:
Please amend this application as follows:

IN THE CLAIMS:

| Please cané claims 107, 108, and 110-119.

IN THE SPECIFICATION:

Please amend the specification as follows:

At page 7, replace the paragraph at lines 31-33 with:

FIGURES 1(a) and 1(b) depict a typical data
processing system in which a preferred embodiment of

® the present invention operates;

™
4
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APPLICATION of Farbe: i al., No.: 08/960,079

At page 8, replace the paragraph at lines 7-12 with:

An embodiment of the present invention is now
described with reference to a typical data processing
system 100, which, with reference to FIGURES 1(a) and
1(b), includes one or more Processors (or computers)
102 and various storage devices 104 connected in some

way, for example by a bus 106.

I At page 30, replace the paragraph at lines 7-13 with:

D3

This mechanism allows a processor to locate a
file or data item from a remote source of True Files,
when a specific source is unknown or unavallable. A
client processor system may ask one of several or many
sources whether it can supply a data object with a
given True Name. The steps to perform this mechanism

are as follows (with reference to FIGURES 16(a) and
16(b)).

™
. 4
e
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APPLICATION of Farbe: .. al,, No.: 08/960,079

At page 31, replace the paragraph at lines 15-22 with:

This mechanism is used when a True Name is
known and a locally accessible copy of the
corresponding file or data item is required. This
mechanism makes it possible to actually read the data

j)l{ in a True File. The mechanism takes a True Name and
returns when there is a local, accessible copy of the
True File in the True File registry 126. This
mechanism is described here with reference to the flow
chart of FIGURES 17(a) and 17(b). .
JE—

¥

At page 32, replace the paragraph at lines 16-28 with:

—

A scratch copy of a file is reguired when a file
is being created or is about to be modified. The
scratch copy is stored in the file system of the
underlying operating system. The scratch copy is
eventually assimilated when the audit file record
entry 146 is processed by the Process Audit File Entry
primitive mechanism. This Create Scratch File
mechanism requires a local directory extensions table
entry record 138. When it succeeds, the local
directory extensions table entry record 138 contains
the scratch file ID of a scratch file that is not
contained in the True File registry 126 and that may
be modified. This mechanism is now described with

reference to FIGURES 18(a) and 18 (b).
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APPLICATION of Farbe . al., No.: 08/960,079

At page 33, lines 30-36, replace the paragraph with:

—
)

This mechanism freezes a directory in order to
calculate its True Name. Since the True Name of a
directory is a function of the files within the
directory, they must not change during the computation
of the True Name of the directory. This mechanism
requires the pathname of a directory to freeze. This

mechanism is described with reference to FIGURES 19(a)

and 19(b). ¢

—
\/At page 38, replace the paragraph at lines 10-20 with:

A mechanism to open a file is described with
reference to FIGURES 26(a) and 26(b). This mechanism
is given as input a pathname and the type of access
required for the file (for example, read, write,
read/write, create, etc.) and produces either the File
ID of the file to be opened or an indication that no
file should be opened. The local directory extensions
table record 138 and region table record 142
associated with the opened file are associated with
the open file for later use in other processing
functions which refer to the file, such as read,

write, and close.

& g M
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APPLICATION of Farbes 1 al., No.: 08/960.079
i

At page 41, replace the paragraph at lines 15-16 with:

The process of deleting a file,
e ])% pathname,

for a given

is described here with reference to FIGURES
27(a) and 27 (b).

70D
Co
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APPLICATION of Farbe. .t al., No.: 08/960,079

REMARKS

By this Amendment, claims 107, 108 and 110-119 have been canceled without
prejudice or disclaimer of their subject matter. The Specification has also been amended.
When formal drawings were prepared for this case, Figures 1, 16-19, 26 and 27, originally
each on one page, had each to be split over two pages. The formal drawings are being filed
herewith, along with a Drawing Change Authorization Request. The specification has been
amended to change the numbering of the figures accordingly. Specifically, the Specification

has been amended as follows:

Page 7, line 31, change “FIGURE 1” to --FIGURES 1(a) and 1(b)--.
Page 8, line 9, change “FIGURE 1” to --FIGURES 1(a) and 1(b)--.

Page 30, line 13, change “FIGURE 16” to --FIGURES 16(a) and 16(b)--.
Page 31, line 22, change “FIGURE 17” to --FIGURES 17(a) and 17(b)--.
Page 32, line 28, change “FIGURE 18 to --FIGURES 18(a) and 18(b)--.
Page 33, line 28, change “FIGURE 19” to --FIGURES 19(a) and 19(b)--.
Page 38, line 11, change “FIGURE 26” to --FIGURES 26(a) and 26(b)--.
Page 41, line 16, change “FIGURE 27” to --FIGURES 27(a) and 27(b)--.

No new matter has been added by these amendments, and approval of these

amendments is respectfully requested.

Respectfully submitted,

. Doy

Brian Siritzky

Reg. No. 37497

Tel. No.: (703) 905-2185
Fax No.: (703) 905-2500

1600 Tysons Boulevard,
McLean, Virginia 22102
(703) 905-2000
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APPLICATION of Farbe.: <t al., No.: 08/960,079

Appendix showing marked up changes to specification:
Page 7, lines 31-33:

[FIGURE 1 depicts] Figures 1(a) and 1(b) depict a

typical data processing system in which a preferred

embodiment of the present invention operates;

Page 8, lines 7-12:

An embodiment of the present invention is now
described with reference to a typical data processing
system 100, which, with reference to [FIGURE 1]

FIGURES 1(a) and 1(b), includes one or more processors

(or computers) 102 and various storage devices 104

connected in some way, for example by a bus 106.

Page 30, lines 7-13:

This mechanism allows a processor to locate a
file or data item from a remote source of True Files,
when a specific source is unknown or unavailable. A
client processor system may ask one of several or many
sources whether it can supply a data object with a
given True Name. The steps to perform this mechanism

are as follows (with reference to [FIGURE 16] FIGURES

16(a) and 16(b)).

M
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APPLICATION of Farbe. .t al., No.: 08/960,079

At page 31, replace the paragraph at lines 15-22 with:

This mechanism is used when a True Name is known
and a locally accessible copy of the corresponding
file or data item is required. This mechanism makes
it possible to actually read the data in a True File.
The mechanism takes a True Name and returns when there
is a local, accessible copy of the True File in the
True File registry 126. This mechanism is described

here with reference to the flow chart of [FIGURE 171

FIGURES 17(a) and 17(b).

At page 32, replace the paragraph at lines 16-28 with:

A scratch copy of a file is required when a file
is being created or is about to be modified. The
scratch copy is stored in the file system of the
underlying operating system. The scratch copy is
eventually assimilated when the audit file record
entry 146 is processed by the Process Audit File Entry
primitive mechanism. This Create Scratch File
mechanism requires a local directory extensions table
entry record 138. When it succeeds, the local
directory extensions table entry record 138 contains
the scratch file ID of a scratch file that is not
contained in the True File registry 126 and that may
be modified. This mechanism is now described with

reference to [FIGURE 18] FIGURES 18(a) and 18 (b) .
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APPLICATION of Farbe: -t al., No.: 08/960,079

At page 33, lines 30-36, replace the paragraph with:

This mechanism freezes a directory in order to
calculate its True Name. Since the True Name of a
directory is a function of the files within the
directory, they must not change during the computation
of the True Name of the directory. This mechanism
requires the pathname of a directory to freeze. This

mechanism is described with reference to [FIGURE 19]

FIGURES 19(a) and 19(b).

At page 38, replace the paragraph at lines 10-20 with:

A mechanism to open a file is described with

reference to [FIGURE 26] FIGURES 26(a) and 26(b).

This mechanism is given as input a pathname and the
type of access required for the file (for example,
read, write, read/write, create, etc.) and produces
either the File ID of the file to be opened or an
indication that no file should be opened. The local
directory extensions table record 138 and region table
record 142 associated with the opened file are
associated with the open file for later use in other
processing functions which refer to the file, such as

read, write, and close.

At page 41, replace the paragraph at lines 15-16 with:

The process of deleting a file, for a given
pathname, is described here with reference to [FIGURE

27] FIGURES 27(a) and 27(b).

0
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Oct=~09-2001 14:49 From=PILLSBUR" "I SON T-757  P.001/004 F-111
FROM
Inrallectual Property Group of
Pillsbury Winthrop LLP
Attorneys at law
1600 Tysons Boulevaxd
Mclean, VA 22302
Tel: (703) 905-2000
Telephone:

OQur Facsimele #: (703) 805-2500

FACSTMILE TRANSMISSION

TO: UNITED STATES PATENT AND TRADEMARK QFFICE

FACSIMILE #: (703) 7467239

Ne. Pages (Inecludang this page) 4 Fax Opr:

IF YOU DO NOT RECEIVE CLEARLY ALL PAGES, PLEASE CONTACT US IMMEDIATELY
By Telephone AT: (703)905-2185 (local)
or (703) 805-2000(local) ,

=l USPTO:
PLEASE ACKNOWLEDUCE CLEAR RECEIPT OF ALL PAGES INDICATED
ABOVE BY FAXING ''HIS PAGE BACK TO ONE OF QUR FACSIMILE
NUMBERS STATED AOVE

In re PATENT APPLICATION of

Inventor(s) Farper et al Groug Arc Unit: 2771
Appln. No. 09/283,160 Examiner: HOMERE
series cede b t serual no.
Filed: April 1, 13993 Atty. Dre. PM 252465
M#
TITLE: IDENTIEYING AND REQUESTING Darce: October 9, 2001

DATA IN A NETWORK USING
IDENTIFIERS WHICH ARE BASED
ON CONTENTS OF DATA

Name or type of zigned paper peing TLansSmlLTed:
Terminal Disclaimer by Attorney of REcord

Y MESSAGE :
Examiner Homerce, Hére's the Terminal Disclaimer aloAg with an authorization o
charge the appropriate fee. Thunks,
Brian Siritzky |ﬂ ’

Nt O _5
URGENT  EXAMINER HOMERE URGENT

038 1,47

(ATTN: ARTy/Sec., Trapsail only ONS HAPSL he&rdwiIh. For Papers Nor scceptable by L=a,
Formz Dircctory PAT-286 Rear. Do pot Fils originals bat fiaten tuém an @ur filc (Icfr zi1de) withn
TRis 5RSRT 20QA XIax o¢LIPT on top, Do NQT g2nQ TAS 0¥191N3i8 noc¢ & conTimation copy To rne PTC.)

CERYIFICATE OF FACSIMILE TRANSMISESION

I hereby certify that this pgpef is beifg facsimilie transmirted £o rhe Pareatr
ana Trademarx Office on the date shown . ow.
{, T
Name Brian S1riTZKY Sig. \ \ Date Qctober 2, 2001

o]

007018/0252465
Cw / M#

PAT-286 7/99
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Oct-09-2001 14:48 From=PILLSBURY ! N T-757  P.001/004 F-111
FROM
Inrellectual Property Group of
Pillsbury Winchrop LLFP
Attornays at law
1600 Tysons Eoulevard
Mclean, VA 22102
Tel: (703) 905-2000
Telephone:

Our Facfaumele #: (703) 805-2500

FACSTIMTLE TRANSMISSION

TO: UNITED STATES PATENT AND TRADEMARK OFFICE

FACSIMILE #: (703) 7467239
No. Pages (Including this page) 4 FAX Opr:
IF YOU DO NOT RECEIVE CLEARLY ALL PAGES, PLEASE CONTACT US IMMEDIATELY
By Telephone AT: (703)905-2185 (local)
or (703) $05-2000(local) ,
=B USPTO:

PLEASE ACKNOWLEDUE CLEAR RECEIPT OF ALL PAGES INDICATED
ABOVE BY FAXING ''HIS PAGE BACK TO ONE OF OUR FACSIMILE
NUMBERS STATED A30VE

In re PATENT APPLICATION of

Inventor(s) Farpber et al Group Arr Unuit: 2771
Appln. Ne. 08/%283,160 Examiner: HOMERE
series code T t seraal no,
Filed: April 1, 1899 Arty. DPkt. PM 252465
MF
TITLE: IDENTIEYING AND REQUESTING Dace: October 8, 2001

DATA IN A NETWORK USING
IDENTIFIERS WHICH ARE BASED
ON CONTENTS OF DATA

Name or type of gigned paper beinNg TLanNsnilted:
Terminal Daisclaimer by atrrorney of RRcord :

‘ MESSAGE :
Examiner Homere, Here's the Termuinal Disclaimer along with an authorizarion co
charge the appropriate fee. Thanks,

Brian Siritzky '/1
Ao 4@%
URGENT EXAMINER HOMERE URGENT

0398 147

(ATTN: Anty/Sce.. Tranzuirl only one PAPSRL LErewiTA. FOL papers NOC 3cceplabile by fza, zee 0ack Tide ar LAN
Pormzs Dircctory PAL-28¢ Rear. Do aot File aregindls bab fasten them an vur file (Iv-fr side) with
TS BnSST 20G Iax 72023PT On Top. DO NOQT $end TAS OTIQINILE NOL @ CONFILMITLoN copy TS tAS PTO.)

CERTIFICATE QF FACSIMILE TRANSMISSION

I hereby certify that this pgpeX is bei g facsimiie transmirtea cto rhe Pateart
and Trzademack Office on the date shown y ow.
{ T
Name _Brian 51£1Tzky Sig. 4 \ Date Ocrober 9, 2001

\
J

007018/0252465
Ce / M#

PAY-286 7/99
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Oct-08-2001 14:48 From=PILLSBURY  'SON T-757  P.002/004 F-111 "#ZO

IN THE UNITED STATES PATENT AND TRADEMARK OFFICE

In re PATENT APPLICATION of PATENT
Inventor(s): Farber et al APPLICATION
Appin. No 09/283160 Group Art Unit: 2771

geries code T T serial no,

Filed: Apnl 1, 1999 Examiner: Jean HOMERE
Title: IDENTIFYING AND REQUESTING DATA IN A NETWORK USING IDENTIFIERS WHICH ARE BASED ON CONTENTS
OF DATA

TERMINAL DISCLAIMER ;
(By Attorney) :
Re Double-Patenting Rejection

Hon. Commissioner of Patents and Trademarks
Washington. D C. 20231

Sir:
The undersigned petitioner, an attorney of record, is herepy acting for the undernamed entities
which are jointly the 100% owners of all nghts, title and interests in and to the subject application:
1. [ by virtue of being the inventor(s) and having not assigned this application
2. X asshown by the Assignment recorded 10/5/2000 on Reel 011233 at Frame 0164
(date)
3, [ as shown by the anached copy of the Assignment filed for recordal on

(date)
4. [X and, f the assignor in that Assignment is not the original owner (inventor(s)), the chain of
title from the oniginal owner to that Assignment as recorded on Reel 9873 atFrame 0483
Reel at Frame Reel atFrame -
and hereby disciaims (except as provided below) the terminal part of the statutory term of any patent
granted on the subject application, which would extend beyond the expiration date of the full statutory term
defined in 35 U.S.C. 154 to 156 and 173, as presently shortened (if at all) by any terminal disclaimer of:
5. [ any patent granted in regard to U.S. Application No. 0 / filed
6. [X the earlier granted United States Patent No. 5,978,791
10 which said entities also have legal title. Petitioner hereby reserves the nght to extend the term of the

w

_ patent, which issues on this application, for regulatory delay or otherwise as the law allows Petitioner

hereby agrees that any patent sa granted on the subject application shali be enforceable only for and
during such period that it and the patent in the above line numbered 5 or 6 are commonly owned. This
agreement runs with any patent granted on the subject application and is binding upon the grantee, (s

SUCCESSOors or assigns.

000 o
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Oct-08-2001 14:4¢ From-PILLSBUR  VISON T-757  P.003/004 F-111

In making the above disclaimer, petitioner does not disclaim the terminal part of any patent
granted on the instant application that would extend o the expiration date of the full statutory term as
defined in 35 U.S.C. 154 to 156 and 173 of the patent in line numbered 5 or 6 above, as presently
shortened by any terminal disclaimer, of the above-listed patent in the event that it later: expires for failure
to pay a maintenance fee, is held unenforceabls, is found invalid by a court of competent jurisdiction, 1s
statutorly disclamed in whole or terminally disclaimed under 37 CFR 1.321, has all claims canceled by a
reexamination certificate, 1S reissued, or is otherwise terminated prior to the expiration of its fuli statutory
term as presently shortened by any terminal disclaimer

| hereby declare that all statements made heremn of my own knowledge are true and that all
statements made on nformation and belief are believed 1o be true; and further that these statements were
made with the knowiedge that willful false statements and the like so made are punishable by fine or
)mprisonment, or both, under Section 1001 of Title 18 of the United States Code and that such willful false
statements may jeopardize the validity of the application or any patent issued therson.

Entities:  Digital Island, Inc. and
Kinetech’»;c. )
Atty. Sig. Doredaon,
- Anornéy%fﬁemrd'
Name:  Brian Siritzky
Reg. No.: 37497
Date:  October 9, 2001

*  Attorney and client: Please note on that other file and also this appin. file not 1o assign either
separately in view of this disclaimer

Terminal disctaimer fee under 37 CFR 1.20(d) is enclosed.

PAY-136A 1198
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WY 1 EE= MV S b WA W ) PSR LI o A AT VP T A LA U F T ST LSS [~ AN Rk }
Group Atunt 2771
Inventor(s).  Farberetal. Exarnuner. Homere, Jean
Appin. No.. _09 | 283,160 Atty. Dkt. P 252485 TrueNames
Series Code P | Serial No. 1 e Ciient Ref
Filed:  Aprii1,1999 Appin. Tite:  (DENTIFYING AND REQUESTING

DATA IN A NETWORK USING
IDENTIFIERS WHICH ARE BASED ON
CONTENTS OF DATA

Hon. Commissioner of Patents
washington, D.C. 20231

Sir
REPLY/AMENDMENT/LETTER Date:  October 9, 2001

NE AR ————

This 1s a reply/amendment/ietier in e anove-identified application and ncludes the nerewith atlachment of same date and subject
which is incorporated hereinto by reference and the signature below is treated as the signature 1o the attachment in absence ofa

signature thereto
FEE REQUIREMENTS FOR CLAIMS AS AMENDED

1. Smalt Entity ckim
A [X NOT made ForBAC Clains Hightst number Fressm Exta | \algeiSmaNEntsy | Addmonai | FesCode
B. ] winasawn See Required remaming after | previousty paid for Fee
C. 53 mace herewitn . Sapagita Paper amendment Latsm
D [ made prevously  (F22568) ;
2. Toal Effective Claims “minus_{ 0 0 x §18/88 = - $0 1037203
3 Independent Claims **minus_{ 0 0 x $84/842 = + %0 102/202
2 |f amendment enters proper multiple dependent claim(s) into this application for first o
time (leave blank if this is a feissue application) .. ... .o [ add | +5$280/$140=_ | +§0 104/204
5. Original due Date: [ NONE o . N
5 Petition is hereby made to extend the original due {1 mo} | $110/$55 = 1157213
date to cover the date this response 1 filed for which the (2 mos) | $400/$200= | *+ 30 116/216
requisite fee is attacned (3 mos) | $920/$460 = “;’217

{Usable oly for < 2mo.OA - -- 4 mos) | $1.440/8720 i s

{Usable pnly for 30 day/1mo.0A - -- 5mos) | $1.960/$980= i

7 Enter any previous extension fee paid since above original due date and subiract - %0

8. Extension Fee Attached | + $0 T
8. f Terminal Disclaimer attached, add Rule 20(d) official fee ... oooovoccoeneieninenee + $110/855 +$110 148/248
70. 1f IDS attached requires Official Fee under Rule a7 (e - ... add]+%130 +50 126

or ff Rule 97(d) REGUEST .o add | +$180 26 |
1. ARier-Final Request Fee per rules 129(a) and 17(r) .. . | +§740i370 + 50 1461246
12. No. of additional inventions far examination per Rule 129(b)... x $740/370ea | +$0 149/249
13. Request for Continued Examination (RCE) ....ooovermcmmeeriensae: + $740/370 +$0 nmm
14. Petiionfeefor ... s R e e + 50
15. TOTAL FEE ENGEOEED = | §110
16. 1t the COmy 11 KU SPACE 13 icas Hiafl Y (N AEAL spacc, the Prasent Balra” nesull s "0 A Tro i 2ED

17. **If the “Highest number Previously paid $0r™ in this spanc is less than 20, write “20™ i thus space
18 ***1f the ~Highest number previcusty pand for™ in This spuce i fess than 3, wrne “37 10 ths apace
Our Deposit Account No. 03-3875)
(Our Order No. _018404 | 0000003
Ccs MF

. The Commissioner i hereby authenzed to cnarge any fae specfically auinonzed hereattar. of eny missng or msutficient fee(s) filed, or assensd 1o be
fiied, or wnich shouid have: Deen filed heréwith OF ANGEINING any paper fied nereanar, and which may be required under Rules 16-18 ene naw or
fter reiative 10 Tus apphcauon and he resuling Official Documeant under Rute 20, or crediz any 10 ouf /Ordef Nos shown above, 10 which purpose a
capy of this sheat s atached.

Tnis CHARGE STATEMENT does no! aorizg charge of the giue fo an sque fee jsnestis | Query: 15 appeal deadline now? If
filec. so, file Notice of Appeals separatel
Pillsbury Winthrop LLP
Intellectual Ppopsnty Group
1600 Tysons Boulevard By Atty. irizky 1 Reg. No. _37497
McLean, VA 22102 . \'
Tel. (703) 905-2000 Sig. A\ Fax: (703) 905-2500
) Tel. (703) 905-2185

Atty/Sec: BS/BS
NOTE: File this cover sheet in duplicate with PTO recaipt (PAT-103A) and aftachments

30227099_) DOC PAT-120 10/01
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IN THE UNITED STATES PATENT AND TRADEMARK OFFICE

In re PATENT APPLICATION of

FARBERET AL. : Group Art Unit: 2177
Appln. No.: 09/283,160 : Examiner: HOMERE, J.
Recejya
Filed: April 1, 1999 EXPEDITED oo Civeg
EXAMINATION CT 1 0 25,
Chnology Conter 214

For: IDENTIFYING AND REQUESTING DATA IN NETWORK
USING IDENTIFIERS WHICH ARE BASED ON
CONTENTS OF DATA (As Amended)
October 10, 2001

h ok ok ok h ok

DRAWING CHANGE AUTHORIZATION REQUEST :

Honorable Commissioner of Patents
And Trademarks
Washington, D.C. 20231

o Submitted herewith are sixteen (16) sheets of proposed drawing corrections with the
changes thereto marked in red. When formal drawings were prepared for this case, Figures 1,
16-19, 26 and 27, originally each on one page, had each to be split over two pages. The only
changes made have been to the figure numbers (e.g., Figure 1 becomes Figures 1(a) and 1(b),
etc.). The specification is being amended by a Supplemental Amended filed herewith.

No new matter has been added by these drawing changes, and their approval is

respectfully requested.
Respectfully submitted,
o e 2
AN ,ﬁ? , ‘ S/aé\l
Nl
\\L\)\ A"N'*ﬁ‘ﬁ By \ V\
& Brian Siritzky )_)
Reg. No. 37497
Tel. No.: (703) 905-2185
Fax No.: (703) 905-2500
1600 Tysons Boulevard,

McLean, Virginia 22102
(703) 905-2000
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~YES

COMPUTE TRUE
NAME OF SIMPLE
DATA ITEM

_______

5216
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g % UNITED STATES DErARTMENT OF COMMERCE

é; United States Patent and Trademark Office
W

Address:. COMMISSIONER OF PATENTS AND TRADEMARKS
Washington, D.C. 20231

\974 o’

[ appucaTioNNO. | FILINGDATE |

HEaan Sl S d S F iy

FIRST NAMED INVENTOR

ATTORNEY DOCKETNO. |

EXAMINER
__] | id RIS 7 1§} ]
41
[ ART UNIT |  PAPER NUMBER |

DATE MAILED: 1 1+

Please find beiow and/or attached an Office communication concerning this appiication or
proceeding.

Commissioner of Patents and Trademarks

PTG-90C (Rev.11/00)

1- File Copy
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Application No. Applicant(s)

. . 09/283,160 Farber et al.
Notice of Allowability e TV
Jean R. Homere 2177

--The MAILING DATE of this communication appears on the cover sheet with the correspondence address—-

All claims being allowable, PROSECUTION ON THE MERITS IS (OR REMAINS) CLOSED in this application. If not included herewith
{or previously mailed), a Notice of Allowance and Issue Fee Due or other appropriate communication will be mailed in due course.
THIS NOTICE OF ALLOWABILITY IS NOT A GRANT OF PATENT RIGHTS. This application is subject to withdrawal from issue at
the initiative of the Office or upon petition by the applicant. See 37 CFR 1.313 and MPEP 1308.

1. X This communication is responsive to the amendment filed on 10/10/2001

2 X} The allowed claim(s) isfare _54-106, 109 and 120, now renumbered as 1-55

3. {7} The drawings filed on are acceptable as formal drawings.

4. [ Acknowledgement is made of a claim for foreign priority under 35 U.S.C. § 119(a)-(d).
ay[J Al b) [(Some* <) Ndne of the:
1. ] Certified copies of the priority documents have been received.
2. T} Certified copies of the priority documents have been received in Application No.

3. [ Copies of the certified copies of the riority documents have been received in this national stage
application from the International Bureau (PCT Rule 17.2(a)).

*Certified copies not received:

5. [} Acknowledgement is made of a claim for domestic priority under 35 U.S.C. § 119(e).

Applicant has THREE MONTHS FROM THE "MAILING DATE" of this communication to file a reply complying with the requirements
noted below. Failure to timely comply will result in ABANDONMENT of this application. THIS THREE-MONTH PERIOD 1S NOT
EXTENDABLE FOR SUBMITTING NEW FORMAL DRAWINGS, OR A SUBSTITUTE OATH OR DECLARATION. This three-month period
for complying with the REQUIREMENT FOR THE DEPOSIT OF BIOLOGICAL MATERIAL is extendable under 37 CFR 1.136(a).

6. [ Note the attached EXAMINER'S AMENDMENT or NOTICE OF INFORMAL APPLICATION (PTO-152) which gives
reason(s) why the oath or declaration is deficient. A SUBSTITUTE OATH OR DECLARATION 1S REQUIRED.

7. X1 Applicant MUST submit NEW FORMAL DRAWINGS

(a) [ including changes required by the Notice of Draftsperson’s Patent Drawing Review (PTO-948) attached

1) [J hereto or 2) [lo Paper No.

(b) XJ including changes required by the proposed drawing correction filed Oct 10, 2001 . which has been
approved by the examiner.

(¢) T including changes required by the attached Examiner's Amendment/Comment or in the Office action of
Paper No. .

Identifying indicia such as the application number (see 37 CFR 1.84(c)) should be written on the drawings. The
drawings should be filed as a separate paper with a transmittal letter addressed to the Official Draftsperson.

8. (] Note the attached Examiner's comment regarding REQUIREMENT FOR THE DEPOSIT OF BIOLOGICAL MATERIAL.

Any reply to this letter should include, In the upper right hand corner, the APPLICATION NUMBER (SERIES CODE/SERIAL
NUMBER). If applicant has received a Notice of Allowance and Issue Fee Due, the ISSUE BATCH NUMBER and DATE of the
NOTICE OF ALLOWANCE should also be included.

Attachment(s)
1 {_] Notice of References Cited (PTO-892) 2 ] Notice of informal Patent Application (PTO-152)
3 [ Notice of Draftsperson's Patent Drawing Review (PTO-948) 4 ] Interview Summary (PTO-413), Paper No. .
5 X] Information Disclosure Statement(s) (PTO-1449), Paper No(s). 9 6 ] Examiner's Amendment/Comment
70 E;aminer’s Comment Regarding Requirement for Deposit of Biological 8 [] Examiner's Statement of Reasons for Allowance
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UNITED STATES DEr ARTMENT OF COMMERCE
Patent and Trademark Office

'NOTICE OF ALLOWANCE AND ISSUE FEE DUE

Tt 1020
PILLERURY MOADISON & SUTRO
INTELLECTUAL FROPERTY GROUFE
D100 WER VOURE . AVENLIE N
MINTH FLOOR EAST TOWER
HASHINGTON DI -20005-3918
APPLICATIONNO. < | - FILING DATE: ' TOTAL CLAIMS EXAMINER AND GROUP ART UNIT ; l DATE MAILED
a9/ 283, 150 RIS Wb 113 ‘ HOMERE, T 2177 1SRRG
xl;tllxr;‘edrARPFR " ’ RO N b)Y b oewh. o= 0 Tays.

E{,LBE\‘%% ERTIFYING DATA REGUESTING DATA N METWORK 1TNG ILENTIFIERS WHICH AR
E RASFL ON CONTENMTS OF DATA

ATTYSDOCKETNO, | CLASSSUBCLASS | BATCHNO. | APPLN.TYPE | SMALLENTTY FEE DUE . DATEDUE

il FOT - e T UTILTTY ¥ S, 110 01 Fek s

FRzEEd

- THE APPLICATION iDENTIFIED. ABOVE HAS BEEN EXAMINED AND IS ALLOWED FOR ISSUANCE AS A PATENT.
PROSECUTION ON THE MERITS IS CLOSED.

THE ISSUE FEE MUST BE PAID WITHIN IH_jMQ&IlﬁFROM THE MAILING DA TE OF THIS NOTICE OR THIS
APPLICATION SHALL BE REGARDED AS ABANDONED. : TATUTORY E EXTENDED.

HOW TO RESPOND TO THIS NOTICE:

I. Review the SMALL ENTITY status shown above.
If the SMALL ENTITY is shownas YES, verify your If the SMALL ENTITY is shown as NO:
current SMALL ENTITY status:

A. If the status is changed, pay twice the amount of the
FEE DUE shown above andnotify the Patentand * | A- Pay FEE DUE shown above, or
Trademark Office of the change in status, or

B. If the status is the same, pay the FEE DUE shown
above

B. File verified statement of Small Entity Status before, or with,
payment of 1/2 the FEE DUE shown above.

N [ Part B-Issue Fee Transmittal'should be completed and returned to the Patent and Trademark Office (PTO) with your
ISSUE FEE. Even if the ISSUE FEE has already been paid by charge to deposit account, Part B Issue Fee Transmittal
should be completed and returned. 'If you are charging the' ISSUE FEE to your deposit account, section “4b” of Part
B-Issue Fee Transmittal should be completed and an extra copy of the form should be submitted.

HII. Al communications-regarding this application-must give application number and-batch number.
L i Please direct all communications pri / of to issuance to Box ISSUE FEE unless advised to the contrary.

{MPORTANT REMINDER: Utility patents issuing on applications filed on or after Dec. 12, 1980-may require payment of
maintenance fees. It is patentee’s responsibility to ensure timely payment of maintenance

fees when due.
PATENT AND TRADEMARK OFFICE COPY

PTOL-85 (REV. 16-86) Approved-for use through 06/30/89. (0651-0033) ’ RACK-1002

Page 291.0f 351 . . ...

i




EXPEDITED
EXAMINATION

IN THE UNITED STATES PATENT AND TRADEMARK OFFICE
Match and Return

In re PATENT APPLICATION of e Batch: 7299

D Wﬁ@
FARBER et al. Group Art Unit: 2177
Moy 2;
Appln. No. 09/283,160 2 é’" jExaminer: Homere, Jean R.
. :
) o
Filed: April 1, 1999 Mg

For: Identifying and Requesting Data In Network Using
Identifiers Which Are Based On Contents Of Data (As Amended)

* ok ok ok ok
November 21, 2001

COMMUNICATION REGARDING PRIORITY PRINTING

Hon. Commissioner of Patents
and Trademarks

Washington, D.C. 20231 o N
wigteh and Relurn

Sir:

This case is on Accelerated Examination. Accordingly, pursuant to MPEP
§708.02 and §1309, it is respectfully submitted that this application be given top
priority for printing. The Issue Fee Transmittal and the issue fee check is enclosed.

Respectfully submitted,

PILLSRURY WINTHROP, LLP

i

<

éii | | %" T fiolomar
Briay, Sigitzky _ €l Jiolom
Reg. SW 7497 0, 2, e

Tel. No.: (703) 905-2185
Fax No.: (703) 905-2500
1600 Tysons Boulevard,

McLean, Virginia 22102 e ,
(703) 905-2000 Mateh and Refurn

30240558_1,1306 RACK-1002
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IN THE UNITED STATES PATENT AND TRADEMARK OFFICE

OFFICE OF PUBLICATIONS
In re PATENT APPLICATIO o) N Batch No.: Z99

FARBER et al. n Group Art Unit: 2177

Appln. No.: 09/283,160 ¢ ' 2 B Examiner:J. Homere
® 4

Filed: April 1, 1999 2., &

i TP
Title: IDENTIFYING AND REQUESTING DATA IN NETWORK USING IDENTIFIERS
WHICH ARE BASED ON CONTENTS OF DATA (As Amended)

November 21, 2001

* ok ok k%

REQUEST FOR RETURN OF FORM PTO-1449

Hon. Commissioner of Patents
Washington, D.C. 20231

Sir:

A Form PTO-1449 was filed for this Application on April 1, 1999. Please send a
copy of the Form PTO-1449, with the Examiner's initials in the left column. A copy of the
Form PTO-1449 filed on April 1, 1999 is enclosed.

Respectfully submitted,
Pillsbury Winthrop LLP |
|

By:

Brian Siyitzky N

Reg. Nc&f}k% o Wn‘ 6%(’ ,

Tel. No.: ) 905-2185

Fax No.: (703) 905-2000 0. w2, 063
BS/JPH:ksh
1600 Tysons Boulevard
McLean, VA 22102
(703) 905-2000

RACK-1002

30240749_1.D0C
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FORM PTO-1449 (modified) Atty. Mg Client Ref.
Ta: U.S. Department of Commerce Dkt. No.

(PM&S FORM PAT-1449)
Patent and Trademark Office

: 252465
INFORMATION DISCLOSURE STATEMENT Applicant: FARBER etal.
BY APPLICANT
Appin. No.: R.53(B)(1) Div. of 08/960,079
Filing Date: April 1, 1999
Date: April 1, 1999 page [1_Jof [3 | |Examiner. Homere J. [Group Art Unit: 2776
U.S. PATENT DOCUMENTS
Examiner's Document Date Name Class |Sub Filing Date1
Initials” Number MM/YYYY |(Family Name of First Inventor) Class  |ifappropriate) |
AR |4,888,681 12/1989 |BARNES
BR [4,972,367 11/1990 _ |BURKE ~ Oip,
CR 15,050,212 09/1991 |DYSON &
DR 5,202,982 04/1993  |GRAMLICH v _
ER |5,208,858 05/1993 |VOLLERT™ ]
FR 5,301,316 05/1994 |HAMILTON N &
GR |5,343,527 08/1994 |MOORE S e
HR 4,571,700 02/1996 |EMRY, JR.
IR |4,675,810 06/1987. |GRUNER -
JR 5,050,074 09/1991 _ |MARCA s
KR 5,276,901 01/1994 |HOWELL
LR |5,384,565 01/1995 |CANNON
MR |5,202,982 04/1993 |GRAMLICH
NR {5,357,623 101994 |MEGORY-COHEN
FOREIGN PATENT DOCUMENTS English Translation
Document Date Country Inventor Name  |Class |SubClass Apstract i::ﬁ:gb
Number MMAYYYY
Enclosed |[No [Enclose {No
OR
PR
QR
RR
SR
TR |
UR
OTHER (lncludin in this order Author, Title, Periodical Name, Date, Pertinent Pages, etc.;
VR |Bert dem Boer et al., Collisions for the compression function of MD;, pp. 292-304
WR |Sakti Pramanik et al., Multi-Directory Hasing, 1993, Info. Sys., Val. 18, No. 1, pp.
63-74
XR_|Murlidhar Koushik, Dynamic Hashing with Distributed Overflow Space: A File'
Organization with Good Insertion Performance, 1993, Info. Sys., Voal. 18, No. 5, pp.
299-317 S N
YR |Witold Litwin et al., LH*-Linear Hashing for Distributed Files, HP Labs Tech. Report
No. HPL-93-21, June 1993, pp. 1-22 |
ZR |Yuliang Zheng et al,, HAVAL - A One-Way Hashing Algorithm with Variable Length
of Output (Extended Abstract), pp. 83-105
AAR |Chris Charnes and Josef Pieprzky, Linear Nonequivalence versus Nonlinearity,
Pieprzky, pp. 156-164 L
Examiner lDate Considered:
RACK-1002
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FORM PTO-1449 (modified)
To: U.S. Department of Commerce

(PM&S FORM PAT-1449)
Patent and Trademark Office

Atty. M#

Dkt. No.

Client Ref.

INFORMATION DISCLOSURE STATEMENT
BY APPLICANT

252465

Applicant. FARBER et al.

Appin. No.: R.53(B)(1) Div. of 08/960,079

Filing Date: April 1, 1999

Date: April 1, 1999 Page rz_—lof [? I Examiner. Homere, J. IGroup Art Unit: 2776
U.S. PATENT DOCUMENTS
Examiner's Document Date Name Class |Sub Filing Date
Initials* Number MM/YYYY |(Family Name of First Inventor) Class [ifappropriate)
AR [3,668,647 06/1992 |EVANGELIST! ]
BR 4,215,402 07/1980  |MITCHELL ~ Oy,
CR 4,290,105 09/1981  |CICHELL! &
DR 4,376,299 03/1983  |RIVEST 2,
ER |4,405,829 0011983 |RIVEST ~ = i %fgh
FR 4,412,285 10/1983  |[NECHES 2, ,45/
GR [4,414,624 11/1983 |SUMMER, JR. e m T
HR 4,441,155 04/1984 |FLETCHER
IR [4,464,713 08/1984 |BENHASE i
JR [5,772,933 03/1986  |MATICK T
KR |4,642,793 02/1987 |MEADEN
LR |4,691,2999 09/1987 |RIVEST
MR [4,725,945 02/1988 KRONSTADT
NR 14,773,039 09/1988 |ZAMORA )
FOREIGN PATENT DOCUMENTS English Translation
Document Date Country Inventor Name  |Class |SubClass Abstract ﬁ::;;z,e
Number MMYYYY
Enclosed [No |Enclose |No
OR
PR
QR
RR
SR
TR
UR
OTHER (Including in this order Author, Title, Periodical Name, Date, Pertinent Pages, etc.}
VR |Witold Litwin et al., Linear Hashing for Distributed Files, ACM SIGMOD, May 1993,
pp. 327-336
WR |Ming-Ling Lo et al., On Optimal Processor Allocation to Support Pipelined Hash
Joins, ACM SIGMOD, pp. 69-78, May 1993
XR_|Thomas A. Berson, Differential Cryptanalysis Mod 2% with Applications to MDS5, pp.
69-81
YR |William Perrizo et al., Distributed Join Pracessing Performance Evaluation, Twenty-
Seventh Hawaii International Conference on System Sciences, Voal. I, pp. 236-244
ZR |Vijay Kumar, A Concurrency Control Mechanism Based on Extendible Hashing for
Main Memory Database Systems, ACM, Val. 3, 1989, pp. 109-113
AAR |Birgit Pfitzman, Sorting Out Signature Schemes, November 1993, 1* Conf.
Computer & Comm. Security '93, p. 74-85
Examiner [Date Considered:
RACK-1002
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FORM PTO-1449 (modified) Atty. M# Client Ref.
To: U.S. Department of Commerce Dkt. No.
(PM&S FORM PAT-1449)

Patent and Trademark Office

252465
INFORMATION DISCLOSURE STATEMENT Applicant: FARBER et al.
BY APPLICANT
Appin. No.: R.53(B)(1) Div. of 08/960,079
Filing Date: April 1, 1999
Date: April 1, 1999 Page r3 ‘of (3 ] Examiner: Homere, J. IGroup Art Unit: 2776
U.S. PATENT DOCUMENTS
Examiner's Document Date Name Class |Sub Filing Date
Initials* Number MM/YYYY |(Family Name of First Inventor) Class  |(fappropriate)
AR (4,887,235 12/1989 |HOLLOWAY P oY
BR |4,888,681 12/1989  |BARNES / &
CR [4,490,782 12/1984 _ |DIXON 4 '
DR (4,972,367 11/1990  [BURKE 7
ER [4,922,414 05/1990 |HOLLOWA'( “K
FR |5,057,837 10/1991  |COLWELL Pon o
GR |5,007,658 12/1991 BENDERT ¢
HR 15,025,421 06/1991 CHO
IR 15,129,081 07/1992 - |KOBAYASHI .
JR 5,129,082 07/1992  [TIRFING _ T
KR (5,144,667 09/1992 |POGUE, JR.
LR 15,179,680 01/1993 |COLWELL
MR 15,301,286 04/1994  |RAJANI
NR [5,404,508 04/1995 |KONRAD )
FOREIGN PATENT DOCUMENTS ' ‘ English Translation
Document Date Country Inventor Name  {Class |SubClass Abstract :jjﬂz[e
Number MMYYYY
Enclosed |No |Enclose |No
OR
PR
QR
RR
OTHER (Including in this order Author, Title, Periodical Name, Date, Pertinent Pages, etc.}
SR |Zhiyu Tian et al., A New Hashing Function: Statistical Behaviour and Algorithm,
pp. 3-13
TR |G. L. Friedman, Digital Camera with Apparatu for Authentication of Images
Produced from an Image File, NASA CASE NO. NPO-19108-1-CU, Serial No.
08/159,980, November 24, 1993
UR |H. Goodman, Ada, Object-Oriented Technigues, and Concurrency in Teaching
Data Structures and File Management REPORT DOCUMENTATION PAGE AD-
A275 385 - 94-04277
VR |Advances in Cryptology-EUROCRYPT'93, Workshop on the Theory and
Application of Cryptographic Techniques Lofthus, Norway, May 23-27, 1993
Proceedings -
WR |Proceedings of the 1993 ACM SIGMOD International Conference on Management
of Data, Vol. 22, Issue 2, June 1993 |
XR |Advances in Cryptology-AUSCRYPT '92 - Workshop on the Theory and Application
of Cryptographic Technigues Gold Coast, Queensland, Australia, December 13-16,
1992 Proceedings
Evaminar ‘Date Considered:

RACK-1002
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PART B—lSSUE FEE TRAMSMITTAL

Complets and mpj! this form, together with . ‘» foes, to Box»ssésree
-~ K]

Assistant Commissioner for Patents
Washington, D.C. 20231

- | g/gr

' MAILING INSTRUCTIONS: This form should be used for transmitting the ISSUE FEE. Blocks 1
through 4 should be completed where appropriate. Allfurther.comrespondence including the Issue Fee
Receipt, the Patent, advance orders and notification of maintenance fees will be mailed to the current

-correspondmee address as indicated unless corrected below or directed otherwise in Block 1, by (a)

Note: The certificate of mailing below can only be used far domestic
mailings of the Issue Fes Transmittal. This certificate cannot be used
for any other accompanying papers. Each additional paper, such as an
assignment or formal drawing, must hava its own certificate of mailing.

Certificate of Mailing

iyi and/or (b) a “FEE ADDRESS" for
malmanance lee notifications. :
CURRENT CORRESPONDENCE ADDRESS (Note: Lagibly mark-up with any corrections of use Biock 1)
TERL A AR
] "R'I,fl (o) ]

1100 NERW YOI
NINTH FLOdr fEo
WASHINGTON DaT

&
\

| hereby certify that this Issue Fee Transmittal is being deposited with
the Urfited States Postal Sarvice with sufficlent postage for first class
malt in an envelope addressed to the Box Issue Fee address above on
the date Indicated below.

T

APPLICATION NO. -] Punepate [ TotAL . EXAMINER AND GROUP ART UNIT
“ 9 /7285, 160 R K A R HOMERE, T 2177 10
‘ e F ARBER , 35 USC 154k term ext. = 1 Days.

;I'EILEO. GENTIFYING DATA REMBUESTING DATA IN NETWORE LSING IDENTIFIERS WHIOCH AR
E BASED ON CONTENTS OF DATA
‘ ATTYSDOCKETNO. | CLASS-SUBCLASS | BATCHNO. | APPLN.TYPE | SMAWLENTTY | FEEOUE | DATE DUE
| I s FMZER465 7002, Do YA LTILITY Y BEAT I:H;i a1/725/02
s ]

|, 1. Change of comespondence address or indication of * FeeAudms (amsnmss)
A% Use of PTO form(s) and Ci Number are

] Change of correspondence address (or Change of Oommndem Addraes form
PTO/SB/122) attached.

¥ O*Fee

(o1 “Fee Address” form PTO/SB/47) attached.

2. Forpnnungonirnpmtmmpagm
(1) the names of up to 3
attorneys or agents OR, anamam’y (2)
the name of a single fim (having as a
member a registered attomey or agent)
and the names of up to 2 registered patent
attormeys or agents. if no name Is listed, no
name will be printed. 3

1 PILLSBURY WINTHROP LLF

2 INTELLECTUAL PROPERTY
\

3. ASSIGNEE NAME AND RESIDENCE DATA TO BE PRINTED ON THE PATENT (print or type)
PLEASE NOTE: Unless an assignee is identified below, no assignee data will appear on the patent.

of ignea data is only when an assignment has been previously submitted to
the PTOorlsbelngsubmmedermr CompleﬂonoﬂﬂsfoﬂnhNOTasubsmme!or
ﬂllnganass!gnmem.
() NME OF ASS

1. KINETECH » INC. 2. .DIGITAL ISLAND, INC.
®) RL\‘IDENCE. (CITY & STATE OR COUNTRY)

As N"ﬁﬂé’ 00k a0 &g s can by RF RSB Run Bébe printed on the patent)

[ individual meomomuonormrnvan group entity * (] government

- 4a. The following fees are enclosed (make check payable to Commissioner
of Patents and Trademarks):

X Issue Fee ~ .
(miy Order - # of Coples

4b. mfollowlngfessordeﬁciemyh fees should be charged to:

DEPOSIT ACCOUNT NuMser 033975
(ENCLOSE AN EXTRA COPY OF THIS FORM)

O iesueFee  (7018/252465)
{J Advance Order - # of Coples

fhe COMMISSIONER OFPATERTS ANb TRADEA

SJS requested to apply the Issue Fee to the application identified above.

{Authorized Signature) / (Date)
Brian Sititz%eﬁ. 37 9721“/ MN 2 200
s NOTE; The Issue Fee wil not be 1¥om other than the dpplicant; a registered altomey

or agent; or the assignee or other
Trademark Office.

interast as shown by the records of the Patent and

Burden Hour Statement: This form is estimated o take 0.2 hours to complete. Time will vary
depending on the needs of the individual case. Any comments on the amount of time required
1o complete this form should be sent to the Chiet Information Officer, Patent and Trademark
Office. Washington, D.C. 20231 DO NOT SEND FEES OR COMPLETED FORMS TO THIS
ADDRESS. SEND FEES AND THIS FORM TO: Box Issue Fee, Assistant Commissioner for
Patents, Washington D.C. 20231

Undar the Paperwork Reduction Act of 1985, no are
- gﬂnfonnation unless it displays a valid OMB control number.

quired to dtoa

LT
@s«r‘m g Retur
n w

!an.oo w

TRANSMIT THI8 FORM WITH FEE

PTOL-868 {REV.10-96) Approved for use through 06/30/89. OMB 0651-0033

Patent and Trademark Office; U.S. DEPARTMENT OF COMMERCE
b} )

RACL_400)
NATIK=TOUZ
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I} TV LINITED STATES PATENT AND TRADEN "¢ OFFIGE
tion: OFFICE GF PUBLICATIONS

In re PATENT APPLICATION of Allowed: October 25, 2001
Inventor(s): FARBER et al. Batch No.: 299
Applin. No.: 09 | 283,160 Atty. Dkt. P 252465 |
Series Code ™ | Serial No. N M# | Client Ref
Filed: April 1, 1999
Title:  IDENTIFYING AND REQUESTING DATA IN #/5’

NETWORK USING IDENTIFIERS WHICH ARE BASED
ON CONTENTS OF DATA (As Amended) Date: November 21, 2001 / /7 oz

FILING OF FORMAL DRAWING(S)

CiPg.
Hon. Commissioner of Patents
Washington, D.C. 20231 %
‘Sir: a}
® r“'\

1. Please accept the herewith 31 sheet(s) P’ NOTE

~>+"" A. PTO waived requirement for 3 sets of B/W photos
2. of formal drawing(s) on A4 [111" size June 9, 1998, 1211 0G 34,

paper B. PTO waived requirement for petition and petition fee
for B/AW photos August 4, 1998, 1213 0G 108.

3. of Figure(s) 1a-1b. 2-9. 10a-10b, 11-15 16a-16b C. Petition and fee are still required for photographs

17a-17b, 18a-18b, 19a-19b, 20-25, 26a-26b, 27a-27b which are in color. See Rule 84(2a)(2).
and 28

A,B,C were confirmed in 9/8/00 Rule 84 changes

4. of which Figure(s) __ is/are black and white
photographic drawings (DO NOT use this form for
photographic drawings in color (see PAT-280).

5. [] which is/are in lieu of the informal drawing(s) filed
earlier.

6. Xwhich include the corrections required/approved by the Draftsperson/Examiner in the

[[]Office Action dated Or XNotice of Allowability (PTO-37) dated October 25, 2001.
EXTENSIONS NOT AVAILABLE Re NOTICES OF Large/Small Fee
ALLOWABILITY ISSUED ON/AFTER 11/7/00 Entity Code

7. Original due date: January 25, 2002 | O NONE ‘ N
8. Petition is hereby made to extend the original due date to cover (1 mo) [ $110/$55 = 115/215
The date this response is filed for which the requisite fee is attached (2 mos) | $400/$200 = +0 116/216
(3 mos) | $920/$460 = 1171217

9. TOTAL FEE ENCLOSED | $0

(Our Deposit Account No. 03-3975)

(Our Order No. 7018 | 252465

C# | M#

CHARGE STATEMENT: The Commissioner is hereby authorized to charge any fee specifically authorized hereafter, or any missing or insufficient
fee(s) filed, or asserted to be filed, or which should have been filed herewith or concerning any paper filed hereafter, and which may be required
under Rules 16-18 (missing or insufficiencies only) now or hereafter relative to this application and the resuiting Official Document under Rule 20, or
credit any overpayment, to our Accounting/Order Nos. shown above, for which purpose a duplicate copy of this sheet is attached.
This CHARGE STATEMENT does not authorize charge of the issue fee until/uniess an issue fee transmittal sheet is filed.

Pillsbury Winthrop LLP

Intellectual Property Group
1600 Tysons Boulevard By Atty: _Brian Siritzky \ A Reg. No. 37497

McLean, VA 22102 /
Tel: (703) 905-2000 & /f/
Sig: U A Fax: (703) 905-2500

Atty/Sec: BS/ksh Tel: (703) 905-2185

fo |

NOTE: File this cover sheet in duplicate with P kceipt ?I%I-m ) and attachments
5w~ (el Mo

30240803_1.00C N, \111 { ’3

PAT-125 11/01
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U.S. Appln. of: FARBER et al.
Ap<ns1:XMLFault xmlns:ns1="http://cxf.apache.org/bindings/xformat"><ns1:faultstring xmlns:ns1="http://cxf.apache.org/bindings/xformat">java.lang.OutOfMemoryError: Java heap space</ns1:faultstring></ns1:XMLFault>