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As set forth in Ex.1009  29-39 and Appendix C, Kiuchi discloses all of the 

limitations of claim 1. 

Step (1) of Claim 1 - When the client-side proxy (i.e., the client computer ) 

receives the HTTP request from the user agent, it generates (and transmits) a DNS 

request that is sent to the C-HTTP name server in the form of a C-HTTP name 

service request to ask the C-HTTP name server whether it can communicate with 

the specified host. (Ex.1002 at 65, sec. 2.3(2)).  The C-HTTP name service request 

is a DNS request  because it is a communication that contains a domain name 

(i.e., the hostname from the URL in the HTTP request) and requests an IP address 

for the domain name.  Because the domain name sent in the DNS request is the 

hostname given to the server-side proxy, the domain name is literally associated 

with the target computer  as required by the claim.  Therefore, the DNS request 

requests an IP address corresponding to a domain name associated with the target 

computer  as required by step (1).  The client-side proxy is a client computer  

because it is a computer from which the DNS request is generated and transmitted.   

Step (2) of Claim 1 - Upon receiving the C-HTTP name service request (i.e., 

DNS request) from the client-side proxy, the C-HTTP name server examines 

whether the requested server-side proxy is registered in the closed network.  

(Ex.1002 at 65, sec. 2.3(2)).  The C-HTTP name server determines whether the 

DNS request transmitted by the client-side proxy in step (1) is requesting access to 
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a secure web site based on whether the requested server-side proxy is registered in 

the closed network.  The C-HTTP name server determines that access is being 

requested to a secure web site being proxied by the server-side proxy (i.e., that 

access is being requested to a secure web site / secure target web site ) and sends 

a C-HTTP name service response to the client-side proxy containing the IP 

address and public key of the server-side proxy and both request and response 

Nonce values  (Ex.1002 at 65, sec. 2.3(2)), if the requested server-side proxy is 

registered in the closed network.  The C-HTTP name server determines that access 

is not being requested to a secure web site and sends a status code which indicates 

an error,  if the requested server-side proxy is not registered in the closed network. 

(Ex.1002 at 65, sec. 2.3(2)-(3)).  Thus, step (2) of claim 1 is satisfied by the 

determination made by the C-HTTP name server. 

Additionally, step (2) of claim 1 is satisfied by a determination made by the 

client-side proxy based on the type of response received from the C-HTTP name 

server.  In particular, the client-side proxy determines that access is being 

requested to a secure web site being proxied by the server-side proxy (i.e., that 

access is being requested to a secure target web site ), only if a C-HTTP name 

service response is returned, and determines that access is not being requested to a 

secure web site, if the response is an error status status. 
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Step (3) of Claim 1 - As discussed above for step (2), if the C-HTTP name 

server determines that the requested server-side proxy is registered in the closed 

network and therefore determines that access is being requested to a secure target 

web site, the C-HTTP name server sends a C-HTTP name service response to the 

client-side proxy.  The sending of the C-HTTP name service response by the C-

HTTP name server to the client-side proxy constitutes automatically initiating the 

VPN  within the context of the claim because the C-HTTP name service response 

causes the client-side proxy to send a request for connection to the server-side 

proxy. (Ex.1002 at 65, sec. 2.3(3)).  The 135 Patent provides, as one example of 

automatically initiating the VPN, transmission of a message requesting that a VPN 

be created (see Ex.1001 at 38:30-33).  The C-HTTP name service response is 

analogous because it is a message that causes the VPN to be created. Therefore, 

step (3) of claim 1 is satisfied by sending of the C-HTTP name service response 

message to the client-side proxy in response to determining that the DNS request is 

requesting access to a secure target web site. 

Additionally, step (3) of claim 1 is satisfied by actions taken by the client-

side proxy to automatically initiate the VPN.  In response to receiving a C-HTTP 

name service response (which the client-side proxy uses to determine that the DNS 

request is requesting access to a secure target web site), the client-side proxy 

sends a request for connection to the server-side proxy, which is encrypted using 
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the server-side proxy s public key and contains the client-side proxy s IP address, 

hostname, request Nonce value and symmetric data exchange key for request 

encryption.  (Ex.1002 at 65, section 2.3(3)).  This connection request sent by the 

client-side proxy also meets step (3) of claim 1. 

Ground 2. Claim 3 is Anticipated by Kiuchi 

As set forth in Ex.1009  40 and Appendix C, Kiuchi also discloses all of the 

limitations of claim 3.  In response to determining that the requested server-side 

proxy is not registered in the closed network (which indicates that the DNS request 

is not requesting access to a secure target web site), the C-HTTP name server 

returns to the client-side proxy a status code which indicates an error.  (Ex.1002 

at 65, sec. 2.3(2)).  In turn, [i]f the client-side proxy receives an error status, then 

it performs DNS lookup, behaving like an ordinary HTTP/1.0 proxy.  (Ex.1002 at 

65, sec. 2.3(2)).  It is well-known that such a DNS lookup involves sending a 

request to a DNS server and receiving an IP address back from the DNS server. 

(Ex.1010 at 70 et seq.).  In this way, the domain name is resolved and the IP 

address is returned to the client-side proxy, specifically by the client-side proxy 

sending a lookup request to the conventional DNS server which resolves the 

domain name and returns the IP address to the client-side proxy.  Thus, Kiuchi 

teaches the limitations of claim 3. 

Ground 3. Claim 7 is Anticipated by Kiuchi 
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As set forth in Ex.1009  41-43 and Appendix C, Kiuchi also discloses all 

of the limitations of claim 7 in at least the following two ways: 

Gatekeeper Computer Functions Implemented in C-HTTP Name Server 

The 135 Patent makes clear that the gatekeeper can be implemented as a 

function within the DNS server (see Ex.1001 at 38:53-55).  As discussed under 

Ground 1, the C-HTTP name server is a DNS server that performs the step of 

automatically initiating the VPN  by sending the C-HTTP name service response 

to the client-side proxy.  In this context, the C-HTTP name server also performs 

the functions of a gatekeeper computer because it allocates VPN resources, e.g., it 

generates and provides the request and response Nonce values and returns the 

public key of the server-side proxy and the request and response Nonce values to 

the client-side proxy.  (Ex.1002 at 65, sec. 2.2). 

Gatekeeper Computer Functions Implemented in Server-Side Proxy 

Additionally, as discussed under Ground 1, Kiuchi s client-side proxy 

performs the step of automatically initiating the VPN  by sending a request for 

connection to the server-side proxy.  In this context, the server-side proxy also 

performs the functions of a gatekeeper computer because it allocates VPN 

resources such as a Connection ID and a second symmetric data exchange key that 

are used in establishing a secure connection between the client-side proxy and the 

server-side proxy. (see Ex.1002 at 66, sec. 2.3(5)).  Under the broadest reasonable 
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