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IN THE UNITED STATES PATENT AND TRADEMARK OFFICE

In re patent of Larson et al. REQUEST FOR Inter Partes
REEXAMINATION

U.S. Patent No. 7,418,504
Attorney Docket No.: 43614.101
Filed: November 18, 2003
Customer No.: 27683
Issued: August 26, 2008
Real Party in Interest:
Title: AGILE NETWORK PROTOCOL Cisco Systems, Inc.
FOR SECURE COMMUNICATIONS

USING SECURE DOMAIN NAMES

TP DS U L A P A> oY As O L

REQUEST FOR INTER PARTES REEXAMINATION

Mail Stop Inter partes Reexam
Hon. Commissioner for Patents
P.O. Box 1450

Alexandria, VA 22313-1450
Dear Sir:

Pursuant to the provisions of 35 U.S.C. §§ 311-318, David L. McCombs (“Requester™)
hereby requests inter partes reexamination of claims 1-60 (all of the claims) of United States
Patent No. 7,418,504 that issued on August 26, 2008, to Larson et al. (“the *504 patent,” Exhibit
A), on behalf of Cisco Systems, Inc., the real party in interest. In accordance with 37 C.F.R.

§ 1.915(b)(7), Cisco Systems, Inc. hereby certifies that the estoppel provisions of 37 C.F.R. §
1.907 do not prohibit this request for inter partes reexamination.

This request presents prior art references that were not previously before the Patent
Office, as well as references that were not fully considered by the Patent Office during the
original prosecution of the 504 patent. Claims 1-60 (all of the claims) are invalid over these
references. Requester asks that reexamination be ordered and that all of the claims be rejected
and ultimately canceled.

The *504 patent is also the subject of pending litigation, styled VirnetX;, Inc. v. Cisco
Systems, Inc., Case No. 6:10-cv-417 (E.D. Tex. filed Aug. 11, 2010). No final decision has been

entered in that case.
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Request for Inter partes Reexamination
U.S. Patent No. 7,418,504

L. Introduction

U.S. Patent 7,418,504 is directed to systems, methods, and machine-readable media that
provide a domain name service for establishing a secure communication link. In the original
prosecution, the claims 1-60 were allowed because the examiner did not have available prior art
references that described a domain name service system configured: (1) to be connected to a
communication network, (2) to store a plurality of domain names and corresponding network
addresses, (3) to receive a query for a network address, and (4) to comprise an indication that the
domain name service system supports establishing a secure communication link. As will be
explained in detail, the Patent Owner admits that the first three limitations were already known in
the art. Thus, the only limitation identified in the Examiner’s reasons for allowance and not part
of the admitted prior art is a “domain name service system configured ... to comprise an
indication that the domain name service system supports esfablishing a secure communication
link.” Previously unknown to the Patent Office, technology describing the systems, methods,
and machine-readable media, including the limitations found missing by the original examiner,
had been developed and publicized by others more than a year before the patent’s earliest
claimed priority date. This request shows how three primary references, alone or in combination
with other references, invalidate claims 1-60 of the *504 patent. As detailed below and in the
claim chart exhibits, this request shows a reasonable likelihood that the Requester will prevail
with respect to claims 1-60 of the patent.

For example, the Lendenmann reference describes the Open Software Foundation (OSF)
Distributed Computing Environment (DCE) software system that provides a broad set of name
resolution and security features to support communications across computer networks.
Specifically, Lendenmann describes a Directory Service, connected to a communication
network, for storing domain names and corresponding network addresses. The Lendenmann
Directory Service receives a query for a network address from a client and provides an indication
to the client that the domain name service supports establishing a secure communication link. As
one example, records associated with each server are annotated with security information to
indicate the levels of security supported by the server. Thus, Lendenmann teaches providing a
domain name service for establishing a secure communication link.

Another reference, Aziz, describes issues associated with establishing secure network

links between computers. Specifically, Aziz describes a Domain Name Server connected to a
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Request for Inter partes Reexamination
U.S. Patent No. 7,418,504

communication network and configured to store domain names and corresponding addresses.
The Aziz Domain Name Server responds to received requests for a network address and provides
several indications that it supports establishing a secure communication link. For example, Aziz
describes how the domain name server responds to queries with a specialized security record that
includes configuration information for establishing a secure communication link. Thus, Aziz
teaches providing a domain name service for establishing a secure communication link.

Yet another reference, Kiuchi, describes a closed virtual network allowing for secure
communications among hospitals and other institutions with sensitive medical information. The
network includes a secure domain name service that provides an indication of whether a
requested server is within the closed network. For example, when the requested server is within
the closed network, the secure domain name service provides the server’s encryption key. The
encryption key is an indication of support for establishing a secure communication link. Another
reference, Pfaffenberger, describes client-side software—compatible with Kiuchi’s closed
network—whose “Doorkey Icon” visually indicates to a user whether a current communication
link to a server is secure. Thus, Kiuchi and Pfaffenberger also teach the critical feature
previously thought to be missing from the prior art.

As shown in the detailed analysis in this request, these and other references disclose all of
the features recited in the *504 patent claims and therefore invalidate the claims.

Requester therefore asks that the Office issue an Order for Reexamination and that the
reexamination proceed to reject and cancel claims 1-60 of the *504 Patent.

IL. Description and File History of the *°504 Patent

U.S. 7,418,504 was filed November 18, 2003, as application no. 10/714,849. The *504
patent is a continuation of application no. 09/558,210, filed Apr. 26, 2000, now abandoned,
which is a continuation-in-part of application no. 09/504,783, filed Feb. 15, 2000, now issued as
U.S. 6,502,135 (attached as Exhibit C-1), which is itself a continuation-in-part of application no.
09/429,643, filed Oct. 29, 1999, now issued as U.S. 7,010,604 (attached as Exhibit C-2). The
’504 patent claims priority to these earlier applications. The last of these, U.S. 7,010,604, claims
the benefit of provisional application No. 60/106,261, filed on October 30, 1998 (attached as
Exhibit C-3), and provisional application No. 60/137,704, filed on June 7, 1999 (attached as
Exhibit C-4).
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Request for Inter partes Reexamination
U.S. Patent No. 7,418,504

The °504 patent has 60 total claims and three independent claims—claims 1, 36, and 60.
Claim 1 describes a system for providing a domain name service for establishing a secure
communication link that includes a domain name service system that is configured to perform
certain tasks. Claim 36 describes a machine-readable medium comprising instructions
executable in a domain name service system for performing similar tasks. Claim 60 describes a
method of providing a domain name service system for establishing a secure communication link
that includes connecting a domain name service to a communication network.

Claim 1 is representative:

1. A system for providing a domain name service for establishing a
secure communication link, the system comprising:

a domain name service system configured to be connected to
a communication network, to store a plurality of domain names and
corresponding network addresses, to receive a query for a network
address, and to comprise an indication that the domain name service
system supports establishing a secure communication link.

Relevant aspects of the file history include the prosecution of the parent U.S. App.
09/558,210 (attached as Exhibit B-2) and the prosecution of the *504 patent itself (attached as
Exhibit B-1).

A. Prosecution of the Parent U.S. App. 09/558,210

U.S. patent application no. 09/558,210 was filed Apr. 26, 2000 with 16 claims. In a
preliminary amendment filed Feb. 26, 2002, the applicants amended certain claims and added
new claims 17-23 “to more completely claim the disclosed invention.”"

In the first Office Action, the Examiner rejected claims 1-23 as either anticipated by or
rendered obvious by U.S. 6,119,171 to Alkhatib (“Alkhatib™) and U.S. 5,745,683 to Lee et al.
(“Lee™).?

In response, the applicants argued that Alkhatib failed to disclose the limitation of

3

“authenticating a query for a secure computer network address.” The applicants also argued

! File History of U.S. App. 09/558,210, Amendment at 5 (Feb. 26, 2002).
2 File History of U.S. App. 09/558,210, Office Action at 2—-6 (Mar. 27, 2003).
3 File History of U.S. App. 09/558,210, Amendment and Response at 7-8 (Jun. 27, 2003).
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Request for Inter partes Reexamination
U.S. Patent No. 7,418,504

that Lee failed to “teach a method of registering a secure domain name that includes the step of
verifying ownership information for an equivalent non-secure domain name corresponding to the

secure domain name.”*

Regarding the obviousness rejections based on a combination of both
references, the applicants further argued that “neither Alkhatib nor Lee et al contain any
suggestion or motivation to combine with each other.”

In the second Office Action, the Examiner maintained all of the rejections based on
Alkhatib. The Examiner noted that Alkhatib teaches a gateway that intercepts communications
and allows them through “if an appropriate connection exists to validate their passage.”® The
Examiner also noted that “domain names such as ‘saturn.ttc.com’ are non-standard.”” The
Examiner withdrew the rejections based on Lee, but substituted new rejections based on U.S.
6,016,512 to Huitema.

The applicants did not respond to the Office Action, and a Notice of Abandonment was
mailed on April 15, 2004.%

B. Prosecution of the ’504 Patent

U.S. 7,418,504 was filed November 18, 2003, as application no. 10/714,849, which is a
continuation of application no. 09/558,210. The application-as-filed included 23 claims. Ina
preliminary amendment filed May 18, 2004, the applicants amended various claims, and added
new claims 24-27.

Responding to the rejections from the parent *210 application, the Applicants argued that
Alkhatib “fails to teach or suggest a top-level domain reserved for secure network connections,
as amended in claim 1.”° Responding to the Examiner’s assertion that ‘saturn.ttc.com’ is a non-

standard domain name, Applicants stated that it includes a standard top-level domain:

The Examiner apparently also relies upon Alkhatib referring to the
domain name "saturn.ttc.com". Alkhatib, col. 1, In. 45. However,

4 File History of U.S. App. 09/558,210, Amendment and Response at 10 (Jun. 27, 2003).
3 File History of U.S. App. 09/558,210, Amendment and Response at 12 (Jun. 27, 2003).
® File History of U.S. App. 09/558,210, Office Action at 2 (Oct. 1, 2003).

"Id at3.

® File History of U.S. App. 09/558,210, Notice of Abandonment (Apr. 15, 2004).

? File History of U.S. 7,418,504, Amendment at 8 (May 18, 2004).
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Request for Inter partes Reexamination
U.S. Patent No. 7,418,504

this also uses the standard top-level domain ".com", and not a non-
standard top-level domain as required by the claim. The domain
name "saturn" is a third-level domain name, the domain name "ttc"
is a second level domain name, and the domain name ".com" is the
standard top level domain name. Note that "saturn" and "ttc" are
not part of the top-level domain."

The applicants also stated that an [P address and its inverse name were not a secure

domain name and corresponding non-secure domain name:

Huitema further discloses that an address such as "192.4.18.101"
can be used to build the inverse name "101.18.4.192.inaddr.arpa.".
However, this pair of addresses is not a secure domain name and a
corresponding non-secure domain name as required by claim 13."!

In a first Office action dated December 7, 2006, the examiner entered a two-way
Restriction Requircment.12 The Applicants elected without traverse Group I, corresponding to
claims 1-12 and 26-27."

In a second Office action dated March 21, 2007, the examiner rejected most claims as
being obvious under §103 over IP Security, Chapter 13 of the XP-002167283 reference'*
submitted by the applicants on an Information Disclosure Statement (“XP”’). The examiner also
rejected all of the claims as being indefinite under §112 because, for example, “it is unclear
where a query is coming from or who queries to the server and what is being queried.”'> Claims
9-12 were objected to, and the examiner indicated that they would be allowable if re-written in
independent form.

In response, the Applicants canceled claim 1 and added new claim 28 as a substitute

(amending the dependent claims to instead depend from claim 28). Regarding the rejections

1 File History of U.S. 7,418,504, Amendment at 9 (May 18, 2004).

' File History of U.S. 7,418,504, Amendment at 9 (May 18, 2004).

12 File History of U.S. 7,418,504, Office Action at 2 (Dec. 7, 2006).

13 File History of U.S. 7,418,504, Response to Restriction Requirement (Jan. 8, 2007).

' The XP reference is apparently “Chapter 13 of “Cryptography and Network Security,” 2™
Edition, by W. Stallings.

15 File History of U.S. 7,418,504, Office Action at 2 (Mar. 21, 2007).
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Request for Inter partes Reexamination
U.S. Patent No. 7,418,504,

based on XP, the applicants summarized their understanding of the XP disclosure and broadly
asserted that it did not describe or suggest a system having all of the limitations of claim 28.'¢

The Examiner then issued a Notice of Allowance with the following statement of reasons

for allowance:!”

The prior arts of record do not teach or a domain name service system configured
to be connected to a communication network, to store a plurality of domain names and
corresponding network addresses, to receive a query for a network address, and to
comprise an indication that the domain name service system supports establishing a
secure communication link.

The Applicants did not pay the issue fee, but instead filed a Request for Continued
Examination to allow for consideration of an Information Disclosure Statement.'® The
Applicants subsequently added new dependent claims 54-76."° The Examiner issued a new
Notice of Allowance that reiterated the previous statement of reasons for allowance.”

The Applicants paid the issue fee and submitted an amendment to the specification to
provide reference to certain rights retained by the United States Government.”! The amendment
was entered, and the *504 patent issued on Aug. 26, 2008.

C. The Effective Priority Date of the Claims in the °504 Patent

As noted above, the *504 patent was filed November 18, 2003 but claims priority as far
back as provisional application no. 60/106,261, filed Oct. 30, 1998.

Each of the independent claims in the *504 patent (claims 1, 36, and 60) includes
limitations that have their earliest possible written description support in the continuation-in-part
application no. 09/558,210, filed April 26, 2000. For example, each independent claim recites a

“domain name service” and a “domain name service system.”

16 File History of U.S. 7,418,504, Response at 15-17 (Jul. 11, 2007).

1”7 File History of U.S. 7,418,504, Notice of Allowability at 2 (Oct. 29, 2007).

18 File History of U.S. 7,418,504, Request for Continued Examination and Supplemental
Information Disclosure Statement (Jan. 29, 2008).

1% File History of U.S. 7,418,504, Amendment at 14 (Mar. 12, 2008).

20 File History of U.S. 7,418,504, Notice of Allowability at 2 (Apr. 10, 2008).

2! File History of U.S. 7,418,504, Amendment at 2 (Jul. 9, 2008).
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Request for Inter partes Reexamination
U.S. Patent No. 7,418,504

To the extent there is any written description support for this limitation, it first appeared
in the *210 CIP application filed on April 26, 2000. The 210 application includes a section
specifically labeled “CONTINUATION-IN-PART IMPROVEMENTS,” starting at page 56 of
the originally-filed specification. For example, the description on pages 81-88 discusses
“querying a secure domain name service (SDNS).”*

None of the earlier-filed applications include corresponding descriptions of the claimed
functionality. Indeed, the earlier-filed applications do not even discuss domain names, let alone
a domain name service system. Accordingly, the effective priority date of independent claims 1,
36, and 60 (and, by dependency, all of the other claims) is April 26, 2000.

D. Related Patents

The *504 patent is part of a patent family that includes the parent patents and patent
applications through which it claims priority, along with other related patents and patent
applications. Various patent application members of the family are pending at the Patent Office,
while some issued patent members of the family are the subject of pending or completed
reexamination proceedings.

In particular, the Requester notes that the following related patents are the subject of

currently pending inter partes reexamination requests or proceedings:

Patent No. Reexam Control No. | Request Filed
6,502,135 95/001,679 Jul. 8, 2011
6,502,135 95/001,682 Jul. 11, 2011
7,490,151 95/001,714 Aug. 16, 2011
7,490,151 95/001,697 Jul. 25, 2011
6,839,759 95/001,746 Sept. 7, 2011
7,188,180 95/001,792 Oct. 25,2011

Requester has summarized the patents and applications related to the *504 patent in the

Figure 1 below based on the information on these cases that is publicly available.

22 File History of U.S. App. 09/558,210, Specification as-filed at 84.
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III.  Newly Cited Prior Art Demonstrates a Reasonable Likelihood that Requester Will
Prevail With Respect to Claims 1-60

As discussed above, the record states that claims of the *504 patent were allowed because
the examiner did not have available prior art references that described a domain name service
system configured: (1) to be connected to a communication network, (2) to store a plurality of
domain names and corresponding network addresses, (3) to receive a query for a network
address, and (4) to comprise an indication that the domain name service system supports
establishing a secure communication link.

Requester notes that the Patent Owner admits that the first three limitations were already
known in the art. For example, Fig. 25 of the *504 patent illustrates a network including a user’s
computer 2501, a DNS 2502, and a host 2503. “When the user enters the name of a destination
host, a request DNS REQ is made (through IP protocol stack 2505) to a DNS 2502 to look up the

IP address associated with the name.”?® The Patent Owner described this as a “conventional
124

scheme””" and labeled the system of Fig. 25 as prior art:
2502
\
2501
\ DNSREQ DNS
25{4 25{5
2606 -1
 WEB \ P |a DNS RESP

BROWSER " sk N eaceReQ 2503
TARGET
PAGE RESP WEB SITE

FIG. 25

(PRIOR ART)

2504 Patent, col. 39, 1. 17-19.
242504 Patent, col. 39, 1. 14.
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In addition, in responding to a rejection during the prosecution of parent patent U.S.

6,502,135, the applicants stated:

Risley discloses a DNS lookup system that allows intelligent
correction of domain name searches by providing alternative
suggestions of possible intended domain names when a DNS
lookup was unsuccessful. Risley, Abstract. That is, when a user
submits a domain name query, if the domain name exists, the
domain name server (DNS) provides the corres;oonding machine
address back to the user, as is known in the art.>

Thus, the only limitation identified in the Examiner’s reasons for allowance and not part
of the admitted prior art is a “domain name service system configured ... to comprise an
indication that the domain name service system supports establishing a secure communication
link.”

As shown below, the references presented in this request teach all of the limitations
highlighted in the examiner’s statement of reasons for allowance, including the “indication”
limitation. Because these references provide technical disclosures that the Examiner believed to
be absent in the prior art, the references are not cumulative of the art that was fully considered by
the Office during the original prosecution. Their teachings—as explained below and detailed
more fully in the attached claim charts—demonstrate a reasonable likelihood that the Requester
will prevail with respect to claims 1-60 of the 504 patent.

A. Lendenmann

“Understanding OSF DCE 1.1 for AIX and OS/2” by Ralf Lendenmann
(“Lendenmann’), was published by the IBM International Technical Support Organization in
October 1995. This publication was publicly available more than one year before the *504
Patent’s earliest claimed priority date of October 30, 1998 and is prior art under 35 U.S.C.

§ 102(b). A copy of Lendenmann is attached as Exhibit D-1. Lendenmann has not been
previously cited to the Patent Office.

1. Lendenmann is a printed publication.

% File History of U.S. 6,502,135, Response at 3-4 (Jun. 13, 2002).
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As indicated on the face of the document, the Lendenmann reference was published in
October, 1995 by IBM as part of its well known “redbook” collection. It was cataloged with an
IBM redbook number, SG24-4616, which also appears on the face of the Lendenmann reference.
The self-dated Lendenmann reference also indicates a copyright date of 1995 and provides
information for ordering copies of the publication at page ii. Additionally, at page xxi, the
Lendenmann reference provides a public website to access this and other IBM redbooks. Thus,
the Lendenmann reference itself indicates that it was a “printed publication” within the meaning
of 35 U.S.C. §102.

As further evidence of Lendenmann’s public accessibility, Exhibit E-1 provides a
December 7, 1998 archived link to the Lendenmann reference from the Wayback Machine at
Archive.org.”® Specifically, the bottom of Page 2 of Exhibit E-1 provides a link to “SG24-4616-
00 Understanding OSF DCE 1.1 for AIX and OS/2,” which corresponds to the assigned IBM
redbook number and title of the Lendenmann reference. The Wayback Machine is an accepted
archive resource that is used by examiners to establish posting dates in order to qualify websites
as prior art.”’ The Wayback Machine establishes that the Lendenmann reference was available
to the public at the ibm.com website indicated on Exhibit E-1 by at least December 7, 1998.

As further evidence that the Lendenmann reference was publicly disseminated prior to
the critical date, Exhibit E-2 provides a copy of the first page of Microsoft Corporation’s U.S.
Patent No. 5,913,217 issued June 15, 1999 which indicates, on its face, that at least a portion of

the Lendenmann reference was cited as a prior art reference.

%6 The Board of Patent Appeals and Interferences has recognized retrievals from archive.org as
reliable evidence in establishing the date of a printed publication. See, Appeal 2007-0987 in
application 09/810,992, dated May 24, 2007.

7 See, e.g., Wynn W. Coggins, USPTO, Prior Art in the Field of Business Method Patents —
When is an Electronic Document a Printed Publication for Prior Art Purposes, presented at

AIPLA Fall, 2002 and available on the USPTO website at:
http://www.uspto.gov/patents/resources/methods/aiplafall02 paper.jsp.
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(11] Patent Number: 5,913,217
[45s] Date of Patent: Jun, 15,1999

Williams, Ross N., Adaptive Data Compression, Kluwer
Academic Publishers, Massachusetts, U.S.A., 1991, pp. vi—x
and pp. 1-105.

http://wfd. webflow.buffalo.edu/online-doc/dcel.1/app _gd
core_13.html. [Accessed May 10, 1998] [1-10 pages]12.
RPC Fundamentals.
http:/fwww.opengroup.org/onlinepubs/9629399/apdxa.htm.
[Accessed May 10, 1998] DEC 1.1:Remote Procedure Call
1

http://www.rs6000.ibm.com/resource/aix  resource/Pubs/
redbooks/htmlbooks/sg244616.00/461ch3.html. [Accessed
Jun. 30, 1998][27 pages)] Understanding OSF DEC 1.1.

This citation indicates that the public was aware of and able to access IBM redbook
number SG24-4616, i.e., the Lendenmann reference, through the ibm.com website by at least .
June 30, 1998.

Thus, individually and together these exhibits and the original Lendenmann reference
establish that the reference was publicly disseminated prior to the critical date of the *504 patent.

2. Teachings of Lendenmann

Lendenmann describes the Open Software Foundation (OSF) Distributed Computing
Environment (DCE) software system that provides a broad set of name resolution and security
features to support communications across computer networks. Specifically, Lendenmann
teaches that the DCE software system provides a Directory Service “that allows users to identify,
by name, network resources, such as servers....”?® The Directory Service may be connected to a
network, as Lendenmann illustrates in Fig. 15 with the example of a Cell Directory Service

(CDS) Server on Node 2 connected to a communication network:

28 1 endenmann at 10.
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Clearing-
house

Lendenmann Fig. 15 (at p. 29)

Lendenmann also teaches that the Cell Directory Service stores domain names and ,

corresponding network addresses so that it can respond to queries for network addresses:

The directory service component that controls names inside a cell
is called the Cell Directory Service (CDS). The CDS stores names
of resources in that cell so that when given a name, CDS returns
the network address of the named resource.”

Finally, Lendenmann teaches that the Cell Directory Service includes a variety of
indications of support for establishing a secure communication link. For example, Lendenmann
teaches that a client can access the Cell Directory Service through a remote procedure call.>® A
remote procedure call in the DCE software system includes support for various levels of security,

including for example authentication and encryption:*'

» Lendenmann at 21, emphasis added.
30 See, Lendenmann at 9 and 173.

3! Lendenmann at 192, underlining added.
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When a client establishes authenticated RPC, it can specify the level of
protection to be applied to its communication with the server. The protection
level determines the degree to which client/server messages are actually
encrypted. As a rule, the more restrictive the protection level, the greater the
impact on performance.

The following protection levels are available:

None. No communication protection.

Connection. Performs an encrypted handshake the first time the client
communicates with the server.

Call. Attaches an encrypted verifier only at the beginning of each remote
procedure call over connectionless communication. This level does not
apply for TCP connections.

Packet. Attaches a verifier to each message sent over the network to make
sure all messages are from the expected client.

Packet Integrity. Ensures and verifies that no messages have been modified
by computing and encrypting a checksum over each message.

CDMF Privacy. Encrypts RPC arguments and data in each call using CDMF.

Packet Privacy. Encrypts RPC arguments and data in each call using DES.

Lendenmann states that the “server adds the levels of security [it] supports to the handles

registered with its RPC runtime.”* These levels of security are an indication that the Cell

Directory Service supports a secure communication link.

As another example of an indication of support for establishing a secure communication

link, Lendenmann teaches that a user can query the Cell Directory Service to determine whether

any security failures have occurred. In the annotated example from Lendenmann below, there

have been no security failures, indicating that a secure communication link is supported:33

32 L endenmann at 185.

3 Lendenmann at 37.
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cdscp> show server
SHOW
SERVER
AT  1995-06-01-10:06:33

Creation Time = 1995-05-31-15:24:20.077

Future Skew Time = 0

Read Operations = 6409

Write Operations = 33
Skulks Initiated
Skulks Completed
Times Lookup Paths Broken
Crucial Replicas
Child Update Failures
[ Security Failures
Known Clearinghouses

~

wlowjo o w o ou o owow 0w M

Noeo oo~

.../itscl.austin.ibm.com/evl_ch

These and other example indications of support for establishing a secure communication
link are analyzed in greater detail in the claim chart attached as Exhibit F-1.

Thus, Lendenmann provides a better disclosure than (and is not cumulative of) the
references previously considered by the Patent Office. As detailed more specifically in the claim
chart attached as Exhibit F-1, Lendenmann teaches all of the limitations of claim 1. And alone
or in combination with other references, Lendenmann teaches all of the limitations of claims 2-
60. Thus, Lendenmann demonstrates a reasonable likelihood that the Requester will prevail with
respect to claims 1-60.

B. Aziz

U.S. Pat. No. 6,119,234, “Method and apparatus for client-host communication over a
computer network,” to Aziz, Jr., et al. (“Aziz”) was filed on June 27, 1997, and issued September
12, 2000. As a patent issuing on an application filed before the 504 Patent’s earliest claimed
priority date of October 30, 1998, Aziz is prior art under 35 U.S.C. § 102(e). A copy of Aziz is
attached as Exhibit D-2. Aziz was one of 90 prior art patents cited on a four-page Information
Disclosure Statement filed by the Applicants,’* but Aziz was never specifically identified or
discussed in the prosecution of the *504 Patent.

Similar to the *504 patent, Aziz addresses issues relating to establishing secure network

links between computers. Aziz describes a Domain Name Server connected to the Internet

34 See File History of U.S. 7,418,504, Information Disclosure Statement, item A41 (Nov. 18,
2003).
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global network. The Domain Name Server includes a database of computer names and addresses

and responds to queries for network addresses:

In the Internet world, the names and addresses of hosts are
stored in databases on computers located throughout the world. A
computer that has one of these databases, and responds to queries
Sor a host's address, is known by various names, including
"Domain Name Server" or simply "name server."’

To facilitate secure communications, Aziz describes configuring the Domain Name
Server to respond to requests with a special record that includes information needed for secure

communications:

According to the invention, a method and apparatus are provided
for dynamically configuring authorized clients with the address of
a protected host and the key and address of an intermediate device
(e.g., encrypting firewall, encrypting router, secure gateway) which
is protecting a number of hosts on a private network located
topologically behind that intermediate device. The registered
name server for a domain is configured to return a new resource
record type, herein called an SX record, in response to requests
Sor information needed for secure communications with
protected hosts in that domain *°

Aziz also provides multiple independent teachings of an “indication” that the domain
name server supports secure communications. First, Aziz describes storing the SX records in the

Domain Name Server database:

Tasks that the network administrator performs to configure outside
NS 120 include defining an SX resource record type and adding
apprq/priate records to the name server database for outside NS
120.°

¥ Aziz, 1:26-31.
36 Aziz, 4:3-13 (emphasis added).
37 Aziz, 8:66-9:2.
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The presence of SX records in the Domain Name Server database is an “indication that the
domain name service system supports establishing a secure communication link.” Aziz explains
that,

Alternatively, a name server can be configured to return an SX
record in the response that includes the answer to a query for some
other record. For example, if the client queries for a host address,
a name server might send a response with the host address in the
answer section and the SX record in the additional section.>®

Aziz also describes configuring the Domain Name Server with “key” and “signature”

records that are used to provide secure communications:

To support the need for secure communications, a version of the
Internet Domain Name System ("secure DNS') uses security
extensions including KEY and SIG resource record types. The
KEY resource record can be used to distribute public keys and
associated information. That is to say, a KEY record could contain
a key, a key name, or an algorithm. The SIG, or "signature,"
resource record can be used to authenticate the data in other
resource records.... One embodiment of the invention uses the
KEY and SIG resource records provided by secure DNS.*

Aziz further describes automatically adding the KEY and SIG records to a response:

Second, whenever a name server adds resource records to the
response, it is implicit that the appropriate SIG and KEY records
are also added (i.e., one SIG record for each record type and
record owner name combination and the KEY record used to
generate the SIG record). In addition, it is implicit that the SIG and
KEY records are used for verifying signed records upon receipt.*’

Storing and providing the KEY and SIG records used to implement secure DNS are a further
“indication that the domain name service system supports establishing a secure communication

link.”

3% Aziz, 6:44-49 (emphasis added).
3 Aziz, 5:61-61, 6:11-12 (emphasis added).
40 Aziz, 9:35-40 (emphasis added).
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These and other example indications of support for establishing a secure communication
link are analyzed in greater detail in the claim chart attached as Exhibit F-2.

Thus, Aziz provides a better disclosure than (and is not cumulative of) the references that
were fully considered by the Patent Office during the original prosecution. As detailed more
specifically in the claim chart attached as Exhibit F-2, Aziz teaches all of the limitations of claim
1. And alone or in combination with other references, Aziz teaches all of the limitations of
claims 2-60. Thus, Aziz demonstrates a reasonable likelihood that the Requester will prevail
with respect to claims 1-60.

C. Kiuchi and Pfaffenberger

“C-HTTP — The Development of a Secure, Closed HTTP-based Network on the Internet”
by Takahiro Kiuchi and Shigekoto Kaihara (“Kiuchi”) was published by IEEE in the
Proceedings of the Symposium on Network and Distributed System Security, 1996. This
publication was publicly available more than one year before the *504 Patent’s earliest claimed
priority date of October 30, 1998 and is prior art under 35 U.S.C. § 102(b). A copy of Kiuchi is
attached as Exhibit D-16. Kiuchi has not been previously cited to the Patent Office.

“Netscape Navigator 3.0: Surfing the Web and Exploring the Internet,” by Bryan
Pfaffenberger, is a book published by Academic Press in 1996. This publication was publicly
available more than one year before the *504 Patent’s earliest claimed priority date of October
30, 1998 and is prior art under 35 U.S.C. § 102(b). A copy of Pfaffenberger is attached as
Exhibit D-17. Pfaffenberger has not been previously cited to the Patent Office.

1. Kiuchi is Prior Art

As indicated on the face of the document itself, Kiuchi was published in 1996 as part of
the “Proceedings of SNDSS’96”:*!

0-8186-7222-6/96 $5.00 © 1996 IEEE
Proceedings of SNDSS 96

As further evidence of Kiuchi’s public availability, the IEEE Computer Society website posted a
summary of the articles published with Kiuchi in the Proceedings of SNDSS’96. The website

provided this information at least as of April 10, 1997, when its contents were archived by the

# Kiuchi at 64.
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Wayback Machine at www.archive.org.42 The archived website includes Kiuchi’s title, authors,
and abstract on pages 2-3. As still further evidence of Kiuchi’s publication and public
availability, the IEEE Computer Society website offered for sale copies of the complete
Proceedings of the SNDSS’96 at least as of April 10, 1997.8 The website indicates that the
Symposium occurred on February 22-23, 1996. Thus, Kiuchi was published and available to the
public in February 1996, and in any event no later than April 10, 1997.

Thus, individually and together these exhibits and the Kiuchi reference itself establish
that the reference was publicly disseminated prior to the critical date of the *504 patent.

2. Pfaffenberger is Prior Art

Pfaffenberger has a copyright date of 1996, indicating that it was published in 1996. The
book has an ISBN of 0-12-553153-2, which the search service at www.isbnsearch.org indicates
is associated with a publication date of September 1996.** This publication date is more than
one year before the *504 Patent’s earliest claimed priority date of October 30, 1998, and making
Pfaffenberger prior art under 35 U.S.C. § 102(b).

In addition, the specific copy of Pfaffenberger relied upon in preparing this request is
available from Southern Methodist University in Dallas, Texas. This library book includes on its
last page a “Date Due” paper that indicates that the book was first checked out and due back to
the library on February 18, 1998. This date is before the *504 Patent’s earliest claimed priority
date of October 30, 1998, qualifying Pfaffenberger as prior art under 35 U.S.C. § 102(a). And
this date is more than one year before the *504 Patent’s earliest effective priority date of April
26, 2000, further qualifying Pfaffenberger as prior art under 35 U.S.C. § 102(b).

3. Teachings of Kiuchi and Pfaffenberger

Similar to the *504 patent, Kiuchi was concerned with establishing secure network links
between computers. Kiuchi sought to develop a secure network by which medical information,

including sensitive clinical trial documents, could be easily shared between different hospitals

* See Exhibit E-11.

4 See Exhibit E-12, 1996 Symposium on Network and Distributed System Security, website
archived by archive.org (Apr. 10, 1997), available at
http://web.archive.org/web/19970410114853/http://computer.org/cspress/catalog/proc9.htm
* See ISBN Search, http://www.isbnsearch.org/isbn/0125531532, attached as Exhibit E-13.
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and other institutions. Kiuchi’s secure network is built using the C-HTTP and HTTP protocols.
Pfaffenberger describes Netscape Navigator, which at the time was the most popular HTTP
client software (also referred to as a web browser). Because of this popularity, it would have
been obvious to use the Netscape Navigator software as an HTTP client in Kiuchi’s system.

To support the establishment of secure communication links, Kiuchi teaches a secure

domain name service system that is used in place of a traditional DNS system:

In a C-HTTP-based network, instead of a DNS, a C-HTTP-based
secure, encrypted name and certification service is used.*’

Kiuchi teaches that the secure C-HTTP name service stores domain names and
corresponding addresses. This stored information is used to respond to queries from clients

seeking to establish a secure communication link with servers:

A client-side proxy asks the C-HTTP name server whether it can
communicate with the host specified in a given URL.... If the
connection is permitted, the C-HTTP name server sends the IP
address and public key of the server-side proxy and both request
and response Nonce values.... When the C-HTTP name server
confirms that the specified server-side proxy is an appropriate
closed network member, a client-side proxy sends a request for
connection to the server-side proxy, which is encrypted using the
server-side proxy's public key....*

As noted in the above quote, Kiuchi teaches that “the C-HTTP name server sends the IP
address and public key of the server-side proxy.”*’ This response is therefore an indication that
the C-HTTP name server supports establishing a secure communication link.

Pfaffenberger further describes indicating support for a secure communication link.
Specifically, Pfaffenberger describes providing a “Doorkey icon” that provides a visual

indication to a user regarding whether a current communication link is secure:

Doorkey Icon

% Kiuchi, p. 64 (emphasis added).
% Kiuchi, p. 65 (emphasis added).
7 Kiuchi, p. 65.
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This icon indicates whether you’re accessing a secure server. If
you’re not, the key is broken. Don’t give your credit card number
to any on-line vendor unless the connection is secure! If you’re
accessing a secure site, the key is unbroken.*®

Pfaffenberger illustrates the Doorkey icon in Fig. 1.2:

Title bar Maximize button
VVVVVV n[\ Ihl/ﬁl/rr;w —“”' :ﬂ/? Close
Menu bar button
Toolbar Minimize
Chain link button
icon Status
Netsite indicator
(Location)b7
Directory
buttons The Laser |
The World's Most Popular Sailboat! &
In-line * How to find your local Laser Dealer (North !
image Amcrica) ]
e Laser Builders Worldwide- and International Laser
Class Information ) ,, Scroll bar
e The Lager Concept - by Bruce Kirby, Designer of
the Laser bl
-. 0
/
workspace e Lascr Pricing and Features i t"
o Laser Specifications and Parts Information i :
* Onc Design - The principles of One Design sailing
 Laser Hall of Fame - famous sailors, Laser sailors allt
* Laser Racing - For all ages! o
« The North American Laser Class Association
o The Sunfish / Laser Picture Galle
« Send us a messagel

Status bar Progressbar ~ Mail icon

Doorkey icon

PFAFFENBERGER, FIG. 1.2 (ANNOTATED).*

8 pfaffenberger at 13 (emphasis added).
4 pfaffenberger at 9.
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In summary, Kiuchi teaches a secure domain name service that resolves names that
supports establishing a secure communication link. Pfaffenberger teaches providing a user with
a visual indication of whether a server supports a secure communication link. Thus, Kiuchi and
Pfaffenberger provide a better disclosure than (and are not cumulative of) the references
previously considered by the Patent Office. As detailed more specifically in the claim chart
attached as Exhibit F-2, Kiuchi in view of Pfaffenberger renders obvious all of the limitations of
claim 1. And together or in combination with other references, Kiuchi and Pfaffenberger render
obvious all of the limitations of claims 2-60. Thus, Kiuchi and Pfaffenberger demonstrate a

reasonable likelihood that the Requester will prevail with respect to claims 1-60.

IV.  Detailed Explanation of the Pertinency and Manner of Applying the Prior Art to the
Claims

A. Summary of the Additional Prior Art

This request relies on additional prior art references to propose obviousness rejections in
combination with one or more of the three principal references discussed above. Additional
references are also cited under the provisions of MPEP 2131.01 to explain features or details that
are inherent in certain prior art disclosures. This other references are cited to provide
explanation and support for specific obviousness combinations, for example, by providing a
motivation to combine references. This section summarizes these additional references.

(i) RFC793

Information Sciences Institute, “Transmission Control Protocol,” DARPA Internet
Program Protocol Specification RFC 793 (Sept. 1981).

RFC 793 is a printed publication that was publicly available more than one year before
the 504 Patent’s earliest claimed priority date of October 30, 1998 and is prior art under 35
U.S.C. § 102(b). A copy of RFC 793 is attached as Exhibit D-3. RFC 793 defines the
Transmission Control Protocol (TCP) that has been widely used on the Internet for many years.
The reference is self-dated with the publication date “September 1981.” RFC 793 is a “Request
for Comments” document. RFC 2026 (attached as Exhibit E-3) states that Request for

Comments documents are the official publications of Internet-related standards:

Each distinct version of an Internet standards-related specification
is published as part of the "Request for Comments" (RFC)
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document series. This archival series is the official publication
channel for Internet standards documents and other publications
of the IESG, IAB, and Internet community. RFCs can be obtained
from a number of Internet hosts using anonymous FTP, gopher,
World Wide Web, and other Internet document-retrieval systems.
The RFC series of documents on networking began in 1969 as part
of the original ARPA wide-area networking (ARPANET) project
(see Appendix A for glossary of acronyms). RFCs cover a wide
range of topics in addition to Internet Standards, from early
discussion of new research concepts to status memos about the
Internet.>

Thus, RFC 793 is an official publication of an Internet standard. Specifically, it is the
official publication of the Transmission Control Protocol (TCP) commonly used throughout the
Internet. Requester respectfully submits that that TCP is a well-known protocol in the Internet

! The *504 Patent itself refers to TCP protocol throughout the specification,*

networking arts.
characterizing it as an “existing protocol.”” In fact, the *504 Patent assumes that the reader is
already familiar with the acronym “TCP,” since the Requester cannot find where the
specification ever provides an explanation or definition of the abbreviation.

As further evidence that RFC 793 was publicly available prior to the critical date, Exhibit
E-4 provides the front page of U.S. Patent 5,463,735, which cites RFC 793 as a prior art

reference considered during its prosecution:

OTHER PUBLICATIONS

“The TFTP Protocol (Revision 2)”, K. R. Sollins, Jun., 1981
Request for Comments: 783 pp. 1-18.

“Transmission Control Protocol DARPA Internet Program
Protocol Specification”, Sep. 1981, RFC: 793 pp. 1-85.

% Exhibit E-3, RFC 2026 at 6.

3! See, e.g., U.S. 6,396,839 at 1:31-33 (“The terms ‘HTTP’ and ‘TCP/IP’ are well known in the
networking and telecommunications arts. For example, TCP/IP refers to a well known set of
protocols for linking dissimilar devices across networks.”).

52 See, e.g., 504 Patent at 35:4, 53:47, and 55:9.

53 See *504 Patent at 7:57-58 (“.. .working on top of existing protocols (i.e., UDP, ICMP, and
TCP)...”).
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Since U.S. Patent 5,463,735 issued on October 31, 1995, it is understood that RFC 793 was
publicly available at least as of that date. Thus, ample evidence exists to conclude that the RFC
793 reference was a “printed publication” when it was distributed in September 1981, and in any
event no later than October 31, 1995.

(i) RFC 2065

D. Eastlake and C. Kaufman, Network Working Group, Information Sciences Institute,
“Domain Name System Security Extensions,” Request For Comments 2065 (Jan. 1997).
RFC 2065 is a printed publication that was publicly available more than one year before
the *504 Patent’s earliest claimed priority date of October 30, 1998 and is prior art under 35
U.S.C. § 102(b). A copy of RFC 2065 is attached as Exhibit D-4. RFC 2065 defines the
extensions of the Domain Name System (DNS) protocol for supporting DNS security, and has
been widely used for many years. The RFC reference is self-dated with the publication date
“January 1997.” As further evidence that RFC 2065 was publicly disseminated before the
priority date of the 504 patent, the prior art Aziz reference refers to REC 2065.>*
(iii) Wesinger
US 5,898,830 to Wesinger, Jr., et al., filed on Oct. 17, 1996 and issued Apr. 27, 1999.
Wesinger is a patent that published before the 504 Patent’s earliest effective date of Apr.
26, 2000 and is prior art under 35 U.S.C. § 102(a). Wesinger is also a patent issued on an
application filed before the *504 Patent’s earliest claimed priority date of Oct. 30, 1998 and is
prior art under 35 U.S.C. § 102(e). Wesinger is attached as Exhibit D-5.
(iv) Ludwig

US 5,689,641 to Ludwig, et al., filed on Oct. 1, 1993 and issued Nov. 18, 1997.

Ludwig is a patent that published before the *504 Patent’s earliest effective date of Apr.
26, 2000 and is prior art under 35 U.S.C. § 102(b). Ludwig is also a patent that published before
the 504 Patent’s earliest priority date of Oct. 30, 1998 and is prior art under 35 U.S.C. § 102(a).
Ludwig is also a patent issued on an application filed before the *504 Patent’s earliest claimed
priority date of Oct. 30, 1998 and is prior art under 35 U.S.C. § 102(e). Ludwig is attached as
Exhibit D-6.

3% See Aziz at 6:14.
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) Martin

David M. Martin, “A Framework for Local Anonymity in the Internet,” Technical
Report. Boston University, Boston, MA, USA (Feb. 21, 1998).

Martin is a publication that was publicly available more than one year before the >504
Patent’s earliest effective date of April 26, 2000 and is prior art under 35 U.S.C. §102(b). Martin
was also published before the 504 Patent’s earliest claimed priority date of October 30, 1998
and is prior art under 35 U.S.C. § 102(a). A copy of Martin is attached as Exhibit D-7.

The Martin paper was published on-line by the Boston University Computer Science
Department prior to the critical date of the 504 patent. The Martin paper itself is
unambiguously dated on its face, “21" February 1998.” Exhibit E-5 provides a copy of the

listing for the Martin paper cataloged at http://dcommon.bu.edu/xmlui/handle/2144/1621.

This listing also indicates an issue date of February 21, 1998. Exhibit E-6 provides a copy of

website http://www.cs.bu.edu/techreports archived by Archive.org and available through

the Wayback Machine.”> The Wayback Machine establishes that the Martin paper was cataloged
in the Boston University Technical Reports Archive and available to the public via link from the
above listed website by at least January 22, 1998. Exhibit E-7 provides a Wayback Machine
archive dated December 1, 1998, with a detailed description of the Boston University Computer
Science Department’s routine business practices for cataloging and publishing technical
reports.”® This description indicates, infer alia, that the technical reports are available to the

public for searching and browsing.

>3 The Board of Patent Appeals and Interferences has recognized retrievals from archive.org as
reliable evidence in establishing the date of a printed publication. See, Appeal 2007-0987 in
application 09/810,992, dated May 24, 2007.

56 As noted in the Decision on Appeal at 5, No. 2007-0987, App. No. 09/810,992 (BPAI May 24,
2007), the Board of Patent Appeals and Interferences has found that one of skill in the art would
recognize that the numbers in an archive.org website address encode the date on which the
document was archived. In this case, the URL in Exhibit E-7 shows an archive timestamp of

“19981201184743,” corresponding to December 1, 1998.
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As further evidence that the Martin paper was publicly disseminated prior to the critical
date, Exhibit E-8 provides a German thesis,”’ unambiguously dated 1999, that cites the Martin
paper at page 77. Because this 1999 publication itself was published before the critical date of
the *504 patent, it establishes that the Martin paper too was publicly disseminated prior to the
critical date. Thus, individually and together these exhibits establish that the Martin paper was
publicly disseminated prior to the critical date of the *504 patent.

(vi)  Schneier

Bruce Schneier, APPLIED CRYPTOGRAPHY (1996).

Schneier is a publication that was publicly available more than one year before the 504
Patent’s earliest effective date of April 26, 2000 and is prior art under 35 U.S.C. § 102(b).
Schneier was also published more than one year before the *504 Patent’s earliest claimed priority
date of October 30, 1998 and is prior art under 35 U.S.C. § 102(b). A copy of Schneier is
attached as Exhibit D-8. As further evidence that Schneier was publicly disseminated before the
priority date of the *504 patent, Schneier is cited on the front of U.S. Patent No. 5,737,423 which
issued on April 7, 1998. (Exhibit E-9.)

(vii) Lawton

Lawton, George, “New top-level domains promise descriptive names,” Sunworld Online,
September 1996.

Lawto£1 is a printed publication published in September 1996, more than a year before the
-?504 patent’s earliest claimed priority date, and is prior art under 35 U.S.C. § 102(b). A copy of
Lawton is attached as Exhibit D-9.

As evidence of Lawton’s public availability, Exhibit E-10 provides a copy of website of
Lawton as published on SunWorld.com and archived by Archive.org on February 19, 1999,
available through the Wayback Machine. The Wayback Machine establishes that Lawton was
available to the public at the above listed website by at least February 19, 1999.

7U. Moller, “Implementation eines Anonymisierungsverfahrens fiir WWW-Zugriffe,”

Diplomarbeit, Universitdt Hamburg (July 16, 1999).
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(viii) Gaspoz

Gaspoz, Jean-Paul, “VPN on DCE: From Reference Configuration to Implementation,”
Bringing Telecommunication Services to the People — IS&N *95, Third International Conference
on Intelligence in Broadband Services and Networks, October 1995 Proceedings. The collected
papers from the conference were published in Lecture Notes in Computer Science, vol. 998
(Springer, 1995).

Gaspoz is a printed publication published in 1995, more than a year before the *504
patent’s earliest claimed priority date, and is prior art under 35 U.S.C. §102(b). A copy of
Gaspoz, with 1995 publication and copyright dates unambiguously marked on its face, is
attached at Exhibit D-10. A

As further evidence of Gaspoz’s public availability, the edition provided with this request
comes from the University of Texas at Dallas, whose title page is stamped with the dates “MAR
12 1996” and “MAY 06 1996.” Thus, Gaspoz was publicly available in Dallas at least as of
March 12, 1996 when this date when the earliest of these dates was apaprently stamped into the
book.

(ix) Borella

US 6,269,099 to Borella, et al., filed on Jul. 1, 1998 and issued Jul. 31, 2001.

Borella is a patent that issued on an application filed before the *504 Patent’s earliest
priority date of Oct. 30, 1998 and is prior art under 35 U.S.C. § 102(e). Borella is attached as
Exhibit D-11.

(x) Broadhurst

US 6,560,634 to Broadhurst, et al., was filed on Aug. 13, 1998 and issued May 6, 2003.
Broadhurst is a patent that issuing on an application filed before the 504 Patent’s earliest
effective date of Apr. 26, 2000 and is prior art under 35 U.S.C. § 102(e). Broadhurst is attached
as Exhibit D-12.
(xi) Pallen

Mark Pallen, “The world wide web,” BRITISH MEDICAL JOURNAL, vol. 311 at 1554 (Dec.
9, 1995).

Pallen is a printed publication published in 1995, more than a year before the 504
patent’s earliest claimed priority date, and is prior art under 35 U.S.C. §102(b). A copy of
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Pallen, with 1995 publication and copyright dates unambiguously marked on its face, is attached
at Exhibit D-13.
(xii) Rivest

R.L. Rivest, A. Shamir, and L. Adleman, “A Method for Obtaining Digital Signatures
and Public-Key Cryptosystems,” Communications of the ACM, vol. 21, no. 2, pp. 120-126 (Feb.
1978).

Rivest is a scholarly article that published in the magazine Communications of the ACM
in February 1978. Rivest includes this publication information unambiguously on its face. Thus,
Rivest is a printed publication that published more than one year before the *504 Patent’s earliest
effective date of Apr. 26, 2000 and is prior art under 35 U.S.C. § 102(b). Rivest is attached as
Exhibit D-14.

(xiii) Franaszek

U.S. Pat. 4,952,930 to Franaszek, et al., filed Nov. 18, 1988 and issued Aug. 28, 1990.
Franaszek is a patent issued more than one year before the *504 patent’s earliest claimed
priority date and is prior art under 35 U.S.C. § 102(b). A copy of Franaszek is attached as
Exhibit D-15.
(xiv) Gittler

Frederic Gittler and Anne C. Hopkins, “The DCE Security Service,” Hewlett-Packard
Journal, pp. 41-48 (Dec. 1995).

Gittler is an article that published in the Hewlett Packard Journal in December 1995.
Gittler includes this publication information unambiguously on its face. Thus, Gittler is a printed

publication that published more than one year before the 504 Patent’s earliest effective date of
Apr. 26, 2000 and is prior art under 35 U.S.C. § 102(b). Gittler is attached as Exhibit D-18.

B. Statutory Bases for Proposed Rejections of the Claims
The following is a quotation of 35 U.S.C. § 102 that forms the basis for all of the
following anticipation rejections:
A person shall be entitled to a patent unless ...
(a) the invention was known or used by others in this country, or patented

or described in a printed publication in this or a foreign country, before the
invention thereof by the applicant for patent, or
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(b) the invention was patented or described in a printed publication in this
or a foreign country or in public use or on sale in this country, more than one
year prior to the date of application for patent in the United States, or

(e) the invention was described in ... (2) a patent granted on an
application for patent by another filed in the United States before the invention by
the applicant for patent....
The following is a quotation of 35 U.S.C. § 103(a) that forms the basis of all obviousness

rejections:

A patent may not be obtained though the invention is not identically disclosed or
described as set forth in section 102 of this title, if the differences between the
subject matter sought to be patented and the prior art are such that the subject
matter as a whole would have been obvious at the time the invention was made to
a person having ordinary skill in the art to which said subject matter pertains.
Patentability shall not be negatived by the manner in which the invention was
made.

C. Proposed Rejections of the Claims

(a) Proposed Rejections Based on Lendenmann

Proposed Rejection #1. Claims 1-3, 5 6, 14-30, 33-54, and 57-60 are anticipated by
Lendenmann under 35 U.S.C. § 102(b), as shown by detailed explanation in the
claim chart provided at Exhibit F-1, chart F-1.1.

Proposed Rejection #2. Claims 1-3, 5 6, 14-30, 33-54, and 57-60 are obvious over
Lendenmann under 35 U.S.C. § 103, as shown by detailed explanation in the

claim chart provided at Exhibit F-1, chart F-1.2.

Proposed Rejection #3. Claim 7 is obvious over Lendenmann in view of Wesinger
under 35 U.S.C. § 103(a), as shown by detailed explanation in the claim chart
provided at Exhibit F-1, chart F-1.3.

Proposed Rejection #4. Claim 8-9 are obvious over Lendenmann in view of Gaspoz
under 35 U.S.C. § 103(a), as shown by detailed explanation in the claim chart
provided at Exhibit F-1, chart F-1.4.
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Proposed Rejection #5. Claim 10 is obvious over Lendenmann in view of Gaspoz
and further in view of Schneier under 35 U.S.C. § 103(a), as shown by detailed
explanation in the claim chart provided at Exhibit F-1, chart F-1.5.

Proposed Rejection #6. Claim 11 is obvious over Lendenmann in view of Gaspoz
and further in view of Martin under 35 U.S.C. § 103(a), as shown by detailed
explanation in the claim chart provided at Exhibit F-1, chart F-1.6.

Proposed Rejection #7. Claims 12-13 are obvious over Lendenmann in view of
Gaspoz and further in view of RFC 793 under 35 U.S.C. § 103(a), as shown by
detailed explanation in the claim chart provided at Exhibit F-1, chart F-1.7.

Proposed Rejection #8. Claims 31-32 and 55-56 are obvious over Lendenmann in
view of Ludwig under 35 U.S.C. § 103(a), as shown by detailed explanation in the
claim chart provided at Exhibit F-1, chart F-1.8.

(b) Proposed Rejections Based on Aziz

Proposed Rejection #9. Claims 1-2, 5-8, 14-25, 27-28, 33-52, and 57-60 are
anticipated by Aziz under 35 U.S.C. § 102(b), as shown by detailed explanation in
the claim chart provided at Exhibit F-2, chart F-2.1.

Proposed Rejection #10. Claims 1-2, 5-9, 14-25, 27-28, 33-52, and 57-60 are
obvious over Aziz under 35 U.S.C. § 103(a), as shown by detailed explanation in

the claim chart provided at Exhibit F-2, chart F-2.2.

Proposed Rejection #11.  Claim claims 3-4 and 26 are obvious over Aziz in view of
Lawton under 35 U.S.C. § 103(a), as shown by detailed explanation in the claim
chart provided at Exhibit F-2, chart F-2.3.

Proposed Rejection #12.  Claim 9 is obvious over Aziz in view of Franaszek under
35 U.S.C. § 103(a), as shown by detailed explanation in the claim chart provided
at Exhibit F-2, chart F-2.4.
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Proposed Rejection #13.  Claim 10 is obvious over Aziz in view of Schneier under
35 U.S.C. § 103(a), as shown by detailed explanation in the claim chart provided
at Exhibit F-2, chart F-2.5.

Proposed Rejection #14.  Claims 11-13 are obvious over Aziz in view of Martin
under 35 U.S.C. § 103(a), as shown by detailed explanation in the claim chart
provided at Exhibit F-2, chart F-2.6.

Proposed Rejection #15.  Claims 29-32 and 53-56 are obvious over Aziz in view of
Ludwig under 35 U.S.C. § 103(a), as shown by detailed explanation in the claim
chart provided at Exhibit F-2, chart F-2.7.

(c) Proposed Rejections Based on Kiuchi and Pfaffenberger

Proposed Rejection #16.  Claims 1-4, 6, 8-10, 12-19, 22, 24-30, 33-34, 36-43, 46, 48-
54, & 57-60 are obvious over Kiuchi in view of Pfaffenberger under 35 U.S.C. §
103(a), as shown by detailed explanation in the claim chart provided at Exhibit F-
3, chart F-3.1.

Proposed Rejection #17.  Claims 5, 23, and 47 are obvious over Kiuchi in view of
Pfaffenberger and further in view of Rivest under 35 U.S.C. § 103(a), as shown
by detailed explanation in the claim chart provided at Exhibit F-3, chart F-3.2.

Proposed Rejection #18.  Claim 7 is obvious over Kiuchi in view of Pfaffenberger
and further in view of Borella under 35 U.S.C. § 103(a), as shown by detailed
explanation in the claim chart provided at Exhibit F-3, chart F-3.3.

Proposed Rejection #19.  Claim 11 is obvious over Kiuchi in view of Pfaffenberger
and further in view of Martin under 35 U.S.C. § 103(a), as shown by detailed
explanation in the claim chart provided at Exhibit F-3, chart F-3.4.

Proposed Rejection #20.  Claims 20-21, 35, and 4445 are obvious over Kiuchi in
view of Pfaffenberger and further in view of Broadhurst under 35 U.S.C. §
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103(a), as shown by detailed explanation in the claim chart provided at Exhibit F-
3, chart F-3.5.

Proposed Rejection #21.  Claims 31-32 and 55-56 are obvious over Kiuchi in view
of Pfaffenberger and further in view of Ludwig under 35 U.S.C. § 103(a), as
shown by detailed explanation in the claim chart provided at Exhibit F-3, chart F-
3.6.

D. Claim Interpretation

“During patent examination, the pending claims must be ‘given their broadest reasonable
interpretation consistent with the specification.”” (MPEP § 2111). The standards of claim
interpretation that must be used by the courts in patent litigation are different than the claim
interpretation standard that must be used by the Office in claim examination proceedings
(including reexamination). Therefore, any claim interpretations submitted herein for the purpose
of showing a reasonable likelihood that the Requester will prevail with respect to Claims 1-60
are neither binding upon the real parties in interest in any litigation related to the *504 patent nor do
such claim interpretations necessarily correspond to the construction of claims under the legal
standards that are mandated to be used by the courts in litigation. (See MPEP at § 2686.04.11
(determinations in reexamination are independent of a court’s deciéion on validity because of
different standards of proof and claim interpretation employed by the District Courts and the
Office); see also, In re Zletz, 893 F.2d 319, 322, 13 USPQ2d 1320,1322 (Fed. Cir. 1989); 35 U.S.C.
§305).

The *504 patent claims priority to U.S. 6,502,135, which was asserted in prior litigation,
styled VirnetX; Inc. v. Microsoft Corp., Case No. 6:07-cv-80 in the Eastern District of Texas. As
potentially helpful guidance in giving the claims of the *504 patent the broadest reasonable
interpretation consistent with the specification, the district court’s Memorandum Opinion on Claim

Construction (E.D. Tex. Jul. 30, 2009) is attached as Exhibit B-3.
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V. List of Exhibits

Exhibit A
Exhibit B-1
Exhibit B-2

Exhibit B-3

Exhibit C-1
Exhibit C-2
Exhibit C-3
Exhibit C-4

Exhibit D-1

Exhibit D-2

Exhibit D-3

Exhibit D-4

Exhibit D-5

Exhibit D-6

Exhibit D-7

Exhibit D-8

U.S. Patent 7,418,504
File History of U.S. Patent 7,418,504
File History of U.S. Patent Application No. 09/558,210

VirnetX, Inc. v. Microsoft Corp., Case No. 6:07-cv-80, Memorandum Opinion
on Claim Construction (E.D. Tex. Jul. 30, 2009).

U.S. Patent 6,502,135
U.S. Patent 7,010,604
Provisional Application 60/106,261
Provisional Application 60/137,704

“Lendenmann”: Rolf Lendenmann, UNDERSTANDING OSF DCE 1.1 FOrR AIX
AND OS/2, IBM International Technical Support Organization (Oct. 1995).

“Aziz”: U.S. Pat. No. 6,119,234, “Method and apparatus for client-host
communication over a computer network,” to Aziz, Jr., et al. , filed June 27,
1997. ‘

“RFC 793”: Information Sciences Institute, “Transmission Control Protocol,”
DARPA Internet Program Protocol Specification RFC 793 (Sept. 1981).

“RFC 2065: D. Eastlake and C. Kaufman, Network Working Group,
Information Sciences Institute, “Domain Name System Security Extensions,”
Request For Comments 2065 (Jan. 1997).

“Wesinger”: US 5,898,830 to Wesinger, Jr., et al., filed on Oct. 17, 1996 and
issued Apr. 27, 1999.

“Ludwig”: US 5,689,641 to Ludwig, et al., filed on Oct. 1, 1993 and issued
Nov. 18, 1997.

“Martin”: David M. Martin, “A Framework for Local Anonymity in the
Internet,” Technical Report. Boston University, Boston, MA, USA (Feb 21,
1998).

“Schneier”: Bruce Schneier, APPLIED CRYPTOGRAPHY (1996).
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Exhibit D-9

Exhibit D-10

Exhibit D-11

Exhibit D-12

Exhibit D-13

Exhibit D-14

Exhibit D-15

Exhibit D-16

Exhibit D-17

Exhibit D-18

Exhibit E-1

Exhibit E-2
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“Lawton”: Lawton, George, “New top-level domains promise descriptive
names,” Sunworld Online, September 1996.

“Gaspoz”: Gaspoz, Jean-Paul, “VPN on DCE: From Reference
Configuration to Implementation,” Bringing Telecommunication Services to
the People — IS&N °95, Third International Conference on Intelligence in
Broadband Services and Networks, October 1995 Proceedings, Lecture Notes
in Computer Science, vol. 998 (Springer, 1995).

“Borella™: US 6,269,099 to Borella, et al., filed on Jul. 1, 1998 and issued
Jul. 31, 2001.

“Broadhurst”: US 6,560,634 to Broadhurst, et al., was filed on Aug. 13, 1998
and issued May 6, 2003.

“Pallen”: Mark Pallen, “The world wide web,” BRITISH MEDICAL JOURNAL,
vol. 311 at 1554 (Dec. 9, 1995).

“Rivest”: R.L. Rivest, A. Shamir, and L. Adleman, “A Method for Obtaining
Digital Signatures and Public-Key Cryptosystems,” Communications of the
ACM, vol. 21, no. 2, pp. 120-126 (Feb. 1978).

“Franaszek™: U.S. Pat. 4,952,930 to Franaszek, et al., filed Nov. 18, 1988 and
issued Aug. 28, 1990.

“Kiuchi”: Takahiro Kiuchi and Shigekoto Kaihara, “C-HTTP — The
Development of a Secure, Closed HTTP-based Network on the Internet,”
Proceedings of the Symposium on Network and Distributed System Security,
1996.

“Pfaffenberger”: Bryan Pfaffenberger, NETSCAPE NAVIGATOR 3.0: SURFING
THE WEB AND EXPLORING THE INTERNET, Academic Press (1996).

“Gittler”: Frederic Gittler and Anne C. Hopkins, “The DCE Security
Service,” Hewlett-Packard Journal, pp. 41-48 (Dec. 1995).

Copy of catalog listing by IBM for RS/6000 Redbooks Collection which
includes a link to the Lendenmann reference. The link to the Lendenmann
reference was archived at archive.org on December 7, 1998 and retrieved by
the Wayback Machine.

First page of U.S. Patent No. 5,913,217 published June 15, 1999 and citing a
portion of the Lendenmann reference as a prior art reference.
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Exhibit E-3

Exhibit E-4

Exhibit E-5

Exhibit E-6

Exhibit E-7

Exhibit E-8

Exhibit E-9

Exhibit E-10

Exhibit E-11

Exhibit E-12

Exhibit E-13

Exhibit F-1

Exhibit F-2

Exhibit F-3
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U.S. Patent No. 7,418,504

Request for Comments 2026, “The Internet Standards Process — Revision 3,”
(October 1996).

First page of U.S. 5,463,735, published October 31, 1995 and citing RFC 793
as a prior art reference.

Copy of catalog listing from Boston University Digital Common website,
listing the Martin reference with an issue date of February 21, 1998.

Copy of Technical Reports Archive listing from Boston University Computer
Science Department which includes a link to the Martin paper. The link to
the Martin paper was archived at archive.org on January 22, 1998 and
retrieved by the Wayback Machine.

Boston University Computer Science Department Technical Reports
Instructions, available at: http://www.cs.bu.edw/techreports/INSTRUCTIONS.

U. Moller, “Implementation eines Anonymisierungsverfahrens fiir WWW-
Zugriffe,” Diplomarbeit, Universitdt Hamburg (July 16, 1999), citing to
Martin at page 77.

First page of U.S. 5,737,423, published April 7, 1998 and citing Schneier as
prior art reference.

Copy of an archived version of the Lawton reference archived at archive.org
on February 19, 1999 and retrieved by the Wayback Machine.

Abstracts of the Proceedings of the Symposium on Network and Distributed
System Security, 1996, archived at archive.org on Apr. 10, 1997, and
retrieved by the Wayback Machine.

1996 Symposium on Network and Distributed System Security, website
archived by archive.org (Apr. 10, 1997), retrieved by the Wayback Machine
at http://web.archive.org/web/19970410114853/http://computer.org/
cspress/catalog/proc9.htm.

Copy of search results for ISBN 0-12-553153-2 (Pfaffenberger) from
www.isbnsearch.org.

Claim charts applying Lendenmann as a primary reference to the *504 patent.
Claim charts applying Aziz as a primary reference to the *504 patent.

Claim charts applying Kiuchi and Pfaffenberger as primary references to the
’504 patent.
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VI. Conclusion

For the reasons set forth above, the Requester has established a reasonable likelihood that
the Requester will prevail with respect to claims 1-60 of the 504 patent. The analysis of the
claims in this request demonstrates the invalidity of these claims in view of the prior art not
previously considered by the Patent Office. Therefore, the Requester asks that this request for
reexamination be granted and that all of claims 1-60 be canceled.

As identified in the attached Certificate of Service and in accordance with 37 C.F.R. §§
1.33(c) and 1.915(b)(6), a copy of the present request, in its entirety, is being served to the
address of the attorney or agent of record.

Please direct all correspondence in this matter to the undersigned.

Respectfully submitted,

/David L. McCombs/

David L. McCombs
Registration No. 32,271

Dated: December 13, 2011

HAYNES AND BOONE, LLP CERTIFICATE OF SERVICE
Customer No. 27683 I hereby certify that this correspondence, all attachments, and any corresponding
Telephone: 214/651-5533 filing fee is being transmitted via the Electronic Filing System (EFS) Web with

the United States Patent and Trademark Office on December 13, 2011.

Facsimile: 214/200-0808

Attorney Docket No.: 43614.101 - n ‘ //

Theresa O’Connor
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VII. Certificate of Service

The undersigned certifies that copies of the following,

¢)) Request for Inter Partes Reexamination Transmittal Form;
(2) PTO 1449 Modified Form;
3) Request for Inter Partes Reexamination; and

(4)  Exhibits A through F-3
in their entirety were served on:

McDermott Will & Emery
600 13th Street, NW
Washington DC 20005-3096

the attorney of record for the assignee of U.S. Patent No. 7,418,504, in accordance with 37
C.F.R. § 1.915 (b)(6), on the 13th day of December, 2011.

/David L. McCombs/
David L. McCombs, Registration No. 32,271
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rights in the invention.

BACKGROUND OF THE INVENTION

A tremendous variety of methods have been proposed and
implemented to provide security and anonymity for commu-
nications over the Internet. The variety stems, in part, from the
different needs of different Internet users. A basic heuristic
framework to aid in discussing these different security tech-
niques is illustrated in FIG. 1. Two terminals, an originating
terminal 100 and a destination terminal 110 are in communi-
cation over the Internet. It is desired for the communications
to be secure, that is, immune to eavesdropping. For example,
terminal 100 may transmit secret information to terminal 110
over the Internet 107. Also, it may be desired to prevent an
eavesdropper from discovering that terminal 100 is in com-
munication with terminal 110. For example, if terminal 100 is
a user and terminal 110 hosts a web site, terminal 100’s user
may not want anyone in the intervening networks to know
what web sites he is “visiting.” Anonymity would thus be an
issue, for example, for companies that want to keep their
market research interests private and thus would prefer to
prevent outsiders from knowing which web-sites or other
Internet resources they are “visiting.” These two security
issues may be called data security and anonymity, respec-
tively.

Data security is usually tackled using some form of data
encryption. An encryption key 48 is known at both the origi-
nating and terminating terminals 100 and 110. The keys may
be private and public at the originating and destination termi-
nals 100 and 110, respectively or they may be symmetrical
keys (the same key is used by both parties to encrypt and
decrypt). Many encryption methods are known and usable in
this context.

To hide traffic from a local administrator or ISP, a user can
employ a local proxy server in communicating over an
encrypted channel with an outside proxy such that the local
administrator or ISP only sees the encrypted traffic. Proxy
servers prevent destination servers from determining the
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identities of the originating clients. This system employs an
intermediate server interposed between client and destination
server. The destination server sees only the Internet Protocol
(IP) address of the proxy server and not the originating client.
The target server only sees the address of the outside proxy.
This scheme relies on a trusted outside proxy server. Also,
proxy schemes are vulnerable to traffic analysis methods of
determining identities of transmitters and receivers. Another
important limitation of proxy servers is that the server knows
the identities of both calling and called parties. In many
instances, an originating terminal, such as terminal A, would
prefer to keep its identity concealed from the proxy, for
example, if the proxy server is provided by an Internet service
provider (ISP).

To defeat traffic analysis, a scheme called Chaum’s mixes
employs a proxy server that transmits and receives fixed
length messages, including dummy messages. Multiple origi-
nating terminals are connected through a mix (a server) to
multiple target servers. It is difficult to tell which of the
originating terminals are communicating to which of the con-
nected target servers, and the dummy messages confuse
eavesdroppers’ efforts to detect communicating pairs by ana-
lyzing traffic. A drawback is that there is a risk that the mix
server could be compromised. One way to deal with this risk
is to spread the trust among multiple mixes. If one mix is
compromised, the identities of the originating and target ter-
minals may remain concealed. This strategy requires a num-
ber of alternative mixes so that the intermediate servers inter-
posed between the originating and target terminals are not
determinable except by compromising more than one mix.
The strategy wraps the message with multiple layers of
encrypted addresses. The first mix in a sequence can decrypt
only the outer layer of the message to reveal the next desti-
nation mix in sequence. The second mix can decrypt the
message to reveal the next mix and so on. The target server
receives the message and, optionally, a multi-layer encrypted
payload containing return information to send data back in
the same fashion. The only way to defeat such a mix scheme
is to collude among mixes. If the packets are all fixed-length
and intermixed with dummy packets, there is no way to do
any kind of traffic analysis.

Still another anonymity technique, called ‘crowds,” pro-
tects the identity of the originating terminal from the inter-
mediate proxies by providing that originating terminals
belong to groups of proxies called crowds. The crowd proxies
are interposed between originating and target terminals. Each
proxy through which the message is sent is randomly chosen
by an upstream proxy. Each intermediate proxy can send the
message either to another randomly chosen proxy in the
“crowd” or to the destination. Lhus, even crowd members
cannot determine if a preceding proxy is the originator of the
message or if it was simply passed from another proxy.

7ZKS (Zero-Knowledge Systems) Anonymous IP Protocol
allows users to select up to any of five different pseudonyms,
while desktop software encrypts outgoing traffic and wraps it
in User Datagram Protocol (UDP) packets. The first server in
a 2+-hop system gets the UDP packets, strips off one layer of
encryption to add another, then sends the traffic to the next
server, which strips off yet another layer of encryption and
adds anew one. The user is permitled to control the number of
hops. At the final server, traffic is decrypted with an untrace-
able IP address. The technique is called onion-routing. This
method can be defeated using traffic analysis. For a simple
example, bursts of packets from a user during low-duty peri-
ods can reveal the identities of sender and receiver.

Firewalls attempt to protect LANs from unauthorized
access and hostile exploitation or damage to computers con-
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nected to the LAN. Firewalls provide a server through which
all access to the LAN must pass. Firewalls are centralized
systems that require administrative overhead to maintain.
They can be compromised by virtual-machine applications
(“applets™). They instill a false sense of security that leads to
security breaches for example by users sending sensitive
information to servers outside the firewall or encouraging use
of modems to sidestep the firewall security. Firewalls are not
useful for distributed systems such as business travelers,
extranets, small teams, etc.

SUMMARY OF THE INVENTION

A secure mechanism for communicating over the internet,
including a protocol referred to as the Tunneled Agile Routing
Protocol (TARP), uses a unique two-layer encryption format
and special TARP routers. TARP routers are similar in func-
tion to regular IP routers. Each TARP router has one or more
IP addresses and uses normal IP protocol to send IP packet
messages (“packets” or “datagrams”). The IP packets
exchanged between TARP terminals via TARP routers are
actually encrypted packets whose true destination address is
concealed except to TARP routers and servers. The normal or
“clear” or “outside” IP header attached to TARP IP packets
contains only the address of a next hop router or destination
server. That is, instead of indicating a final destination in the
destination field of the IP header, the TARP packet’s IP
header always points to a next-hop in a series of TARP router
hops, or to the final destination. This means there is no overt
indication from an intercepted TARP packet of the true des-
tination of the TARP packet since the destination could
always be next-hop TARP router as well as the final destina-
tion.

Each TARP packet’s true destination is concealed behind a
layer of encryption generated using a link key. The link key is
the encryption key used for encrypted communication
between the hops intervening between an originating TARP
terminal and a destination TARP terminal. Each TARP router
can remove the outer layer of encryption to reveal the desti-
nation router for each TARP packet. To identify the link key
needed to decrypt the outer layer of encryption of a TARP
packet, areceiving TARP or routing terminal may identify the
transmitting terminal by the sender/receiver IP numbers in the
cleartext IP header.

Once the outer layer of encryption is removed, the TARP
router determines the final destination. Each TARP packet
140 undergoes a minimum number of hops to help foil traffic
analysis. The hops may be chosen at random or by a fixed
value. As a result, each TARP packet may make random trips
among a number of geographically disparate routers before
reaching its destination. Each trip is highly likely to be dif-
ferent for each packet composing a given message because
each trip is independently randomly determined. This feature
is called agile routing. The fact that different packets take
different routes provides distinct advantages by making it
difficult for an interloper to obtain all the packets forming an
entire multi-packet message. The associated advantages have
to do with the inner layer of encryption discussed below.
Agile routing is combined with another feature that furthers
this purpose; a feature that ensures that any message is broken
into multiple packets.

The IP address of a TARP router can be changed, a feature
called IP agility. Each TARP router, independently or under
direction from another TARP terminal or router, can change
its IP address. A separate, unchangeable identifier or address
is also defined. This address, called the TARP address, is
known only to TARP routers and terminals and may be cor-
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related at any time by a TARP router or a TARP terminal using
a Lookup Table (LUT). When a TARP router or terminal
changes its IP address, it updates the other TARP routers and
terminals which in turn update their respective LUTs.

The message payload is hidden behind an inner layer of
encryption in the TARP packet that can only be unlocked
using a session key. The session key is not available to any of
the intervening TARP routers. The session key is used to
decrypt the payloads of the TARP packets permitting the data
stream to be reconstructed.

Communication may be made private using link and ses-
sion keys, which in turn may be shared and used according to
any desired method. For example, public/private keys or sym-
metric keys may be used.

To transmit a data stream, a TARP originating terminal
constructs a series of TARP packets from a series of IP pack-
ets generated by a network (IP) layer process. (Note that the
terms “network layer,” “data link layer,” “application layer,”
etc. used in this specification correspond to the Open Systems
Interconnection (OSI) network terminology.) The payloads
of these packets are assembled into a block and chain-block
encrypted using the session key. This assumes, of course, that
all the IP packets are destined for the same TARP terminal.
The block is then interleaved and the interleaved encrypted
block is broken into a series of payloads, one for each TARP
packet to be generated. Special TARP headers IPT are then
added to each payload using the IP headers from the data
stream packets. The TARP headers can be identical to normal
IP headers or customized in some way. They should contain a
formula or data for deinterleaving the data at the destination
TARP terminal, a time-to-live (TTL) parameter to indicate
the number of hops still to be executed, a data type identifier
which indicates whether the payload contains, for example,
TCP or UDP data, the sender’s TARP address, the destination
TARP address, and an indicator as to whether the packet
contains real or decoy data or a formula for filtering out decoy
data if decoy data is spread in some way through the TARP
payload data.

Note that although chain-block encryption is discussed
here with reference to the session key, any encryption method
may be used. Preferably, as in chain block encryption, a
method should be used that makes unauthorized decryption
difficult without an entire result of the encryption process.
Thus, by separating the encrypted block among multiple
packets and making it difficult for an interloper to obtain
access to all of such packets, the contents of the communica-
tions are provided an extra layer of security.

Decoy or dummy data can be added to a stream to help foil
traffic analysis by reducing the peak-to-average network load.
It may be desirable to provide the TARP process with an
ability to respond to the time of day or other criteria to gen-
erate more decoy data during low traffic periods so that com-
munication bursts at one point in the Internet cannot be tied to
communication bursts at another point to reveal the commu-
nicating endpoints.

Dummy data also helps to break the data into a larger
number of inconspicuously-sized packets permitting the
interleave window size to be increased while maintaining a
reasonable size for each packet. (The packet size can be a
single standard size or selected from a [ixed range ol sizes.)
One primary reason for desiring for each message to be bro-
ken into multiple packets is apparent if a chain block encryp-
tion scheme is used to form the first encryption layer prior to
interleaving. A single block encryption may be applied to
portion, or entirety, of a message, and that portion or entirety
then interleaved into a number of separate packets. Consid-
ering the agile IP routing of the packets, and the attendant
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difficulty of reconstructing an entire sequence of packets to
form a single block-encrypted message element, decoy pack-
ets can significantly increase the difficulty of reconstructing
an entire data stream.

The above scheme may be implemented entirely by pro-
cesses operating between the data link layer and the network
layer of each server or terminal participating in the TARP
system. Because the encryption system described above is
insertable between the data link and network layers, the pro-
cesses involved in supporting the encrypted communication
may be completely transparent to processes at the IP (net-
work) layer and above. The TARP processes may also be
completely transparent to the data link layer processes as
well. Thus, no opcrations at or above the Network layer, or at
or below the data link layer, are affected by the insertion of the
TARP stack. This provides additional security to all processes
at or above the network layer, since the difficulty of unautho-
rized penetration of the network layer (by, for example, a
hacker) is increased substantially. Even newly developed
servers running at the session layer leave all processes below
the session layer vulnerable to attack. Note that in this archi-
tecture, security is distributed. That is, notebook computers
used by executives on the road, for example, can communi-
cate over the Internet without any compromise in security.

IP address changes made by TARP terminals and routers
can be done at regular intervals, at random intervals, or upon
detection of “attacks.” The variation of IP addresses hinders
traffic analysis that might reveal which computers are com-
municating, and also provides a degree of immunity from
attack. The level of immunity from attack is roughly propor-
tional to the rate at which the IP address of the host is chang-
ing.

As mentioned, IP addresses may be changed in response to
attacks. An attack may be revealed, for example, by a regular
series of messages indicating that a router is being probed in
some way. Upon detection of an attack, the TARP layer pro-
cess may respond to this event by changing its IP address. In
addition, it may create a subprocess that maintains the origi-
nal IP address and continues interacting with the attacker in
some manner.

Decoy packets may be generated by each TARP terminal
on some basis determined by an algorithm. For example, the
algorithm may be a random one which calls for the generation
of a packet on a random basis when the terminal is idle.
Alternatively, the algorithm may be responsive to time of day
or detection of low traffic to generate more decoy packets
during low traffic times. Note that packets are preferably
generated in groups, rather than one by one, the groups being
sized to simulate real messages. In addition, so that decoy
packets may be inserted in normal TARP message streams,
the background loop may have a latch that makes it more
likely to insert decoy packets when a message stream is being
received. Alternatively, if a large number of decoy packets is
received along with regular TARP packets, the algorithm may
increase the rate of dropping of decoy packets rather than
forwarding them. The result of dropping and generating
decoy packets in this way is to make the apparent incoming
message size different from the apparent outgoing message
size to help foil traffic analysis.

In various other embodiments of the invention, a scalable
version of the system may be constructed in which a plurality
of IP addresses are preassigned to each pair of communicat-
ing nodes in the network. Each pair of nodes agrees upon an
algorithm for “hopping” between IP addresses (both sending
and receiving), such that an eavesdropper sees apparently
continuously random IP address pairs (source and destina-
tion) for packets transmitted between the pair. Overlapping or
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“reusable” IP addresses may be allocated to different users on
the same subnet, since each node merely verifies that a par-
ticular packet includes a valid source/destination pair from
the agreed-upon algorithm. Source/destination pairs are pref-
erably not reused between any two nodes during any given
end-to-end session, though limited IP block sizes or lengthy
sessions might require it.

Further improvements described in this continuation-in-
part application include: (1) a load balancer that distributes
packets across different transmission paths according to
transmission path quality; (2) a DNS proxy server that trans-
parently creates a virtual private network in response to a
domain name inquiry; (3) a large-to-small link bandwidth
management feature that prevents denial-of-service attacks at
system chokepoints; (4) a traffic limiter that regulates incom-
ing packets by limiting the rate at which a transmitter can be
synchronized with a receiver; and (5) a signaling synchro-
nizer that allows a large number of nodes to communicate
with a central node by partitioning the communication func-
tion between two separate entities

The present invention provides key technologies for imple-
menting a secure virtual Internet by using a new agile network
protocol that is built on top of the existing Internet protocol
(IP). The secure virtual Internet works over the existing Inter-
net infrastructure, and interfaces with client applications the
same way as the existing Internet. The key technologies pro-
vided by the present invention that support the secure virtual
Internet include a “one-click” and “no-click” technique to
become part of the secure virtual Internet, a secure domain
name service (SDNS) for the secure virtual Internet, and a
new approach for interfacing specific client applications onto
the secure virtual Internet. According to the invention, the
secure domain name service interfaces with existing applica-
tions, in addition to providing a way to register and serve
domain names and addresses.

According to one aspect of the present invention, a user can
conveniently establish a VPN using a “one-click” or a “no-
click” technique without being required to enter user identi-
fication information, a password and/or an encryption key for
establishing a VPN. The advantages of the present invention
are provided by a method for establishing a secure commu-
nication link between a first computer and a second computer
over a computer network, such as the Internet. In one embodi-
ment, a secure communication mode is enabled at a first
computer without a user entering any cryptographic informa-
tion for establishing the secure communication mode of com-
munication, preferably by merely selecting an icon displayed
on the first computer. Alternatively, the secure communica-
tion mode of communication can be enabled by entering a
command into the first computer. Then, a secure communi-
cation link is established between the first computer and a
second computer over a computer network based on the
enabled secure communication mode of communication.
According to the invention, it is determined whether a secure
communication software module is stored on the first com-
puter in response to the step of enabling the secure commu-
nication mode of communication. A predetermined computer
network address is then accessed for loading the secure com-
munication software module when the software module is not
stored on the first compulter. Subsequently, the proxy soliware
module is stored in the first computer. The secure communi-
cation link is a virtual private network communication link
over the computer network. Preferably, the virtual private
network can be based on inserting into each data packet one or
more data values that vary according to a pseudo-random
sequence. Alternatively, the virtual private network can be
based on a computer network address hopping regime that is
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used to pseudorandomly change computer network addresses
or other data values in packets transmitted between the first
computer and the second computer, such that the second
computer compares the data values in each data packet trans-
mitted between the first computer and the second computer to
a moving window of valid values. Yet another alternative
provides that the virtual private network can be based on a
comparison between a discriminator field in each data packet
to a table of valid discriminator fields maintained for the first
computer.

According to another aspect of the invention, a command is
entered to define a setup parameter associated with the secure
communication link mode of communication. Consequently,
the sccurc communication mode is automatically cstablished
when a communication link is established over the computer
network.

The present invention also provides a computer system
having a communication link to a computer network, and a
display showing a hyperlink for establishing a virtual private
network through the computer network. When the hyperlink
for establishing the virtual private network is selected, a vir-
tual private network is established over the computer net-
work. A non-standard top-level domain name is then sent over
the virtual private network communication to a predeter-
mined computer network address, such as a computer net-
work address for a secure domain name service (SDNS).

The present invention provides a domain name service that
provides secure computer network addresses for secure, non-
standard top-level domain names. The advantages of the
present invention are provided by a secure domain name
service for a computer network that includes a portal con-
nected to a computer network, such as the Internet, and a
domain name database connected to the computer network
through the portal. According to the invention, the portal
authenticates a query for a secure computer network address,
and the domain name database stores secure computer net-
work addresses for the computer network. Each secure com-
puter network address is based on a non-standard top-level
domain name, such as .scom, .sorg, .snet, .snet, .sedu, .smil
and .sint.

The present invention provides a way to encapsulate exist-
ing application network traffic at the application layer of a
client computer so that the client application can securely
communicate with a server protected by an agile network
protocol. The advantages of the present invention are pro-
vided by a method for communicating using a private com-
munication link between a client computer and a server com-
puter over a computer network, such as the Internet.
According to the invention, an information packet is sent
from the client computer to the server computer over the
computer network. The information packet contains data that
is inserted into the payload portion of the packet at the appli-
cation layer of the client computer and is used for forming a
virtual private connection between the client computer and
the server computer. The modified information packet can be
sent through a firewall before being sent over the computer
network to the server computer and by working on top of
existing protocols (i.e., UDP, ICMP and TCP), the present
invention more easily penetrates the firewall. The information
packet is received at a kernel layer of an operating system on
the server side. It is then determined at the kernel layer of the
operating system on the host computer whether the informa-
tion packet contains the data that is used for forming the
virtual private connection. The server side replies by sending
an information packet to the client computer that has been
modified at the kernel layer to containing virtual private con-
nection information in the payload portion of the reply infor-
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mation packet. Preferably, the information packet from the
client computer and the reply information packet from the
server side are each a UDP protocol information packet.
Alternative, both information packets could be a TCP/IP pro-
tocol information packet, or an ICMP protocol information
packet.

BRIEF DESCRIPTION OF THE DRAWINGS

FIG. 1 is an illustration of secure communications over the
Internet according to a prior art embodiment.

FIG. 2 is an illustration of secure communications over the
Internet according to a an embodiment of the invention.

FIG. 3a is an illustration of a process of forming a tunneled
IP packet according to an embodiment of the invention.

FIG. 34 is an illustration of a process of forming a tunneled
IP packet according to another embodiment of the invention.

FIG. 4 is an illustration of an OSI layer location of pro-
cesses that may be used to implement the invention.

FIG. 5 is a flow chart illustrating a process for routing a
tunneled packet according to an embodiment of the invention.

FIG. 6 is a flow chart illustrating a process for forming a
tunneled packet according to an embodiment of the invention.

FIG. 7 is a flow chart illustrating a process for receiving a
tunneled packet according to an embodiment of the invention.

FIG. 8 shows how a secure session is established and
synchronized between a client and a TARP router.

FIG. 9 shows an IP address hopping scheme between a
client computer and TARP router using transmit and receive
tables in each computer.

FIG. 10 shows physical link redundancy among three Inter-
net Service Providers (ISPs) and a client computer.

FIG. 11 shows how multiple IP packets can be embedded
into a single “frame” such as an Ethernet frame, and further
shows the use of a discriminator field to camouflage true
packet recipients.

FIG. 12A shows a system that employs hopped hardware
addresses, hopped IP addresses, and hopped discriminator
fields.

FIG. 12B shows several different approaches for hopping
hardware addresses, IP addresses, and discriminator fields in
combination.

FIG. 13 shows a technique for automatically re-establish-
ing synchronization between sender and receiver through the
use of a partially public sync value.

FIG. 14 shows a “checkpoint” scheme for regaining syn-
chronization between a sender and recipient.

FIG. 15 shows further details of the checkpoint scheme of
FIG. 14.

FIG. 16 shows how two addresses can be decomposed into
aplurality of segments for comparison with presence vectors.

FIG. 17 shows a storage array for a receiver’s active
addresses.

FIG. 18 shows the receiver’s storage array after receiving a
sync request.

FIG. 19 shows the receiver’s storage array after new
addresses have been generated.

FIG. 20 shows a system employing distributed transmis-
sion paths.

FIG. 21 shows a plurality of link transmission tables that
can be used to route packets in the system of FIG. 20.

FIG. 22A shows a flowchart for adjusting weight value
distributions associated with a plurality of transmission links.

FIG. 22B shows a flowchart for setting a weight value to
zero if a transmitter turns off.
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FIG. 23 shows a system employing distributed transmis-
sion paths with adjusted weight value distributions for each
path.

FIG. 24 shows an example using the system of FIG. 23.

FIG. 25 shows a conventional domain-name look-up ser-
vice.

FIG. 26 shows a system employing a DNS proxy server
with transparent VPN creation.

FIG. 27 shows steps that can be carried out to implement
transparent VPN creation based on a DNS look-up function.

FIG. 28 shows a system including a link guard function that
prevents packet overloading on a low-bandwidth link LOW
BW.

FIG. 29 shows onc cmbodiment of a system employing the
principles of FIG. 28.

FIG. 30 shows a system that regulates packet transmission
rates by throttling the rate at which synchronizations are
performed.

FIG. 31 shows a signaling server 3101 and a transport
server 3102 used to establish a VPN with a client computer.

FIG. 32 shows message flows relating to synchronization
protocols of FIG. 31.

FIG. 33 shows a system block diagram of a computer
network in which the “one-click” secure communication link
of the present invention is suitable for use.

FIG. 34 shows a flow diagram for installing and establish-
ing a “one-click” secure communication link over a computer
network according to the present invention.

FIG. 35 shows a flow diagram for registering a secure
domain name according to the present invention.

FIG. 36 shows a system block diagram of a computer
network in which a private connection according to the
present invention can be configured to more easily traverse a
firewall between two computer networks.

FIG. 37 shows a flow diagram for establishing a virtual
private connection that is encapsulated using an existing net-
work protocol.

DETAILED DESCRIPTION OF THE INVENTION

Referring to FIG. 2, a secure mechanism for communicat-
ing over the internet employs a number of special routers or
servers, called TARP routers 122-127 that are similar to regu-
lar IP routers 128-132 in that each has one or more IP
addresses and uses normal IP protocol to send normal-look-
ing IP packet messages, called TARP packets 140. TARP
packets 140 are identical to normal IP packet messages that
are routed by regular IP routers 128-132 because each TARP
packet 140 contains a destination address as in a normal IP
packet. However, instead of indicating a final destination in
the destination field of the IP header, the TARP packet’s 140
IP header always points to a next-hop in a series of TARP
router hops, or the final destination, TARP terminal 110.
Because the header of the TARP packet contains only the
next-hop destination, there is no overt indication from an
intercepted TARP packet of the true destination of the TARP
packet 140 since the destination could always be the next-hop
TARP router as well as the final destination, TARP terminal
110.

Each TARP packel’s true destination is concealed behind
an outer layer of encryption generated using a link key 146.
The link key 146 is the encryption key used for encrypted
communication between the end points (TARP terminals or
TARP routers) of a single link in the chain of hops connecting
the originating TARP terminal 100 and the destination TARP
terminal 110. Each TARP router 122-127, using the link key
146 it uses to communicate with the previous hop in a chain,
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can use the link key to reveal the true destination of a TARP
packet. To identify the link key needed to decrypt the outer
layer of encryption of a TARP packet, a receiving TARP or
routing terminal may identity the transmitting terminal
(which may indicate the link key used) by the sender field of
the clear IP header. Alternatively, this identity may be hidden
behind another layer of encryption in available bits in the
clear IP header. Each TARP router, upon receiving a TARP
message, determines if the message is a TARP message by
using authentication data in the TARP packet. This could be
recorded in available bytes in the TARP packet’s IP header.
Alternatively, TARP packets could be authenticated by
attempting to decrypt using the link key 146 and determining
if the results are as expected. The former may have compu-
tational advantages because it does not involve a decryption
process.

Once the outer layer of decryption is completed by a TARP
router 122-127, the TARP router determines the final desti-
nation. The system is preferably designed to cause each
TARP packet 140 to undergo a minimum number of hops to
help foil traffic analysis. The time to live counter in the IP
header of the TARP message may be used to indicate a num-
ber of TARP router hops yet to be completed. Each TARP
router then would decrement the counter and determine from
that whether it should forward the TARP packet 140 to
another TARP router 122-127 or to the destination TARP
terminal 110. If the time to live counter is zero or below zero
after decrementing, for an example of usage, the TARP router
receiving the TARP packet 140 may forward the TARP packet
140 to the destination TARP terminal 110. If the time to live
counter is above zero after decrementing, for an example of
usage, the TARP router receiving the TARP packet 140 may
forward the TARP packet 140 to a TARP router 122-127 that
the current TARP terminal chooses at random. As a result,
each TARP packet 140 is routed through some minimum
number of hops of TARP routers 122-127 which are chosen at
random.

Thus, each TARP packet, irrespective of the traditional
factors determining traffic in the Internet, makes random trips
among a number of geographically disparate routers before
reaching its destination and each trip is highly likely to be
different for each packet composing a given message because
each trip is independently randomly determined as described
above. This feature is called agile routing. For reasons that
will become clear shortly, the fact that different packets take
different routes provides distinct advantages by making it
difficult for an interloper to obtain all the packets forming an
entire multi-packet message. Agile routing is combined with
another [eature that [urthers this purpose, a feature that
ensures that any message is broken into multiple packets.

A TARP router receives a TARP packet when an IP address
used by the TARP router coincides with the IP address in the
TARP packet’s IP header IP.. The IP address of a TARP
router, however, may not remain constant. To avoid and man-
age attacks, each TARP router, independently or under direc-
tion from another TARP terminal or router, may change its IP
address. A separate, unchangeable identifier or address is also
defined. This address, called the TARP address, is known only
to TARP roulters and terminals and may be correlated at any
time by a TARP router or a TARP terminal using a Lookup
Table (LUT). When a TARP router or terminal changes its IP
address, it updates the other TARP routers and terminals
which in turn update their respective LUTs. In reality, when-
ever a TARP router looks up the address of a destination in the
encrypted header, it must convert a TARP address to a real IP
address using its LUT.
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While every TARP router receiving a TARP packet has the
ability to determine the packet’s final destination, the mes-
sage payload is embedded behind an inner layer of encryption
in the TARP packet that can only be unlocked using a session
key. The session key is not available to any of the TARP
routers 122-127 intervening between the originating 100 and
destination 110 TARP terminals. The session key is used to
decrypt the payloads of the TARP packets 140 permitting an
entire message to be reconstructed.

In one embodiment, communication may be made private
using link and session keys, which in turn may be shared and
used according any desired method. For example, a public
key or symmetric keys may be communicated between link or
session endpoints using a public key method. Any of a varicty
of other mechanisms for securing data to ensure that only
authorized computers can have access to the private informa-
tion in the TARP packets 140 may be used as desired.

Referring to FIG. 3a, to construct a series of TARP packets,
a data stream 300 of IP packets 207a, 207b, 207¢, etc., such
series of packets being formed by a network (IP) layer pro-
cess, is broken into a series of small sized segments. In the
present example, equal-sized segments 1-9 are defined and
used to construct a set of interleaved data packets A, B, and C.
Here it is assumed that the number of interleaved packets A,
B, and C formed is three and that the number of IP packets
207a-207¢ used to form the three interleaved packets A, B,
and C is exactly three. Of course, the number of IP packets
spread over a group of interleaved packets may be any con-
venient number as may be the number of interleaved packets
over which the incoming data stream is spread. The latter, the
number of interleaved packets over which the data stream is
spread, is called the interleave window.

To create a packet, the transmitting software interleaves the
normal IP packets 207a et. seq. to form a new set of inter-
leaved payload data 320. This payload data 320 is then
encrypted using a session key to form a set of session-key-
encrypted payload data 330, each of which, A, B, and C, will
form the payload of a TARP packet. Using the IP header data,
from the original packets 207a-207¢, new TARP headers 1P,
are formed. The TARP headers IP, can be identical to normal
IP headers or customized in some way. In a preferred embodi-
ment, the TARP headers IP, are IP headers with added data
providing the following information required for routing and
reconstruction of messages, some of which data is ordinarily,
or capable of being, contained in normal IP headers:

1. A window sequence number—an identifier that indicates
where the packet belongs in the original message
sequence.

2. An interleave sequence number—an identifier that indi-
cates the interleaving sequence used to form the packet
so that the packet can be deinterleaved along with other
packets in the interleave window.

3. A time-to-live (TTL) datum—indicates the number of
TARP-router-hops to be executed before the packet
reaches its destination. Note that the TTL parameter may
provide a datum to be used in a probabilistic formula for
determining whether to route the packet to the destina-
tion or to another hop.

4. Data type identifier—indicates whether the payload con-
tains, for example, TCP or UDP data.

5. Sender’s address—indicates the sender’s address in the
TARP network.

6. Destination address—indicates the destination termi-
nal’s address in the TARP network.

7. Decoy/Real—an indicator of whether the packet con-
tains real message data or dummy decoy data or a com-
bination.
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Obviously, the packets going into a single interleave win-
dow must include only packets with a common destination.
Thus, it is assumed in the depicted example that the IP headers
of IP packets 207a-207¢ all contain the same destination
address or at least will be received by the same terminal so
that they can be deinterleaved. Note that dummy or decoy
data or packets can be added to form a larger interleave
window than would otherwise be required by the size of a
given message. Decoy or dummy data can be added to a
stream to help foil traffic analysis by leveling the load on the
network. Thus, it may be desirable to provide the TARP
process with an ability to respond to the time of day or other
criteria to generate more decoy data during low traffic periods
so that communication bursts at onc point in the Internct
cannot be tied to communication bursts at another point to
reveal the communicating endpoints.

Dummy data also helps to break the data into a larger
number of inconspicuously-sized packets permitting the
interleave window size to be increased while maintaining a
reasonable size for each packet. (The packet size can be a
single standard size or selected from a fixed range of sizes.)
One primary reason for desiring for each message to be bro-
ken into multiple packets is apparent if a chain block encryp-
tion scheme is used to form the first encryption layer prior to
interleaving. A single block encryption may be applied to a
portion, or the entirety, of a message, and that portion or
entirety then interleaved into a number of separate packets.

Referring to FIG. 34, in an alternative mode of TARP
packet construction, a series of IP packets are accumulated to
make up a predefined interleave window. The payloads of the
packets are used to construct a single block 520 for chain
block encryption using the session key. The payloads used to
form the block are presumed to be destined for the same
terminal. The block size may coincide with the interleave
window as depicted in the example embodiment of FIG. 35.
After encryption, the encrypted block is broken into separate
payloads and segments which are interleaved as in the
embodiment of FIG. 3a. The resulting interleaved packets A,
B, and C, are then packaged as TARP packets with TARP
headers as in the Example of FIG. 3a. The remaining process
is as shown in, and discussed with reference to, FIG. 3a.

Once the TARP packets 340 are formed, each entire TARP
packet 340, including the TARP header 1P, is encrypted
using the link key for communication with the first-hop-
TARP router. The first hop TARP router is randomly chosen.
A final unencrypted IP header IP . is added to each encrypted
TARP packet 340 to form a normal IP packet 360 that can be
transmitted to a TARP router. Note that the process of con-
structing the TARP packet 360 does not have to be done in
stages as described. The above description is just a useful
heuristic for describing the final product, namely, the TARP
packet.

Note that, TARP header IP; could be a completely custom
header configuration with no similarity to a normal IP header
except that it contain the information identified above. This is
so since this header is interpreted by only TARP routers.

The above scheme may be implemented entirely by pro-
cesses operating between the data link layer and the network
layer of each server or terminal participating in the TARP
system. Referring 10 FIG. 4, a TARP transceiver 405 can be an
originating terminal 100, a destination terminal 110, or a
TARP router 122-127. In each TARP Transceiver 405, a trans-
mitting process is generated to receive normal packets from
the Network (IP) layer and generate TARP packets for com-
munication over the network. A receiving process is gener-
ated to receive normal IP packets containing TARP packets
and generate from these normal IP packets which are “passed
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up” to the Network (IP) layer. Note that where the TARP
Transceiver 405 is a router, the received TARP packets 140
are not processed into a stream of IP packets 415 because they
need only be authenticated as proper TARP packets and then
passed to another TARP router or a TARP destination termi-
nal 110. The intervening process, a “TARP Layer” 420, could
be combined with either the data link layer 430 or the Net-
work layer 410. In either case, it would intervene between the
data link layer 430 so that the process would receive regular
IP packets containing embedded TARP packets and “hand
up” a series of reassembled IP packets to the Network layer
410. As an example of combining the TARP layer 420 with
the data link layer 430, a program may augment the normal
processes running a communications card, for example, an
Ethernet card. Alternatively, the TARP layer processes may
form part of a dynamically loadable module that is loaded and
executed to support communications between the network
and data link layers.

Because the encryption system described above can be
inserted between the data link and network layers, the pro-
cesses involved in supporting the encrypted communication
may be completely transparent to processes at the IP (net-
work) layer and above. The TARP processes may also be
completely transparent to the data link layer processes as
well. Thus, no operations at or above the network layer, or at
or below the data link layer, are affected by the insertion of the
TARP stack. This provides additional security to all processes
at or above the network layer, since the difficulty of unautho-
rized penetration of the network layer (by, for example, a
hacker) is increased substantially. Even newly developed
servers running at the session layer leave all processes below
the session layer vulnerable to attack. Note that in this archi-
tecture, security is distributed. That is, notebook computers
used by executives on the road, for example, can communi-
cate over the Internet without any compromise in security.

Note that IP address changes made by TARP terminals and
routers can be done at regular intervals, at random intervals,
or upon detection of “attacks.” The variation of IP addresses
hinders tratfic analysis that might reveal which computers are
communicating, and also provides a degree of immunity from
attack. The level of immunity from attack is roughly propor-
tional to the rate at which the IP address of the host is chang-
ing.

As mentioned, IP addresses may be changed in response to
attacks. An attack may be revealed, for example, by a regular
series of messages indicates that a router is being probed in
some way. Upon detection of an attack, the TARP layer pro-
cess may respond to this event by changing its IP address. To
accomplish this, the TARP process will construct a TARP-
formatted message, in the style of Internet Control Message
Protocol (ICMP) datagrams as an example; this message will
contain the machine’s TARP address, its previous IP address,
and its new IP address. The TARP layer will transmit this
packet to at least one known TARP router; then upon receipt
and validation of the message, the TARP router will update its
LUT with the new IP address for the stated TARP address.
The TARP router will then format a similar message, and
broadcast it to the other TARP routers so that they may update
their LUTs. Since the total number of TARP routers on any
given subnet is expected to be relatively small, this process of
updating the LUTs should be relatively fast. It may not, how-
ever, work as well when there is a relatively large number of
TARP routers and/or a relatively large number of clients; this
has motivated a refinement of this architecture to provide
scalability; this refinement has led to a second embodiment,
which is discussed below.
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Upon detection of an attack, the TARP process may also
create a subprocess that maintains the original IP address and
continues interacting with the attacker. The latter may pro-
vide an opportunity to trace the attacker or study the attack-
er’s methods (called “fishbowling” drawing upon the analogy
of'a small fish in a fish bowl that “thinks™ it is in the ocean but
is actually under captive observation). A history of the com-
munication between the attacker and the abandoned (fish-
bowled) IP address can be recorded or transmitted for human
analysis or further synthesized for purposes of responding in
some way.

As mentioned above, decoy or dummy data or packets can
be added to outgoing data streams by TARP terminals or
routers. In addition to making it convenient to spread data
over a larger number of separate packets, such decoy packets
can also help to level the load on inactive portions of the
Internet to help foil traffic analysis efforts.

Decoy packets may be generated by each TARP terminal
100, 110 or each router 122-127 on some basis determined by
an algorithm. For example, the algorithm may be a random
one which calls for the generation of a packet on a random
basis when the terminal is idle. Alternatively, the algorithm
may be responsive to time of day or detection of low traffic to
generate more decoy packets during low traffic times. Note
that packets are preferably generated in groups, rather than
one by one, the groups being sized to simulate real messages.
In addition, so that decoy packets may be inserted in normal
TARP message streams, the background loop may have a
latch that makes it more likely to insert decoy packets when a
message stream is being received. That is, when a series of
messages are received, the decoy packet generation rate may
be increased. Alternatively, if alarge number of decoy packets
is received along with regular TARD packets, the algorithm
may increase the rate of dropping of decoy packets rather than
forwarding them. The result of dropping and generating
decoy packets in this way is to make the apparent incoming
message size different from the apparent outgoing message
size to help foil traffic analysis. The rate of reception of
packets, decoy or otherwise, may be indicated to the decoy
packet dropping and generating processes through perishable
decoy and regular packet counters. (A perishable counter is
one that resets or decrements its value in response to time so
that it contains a high value when it is incremented in rapid
succession and a small value when incremented either slowly
or a small number of times in rapid succession.) Note that
destination TARP terminal 110 may generate decoy packets
equal in number and size to those TARP packets received to
make it appear it is merely routing packets and is therefore not
the destination terminal.

Referring to FIG. 5, the following particular steps may be
employed in the above-described method for routing TARP
packets.

S0. A background loop operation is performed which
applies an algorithm which determines the generation of
decoy IP packets. The loop is interrupted when an
encrypted TARP packet is received.

S2. The TARP packet may be probed in some way to
authenticate the packet before atlempting o decrypt it
using the link key. That is, the router may determine that
the packet is an authentic TARP packet by performing a
selected operation on some data included with the clear
IP header attached to the encrypted TARP packet con-
tained in the payload. This makes it possible to avoid
performing decryption on packets that are not authentic
TARP packets.
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S3.The TARP packetis decrypted to expose the destination
TARP address and an indication of whether the packet is
a decoy packet or part of a real message.

S4. If the packet is a decoy packet, the perishable decoy
counter is incremented.

S5. Based on the decoy generation/dropping algorithm and
the perishable decoy counter value, if the packet is a
decoy packet, the router may choose to throw it away. If
the received packet is a decoy packetand it is determined
that it should be thrown away (S6), control returns to
step SO.

S7.The TTL parameter ofthe TARP header is decremented
and it is determined if the TTL parameter is greater than
Zero.

S8. If the TTL parameter is greater than zero, a TARP
address is randomly chosen from a list of TARP
addresses maintained by the router and the link key and
IP address corresponding to that TARP address memo-
rized for use in creating a new IP packet containing the
TARP packet.

S9. If the TTL parameter is zero or less, the link key and IP
address corresponding to the TARP address of the des-
tination are memorized for use in creating the new IP
packet containing the TARP packet.

S10. The TARP packet is encrypted using the memorized
link key.

S11. An IP header is added to the packet that contains the
stored IP address, the encrypted TARP packet wrapped
with an IP header, and the completed packet transmitted
to the next hop or destination.

Referring to FIG. 6, the following particular steps may be
employed in the above-described method for generating
TARP packets.

S20. A background loop operation applies an algorithm
that determines the generation of decoy IP packets. The
loop is interrupted when a data stream containing 1P
packets is received for transmission.

S21. The received IP packets are grouped into a set con-
sisting of messages with a constant IP destination
address. The set is further broken down to coincide with
a maximum size of an interleave window The set is
encrypted, and interleaved into a set of payloads des-
tined to become TARP packets.

S22. The TARP address corresponding to the IP address is
determined from a lookup table and stored to generate
the TARP header. An initial TTL count is generated and
stored in the header. The TTL count may be random with
minimum and maximum values or it may be fixed or
determined by some other parameter.

S23. The window sequence numbers and interleave
sequence numbers are recorded in the TARP headers of
each packet.

S24. One TARP router address is randomly chosen for each
TARP packet and the IP address corresponding to it
stored for use in the clear IP header. The link key corre-
sponding to this router is identified and used to encrypt
TARP packets containing interleaved and encrypted
data and TARP headers.

S25. A clear IP header with the first hop router’s real IP
address is generated and added to each of the encrypted
TARP packets and the resulting packets.

Referring to FIG. 7, the following particular steps may be
employed in the above-described method for receiving TARP
packets.

S40. A background loop operation is performed which

applies an algorithm which determines the generation of
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decoy IP packets. The loop is interrupted when an
encrypted TARP packet is received.

S42. The TARP packet may be probed to authenticate the
packet before attempting to decrypt it using the link key.

S43. The TARP packet is decrypted with the appropriate
link key to expose the destination TARP address and an
indication of whether the packet is a decoy packet or part
of a real message.

S44. If the packet is a decoy packet, the perishable decoy
counter is incremented.

S45. Based on the decoy generation/dropping algorithm
and the perishable decoy counter value, if the packet is a
decoy packet, the receiver may choose to throw it away.

S46. The TARP packets are cached until all packets form-
ing an interleave window are received.

S47. Once all packets of an interleave window are received,
the packets are deinterleaved.

S48. The packets block of combined packets defining the
interleave window is then decrypted using the session
key.

S49. The decrypted block is then divided using the window
sequence data and the IPT headers are converted into
normal IPc headers. The window sequence numbers are
integrated in the IPC headers.

S50. The packets are then handed up to the IP layer pro-
cesses.

1. Scalability Enhancements

The IP agility feature described above relies on the ability
to transmit IP address changes to all TARP routers. The
embodiments including this feature will be referred to as
“boutique” embodiments due to potential limitations in scal-
ing these features up for a large network, such as the Internet.
(The “boutique” embodiments would, however, be robust for
use in smaller networks, such as small virtual private net-
works, for example). One problem with the boutique embodi-
ments is that if IP address changes are to occur frequently, the
message traffic required to update all routers sutficiently
quickly creates a serious burden on the Internet when the
TARP router and/or client population gets large. The band-
width burden added to the networks, for example in ICMP
packets, that would be used to update all the TARP routers
could overwhelm the Internet for a large scale implementa-
tion that approached the scale of the Internet. In other words,
the boutique system’s scalability is limited.

A system can be constructed which trades some of the
features of the above embodiments to provide the benefits of
IP agility without the additional messaging burden. This is
accomplished by IP address-hopping according to shared
algorithms that govern IP addresses used between links par-
ticipating in communications sessions between nodes such as
TARP nodes. (Note that the IP hopping techmque is also
applicable to the boutique embodiment.) The IP agility [ea-
ture discussed with respect to the boutique system can be
modified so that it becomes decentralized under this scalable
regime and governed by the above-described shared algo-
rithm. Other features of the boutique system may be com-
bined with this new type of IP-agility.

The new embodiment has the advantage of providing IP
agility governed by a local algorithm and set of [P addresses
exchanged by each communicating pair of nodes. This local
governance is session-independent in that it may govern com-
munications between a pair of nodes, irrespective of the ses-
sion or end points being transferred between the directly
communicating pair of nodes.
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In the scalable embodiments, blocks of IP addresses are
allocated to each node in the network. (This scalability will
increase in the future, when Internet Protocol addresses are
increased to 128-bit fields, vastly increasing the number of’
distinctly addressable nodes). Each node can thus use any of
the IP addresses assigned to that node to communicate with
other nodes in the network. Indeed, each pair of communi-
cating nodes can use a plurality of source IP addresses and
destination IP addresses for communicating with each other.

Each communicating pair of nodes in a chain participating
in any session stores two blocks of IP addresses, called net-
blocks, and an algorithm and randomization seed for select-
ing, from each netblock, the next pair of source/destination IP
addresses that will be used to transmit the next message. In
other words, the algorithm governs the sequential selection of
IP-address pairs, one sender and one receiver IP address, from
each netblock. The combination of algorithm, seed, and net-
block (IP address block) will be called a “hopblock.” A router
issues separate transmit and receive hopblocks to its clients.
The send address and the receive address of the IP header of
each outgoing packet sent by the client are filled with the send
and receive IP addresses generated by the algorithm. The
algorithm is “clocked” (indexed) by a counter so that each
time a pair is used, the algorithm turns out a new transmit pair
for the next packet to be sent.

The router’s receive hopblock is identical to the client’s
transmit hopblock. The router uses the receive hopblock to
predict what the send and receive IP address pair for the next
expected packet from that client will be. Since packets can be
received out of order, it is not possible for the router to predict
with certainty what IP address pair will be on the next sequen-
tial packet. To account for this problem, the router generates
a range of predictions encompassing the number of possible
transmitted packet send/receive addresses, of which the next
packet received could leap ahead. Thus, if there is a vanish-
ingly small probability that a given packet will arrive at the
router ahead of 5 packets transmitted by the client before the
given packet, then the router can generate a series of 6 send/
receive 1P address pairs (or “hop window”) to compare with
the next received packet. When a packet is received, it is
marked in the hop window as such, so that a second packet
with the same IP address pair will be discarded. If an out-of-
sequence packet does not arrive within a predetermined tim-
eout period, it can be requested for retransmission or simply
discarded from the receive table, depending upon the protocol
in use for that communications session, or possibly by con-
vention.

When the router receives the client’s packet, it compares
the send and receive IP addresses of the packet with the next
N predicted send and receive IP address pairs and rejects the
packet if it is not a member of this set. Received packets that
do not have the predicted source/destination IP addresses
falling with the window are rejected, thus thwarting possible
hackers. (With the number of possible combinations, even a
fairly large window would be hard to fall into at random.) If it
is a member of this set, the router accepts the packet and
processes it further. This link-based IP-hopping strategy,
referred to as “IHOP,” is a network element that stands on its
own and is not necessarily accompanied by elements of the
boutique system described above. If the routing agility fea-
ture described in connection with the boutique embodiment is
combined with this link-based IP-hopping strategy, the rout-
er’s next step would be to decrypt the TARP header to deter-
mine the destination TARP router for the packet and deter-
mine what should be the next hop for the packet. The TARP
router would then forward the packet to a random TARP
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router or the destination TARP router with which the source
TARP router has a link-based IP hopping communication
established.

FIG. 8 shows how a client computer 801 and a TARP router
811 can establish a secure session. When client 801 seeks to
establish an IHOP session with TARP router 811, the client
801 sends “secure synchronization” request (“SSYN”)
packet 821 to the TARP router 811. This SYN packet 821
contains the client’s 801 authentication token, and may be
sent to the router 811 in an encrypted format. The source and
destination IP numbers on the packet 821 are the client’s 801
current fixed IP address, and a “known” fixed IP address for
the router 811. (For security purposes, it may be desirable to
reject any packets from outside of the local network that arc
destined for the router’s known fixed IP address.) Upon
receipt and validation of the client’s 801 SSYN packet 821,
the router 811 responds by sending an encrypted “secure
synchronization acknowledgment” (“SSYN ACK”) 822 to
the client 801. This SSYN ACK 822 will contain the transmit
and receive hopblocks that the client 801 will use when com-
municating with the TARP router 811. The client 801 will
acknowledge the TARP router’s 811 response packet 822 by
generating an encrypted SSYN ACK ACK packet 823 which
will be sent from the client’s 801 fixed IP address and to the
TARP router’s 811 known fixed IP address. The client 801
will simultaneously generate a SSYN ACK ACK packet; this
SSYN ACK packet, referred to as the Secure Session Initia-
tion (SSI) packet 824, will be sent with the first {sender,
receiver} IP pair in the client’s transmit table 921 (F1G. 9), as
specified in the transmit hopblock provided by the TARP
router 811 in the SSYN ACK packet 822. The TARP router
811 will respond to the SSI packet 824 with an SSI ACK
packet 825, which will be sent with the first {sender, receiver}
IP pair in the TARP router’s transmit table 923. Once these
packets have been successfully exchanged, the secure com-
munications session is established, and all further secure
communications between the client 801 and the TARP router
811 will be conducted via this secure session, as long as
synchronization is maintained. If synchronization is lost, then
the client 801 and TARP router 802 may re-establish the
secure session by the procedure outlined in FIG. 8 and
described above.

While the secure session is active, both the client 901 and
TARP router 911 (FIG. 9) will maintain their respective trans-
mit tables 921, 923 and receive tables 922, 924, as provided
by the TARP router during session synchronization 822. It is
important that the sequence of IP pairs in the client’s transmit
table 921 be identical to those in the TARP router’s receive
table 924; similarly, the sequence of IP pairs in the client’s
receive table 922 must be identical to those in the router’s
transmit table 923. This is required for the session synchro-
nization to be maintained. The client 901 need maintain only
one transmit table 921 and one receive table 922 during the
course of the secure session. Each sequential packet sent by
the client 901 will employ the next {send, receive} IP address
pair in the transmit table, regardless of TCP or UDP session.
The TARP router 911 will expect each packet arriving from
the client 901 to bear the next IP address pair shown in its
receive table.

Since packets can arrive oul of order, however, the router
911 can maintain a “look ahead” buffer in its receive table,
and will mark previously-received IP pairs as invalid for
future packets; any future packet containing an IP pair that is
in the look-ahead buffer but is marked as previously received
will be discarded. Communications from the TARP router
911 to the client 901 are maintained in an identical manner; in
particular, the router 911 will select the next IP address pair
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from its transmit table 923 when constructing a packet to send
to the client 901, and the client 901 will maintain a look-ahead
buffer of expected IP pairs on packets that itis receiving. Each
TARP router will maintain separate pairs of transmit and
receive tables for each client that is currently engaged in a
secure session with or through that TARP router.

While clients receive their hopblocks from the first server
linking them to the Internet, routers exchange hopblocks.
When a router establishes a link-based IP-hopping commu-
nication regime with another router, each router of the pair
exchanges its transmit hopblock. The transmit hopblock of
each router becomes the receive hopblock of the other router.
The communication between routers is governed as described
by the ecxample of a client sending a packet to the first router.

While the above strategy works fine in the IP milieu, many
local networks that are connected to the Internet are Ethernet
systems. In Ethernet, the 1P addresses of the destination
devices must be translated into hardware addresses, and vice
versa, using known processes (“address resolution protocol,”
and “reverse address resolution protocol”). However, if the
link-based IP-hopping strategy is employed, the correlation
process would become explosive and burdensome. An alter-
native to the link-based IP hopping strategy may be employed
within an Ethernet network. The solution isto provide that the
node linking the Internet to the Ethernet (call it the border
node) use the link-based IP-hopping communication regime
to communicate with nodes outside the Ethernet LAN. Within
the Ethernet LAN, each TARP node would have a single IP
address which would be addressed in the conventional way.
Instead of comparing the {sender, receiver} IP address pairs
to authenticate a packet, the intra-L AN TARP node would use
one of the IP header extension fields to do so. Thus, the border
node uses an algorithm shared by the intra-LAN TARP node
to generate a symbol that is stored in the free field in the IP
header, and the intra-LAN TARP node generates a range of
symbols based on its prediction of the next expected packet to
be received from that particular source IP address. The packet
is rejected if it does not fall into the set of predicted symbols
(for example, numerical values) or is accepted if it does.
Communications from the intra-L AN TARP node to the bor-
der node are accomplished in the same manner, though the
algorithm will necessarily be different for security reasons.
Thus, each of the communicating nodes will generate trans-
mit and receive tables in a similar manner to that of FIG. 9; the
intra-LAN TARP nodes transmit table will be identical to the
border node’s receive table, and the intra-LAN TARP node’s
receive table will be identical to the border node’s transmit
table.

The algorithm used for IP address-hopping can be any
desired algorithm. For example, the algorithm can be a given
pseudo-random number generator that generates numbers of
the range covering the allowed IP addresses with a given seed.
Alternatively, the session participants can assume a certain
type of algorithm and specity simply a parameter for applying
the algorithm. For example the assumed algorithm could be a
particular pseudo-random number generator and the session
participants could simply exchange seed values.

Note that there is no permanent physical distinction
between the originating and destination terminal nodes.
Either device at either end point can iniliate a synchronization
of'the pair. Note also that the authentication/synchronization-
request (and acknowledgment) and hopblock-exchange may
all be served by a single message so that separate message
exchanges may not be required.

As another extension to the stated architecture, multiple
physical paths can be used by a client, in order to provide link
redundancy and further thwart attempts at denial of service
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and traffic monitoring. As shown in FIG. 10, for example,
client 1001 can establish three simultaneous sessions with
each of three TARP routers provided by different ISPs 1011,
1012, 1013. As an example, the client 1001 can use three
different telephone lines 1021, 1022, 1023 to connect to the
ISPs, or two telephone lines and a cable modem, etc. In this
scheme, transmitted packets will be sent in a random fashion
among the different physical paths. This architecture pro-
vides a high degree of communications redundancy, with
improved immunity from denial-of-service attacks and traffic
monitoring.

2. Further Extensions

The following describes various extensions to the tech-
niques, systems, and methods described above. As described
above, the security of communications occurring between
computers in a computer network (such as the Internet, an
Ethernet, or others) can be enhanced by using seemingly
random source and destination Internet Protocol (IP)
addresses for data packets transmitted over the network. This
feature prevents eavesdroppers from determining which com-
puters in the network are communicating with each other
while permitting the two communicating computers to easily
recognize whether a given received data packet is legitimate
ornot. In one embodiment of the above-described systems, an
IP header extension field is used to authenticate incoming
packets on an Ethernet.

Various extensions to the previously described techniques
described herein include: (1) use of hopped hardware or
“MAC” addresses in broadcast type network; (2) a self-syn-
chronization technique that permits a computer to automati-
cally regain synchronization with a sender; (3) synchroniza-
tion algorithms that allow transmitting and receiving
computers to quickly re-establish synchronization in the
event of lost packets or other events; and (4) a fast-packet
rejection mechanism for rejecting invalid packets. Any or all
of these extensions can be combined with the features
described above in any of various ways.

A. Hardware Address Hopping

Internet protocol-based communications techniques on a
LAN—or across any dedicated physical medium—typically
embed the IP packets within lower-level packets, often
referred to as “frames.” As shown in FIG. 11, for example, a
first Ethernet frame 1150 comprises a frame header 1101 and
two embedded IP packets IP1 and IP2, while a second Eth-
ernet frame 1160 comprises a different frame header 1104
and a single IP packet IP3. Each frame header generally
includes a source hardware address 1101A and a destination
hardware address 10B; other well-known fields in frame
headers are omitted from FIG. 11 for clarity. Two hardware
nodes communicating over a physical communication chan-
nel insert appropriate source and destination hardware
addresses to indicate which nodes on the channel or network
should receive the frame.

It may be possible for a nefarious listener to acquire infor-
mation about the contents of a frame and/or its communicants
by examining [rames on a local network rather than (or in
addition to) the IP packets themselves. This is especially true
in broadcast media, such as Ethernet, where it is necessary to
insert into the frame header the hardware address of the
machine that generated the frame and the hardware address of
the machine to which frame is being sent. All nodes on the
network can potentially “see” all packets transmitted across
the network. This can be a problem for secure communica-
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tions, especially in cases where the communicants do not
want for any third party to be able to identify who is engaging
in the information exchange. One way to address this problem
is to push the address-hopping scheme down to the hardware
layer. In accordance with various embodiments of the inven-
tion, hardware addresses are “hopped” in a manner similar to
that used to change IP addresses, such that a listener cannot
determine which hardware node generated a particular mes-
sage nor which node is the intended recipient.

FIG. 12A shows a system in which Media Access Control
(“MAC”) hardware addresses are “hopped” in order to
increase security over a network such as an Ethernet. While
the description refers to the exemplary case of an Ethernet
cnvironment, the inventive principles arc cqually applicable
to other types of communications media. Inthe Ethernet case,
the MAC address of the sender and receiver are inserted into
the Ethernet frame and can be observed by anyone on the
LAN who is within the broadcast range for that frame. For
secure communications, it becomes desirable to generate
frames with MAC addresses that are not attributable to any
specific sender or receiver.

As shown inFIG. 12A, two computer nodes 1201 and 1202
communicate over a communication channel such as an Eth-
ernet. Each node executes one or more application programs
1203 and 1218 that communicate by transmitting packets
through communication software 1204 and 1217, respec-
tively. Examples of application programs include video con-
ferencing, e-mail, word processing programs, telephony, and
the like. Communication software 1204 and 1217 can com-
prise, for example, an OS] layered architecture or “stack” that
standardizes various services provided at different levels of
functionality.

The lowest levels of communication software 1204 and
1217 communicate with hardware components 1206 and
1214 respectively, each of which can include one or more
registers 1207 and 1215 that allow the hardware to be recon-
figured or controlled in accordance with various communica-
tion protocols. The hardware components (an Ethernet net-
work interface card, for example) communicate with each
other over the communication medium. Each hardware com-
ponent is typically pre-assigned a fixed hardware address or
MAC number that identifies the hardware component to other
nodes on the network. One or more interface drivers control
the operation of each card and can, for example, be configured
to accept or reject packets from certain hardware addresses.
As will be described in more detail below, various embodi-
ments of the inventive principles provide for “hopping” dif-
ferent addresses using one or more algorithms and one or
more moving windows that track a range of valid addresses to
validate received packets. Packets transmitted according to
one or more of the inventive principles will be generally
referred to as “secure” packets or “secure communications”
to differentiate them from ordinary data packets that are trans-
mitted in the clear using ordinary, machine-correlated
addresses.

One straightforward method of generating non-attributable
MAC addresses is an extension of the IP hopping scheme. In
this scenario, two machines on the same LAN that desire to
communicate in a secure fashion exchange random-number
generalors and seeds, and creatle sequences ol quasi-random
MAC addresses for synchronized hopping. The implementa-
tion and synchronization issues are then similar to that of IP
hopping.

This approach, however, runs the risk of using MAC
addresses that are currently active on the LAN—which, in
turn, could interrupt communications for those machines.
Since an Ethernet MAC address is at present 48 bits in length,
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the chance of randomly misusing an active MAC address is
actually quite small. However, if that figure is multiplied by a
large number of nodes (as would be found on an extensive
LAN), by a large number of frames (as might be the case with
packet voice or streaming video), and by a large number of
concurrent Virtual Private Networks (VPNs), then the chance
that a non-secure machine’s MAC address could be used in an
address-hopped frame can become non-trivial. In short, any
scheme that runs even a small risk of interrupting communi-
cations for other machines on the LAN is bound to receive
resistance from prospective system administrators. Neverthe-
less, it is technically feasible, and can be implemented with-
out risk on a LAN on which there is a small number of
machincs, or if all of thec machines on the LAN arc cngaging
in MAC-hopped communications.

Synchronized MAC address hopping may incur some
overhead in the course of session establishment, especially if
there are multiple sessions or multiple nodes involved in the
communications. A simpler method of randomizing MAC
addresses is to allow each node to receive and process every
incident frame on the network. Typically, each network inter-
face driver will check the destination MAC address in the
header of every incident frame to see if it matches that
machine’s MAC address; if there is no match, then the frame
is discarded. In one embodiment, however, these checks can
be disabled, and every incident packet is passed to the TARP
stack for processing. This will be referred to as “promiscu-
ous” mode, since every incident frame is processed. Promis-
cuous mode allows the sender to use completely random,
unsynchronized MAC addresses, since the destination
machine is guaranteed to process the frame. The decision as to
whether the packet was truly intended for that machine is
handled by the TARP stack, which checks the source and
destination IP addresses for a match in its IP synchronization
tables. If no match is found, the packet is discarded; if there is
a match, the packet is unwrapped, the inner header is evalu-
ated, and if the inner header indicates that the packet is des-
tined for that machine then the packet is forwarded to the IP
stack—otherwise it is discarded.

One disadvantage of purely-random MAC address hop-
ping is its impact on processing overhead; that is, since every
incident frame must be processed, the machine’s CPU is
engaged considerably more often than if the network inter-
face driver is discriminating and rejecting packets unilater-
ally. A compromise approach is to select either a single fixed
MAC address or a small number of MAC addresses (e.g., one
for each virtual private network on an Ethernet) to use for
MAC-hopped communications, regardless of the actual
recipient for which the message is intended. In this mode, the
network interface driver can check each incident frame
against one (or a few) pre-established MAC addresses,
thereby freeing the CPU from the task of physical-layer
packet discrimination. This scheme does not betray any use-
ful information to an interloper on the LAN; in particular,
every secure packet can already be identified by a unique
packet type in the outer header. However, since all machines
engaged in secure communications would either be using the
same MAC address, or be selecting from a small pool of
predetermined MAC addresses, the association between a
specilic machine and a specilic MAC address is ellectively
broken.

In this scheme, the CPU will be engaged more often than it
would be in non-secure communications (or in synchronized
MAC address hopping), since the network interface driver
cannot always unilaterally discriminate between secure pack-
ets that are destined for that machine, and secure packets from
other VPNs. However, the non-secure traffic is easily elimi-
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nated at the network interface, thereby reducing the amount
of processing required of the CPU. There are boundary con-
ditions where these statements would not hold, of course—
e.g., if all of the traffic on the LAN is secure traffic, then the
CPU would be engaged to the same degree as it is in the
purely-random address hopping case; alternatively, if each
VPN on the LAN uses a different MAC address, then the
network interface can perfectly discriminate secure frames
destined for the local machine from those constituting other
VPNs. These are engineering tradeoffs that might be best
handled by providing administrative options for the users
when installing the software and/or establishing VPNs.

Even in this scenario, however, there still remains a slight
risk of sclecting MAC addresscs that arc being used by onc or
more nodes on the LAN. One solution to this problem is to
formally assign one address or a range of addresses for use in
MAC-hopped communications. This is typically done via an
assigned numbers registration authority; e.g., in the case of
Ethernet, MAC address ranges are assigned to vendors by the
Institute of Electrical and Electronics Engineers (IEEE). A
formally-assigned range of addresses would ensure that
secure frames do not conflict with any properly-configured
and properly-functioning machines on the LAN.

Reference will now be made to FIGS. 12A and 12B in order
to describe the many combinations and features that follow
the inventive principles. As explained above, two computer
nodes 1201 and 1202 are assumed to be communicating over
a network or communication medium such as an Ethernet. A
communication protocol in each node (1204 and 1217,
respectively) contains a modified element 1205 and 1216 that
performs certain functions that deviate from the standard
communication protocols. In particular, computer node 1201
implements a first “hop” algorithm 1208X that selects seem-
ingly random source and destination IP addresses (and, in one
embodiment, seemingly random IP header discriminator
fields) in order to transmit each packet to the other computer
node. For example, node 1201 maintains a transmit table
1208 containing triplets of source (S), destination (D), and
discriminator fields (DS) that are inserted into outgoing IP
packet headers. The table is generated through the use of an
appropriate algorithm (e.g., a random number generator that
is seeded with an appropriate seed) that is known to the
recipient node 1202. As each new IP packet is formed, the
next sequential entry out of the sender’s transmit table 1208 is
used to populate the IP source, IP destination, and IP header
extension field (e.g., discriminator field). It will be appreci-
ated that the transmit table need not be created in advance but
could instead be created on-the-fly by executing the algorithm
when each packet is formed.

At the receiving node 1202, the same IP hop algorithm
1222X is maintained and used to generate a receive table
1222 that lists valid triplets of source IP address, destination
1P address, and discriminator field. This is shown by virtue of
the first five entries of transmit table 1208 matching the sec-
ond five entries of receive table 1222. (The tables may be
slightly offset at any particular time due to lost packets, mis-
ordered packets, or transmission delays). Additionally, node
1202 maintains a receive window W3 that represents a list of
valid IP source, IP destination, and discriminator fields that
will be accepled when received as part ol an incoming IP
packet. As packets are received, window W3 slides down the
list of valid entries, such that the possible valid entries change
over time. Two packets that arrive out of order but are never-
theless matched to entries within window W3 will be
accepted; those falling outside of window W3 will be rejected
as invalid. The length of window W3 can be adjusted as
necessary to reflect network delays or other factors.
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Node 1202 maintains a similar transmit table 1221 for
creating IP packets and frames destined for node 1201 using
a potentially different hopping algorithm 1221X, and node
1201 maintains a matching receive table 1209 using the same
algorithm 1209X. As node 1202 transmits packets to node
1201 using seemingly random IP source, IP destination, and/
or discriminator fields, node 1201 matches the incoming
packet values to those falling within window W1 maintained
in its receive table. In effect, transmit table 1208 of node 1201
is synchronized (i.e., entries are selected in the same order) to
receive table 1222 of receiving node 1202. Similarly, transmit
table 1221 of node 1202 is synchronized to receive table 1209
of' node 1201. It will be appreciated that although a common
algorithm is shown for the source, destination and discrimi-
nator fields in FIG. 12A (using, e.g., a different seed for each
of the three fields), an entirely different algorithm could in
fact be used to establish values for each of these fields. It will
also be appreciated that one or two of the fields can be
“hopped” rather than all three as illustrated.

In accordance with another aspect of the invention, hard-
ware or “MAC” addresses are hopped instead of or in addition
to IP addresses and/or the discriminator field in order to
improve security in a local area or broadcast-type network. To
that end, node 1201 further maintains a transmit table 1210
using a transmit algorithm 1210X to generate source and
destination hardware addresses that are inserted into frame
headers (e.g., fields 1101A and 1101B in FIG. 11) that are
synchronized to a corresponding receive table 1224 at node
1202. Similarly, node 1202 maintains a different transmit
table 1223 containing source and destination hardware
addresses that is synchronized with a corresponding receive
table 1211 at node 1201. In this manner, outgoing hardware
frames appear to be originating from and going to completely
random nodes on the network, even though each recipient can
determine whether a given packet is intended for it or not. It
will be appreciated that the hardware hopping feature can be
implemented at a different level in the communications pro-
tocol than the IP hopping feature (e.g., in a card driver or in a
hardware card itself to improve performance).

FIG. 12B shows three different embodiments or modes that
can be employed using the aforementioned principles. In a
first mode referred to as “promiscuous” mode, a common
hardware address (e.g., a fixed address for source and another
for destination) or else a completely random hardware
address is used by all nodes on the network, such that a
particular packet cannot be attributed to any one node. Each
node must initially accept all packets containing the common
(or random) hardware address and inspect the IP addresses or
discriminator field to determine whether the packet is
intended for that node. In this regard, either the IP addresses
or the discriminator field or both can be varied in accordance
with an algorithm as described above. As explained previ-
ously, this may increase each node’s overhead-since addi-
tional processing is involved to determine whether a given
packet has valid source and destination hardware addresses.

In a second mode referred to as “promiscuous per VPN
mode, a small set of fixed hardware addresses are used, with
a fixed source/destination hardware address used for all nodes
communicating over a virtual private network. For example,
il there are six nodes on an Ethernet, and the network is (o be
split up into two private virtual networks such that nodes on
one VPN can communicate with only the other two nodes on
its own VPN, then two sets of hardware addresses could be
used: one set for the first VPN and a second set for the second
VPN. This would reduce the amount of overhead involved in
checking for valid frames since only packets arriving from the
designated VPN would need to be checked. IP addresses and
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one or more discriminator fields could still be hopped as
before for secure communication within the VPN. Of course,
this solution compromises the anonymity ofthe VPN (i.e., an
outsider can easily tell what traffic belongs in which VPN,
though he cannot correlate it to a specific machine/person). It
also requires the use of a discriminator field to mitigate the
vulnerability to certain types of DoS attacks. (For example,
without the discriminator field, an attacker on the LAN could
stream frames containing the MAC addresses being used by
the VPN; rejecting those frames could lead to excessive pro-
cessing overhead. The discriminator field would provide a
low-overhead means of rejecting the false packets.)

In a third mode referred to as “hardware hopping” mode,
hardwarc addrcsses arc variced as illustrated in FIG. 12A, such
that hardware source and destination addresses are changed
constantly in order to provide non-attributable addressing.
Variations on these embodiments are of course possible, and
the invention is not intended to be limited in any respect by
these illustrative examples.

B. Extending the Address Space

Address hopping provides security and privacy. However,
the level of protection is limited by the number of addresses in
the blocks being hopped. A hopblock denotes a field or fields
modulated on a packet-wise basis for the purpose of provid-
ing a VPN. For instance, if two nodes communicate with IP
address hopping using hopblocks of 4 addresses (2 bits) each,
there would be 16 possible address-pair combinations. A
window of size 16 would result in most address pairs being
accepted as valid most of the time. This limitation can be
overcome by using a discriminator field in addition to or
instead of the hopped address fields. The discriminator field
would be hopped in exactly the same fashion as the address
fields and it would be used to determine whether a packet
should be processed by a receiver.

Suppose that two clients, each using four-bit hopblocks,
would like the same level of protection afforded to clients
communicating via IP hopping between two A blocks (24
address bits eligible for hopping). A discriminator field of 20
bits, used in conjunction with the 4 address bits eligible for
hopping in the IP address field, provides this level of protec-
tion. A 24-bit discriminator field would provide a similar level
of protection if the address fields were not hopped or ignored.
Using a discriminator field offers the following advantages:
(1) an arbitrarily high level of protection can be provided, and
(2) address hopping is unnecessary to provide protection.
This may be important in environments where address hop-
ping would cause routing problems.

C. Synchronization Techniques

It is generally assumed that once a sending node and
receiving node have exchanged algorithms and seeds (or
similar information sufficient to generate quasi-random
source and destination tables), subsequent communication
between the two nodes will proceed smoothly. Realistically,
however, two nodes may lose synchronization due to network
delays or outages, or other problems. Consequently, it is
desirable to provide means for re-establishing synchroniza-
tion between nodes in a network that have lost synchroniza-
tion.

One possible technique is to require that each node provide
an acknowledgment upon successful receipt of each packet
and, if no acknowledgment is received within a certain period
of time, to re-send the unacknowledged packet. This
approach, however, drives up overhead costs and may be
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prohibitive in high-throughput environments such as stream-
ing video or audio, for example.

A different approach is to employ an automatic synchro-
nizing technique that will be referred to herein as “self-syn-
chronization.” In this approach, synchronization information
is embedded into each packet, thereby enabling the receiver to
re-synchronize itself upon receipt of a single packet if it
determines that is has lost synchronization with the sender. (If
communications are already in progress, and the receiver
determines that it is still in sync with the sender, then there is
no need to re-synchronize.) A receiver could detect that it was
out of synchronization by, for example, employing a “dead-
man” timer that expires after a certain period of time, wherein
the timer is reset with cach valid packet. A time stamp could
be hashed into the public sync field (see below) to preclude
packet-retry attacks.

In one embodiment, a “sync field” is added to the header of
each packet sent out by the sender. This sync field could
appear in the clear or as part of an encrypted portion of the
packet. Assuming that a sender and receiver have selected a
random-number generator (RNG) and seed value, this com-
bination of RNG and seed can be used to generate a random-
number sequence (RNS). The RNS is then used to generate a
sequence of source/destination IP pairs (and, if desired, dis-
criminator fields and hardware source and destination
addresses), as described above. It is not necessary, however,
to generate the entire sequence (or the first N-1 values) in
order to generate the Nth random number in the sequence; if
the sequence index N is known, the random value correspond-
ing to that index can be directly generated (see below). Dit-
ferent RNGs (and seeds) with different fundamental periods
could be used to generate the source and destination IP
sequences, but the basic concepts would still apply. For the
sake of simplicity, the following discussion will assume that
IP source and destination address pairs (only) are hopped
using a single RNG sequencing mechanism.

Inaccordance with a “self-synchronization” feature, a sync
field in each packet header provides an index (i.e., a sequence
number) into the RNS that is being used to generate IP pairs.
Plugging this index into the RNG that is being used to gen-
erate the RNS yields a specific random number value, which
in turn yields a specific IP pair. That is, an IP pair can be
generated directly from knowledge of the RNG, seed, and
index number; it is not necessary, in this scheme, to generate
the entire sequence of random numbers that precede the
sequence value associated with the index number provided.

Since the communicants have presumably previously
exchanged RNGs and seeds, the only new information that
must be provided in order to generate an IP pair is the
sequence number. If this number is provided by the sender in
the packet header, then the receiver need only plug this num-
ber into the RNG in order to generate an IP pair—and thus
verify that the IP pair appearing in the header of the packet is
valid. In this scheme, if the sender and receiver lose synchro-
nization, the receiver can immediately re-synchronize upon
receipt of a single packet by simply comparing the IP pair in
the packet header to the IP pair generated from the index
number. Thus, synchronized communications can be
resumed upon receipt of a single packet, making this scheme
ideal [or multicast communications. Taken (o the extreme, it
could obviate the need for synchronization tables entirely;
that is, the sender and receiver could simply rely on the index
number in the sync field to validate the IP pair on each packet,
and thereby eliminate the tables entirely.

The aforementioned scheme may have some inherent secu-
rity issues associated with it namely, the placement of the
sync field. If the field is placed in the outer header, then an
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interloper could observe the values of the field and their
relationship to the IP stream. This could potentially compro-
mise the algorithm that is being used to generate the IP-
address sequence, which would compromise the security of
the communications. If, however, the value is placed in the
inner header, then the sender must decrypt the inner header
before it can extract the sync value and validate the IP pair;
this opens up the receiver to certain types of denial-of-service
(DoS) attacks, such as packet replay. That is, if the receiver
must decrypt a packet before it can validate the IP pair, then it
could potentially be forced to expend a significant amount of
processing on decryption if an attacker simply retransmits
previously valid packets. Other attack methodologies are pos-
sible in this scenario.

A possible compromise between algorithm security and
processing speed is to split up the sync value between an inner
(encrypted) and outer (unencrypted) header. That is, if the
sync value is sufficiently long, it could potentially be splitinto
a rapidly-changing part that can be viewed in the clear, and a
fixed (or very slowly changing) part that must be protected.
The part that can be viewed in the clear will be called the
“public sync” portion and the part that must be protected will
be called the “private sync” portion.

Both the public sync and private sync portions are needed
to generate the complete sync value. The private portion,
however, can be selected such that it is fixed or will change
only occasionally. Thus, the private sync value can be stored
by the recipient, thereby obviating the need to decrypt the
header in order to retrieve it. If the sender and receiver have
previously agreed upon the frequency with which the private
part of the sync will change, then the receiver can selectively
decrypt a single header in order to extract the new private sync
if the communications gap that has led to lost synchronization
has exceeded the lifetime of the previous private sync. This
should not represent a burdensome amount of decryption, and
thus should not open up the receiver to denial-of-service
attack simply based on the need to occasionally decrypt a
single header.

One implementation of this is to use a hashing function
with a one-to-one mapping to generate the private and public
sync portions from the sync value. This implementation is
shown in FIG. 13, where (for example) a first ISP 1302 is the
sender and a second ISP 1303 is the receiver. (Other alterna-
tives are possible from FIG. 13.) A transmitted packet com-
prises a public or “outer” header 1305 that is not encrypted,
and a private or “inner” header 1306 that is encrypted using
for example a link key. Outer header 1305 includes a public
sync portion while inner header 1306 contains the private
sync portion. A receiving node decrypts the inner header
using a decryption function 1307 in order to extract the pri-
vate sync portion. This step is necessary only if the lifetime of
the currently buffered private sync has expired. (If the cur-
rently-buffered private sync is still valid, then it is simply
extracted from memory and “added” (which could be an
inverse hash) to the public sync, as shown in step 1308.) The
public and decrypted private sync portions are combined in
function 1308 in order to generate the combined sync 1309.
The combined sync (1309) is then fed into the RNG (1310)
and compared to the IP address pair (1311) to validate or
reject the packet.

An important consideration in this architecture is the con-
cept of “future” and “past” where the public sync values are
concerned. Though the sync values, themselves, should be
random to prevent spoofing attacks, it may be important that
the receiver be able to quickly identify a sync value that has
already been sent—even if the packet containing that sync
value was never actually received by the receiver. One solu-
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tion is to hash a time stamp or sequence number into the
public sync portion, which could be quickly extracted,
checked, and discarded, thereby validating the public sync
portion itselt.

In one embodiment, packets can be checked by comparing
the source/destination IP pair generated by the sync field with
the pair appearing in the packet header. If (1) they match, (2)
the time stamp is valid, and (3) the dead-man timer has
expired, then re-synchronization occurs; otherwise, the
packet is rejected. If enough processing power is available,
the dead-man timer and synchronization tables can be
avoided altogether, and the receiver would simply resynchro-
nize (e.g., validate) on every packet.

The foregoing scheme may require large-integer (e.g., 160-
bit) math, which may affect its implementation. Without such
large-integer registers, processing throughput would be
affected, thus potentially affecting security from a denial-of-
service standpoint. Nevertheless, as large-integer math pro-
cessing features become more prevalent, the costs of imple-
menting such a feature will be reduced.

D. Other Synchronization Schemes

As explained above, if W or more consecutive packets are
lost between a transmitter and receiver in a VPN (where W is
the window size), the receiver’s window will not have been
updated and the transmitter will be transmitting packets notin
the receiver’s window. The sender and receiver will not
recover synchronization until perhaps the random pairs in the
window are repeated by chance. Therefore, there is a need to
keep a transmitter and receiver in synchronization whenever
possible and to re-establish synchronization whenever it is
lost.

A “checkpoint” scheme can be used to regain synchroni-
zation between a sender and a receiver that have fallen out of
synchronization. In this scheme, a checkpoint message com-
prising a random IP address pair is used for communicating
synchronization information. In one embodiment, two mes-
sages are used to communicate synchronization information
between a sender and a recipient:

1. SYNC_REQ is a message used by the sender to indicate

that it wants to synchronize; and

2.SYNC_ACK is a message used by the receiver to inform

the transmitter that it has been synchronized.

According to one variation of this approach, both the trans-

mitter and receiver maintain three checkpoints (see FIG. 14):

1. In the transmitter, ckpt_o (“checkpoint 0ld”) is the IP

pair that was used to re-send the last SYNC_REQ packet

to the receiver. In the receiver, ckpt_o (“checkpoint old”)

is the IP pair that receives repeated SYNC_REQ packets
from the transmitter.

2. In the transmitter, ckpt_n (“checkpoint new”) is the IP
pair that will be used to send the next SYNC_REQ
packet to the receiver. In the receiver, ckpt_n (“check-
point new”) is the IP pair that receives a new SYN-
C_REQ packet from the transmitter and which causes
the receiver’s window to be re-aligned, ckpt_o set to
ckpt_n, a new ckpt_n to be generated and a new ckpt_rto
be generated.

3. In the transmitter, ckpt_r is the IP pair that will be used
to send the next SYNC_ACK packet to the receiver. In
the receiver, ckpt_r is the IP pair that receives a new
SYNC_ACK packet from the transmitter and which
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causes anew ckpt_nto be generated. Since SYNC_ACK
is transmitted from the receiver ISP to the sender ISP, the
transmitter ckpt_r refers to the ckpt_r of the receiver and
the receiver ckpt_r refers to the ckpt_r of the transmitter
(see FIG. 14).

When a transmitter initiates synchronization, the IP pair it
will use to transmit the next data packet is set to a predeter-
mined value and when a receiver first receives a SYNC_REQ,
the receiver window is updated to be centered on the trans-
mitter’s next IP pair. This is the primary mechanism for
checkpoint synchronization.

Synchronization can be initiated by a packet counter (e.g.,
after every N packets transmitted, initiate a synchronization)
or by a timer (every S seconds, initiate a synchronization) or
a combination of both. See FIG. 15. From the transmitter’s
perspective, this technique operates as follows: (1) Each
transmitter periodically transmits a “sync request” message
to the receiver to make sure that itis in sync. (2) If the receiver
is still in sync, it sends back a “sync ack” message. (If this
works, no further action is necessary). (3) If no “sync ack” has
been received within a period of time, the transmitter retrans-
mits the sync request again. If the transmitter reaches the next
checkpoint without receiving a “sync ack” response, then
synchronization is broken, and the transmitter should stop
transmitting. The transmitter will continue to send sync_reqs
until it receives a sync_ack, at which point transmission is
reestablished.

From the receiver’s perspective, the scheme operates as
follows: (1) when it receives a “sync request” request from the
transmitter, it advances its window to the next checkpoint
position (even skipping pairs if necessary), and sends a “sync
ack” message to the transmitter. If sync was never lost, then
the “jump ahead” really just advances to the next available
pair of addresses in the table (i.e., normal advancement).

If an interloper intercepts the “sync request” messages and
tries to interfere with communication by sending new ones, it
will be ignored if the synchronization has been established or
it will actually help to re-establish synchronization.

A window is realigned whenever a re-synchronization
occurs. This realignment entails updating the receiver’s win-
dow to straddle the address pairs used by the packet transmit-
ted immediately after the transmission of the SYNC_REQ
packet. Normally, the transmitter and receiver are in synchro-
nization with one another. However, when network events
occur, the receiver’s window may have to be advanced by
many steps during resynchronization. In this case, it is desir-
able to move the window ahead without having to step
through the intervening random numbers sequentially. (This
feature is also desirable for the auto-sync approach discussed
above).

E. Random Number Generator with a Jump-Ahead
capability

An attractive method for generating randomly hopped
addresses is to use identical random number generators in the
transmitter and receiver and advance them as packets are
transmitted and received. There are many random number
generation algorithms that could be used. Each one has
strengths and weaknesses for address hopping applications.

Linear congruential random number generators (LCRs) are
fast, simple and well characterized random number genera-
tors that can be made to jump ahead n steps efficiently. An
LCR generates random numbers X, X,, X; .. . X, starting
with seed X, using a recurrence

X;=(a X;_;+b) mod c, (1)
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where a, b and ¢ define a particular LCR. Another expression
for X,,

X~((a'(Xo+b)-b)/(a-1)) mod ¢ @
enables the jump-ahead capability. The factor a’ can grow
very large even for modest i if left unfettered. Therefore some
special properties of the modulo operation can be used to
control the size and processing time required to compute (2).
(2) can be rewritten as:

X=(a'(Xo(a-1)+b)-b)/(a-1) mod c. 3)

It can be shown that:

(a;(Xo(a=1)+b)-b)/(a-1)mod c=((a'mod ((a-1)c)(X,
(a-1)+b)-b)/(a-1))mod ¢ 4).
(Xo(a=1)+b) can be stored as (X, (a-1)+b) mod ¢, b as b mod
¢ and compute a’ mod((a-1)c) (this requires O(log(i)) steps).
A practical implementation of this algorithm would jump a
fixed distance, n, between synchronizations; this is tanta-
mount to synchronizing every n packets. The window would
commence n IP pairs from the start of the previous window.
Using X", the random number at the j * checkpoint, as X, and
n as 1, a node can store a”mod((a—1)c) once per LCR and set
Xt =X 1y=((@"mod ((a-1)0) (X (a-1)+b)-b)/(a-
1))mod ¢, (5)
to generate the random number for the j+1? synchronization.
Using this construction, a node could jump ahead an arbitrary
(but fixed) distance between synchronizations in a constant
amount of time (independent of n).

Pseudo-random number generators, in general, and LCRs,
in particular, will eventually repeat their cycles. This repeti-
tion may present vulnerability in the II> hopping scheme. An
adversary would simply have to wait for a repeat to predict
future sequences. One way of coping with this vulnerability is
to create a random number generator with a known long
cycle. A random sequence can be replaced by a new random
number generator before it repeats. LCRs can be constructed
with known long cycles. This is not currently true of many
random number generators.

Random number generators can be cryptographically inse-
cure. An adversary can derive the RNG parameters by exam-
ining the output or part of the output. This is true of LCGs.
This vulnerability can be mitigated by incorporating an
encryptor, designed to scramble the output as part of the
random number generator. The random number generator
prevents an adversary from mounting an attack—e.g., a
known plaintext attack—against the encryptor.

F. Random Number Generator Example

Consider a RNG where a=31, b=4 and ¢=15. For this case
equation (1) becomes:

X~(31X;_,+4)mod 15. (6)

If one sets X,=1, equation (6) will produce the sequence 1,
5,9,13,2,6,10,14,3,7, 11,0, 4, 8, 12. This sequence will
repeat indefinitely. For a jump ahead of 3 numbers in this
sequence a"=31°=29791, c*(a-1)=15*30=450 and a” mod
((a=1)c)=31°mod(15%30)=29791mod(450)=91.  Equation
(5) becomes:

((91 (X;30+4)-4)/30)mod 15 ).

Table 1 shows the jump ahead calculations from (7). The
calculations start at 5 and jump ahead 3.
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TABLE 1

I X, (X30+4) 91 (X30+4)-4 (91 (X30+4)-4)/30 X4

1 5 154 14010 467 2
4 2 64 5820 194 14
7 14 424 38580 1286 11
10 11 334 30390 1013 8
13 8 244 22200 740 5

G. Fast Packet Filter

Address hopping VPNs must rapidly determine whether a
packet has a valid header and thus requires further processing,
or has an invalid header (a hostile packet) and should be
immediately rejected. Such rapid determinations will be
referred to as “fast packet filtering.” This capability protects
the VPN from attacks by an adversary who streams hostile
packets at the receiver at a high rate of speed in the hope of
saturating the receiver’s processor (a so-called “denial of
service” attack). Fast packet filtering is an important feature
for implementing VPNs on shared media such as Ethernet.

Assuming that all participants in a VPN share an unas-
signed “A” block of addresses, one possibility is to use an
experimental “A” block that will never be assigned to any
machine that is not address hopping on the shared medium.
“A” blocks have a 24 bits of address that can be hopped as
opposed to the 8 bits in “C” blocks. In this case a hopblock
will be the “A” block. The use of the experimental “A” block
is a likely option on an Ethernet because:

1. The addresses have no validity outside of the Ethernet and
will not be routed out to a valid outside destination by a
gateway.

2. There are 2** (~16 million) addresses that can be hopped
within each “A” block. This yields >280 trillion possible
address pairs making it very unlikely that an adversary
would guess a valid address. It also provides acceptably
low probability of collision between separate VPNs (all
VPN on a shared medium independently generate random
address pairs from the same “A” block).

3. The packets will not be received by someone on the Eth-
ernet who is not on a VPN (unless the machine is in pro-
miscuous mode) minimizing impact on non-VPN comput-
ers.

The Ethernet example will be used to describe one imple-
mentation of fast packet filtering. The ideal algorithm would
quickly examine a packet header, determine whether the
packet is hostile, and reject any hostile packets or determine
which active IP pair the packet header matches. The problem
is a classical associative memory problem. A variety of tech-
niques have been developed to solve this problem (hashing,
B-trees etc). Each of these approaches has its strengths and
weaknesses. For instance, hash tables can be made to operate
quite fast in a statistical sense, but can occasionally degener-
ate into a much slower algorithm. This slowness can persist
for a period of time. Since there is a need to discard hostile
packets quickly at all times, hashing would be unacceptable.

H. Presence Vector Algorithm

A presence vector is a bit vector of length 2” that can be
indexed by n-bit numbers (each ranging from 0 to 2”~'). One
can indicate the presence of k n-bit numbers (not necessarily
unique), by setting the bits in the presence vector indexed by
each number to 1. Otherwise, the bits in the presence vector
are 0. An n-bit number, X, is one of the k numbers if and only
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if the x” bit of the presence vector is 1. A fast packet filter can
be implemented by indexing the presence vector and looking
for a 1, which will be referred to as the “test.”

For example, suppose one wanted to represent the number
135 using a presence vector. The 1357 bit of the vector would
be set. Consequently, one could very quickly determine
whether an address of 135 was valid by checking only one bit:
the 1357 bit. The presence vectors could be created in
advance corresponding to the table entries for the IP
addresses. In effect, the incoming addresses can be used as
indices into a long vector, making comparisons very fast. As
each RNG generates a new address, the presence vector is
updated to reflect the information. As the window moves, the
presence vector is updated to zero out addresses that are no
longer valid.

There is a trade-off between efficiency of the test and the
amount of memory required for storing the presence
vector(s). For instance, if one were to use the 48 bits of
hopping addresses as an index, the presence vector would
have to be 35 terabytes. Clearly, this is too large for practical
purposes. Instead, the 48 bits can be divided into several
smaller fields. For instance, one could subdivide the 48 bits
into four 12-bit fields (see FIG. 16). This reduces the storage
requirement (o 2048 byles at the expense ol occasionally
having to process a hostile packet. In effect, instead of one
long presence vector, the decomposed address portions must
match all four shorter presence vectors before further pro-
cessing is allowed. (If the first part of the address portion
doesn’t match the first presence vector, there is no need to
check the remaining three presence vectors).

A presence vector will have a 1 in the y? bit if and only if
one or more addresses with a corresponding field of y are
active. An address is active only if each presence vector
indexed by the appropriate sub-field of the address is 1.

Consider a window of 32 active addresses and 3 check-
points. A hostile packet will be rejected by the indexing of one
presence vector more than 99% of the time. A hostile packet
will be rejected by the indexing of all 4 presence vectors more
than 99.9999995% of the time. On average, hostile packets
will be rejected in less than 1.02 presence vector index opera-
tions.

The small percentage of hostile packets that pass the fast
packet filter will be rejected when matching pairs are not
found in the active window or are active checkpoints. Hostile
packets that serendipitously match a header will be rejected
when the VPN software attempts to decrypt the header. How-
ever, these cases will be extremely rare. There are many other
ways this method can be configured to arbitrate the space/
speed tradeoffs.

1. Further Synchronization Enhancements

A slightly modified form of the synchronization techniques
described above can be employed. The basic principles of the
previously described checkpoint synchronization scheme
remain unchanged. The actions resulting from the reception
of the checkpoints are, however, slightly different. In this
variation, the receiver will maintain between OoO (“Out of
Order”) and 2xWINDOW_SIZE+O00O active addresses
(1=000=WINDOW_SIZE and WINDOW_SIZE=2).
000 and WINDOW_SIZE are engineerable parameters,
where Q0O is the minimum number of addresses needed to
accommodate lost packets due to events in the network or out
of order arrivals and WINDOW_SIZL: is the number of pack-
ets transmitted before a SYNC_REQ is issued. FIG. 17
depicts a storage array for a receiver’s active addresses.
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The receiver starts with the first 2xWINDOW_SIZE
addresses loaded and active (ready to receive data). As pack-
ets are received, the corresponding entries are marked as
“used” and are no longer eligible to receive packets. The
transmitter maintains a packet counter, initially set to 0, con-
taining the number of data packets transmitted since the last
initial transmission of a SYNC_REQ for which SYNC_ACK
has been received. When the transmitter packet counter
equals WINDOW_SIZE, the transmitter generates a SYN-
C_REQ and does its initial transmission. When the receiver
receives a SYNC_REQ corresponding to its current
CKPT_N, it generates the next WINDOW_SIZE addresses
and starts loading them in order starting at the first location
after the last active address wrapping around to the beginning
of the array after the end of the array has been reached. The
receiver’s array might look like FIG. 18 when a SYNC_REQ
has been received. In this case a couple of packets have been
either lost or will be received out of order when the SYN-
C_REQ is received.

FIG. 19 shows the receiver’s array after the new addresses
have been generated. If the transmitter does not receive a
SYNC_ACK, it will re-issue the SYNC_REQ at regular inter-
vals. When the transmitter receives a SYNC_ACK, the packet
counter is decremented by WINDOW_SIZE. If the packet
counter reaches 2x WINDOW _SIZE-QoO then the transmit-
ter ceases sending data packets until the appropriate SYN-
C_ACK is finally received. The transmitter then resumes
sending data packets. Future behavior is essentially a repeti-
tion of this initial cycle. The advantages ofthis approach are:

1. There is no need for an efficient jump ahead in the

random number generator,

2. No packet is ever transmitted that does not have a cor-

responding entry in the receiver side
3. No timer based re-synchronization is necessary. This is
a consequence of 2.

4. The receiver will always have the ability to accept data
messages transmitted within OoO messages of the most
recently transmitted message.

J. Distributed Transmission Path Variant

Another embodiment incorporating various inventive prin-
ciples is shown in FIG. 20. In this embodiment, a message
transmission system includes a first computer 2001 in com-
munication with a second computer 2002 through a network
2011 of intermediary computers. In one variant of this
embodiment, the network includes two edge routers 2003 and
2004 each of which is linked to a plurality of Internet Service
Providers (ISPs) 2005 through 2010. Each ISP is coupled to a
plurality of other ISPs in an arrangement as shown in FIG. 20,
which is a representative configuration only and is not
intended to be limiting. Each connection between ISPs is
labeled in FIG. 20 to indicate a specific physical transmission
path (e.g., AD is a physical path that links ISP A (element
2005) to ISP D (element 2008)). Packets arriving at each edge
router are selectively transmitted to one of the ISPs to which
the router is attached on the basis of a randomly or quasi-
randomly selected basis.

As shown in FIG. 21, computer 2001 or edge router 2003
incorporates a plurality ol link transmission tables 2100 that
identify, for each potential transmission path through the
network, valid sets of IP addresses that can be used to transmit
the packet. For example, AD table 2101 contains a plurality of
IP source/destination pairs that are randomly or quasi-ran-
domly generated. When a packet is to be transmitted from first
computer 2001 to second computer 2002, one of the link
tables is randomly (or quasi-randomly) selected, and the next
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valid source/destination address pair from that table is used to
transmit the packet through the network. If path AD is ran-
domly selected, for example, the next source/destination IP
address pair (which is pre-determined to transmit between
ISP A (element 2005) and ISP B (element 2008)) is used to
transmit the packet. If one of the transmission paths becomes
degraded or inoperative, that link table can be setto a “down”
condition as shown in table 2105, thus preventing addresses
from being selected from that table. Other transmission paths
would be unaffected by this broken link.

3. Continuation-In-Part Improvements

The following describes various improvements and fea-
tures that can be applied to the embodiments described above.
The improvements include: (1) a load balancer that distrib-
utes packets across different transmission paths according to
transmission path quality; (2) a DNS proxy server that trans-
parently creates a virtual private network in response to a
domain name inquiry; (3) a large-to-small link bandwidth
management feature that prevents denial-of-service attacks at
system chokepoints; (4) a traffic limiter that regulates incom-
ing packets by limiting the rate at which a transmitter can be
synchronized with a receiver; and (5) a signaling synchro-
nizer that allows a large number of nodes to communicate
with a central node by partitioning the communication func-
tion between two separate entities. Each is discussed sepa-
rately below.

A. Load Balancer

Various embodiments described above include a system in
which a transmitting node and a receiving node are coupled
through a plurality of transmission paths, and wherein suc-
cessive packets are distributed quasi-randomly over the plu-
rality of paths. See, for example, FIGS. 20 and 21 and accom-
panying description. The improvement extends this basic
concept to encompass distributing packets across different
paths in such a manner that the loads on the paths are gener-
ally balanced according to transmission link quality.

In one embodiment, a system includes a transmitting node
and a receiving node that are linked via a plurality of trans-
mission paths having potentially varying transmission qual-
ity. Successive packets are transmitted over the paths based on
a weight value distribution function for each path. The rate
that packets will be transmitted over a given path can be
different for each path. The relative “health” of each trans-
mission path is monitored in order to identify paths that have
become degraded. In one embodiment, the health of each path
is monitored in the transmitter by comparing the number of
packets transmitted to the number of packet acknowledge-
ments received. Each transmission path may comprise a
physically separate path (e.g., via dial-up phone line, com-
puter network, router, bridge, or the like), or may comprise
logically separate paths contained within a broadband com-
munication medium (e.g., separate channels in an FDM,
TDM, CDMA, or other type of modulated or unmodulated
transmission link).

When the transmission quality of a path falls below a
predetermined threshold and there are other paths that can
transmit packets, the transmitter changes the weight value
used for that path, making it less likely that a given packet will
be transmitted over that path. The weight will preferably be
set no lower than a minimum value that keeps nominal traffic
on the path. The weights of the other available paths are
altered to compensate for the change in the affected path.
When the quality of a path degrades to where the transmitter
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is turned off by the synchronization function (i.e., no packets
are arriving at the destination), the weight is set to zero. If all
transmitters are turned off, no packets are sent.

Conventional TCP/IP protocols include a “throttling” fea-
ture that reduces the transmission rate of packets when it is
determined that delays or errors are occurring in transmis-
sion. In this respect, timers are sometimes used to determine
whether packets have been received. These conventional
techniques for limiting transmission of packets, however, do
not involve multiple transmission paths between two nodes
wherein transmission across a particular path relative to the
others is changed based on link quality.

According to certain embodiments, in order to damp oscil-
lations that might otherwisc occur if weight distributions arc
changed drastically (e.g., according to a step function), a
linear or an exponential decay formula can be applied to
gradually decrease the weight value over time that a degrad-
ing path will be used. Similarly, if the health of a degraded
path improves, the weight value for that path is gradually
increased.

Transmission link health can be evaluated by comparing
the number of packets that are acknowledged within the trans-
mission window (see embodiments discussed above) to the
number of packets transmitted within that window and by the
state of the transmitter (i.e., on or off). In other words, rather
than accumulating general transmission statistics over time
for a path, one specific implementation uses the “windowing”
concepts described above to evaluate transmission path
health.

The same scheme can be used to shift virtual circuit paths
from an “unhealthy” path to a “healthy” one, and to select a
path for a new virtual circuit.

FIG. 22A shows a flowchart for adjusting weight values
associated with a plurality of transmission links. It is assumed
that software executing in one or more computer nodes
executes the steps shown in FIG. 22A. It is also assumed that
the software can be stored on a computer-readable medium
such as a magnetic or optical disk for execution by a com-
puter.

Beginning in step 2201, the transmission quality of a given
transmission path is measured. As described above, this mea-
surement can be based on a comparison between the number
of packets transmitted over a particular link to the number of
packet acknowledgements received over the link (e.g., per
unit time, or in absolute terms). Alternatively, the quality can
be evaluated by comparing the number of packets that are
acknowledged within the transmission window to the number
of packets that were transmitted within that window. In yet
another variation, the number of missed synchronization
messages can be used to indicate link quality. Many other
variations are of course possible.

In step 2202, a check is made to determine whether more
than one transmitter (e.g., transmission path) is turned on. If
not, the process is terminated and resumes at step 2201.

In step 2203, the link quality is compared to a given thresh-
old (e.g., 50%, or any arbitrary number). If the quality falls
below the threshold, then in step 2207 a check is made to
determine whether the weight is above a minimum level (e.g.,
1%). If not, then in step 2209 the weight is set to the minimum
level and processing resumes at step 2201. If the weight is
above the minimum level, then in step 2208 the weight is
gradually decreased for the path, then in step 2206 the
weights for the remaining paths are adjusted accordingly to
compensate (e.g., they are increased).

If in step 2203 the quality of the path was greater than or
equal to the threshold, then in step 2204 a check is made to
determine whether the weight is less than a steady-state value

20

25

40

45

60

65

36

for that path. If so, then in step 2205 the weight is increased
toward the steady-state value, and in step 2206 the weights for
the remaining paths are adjusted accordingly to compensate
(e.g., they are decreased). If in step 2204 the weight is not less
than the steady-state value, then processing resumes at step
2201 without adjusting the weights.

The weights can be adjusted incrementally according to
various functions, preferably by changing the value gradu-
ally. In one embodiment, a linearly decreasing function is
used to adjust the weights; according to another embodiment,
an exponential decay function is used. Gradually changing
the weights helps to damp oscillators that might otherwise
occur if the probabilities were abruptly.

Although not cxplicitly shown in FIG. 22 A the process can
be performed only periodically (e.g., according to a time
schedule), or it can be continuously run, such as in a back-
ground mode of operation. In one embodiment, the combined
weights of all potential paths should add up to unity (e.g.,
when the weighting for one path is decreased, the correspond-
ing weights that the other paths will be selected will increase).

Adjustments to weight values for other paths can be pro-
rated. For example, a decrease of 10% in weight value for one
path could result in an evenly distributed increase in the
weights for the remaining paths. Alternatively, weightings
could be adjusted according to a weighted formula as desired
(e.g., favoring healthy paths over less healthy paths). In yet
another variation, the difference in weight value can be amor-
tized over the remaining links in a manner that is proportional
to their traffic weighting.

FIG. 22B shows steps that can be executed to shut down
transmission links where a transmitter turns off. In step 2210,
a transmitter shut-down event occurs. In step 2211, a test is
made to determine whether at least one transmitter is still
turned on. If not, then in step 2215 all packets are dropped
until a transmitter turns on. If in step 2211 at least one trans-
mitter is turned on, then in step 2212 the weight for the path
is set to zero, and the weights for the remaining paths are
adjusted accordingly.

FIG. 23 shows a computer node 2301 employing various
principles of the above-described embodiments. Itis assumed
that two computer nodes of the type shown in FIG. 23 com-
municate over a plurality of separate physical transmission
paths. As shown in FIG. 23, four transmission paths X1
through X4 are defined for communicating between the two
nodes. Each node includes a packet transmitter 2302 that
operates in accordance with a transmit table 2308 as
described above. (The packet transmitter could also operate
without using the IP-hopping features described above, but
the following description assumes that some form of hopping
is employed in conjunction with the path selection mecha-
nism.). The computer node also includes a packet receiver
2303 that operates in accordance with a receive table 2309,
including a moving window W that moves as valid packets are
received. Invalid packets having source and destination
addresses that do not fall within window W are rejected.

As each packet is readied for transmission, source and
destination IP addresses (or other discriminator values) are
selected from transmit table 2308 according to any of the
various algorithms described above, and packets containing
these source/destination address pairs, which correspond o
the node to which the four transmission paths are linked, are
generated to a transmission path switch 2307. Switch 2307,
which can comprise a software function, selects from one of
the available transmission paths according to a weight distri-
bution table 2306. T'or example, if the weight for path X1 is
0.2, then every fifth packet will be transmitted on path X1. A
similar regime holds true for the other paths as shown. Ini-
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tially, each link’s weight value can be set such that it is
proportional to its bandwidth, which will be referred to as its
“steady-state” value.

Packet receiver 2303 generates an output to a link quality
measurement function 2304 that operates as described above
to determine the quality of each transmission path. (The input
to packet receiver 2303 for receiving incoming packets is
omitted for clarity). Link quality measurement function 2304
compares the link quality to a threshold for each transmission
link and, if necessary, generates an output to weight adjust-
ment function 2305. If a weight adjustment is required, then
the weights in table 2306 are adjusted accordingly, preferably
according to a gradual (e.g., linearly or exponentially declin-
ing) function. In one embodiment, the weight values for all
available paths are initially set to the same value, and only
when paths degrade in quality are the weights changed to
reflect differences.

Link quality measurement function 2304 can be made to
operate as part of a synchronizer function as described above.
That is, if resynchronization occurs and the receiver detects
that synchronization has been lost (e.g., resulting in the syn-
chronization window W being advanced out of sequence),
that fact can be used to drive link quality measurement func-
tion 2304. According to one embodiment, load balancing is
performed using information garnered during the normal syn-
chronization, augmented slightly to communicate link health
from the receiver to the transmitter. The receiver maintains a
count, MESS_R(W), of the messages received in synchroni-
zation window W. When it receives a synchronization request
(SYNC_REQ) corresponding to the end of window W, the
receiver includes counter MESS_R in the resulting synchro-
nization acknowledgement (SYNC_ACK) sent back to the
transmitter. This allows the transmitter to compare messages
sent to messages received in order to asses the health of the
link.

If synchronization is completely lost, weight adjustment
function 2305 decreases the weight value on the affected path
to zero. When synchronization is regained, the weight value
for the affected path is gradually increased to its original
value. Alternatively, link quality can be measured by evalu-
ating the length of time required for the receiver to acknowl-
edge a synchronization request. In one embodiment, separate
transmit and receive tables are used for each transmission
path.

When the transmitter receives a SYNC_ACK, the
MESS_R is compared with the number of messages trans-
mitted ina window (MESS_T). When the transmitter receives
a SYNC_ACK, the traffic probabilities will be examined and
adjusted if necessary. MESS_R is compared with the number
of messages transmitted in a window (MESS_T). There are
two possibilities:

1.IfMESS_R is less than a threshold value, THRESH, then
the link will be deemed to be unhealthy. If the transmitter was
turned off, the transmitter is turned on and the weight P for
that link will be set to a minimum value MIN. This will keep
a trickle of traffic on the link for monitoring purposes until it
recovers. Ifthe transmitter was turned on, the weight P for that
link will be set to:

P'=0xMIN+(1-)xP )
Equation 1 will exponentially damp the traffic weight value to
MIN during sustained periods of degraded service.

2. If MESS_R for a link is greater than or equal to
THRESH, the link will be deemed healthy. If the weight P for
that link is greater than or equal to the steady state value S for
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that link, then P is left unaltered. If the weight P for that link
is less than THRESH then P will be set to:

P'=BxS+(1-B)xP e
where {} is a parameter such that 0<=f <=1 that determines the
damping rate of P.

Equation 2 will increase the traffic weight to S during
sustained periods of acceptable service in a damped exponen-
tial fashion.

A detailed example will now be provided with reference to
FIG. 24. As shown in FIG. 24, a first computer 2401 commu-
nicates with a second computer 2402 through two routers
2403 and 2404. Each router is coupled to the other router
through three transmission links. As described above, these
may be physically diverse links or logical links (including
virtual private networks).

Suppose that a first link I.1 can sustain a transmission
bandwidth of 100 Mb/s and has a window size of 32; link .2
can sustain 75 Mb/s and has a window size of 24; and link L3
can sustain 25 Mb/s and has a window size of 8. The com-
bined links can thus sustain 200 Mb/s. The steady state traffic
weights are 0.5 for link L1; 0.375 for link .2, and 0.125 for
link L3. MIN=1 Mb/s, THRESH=0.8 MESS_T for each link,
a=0.75 and p=0.5. These traffic weights will remain stable
until a link stops for synchronization or reports a number of
packets received less than its THRESH. Consider the follow-
ing sequence of events:

1. Link L1 receives a SYNC_ACK containing a MESS_R
of 24, indicating that only 75% of the MESS_T (32) messages
transmitted in the last window were successfully received.
Link 1 would be below THRESH (0.8). Consequently, link
L1’s traffic weight value would be reduced to 0.12825, while
link L.2’s traffic weight value would be increased to 0.65812
and link [3’s traffic weight value would be increased to
0.217938.

2.Link [.2 and .3 remained healthy and link L1 stopped to
synchronize. Then link [.1’s traffic weight value would be set
to 0, link L.2’s traffic weight value would be set to 0.75, and
link 1.33’s traffic weight value would be set to 0.25.

3. Link L1 finally received a SYNC_ACK containing a
MESS_R of 0 indicating that none of the MESS_T (32)
messages transmitted in the last window were successfully
received. Link [.1 would be below THRESH. Link [.1’s traffic
weight value would be increased to 0.005, link 1.2’s traffic
weight value would be decreased to 0.74625, and link L.3’s
traffic weight value would be decreased to 0.24875.

4. Link L1 received a SYNC_ACK containing a MESS_R
of 32 indicating that 100% of the MESS_T (32) messages
transmitted in the last window were successfully received.
Link L1 would be above THRESH. Link L.1’s traffic weight
value would be increased to 0.2525, while link 1.2’s traffic
weight value would be decreased to 0.560625 and link 1.3’s
traffic weight value would be decreased to 0.186875.

5. Link L1 received a SYNC_ACK containing a MESS_R
of 32 indicating that 100% of the MESS_T (32) messages
transmitted in the last window were successfully received.
Link L1 would be above THRESH. Link [.1’s traffic weight
value would be increased to 0.37625; link [.2’s traffic weight
value would be decreased to 0.4678125, and link [.3’s traffic
weight value would be decreased to 0.1559375.

6. Link L1 remains healthy and the traffic probabilities
approach their steady state traffic probabilities.
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B. Use of a DNS Proxy to Transparently Create
Virtual Private Networks

A second improvement concerns the automatic creation of
a virtual private network (VPN) in response to a domain-
name server look-up function.

Conventional Domain Name Servers (DNSs) provide a
look-up function that returns the IP address of a requested
computer or host. For example, when a computer user types in
the web name “Yahoo.com,” the user’s web browser transmits
a request to a DNS, which converts the name into a four-part
IP address that is returned to the user’s browser and then used
by the browser to contact the destination web site.

This conventional scheme is shown in FIG. 25. A uscr’s
computer 2501 includes a client application 2504 (for
example, a web browser) and an IP protocol stack 2505.
‘When the user enters the name of a destination host, a request
DNS REQ is made (through IP protocol stack 2505) to a DNS
2502 to look up the IP address associated with the name. The
DNS returns the IP address DNS RESP to client application
2504, which is then able to use the IP address to communicate
with the host 2503 through separate transactions such as
PAGE REQ and PAGE RESP.

In the conventional architecture shown in FIG. 25, nefari-
ous listeners on the Internet could intercept the DNS REQ and
DNS RESP packets and thus learn what IP addresses the user
was contacting. For example, if a user wanted to set up a
secure communication path with a web site having the name
“Target.com,” when the user’s browser contacted a DNS to
find the IP address for that web site, the true IP address of that
web site would be revealed over the Internet as part of the
DNS inquiry. This would hamper anonymous communica-
tions on the Internet.

One conventional scheme that provides secure virtual pri-
vate networks over the Internet provides the DNS server with
the public keys of the machines that the DNS server has the
addresses for. This allows hosts to retrieve automatically the
public keys of a host that the host is to communicate with so
that the host can set up a VPN without having the user enter
the public key of the destination host. One implementation of
this standard is presently being developed as part of the
FreeS/WAN project(RFC 2535).

The conventional scheme suffers from certain drawbacks.
For example, any user can perform a DNS request. Moreover,
DNS requests resolve to the same value for all users.

According to certain aspects of the invention, a specialized
DNS server traps DNS requests and, if the request is from a
special type of user (e.g., one for which secure communica-
tion services are defined), the server does not return the true IP
address of the target node, but instead automatically sets up a
virtual private network between the target node and the user.
The VPN is preferably implemented using the IP address
“hopping” features of the basic invention described above,
such that the true identity of the two nodes cannot be deter-
mined even if packets during the communication are inter-
cepted. For DNS requests that are determined to not require
secure services (e.g., an unregistered user), the DNS server
transparently “passes through” the request to provide a nor-
mal look-up function and return the IP address of the target
web server, provided that the requesting host has permissions
to resolve unsecured sites. Different users who make an iden-
tical DNS request could be provided with different results.

FIG. 26 shows a system employing various principles sum-
marized above. A user’s computer 2601 includes a conven-
tional client (e.g., a web browser) 2605 and an IP protocol
stack 2606 that preferably operates in accordance with an IP
hopping function 2607 as outlined above. A modified DNS
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server 2602 includes a conventional DNS server function
2609 and a DNS proxy 2610. A gatekeeper server 2603 is
interposed between the modified DNS server and a secure
target site 2704. An “unsecure” target site 2611 is also acces-
sible via conventional IP protocols.

According to one embodiment, DNS proxy 2610 intercepts
all DNS lookup functions from client 2605 and determines
whether access to a secure site has been requested. Ifaccess to
a secure site has been requested (as determined, for example,
by a domain name extension, or by reference to an internal
table of such sites), DNS proxy 2610 determines whether the
user has sufficient security privileges to access the site. If so,
DNS proxy 2610 transmits a message to gatekeeper 2603
requesting that a virtual private network be created between
user computer 2601 and secure target site 2604. In one
embodiment, gatekeeper 2603 creates “hopblocks™ to be used
by computer 2601 and secure target site 2604 for secure
communication. Then, gatekeeper 2603 communicates these
to user computer 2601. Thereafter, DNS proxy 2610 returns
to user computer 2601 the resolved address passed to it by the
gatekeeper (this address could be different from the actual
target computer) 2604, preferably using a secure administra-
tive VPN. The address that is returned need not be the actual
address of the destination computer.

Had the user requested lookup of a non-secure web site
such as site 2611, DNS proxy would merely pass through to
conventional DNS server 2609 the look-up request, which
would be handled in a conventional manner, returning the IP
address of non-secure web site 2611. If the user had requested
lookup of a secure web site but lacked credentials to create
such a connection, DNS proxy 2610 would return a “host
unknown” error to the user. In this manner, different users
requesting access to the same DNS name could be provided
with different look-up results.

Gatekeeper 2603 can be implemented on a separate com-
puter (as shown in FIG. 26) or as a function within modified
DNS server 2602. In general, it is anticipated that gatekeeper
2703 facilitates the allocation and exchange of information
needed to communicate securely, such as using “hopped” IP
addresses. Secure hosts such as site 2604 are assumed to be
equipped with a secure communication function such as an IP
hopping function 2608.

It will be appreciated that the functions of DNS proxy 2610
and DNS server 2609 can be combined into a single server for
convenience. Moreover, although element 2602 is shown as
combining the functions of two servers, the two servers can be
made to operate independently.

FIG. 27 shows steps that can be executed by DNS proxy
server 2610 (o handle requests for DNS look-up for secure
hosts. In step 2701, a DNS look-up request is received for a
target host. In step 2702, a check is made to determine
whether access to a secure host was requested. If not, then in
step 2703 the DNS request is passed to conventional DNS
server 2609, which looks up the IP address of the target site
and returns it to the user’s application for further processing.

In step 2702, if access to a secure host was requested, then
in step 2704 a further check is made to determine whether the
user is authorized to connect to the secure host. Such a check
can be made with reference (0 an internally stored list of
authorized IP addresses, or can be made by communicating
with gatekeeper 2603 (e.g., over an “administrative” VPN
that is secure). It will be appreciated that different levels of
security can also be provided for different categories of hosts.
lor example, some sites may be designated as having a cer-
tain security level, and the security level of the user requesting
access must match that security level. The user’s security
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level can also be determined by transmitting a request mes-
sage back to the user’s computer requiring that it prove that it
has sufficient privileges.

If the user is not authorized to access the secure site, then a
“host unknown” message is returned (step 2705). If the user
has sufficient security privileges, then in step 2706 a secure
VPN is established between the user’s computer and the
secure target site. As described above, this is preferably done
by allocating a hopping regime that will be carried out
between the user’s computer and the secure target site, and is
preferably performed transparently to the user (i.e., the user
need not be involved in creating the secure link). As described
in various embodiments of this application, any of various
ficlds can be “hopped” (c.g., IP source/destination addresses;
a field in the header; etc.) in order to communicate securely.

Some or all of the security functions can be embedded in
gatekeeper 2603, such that it handles all requests to connect to
secure sites. In this embodiment, DNS proxy 2610 commu-
nicates with gatekeeper 2603 to determine (preferably over a
secure administrative VPN) whether the user has access to a
particular web site. Various scenarios for implementing these
features are described by way of example below:

Scenario #1: Client has permission to access target com-
puter, and gatekeeper has a rule to make a VPN for the client.
In this scenario, the client’s DNS request would be received
by the DNS proxy server 2610, which would forward the
request to gatekeeper 2603. The gatekeeper would establish a
VPN between the client and the requested target. The gate-
keeper would provide the address of the destination to the
DNS proxy, which would then return the resolved name as a
result. The resolved address can be transmitted back to the
client in a secure administrative VPN.

Scenario #2: Client does not have permission to access
target computer. In this scenario, the client’s DNS request
would be received by the DNS proxy server 2610, which
would forward the request to gatekeeper 2603. The gate-
keeper would reject the request, informing DNS proxy server
2610 that it was unable to find the target computer. The DNS
proxy 2610 would then return a “host unknown” error mes-
sage to the client.

Scenario #3: Client has permission to connect using a
normal non-VPN link, and the gatekeeper does not have arule
to setup a VPN for the client to the target site. In this scenario,
the client’s DNS request is received by DNS proxy server
2610, which would check its rules and determine that no VPN
is needed. Gatekeeper 2603 would then inform the DNS
proxy server to forward the request to conventional DNS
server 2609, which would resolve the request and return the
result to the DNS proxy server and then back to the client.

Scenario #4: Client does not have permission to establish a
normal/non-VPN link, and the gatekeeper does not have a
rule to make a VPN for the client to the target site. In this
scenario, the DNS proxy server would receive the client’s
DNS request and forward it to gatekeeper 2603. Gatekeeper
2603 would determine that no special VPN was needed, but
that the client is not authorized to communicate with non-
VPN members. The gatekeeper would reject the request,
causing DNS proxy server 2610 to return an error message to
the client.

C. Large Link to Small Link Bandwidth
Management

One feature of the basic architecture is the ability to prevent
so-called “denial of service” attacks that can occur if a com-
puter hacker floods a known Internet node with packets, thus
preventing the node from communicating with other nodes.
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Because IP addresses or other fields are “hopped” and packets
arriving with invalid addresses are quickly discarded, Internet
nodes are protected against flooding targeted at a single IP
address.

In a system in which a computer is coupled through a link
having a limited bandwidth (e.g., an edge router) to a node
that can support a much higher-bandwidth link (e.g., an Inter-
net Service Provider), a potential weakness could be
exploited by a determined hacker. Referring to FIG. 28, sup-
pose that a first host computer 2801 is communicating with a
second host computer 2804 using the IP address hopping
principles described above. The first host computer is coupled
through an edge router 2802 to an Internet Service Provider
(ISP) 2803 through a low bandwidth link (LOW BW), and is
in turn coupled to second host computer 2804 through parts of
the Internet through a high bandwidth link (HIGH BW). In
this architecture, the ISP is able to support a high bandwidth
to the internet, but a much lower bandwidth to the edge router
2802.

Suppose that a computer hacker is able to transmit a large
quantity of dummy packets addressed to first host computer
2801 across high bandwidth link HIGH BW. Normally, host
computer 2801 would be able to quickly reject the packets
since they would not fall within the acceptance window per-
mitted by the IP address hopping scheme. However, because
the packets must travel across low bandwidth link LOW BW,
the packets overwhelm the lower bandwidth link before they
are received by host computer 2801. Consequently, the link to
host computer 2801 is effectively flooded before the packets
can be discarded.

According to one inventive improvement, a “link guard”
function 2805 is inserted into the high-bandwidth node (e.g.,
ISP 2803) that quickly discards packets destined for a low-
bandwidth target node if they are not valid packets. Each
packet destined for a low-bandwidth node is cryptographi-
cally authenticated to determine whether it belongs to a VPN.
If it is not a valid VPN packet, the packet is discarded at the
high-bandwidth node. If the packet is authenticated as
belonging to a VPN, the packet is passed with high prefer-
ence. Ifthe packet is a valid non-VPN packet, it is passed with
a lower quality of service (e.g., lower priority).

In one embodiment, the ISP distinguishes between VPN
and non-VPN packets using the protocol of the packet. In the
case of IPSEC [rfc 2401], the packets have IP protocols 420
and 421. In the case of the TARP VPN, the packets will have
an IP protocol that is not yet defined. The ISP’s link guard,
2805, maintains a table of valid VPNs which it uses to validate
whether VPN packets are cryptographically valid. According
to one embodiment, packets that do not fall within any hop
windows used by nodes on the low-bandwidth link are
rejected, or are sent with a lower quality of service. One
approach for doing this is to provide a copy of the IP hopping
tables used by the low-bandwidth nodes to the high-band-
width node, such that both the high-bandwidth and low-band-
width nodes track hopped packets (e.g., the high-bandwidth
node moves its hopping window as valid packets are
received). In such a scenario, the high-bandwidth node dis-
cards packets that do not fall within the hopping window
before they are transmitted over the low-bandwidth link.
Thus, for example, ISP 2903 maintains a copy 2910 of the
receive table used by host computer 2901. Incoming packets
that do not fall within this receive table are discarded. Accord-
ing to a different embodiment, link guard 2805 validates each
VPN packet using a keyed hashed message authentication
code (IIMAC) [rfc 2104].

According to another embodiment, separate VPN’ (using,
for example, hopblocks) can be established for communicat-
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ing between the low-bandwidth node and the high-bandwidth
node (i.e., packets arriving at the high-bandwidth node are
converted into different packets before being transmitted to
the low-bandwidth node).

As shown in FIG. 29, for example, suppose that a first host
computer 2900 is communicating with a second host com-
puter 2902 over the Internet, and the path includes a high
bandwidth link HIGH BW to an ISP 2901 and a low band-
width link LOW BW through an edge router 2904. In accor-
dance with the basic architecture described above, first host
computer 2900 and second host computer 2902 would
exchange hopblocks (or a hopblock algorithm) and would be
able to create matching transmit and receive tables 2905,
2906, 2912 and 2913. Then in accordance with the basic
architecture, the two computers would transmit packets hav-
ing seemingly random IP source and destination addresses,
and each would move a corresponding hopping window in its
receive table as valid packets were received.

Suppose that a nefarious computer hacker 2903 was able to
deduce that packets having a certain range of IP addresses
(e.g., addresses 100 to 200 for the sake of simplicity) are
being transmitted to ISP 2901, and that these packets are
being forwarded over a low-bandwidth link. Hacker com-
puter 2903 could thus “flood” packets having addresses fall-
ing into the range 100 to 200, expecting that they would be
forwarded along low bandwidth link LOW BW, thus causing
the low bandwidth link to become overwhelmed. The fast
packet reject mechanism in first host computer 3000 would be
of little use in rejecting these packets, since the low band-
width link was effectively jammed before the packets could
be rejected. In accordance with one aspect of the improve-
ment, however, VPN link guard 2911 would prevent the
attack from impacting the performance of VPN traffic
because the packets would either be rejected as invalid VPN
packets or given a lower quality of service than VPN traffic
over the lower bandwidth link. A denial-of-service flood
attack could, however, still disrupt non-VPN traffic.

According to one embodiment of the improvement, ISP
2901 maintains a separate VPN with first host computer 2900,
and thus translates packets arriving at the ISP into packets
having a different IP header before they are transmitted to
host computer 2900. The cryptographic keys used to authen-
ticate VPN packets at the link guard 2911 and the crypto-
graphic keys used to encrypt and decrypt the VPN packets at
host 2902 and host 2901 can be different, so that link guard
2911 does not have access to the private host data; it only has
the capability to authenticate those packets.

According to yet a third embodiment, the low-bandwidth
node can transmit a special message to the high-bandwidth
node instructing it to shut down all transmissions on a par-
ticular IP address, such that only hopped packets will pass
through to the low-bandwidth node. This embodiment would
prevent a hacker from flooding packets using a single IP
address. According to yet a fourth embodiment, the high-
bandwidth node can be configured to discard packets trans-
mitted to the low-bandwidth node if the transmission rate
exceeds a certain predetermined threshold for any given IP
address; this would allow hopped packets to go through. In
this respect, link guard 2911 can be used to detect that the rate
ol packets on a given IP address are exceeding a threshold
rate; further packets addressed to that same IP address would
be dropped or transmitted at a lower priority (e.g., delayed).

D. Traffic Limiter

In a system in which multiple nodes are communicating
using “hopping” technology, a treasonous insider could inter-
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nally flood the system with packets. In order to prevent this
possibility, one inventive improvement involves setting up
“contracts” between nodes in the system, such that a receiver
can impose a bandwidth limitation on each packet sender.
One techmque for doing this is to delay acceptance of a
checkpoint synchronization request from a sender until a
certain time period (e.g., one minute) has elapsed. Each
receiver can effectively control the rate at which its hopping
window moves by delaying “SYNC ACK” responses to
“SYNC_REQ” messages.

A simple modification to the checkpoint synchronizer will
serve to protect a receiver from accidental or deliberate over-
load from an internally treasonous client. This modification is
bascd on the observation that a recciver will not update its
tables until a SYNC_REQ is received on hopped address
CKPT_N. It is a simple matter of deferring the generation of
a new CKPT_N until an appropriate interval after previous
checkpoints.

Suppose a receiver wished to restrict reception from a
transmitter to 100 packets a second, and that checkpoint syn-
chronization messages were triggered every 50 packets. A
compliant transmitter would notissue new SYNC_REQ mes-
sages more often than every 0.5 seconds. The receiver could
delay a non-compliant transmitter from synchronizing by
delaying the issuance of CKPT_N for 0.5 second after the last
SYNC_REQ was accepted.

In general, if M receivers need to restrict N transmitters
issuing new SYNC_REQ messages after every W messages
to sending R messages a second in aggregate, each receiver
could defer issuing a new CKPT_N until MxNxW/R seconds
have elapsed since the last SYNC_REQ has been received
and accepted. If the transmitter exceeds this rate between a
pair of checkpoints, it will issue the new checkpoint before
the receiver is ready to receive it, and the SYNC_REQ will be
discarded by the receiver. After this, the transmitter will re-
issue the SYNC_REQ every Ti seconds until it receives a
SYNC_ACK. The receiver will eventually update CKPT_N
and the SYNC_REQ will be acknowledged. If the transmis-
sion rate greatly exceeds the allowed rate, the transmitter will
stop until it is compliant. If the transmitter exceeds the
allowed rate by a little, it will eventually stop after several
rounds of delayed synchronization until it is in compliance.
Hacking the transmitter’s code to not shut off only permits the
transmitter to lose the acceptance window. In this case it can
recover the window and proceed only after it is compliant
again.

Two practical issues should be considered when imple-
menting the above scheme:

1. The receiver rate should be slightly higher than the
permitted rate in order to allow for statistical fluctuations in
traffic arrival times and non-uniform load balancing.

2. Since a transmitter will rightfully continue to transmit
for a period after a SYNC_REQ is transmitted, the algorithm
above can artificially reduce the transmitter’s bandwidth. If
events prevent a compliant transmitter from synchronizing
for a period (e.g. the network dropping a SYNC_REQ or a
SYNC_ACK) a SYNC_REQ will be accepted later than
expected. After this, the transmitter will transmit fewer than
expected messages before encountering the next checkpoint.
The new checkpoint will not have been aclivated and the
transmitter will have to retransmit the SYNC_REQ. This will
appear to the receiver as if the transmitter is not compliant.
Therefore, the next checkpoint will be accepted late from the
transmitter’s perspective. This has the effect of reducing the
transmitter’s allowed packet rate until the transmitter trans-
mits at a packet rate below the agreed upon rate for a period of
time.
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To guard against this, the receiver should keep track of the
times that the last C SYNC_REQs were received and
accepted and use the minimum of MxNxW/R seconds after
the last SYNC_REQ has been received and accepted, 2xMx
NxW/R seconds after next to the last SYNC_REQ has been
received and accepted, CxMxNxW/R seconds after (C-1)"
to the last SYNC_REQ has been received, as the time to
activate CKPT_N. This prevents the receiver from inappro-
priately limiting the transmitter’s packet rate if at least one out
ofthe last C SYNC_REQs was processed on the first attempt.

FIG. 30 shows a system employing the above-described
principles. In FIG. 30, two computers 3000 and 3001 are
assumed to be communicating over a network N in accor-
dance with the “hopping” principles described above (e.g.,
hopped IP addresses, discriminator values, etc.). For the sake
of simplicity, computer 3000 will be referred to as the receiv-
ing computer and computer 3001 will be referred to as the
transmitting computer, although full duplex operation is of
course contemplated. Moreover, although only a single trans-
mitter is shown, multiple transmitters can transmit to receiver
3000.

As described above, receiving computer 3000 maintains a
receive table 3002 including a window W that defines valid IP
address pairs that will be accepted when appearing in incom-
ing data packets. Transmitting computer 3001 maintains a
transmit table 3003 from which the next IP address pairs will
be selected when transmitting a packet to receiving computer
3000. (For the sake of illustration, window W is also illus-
trated with reference to transmit table 3003). As transmitting
computer moves through its table, it will eventually generate
aSYNC_REQ message as illustrated in function 3010. This is
a request to receiver 3000 to synchronize the receive table
3002, from which transmitter 3001 expects a response in the
form of a CKPT_N (included as part of a SYNC_ACK mes-
sage). If transmitting computer 3001 transmits more mes-
sages than its allotment, it will prematurely generate the
SYNC_REQ message. (If it has been altered to remove the
SYNC_REQ message generation altogether, it will fall out of
synchronization since receiver 3000 will quickly reject pack-
ets that fall outside of window W, and the extra packets
generated by transmitter 3001 will be discarded).

In accordance with the improvements described above,
receiving computer 3000 performs certain steps whena SYN-
C_REQ message is received, as illustrated in FIG. 30. In step
3004, receiving computer 3000 receives the SYNC_REQ
message. In step 3005, a check is made to determine whether
the request is a duplicate. If so, it is discarded in step 3006. In
step 3007, a check is made to determine whether the SYN-
C_REQreceived from transmitter 3001 was received at a rate
that exceeds the allowable rate R (i.e., the period between the
time of the last SYNC_REQ message). The value R can be a
constant, or it can be made to fluctuate as desired. If the rate
exceeds R, then in step 3008 the next activation of the next
CKPT_N hopping table entry is delayed by W/R seconds
after the last SYNC_REQ has been accepted.

Otherwise, if the rate has not been exceeded, then in step
3109 the next CKPT_N value is calculated and inserted into
the receiver’s hopping table prior to the next SYNC_REQ
from thetransmitter 3101. Transmitter 3101 then processes
the SYNC_REQ in the normal manner.

E. Signaling Synchronizer

In a system in which a large number of users communicate
with a central node using secure hopping technology, a large
amount of memory must be set aside for hopping tables and
their supporting data structures. For example, if one million
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subscribers to a web site occasionally communicate with the
web site, the site must maintain one million hopping tables,
thus using up valuable computer resources, even though only
a small percentage of the users may actually be using the
system at any one time. A desirable solution would be a
system that permits a certain maximum number of simulta-
neous links to be maintained, but which would “recognize”
millions of registered users at any one time. In other words,
out of a population of a million registered users, a few thou-
sand at a time could simultaneously communicate with a
central server, without requiring that the server maintain one
million hopping tables of appreciable size.

One solution is to partition the central node into two nodes:
a signaling scrver that performs scssion initiation for user
log-on and log-off (and requires only minimally sized tables),
and a transport server that contains larger hopping tables for
the users. The signaling server listens for the millions of
known users and performs a fast-packet reject of other (bo-
gus) packets. When a packet is received from a known user,
the signaling server activates a virtual private link (VPL)
between the user and the transport server, where hopping
tables are allocated and maintained. When the user logs onto
the signaling server, the user’s computer is provided with hop
tables for communicating with the transport server, thus acti-
vating the VPL. The VPLs can be torn down when they
become inactive for a time period, or they can be torn down
upon user log-out. Communication with the signaling server
to allow user log-on and log-off can be accomplished using a
specialized version of the checkpoint scheme described
above.

FIG. 31 shows a system employing certain of the above-
described principles. In FIG. 31, a signaling server 3101 and
a transport server 3102 communicate over a link. Signaling
server 3101 contains a large number of small tables 3106 and
3107 that contain enough information to authenticate a com-
munication request with one or more clients 3103 and 3104.
As described in more detail below, these small tables may
advantageously be constructed as a special case of the syn-
chronizing checkpoint tables described previously. Transport
server 3102, which is preferably a separate computer in com-
munication with signaling server 3101, contains a smaller
number of larger hopping tables 3108, 3109, and 3110 that
can be allocated to create a VPN with one of the client com-
puters.

According to one embodiment, a client that has previously
registered with the system (e.g., via a system administration
function, a user registration procedure, or some other
method) transmits a request for information from a computer
(e.g., a web site). In one variation, the request is made using
a “hopped” packet, such that signaling server 3101 will
quickly reject invalid packets from unauthorized computers
such as hacker computer 3105. An “administrative” VPN can
be established between all of the clients and the signaling
server in order to ensure that a hacker cannot flood signaling
server 3101 with bogus packets. Details of this scheme are
provided below.

Signaling server 3101 receives the request 3111 and uses it
to determine that client 3103 is a validly registered user. Next,
signaling server 3101 issues a request to transport server 3102
o allocate a hopping table (or hopping algorithm or other
regime) for the purpose of creating a VPN with client 3103.
The allocated hopping parameters are returned to signaling
server 3101 (path 3113), which then supplies the hopping
parameters to client 3103 via path 3114, preferably in
encrypted form.

Thereafter, client 3103 communicates with transport
server 3102 using the normal hopping techniques described
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above. It will be appreciated that although signaling server
3101 and transport server 3102 are illustrated as being two
separate computers, they could of course be combined into a
single computer and their functions performed on the single
computer. Alternatively, it is possible to partition the func-
tions shown in FIG. 31 differently from as shown without
departing from the inventive principles.

One advantage of the above-described architecture is that
signaling server 3101 need only maintain a small amount of
information on a large number of potential users, yet it retains
the capability of quickly rejecting packets from unauthorized
users such as hacker computer 3105. Larger data tables
needed to perform the hopping and synchronization functions
arc instcad maintained in a transport scrver 3102, and a
smaller number of these tables are needed since they are only
allocated for “active” links. After a VPN has become inactive
for a certain time period (e.g., one hour), the VPN can be
automatically torn down by transport server 3102 or signaling
server 3101.

A more detailed description will now be provided regard-
ing how a special case of the checkpoint synchronization
feature can be used to implement the signaling scheme
described above.

The signaling synchronizer may be required to support
many (millions) of standing, low bandwidth connections. It
therefore should minimize per-VPL memory usage while
providing the security offered by hopping technology. In
order to reduce memory usage in the signaling server, the data
hopping tables can be completely eliminated and data can be
carried as part ofthe SYNC_REQ message. The table used by
the server side (receiver) and client side (transmitter) is shown
schematically as element 3106 in FIG. 31.

The meaning and behaviors of CKPT_N, CKPT_O and
CKPT_R remain the same from the previous description,
except that CKPT_N can receive a combined data and SYN-
C_REQ message or a SYNC_REQ message without the data.

The protocol is a straightforward extension of the earlier
synchronizer. Assume that a client transmitter is on and the
tables are synchronized. The initial tables can be generated
“out of band.” For example, a client can log into a web server
to establish an account over the Internet. The client will
receive keys etc encrypted over the Internet. Meanwhile, the
server will set up the signaling VPN on the signaling server.

Assuming that a client application wishes to send a packet
to the server on the client’s standing signaling VPL:

1. The client sends the message marked as a data message
on the inner header using the transmitter’s CKPT_N address.
It turns the transmitter off and starts a timer TI noting
CKPT_O. Messages can be one of three types: DATA, SYN-
C_REQ and SYNC_ACK. In the normal algorithm, some
potential problems can be prevented by identifying each mes-
sage type as part of the encrypted inner header field. In this
algorithm, it is important to distinguish a data packet and a
SYNC_REQ in the signaling synchronizer since the data and
the SYNC_REQ come in on the same address.

2. When the server receives a data message on its CKPT_N,
it verifies the message and passes it up the stack. The message
can be verified by checking message type and and other
information (i.e., user credentials) contained in the inner
header It replaces its CKPT_O with CKPT_N and generates
the next CKPT_N. It updates its transmitter side CKPT_R to
correspond to the client’s receiver side CKPT_R and trans-
mits a SYNC_ACK containing CKPT_O in its payload.

3. When the client side receiver receives a SYNC_ACK on
its CKPT_R with a payload matching its transmitter side
CKPT_O and the transmitter is off, the transmitter is turned
on and the receiver side CKPT_R is updated. If the SYN-
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C_ACK’s payload does not match the transmitter side
CKPT_O or the transmitter is on, the SYNC_ACK is simply
discarded.

4.TT expires: If the transmitter is off and the client’s trans-
mitter side CKPT_O matches the CKPT_O associated with
the timer, it starts timer Ti noting CKPT_O again, and a
SYNC_REQis sentusing the transmitter’s CKPT_O address.
Otherwise, no action is taken.

5. When the server receives a SYNC_REQ on its CKPT_N,
it replaces its CKPT_O with CKPT_N and generates the next
CKPT_N. It updates its transmitter side CKPT_R to corre-
spond to the client’s receiver side CKPT_R and transmits a
SYNC_ACK containing CKPT_O in its payload.

6. When the server receives a SYNC_REQ on its CKPT_O,
it updates its transmitter side CKPT_R to correspond to the
client’s receiver side CKPT_R and transmits a SYNC_ACK
containing CKPT_O in its payload.

FIG. 32 shows message flows to highlight the protocol.
Reading from top to bottom, the client sends data to the server
using its transmitter side CKPT_N. The client side transmitter
is turned off and a retry timer is turned off. The transmitter
will not transmit messages as long as the transmitter is turned
off. The client side transmitter then loads CKPT_N into
CKPT_O and updates CKPT_N. This message is success-
fully received and a passed up the stack. It also synchronizes
the receiver i.e., the server loads CKPT_N into CKPT_O and
generates a new CKPT_N; it generates a new CKPT_R in the
server side transmitter and transmits a SYNC_ACK contain-
ing the server side receiver’s CKPT_O the server. The SYN-
C_ACK is successfully received at the client. The client side
receiver’s CKPT_R is updated, the transmitter is turned on
and the retry timer is killed. The client side transmitter is
ready to transmit a new data message.

Next, the client sends data to the server using its transmitter
side CKPT_N. The client side transmitter is turned off and a
retry timer is turned off. The transmitter will not transmit
messages as long as the transmitter is turned off. The client
side transmitter then loads CKPT_N into CKPT_O and
updates CKPT_N. This message is lost. The client side timer
expires and as a result a SYNC_REQ is transmitted on the
client side transmitter’s CKPT_O (this will keep happening
until the SYNC_ACK has been received at the client). The
SYNC_REQ is successfully received at the server. It synchro-
nizes the receiver i.e., the server loads CKPT_N into
CKPT_O and generates a new CKPT_N, it generates an new
CKPT_R in the server side transmitter and transmits a SYN-
C_ACK containing the server side receiver’s CKPT_O the
server. The SYNC_ACK is successfully received at the client.
Theclient side receiver’s CKPT_R is updated, the transmitter
is turned off and the retry timer is killed. The client side
transmitter is ready to transmit a new data message.

There are numerous other scenarios that follow this flow.
For example, the SYNC_ACK could be lost. The transmitter
would continue to re-send the SYNC_REQ until the receiver
synchronizes and responds.

The above-described procedures allow a client (o be
authenticated at signaling server 3201 while maintaining the
ability of signaling server 3201 to quickly reject invalid pack-
ets, such as might be generated by hacker computer 3205. In
various embodiments, the signaling synchronizer is really a
derivative of the synchronizer. It provides the same protection
as the hopping protocol, and it does so for a large number of
low bandwidth connections.
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F. One-click Secure On-line Communications and
Secure Domain Name Service

The present invention provides a technique for establishing
a secure communication link between a first computer and a
second computer over a computer network. Preferably, a user
enables a secure communication link using a single click of a
mouse, or a corresponding minimal input from another input
device, such as a keystroke entered on a keyboard or a click
entered through a trackball. Alternatively, the secure link is
automatically established as a default setting at boot-up of the
computer (i.e., no click). FIG. 33 shows a system block dia-
gram 3300 of a computer network in which the one-click
securc communication mcthod of the present invention is
suitable. In FIG. 33, a computer terminal or client computer
3301, such as a personal computer (PC), is connected to a
computer network 3302, such as the Internet, through an ISP
3303. Alternatively, computer 3301 can be connected to com-
puter network 3302 through an edge router. Computer 3301
includes an input device, such as a keyboard and/or mouse,
and a display device, such as a monitor. Computer 3301 can
communicate conventionally with another computer 3304
connected to computer network 3302 over a communication
link 3305 using a browser 3306 that is installed and operates
on computer 3301 in a well-known manner.

Computer 3304 can be, forexample, a server computer that
is used for conducting e-commerce. In the situation when
computer network 3302 is the Internet, computer 3304 typi-
cally will have a standard top-level domain name such as
.com, .net, .org, .edu, .mil or .gov.

FIG. 34 shows a flow diagram 3400 for installing and
establishing a “one-click” secure communication link over a
computer network according to the present invention. At step
3401, computer 3301 is connected to server computer 3304
over a non-VPN communication link 3305. Web browser
3306 displays a web page associated with server 3304 in a
well-known manner. According to one variation of the inven-
tion, the display of computer 3301 contains a hyperlink, or an
icon representing a hyperlink, for selecting a virtual private
network (VPN) communication link (“go secure” hyperlink)
through computer network 3302 between terminal 3301 and
server 3304. Preferably, the “go secure” hyperlink is dis-
played as part of the web page downloaded from server com-
puter 3304, thereby indicating that the entity providing server
3304 also provides VPN capability.

By displaying the “go secure” hyperlink, a user at com-
puter 3301 is informed that the current communication link
between computer 3301 and server computer 3304 is a non-
secure, non-VPN communication link. At step 3402, it is
determined whether a user of computer 3301 has selected the
“go secure” hyperlink. If not, processing resumes using a
non-secure (conventional) communication method (not
shown). If, at step 3402, it is determined that the user has
selected the “go secure” hyperlink, flow continues to step
3403 where an object associated with the hyperlink deter-
mines whether a VPN communication software module has
already been installed on computer 3301. Alternatively, a user
can enter a command into computer 3301 to “go secure.”

If, at step 3403, the object determines that the software
module has been installed, flow continues (o step 3407. I at
step 3403, the object determines that the software module has
not been installed, flow continues to step 3404 where a non-
VPN communication link 3307 is launched between com-
puter 3301 and a website 3308 over computer network 3302
in a well-known manner. Website 3308 is accessible by all
computer terminals connected to computer network 3302
through a non-VPN communication link. Once connected to
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website 3308, a software module for establishing a secure
communication link over computer network 3302 can be
downloaded and installed. Flow continues to step 3405
where, after computer 3301 connects to website 3308, the
software module for establishing a communication link is
downloaded and installed in a well-known manner on com-
puter terminal 3301 as software module 3309. At step 3405, a
user can optionally select parameters for the software mod-
ule, such as enabling a secure communication link mode of
communication for all communication links over computer
network 3302. At step 3406, the communication link between
computer 3301 and website 3308 is then terminated in a
well-known manner.

By clicking on the “go sccure” hyperlink, a user at com-
puter 3301 has enabled a secure communication mode of
communication between computer 3301 and server computer
3304. According to one variation of the invention, the user is
not required to do anything more than merely click the “go
secure” hyperlink. The user does not need to enter any user
identification information, passwords or encryption keys for
establishing a secure communication link. All procedures
required for establishing a secure communication link
between computer 3301 and server computer 3304 are per-
formed transparently to a user at computer 3301.

At step 3407, a secure VPN communications mode of
operation has been enabled and software module 3309 begins
to establish a VPN communication link. In one embodiment,
software module 3309 automatically replaces the top-level
domain name for server 3304 within browser 3406 with a
secure top-level domain name for server computer 3304. For
example, if the top-level domain name for server 3304 is
.com, software module 3309 replaces the .com top-level
domain name with a scom top-level domain name, where the
“s” stands for secure. Alternatively, software module 3409
can replace the top-level domain name of server 3304 with
any other non-standard top-level domain name.

Because the secure top-level domain name is a non-stan-
dard domain name, a query to a standard domain name ser-
vice (DNS) will return a message indicating that the universal
resource locator (URL) is unknown. According to the inven-
tion, software module 3309 contains the URL for querying a
secure domain name service (SDNS) for obtaining the URL
for a secure top-level domain name. In this regard, software
module 3309 accesses a secure portal 3310 that interfaces a
secure network 3311 to computer network 3302. Secure net-
work 3311 includes an internal router 3312, a secure domain
name service (SDNS) 3313, a VPN gatekeeper 3314 and a
secure proxy 3315. The secure network can include other
network services, such as e-mail 3316, a plurality of chat-
rooms (of which only one chatroom 3317 is shown), and a
standard domain name service (STD DNS) 3318. Of course,
secure network 3311 can include other resources and services
that are not shown in FIG. 33.

When software module 3309 replaces the standard top-
level domain name for server 3304 with the secure top-level
domain name, software module 3309 sends a query to SDNS
3313 at step 3408 through secure portal 3310 preferably using
an administrative VPN communication link 3319. In this
configuration, secure portal 3310 can only be accessed using
a VPN communication link. Prelerably, such a VPN commu-
nication link can be based on a techmque of inserting a source
and destination IP address pair into each data packet that is
selected according to a pseudo-random sequence; an IP
address hopping regime that pseudorandomly changes IP
addresses in packets transmitted between a client computer
and a secure target computer; periodically changing at least
one field in a series of data packets according to a known
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sequence; an Internet Protocol (IP) address in a header of each
data packet that is compared to a table of valid IP addresses
maintained in a table in the second computer; and/or a com-
parison of the IP address in the header of each data packet to
a moving window of valid IP addresses, and rejecting data
packets having IP addresses that do not fall within the moving
window. Other types of VPNs can alternatively be used.
Secure portal 3310 authenticates the query from software
module 3309 based on the particular information hopping
technique used for VPN communication link 3319.

SDNS 3313 contains a cross-reference database of secure
domain names and corresponding secure network addresses.
That is, for each secure domain name, SDNS 3313 stores a
computer network address corresponding to the sccure
domain name. An entity can register a secure domain name in
SDNS 3313 so that a user who desires a secure communica-
tion link to the website of the entity can automatically obtain
the secure computer network address for the secure website.
Moreover, an entity can register several secure domain
names, with each respective secure domain name represent-
ing a different priority level of access in a hierarchy of access
levels to a secure website. For example, a securities trading
website can provide users secure access so that a denial of
service attack on the website will be ineffectual with respect
to users subscribing to the secure website service. Different
levels of subscription can be arranged based on, for example,
an escalating fee, so that a user can select a desired level of
guarantee for connecting to the secure securities trading web-
site. When a user queries SDNS 3313 for the secure computer
network address for the securities trading website, SDNS
3313 determines the particular secure computer network
address based on the user’s identity and the user’s subscrip-
tion level.

At step 3409, SDNS 3313 accesses VPN gatekeeper 3314
for establishing a VPN communication link between software
module 3309 and secure server 3320. Server 3320 can only be
accessed through a VPN communication link. VPN gate-
keeper 3314 provisions computer 3301 and secure web server
computer 3320, or a secure edge router for server computer
3320, thereby creating the VPN. Secure server computer
3320 can be a separate server computer from server computer
3304, or can be the same server computer having both non-
VPN and VPN communication link capability, such as shown
by server computer 3322. Returning to FIG. 34, in step 3410,
SDNS 3313 returns a secure URL to software module 3309
for the .scom server address for a secure server 3320 corre-
sponding to server 3304.

Alternatively, SDNS 3313 can be accessed through secure
portal 3310 “in the clear”, that is, without using an adminis-
trative VPN communication link. In this situation, secure
portal 3310 preferably authenticates the query using any
well-known techmique, such as a cryptographic techmque,
before allowing the query to proceed to SDNS 3319. Because
the initial communication link in this situation is not a VPN
communication link, the reply to the query can be “in the
clear” The querying computer can use the clear reply for
establishing a VPN link to the desired domain name. Alter-
natively, the query to SDNS 3313 can be in the clear, and
SDNS 3313 and gatekeeper 3314 can operate to establish a
VPN communication link (o the querying computer [or send-
ing the reply.

Atstep 3411, software module 3309 accesses secure server
3320 through VPN communication link 3321 based on the
VPN resources allocated by VPN gatekeeper 3314. At step
3412, web browser 3306 displays a secure icon indicating that
the current communication link to server 3320 is a secure
VPN communication link. Further communication between
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computers 3301 and 3320 occurs via the VPN, e.g., using a
“hopping” regime as discussed above. When VPN link 3321
is terminated at step 3413, flow continues to step 3414 where
software module 3309 automatically replaces the secure top-
level domain name with the corresponding non-secure top-
level domain name for server 3304. Browser 3306 accesses a
standard DNS 3325 for obtaining the non-secure URL for
server 3304. Browser 3306 then connects to server 3304 in a
well-known manner. At step 3415, browser 3306 displays the
“go secure” hyperlink or icon for selecting a VPN communi-
cation link between terminal 3301 and server 3304. By again
displaying the “go secure” hyperlink, a user is informed that
the current communication link is a non-secure, non-VPN
communication link.

When software module 3309 is being installed or when the
user is off-line, the user can optionally specify that all com-
munication links established over computer network 3302 are
secure communication links. Thus, anytime that a communi-
cation link is established, the link is a VPN link. Conse-
quently, software module 3309 transparently accesses SDNS
3313 for obtaining the URL for a selected secure website. In
other words, in one embodiment, the user need not “click’ on
the secure option each time secure communication is to be
effected.

Additionally, a user at computer 3301 can optionally select
a secure communication link through proxy computer 3315.
Accordingly, computer 3301 can establish a VPN communi-
cation link 3323 with secure server computer 3320 through
proxy computer 3315. Alternatively, computer 3301 can
establish a non-VPN communication link 3324 to a non-
secure website, such as non-secure server computer 3304.

FIG. 35 shows a flow diagram 3500 for registering a secure
domain name according to the present invention. At step
3501, arequester accesses website 3308 and logs into a secure
domain name registry service that is available through web-
site 3308. At step 3502, the requestor completes an online
registration form for registering a secure domain name having
atop-level domain name, such as .com, .net, .org, .edu, .mil or
.gov. Of course, other secure top-level domain names can also
be used. Preferably, the requestor must have previously reg-
istered a non-secure domain name corresponding to the
equivalent secure domain name that is being requested. For
example, a requestor attempting to register secure domain
name “website.scom” must have previously registered the
corresponding non-secure domain name “website.com”.

At step 3503, the secure domain name registry service at
website 3308 queries a non-secure domain name server data-
base, such as standard DNS 3322, using, for example, a whois
query, for determining ownership information relating to the
non-secure domain name corresponding to the requested
secure domain name. At step 3504, the secure domain name
registry service at website 3308 receives a reply from stan-
dard DNS 3322 and at step 3505 determines whether there is
conflicting ownership information for the corresponding non-
secure domain name. If there is no conflicting ownership
information, flow continues to step 3507, otherwise flow con-
tinues to step 3506 where the requestor is informed of the
conflicting ownership information. Flow returns to step 3502.

When there is no conflicting ownership information at step
3505, the secure domain name registry service (website 3308)
informs the requestor that there is no conflicting ownership
information and prompts the requester to verify the informa-
tion entered into the online form and select an approved form
of payment. After confirmation of the entered information
and appropriate payment information, flow continues to step
3508 where the newly registered secure domain name sent to
SDNS 3313 over communication link 3326.
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If, at step 3505, the requested secure domain name does not
have a corresponding equivalent non-secure domain name,
the present invention informs the requestor of the situation
and prompts the requester for acquiring the corresponding
equivalent non-secure domain name for an increased fee. By
accepting the offer, the present invention automatically reg-
isters the corresponding equivalent non-secure domain name
with standard DNS 3325 in a well-known manner. Flow then
continues to step 3508.

G. Tunneling Secure Address Hopping Protocol
Through Existing Protocol Using Web Proxy

The present invention also provides a technique for imple-
menting the field hopping schemes described above in an
application program on the client side of a firewall between
two computer networks, and in the network stack on the
server side of the firewall. The present invention uses a new
secure connectionless protocol that provides good denial of
service rejection capabilities by layering the new protocol on
top of an existing IP protocol, such as the ICMP, UDP or TCP
protocols. Thus, this aspect of the present invention does not
require changes in the Internet infrastructure.

According to the invention, communications are protected
by aclient-side proxy application program that accepts unen-
crypted, unprotected communication packets from a local
browser application. The client-side proxy application pro-
gram tunnels the unencrypted, unprotected communication
packets through a new protocol, thereby protecting the com-
munications from a denial of service at the server side. Of
course, the unencrypted, unprotected communication packets
can be encrypted prior to tunneling.

The client-side proxy application program is not an oper-
ating system extension and does not involve any modifica-
tions to the operating system network stack and drivers. Con-
sequently, the client is easier to install, remove and support in
comparison to a VPN. Moreover, the client-side proxy appli-
cation can be allowed through a corporate firewall using a
much smaller “hole” in the firewall and is less of a security
risk in comparison to allowing a protocol layer VPN through
a corporate firewall.

The server-side implementation of the present invention
authenticates valid field-hopped packets as valid or invalid
very early in the server packet processing, similar to a stan-
dard virtual private network, for greatly minimizing the
impact of a denial of service attempt in comparison to normal
TCP/IP and HTTP communications, thereby protecting the
server from invalid communications.

FIG. 36 shows a system block diagram of a computer
network 3600 in which a virtual private connection according
to the present invention can be configured to more easily
traverse a firewall between two computer networks. FIG. 37
shows a flow diagram 3700 for establishing a virtual private
connection that is encapsulated using an existing network
protocol.

InFIG. 36 alocal area network (LAN) 3601 is connected to
another computer network 3602, such as the Internet, through
a firewall arrangement 3603. Firewall arrangement operates
in a well-known manner to interface LAN 3601 to computer
network 3602 and to protect LAN 3601 from attacks initiated
outside of LAN 3601.

A client computer 3604 is connected to LAN 3601 in a
well-known manner. Client computer 3604 includes an oper-
ating system 3605 and a web browser 3606. Operating system
3605 provides kernel mode functions for operating client
computer 3604. Browser 3606 is an application program for
accessing computer network resources connected to LAN
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3601 and computer network 3602 in a well-known manner.
According to the present invention, a proxy application 3607
is also stored on client computer 3604 and operates at an
application layer in conjunction with browser 3606. Proxy
application 3607 operates at the application layer within cli-
ent computer 3604 and when enabled, modifies unprotected,
unencrypted message packets generated by browser 3606 by
inserting data into the message packets that are used for
forming a virtual private connection between client computer
3604 and a server computer connected to LAN 3601 or com-
puter network 3602. According to the invention, a virtual
private connection does not provide the same level of security
to the client computer as a virtual private network. A virtual
private connection can be conveniently authenticated so that,
for example, a denial of service attack can be rapidly rejected,
thereby providing different levels of service that can be sub-
scribed to by a user.

Proxy application 3607 is conveniently installed and unin-
stalled by a user because proxy application 3607 operates at
the application layer within client computer 3604. On instal-
lation, proxy application 3607 preferably configures browser
3606 to use proxy application for all web communications.
That is, the payload portion of all message packets is modified
with the data for forming a virtual private connection between
client computer 3604 and a server computer. Preferably, the
data for forming the virtual private connection contains field-
hopping data, such as described above in connection with
VPNs. Also, the modified message packets preferably con-
form to the UDP protocol. Alternatively, the modified mes-
sage packets can conform to the TCP/IP protocol or the ICMP
protocol. Alternatively, proxy application 3606 can be
selected and enabled through, for example, an option pro-
vided by browser 3606. Additionally, proxy application 3607
can be enabled so that only the payload portion of specially
designated message packets is modified with the data for
forming a virtual private connection between client computer
3604 and a designated host computer. Specially designated
message packets can be, for example, selected predetermined
domain names.

Referring to FIG. 37, at step 3701, unprotected and unen-
crypted message packets are generated by browser 3606. At
step 3702, proxy application 3607 modifies the payload por-
tion of all message packets by tunneling the data for forming
a virtual private connection between client computer 3604
and a destination server computer into the payload portion. At
step, 3703, the modified message packets are sent from client
computer 3604 to, for example, website (server computer)
3608 over computer network 3602.

Website 3608 includes a VPN guard portion 3609, a server
proxy portion 3610 and a web server portion 3611. VPN
guard portion 3609 is embedded within the kernel layer of the
operating system of website 3608 so that large bandwidth
attacks on website 3608 are rapidly rejected. When client
computer 3604 initiates an authenticated connection to web-
site 3608, VPN guard portion 3609 is keyed with the hopping
sequence contained in the message packets from client com-
puter 3604, thereby performing a strong authentication of the
client packet streams entering website 3608 at step 3704.
VPN guard portion 3609 can be configured for providing
different levels of authentication and, hence, quality of ser-
vice, depending upon a subscribed level of service. That is,
VPN guard portion 3609 can be configured to let all message
packets through until a denial of service attack is detected, in
which case VPN guard portion 3609 would allow only client
packet streams conforming to a keyed hopping sequence,
such as that of the present invention.
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Server proxy portion 3610 also operates at the kernel layer
within website 3608 and catches incoming message packets
from client computer 3604 at the VPN level. At step 3705,
server proxy portion 3610 authenticates the message packets
at the kernel level within host computer 3604 using the des-
tination IP address, UDP ports and discriminator fields. The
authenticated message packets are then forwarded to the
authenticated message packets to web server portion 3611 as
normal TCP web transactions.

Atstep 3705, web server portion 3611 responds to message
packets received from client computer 3604 in accordance
with the particular nature of the message packets by generat-
ing reply message packets. For example, when a client com-
puter requests a webpage, web server portion 3611 gencrates
message packets corresponding to the requested webpage. At
step 3706, the reply message packets pass through server
proxy portion 3610, which inserts data into the payload por-
tion of the message packets that are used for forming the
virtual private connection between host computer 3608 and
client computer 3604 over computer network 3602. Prefer-
ably, the data for forming the virtual private connection is
contains field-hopping data, such as described above in con-
nection with VPNs. Server proxy portion 3610 operates at the
kernel layer within host computer 3608 to insert the virtual
private connection data into the payload portion of the reply
message packets. Preferably, the modified message packets
sent by host computer 3608 to client computer 3604 conform
to the UDP protocol. Alternatively, the modified message
packets can conform to the TCP/IP protocol or the ICMP
protocol.

At step 3707, the modified packets are sent from host
computer 3608 over computer network 3602 and pass
through firewall 3603. Once through firewall 3603, the modi-
fied packets are directed to client computer 3604 over LAN
3601 and are received at step 3708 by proxy application 3607
at the application layer within client computer 3604. Proxy
application 3607 operates to rapidly evaluate the modified
message packets for determining whether the received pack-
ets should be accepted or dropped. If the virtual private con-
nection data inserted into the received information packets
conforms to expected virtual private connection data, then the
received packets are accepted. Otherwise, the received pack-
ets are dropped.

While the present invention has been described in connec-
tion with the illustrated embodiments, it will be appreciated
and understood that modifications may be made without
departing from the true spirit and scope of the invention.

What is claimed is:

1. A system for providing a domain name service for estab-
lishing a secure communication link, the system comprising:

a domain name service system configured to be connected

to a communication network, to store a plurality of
domain names and corresponding network addresses, to
receive a query for a network address, and to comprise
an indication that the domain name service system sup-
ports establishing a secure communication link.

2. The system of claim 1, wherein at least one of the
plurality of domain names comprises a top-level domain
name.

3. The system of claim 2, wherein the top-level domain
name is a non-standard top-level domain name.

4. The system of claim 3, wherein the non-standard top-
level domain name is one of .scom, .sorg, .snet, .sgov, .sedu,
.smil and .sint.

5. The system of claim 2, wherein the domain name service
system is configured to authenticate the query using a cryp-
tographic technique.
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6. The system of claim 1, wherein the communication
network includes the Internet.

7. The system of claim 1, wherein the domain name service
system comprises an edge router.

8. The system of claim 1, wherein the domain name service
system is connectable to a virtual private network through the
communication network.

9. The system of claim 8, wherein the virtual private net-
work is one of a plurality of secure communication links in a
hierarchy of secure communication links.

10. The system of claim 8, wherein the virtual private
network is based on inserting into each data packet commu-
nicated over a secure communication link one or more data
valucs that vary according to a pscudo-random scquence.

11. The system of claim 8, wherein the virtual private
network is based on a network address hopping regime that is
used to pseudorandomly change network addresses in pack-
ets transmitted between a first device and a second device.

12. The system of claim 8, wherein the virtual private
network is based on comparing a value in each data packet
transmitted between a first device and a second device to a
moving window of valid values.

13. The system of claim 8, wherein the virtual private
network is based on a comparison of a discriminator field in a
header of each data packet to a table of valid discriminator
fields maintained for a first device.

14. The system of claim 1, wherein the domain name
service system is configured to respond to the query for the
network address.

15. The system of claim 1, wherein the domain name
service system is configured to provide, in response to the
query, the network address corresponding to a domain name
from the plurality of domain names and the corresponding
network addresses.

16. The system of claim 1, wherein the domain name
service system is configured to receive the query initiated
from a first location, the query requesting the network address
associated with a domain name, wherein the domain name
service system is configured to provide the network address
associated with a second location, and wherein the domain
name service system is configured to support establishing a
secure communication link between the first location and the
second location.

17. The system of claim 1, wherein the domain name
service system is connected to a communication network,
stores a plurality of domain names and corresponding net-
work addresses, and comprises an indication that the domain
name service system supports establishing a secure commu-
nication link.

18. The system of claim 1, wherein at least one of the
plurality of domain names is reserved for secure communi-
cation links.

19. The system of claim 1, wherein the domain name
service system comprises a server.

20. The system of claim 19, wherein the domain name
service system further comprises a domain name database,
and wherein the domain name database stores the plurality of
domain names and the corresponding network addresses.

21. The system of claim 1, wherein the domain name
service system comprises a server, wherein the server com-
prises a domain name database, and wherein the domain
name database stores the plurality of domain names and the
corresponding network addresses.

22. The system of claim 1, wherein the domain name
service system is configured to store the corresponding net-
work addresses for use in establishing secure communication
links.
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23. The system of claim 1, wherein the domain name
service system is configured to authenticate the query for the
network address.

24. The system of claim 1, wherein at least one of the
plurality of domain names comprises an indication that the
domain name service system supports establishing a secure
communication link.

25. The system of claim 1, wherein at least one of the
plurality of domain names comprises a secure name.

26. The system of claim 1, wherein at least one of the
plurality of domain names enables establishment of a secure
communication link.

27. The system of claim 1, wherein the domain name
service system is configured to cnable cstablishment of a
secure communication link between a first location and a
second location transparently to a user at the first location.

28. The system of claim 1, wherein the secure communi-
cation link uses encryption.

29. The system of claim 1, wherein the secure communi-
cation link is capable of supporting a plurality of services.

30. The system of claim 29, wherein the plurality of ser-
vices comprises a plurality of communication protocols, a
plurality of application programs, multiple sessions, or a
combination thereof.

31. The system of claim 30, wherein the plurality of appli-
cation programs comprises items selected from a group con-
sisting of the following: video conferencing, e-mail, a word
processing program, and telephony.

32. The system of claim 29, wherein the plurality of ser-
vices comprises audio, video, or a combination thereof.

33. The system of claim 1, wherein the domain name
service system is configured to enable establishment of a
secure communication link between a first location and a
second location.

34. The system of claim 33, wherein the query is initiated
from the first location, wherein the second location comprises
a computer, and wherein the network address is an address
associated with the computer.

35. The system of claim 1, wherein the domain name
service system comprises a domain name database connected
to a communication network and storing a plurality of domain
names and corresponding network addresses for communi-
cation,

wherein the domain name database is configured so as to

provide a network address corresponding to a domain
name in response to a query in order to establish a secure
communication link.

36. A machine-readable medium comprising instructions
executable in a domain name service system, the instructions
comprising code for:

connecting the domain name service system to a commu-

nication network;

storing a plurality of domain names and corresponding

network addresses;

receiving a query for a network address; and

supporting an indication that the domain name service

system supports establishing a secure communication
link.

37. The machine-readable medium of claim 36, wherein
the instructions comprise code [or storing the plurality of
domain names and corresponding network addresses includ-
ing at least one top-level domain name.

38. The machine-readable medium of claim 36, wherein
the instructions comprise code for responding to the query for
the network address.

39. The machine-readable medium of claim 36, wherein
the instructions comprise code for providing, in response to
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the query, the network address corresponding to a domain
name from the plurality of domain names and the correspond-
ing network addresses.

40. The machine-readable medium of claim 36, wherein
the instructions comprise code for receiving the query for a
network address associated with a domain name and initiated
from a first location, and providing a network address asso-
ciated with a second location, and establishing a secure com-
munication link between the first location and the second
location.

41. The machine-readable medium of claim 36, wherein
the instructions comprise code for indicating that the domain
name service system supports the establishment of a secure
communication link.

42. The machine-readable medium of claim 36, wherein
the instructions comprise code for reserving at least one of the
plurality of domain names for secure communication links.

43. The machine-readable medium of claim 36, wherein
the code resides on a server.

44. The machine-readable medium of claim 36, wherein
the instructions comprise code for storing a plurality of
domain names and corresponding network addresses so as to
define a domain name database.

45. The machine-readable medium of claim 36, wherein
the code resides on a server, and the instructions comprise
code for creating a domain name database configured to store
the plurality of domain names and the corresponding network
addresses.

46. The machine-readable medium of claim 36, wherein
the instructions comprise code for storing the corresponding
network addresses for use in establishing secure communi-
cation links.

47. The machine-readable medium of claim 36, wherein
the instructions comprise code for authenticating the query
for the network address.

48. The machine-readable medium of claim 36, wherein at
least one of the plurality of domain names includes an indi-
cation that the domain name service system supports the
establishment of a secure communication link.

49. The machine-readable medium of claim 36, wherein at
least one of the plurality of domain names includes a secure
name.

50. The machine-readable medium of claim 36, wherein at
least one of the plurality of domain names is configured so as
to enable establishment of a secure communication link.

51. The machine-readable medium of claim 36, wherein
the domain name service system is configured to enable
establishment of a secure communication link between a first
location and a second location transparently to a user at the
first location.

52. The machine-readable medium of claim 36, wherein
the secure communication link uses encryption.

53. The machine-readable medium of claim 36, wherein
the secure communication link is capable of supporting a
plurality of services.

54. The machine-readable medium of claim 53, wherein
the plurality of services comprises a plurality of communica-
tion protocols, a plurality of application programs, multiple
sessions, or a combination thereof.

55. The machine-readable medium of claim 54, wherein
the plurality of application programs comprises items
selected from a group consisting of the following:
video conferencing, e-mail, a word processing program, and
telephony.

56. The machine-readable medium of claim 53, wherein
the plurality of services comprises audio, video, or a combi-
nation thereof.
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57. The machine-readable medium of claim 36, wherein name is response to the query in order to establish a
the domain name service system is configured to enable secure communication link.
establishment of a secure communication link between a first 60. A method of providing a domain name service for
location and a second location. establishing a secure communication link, the method com-

58. The machine-readable medium of claim 57, wherein 5 prising:
the instructions include code for receiving a query initiated
from the first location, wherein the second location comprises
a computer, and wherein the network address is an address
associated with the computer.

59. The machine-readable medium of claim 36, wherein 10
the domain name service system comprises a domain name
database connected to a communication network and storing

connecting a domain name service system to a communi-
cation network, the domain name service system com-
prising an indication that the domain name service sys-
tem supports establishing a secure communication link;

storing a plurality of domain names and corresponding
network addresses; and

a plurality of domain names and corresponding network receiving a query for a network address for communica-
addresses for communication, tion.
wherein the domain name database is configured so as to 15
provide a network address corresponding to a domain I T
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AQ 120 {Rev. 08/10)

To: Director of the U.S. Patent and Trademark Office
P.O. Box 1450

Mail Stop 8

Alexandria, VA 22313-1450

REPORT ON THE
FILING OR DETERMINATION OF AN
ACTION REGARDING A PATENT OR
TRADEMARK

In Compliance with 35 U.S.C. § 290 and/or 15 U.S.C. § 1116 you are hereby advised that a court action has been

filed in the U.S. District Court

[ Trademarks or

Eastern District of Texas - Tyler Division

on the following

[f Patents. ( ] the patent action involves 35 U.S.C. § 292.):

DOCKET NO. DATE FILED U.S. DISTRICT COURT
6:11-cv-18 1/42/2011 Eastern District of Texas - Tyler Division
PLAINTIFF DEFENDANT
VirnetX, Inc. Mitel Networks Corp., et al.
PATENT OR DATE OF PATENT .
TRADEMARK NO. OR TRADEMARK HOLDER OF PATENT OR TRADEMARK

I 6,502,135 12/31/2002 VirnetX, Inc.
2 7,418,504 8/26/2008 VirnetX, Inc.

3

4

5

In the above-—entitled case, the following patent(s)/ trademark(s} have been included:
DATE INCLUBED INCLUDED BY
[ Amendment O Answer {] Cross Bilt [} OQther Pleading
PATENT OR DATE OF PATENT !
TRADEMARK NO. OR TRADEMARK HOLDER OF PATENT OR TRADEMARK

|

2

3

4

5

In the above—entitled case, the following decision has been rendered or judgement issued:

DECISION/JUDGEMENT

CLERK

{BY)YDEPUTY CLERK

DATE

Copy I—Upan initiation of action, mail this copy to Director
Copy 2—Upon filing document adding patent(s), mail this copy to Director

Copy 3—Upon termination of action, maii this copy to Director
Copy 4—Case file copy
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sNTEIN IN THE UNITED STATES
S &/ PATENT AND TRADEMARK OFFICE
< mapessS

In re patent of

VirnetX Inc.

Patent No. 7418504

Issued: August 26, 2008

For: Agile network protocol for secure communications using secure domain names

Submission of Prior Art Under 37 CFR 1.501

Hon. Commissioner for Patents
P.O. Box 1450
Alexandria, VA 22313-1450

Sir;

The undersigned herewith submits in the above-identified patent the following prior art
which is pertinent and applicable to the patent and is believed to have a bearing on the
patentability of at least claim 1 thereof:

Valencia U.S. 6,308,213 October 23, 2001

The reference discloses a method for creating a secure dial-up session from a remote
client to a local network through an internet service provider strikingly similar to the
device of VirnetX Inc. It is believed that the reference has a bearing on the patentability

of at least claim 1 of the VirnetX Inc. patent.

Insofar as claim 1 is concerned, the reference clearly anticipates the claimed subject
matter under 35 U.S.C. 102.

Below is a list of other references which affect one or more of the claims in the patent.
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US5502766 US5499297 US5497422 US5495580 US5495533 US5495426 US5493650 US5491800
US5491779 US5491752 US5491693 US5490252 US5490212 US5490208 US5490060 UsS5488715
Us5488412 USs5488411 U55485579 US5485576 US5485510 US5485465 US5483661 US5483654
US5483631 US5483596 Us5481613 US5481604 US5481542 US5479395 US5478993 US5477531
US5476259 US5475836 US5475823 US5475758 US5475753 US5475687 US5473692 US5473599
US5471399 US5469554 US5469540 US5467452 US5465351 US5465330 US5465291 US5463772
US5463755 US5463752 US5463615 Us5459304 US5457786 US5455948 US5455932 US5455865
US5455828 US5455407 US5454111 US$5454093 US5453737 USS453601 US5452447 US5452446
US5452420 US5452352 US5452294 US5451923 US5450489 US5448723 US5448045 US5446880
US5446796 UsS5444705 US5444491 US5442771 USs5442749 US5442633 US5442624 US5440723
155440634 US5440555 US5438568 US5437024 US5437013 US5436909 US5434914 Us5432907
US5432783 US5430727 US5430715 US5428615 US5426637 Us5426427 US5425092 US5425026
US5423020 US5423006 US5423003 US5423002 US5421024 US5421019 US5420405 US5418922
US5418854 US5416842 US5414833 US5414694 US5410541 US5408506 US5406643 US5406628
US5406557 US5404562 US5404534 US5404505 US5402415 US5402394 US5400335 US5398248
US5396494 US5394408 US5392357 US5392280 US5390336 US5390326 Us5390181 US5386548
US5386542 UsS5386413 US5384906 Us5384777 US5381541 US5379289 US5379057 US5375219
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US5369571 US5367517 55361259 US5361256 US5359717 US5359660 US5355476 US5355472
US5355453 US5351243 US5349693 US5349686 US5347642 US5347450 US5347304 USS5343477
US53414599 US5341496 US5341477 US5341293 US5339356 US5337360 US5337320 Us5337309
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US5224099 US5223699 US5222140 US5221838 US5220655 US5220604 US5220603 US5220516
US$5220420 US5218699 US5218637 USs5218600 US5216715 US5214767 US5214702 US5214701
US5214390 US5210710 US5208859 US5208858 US5208856 US5208665 US5207254 US5204966
US5200999 US5200949 US5199069 US5195092 US$5195089 US5193151 US5193149 US5191611
US5187780 US5185860 US5185796 US5185795 US5182554 US5181107 US5179704 US5179591
US5178246 US5175416 US5173938 US5166978 US5166931 US5166930 US5166678 US5164986
US5163154 US5163049 US5161192 US5159685 US5159592 US5157657 US5155590 US5153919
US5153874 US5150411 US5150408 US5150401 US5148479 US5146581 US5146574 US5146498
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Respectfully submitted,

Ray Selig, Es¢

M-CAM, Inc.

210 Ridge-MclIntire Road, Suite 300
Charlottesville, VA 22903

Certificate of Service

I hereby certify on this 14th day of January 2011, that a true and correct copy of the
forgoing “Submission of Prior Art” was mailed by first-class mail, postage paid, to:

VimetX Inc..

¢/o McDermott Will & Emery
600 13th Street, NW
Washington DC 20005-3096

Zd
Ray Selig | /
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B AD 120 (Rev. 3/04)

TO: Mail Stop 8 REPORT ON THE
) Director of the U.S. Patent and Trademark Office FILING OR DETERMINATION OF AN
P.O. Box 1450 ACTION REGARDING A PATENT OR
Alexandria, VA 22313-1450 TRADEMARK

In Compliance with 35 U.S.C. § 290 and/or 15 U.S.C. § 1116 you are hereby advised that a court action has been
filed in the U.S. District Court Eastern District of Texas on the following Patents or U Trademarks:

DOCKEE:WB—'CV-M 7 DATE FHB?P‘I /2010 U.S. DISTRICT COURT Eastern District of Texas
PLAINTIFF DEFENDANT
VirnetX Inc., - Aastra USA, Inc., Aastra Technologies Lid., Apple, Inc.,

Cisco Systems, Inc., NEC Corporation, and NEC
Corporation of America

TRADEMARE NO. | %‘;T;:R%FD%‘?\}ERN; ‘ HOLDER OF PATENT OR TRADEMARK
1 6,502,135 12/31/2002 VirnetX Inc.
2 6,839,759 1/4/2005 VirnetX [nc.
3 7,188,180 3/6/2007 VimetX Inc.
1 7,418,504 8/26/2008 VirnetX Inc.
5 7,490,151 2/10/2009 VimetX Inc.

In the above—entitled case, the following patent(s)/ trademark(s) have been included:

DATE INCLUDED INCLUDED BY
[] Amendment [ Answer {1 Cross Bill [ Other Pleading
PATENT OR DATE OF PATENT
TRADEMARK NO. OR TRADEMARK HOLDER OF PATENT OR TRADEMARK

1

2

3

4

5

In the above—entitled case, the following decision has been rendered or judgement issued:

DECISION/JUDGEMENT

CLERK {BY) DEPUTY CLERK DATE

Copy 1-—Upon initiation of action, mail this copy to Director Copy 3—Upon termination of action, mail this copy to Director
Copy 2-—Upon filing document adding patent(s), mail this copy to Director Copy 4—Case file copy
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UNITED STATES PATENT AND TRADEMARK OFFICE

UNITED STATES DEPARTMENT OF COMMERCE
United States Patent and Trademark Office
Address: COMMISSIONER FOR PATENTS

P.0O. Box 1450

Alexandria, Virginia 22313-1450

www.uspto.gov

| APPLICATION NO. ISSUE DATE PATENT NO. ATTORNEY DOCKET NO. CONFIRMATION NO.
10/714.,849 08/26/2008 7418504 3154
23630 7590 08/06/2008

MCDERMOTT WILL & EMERY LLP
28 STATE STREET
BOSTON, MA 02109-1775

ISSUE NOTIFICATION

The projected patent number and issue date are specified above.

Determination of Patent Term Adjustment under 35 U.S.C. 154 (b)
(application filed on or after May 29, 2000)

The Patent Term Adjustment is 646 day(s). Any patent to issue from the above-identified application will
include an indication of the adjustment on the front page.

If a Continued Prosecution Application (CPA) was filed in the above-identified application, the filing date that
determines Patent Term Adjustment is the filing date of the most recent CPA.

Applicant will be able to obtain more detailed information by accessing the Patent Application Information
Retrieval (PAIR) WEB site (http://pair.uspto.gov).

Any questions regarding the Patent Term Extension or Adjustment determination should be directed to the
Office of Patent Legal Administration at (571)-272-7702. Questions relating to issue and publication fee
payments should be directed to the Customer Service Center of the Office of Patent Publication at
(571)-272-4200.

APPLICANT(s) (Please see PAIR WEB site hitp://pair.uspto.gov for additional applicants):

Victor Larson, Fairfax, VA;

Robert Durham Short III, Leesburg, VA;
Edmund Colby Munger, Crownsville, MD;
Michael Williamson, South Riding, VA;

IR103 (Rev. 11/05)
New Bay Capital, LLC
Ex.1015-Page 124 of 3151



UNITED STATES PATENT AND TRADEMARK OFFICE

UNITED STATES DEPARTMENT OF COMMERCE
United States Patent and Trademark Office
Address: COMMISSIONER FOR PATENTS

P.0. Box 1450

Alexandria, Virginia 22313-1450

WWW.uspto.gov

APPLICATION NO. FILING DATE FIRST NAMED INVENTOR | ATTORNEY DOCKETNO. | CONFIRMATION NO.
10/714,849 11/18/2003 Victor Larson 3154
23630 7590 07/25/2008 |
EXAMINER
MCDERMOTT WILL & EMERY LLP
28 STATE STREET LIM, KRISNA

BOSTON, MA 02109-1775

| ART UNIT | PAPER NUMBER
2153
| MAIL DATE | DELIVERY MODLE
07/25/2008 PAPER

Please find below and/or attached an Office communication concerning this application or proceeding.

The time period for reply, if any, is set in the attached communication.

PTOL-90A (Rev. 04/07)
New Bay Capital, LLC
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Application No. Applicant(s)

o 10/714,849 LARSON ET AL.
Response to Rule 312 Communication . -
Examiner Art Unit
Krisna Lim 2153

-- The MAILING DATE of this communication appears on the cover sheet with the correspondence address —

1. [X] The amendment filed on 09 July 2008 under 37 CFR 1.312 has been considered, and has been:
a)[X] entered.

b) Xl entered as directed to matters of form not affecting the scope of the invention.

c)[ disapproved because the amendment was filed after the payment of the issue fee.
Any amendment filed after the date the issue fee is paid must be accompanied by a petition under 37 CFR 1.313(c)(1)

and the required fee to withdraw the application from issue.
d)[] disapproved. See explanation below.

e)[] entered in part. See explanation below.

/Glenton B. Burgess/ /Krisna Lim/
Supervisory Patent Examiner, Art Unit 2153 Primary Examiner, Art Unit 2153

U.S. Patent and Trademark Office
PTOL-271 (Rev. 04-01) Reponse to Rule 312 Communication Part of Paper No. 20080722
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OK TOENTER: /KLY PATENT

. Customer No. 23630
07/22/2008 Attorney Docket No. 077580-0042 (VRNK-1CP3CN)

IN THE UNITED STATES PATENT AND TRADEMARK OFFICE

In re Application of:

Larson et al. Group Art Unit: 2153

Serial No.: 10/714,849 Examiner: LIM, Krisna

Filed: November 18, 2003

Confirmation No.: 3154

For: Agile Network Protocol For Secure
Communications Using Secure
Domain Names

)
)
)
)
)
)
)
)
)
)

CERTIFICATE OF MAILING OR TRANSMISSION

| hereby certify that this correspondence is being deposited with the U.S. Postal Service as first class mail in an envelope addressed
to Mail Stop: Amendment, Commissioner for Patents, P. O. Box 1450, Alexandria, VA 22313-1450, or filed online via EFS-Web to
the USPTO, on the date indicated below.

Date:  July 9, 2008 H\[\Q&&AW Q»M
W[ine Rydreu

Mail Stop Issue Fee
Commissioner for Patents
P.O. Box 1450

Alexandria, VA 22313-1450

AMENDMENT AFTER A NOTICE OF ALLOWANCE
Under 37 C.F.R. §§ 1.312

Sir:

Pursuant to 37 C.F.R. § 1.312, this amendment is filed concurrently with the
payment of the issue fee. Consideration of the following amendment remarks is

respectfully requested.
Amendment to the Specification is reflected in this paper at page 2.

Remarks follow the amendment section of this paper at page 3.

BSTO9 1581899-1.077580.0042
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PART B - FEE(S) TRANSMITTAL

Complete and send this form, together with applicable fee(s), to: Mail Mail Stop ISSUE r. £
Commissioner for Patents
P.O. Box 1450
Alexandria, Virginia 22313-1450
or Fax (571)-273-2885

INSTRUCTIONS: This form should be, used for transmitting the ISSUE FEE and PUBLICATION FEE (if requirpd{). Blocks 1 through 5 should be completed where
appropriate. All further correspondence including the Patent, advance orders and notification of maintenance fees will be mailed to the current correspondence address as
ingicated unlgss corrtgcted below or directed otherwise in Block 1, by (a) specifying a new correspondence address; and/or (b) indicating a separate "FEE ADDRESS" for
maintenance fee notifications.

CURRENT CORRESPONDENCE ADDRESS (Note: Use Block 1 for any change of address) Note: A certificate of mailing can only be used for domestic mailings of the
Fee(s) Transmittal. This certificate cannot be used for any other accompanying

Eaper_s. Each additional paper, such as an assignment or formal drawing, must

ave its own certificate of mailing or transmission.

23630 7590 04/10/2008
Certificate of Mailing or Transmission
MCDERMOTT WILL & EMERY LLP Ishcrcb ceriti that this }l:ee s) Transmittal isf befi_ng dc]:positeq 1vyith the Ur}itcd
tates Postal Service with sufficient postage for first class mail in an envelope
28 STATE STREET addressed to the Mail Stog ISSUEPFEEgadd:ess above, or bein facsimﬁe
BOSTON, MA 02109-1775 transmitted to the USPTO (571) 273-2885, on the date indicated below.
Jacqueline I. Andreu (Depositor's narc)
Qoo (gl s
fuyy 9 2008 oae)
APPLICATION NO. FILING DATE FIRST NAMED INVENTOR l ATTORNEY DOCKET NO. I CONFIRMATION NO.
10/714,849 11/18/2003 Victor Larson 3154

TITLE OF INVENTION: AGILE NETWORK PROTOCOL FOR SECURE COMMUNICATIONS USING SECURE DOMAIN NAMES

[ APPLN. TYPE SMALL ENTITY | ISSUE FEE DUE | PUBLICATION FEE DUE ' PREV. PAID ISSUE FEE | TOTAL FEE(S) DUE DATE DUE
nonprovisional NO $1440 $300 $0 51740 07/10/2008
I EXAMINER | ART UNIT I CLASS-SUBCLASS I
LIM, KRISNA 2153 709-226000

1. Chan3gg3c)>f correspondence address or indication of "Fee Address" (37 2. For printing on the patent front page, listMcDermott Will & Emery, LLP

CFR (1) the names of up to 3 registered patent attorneys I
[ Change of correspondence address (or Change of Correspondence or agents OR, altemnatively,

Address form PTO/SB/122) attached. (2) the name of a single firm (having as a membera 2

(L] "Fee Address" indication (or "Fee Address" Indication form registered attorney or agent) and the names of up to
PTO/SB/47; Rev 03-02 or more recent) attached. Use of a Customer | 2 registered patent attorneys or agents. If no name is 3
Number is required. listed, no name will be printed.

w

. ASSIGNEE NAME AND RESIDENCE DATA TO BE PRINTED ON THE PATENT (print or type)

PLEASE NOTE: Unless an assignee is identified below, no assignee data will appear on the patent. If an assignee is identified below, the document has been filed for
recordation as set forth in 37 CFR 3.11. Completion of this form is NOT a substitute for filing an assignment.

(A) NAME OF ASSIGNEE (B) RESIDENCE: (CITY and STATE OR COUNTRY)

VirnetX, Inc. Scotts Valley, CA

Please check the appropriate assignee category or categories (will not be printed on the patent) : [ Individual Corporation or other private group entity 1 Government

4a, The following fee(s) are submitted: 4b. Payment of Fee(s): (Please first reapply any previously paid issue fee shown above)
Issue Fee [ A check is enclosed.
&l publication Fee (No small entity discount permitted) [ Payment by credit card. Form PT0Q-2038 is atlached.
Advance Order - # of Copies 5 The Director is hereby authorized to charge the required fee(s), any deficiency, or credit an
P overpayment, to Deposit Account Number %"‘efi §§ ﬁenclose an extra}::opy of this f())'rm),

5. Change in Entity Status (from status indicated above)
Oa Applicant claims SMALL ENTITY status. See 37 CFR 1.27. e, Applicant is no longer claiming SMALL ENTITY status. See 37 CFR 1.27(g)(2).

NOTE: The Issue Fee and Publication Fee (if required) will not be accepted from anyone other than the applicant; a registered attorney or agent; or the assignee or other party in
interest as shown by the records of the-United States Patent and Trademark Office.

< DI
Authorized Signature ) 44/[ Date July 9, 2008

26,418

oby H. Kusmer

(V4
This collection of information is required by 37 CFR 1.311, The information is recLL;ired to obtain or retain a benefit by the public which is to file (and by the USPTO to process)
an application. Confidentiality is governed by 35 U.S.C. 122 and 37 CFR 1.14. This collection is estimated to take 12 minutes to complete, including gathering, preparing, and
submutting the completed application form to the USPTO. Time will varg' deKt_endin upon the individual case. Any comments on the amount of time you require to complete
this form and/or suggestions for reducing this burden, should be sent to the Chief Information Officer, U.S. Patent and Trademark Office, U.S, Department of Commerce, P.O.
Box 1450, Alexandria, Virginia 22313-1450. DO NOT SEND FEES OR COMPLETED FORMS TO THIS ADDRESS. SEND TO: Commissioner for Patents, P.O. Box 1450,
Alexandria, Virginia 22313-1450.

Under the Paperwork Reduction Act of 1995, no persons are required to respond to a collection of information unless it displays a valid OMB control number.

Typed or printed name Registration No.

PTOL-85 (Rev. 08/07) Approved for use through 08/31/2010. OMB 0651-0033  U.S. Patent and Trademark [Rji§ve: B & PIEDARIMGHNL DOCOMMERCE
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PATENT
Customer No. 23630
Attorney Docket No. 077580-0042 (VRNK-1CP3CN)

IN THE UNITED STATES PATENT AND TRADEMARK OFFICE

In re Application of:

Larson et al. Group Art Unit: 2153

Serial No.: 10/714,849 Examiner: LIM, Krisha

Filed: November 18, 2003

Confirmation No.: 3154

For: Agile Network Protocol For Secure
Communications Using Secure
Domain Names

)
)
)
)
)
)
)
)
)
)

CERTIFICATE OF MAILING OR TRANSMISSION

| hereby certify that this correspondence is being deposited with the U.S. Postal Service as first class mail in an envelope addressed
to Mail Stop: Amendment, Commissioner for Patents, P. O. Box 1450, Alexandria, VA 22313-1450, or filed online via EFS-Web to
the USPTO, on the date indicated below.

Date.  July 9, 2008 \[\Q&NM @W
@[ine Rydreu

Mail Stop Issue Fee
Commissioner for Patents
P.O. Box 1450

Alexandria, VA 22313-1450

AMENDMENT AFTER A NOTICE OF ALLOWANCE
Under 37 C.F.R. §§ 1.312

Sir:

Pursuant to 37 C.F.R. § 1.312, this amendment is filed concurrently with the
payment of the issue fee. Consideration of the following amendment remarks is

respectfully requested.
Amendment to the Specification is reflected in this paper at page 2.

Remarks follow the amendment section of this paper at page 3.

BSTO9 1581899-1.077580.0042
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Application No. 10/714,849
Larson et al.
Filed: November 18, 2003

AMENDMENTS TO THE SPECIFICAION:

In the specification, on page 1, after the first paragraph, before the title

‘BACKGROUND OF THE INVENTION,” please insert the following title and paragraph:

GOVERNMENT CONTRACT RIGHTS

This invention was made with Government support under Contract No. 360000-
1999-000000-QC-000-000 awarded by the Central Intelligence Agency. The
Government has certain rights in the invention.

(2)

BST99 1581899-1.077580.0042
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Application No. 10/714,849
Larson et al.
Filed: November 18, 2003

REMARKS

The specification has been amended to refer to certain contract rights retained by
the Central Intelligence Agency of the United States Government. No new matter has
been added. Entry of the amendment is respectfully requested.

Pursuant to MPEP § 2732 explaining 37 C.F.R. § 1.104(c)(10), this amendment
(which is a letter regarding government interests) does not constitutes a failure of the
applicants to engage in reasonable efforts to conclude processing or examination of the
application and should not result in reduction of Patent Term Adjustment for the above-
referenced application. See MPEP 2732 and Clarification of 37 CFR 1.704(c)(10) -
Reduction of Patent Term Adjustment for Certain Types of Papers Filed After a Notice
of Allowance has been Mailed, 1247 Off. Gaz. Pat. Office 111 (June 26, 2001).

No fee is believed to be due with the filing of this paper. However, the
Commissioner is hereby authorized to charge our deposit account 50-1133 for any fee

required for consideration and entry of this amendment.

To the extend necessary, a petition for an extension of time under 37 C.F.R. §
1.136 is hereby made. Please grant any extension of time required to enter this

response and charge any additional required fees to our deposit account 50-1133.

Respectfully submitted,

McDERMOTT, WILL & EMERY, LLP

P
Dated: July 9, 2008 By, /0 ﬁ(’?ﬁwﬁ/‘\

Toby K. Kusmer, Reg. No. 26,418
Atabak R. Royaee, Reg. No. 59,037
McDERMOTT, WILL & EMERY, LLP
28 State Street

Boston, Massachusetts 02109-1775
Tel. (617) 535-4065

Fax: (617) 535-3800

(2)
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Payment information:
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The Director of the USPTO is hereby authorized to charge indicated fees and credit any overpayment as follows:

Charge any Additional Fees required under 37 C.F.R. Section 1.21 (Miscellaneous fees and charges)

New Bay Capital, LLC
Ex.1015-Page 134 of 3151




File Listing:

Document - . File Size(Bytes) Multi Pages
Number Document Description File Name /Message Digest| Part/.zip| (if appl.)
195729
1 Issue Fee Payment (PTO-85B) IssueFeePayment.pdf no 1
8107622e7ebf0af94dcce4184033a6e85
Warnings:
Information:
A d t after Noti f All 2177es
2 mendmen a(Relee 31';()9 or Allowance Amendment.pdf no 3
33a6cccba216530e51ad9770a030ba7ic
6940199
Warnings:
Information:
8316
3 Fee Worksheet (PTO-06) fee-info.pdf no 2
84cad4107943433d632e837a47{9b313
c1741feb
Warnings:
Information:
Total Files Size (in bytes); 421829

This Acknowledgement Receipt evidences receipt on the noted date by the USPTO of the indicated documents,
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similar to a Post Card, as described in MPEP 503.

New Applications Under 35 U.S.C. 111

If a new application is being filed and the application includes the necessary components for a filing date (see
37 CFR 1.53(b)-(d) and MPEP 506), a Filing Receipt (37 CFR 1.54) will be issued in due course and the date
shown on this Acknowledgement Receipt will establish the filing date of the application.

National Stage of an International Application under 35 U.S.C. 371

If a timely submission to enter the national stage of an international application is compliant with the conditions
of 35 U.S.C. 371 and other applicable requirements a Form PCT/DO/EQ/903 indicating acceptance of the
application as a national stage submission under 35 U.S.C. 371 will be issued in addition to the Filing Receipt,
in due course.

New International Application Filed with the USPTO as a Receiving Office

If a new international application is being filed and the international application includes the necessary
components for an international filing date (see PCT Article 11 and MPEP 1810), a Notification of the
International Application Number and of the International Filing Date (Form PCT/RO/105) will be issued in due
course, subject to prescriptions concerning national security, and the date shown on this Acknowledgement
Receipt will establish the international filing date of the application.
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UNITED STATES DEPARTMENT OF COMMERCE
United States Patent and Trademark Office
Address: COMMISSIONER FOR PATENTS

P.0.Box 1450

Alexandria, Virginia 22313-1450

WWW.USP[O.gOV

NOTICE OF ALLOWANCE AND FEE(S) DUE

23630 7590 04/10/2008 | EXAMINER |
MCDERMOTT WILL & EMERY LLP LIM, KRISNA
28 STATE STREET | ART UNIT PAPER NUMBER |

BOSTON, MA 02109-1775 2153

DATE MAILED: 04/10/2008

APPLICATION NO. FILING DATE FIRST NAMED INVENTOR ATTORNEY DOCKET NO. CONFIRMATION NO.

10/714,849 11/18/2003 Victor Larson 3154
TITLE OF INVENTION: AGILE NETWORK PROTOCOL FOR SECURE COMMUNICATIONS USING SECURE DOMAIN NAMES

APPLN. TYPE SMALL ENTITY ISSUE FEE DUE PUBLICATION FEE DUE | PREV. PAID ISSUE FEE TOTAL FEE(S) DUE DATE DUE

nonprovisional NO $1440 $300 30 $1740 07/10/2008

THE APPLICATION IDENTIFIED ABOVE HAS BEEN EXAMINED AND IS ALLOWED FOR ISSUANCE AS A PATENT.
THIS APPLICATION IS SUBJECT TO WITHDRAWAL FROM ISSUE AT THE INITIATIVE OF THE OFFICE OR UPON
PETITION BY THE APPLICANT. SEE 37 CFR 1.313 AND MPEP 1308.

THE ISSUE FEE AND PUBLICATION FEE (IF REQUIRED) MUST BE PAID WITHIN THREE MONTHS FROM THE
MAILING DATE OF THIS NOTICE OR THIS APPLICATION SHALL BE REGARDED AS ABANDONED. THIS
STATUTORY PERIOD CANNOT BE EXTENDED. SEE 35 U.S.C. 151. THE ISSUE FEE DUE INDICATED ABOVE DOES
NOT REFLECT A CREDIT FOR ANY PREVIOUSLY PAID ISSUE FEE IN THIS APPLICATION. IF AN ISSUE FEE HAS
PREVIOUSLY BEEN PAID IN THIS APPLICATION (AS SHOWN ABOVE), THE RETURN OF PART B OF THIS FORM
WILL BE CONSIDERED A REQUEST TO REAPPLY THE PREVIOUSLY PAID ISSUE FEE TOWARD THE ISSUE FEE NOW
DUE.

HOW TO REPLY TO THIS NOTICE:

I. Review the SMALL ENTITY status shown above.

If the SMALL ENTITY is shown as YES, verify your current
SMALL ENTITY status:

If the SMALL ENTITY is shown as NO:

A. If the status is the same, pay the TOTAL FEE(S) DUE shown
above.

B. If the status above is to be removed, check box 5b on Part B -
Fee(s) Transmittal and pay the PUBLICATION FEE (if required)
and twice the amount of the ISSUE FEE shown above, or

A. Pay TOTAL FEE(S) DUE shown above, or

B. If applicant claimed SMALL ENTITY status before, or is now
claiming SMALL ENTITY status, check box 5a on Part B - Fee(s)
Transmuttal and pay the PUBLICATION FEE (if required) and 1/2

the ISSUE FEE shown above.

IL. PART B - FEE(S) TRANSMITTAL, or its equivalent, must be completed and returned to the United States Patent and Trademark Office
(USPTO) with your ISSUE FEE and PUBLICATION FEE (if required). If you are charging the fee(s) to your deposit account, section "4b"
of Part B - Fee(s) Transmittal should be completed and an extra copy of the form should be submitted. If an equivalent of Part B is filed, a
request to reapply a previously paid issue fee must be clearly made, and delays in processing may occur due to the difficulty in recognizing
the paper as an equivalent of Part B.

III. All communications regarding this application must give the application number. Please direct all communications prior to issuance to
Mail Stop ISSUE FEE unless advised to the contrary.

IMPORTANT REMINDER: Utility patents issuing on applications filed on or after Dec. 12, 1980 may require payment of
maintenance fees. It is patentee's responsibility to ensure timely payment of maintenance fees when due.
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PART B - FEE(S) TRANSMITTAL

Complete and send this form, together with applicable fee(s), to: Mail Mail Stop ISSUE FEE
Commissioner for Patents
P.O. Box 1450
Alexandria, Virginia 22313-1450

or Fax (571)-273-2885

INSTRUCTIONS: This form should be used for transmitting the ISSUE FEE and PUBLICATION FEE (if required). Blocks 1 through 5 should be completed where

appropriate. All further correspondence including the Patent, advance orders and notification of maintenance fees will be mailed to the current correspondence address as

indicated unless corrected below or directed otherwise in Block 1, by (a) specifying a new correspondence address; and/or (b) indicating a separate "FEE ADDRESS" for
maintenance fee notifications.

CURRENT CORRESPONDENCE ADDRESS (Note: Use Block 1 for any change of address) Note: A certificate of mailing can only be used for domestic mailings of the

Fee(s) Transmittal. This certificate cannot be used for any other accompanying

Eapers. Each additional paper, such as an assignment or formal drawing, must

ave its own certificate of mailing or transmission.

23630 7590 04/10/2008
Certificate of Mailing or Transmission
MCDERMOTT WILL & EMERY LLP I hereby certify that this Fee(s) Transmittal is being deposited with the United
28 STATE STREET States Postal Service with sufficient postage for first class mail in an envelope
addressed to the Mail Stop ISSUE FEE address above, or being facsimile
BOSTON, MA 02109-1775 transmitted to the USPTO (571) 273-2885, on the date indicated below.
(Depositor's name)
(Signature)
(Date)
APPLICATION NO. FILING DATE FIRST NAMED INVENTOR ATTORNEY DOCKET NO. CONFIRMATION NO.
10/714,849 11/18/2003 Victor Larson 3154
TITLE OF INVENTION: AGILE NETWORK PROTOCOL FOR SECURE COMMUNICATIONS USING SECURE DOMAIN NAMES
| APPLN. TYPE SMALL ENTITY | ISSUE FEE DUE | PUBLICATION FEE DUE | PREV. PAID ISSUE FEE TOTAL FEE(S) DUE DATE DUE
nonprovisional NO $1440 $300 30 $1740 07/10/2008
| EXAMINER I ART UNIT | CLASS-SUBCLASS |
LIM, KRISNA 2153 709-226000
1. Change of correspondence address or indication of "Fee Address" (37 2. For printing on the patent front page, list
CFR 1.363). _ 1
(1) the names of up to 3 registered patent attorneys
[ Change of correspondence address (or Change of Correspondence or agents OR, alternatively,
Address form PTO/SB/122) attached. . . . 2
(2) the name of a single firm (having as a member a
[ "Fee Address" indication (or "Fee Address" Indication form registered attorney or agent) and the names of up to
PTO/SB/47; Rev 03-02 or more recent) attached. Use of a Customer 2 registered patent attorneys or agents. If no name is 3
Number is required. listed, no name will be printed.

3. ASSIGNEE NAME AND RESIDENCE DATA TO BE PRINTED ON THE PATENT (print or type)

PLEASE NOTE: Unless an assignee is identified below, no assignee data will appear on the patent. If an assignee is identified below, the document has been filed for
recordation as set forth in 37 CFR 3.11. Completion of this form is NOT a substitute for filing an assignment.

(A) NAME OF ASSIGNEE (B) RESIDENCE: (CITY and STATE OR COUNTRY)

Please check the appropriate assignee category or categories (will not be printed on the patent) : [ Individual [ Corporation or other private group entity [ Government

4a. The following fee(s) are submitted: 4b. Payment of Fee(s): (Please first reapply any previously paid issue fee shown above)
[ Issue Fee [ A check is enclosed.
[ Publication Fee (No small entity discount permitted) 1 Payment by credit card. Form PTO-2038 is attached.
[ Advance Order - # of Copies [ The Director is hereby authorized to charge the required fee(s), any deficiency, or credit any
overpayment, to Deposit Account Number (enclose an extra copy of this form).

5. Change in Entity Status (from status indicated above)
. Applicant claims SMALL ENTITY status. See 37 CFR 1.27. b Applicant is no longer claiming SMALL ENTITY status. See 37 CFR 1.27(g)(2).

NOTE: The Issue Fee and Publication Fee (if required) will not be accepted from anyone other than the applicant; a registered attorney or agent; or the assignee or other party in
interest as shown by the records of the United States Patent and Trademark Office.

Authorized Signature Date

Typed or printed name Registration No.

This collection of information is required by 37 CFR 1.311. The information is required to obtain or retain a benefit by the public which is to file (and by the USPTO to process)
an application. Confidentiality is governed by 35 U.S.C. 122 and 37 CFR 1.14. This collection is estimated to take 12 minutes to complete, including gathering, preparing, and
submitting the completed application form to the USPTO. Time will vary depending upon the individual case. Any comments on the amount of time you require to complete
this form and/or suggestions for reducing this burden, should be sent to the Chief Information Officer, U.S. Patent and Trademark Office, U.S. Department of Commerce, P.O.
Box 1450, Alexandria, Virginia 22313-1450. DO NOT SEND FEES OR COMPLETED FORMS TO THIS ADDRESS. SEND TO: Commissioner for Patents, P.O. Box 1450,
Alexandria, Virginia 22313-1450.

Under the Paperwork Reduction Act of 1995, no persons are required to respond to a collection of information unless it displays a valid OMB control number.
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UNITED STATES PATENT AND TRADEMARK OFFICE

UNITED STATES DEPARTMENT OF COMMERCE
United States Patent and Trademark Office
Address: COMMISSIONER FOR PATENTS

P.0.Box 1450

Alexandria, Virginia 22313-1450

WWW.USP[O.gOV

APPLICATION NO. FILING DATE FIRST NAMED INVENTOR | ATTORNEY DOCKETNO. | CONFIRMATION NO. |
10/714,849 11/18/2003 Victor Larson 3154
23630 7590 04/10/2008 | EXAMINER |
MCDERMOTT WILL & EMERY LLP LIM, KRISNA
28 STATE STREET | ART UNIT PAPER NUMBER |

BOSTON, MA 02109-1775 2153

DATE MAILED: 04/10/2008

Determination of Patent Term Adjustment under 35 U.S.C. 154 (b)
(application filed on or after May 29, 2000)

The Patent Term Adjustment to date is 663 day(s). If the issue fee is paid on the date that is three months after the
mailing date of this notice and the patent issues on the Tuesday before the date that is 28 weeks (six and a half
months) after the mailing date of this notice, the Patent Term Adjustment will be 663 day(s).

If a Continued Prosecution Application (CPA) was filed in the above-identified application, the filing date that
determines Patent Term Adjustment is the filing date of the most recent CPA.

Applicant will be able to obtain more detailed information by accessing the Patent Application Information Retrieval
(PAIR) WEB site (http://pair.uspto.gov).

Any questions regarding the Patent Term Extension or Adjustment determination should be directed to the Office of
Patent Legal Administration at (571)-272-7702. Questions relating to issue and publication fee payments should be
directed to the Customer Service Center of the Office of Patent Publication at 1-(888)-786-0101 or
(571)-272-4200.
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Application No. Applicant(s)

. - 10/714,849 LARSON ET AL.
Krisna Lim 2153

-- The MAILING DATE of this communication appears on the cover sheet with the correspondence address--
All claims being allowable, PROSECUTION ON THE MERITS IS (OR REMAINS) CLOSED in this application. If not included
herewith (or previously mailed), a Notice of Allowance (PTOL-85) or other appropriate communication will be mailed in due course. THIS
NOTICE OF ALLOWABILITY IS NOT A GRANT OF PATENT RIGHTS. This application is subject to withdrawal from issue at the initiative
of the Office or upon petition by the applicant. See 37 CFR 1.313 and MPEP 1308.

1. This communication is responsive to the amendment filed 3/12/08.

2. X The allowed claim(s) is/are 2-12 and 28-76.

3. [] Acknowledgment is made of a claim for foreign priority under 35 U.S.C. § 119(a)-(d) or (f).

a)[] Al b)[]Some* c)[]None ofthe:
1. [ Certified copies of the priority documents have been received.
2. [ Certified copies of the priority documents have been received in Application No.
3. [[] Copies of the certified copies of the priority documents have been received in this national stage application from the

International Bureau (PCT Rule 17.2(a)).
* Certified copies not received: _____
Applicant has THREE MONTHS FROM THE “MAILING DATE” of this communication to file a reply complying with the requirements

noted below. Failure to timely comply will resultin ABANDONMENT of this application.
THIS THREE-MONTH PERIOD IS NOT EXTENDABLE.

4. [] A SUBSTITUTE OATH OR DECLARATION must be submitted. Note the attached EXAMINER’S AMENDMENT or NOTICE OF
INFORMAL PATENT APPLICATION (PTO-152) which gives reason(s) why the oath or declaration is deficient.

5. [] CORRECTED DRAWINGS ( as “replacement sheets”) must be submitted.
(a) [ including changes required by the Notice of Draftsperson’s Patent Drawing Review ( PTO-948) attached
1) [ hereto or 2) [] to Paper No./Mail Date .

(b) [ including changes required by the attached Examiner's Amendment / Comment or in the Office action of

Paper No./Mail Date .
Identifying indicia such as the application number (see 37 CFR 1.84(c)) should be written on the drawings in the front (not the back) of
each sheet. Replacement sheet(s) should be labeled as such in the header according to 37 CFR 1.121(d).

6. [] DEPOSIT OF and/or INFORMATION about the deposit of BIOLOGICAL MATERIAL must be submitted. Note the
attached Examiner's comment regarding REQUIREMENT FOR THE DEPOSIT OF BIOLOGICAL MATERIAL.

Attachment(s)
1. [[] Notice of References Cited (PTO-892) 5. [ Notice of Informal Patent Application
2. [[1 Notice of Draftperson's Patent Drawing Review (PTO-948) 6. [] Interview Summary (PTO-413),
Paper No./Mail Date .
3. X Information Disclosure Statements (PTO/SB/08), 7. X Examiner's Amendment/Comment
Paper No./Mail Date
4. [] Examiner's Comment Regarding Requirement for Deposit 8. [X] Examiner's Statement of Reasons for Allowance
of Biological Material
9. [J other )
U.S. Patent and Trademark Office
PTOL-37 (Rev. 08-086) Notice of Allowability Part of Paper No./Mail Date 20080331
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Application/Control Number: 10/714,849 Page 2
Art Unit: 2153

Examiner's Amendment

An Examiner's Amendment to the record appears below. Should the changes and/or
additions be unacceptable to applicant, an amendment may be filed as provided by 37
C.F.R.. 1.312. To ensure consideration of such an amendment, it MUST be submitted
no later than the payment of the Issue Fee.

In the claims:

Cancel claims 13-25.

Pursuant to 37 C.F.R 1.109 and M.P.E.P 1302.14, the following is an

Examiner's Statement of Reasons for Allowance:

The prior arts of record do not teach or a domain name service system configured

to be connected to a communication network, to store a plurality of domain names and
corresponding network addresses, to receive a query for a network address, and to
comprise an indication that the domain name service system supports establishing a
secure communication link.

The examiner considers the applicants' claims 2-12 and 28-76 to be allowable
based on the claim interpretation and the aforesaid prior arts of record.

Any comments considered necessary by applicant must be submitted no later than

the payment of the Issue Fee and, to avoid processing delays, should preferably
accompany the Issue Fee. Such submissions should be clearly labeled "Comments on
Statement of Reasons for Allowance."

Any inquiry concerning this communication or earlier communications from the

examiner should be directed to Krisna Lim whose telephone number is 571-272-3956

New Bay Capital, LLC
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Application/Control Number: 10/714,849 Page 3
Art Unit: 2153

The examiner can normally be reached on Monday to Friday from 9:30 AM to 6:00 PM.
If attempts to reach the examiner by telephone are unsuccessful, the examiner's

supervisor, Glenton Burgess, can be reached on 571-272-3949. The fax phone

KL
March 31, 2008

/Krisna Lim/
Primary Examiner, Art Unit 2153
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Issue Classification

Application/Control No.

Applicant(s)/Patent Under Reexamination

10714849 LARSON ET AL.
““ Hl “ H Examiner Art Unit
Krisna Lim 2153
ORIGINAL INTERNATIONAL CLASSIFICATION
CLASS SUBCLASS CLAIMED NON-CLAIMED
709 226 G| o F 15 /173 (2006.01.01)
CROSS REFERENCE(S)
CLASS SUBCLASS (ONE SUBCLASS PER BLOCK)
NONE Total Claims Allowed:
(Assistant Examiner) (Date) 60
/Krisha Lim/ 3/31/08 0O.G. Print Claim(s) O.G. Print Figure
(Primary Examiner) (Date) 1 1
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10714849 LARSON ET AL.
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Class Subclass Date Examiner
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SEARCH NOTES
Search Notes Date Examiner
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UNITED STATES PATENT AND TRADEMARK OFFICE

UNITED STATES DEPARTMENT OF COMMERCE
United States Patent and Trademark Office
Address: COMMISSIONER FOR PATENTS

P.O. Box 1450

Alexandria, Virginia 22313-1450

WWW.USP[O.gOV

BIB DATA SHEET
CONFIRMATION NO. 3154

SERIAL NUMBER FILINE):‘uAg;_rE 371(c) CLASS GROUP ART UNIT ATTORN'\IJE(\)(-DOCKET
10/714,849 11/18/2003 709 2153
RULE
APPLICANTS

Victor Larson, Fairfax, VA;

Robert Durham Short I, Leesburg, VA;
Edmund Colby Munger, Crownsville, MD;
Michael Williamson, South Riding, VA;

*%k CONTINUING DATA kkkkkhkhkkhkhhhkkhkhkkhkkhkk
This application is a CON of 09/558,210 04/26/2000 ABN
which is a CIP of 09/504,783 02/15/2000 PAT 6,502,135
which is a CIP of 09/429,643 10/29/1999 PAT 7,010,604
which claims benefit of 60/106,261 10/30/1998
and claims benefit of 60/137,704 06/07/1999

*k FOREIGN APPLICATIONS kkkkkkkkkhhkkkkhkhkhkhkhkkk
** IF REQUIRED, FOREIGN FILING LICENSE GRANTED **

02/12/2004
Foreign Prory ciaimed U ves Mo STATEOR | SHEETS | TOTAL [INDEPENDENT
35 USC 119(a-d) conditions met [ Yes b/No | [ Metafter COUNTRY |DRAWINGS | CLAIMS CLAIMS
Acknowiedged  “Erammers Sgraas e VA 40 23 5
ADDRESS

MCDERMOTT WILL & EMERY LLP
28 STATE STREET

BOSTON, MA 02109-1775

UNITED STATES

TITLE
AGILE NETWORK PROTOCOL FOR SECURE COMMUNICATIONS USING SECURE DOMAIN NAMES

U All Fees
U 1.16 Fees (Filing)

FILING FEE FEES: Authority has been given in Paper

RECEIVED |No. to charge/credit DEPOSIT ACCOUNT  |[2.1:17 Fees (Processing Ext. of time)
2444 No. for following: |D 1.18 Fees (Issue) |
|EI Other |
[Q Credit |

BIB (Rev. 05/07).
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"5164988") or
"5790548") or

(

(

("6101182"
("6425003"
("6606708"
("6751738"
("4933846"
("4988990"
("5276735"
("5311593"
("5329521"
("5341426"
("5367643"
("5559883"
("5561669"
("5588060"
("5625626"
("5654695"
("5682480"
("5689566"
("5740375"
("5774660"
("5787172"
("5796942"
(

("5842040"
("5845091"
("5867650"
("5870610"
("5878231"
("5892903"
("5898830"
("5905859"
("5918019"
("5996016"
("6006259"
("6006272"
("6016318"
("6016512"
("6041342"
("6052788"
("6055574"
("6061736"
("6079020"
("6092200"
("6119171"

) or
) or
) or
) or
) or
) or
) or
) or
) or
) or
) or
) or
) or
) or
) or
) or
) or
) or
) or
) or
) or
) or
"5805801") or
) or
) or
) or
) or
) or
) or
) or
) or
) or
) or
) or
) or
) or
) or
) or
) or
) or
) or
) or
) or
) or

US-PGPUB;
USPAT;
USOCR; EPG;
JPO;
DERWENT;
IBM_TDB

OR

OFF

2008/02/29
19:29
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("6119234")
("6147976")
("6157957")
("6158011")
("6168409")
("6175867")
("6178409")
("6178505")
("6179102")
("6222842")
("6226751")
("6233618")
("6243360")
("6243749")
("6243754")
("6256671")
("6263445")
("6286047")
("6301223")
("6308274")
("6311207")
("6324161")
("6330562")
("6332158")
("6353614")
("6430155")
("6430610")
("6487598")
("6502135")
("6505232")
("6510154")
("6549516")
("6557037")
("6571296")
("6571338")
("6581166")
("6618761")
("6671702")
("6687551")
("6714970")
("6717949")
("6760766")
("6826616")
("6839759")
("7010604")
("7133930")
("7188180")
("7197563"))

or
or
or
or
or
or
or
or
or
or
or
or
or
or
or
or
or
or
or
or
or
or
or
or
or
or
or
or
or
or
or
or
or
or
or
or
or
or
or
or
or
or
or
or
or
or
or
PN.
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iRef Hits Search Query DBs Default Plurals {Time Stamp
i Operator
R 45 ((VICTOR) near2 (LARSON)). {US-PGPUB; OR ON 2008/03/01
INV. USPAT; USOCR 12:51
ik 150 ((ROBERT) near2 (SHORT)). {US-PGPUB; OR ON 2008/03/01
INV. USPAT; USOCR 12:51
iLs3 23 ((EDMUND) near2 US-PGPUB; OR ON 2008/03/01
(MUNGER)).INV. USPAT; USOCR 12:51
iL4 61 ((MICHAEL) near2 US-PGPUB; OR ON 2008/03/01
(WILLIAMSON)).INV. USPAT; USOCR 12:52
) 221 [1orl2orl3orl4 US-PGPUB; OR ON 2008/03/01
USPAT; 13:04
USOCR; EPO;
JPO;
DERWENT;
; IBM_TDB
L6 25 I5 and (DNS or domain adj3 {US-PGPUB; OR ON 2008/03/01
: name adj4 service) USPAT; 13:24
USOCR; EPO;
JPO;
DERWENT;
: IBM_TDB
iL7 1146861 {(secure domain name US-PGPUB; OR ON 2008/03/01
f service).ti,ab,clm. or DSN.ti, {USPAT; 13:44
ab,clm. USOCR; EPO;
JPO;
DERWENT;
; IBM_TDB
iLs 1146861 {7 and 2ad<="19990607" US-PGPUB; OR ON 2008/03/01
3 USPAT; 13:49
USOCR; EPO;
JPO;
DERWENT;
; IBM_TDB
L9 11 I8 and (scom.ti,clm. or sorg. (US-PGPUB; OR ON 2008/03/01
: ti,ab,clm.) USPAT; 13:50
USOCR; EPO;
JPO;
DERWENT;
: IBM_TDB
iL10 6931 709/226, "221".ccls. or US-PGPUB; OR ON 2008/03/01
? 713/201 .ccls. USPAT; 14:12
USOCR; EPOG;
JPO;
DERWENT;
IBM_TDB




EAST Search History

file:///Cl/Documents%20and%?20S ettings/klim/My%20Docume...14849/EAS TSearchHistory. 10714849_AccessibleVersion.htm (2 of 3)3/1/08 21aNew Bay Capltal, LLC

Ex.1015-Page 151 of 3151

("5311593") or ("5329521")
or ("5341426") or
("5367643") or ("5559883")
or ("5561669") or
("5588060") or ("5625626")
or ("5654695") or
("5682480") or ("5689566")
or ("5740375") or
("5774660") or ("5787172")
or ("5796942") or
("5805801") or ("5842040")
or ("5845091") or
("5867650") or ("5870610")
or ("5878231") or
("5892903") or ("5898830")
or ("5905859") or
("5918019") or ("5996016")
or ("6006259") or
("6006272") or ("6016318")
or ("6016512") or
("6041342") or ("6052788")
or ("6055574") or
("6061736") or ("6079020")
or ("6092200") or
("6119171") or ("6119234")
or ("6147976") or
("6157957") or ("6158011")
or ("6168409") or
("6175867") or ("6178409")
or ("6178505") or
("6179102") or ("6222842")
or ("6226751") or
("6233618") or ("6243360")
or ("6243749") or
("6243754") or ("6256671")
or ("6263445") or
("6286047") or ("6301223")
or ("6308274") or
("6311207") or ("6324161")
or ("6330562") or

L11 138 [10 and (DNS or domain US-PGPUB; OR ON 2008/03/01
: adj3 name adj4 service).ti, USPAT; 14:14
ab,clm. USOCR; EPO;
JPO;
DERWENT;
: IBM_TDB
iL12 32 11 and @ad<="19990607" {US-PGPUB; OR ON 2008/03/01
: USPAT; 14:14
USOCR; EPO;
JPO;
DERWENT;
5 IBM_TDB
181 190 (("5164988") or ("5790548") {US-PGPUB; OR OFF 2008/02/29
5 or ("6101182") or USPAT; 19:29
("6425003") or ("6606708") {USOCR; EPO;
or ("6751738") or JPO;
("4933846") or ("4988990") {DERWENT;
or ("5276735") or IBM_TDB
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("6332158") or ("6353614")
or ("6430155") or
("6430610") or ("6487598")
or ("6502135") or
("6505232") or ("6510154")
or ("6549516") or
("6557037") or ("6571296")
or ("6571338") or
("6581166") or ("6618761")
or ("6671702") or
("6687551") or ("6714970")
or ("6717949") or
("6760766") or ("6826616")
or ("6839759") or
("7010604") or ("7133930")
or ("7188180") or
("7197563")).PN.
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iRef Hits Search Query DBs Default Plurals {Time Stamp
i Operator
R 45 ((VICTOR) near2 (LARSON)). {US-PGPUB; OR ON 2008/03/01
INV. USPAT; USOCR 12:51
ik 150 ((ROBERT) near2 (SHORT)). {US-PGPUB; OR ON 2008/03/01
INV. USPAT; USOCR 12:51
iLs3 23 ((EDMUND) near2 US-PGPUB; OR ON 2008/03/01
(MUNGER)).INV. USPAT; USOCR 12:51
iL4 61 ((MICHAEL) near2 US-PGPUB; OR ON 2008/03/01
(WILLIAMSON)).INV. USPAT; USOCR 12:52
) 221 [1orl2orl3orl4 US-PGPUB; OR ON 2008/03/01
USPAT; 13:04
USOCR; EPO;
JPO;
DERWENT;
; IBM_TDB
L6 25 I5 and (DNS or domain adj3 {US-PGPUB; OR ON 2008/03/01
: name adj4 service) USPAT; 13:24
USOCR; EPO;
JPO;
DERWENT;
: IBM_TDB
iL7 1146861 {(secure domain name US-PGPUB; OR ON 2008/03/01
f service).ti,ab,clm. or DSN.ti, {USPAT; 13:44
ab,clm. USOCR; EPO;
JPO;
DERWENT;
; IBM_TDB
iLs 1146861 {7 and 2ad<="19990607" US-PGPUB; OR ON 2008/03/01
3 USPAT; 13:49
USOCR; EPO;
JPO;
DERWENT;
; IBM_TDB
L9 11 I8 and (scom.ti,clm. or sorg. (US-PGPUB; OR ON 2008/03/01
: ti,ab,clm.) USPAT; 13:50
USOCR; EPO;
JPO;
DERWENT;
: IBM_TDB
iL10 6931 709/226, "221".ccls. or US-PGPUB; OR ON 2008/03/01
? 713/201 .ccls. USPAT; 14:12
USOCR; EPOG;
JPO;
DERWENT;
IBM_TDB
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L11 138 [10 and (DNS or domain US-PGPUB; OR ON 2008/03/01
: adj3 name adj4 service).ti, USPAT; 14:14
ab,clm. USOCR; EPO;
JPO;
DERWENT;
IBM_TDB

L12 32 [11 and @ad<="19990607" (US-PGPUB; OR ON 2008/03/01
: USPAT; 14:14
USOCR; EPO;
JPO;
DERWENT;
|BM_TDB
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e/

STATEMENT UNDER 37 CFR 1.97(¢) ACCOMPANYING Docket No.
INFORMATION DISCLOSURE STATEMENT 77580-042 (VRNK-1CP3CN)

In Re Application Of.  Victor Larson, et al.

Application No. Filing Date Examiner Customer No.| Group Art Unit | Confirmation No.
10/714,849 November 18, 2003 Krisna Lim | 23630 2153 3154
Invention; Ql* XgL 2 ETWORK PROTOCOL FOR SECURE COMMUNICATIONS
°
Pad
JUL 16 2007
% cf‘«\él

NS

COMMISSIONER FOR PATENTS:

This is a statement under the provisions of 37 CFR 1.97(e) in the above-identified application.

Check applicable statement herebelow:

Statement Under 37 CFR 1.97(e)(1)

Each item of information contained in the accompanying Information Disclosure Statement was first cited in
any communication from a foreign patent office in a counterpart foreign application not more than three
months prior to the filing of the Information Disclosure Statement.

Statement Under 37 CFR 1.97(e)(2)

O No item of information contained in the accompanying Information Disclosure Statement was cited in a
communication from a foreign patent office in a counterpart foreign application, and, to the knowledge of the
undersigned person, after making reasonable inquiry, no item of information contained in the accompanying
Information Disclosure Statement was known to any individual designated in 37 CFR 1.56(c) more than three
months prior to the filing of the Information Disclosure Statement.

Wf){ pated: ] / 12fo7

J - OWJ’“M

Toby H. Kusmer, P.C. Certificate of Mailing by First Class Mail

Reg. No. 26,418

’ | certify that this correspondence is being deposited with
McDermott Will & Emery LLP i/ g 9 cep

the United States Postal Service with sufficient postage as

28 State Street first class mail in an envelope addressed to "Commissioner
Boston, MA 02109 for Patents, P.O. Box 1450, Alexandria, VA 22313-1450"
Telephone: 617-535-4065 I3Z_;FR 1'f(am)]'%"

Facsimile: 617-535-3800 =

‘%N%%\:

Gigna';a:re of Person(l;/ailing Cdrrespondence

cc: Cynthia Joseph
Typed or Printed Name of Pers

on Mailing Correspondence

—

— = '~¥!. 3
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Ex.1015-Page 155 of 3151




Docket Number (Optional) Application Number
77580-042 (VRNK-1CP3CN) 10/714,849
INFORMATION DISCLOSURE , Applicant(s)
(Use several sheels if necessfiry) R/ Victor Larson, et al.
T Filing Date Group Art Unit
5 JUL 16 2007 November 18, 2003 2153
@. U,gf‘PATENT DOCUMENTS
. TR
EXAMINER | o pp DOCUMENT NUMBER \/m:/ NAME CLASS SUBCLASS FILING DATE
INITIAL IF APPROPRIATE
KL 6,557,037 04/29/2003 | Provino 709 227 05/29/1998
U.S. PATENT APPLICATION PUBLICATIONS
.E)::x::fk REF DOCUMENT NUMBER DATE NAME CLASS SUBCLASS FILING DATE
IF APPROPRIATE
1
FOREIGN PATENT DOCUMENTS
REF DOCUMENT NUMBER DATE COUNTRY CLASS SUBCLASS Transtation
YES NO
OTHER DOCUMENTS (Including Author, Title, Date, Pertinent Pages, Etc.)
) Eastlake, D. E., "Domain Name System Security Extensions", Internet Draft, April 1998 (1998-04), XP002199931, Sections 1
ML 2.3 and 2.4,
EXAMINER /Krisna Liny/ DATE CONSIDERED 02/21/2008

EXAMINER: Initial if citation considered, whether or not citation is in conformance with MPEP Section 609; Draw line through citation if not in conformance and
not considered. Include copy of this form with next communication to applicant.

Form PTO-A820

(atso form PT0-1449) ALL REFERENCES CONSIDERED EXCEPT WHERE LINER. T

Office * U. S DEPARTMENT OF COMMERCE

HROUGH 7K L/

New Bay Capltal, LLC
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EES:-Web Receipt date: 11/08/2007

10714849 - GAU: 2153

10/714,849 KL/
ML SHEET 1 OF 4
ORMATION DISCLOSURE ATTY. DOCKET NO. SERIAL NO.
qu% CITATION IN AN 077580-0042 10/714,849
. g APPLICATION
U g APPLICANT
,%# M Larson et al.
& FILING DATE GROUP
02/25/2008 (PTO 1449) Nov. 18, 2003 2153
U.S. PATENT DOCUMENTS
EXAMINER'S CITE Document Number Publication Date Name of Patentee or Applicant of Cited Pages, Columns, Lines, Where
INITIALS NO. Number-Kind Code2 i known) MM-DD-YYYY Document Relevant Passages or Relevant
Figures Appear
A1 | US[4933 846 A 6/12/1990 [ Humphrey et al.
A2 US 14,988,990 A 1/29/1991 | Warrior
A3 US [5276,735 A 1/4/1994 | Boebert et al
A4 1USTS5 311593 A 5/10/1994 | Carmi
AS US 15329521 A 7/12/1994 | Walsh et al.
A6 | US|534]1,426 A 8/23/1994 | Barney et al.
A7 US |5.367,643 A 11/22/1994 | Chang et al
AB | US[55593883 A 9/24/1996 | Williams
A9 1 US |5 561,669 A 10/1/1996 | Lenney et al
A10 | US |5 588060 A 12/24/1996 | Aziz
A1l JUS |5 625,626 A 4/29/1997 | Umekita
A2 TUS|5.654,695 A 8/5/1997 | Olnowich et al
A3 | US|5 682,480 A 10/28/1997 | Nakagawa
A4 1 US|5 689566 A 11/18/1997 | Nguyen
A15 | US|5740,375 A 4/14/1998 | Dunne et al.
A8 | US |5 774,660 A 6/30/1998 | Brendel et al
A7 [US |5 787172 A 7/28/1998 | Arnold
A18 | US 15796942 A 8/18/1998 | Esbensen
A19 [ US[5805,801 A 9/8/1998 | Holloway et al.
A20 1 US|5842040 A 11/24/1998 | Hughes et al.
A21 1 US|5 845091 A 12/1/1998 | Dunne et al.
A22 tUS|5 867,650 A 2/2/1998 | Osterman
A23 | US[5870,610 A 2/9/1999 | Beyda et al.
A24 [US 5878231 A 5/2/1999 | Baehr et al
A25  [US|5892 903 A 4/6/1999 | Klaus
A26 | US|5898 830 A 4/27/1999 | Wesinger, Jr. et al,
A27 | US |5 9053859 A 5/18/1999 | Holloway et al.
A28 JUS159]18019 A 6/29/1999 | Valencia
A28 | US|5996016 A 11/30/1999 | Thalheimer et al.
A30 ) US |6 006,259 A 12/21/1999 | Adelman et al.
A3l 1US|6006,272 A 12/21/1999 | Aravamudan et al
EXAMINER DATE CONSIDERED

“EXAMINER: Initial if reference considered, whether or not citation is in conformance with MPEP 609. Draw line through citation if not in conformance and not
considered. Include copy of this form with next communication to applicant.
1 Applicant’s unique citation designation number (optional). 2 Applicant is to place a check mark here if English language Translation is attached.

BST99 1556883-1.077580.0042

3

ALL REFERENCES CONSIDERED EXCEPT WHERE LINED THROUGH. /K.L./

New Bay Capital, LLC
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EFS-Web Receipt date: 11/08/2007

10714849 - GAU: 2153

10/714,849
SHEET 2 OF 4
INFORMATION DISCLOSURE ATTY. DOCKET NO. SERIAL NO.
CITATION IN AN 077580-0042 10/714,849
APPLICATION
APPLICANT
Larson et al.
FILING DATE GROUP
(PTO 1449) Nov. 18, 2003 2153
U.S. PATENT DOCUMENTS
EXAMINER'S CITE Document Number Publication Date Name of Patentee or Applicant of Cited Pages, Columns, Lines, Where
INITIALS NO. Number-Kind Codez ¢ known) MM-DD-YYYY Document Relevant Passages or Relevant
Figures Appear
A32 US 16,016,318 A 1/18/2000 | Tomoike
A33 Us [6,016,512 1/18/2000 | Huitema
A34 US [6,041,342 A 3/21/2000 | Yamaguchi
A3S US 16,052,788 A 4/18/2000 | Wesinger, Jr. et al.
A36 |YS]6,055,574 A 4/25/2000 | Smorodinsky et al.
A37 [YS16,061,736 A 5/9/2000 | Rochberger et al
A38 |US]6,079,020 A 6/20/2000 | Liu
A39 ]|US 16,092,200 A 7/18/2000 { Muniyappa et al.
A40 |YUS|6,119,171 A 9/12/2000 | Alkhatib
A4l US 16,119,234 A 9/12/2000 | Aziz et al.
Ad42 [VYS16,147,976 A 11/14/2000 | Shand et al.
A43 US 16,157,957 A 12/5/2000 | Berthaud
Add4 | US 16158011 A 12/5/2000 | Chen et al.
A4S US 16,168,409 B1 1/2/2001 | Fare
A46 US 16,175,867 Bl 1/16/2001 | Taghadoss
Ad47 | YS16,178,409 BI 1/23/2001 | Weber et al.
A48 US 6,178,505 BI 1/23/2001 | Schneider et al
Ad49 [ YS16,179,102 Bl 1/30/2001 | Weber, et al.
AS50 |UYS|6,222,842 BI 4/24/2001 | Sasyan et al.
AS1 US [6226,751 Bl 5/1/2001 | Arrow et al
AS52 |YS16,233,618 BI 5/15/2001 | Shannon
AS3 US| 6,243,360 Bl 6/5/2001 | Basilico
AS54 | YS]6,243,749 B 6/5/2001 | Sitaraman et al.
AS55 [VYS16,243,754 BI 6/5/2001 | Guerin et al
AS6 | VYS]6,256,671 BI 7/3/2001 | Strentzsch et al.
AS7 [ YS]6,263,445 Bl 7/17/2001 | Blumenau
A58 | YS 6,286,047 Bl 9/4/2001 | Ramanathan et al
AS9 |US16,301,223 Bl 10/9/2001 | Hrastar et al
A60 |[YS16,308,274 Bl 10/23/2001 | Swift
A61 US 16,311,207 B1 10/30/2001 | Mighdoll et al
A62 US|6,324,161 Bl 11/27/2001 | Kirch
A63 US 6,330,562 BI 12/11/2001 | Boden et al.
EXAMINER DATE CONSIDERED {}2/21/2008
[Krisna Limy/

*EXAMINER: Initial if reference considered, whether or not citation is in conformance with MPEP 609. Draw line through citation if not in conformance and not
considered. Include copy of this form with next communication to applicant.
1 Applicant's unigue citation designation number (optional). 2 Applicant is to place a check mark here if English language Translation is attached.

BST99 1556883-1.077580.0042

4

ALL REFERENCES CONSIDERED EXCEPT WHERE LINED THROUGH. /K.L/
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EFS-Web Receipt date: 11/08/2007

10714849 - GAU: 2153

10/714,849
SHEET 3 OF 4
INFORMATION DISCLOSURE ATTY. DOCKET NO. SERIAL NO.
CITATION IN AN 077580-0042 10/714,849
APPLICATION
APPLICANT
Larson et al.
FILING DATE GROUP
(PTO-1449) Nov. 18, 2003 2153
U.S. PATENT DOCUMENTS
EXAMINER'S CITE Document Number Publication Date Name of Patentee or Applicant of Cited Pages, Columns, Lines, Where
INITIALS NO. Number-Kind Codez r known) MM-DD-YYYY Document Relevant Passages or Relevant
Figures Appear
A64 | YS 16332158 BI 12/18/2001 [ Risley et al.
A65 |YS16,353,614 Bl 3/5/2002 | Borella et al.
A66 US 6,430,155 BI 8/6/2002 | Davie et al
A67 |YS[6,430,610 Bl 8/6/2002 | Carter
A68 |YS]6,487,598 Bi 11/26/2002 | Valencia
A69 | YUS|6,502,135 BI 12/31/2002 | Munger et al
A70 | VYS 6,505,232 Bl 1/7/2003 | Mighdoll et al
A7l US 16,510,154 Bl 1/21/2003 | Mayes et al
A72 |Y5]6,549,516 Bl 4/15/2003 | Albert et al
A73 Us 16,557,037 BI 4/29/2007 | Provino
A74 |Y5(6,571,296 Bl 5/27/2002 | Dillon
A7S US 16,571,338 BI 5/27/2003 | Shaio et al.
A76 US|6,581,166 Bl 7/17/2003 | Hirst et al.
A77 |YS|6,618,761 B2 9/9/2003 | Munger et al.
A78 |YS 16,671,702 B2 12/30/2003 | Kruglikov et al
A79 |YS]6,687,551 Bl 2/3/2004 | Steindl
A80 Us 16,714,970 Bl 3/30/2004 | Fiveash et al.
A81 US 16,717,949 BI 4/6/2004 | Boden et al.
A82 [US 6,760,766 Bl 7/6/2004 | Sahlqvist
A83 |YS 6,826,616 B2 11/30/2004 | Larson et al.
A84 US | 6,839,759 B2 1/4/2005 | Larson et al.
A85 | YS]7,010,604 B1 3/7/2006 | Munger et al.
A86 |YS([7,133,930 B2 11/7/2006 | Munger et al.
A87 |US|7,188,180 B2 3/6/2007 | Larson et al.
A88 [VYS[7,197,563 B2 3/27/2007 | Sheymov et al.
A89 | YS12002/0004898 Al 1/10/2002 | Droge
A90 | YS|2005/0055306 Al 3/10/2005 | Miller et al.
FOREIGN PATENT DOCUMENTS
EXAMINER'S Foreign Patent Document Publication Date Name of Patentee or Pages, Columns, Lines Translation
INITIALS CITE Country Codes-Number «-Kind MM-DD-YYYY Applicant of Cited Document Where Relevant
NO. Codes (if known) Figures Appear Yes No
l
EXAMINER DATE CONSIDERED
/Krisna Lim/ 02/21/2008

“"EXAMINER: Initial if reference considered, whether or not citation is in conformance with MPEP 609. Draw line through citation if not in conformance and not
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I hereby certify that this correspondence is being deposited with the U S. Postal Service as first class mail in an
envelope addressed to; Commissioner for Patents, P O. Box 1450, Alexandria, VA 22313-1450, or facsimile
transmitted (571-273-8300) to the USPTO, on the date indicated below

Date: 12 March 2008 \ .
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\\ Uracqueline Andreu

MS Amendment
Commissioner for Patents
P.O. Box 1450

Alexandria, VA 22313-1450

Sir:
AMENDMENT “C” AFTER FILING AN RCE

This paper is a response to the Notice of Allowance dated 29 October 2007 and is
being filed as a part of a Request for Continued Prosecution filed on 29 January 2007 in
order to insure that the Information Disclosure Statement filed on November 8, 2007 is
considered by the Examiner, and to add additional dependent claims to claims previously
allowed.

The Applicants request reconsideration and further examination in view of the
following:

Amendments to the Claims, as reflected in the listing of claims beginning on
page 2 of this paper; and

Remarks, beginning on page 14 of this paper.
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Amendments to the Claims:

This listing of claims will replace all prior versions and listings of claims in the
application:

Listing of Claims:

1. (Canceled).

2. (Previously presented) The system of claim 29, wherein the top-level domain

name is a non-standard top-level domain name.

3. (Original) The system of claim 2, wherein the non-standard top-level domain

name is one of .scom, .sorg, .snet, .sgov, .sedu, .smil and .sint.

4. (Previously presented) The system of claim 28, wherein the communication

network includes the Internet.

5. (Previously presented) The system of claim 28, wherein the domain name

service system comprises an edge router.

6. (Previously presented) The system of claim 29, wherein the domain name

service system is configured to authenticate the query using a cryptographic technique.

7. (Previously presented) The system of claim 28, wherein the domain name
service system is connectable to a virtual private network through the communication

network.

8. (Previously presented) The system of claim 7, wherein the virtual private
network is one of a plurality of secure communication links in a hierarchy of secure

communication links.
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9. (Previously presented) The system of claim 7, wherein the virtual private
network is based on inserting into each data packet communicated over a secure
communication link one or more data values that vary according to a pseudo-random

sequence.

10. (Previously presented) The system of claim 7, wherein the virtual private
network is based on a network address hopping regime that is used to pseudorandomly
change network addresses in packets transmitted between a first device and a second

device.

11. (Previously presented) The system of claim 7, wherein the virtual private
network is based on comparing a value in each data packet transmitted between a first

device and a second device to a moving window of valid values.

12. (Previously presented) The system of claim 7, wherein the virtual private
network is based on a comparison of a discriminator field in a header of each data packet

to a table of valid discriminator fields maintained for a first device.

13. (Withdrawn) A method for registering a secure domain name, comprising
steps of:

receiving a request for registering a secure domain name;

verifying ownership information for an equivalent non-secure domain name
corresponding to the secure domain name;

registering the secure domain name in a secure domain name service when the
ownership information for the equivalent non-secure domain name is consistent with

ownership information for the secure domain name.

14, (Withdrawn) The method according to claim 13, wherein the step of verifying
ownership information includes steps of:
determining whether the equivalent non-secure domain name corresponding to the

secure domain name has been registered in a non-secure domain name service; and

BST99 1563374-1 077580 0042 Page 3 of 14

New Bay Capital, LLC
Ex.1015-Page 165 of 3151



querying whether the equivalent non-secure domain name should be registered in
the nonsecure domain name service when the equivalent non-secure domain name has not

been registered in the non-secure domain name service.

15. (Withdrawn) A computer-readable storage medium, comprising:

a storage area; and computer-readable instructions for a method for registering a
secure domain name, the method comprising steps of:

receiving a request for registering a secure domain name;

verifying ownership information for an equivalent non-secure domain name
corresponding to the secure domain name; and

registering the secure domain name in a secure domain name service when the
ownership information for the equivalent non-secure domain name is consistent with

ownership information for the secure domain name.

16. (Withdrawn) The computer-readable medium according to claim 15, wherein
the step of verifying ownership information includes steps of:

determining whether the equivalent non-secure domain name corresponding to the
secure domain name has been registered in a non-secure domain name service; and

querying whether the equivalent non-secure domain name should be registered in
the non-secure domain name service when the equivalent non-secure domain name has

not been registered in the non-secure domain name service.

17. (Withdrawn) A method for registering a domain name, comprising steps of:

(i) receiving a request for registering a first domain name;

(ii) verifying ownership information for a second domain name corresponding to
the first domain name; and

(iii) registering the first domain name when the ownership information for the

second domain name is consistent with ownership information for the first domain name.
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18. (Withdrawn) The method of claim 17, wherein the first domain name
comprises a nonstandard top-level domain and the second domain name comprises a

standard top-level domain.

19. (Withdrawn) The method of claim 17, further comprising the step of storing
information corresponding to the registration performed in step (iii) in a database separate

from a database storing information for standard domain name registrations.

20. (Withdrawn) The method according to claim 17, wherein the step of verifying
ownership information includes steps of:

(a) determining whether the second domain name has been registered in a domain
name service; and

(b) querying whether the second domain name should be registered in the domain
name service when the second domain name has not been registered in the domain name

service.

21, (Withdrawn) A computer-readable medium, comprising computer-readable
instructions for a method for registering a domain name, the method comprising steps of:

(i) receiving a request for registering a first domain name;

(ii} verifying ownership information for a second domain name corresponding to
the first domain name; and

(iii) registering the first domain name when the ownership information for the

second domain name is consistent with ownership information for the first domain name.

22. (Withdrawn) The computer readable medium of claim 21, wherein the first
domain name comprises a non-standard top-level domain and the second domain name

comprises a standard top level domain.

23. (Withdrawn) The computer-readable medium of claim 21, wherein the step of

verifying ownership information includes steps of:
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(a) determining whether the second domain name has been registered in a domain
name service, and

(b) querying whether the second domain name should be registered in the domain
name service when the second domain name has not been registered in the domain name

service.

24. (Withdrawn) The method of claim 13, wherein the secure domain name has a

top-level domain reserved for secure network connections.

25, (Withdrawn) The computer-readable storage medium of claim 15, wherein the

secure domain name has a top-level domain reserved for secure network connections.

26. (Canceled).

27, (Canceled).

28. (Previously presented) A system for providing a domain name service for
establishing a secure communication link, the system comprising:

a domain name service system configured to be connected to a communication
network, to store a plurality of domain names and corresponding network addresses, to
receive a query for a network address, and to comprise an indication that the domain

name service system supports establishing a secure communication link.

29. (Previously presented) The system of claim 28, wherein at least one of the

plurality of domain names comprises a top-level domain name.

30. (Previously presented) The system of claim 28, wherein the domain name

service system is configured to respond to the query for the network address.

31. (Previously presented) The system of claim 28, wherein the domain name

service system is configured to provide, in response to the query, the network address
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corresponding to a domain name from the plurality of domain names and the

corresponding network addresses.

32. (Previously presented) The system of claim 28, wherein the domain name
service system is configured to receive the query initiated from a first location, the query
requesting the network address associated with a domain name, wherein the domain
name service system is configured to provide the network address associated with a
second location, and wherein the domain name service system is configured to support
establishing a secure communication link between the first location and the second

location.

33. (Previously presented) The system of claim 28, wherein the domain name
service system is connected to a communication network, stores a plurality of domain
names and corresponding network addresses, and comprises an indication that the domain

name service system supports establishing a secure communication link.

34, (Previously presented) The system of claim 28, wherein at least one of the

plurality of domain names is reserved for secure communication links.

35. (Previously presented) The system of claim 28, wherein the domain name

service system comprises a server.

36. (Previously presented) The system of claim 35, wherein the domain name
service system further comprises a domain name database, and wherein the domain name

database stores the plurality of domain names and the corresponding network addresses.

37. (Previously presented) The system of claim 28, wherein the domain name
service system comprises a server, wherein the server comprises a domain name
database, and wherein the domain name database stores the plurality of domain names

and the corresponding network addresses.
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38. (Previously presented) The system of claim 28, wherein the domain name
service system is configured to store the corresponding network addresses for use in

establishing secure communication links.

39. (Previously presented) The system of claim 28, wherein the domain name

service system is configured to authenticate the query for the network address.

40. (Previously presented) The system of claim 28, wherein at least one of the
plurality of domain names comprises an indication that the domain name service system

supports establishing a secure communication link.

41. (Previously presented) The system of claim 28, wherein at least one of the

plurality of domain names comprises a secure name.

42. (Previously presented) The system of claim 28, wherein at least one of the

plurality of domain names enables establishment of a secure communication link.

43, (Previously presented) The system of claim 28, wherein the domain name
service system is configured to enable establishment of a secure communication link

between a first location and a second location transparently to a user at the first location.

44, (Previously presented) The system of claim 28, wherein the secure

communication link uses encryption.

45. (Previously presented) The system of claim 28, wherein the secure

communication link is capable of supporting a plurality of services.

46. (Previously presented) The system of claim 45, wherein the plurality of
services comprises a plurality of communication protocols, a plurality of application

programs, multiple sessions, or a combination thereof.
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47. (Previously presented) The system of claim 46, wherein the plurality of
application programs comprises items selected from a group consisting of the following:

video conferencing, e-mail, a word processing program, and telephony.

48. (Previously presented) The system of claim 45, wherein the plurality of

services comprises audio, video, or a combination thereof.

49, (Previously presented) The system of claim 28, wherein the domain name
service system is configured to enable establishment of a secure communication link

between a {irst location and a second location.

50. (Previously presented) The system of claim 49, wherein the query is initiated
from the first location, wherein the second Jocation comprises a computer, and wherein

the network address is an address associated with the computer.

51. (Previously presented) The system of claim 28, wherein the domain name
service system comprises a domain name database connected to a communication
network and storing a plurality of domain names and corresponding network addresses
for communication,

wherein the domain name database is configured so as to provide a network
address corresponding to a domain name in response to a query in order to establish a

secure communication link.

52. (Previously presented) A machine-readable medium comprising instructions
executable in a domain name service system, the instructions comprising code for:

connecting the domain name service system to a communication network;

storing a plurality of domain names and corresponding network addresses;

receiving a query for a network address; and

supporting an indication that the domain name service system supports

establishing a secure communication link.
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53. (Previously presented) A method of providing a domain name service for
establishing a secure communication link, the method comprising:

connecting a domain name service system to a communication network, the
domain name service system comprising an indication that the domain name service
system supports establishing a secure communication link;

storing a plurality of domain names and corresponding network addresses; and

receiving a query for a network address for communication.

54. (New) The machine-readable medium of claim 52, wherein the instructions
comprise code for storing the plurality of domain names and corresponding network

addresses including at least one top-level domain name.

55. (New) The machine-readable medium of claim 52, wherein the instructions

comprise code for responding to the query for the network address.

56. (New) The machine-readable medium of claim 52, wherein the instructions
comprise code for providing, in response to the query, the network address corresponding
to a domain name from the plurality of domain names and the corresponding network

addresses.

57. (New) The machine-readable medium of claim 52, wherein the instructions
comprise code for receiving the query for a network address associated with a domain
name and initiated from a first location, and providing a network address associated with
a second location, and establishing a secure communication link between the first

location and the second location.

58. (New) The machine-readable medium of claim 52, wherein the instructions
comprise code for indicating that the domain name service system supports the

establishment of a secure communication link.
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59. (New) The machine-readable medium of claim 52, wherein the instructions
comprise code for reserving at least one of the plurality of domain names for secure

communication links.

60. (New) The machine-readable medium of claim 52, wherein the code resides

0n a sCrver.

61. (New) The machine-readable medium of claim 52, wherein the instructions
comprise code for storing a plurality of domain names and corresponding network

addresses so as to define a domain name database.

62. (New) The machine-readable medium of claim 52, wherein the code resides
on a server, and the instructions comprise code for creating a domain name database
configured to store the plurality of domain names and the corresponding network

addresses.

63. (New) The machine-readable medium of claim 52, wherein the instructions
comprise code for storing the corresponding network addresses for use in establishing

secure communication links.

64. (New) The machine-readable medium of claim 52, wherein the instructions

comprise code for authenticating the query for the network address.

65. (New) The machine-readable medium of claim 52, wherein at least one of the
plurality of domain names includes an indication that the domain name service system

supports the establishment of a secure communication link.

66. (New) The machine-readable medium of claim 52, wherein at least one of the

plurality of domain names includes a secure name.
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67. (New) The machine-readable medium of claim 52, wherein at least one of the
plurality of domain names is configured so as to enable establishment of a secure

communication link.

68. (New) The machine-readable medium of claim 52, wherein the domain name
service system is configured to enable establishment of a secure communication link

between a first location and a second location transparently to a user at the first location.

69. (New) The machine-readable medium of claim 52, wherein the secure

communication link uses encryption.

70. (New) The machine-readable medium of claim 52, wherein the secure

communication link is capable of supporting a plurality of services.

71. (New) The machine-readable medium of claim 70, wherein the plurality of
services comprises a plurality of communication protocols, a plurality of application

programs, multiple sessions, or a combination thereof.

72. {(New) The machine-readable medium of claim 71, wherein the plurality of
application programs comprises items selected from a group consisting of the following:

video conferencing, e-mail, a word processing program, and telephony.

73. (New) The machine-readable medium of claim 70, wherein the plurality of

services comprises audio, video, or a combination thereof.

74. (New) The machine-readable medium of claim 52, wherein the domain name
service system is configured to enable establishment of a secure communication link

between a first location and a second location.

75. (New) The machine-readable medium of claim 74, wherein the instructions

include code for receiving a query initiated from the first location, wherein the second
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location comprises a computer, and wherein the network address is an address associated

with the computer.

76. (New) The machine-readable medium of claim 52, wherein the domain name
service system comprises a domain name database connected to a communication
network and storing a plurality of domain names and corresponding network addresses
for communication,

wherein the domain name database is configured so as to provide a network
address corresponding to a domain name in response to the query in order to establish a

secure communication link.
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REMARKS

Claims 2-25 and 28-76 remain in the application. Claims 1, 26 and 27 have been
previously canceled. Claims 54-76 have been added by this amendment. Claims 13-25,
drawn to a non-elected invention, are withdrawn from consideration. Applicants note
with appreciation that claims 2-25 and 28-53 have been previously allowed.

New claims 54-76 are all dependent either directly or indirectly from claim 52.
Since claim 52 was previously allowed, the dependent claims are also believed to be
allowable. Because each dependent claim is deemed to define an additional aspect of the
invention, the individual consideration of each on its own merits is respectfully requested.

Accordingly, all of the pending claims currently under consideration, claims 2-25
and 28-76, are believed to be in condition for allowance. An early and favorable action
thereon is therefore earnestly solicited.

The Commissioner is hereby authorized to charge any necessary fees with regard
to this filing to our Deposit Account No. 50-1133.

If a telephone conference will expedite prosecution of the application, the

Examiner is invited to telephone the undersigned.

Respectfully submitted,

McDERMOTT WILL & EMERY LLP

} W QQ/Q/ Date: _March 12. 2008

Tolly H/Husmer, P.C. Reg. No. 26,418
Attorney for Applicants

28 State Street

Boston, MA 02109-1775

DD Telephone: (617) 535-4065
Facsimile: (617)535-3800

e-mail: tkusmer@mwe.com
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A94  {US 16425003 Bl 7/23/2002 | Herzog et al.
A95 | US 16,606,708 Bl 8/12/2003 i Devine etal.
A96 | YS16,751,738 BI 6/15/2004 | Wesinger, Jr. et al,
A97 | US|2003/0196122 Al | 10/16/2003 Wesinger, Jr. et al.
A98 | US| 2006/0059337 Al 3/16/2006 | Polyhonen et al.
FOREIGN PATENT DOCUMENTS
EXAMINER'S Foreign Patent Bocument Pubtication Date Name of Patentee or Pages, Columns, Lines Translalion
INITIALS CITE Country Codes-Numbar «-Kind MM-DD-YYYY | Applicant of Cited Document Where Relevant
NO Codes {if known} Figures Appear Yes No
OTHER ART {Including Author, Title, Date, Pertinent Pages, Efc.} .
EXAMINER'S Include name of the aulhor {in CAPITAL LETTERS]), itie of the article (when appropriate}. title of the item (book. magazine.
INITIALS CHENQ journat. serial. symposium. catalog. elc ). date. page{s), volume-Issue number{s}. publisher. clty and/or country where

published

EXAMINER

DATE CONSIDERED

*EXAMINER: Initia! if reference considered, whether or not ¢ilalion Is in conformance with MPEP 608 Draw fine through citaticn if not in conformance and not
considered. Include copy of this form with next communication lo applicant
1 Applicant's unigue cilalion designation number {oplional) 2 Applicantis lo place a check mask here il English language Transiation is altached

BS99 1566689-1 077580:0042
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Electronic Acknowledgement Receipt

EFS ID: 2985054
Application Number: 10714849
International Application Number:
Confirmation Number: 3154

Title of Invention:

AGILE NETWORK PROTOCOL FOR SECURE COMMUNICATIONS
USING SECURE DOMAIN NAMES

First Named Inventor/Applicant Name:

Victor Larson

Customer Number:

23630

Filer:

Atabak R Royaee/Jacqueline Andreu

Filer Authorized By:

Atabak R Royaee

Attorney Docket Number:

Receipt Date: 12-MAR-2008
Filing Date: 18-NOV-2003
Time Stamp: 11:36:43

Application Type:

Utility under 35 USC 111(a)

Payment information:

Submitted with Payment

no

File Listing:

Document __— . File Size(Bytes) Multi Pages
Number Document Description File Name /Message Digest| Part/.zip| (if appl.)
75134
1 Miscellaneous Incoming Letter Transmittal.pdf no 1
1a38261885b0787948c8faSec79281ce

53ac7819

Warnings:

Information:
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636661

2 Amendment After Final Amendment.pdf no 14
72370af620e5e4836b3231277cf27d4a
6b1aded2
Warnings:
Information:
Inf tion Discl Stat t 79081
3 nformation |Egt?:rure atemen SupplementalStatement.pdf no 2
2abb0598bt11¢5153cd9a30020b5dc15
d2d6ice1
Warnings:
Information:
Inf tion Discl Stat t 82771
nformation Disclosure Statemen
4 ) IDS.pdf no 1
(lDS) Flled e22atdéfccdbtab7dtddab7a6894b08d2
2d0obga
Warnings:
Information:
This is not an USPTO supplied IDS fillable form
Total Files Size (in bytes): 873597

This Acknowledgement Receipt evidences receipt on the noted date by the USPTO of the indicated documents,
characterized by the applicant, and including page counts, where applicable. It serves as evidence of receipt
similar to a Post Card, as described in MPEP 503.

New Applications Under 35 U.S.C. 111

If a new application is being filed and the application includes the necessary components for a filing date (see
37 CFR 1.53(b)-(d) and MPEP 506), a Filing Receipt (37 CFR 1.54) will be issued in due course and the date
shown on this Acknowledgement Receipt will establish the filing date of the application.

National Stage of an International Application under 35 U.S.C. 371

If a timely submission to enter the national stage of an international application is compliant with the conditions
of 35 U.S.C. 371 and other applicable requirements a Form PCT/DO/EO/903 indicating acceptance of the
application as a national stage submission under 35 U.S.C. 371 will be issued in addition to the Filing Receipt,
in due course.

New International Application Filed with the USPTO as a Receiving Office

If a new international application is being filed and the international application includes the necessary
components for an international filing date (see PCT Article 11 and MPEP 1810), a Notification of the
International Application Number and of the International Filing Date (Form PCT/RO/105) will be issued in due
course, subject to prescriptions concerning national security, and the date shown on this Acknowledgement
Receipt will establish the international filing date of the application.
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Docket No.: 077580-0073 (VRNK-1CP3CN) PATENT

IN THE UNITED STATES PATENT AND TRADEMARK OFFICE

Applicant : Victor Larson et al. Customer No.: 23,630

Appl. No. : 10/714,849 Confirmation No.: 3154

Flled . November 1 8, 2003 CERTIFICATE OF MAILING (37 CFR. § 1.8(a))
Title : An Agile Network Protocol for I hereby centify that this correspondence is being

N . . deposited with the U.S. Postal Service as first class mail
Secure Communications Usmg in an envelope addressed to Mail Stop: Amendment,

Secure Domain Names Commissioner for Patents, P. O. Box 1450, Alexandria,
VA 22313-1450, or facsimile transmitted (571) 273-8300
to the USPTO, on March 12, 2008.

Grp/A.U. : 2153

Examiner: : LIM, Kristina .
Jac@ne A@u

Mail Stop Amendment
Commissioner for Patents
P.O. Box 1450

Alexandria, VA 22313-1450

TRANSMITTAL LETTER

Enclosed for filing in connection with the above-referenced patent application are the
following documents:

) Amendment “C” After Filing An RCE
2) Supplemental Information Disclosure Statement
3) IDS Form PTO-1449 (1 page)

The Commissioner is hereby authorized to charge any fees that may be required for filing
of the above-listed papers to our Deposit Account No. 50-1133.
Respectfully submitted,

McDERMOTT WILL & EMERY LLP

Date: March 12, 2008 V/W ;fm

Atabak R. Royaee, Reg”No.: 59,037
McDermott Will & Emery LLP

28 State Street

Boston, MA 02109-1775

Telephone: (617) 535-4108
Facsimile: (617) 535-3800

BST99 1566691-1.077580.0042
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Docket No.: 077580-0042 (VRNK-1CP3CN) PATENT

IN THE UNITED STATES PATENT AND TRADEMARK OFFICE

Applicant : Vietor Larson et al. Customer No.: 23,630
Appl.No. : 10/714,849 Confirmation No.: 3154
Flled : November 18’ 2003 CERTIFICATE OF MAILING (37 CFR. § 1.10)
Title : AN AGILE NETWORK PROTOCOL

Fhereby certify that this correspondence is being deposited with the
FOR SECURE COMMUNICATIONS United States Postal Service as first class mail in an eavelope
i addressed to: Commissioner for Patents, P.O. Box 1450, Alexandrin.
USING SECURE DOMAIN NAME'S VA 22313-1450, or facsimile transmitted (571-273-8300) 1o tie

USPTO. on the date indicated below

Grp/AU. © 2153
Examiner: : LIM, Krisna

SUPPLEMENTAL INFORMATION DISCLOSURE STATEMENT

Mail Stop RCE
Commissioner for Patents
P.O. Box 1450

Alexandria, VA 22313-1450

Dear Sir:

In accordance with the provisions of 37 CF.R. 1.56, 1.97 and 1.98, the attention of the Patent and
Trademark Office is hereby directed to the documents listed on the form PTO-1449 filed
January 29, 2008. It is respectfully requested that the documents be expressly considered during the
prosecution of this application, and that the documents be made of record therein and appear among

the "References Cited" on any patent to issue therefrom.

This Statement is being filed as a substitution of the statement submitted on January 29, 2008, in
which the undersigned agent’s registration number was incorrect. A replacement form PTO-1449 for

the one filed on Jan. 29, 2008 is also submitted herewith.

BSTY9% 15666891 077580 0042
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This Statement is not to be interpreted as a representation that the cited publications are
material, that an exhaustive search has been conducted, or that no other relevant information
exists. Nor shall the citation of any publication herein be construed per se as a representation that
such publication is prior art. Moreover, the Applicant understands that the Examiner will make an

independent evaluation of the cited publications.

No fees are believed to be due with the filing of this paper. However, the Commissioner is hereby

authorized to charge any required fees to Deposit Account 50-1133.

Respectfully submitted,

McDERMOTT WILL & EMERY LLP

i G

Atabak R. Royaee
Registration No. 59,037

28 State Street Please recognize our Customer No. 23630
Boston, MA 02109 as our correspondence address.

Phone: 617-535-4108

Facsimile: 617-535-3800

Date: March 12, 2008

BST9% 1566689-1 G77580 0042
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Document code: WFEE
United States Patent and Trademark Office
Sales Receipt for Accounting Date: 03/27/2008

KWATSON SALE #00000001 Mailroom Dt: 03/12/2008 501133 10714849
01 FC : 1202 1,150.00 DA
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PTO/SB/06 (07-06)

Approved for use through 1/31/2007. OMB 0651-0032
U.S. Patent and Trademark Office; U.S. DEPARTMENT OF COMMERCE
Under the Paperwork Reduction Act of 1995, no persons are required to respond to a collection of information unless it displays a valid OMB control number.

* If the entry in column 1 is less than the entry in column 2, write “0” in column 3.
** If the “Highest Number Previously Paid For” IN THIS SPACE is less than 20, enter “20”.
*** If the “Highest Number Previously Paid For” IN THIS SPACE is less than 3, enter “3”.

PATENT APPLICATION FEE DETERMINATION RECORD Application or Docket Number Filing Date
Substitute for Form PTO-875 10/71 4,849 11/18/2003 I:l To be Mailed
APPLICATION AS FILED — PART | OTHER THAN
(Column 1) (Column 2) SMALL ENTITY [] OR SMALL ENTITY
FOR NUMBER FILED NUMBER EXTRA RATE ($) FEE ($) RATE ($) FEE ($)
L1 Basic Fee N/A N/A N/A N/A
(37 CFR1.16(a). (b). or (c)
[] seARCH FEE
(37 CFR1.16(k). (). or (m)) N/A N/A N/A N/A
D EXAMINATION FEE
(37 CFR 1.16(0), (p), or (q)) N/A N/A N/A N/A
2—3?TC¢:LR(?_1/—6\3I('I\§I)S minus 20= f * X$ = ORI xs =
INDEPENDENT CLAIMS ) N _ _
(37 CFR 1.16() minus 3 = X = Xs =
If the specification and drawings exceed 100
] sheets of paper, the application size fee due
2F;PCLF'EA1‘T1'2N SIZE FEE is $250 ($125 for small entity) for each
( A6(s) additional 50 sheets or fraction thereof. See
35 U.S.C. 41(a)(1)(G) and 37 CFR 1.16(s).
] MULTIPLE DEPENDENT CLAIM PRESENT (37 CFR 1.16())
p—
* If the difference in column 1 is less than zero, enter “0” in column 2. TOTAL TOTAL
APPLICATION AS AMENDED - PART I
OTHER THAN
(Column 1) (Column 2) (Column 3) SMALL ENTITY OR SMALL ENTITY
CLAIMS HIGHEST
REMAINING NUMBER PRESENT ADDITIONAL ADDITIONAL
— [ 03/12/2008 | Arrer PREVIOUSLY EXTRA RATE®) | FEE (3 RATE ($) FEE ($)
E AMENDMENT PAID FOR
= | [oalerew * 73 Minus | ~ 50 = 23 xs = oR | x sso= 1150
5
5 '2;"3‘;2”1‘??6%)) *7 Minus | =7 =0 Xs$ = OR [ x s210= 0
<§E |:| Application Size Fee (37 CFR 1.16(s))
|:| FIRST PRESENTATION OF MULTIPLE DEPENDENT CLAIM (37 CFR 1.16())) OR
TOTAL TOTAL
ADD'L OR  ADDL 1150
FEE FEE
(Column 1) (Column 2) (Column 3)
CLAIMS HIGHEST
REMAINING NUMBER PRESENT ADDITIONAL ADDITIONAL
AFTER PREVIOUSLY EXTRA RATE ($) FEE ($) RATE (%) FEE ($)
— AMENDMENT PAID FOR
E T?et(?); (37 CFR * Minus f »* = X $ = OR [ xs =
L winus | - - xs - ORI xs -
5 D Application Size Fee (37 CFR 1.16(s))
=
< | [C] FIRsT PRESENTATION OF MULTIPLE DEPENDENT CLAIM (37 CFR 1.16() OR
TOTAL TOTAL
ADD’L OR  ADDL
FEE FEE

Legal Instrument Examiner:
/KIM WATSON SAUNDERS/

The “Highest Number Previously Paid For” (Total or Independent) is the highest number found in the appropriate box in column 1.

This collection of information is required by 37 CFR 1.16. The information is required to obtain or retain a benefit by the public which is to file (and by the USPTO to
process) an application. Confidentiality is governed by 35 U.S.C. 122 and 37 CFR 1.14. This collection is estimated to take 12 minutes to complete, including gathering,
preparing, and submitting the completed application form to the USPTO. Time will vary depending upon the individual case. Any comments on the amount of time you
require to complete this form and/or suggestions for reducing this burden, should be sent to the Chief Information Officer, U.S. Patent and Trademark Office, U.S.
Department of Commerce, P.O. Box 1450, Alexandria, VA 22313-1450. DO NOT SEND FEES OR COMPLETED FORMS TO THIS
ADDRESS. SEND TO: Commissioner for Patents, P.O. Box 1450, Alexandria, VA 22313-1450.
If you need assistance in completing the form, call 1-800-PT0O-9199 and select option 2.
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Page 1 of 1

UNITED STATES DEPARTMENT OF COMMERCE
United States Patent and Trademark Office
Address: ggﬁI‘S‘SSE)ONhR FOR PATENTS

Alexandsbs, Viggiis 22313-1450
WERNEPIO.ZUV

0 A 0 A AR CONFIRMATION NO. 3154

Bib Data Sheet

FILING OR 371(c)
SERIAL NUMBER DATE CLASS GROUP ART UNIT ATTORNEY
10/714,849 11/18/2003 709 2153 DOCKET NO.
RULE
APPLICANTS

Victor Larson, Fairfax, VA;

Robert Durham Short I, Leesburg, VA,
Edmund Colby Munger, Crownsville, MD;
Michael Williamson, South Riding, VA;

ko coNTlNUlNG DATA RRARARAAARAKARARAARARRAR K

This application is a CON of 09/558,210 04/26/2000 ABN
which is a CIP of 09/504,783 02/15/2000 PAT 6,502,135
which is a CIP of 09/429,643 10/29/1999 PAT 7,010,604
which claims benefit of 60/106,261 10/30/1998

and claims benefit of 60/137,704 06/07/1999

33 FOREIGN APPLICATIONS tt-*i**t*tt****t*k**ﬁ

IF REQUIRED, FOREIGN FILING LICENSE GRANTED
[+ 02/12/2004

Foreign Priority claimed D yes D no
35 USC 119 (a-d) conditions [ voe L o L STATEOR | SHEETS TOTAL |INDEPENDENT
met Aloes = o = Met after COUNTRY | DRAWING | CLAIMS CLAIMS
: owance VA 40 23 5
Verified and
IAcknowledged Examiner's Signature Initials
ADDRESS
23630
TITLE
AGILE NETWORK PROTOCOL FOR SECURE COMMUNICATIONS USING SECURE DOMAIN NAMES
U All Fees
Q 1.16 Fees (Filing)
FILING FEE [FEES: Authority has been given in Paper D 1.17 Fees ( Processing Ext. of
RECEIVED [No. to charge/credit DEPOSIT ACCOUNT time )
No. f ing:
2444 o.__ forfollowing 0O 1.18 Fees (Issue )
ID Other
1O credit
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UNITED STATES PATENT AND TRADEMARK OFFIGE

UNITED STATES DEPARTMENT OF COMMERCE
United States Patent and Trademark Office
Address: COMMISSIONER FOR PATENTS

P.O. Box 1450

Alexandria, Virginia 22313-1450

www.uspto.gov

| APPLICATION NUMBER | FILING OR 371(C) DATE | FIRST NAMED APPLICANT | ATTY. DOCKET NO./TITLE |
10/714,849 11/18/2003 Victor Larson 007170.00025
CONFIRMATION NO. 3154
22907 POWER OF ATTORNEY NOTICE
BANNER & WITCOFF, LTD.

00 T STREET i T

WASHINGTON, DC 20005-4051

Date Mailed: 01/31/2008

NOTICE REGARDING CHANGE OF POWER OF ATTORNEY
This is in response to the Power of Attorney filed 01/29/2008.

» The Power of Attorney to you in this application has been revoked by the assighee who has intervened as
provided by 37 CFR 3.71. Future correspondence will be mailed to the new address of record(37 CFR 1.33).

/cbowen/

Office of Initial Patent Examination (571) 272-4000 or 1-800-PTO-9199

page 1 of 1
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UNITED STATES PATENT AND TRADEMARK OFFIGE

UNITED STATES DEPARTMENT OF COMMERCE
United States Patent and Trademark Office

Address: COMMISSIONER FOR PATENTS
P.O. Box 1450

Alexandria, Virginia 22313-1450
Www.uspto.gov

| APPLICATION NUMBER | FILING OR 371(C) DATE | FIRST NAMED APPLICANT ]

10/714,849 11/18/2003 Victor Larson

ATTY. DOCKET NO./TITLE |

CONFIRMATION NO. 3154
23630 POA ACCEPTANCE LETTER
MCDERMOTT WILL & EMERY LLP

oSt oreeer T

Date Mailed: 01/31/2008

NOTICE OF ACCEPTANCE OF POWER OF ATTORNEY
This is in response to the Power of Attorney filed 01/29/2008.

The Power of Attorney in this application is accepted. Correspondence in this application will be mailed to the
above address as provided by 37 CFR 1.33.

/cbowen/

Office of Initial Patent Examination (571) 272-4000 or 1-800-PTO-9199

page 1 of 1
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01/29/08 TUE 17:16 FAX 617 535 3869 MCDERMOTT WILL & EMery RECEIVED @003
CENTRAL FAX CENTER

JAN 2 9 2008

PTO/SB/30 (09-04)
Approved for use through 07/31/20086. OMB 0851-0031
U.5. Patent and Trademark Office; U.S. DEPARTMENT OF COMMERCE

under the P. Reduction Act of 1995, no persons are required to respond to @ collaction of Information unless it conteins a vatd OMB contral number.
/ Request Application Number 10/714,849
. for . . Filing Date November 18, 2003
Continued Examination (RCE)
. First Named Inventor Victor Larson
Transmittal
Address {o: Art Unit 2183
Mail Stop RCE . . .
Commissioner for Patants Examiner Name Lim, Krisha
P.O, Box 1450
\@exandn‘. VA 22313-1450 Attorney Docket Number | 077680-0042 (VRNK-1CPBCW

— p——— T — A ————
This 5 a Request for Continued Examination (RCE) under 37 CFR 1.114 of the above-identified application.

Request for Continued Education (RCE) practica under 37 CFR 1,114 does not apply to any wtility or piant application flled pricr to June 8,
1995, or 1o any dasign application. Sea Instruction Sheet for RCES (nat to be submitted to the USPTO) on page 2.

1. |Submission required under 37 CFR 1.11 14 ] Note; If the RCE is proper, any previously filad uneniered amendments
and amendmants enclosed wih (he RCE will be entered in which they were filed unkess applicant instructs otherwize. If
applicant does not wish to have any previously filed unentered amandment(s) entered, applicant must request non-entry of such
amendment(s).

a. Previously submitted !f a final Office action is outstanding, any amendments filed after the fins! Office action may be
considered as @ submission even if this box is not checked.

i [0 consider the arguments In the Appeal Brief or Reply Brief previously filed on
i Othar  Consider the IDS filed November 8, 2007

b. Enclosed

i[O Amendment/Reply . IX] information Disclosure Statement (IDS)
i. [ Affidavit(syDeclaration(s) iv. X} other Power of Attorney and Change
of Address

2. | Miscellaneous : '

0 Sugpenslon of action of the above-identified application is requested under 37 CFR 1.103(¢) for a
: period of months. (Period of suspenslon shall not exceed 3 months; Fee under 37 CFR 1.17(l) required)

b.[] Other
3. The RCE fee under 37 CFR 1.17(e) is requlred by 37 CFR 1,114 when the RCE is filad.

a @ The Director is hereby authorized lo charge the following fees, of ¢redi any overpayments, to
’ Deposit Account No. 50+1133. .

i. [X RCE fee required under 37 CFR 1.17(e) .
5. [ One-Morth Extension of lime fee (37 CFR 1136 and 1.47) 91/39/2888 VBUI11  @BBGYV46 501133 |18714849

i O oter T8l Fiaiem 816.86 D
b.[J Check In the amountof $ Enclosed

c.[} Paymentby credit card (Fhrm PTO-2038 enclosed)

WARNING: Information on this form may become public. Credit card Information should not ba Included on this form. Provide
credit card information and authorization on PTO-2038.

f] . ]SIGNATURE-QEAPPLICANT, ATTORNEY, OR AGENT REQUIRED

Signature T LA LA Data January 29, 2008

Nome (PrintTyps) | Atebok R. Royaes  ~ Registration No, | 58,037

—_— —
CERTIFICATE OF MAILING OR TRANSMISSION

| hereby certity that this camespandence is being depesiied with the Unitad States Postal Service with suflicient postage as firet class mail i an envelope

addressed to: Mail Stop RCE, Commissioner for Patents, P. O, Box 1450, Alexandria, VA 22313-1450 or facsimile transimitied to the U.S. Paent and

Teademerk Office on the date shownbglow. , ¢
Signature LA
Name(PriaType) acyuelineandrey | Date | January 29, 2008

This collection of information 18 required by 37 GFR 1,114, The informaton I requijed to obtain or retain a banafit by the pubc which s 1o fie (and by the USPTO
w procass) an application, Confidentiality is governed by 35 U.S.C. 122 and 37 CFR 1.11 and 1,14. This collection I3 estimated io take 12 minutes to complete,
inchuding gathering, preparing, snd submiting the compistad application form 1o tha USPTO, Time will vary depending upen the Iindividual case. Ary comments
on the amount of me you redquire b compiets thia form and/ar suggestons for reducing this burden, shoud be sent o the Chief Infanmation Officer, U.S. Patent
and Yrademark Office, U.5. Department of Commares, P.O, Box 1450, Almandria, VA 22313-1450. DO NOT SEND FEES OR COMPLETED FORMS TO THIS
ADDRESS. SEND TO: Mall Step RCE, Commissloner for Patents, P.0. Box 1450, Alexandria, VA 22313-1450.

PAGE 3/8* RCYD AT 1/26/2008 4:18:32 PM [Eastem Standard Time]* SVR:USPTO-EFXRF-5/43 * DNIS:2738300* CSID:617 §35 3869 * DURATION (mm-5s):03-06
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01/29/08 TUE 17:17 FAX 617 535 3889 MCDERMOTT WILL & EMERY

@006
RECEIVED
CENTRAL FAX CENTER
JAN 2 9 2008
Docket No.: 077580-0042 PATENT

IN THE UNITED STATES PATENT AND TRADEMARK OFFICE

N A gt s -

Applicant : Victor Larson et al. Customer No.: 23,630

Appl. No. : 10/714,849 Confirmation No.: 3154
Filed : November 18, 2003 CERTIFICATE OF MAILING (37 CFR. § 1.10)
Title : AN AGILE NETWORK PROTOCOL

1 hereby eertify that this cor dence is being deposited with the

FOR SECURE COMMUNICATIONS  united States Postal Scrviec wi'thax’ug;‘i:m posuge 8 “Expres M
Post Office 10 Add! " under 1.10 in a0 enve

USING SECURE DOMAIN NAMES sd:‘msadiowcomn':::ie:mr for Patents, P.O. BI:x Me 50. A?;;mdril.
VA 223131450 on January 29, 2008.

Grp/AU. : 2153 Express Mail Mailing Label: EVO42455055US
Examiner: : LIM, Krisna

SUPPLEMENTAL INFORMATION DISCLOSURE STATEMENT

Mail Stop RCE
Commissioner for Patents
P.O. Box 1450

Alexandria, VA 22313-1450

Dear Sir:

In accordance with the provisions of 37 C.F.R. 1.56, 1.97 and 1.98, the attention of the Patent and
Trademark Office is hereby difected to the documents listed on the attached form PTO-1449. It is
respectfully requested that the documents be expressly considered during the prosecution of this
application, and that the documents be made of record therein and appear among the "References

Cited" on any patent to issue therefrom.

This Information Disclosure Statement is being filed concurrently with an RCE for the above-

referenced application.

BST9% 1558649-1.077580.0042
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01/29/08 "'I'UE"17:17 FAX 817 535 3889 MCDERMOTT WILL & EMERY [@oo7

This Statement is not to be interpreted as a representation that the cited publications are
material, that an exhaustive search has been conducted, or that no other relevant information
exists. Nor shall the citation of any publication herein be construed per se as a representation that
such publication is prior art. Moreover, the Applicant understands that the Examiner will make an

independent evaluation of the cited publications.

No fees are believed to be due with the filing of this paper. However, the Commissioner is hereby
authorized to charge any required fees to Deposit Account 50-1 133.

Respectfully submitted,

McDERMOTT WILL & EMERY LLP

bl G

Atabak R. Royaee
Registration No. 26,418

28 State Street Please recognize our Customer No. 23630

Boston, MA 02109 as our correspondence address.
Phone: 617-535-4108

Facsimile: 617-535-3800
Date: January 29, 2008

BSTY9 15585649-1.077580.0042
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01/29/08 TUE -17:17 FAX 617 535 38869

MCDERMOTT WILL & EMERY

008
RECEIVED
CENTRAL FAX CENTER
JAN 2 9 2008
SHEET 1 OF 1
INFORMATION DISCLOSURE ATTY. DOCKET NO. - |SERIAL NO.
CITATION IN AN 077580-0042 . 10/714,849
APPLICATION
APPLICANT
Larson et al.
(PTO- 1449) TLING DATE GROUP
Nov. 18, 2003 2153
U.S. PATENT DOCUMENTS
EXAMINER'S CITE Document Number Publication Date Name of Patentee or Applicant of Clted Pages, Columns, Linas, Where
INITIALS NO. Number-Kind Godez oo MM-DD-YYYY Document Relevant Passeges of Relevant
Flgures Appear
A91 US|5164,988 A 11/17/1992 | Matyas
A92 | YS]5,790,548 2/4/1998 Sitaraman et al.
A9} us 16,101,182 B2 8/8/2000 Sitaraman et al.
A94 Us$ 16,425,003 Bl 7/23/2002 Herzog et al.
A935 us | 6,606,708 B1 8/12/2003 Devine et al.
A9%6 uUs 16,751,738 B1 6/15/2004 Wesinger, Ir. et al.
AO7 | US|2003/0196122 Al | 10/16/2003 Wesinger, Ir. et al.
AO8 | US |2006/0059337 A1 | 3/16/2006 | Polyhonenet al.

FOREIGN PATENT DOGUMENTS

EXAMINER'S Faraign Patent Document Publication Date Name of Patentea or Pages, Columns, Lines Translation
INITIALS CITE Country Codns-Rumber «-Kind MM-DD-YYYY Applicant of Cited Document Where Relavant
NO. Coass (if known) Flgures Appear Yes No

OTHER ART (Including Author, Tlle, Date. Pertinant Pages, Eic)

EXAMINER'S nclude nems of the author {In CAPITAL LETTERS), il of the article (when appropriate), title of the item (book, magazine,
INITIALS CITE NO, Journal, senal, symposium, catalog, etc.), date, pega(s), velume-issue number(s), publisher, city and/or country where
published.
EXAMINER DATE CONSIDERED

*EXAMINER: Inftiel if reference consigered, whether or not itation is In confarmance with MPEP 609. Draw liné trough cltation i net In conformance and not
considered. Includa copy of this form with next communkcation to agplicant,
1 Applicant's unigque ¢itation designation number (optional). 2 Applicant s to place a check mark here if English language Translation is attached.
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01/29,08 TUE 17:15 FAX 617 535 3889

MCDERMOTT WILL & EMERY

ool
McDermott
. RECEIVED
Will& Emery CENTRAL FAX CENTER
Boston Brussels Chicago DOsselorf London Los Angeles Miami Milan JAN 2 § 2008
Munich New York Orange County Rome San Diego Silicon Valley Washington, D.C.
FACSIMILE
. January 29, 2008 Time
Date: Sent:
To: Company: Facsimile No: Telephone No:
Mail Stop: RCE USPTO 571-273-8300
From: Atabak R. Royaee Direct Phone: 617.535.4108
E-Mail: aroyaese@mwe.com
Sent By: Jackie Andreu Direct Phone: 617-5354110
Client/Matter/Tkpr: 077580-0042 (VRNK-1CP3CN) Original to Follow by Mail No
‘ Number of Pages, Including 8
Cover:
Message:

BSTY) 1559874-1.074280.0016

The information contained in this facsimile message is legally privileged a
individual or entity named above. If the reader of this message is not the inten
distribution, or copy of this facsimile is strictly prohibited. If you have received

nd confidential information intended only for the use of the
ded recipient, you are hereby notified that any disserination,

this facsimile in emor, please notify us immediately by

telephone and retum the original message to us at the below address by mail. Thank you.
IF YOU DO NOT RECEIVE ALL OF THE PAGES, PLEASE CALL AS SOON AS POSSIBLE.

Main Facsimile: 617.535.3800

Facsimile Operator. §17.535.4000

U.S. practice conducted through McDermott Will & Emery

PAGE 118+ REVD AT 1280008 4:16:32 P [Eastemn Standrd Time]* SVRIUSPTO

wmabte NDANOATTR

Talanhnna' 17 535.4000

EFXRF-5/43 * DNIS:2738300 * CSID:617 536 3869 * DURATION (mm-5s):03-06
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01/29/08 TUE 17:16 FAX 617 535 3869 MCDERMOTT WILL & EMERY

002
RECEIVED
CENTRAL FAX CENTER
JAN 2 9 2008 D ATENT
IN THE UNITED STATES PATENT AND TRADEMARK OFFICE
In re Application of: Victor Larson
Application No.: 10/714,849
Filing Date: November 18, 2003
Docket Number: 077580-0042 (VRNK-1CP3CN)
Title: AN AGILE NETWORK PROTOCOL FOR SECURE
COMMUNICATIONS USING SECURE DOMAIN NAMES
Examiner: Lim, Krisna
Art Unit: 2153

CERTIFICATE OF MAILING OR TRANSMISSION

[ hereby ccrtify that this correspondence is being deposited with the U.8$. Postal Scrvice vip Express Mail Label No.
EV942455055US in an envelopc addressed to Mail Stop: RCE, Commissioner for Patents, P. 0. Box 1450, Alexandria, VA
22313-1450, or facsimile transmitted (571-273-8300) to the USPTO, on the datc indicated below. :

Datc:  January 29, 2008 \.\!.._-‘ : : OM-d/\UJ
|:lindreu

MAIL STOP RCE
Commissioner for Patents
P.O. Box 1450

Alexandria, VA 22313-1450

TRANSMITTAL LETTER
Applicants transmit herewith the following document in the above-identified application:

1 Request for Continued Examination (RCE) (1 page);

2) Power of Attorney (1 page).

3) Statement Under 37 CFR 3.73(b) (1 page);

4) Supplemental Information Disclosure Statement (2 pages), and

5) Information Disclosure Statement by Applicant (Form 1448) (1 page).

The Commissioner is authorized to charge the RCE fee of $810.00, and/or any other
fees that may due or credit any fees to our Deposit Account Number 50-1133.

Date: January 29, 2008

TAtabak R. Royaee, Reg. No. 59,037
McDermott Will & Emery LLP
28 State Street
Boston, Massachusetts 02109-1775

Telephone: é617) 535-4108
Facsimile: (617) 535-3800

BST99 1563433-1.077580.0010
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VYRS Y VSLS

- . CENTRAL PAX CENTER
_—01/29/08 TUE -17216 FAX 617 535 3869 MCDERMOTT WILL & EMERY JAN 2 9 2008 004
: ' PTOSB/80-(01-08
Doc Code: 077580 - ood2. Approved for use through 12/31/2008. OMB 055(1-0033

U.S. Patant and Tradgmark Offlce; U 8 DEPARTMENT OF COMMERCE
UmxwmePapmmRedwuonAdoﬁsos.mmmaammwwmmwacmmndimumnmeuammnvaidomseomml numbar.

( POWER OF ATTORNEY TO PROSECUTE APPLICATIONS BEFORE THE USPTO )

———

| hereby revoke all previous powers of attomey given in the applicetion identified In the attached statement under
37 CFR 3.73(b).

| haraby appoint:
E Practitioners associated with the Customer ' 23,830
OR i
D Practitioner(s) hamed below (if more then ten pracittioners are to ba named, then a customar numbar must be used):
Name Registration Name istration
) umbsr mber

as etlorney(s) or agent(s) to reprssent the undersigned before the Unlted States Patent and Trademark Office (USPTO) In
connection with any and ell petent applications assigned pnby to the undersigned according to the USPTO assignment records or
assignmeant documents sitached to this form in acoordance with 37 CFR 8.73(b). .

Please change tha cormespondence address for the application idontified in the ettached statement under 37 CFR 3.73(b) to:

The address assoclatsd with Custorer ‘ 23,630

OR

oot Lo

M ﬂl I ol Name | MeDermott Will 3 Emery LLP

Addrass” 28 Stato Street

City Boston ‘Stste MA Zip 02109
Country U.5.A,

Telophone (617) 535.4088 ‘Emaﬂ tkusmer@mwa.com

Assignee Name and Address: ' : .
VIRNETX, INC.

5615 SCOTTS VALLEY DRIVE, SUITE 110
SCOTTS VALLEY, CALIFORNIA 95066

A ——————————

A copy of this form, together with a statement under 37 CFR 3.73(b) gorm PTO/SBI38 or aqulvalent) I8
required to be filed in each application in which this form Is used. The statement under 37 CFR 3.73(b) may
be complated by one of the practitioners appolnted in this form if the &pﬁolnted practitioner is authorized to
act on behalf of the asaignee, and must identify the application in which this Power of Attorney s to be filed.

ATURE of Agsignee of Record
The indiv W e angdsHlc is sugplicd below is authorized to act on behalf of the assi
Signalure Date /1
Name Telephone /. . P
Title , -

This collection of information Is required by 37 CFR 1.31, 1.32 and 3.33. The information le required 1o oblain or retain a benefit by the public which is lo
file (und by the USPTO 0 process) an epplisation. Confidentiallly Is govemed by 38 U.6.C. 122 and 37 CFR-1.11 and 1.14. This collsotion 15 estimated to
take 3 minutes 1o complete, inshxiing gathering, preparing, ahd submitting the completed application form to the USPTO. Time will vary depending upon
the individual case. Any comments on the amount of ima you requite 10 complels this form and/or suggestions for reduving this burden, should be sent to
{he Chief information Officer, U.S. Patentand Trademark Office, U S. Department of Commerce, P.O. Box 1450, Alsxandria, VA 22313-1450. DO NOT
SEND FEES OR COMPLETED FORMS TO THIS ADDRESS. SEND TO: Cammissioner for Patants, P.O. Box 1450, Alexandria, VA 22313-1450.

If v nmadd axalatancs In comoiating the form. cafl 1-800PTO-8 198 and zelact option 2
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, . RECEIVED

01/29/08 TUE 17:17 FAX 617 535 3869 MCDERMOTT WILL & EMERY FAXC [@oos
JAN 2 9 2008
PTO/SBIES (04-07)

Approved for use through 09/30/2007. OMB 0651-0031
U.S. Patant and Tradsmark Office; U.S. DEPARTMENT OF COMMERCE

. Undar the Paparwork Reduction Act of 1865, no persons Bg maquired to respond 1o a collection of Informatipn uniess it displays a valki OMB control number.
STATEMENT UNDER 37 CFR 3.73(b)

Applicant/Patent Owner: YirnetX Inc.

Application No./Patent No.:  10/714,849 FiledNgsue Date: Nov. 18,2003

Entitleg: Agile Network Protoco) For Secure Communications Using Secure Domain Names

VirnetX Inc. , @ Corporation

(Name of Assignese) (Typa of Asaignea, o.0., corporstion, partnership, uriversity, government agancy, elc)

states that it is:
1. [] the assignes of the entire right, title, and Interest; or

2. [] an assignee ot less than the entire right, title and interest

(The extent (by percentage) of its ownership interest is %)

in the patent applicatiorn/patent identified above by virtue of either:

A [] An sssignment fram the inventor(s) of the patent application/patent Identified above. The assignment was recorded in the United
States Patent and Trademark Office at Reel , Frame , of for which a copy thereef is atialched.

OR
B. [Z] A chain of fitle from the inventor(s), of the patent application/patent identified above, to the current assignee as follows:
1. From: .______VictorLarsonetal (loventorsy o

The document was recorded In the United States Patent and Trademark Office at
Reel __014711  , Frame 0008 , or for which a copy thereof is attached.

2. From: _mmwmmlmmmamnm__ Too _ VimetXIve
The document was recorded in the Unitad States Patent and Trademark Office at
Reel __. 1018787 ,Frame ___ 0326 ., or for which a copy thereof i attached.

3. From: . To:
The document was recorded In the United States Patent and Trademark Office at
Reel _____ ,Frame , or for whi¢h a copy thereof Is altached.

D Additional documents in the chaln of title are listed on a supplemental sheel.

As required by 37 CFR 3.73(b)(1)(}), the documentary evidence of the ¢hain of title from the orlginal owner to the assignee was, or
concurrently is belng, submitted for recordation pursuant to 37 CFR 3,11,
[NOTE: A separate copy (/.0., a true copy of the original assignment document(s)) must be submittad to Assignment Division in
accordance with 37 CFR Part 3, to record the assignment in the records of the USPTO. See MPEP 302.06)

The undersigned (whose title is supplied below) Is authorized to act on behalf of the assignese.

0 ‘ /298
Signature Date
Toby H. Kusmer, PC —~ Reg. No. 26,418 (617) 535-4065
Printed or Typed Nams Telephone number

Attorney at McDermott Will & Emery LLP

Title.

This collecion of infommation |9 requirad by 37 CFR 3.73(b). The Informatian is required to obtain of rolain a benafi by the public which is to fils (and by the USPTO to process)
an application, Confidentiality I3 governed by 35 U.S.C. 122 and 37 CFR 1.14 and 1,14, This collection is estimated to take 12 mimutes to complete, including gatharing,
Fraparln " and submitting the completad application form to the USPTO. Time will vary depending upan the individual case. Any comments on the smount of time you require
o complats this form and/or supgestions for reducing this burden, should be sent to the Chiet Information Officer, U.S. Patent and Trademark Office, L.S. Departmeni of
Commarce, P.O. Box 1450, Alexandria, VA 22313-1450. DO NOT SEND FEES OR COMPLETED FORMS TO THIS ADDRESS. SEND TQ: Commissloner for Patents,
P.O. Bax 1450, Alexandria, VA 22313-1450.

wens nard assistance in comolating the form, call 1-800-PTO-9199 and select option 2.
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Sheet | _of 3

PTO-1449 (Modified) ATTY. DOCKET NO. SERIAL NUMBER
000479.00111 0~ JO /2N, TYT
U.S. DEPARTMENT OF COMMERCE A A ST
PATENT AND TRADEMARK OFFICE | APPLICANT
Victor Larson et al.
INFORMATION DISCLOSURE STATEMENT
BY APPLICANT FILING DATE GROUP ART UNIT
Herewith IBD- 2 /5'- 3
U.S. PATENT DOCUMENTS
R DOCUMENT SUB FILING
IN[TIAL NUMBER DATE NAME CLASS | CLASS DATE

/Jé 6,119,171 972000 Alkhatib \ /

/% 5,588,060 12/24/96 Aziz /

//& 5,689,566 1 l/lég? Nguyen /

//0 5,842,040 1124/98 Hughes et al. / \

R7A

W 4,933,846 06/12/90 Humphrey ct al. / \

FOREIGN PATENT DOCUMENTS

EXAMINER |  DOCUMENT . suB [ s
INITIAL NUMBER DATE COUNTRY cLAss | cLass
% 19924 575 127299 DE \ /
e ¢238930 472958 £7C N ,/

/ﬂ 2317792 4/1/98 GB

ﬁ 0814 589 12729/97 EPO / \

WO 98/27783 6/25/98 PCT / \

OTHER DOCUMENTS (Including Author, Title, Date, Pertinent Pages, Etc.)

} /(/ Search Report (dated 6/18/02), Intemational Application No. PCT/USO1/13260

] Scarch Report (dated 6/28/02), International Application No. PCT/US01/1326)

Donald E. Eastlake, “Domain Name System Security Extensions”, DNS Security Working Group, April 1998, 51 pages

D. B. Chap et al., “Building Intemet Fi lis”, November 1995, pages 278-297 and pages 351-375

P. Srisuresh et al., “DNS extensions to Network Address Translators”, July 1998, 27 pages

Laurie Wells, “Secunity Icon”, October 19, 1998, | page

W, Stallings, “Cryptography And Network Security”, 2= Edition, Chapter 13, [P Security, June 8, 1998, pages 399-440

W, Stallings, *“New Cryptography and Network Security Book™, June 8, 1998, 3 pages

/ FASBENDER, KESDOGAN, and KUBITZ: “Variable and Scalable Security: Pr ion of L ion Info ion in
f Mobile [P", [EEE publication, 1996, pages 963-967
EXAMINER /(,g /5 NAa i DATE CONSIDERED Z/g/ 0,7..
[
EXAMINER: Initia) citation if ref was idered. Draw line through citation if not in conformance to MPEP 609 and not considered.
Include copy of this form with next communication to applicant.

New Bay Capital, LLC
Ex.1015-Page 196 of 3151



UNITED STATES PATENT AND TRADEMARK OFFICE

UNITED STATES DEPARTMENT OF COMMERCE
United States Patent and Trademark Office
Address: COMMISSIONER FOR PATENTS

P.0. Box 1450

Alexandria, Virginia 22313-1450
WWW.USPO.gOV
L APPLICATION NO. ] FILING DATE | FIRST NAMED INVENTOR |ATTORNEY DOCKET NO.| CONFIRMATION NO. I
10/714,849 11/18/2003 Victor Larson 007170.00025 3154
7590 01/08/2008 I EXAMINER l
BANNER & WITCOFF, LTD. LIM, KRISNA
1100 13th STREET, N.W.
SUITE 1200 | ART UNIT | PAPER NUMBER I
WASHINGTON, DC 20005-4051 2153
| MAIL DATE | DELIVERY MODE J
01/08/2008 PAPER

NOTICE OF NON-COMPLIANT INFORMATION DISCLOSURE STATEMENT

An Information Disclosure Statement (IDS) filed I”Z ’ Or] in the above-identified application fails to
meet the requirements of 37 CFR 1.97(d) for the reason(s) specified below. Accordingly, the IDS will be
placed in the file, but the information referred to therein has not been considered.

The IDS is not compliant with 37 CFR 1.97(d) because:
@49 IDS lacks a statement as specified in 37 CFR 1.97(e).

3 The IDS lacks the fee set forth in 37 CFR 1.17(p).

Q The IDS was field after the issue fee was paid. Applicant may wish to consider filing a petition to
withdraw the application from issue under 37 CFR 1.313(c) to have the IDS considered. See

MPEP 1308.

Page 1 of 1
FORM PTOM327-8 (Rev. 08/07)

Clpde- Brwen,
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Sheet 5 _of
PTO-1449 (Modificd) ATTY. DOCKET NO. SERIAL NUMBER
000479.00111 TBD
U.S. DEPARTMENT OF COMMERCE
PATENT AND TRADEMARK OFFICE APPLICANT
Victor Larson et al.
INFORMATION DISCLOSURE STATEMENT
BY APPLICANT FILING DATE GROUP ART UNIT
Herewith TBD
U.S. PATENT DOCUMENTS
EXAMINER DOCUMENT sus FILING
INIT! NUMBER DATE NAME CLASS | CLASS DATE
0/\ ﬁ 6,016,512 1720008 Christian Huitema ~—j
L
FOREIGN PATENT DOCUMENTS
EXAMINER DOCUMENT suB ™Mo
INITIAL NUMBER DATE COUNTRY CLASS | CLASS
- —
WO 98 55930 12/10/98 PCT

OTHER DOCUMENTS (Including Author, Title, Date, Pertinent Pages, Etc.)

i Ja

Scarch Report (dated 10/7/02), International Application No, PCT/US01/13261

/

F. Halsall, “Data Communications, Computer Networks And Open Systems”, Chapter 4, Protocol Basics, 1996, pages 198-
203

/

Reiter, Michael K. and Rubin, Avicl D. (AT&T Labs - Research), “Crowds: Anonymity for Web Transmissions”, pages 1-
23

Dolcv, Shlomi and Ostrovsky, Rafil, “Efficient Anonymous Multicast and Reception™ (Extended Abstract), 16 pages

Rubin, Avicl D., Greer, Daniel, and Ranum, Marcus J. (Wilcy Computer Publishing), “*Web Security Sourcebook”, pages
82-94

/
[
V

FASBENDER, KESDOGAN, and KUBITZ: “Varisble and Scalable Secunity” Protection of Location Information in
Mobile IP", [EEE publication, 1996, pages 963-967 '

EXAMINER /{ﬂ/-{nk Ls7w~ | pATECONSIDERED 5/6}/0_?

EXAMINER: tnitial citation if reference was considered. Draw line through citation if not in conformance to MPEP 609 and not cansidered.
Include copy of this form with next ication to appli

New Bay Capital, LLC
Ex.1015-Page 198 of 3151




PATENT

IN THE UNITED STATES PATENT AND TRADEMARK OFFICE

Applicant : Victor Larson et al.

Appl. No. : 10/714,849

Filed . November 18, 2003

Title : AN AGILE NETWORK PROTOCOL
FOR SECURE COMMUNICATIONS
USING SECURE DOMAIN NAMES

Grp/A.U. : 2153
Examiner: : LIM, Krisna

Customer No.: 23,630
Confirmation No.: 3154

CERTIFICATE OF MAILING (37 CFR. § 1.10)

1 hereby certify that this correspondence is being deposited with the
United States Postal Service with sufficient postage as “Express Mail
Post Office to Addressee” under 37 CFR 1.10 in an envelope
addressed to Commissioner for Patents, P.O. Box 1450, Alexandria,
VA 22313-1450 on November 8, 2007.

Express Mail Mailing Label: EV 942455095 US

[hia

Cynthja Joseph

INFORMATION DISCLOSURE STATEMENT

Mail Stop Amendment
Commissioner for Patents
P.O. Box 1450

Alexandria, VA 22313-1450

Dear Sir:

In accordance with the provisions of 37 C.F.R. 1.56, 1.97 and 1.98, the attention of the Patent and
Trademark Office is hereby directed to the documents listed on the attached form PTO-1449. It is

respectfully requested that the documents be expressly considered during the prosecution of this

application, and that the documents be made’ of record therein and appear among the "References

Cited" on any patent to issue therefrom.

This Information Disclosure Statement is being filed before the receipt of a Final Office Action

for the above-referenced application. The commissioner is authorized to charge a submission fee of

$180.00 to our Deposit Account No. 50-1133.

This Statement is not to be interpreted as a representation that the cited publications are

material, that an exhaustive search has been conducted, or that no other relevant information

exists. Nor shall the citation of any publication herein be construed per se as a representation that

11/13/2007 TNGUYENZ 00000002 501133 10714849
01 FC:1806 180.00 DA

BST99 1556883-1.077580.0042
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10/714,849

such publication is prior art. Moreover, the Applicant understands that the Examiner will make an

independent evaluation of the cited publications.

Please charge any shortage in fees due in connection with the filing of this paper, including
extension of time fees, to Deposit Account 50-1133 and please credit any excess fees to such deposit
account.

Respectfully submitted,

McDERMOTT WILL & EMERY LLP

Atabak R. Royaee
Registration No. 59,037

28 State Street Please recognize our Customer No. 23630
Boston, MA 02109 as our correspondence address.

Phone: 617-535-4108

Facsimile: 617-535-3800

Date: November 8 ,2007

BST99 1556883-1.077580.0042
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10/714,849

e

Larson et al.

SHEET 1 OF 4
ORMATION DISCLOSURE ATTY. DOCKET NO. SERIAL NO.
. W APPLICATION
Ay OF f APPLICANT

FILING DATE GROUP
(PTO-1449) Nov. 18, 2003 2153
U.S. PATENT DOCUMENTS
EXAMINER'S CITE Document Number Publication Date Name of Patentee or Applicant of Cited Pages, Columns, Lines, Where
INITIALS NO. Number-Kind Codez ¢ known MM-DD-YYYY Document Relevant Passages or Relevant
Figures Appear
A1 |US]4,933846 A 6/12/1990 | Humphrey et al.
A2 |US[4988990 A 1/29/1991 | Warrior
A3 1UST15276,735 A 1/4/1994 | Boebert et al
A4 1US[53]11,593 A 5/10/1994 | Carmi
AS  JUS|5329 521 A 7/12/1994 | Walsh et al.
A8 |US|534]1426 A 8/23/1994 { Barney et al.
A7 1US|5367643 A 11/22/1994 | Chang et al
A8 1US 5559883 A 9/24/1996 | Williams
A9 | US|556] 669 A 10/1/1996 | Lenney et al
A0 | US| 5588060 A 12/24/1996 | Aziz
A1l | US[5625626 A 4/29/1997 | Umekita
A2 US| 5654,695 A 8/5/1997 | Olnowich et al
A3 | US |5 682480 A 10/28/1997 | Nakagawa
A4 1 US|5689 566 A 11/18/1997 | Nguyen
A15 US| 5740,375 A 4/14/1998 | Dunne et al.
A16 1 US| 5774 660 A 6/30/1998 | Brendel et al
A7 1US|5 787172 A 7/28/1998 | Arnold
A8 [ US 15796942 A 8/18/1998 | Esbensen
A19 [ US|52805801 A 9/8/1998 | Holloway et al.
A20 |1 US|5842040 A 11/24/1998 | Hughes et al.
A21 1 US|5845 091 A 12/1/1998 | Dunne et al.
A22 | US|5 867,650 A 2/2/1998 | Osterman
A23 1US|5870610 A 2/9/1999 | Beyda et al.
A24 | US|5878 231 A 5/2/1999 | Baehr et al
A25 | US|[5892 903 A 4/6/1999 | Klaus
A2 | US 5898 830 A 4/27/1999 | Wesinger, Jr. et al.
A27 | US[5905859 A 5/18/1999 | Holloway et al.
A28 |US|159]18019 A 6/29/1999 | Valencia
A28 |US|5996016 A 11/30/1999 | Thalheimer et al.
A30 | US|6006,259 A 12/21/1999 | Adelman et al.
A3t 1US|6.006,272 A 12/21/1999 | Aravamudan et al
EXAMINER DATE CONSIDERED

“EXAMINER: Initial if reference considered, whether or not citation is in conformance with MPEP 609. Draw line through citation if not in conformance and not
considered. Include copy of this form with next communication to applicant.
1 Applicant’s unique citation designation number (optional). 2 Applicant is to place a check mark here if English language Translation is attached.
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10/714,849

SHEET 2 OF 4
INFORMATION DISCLOSURE ATTY. DOCKET NO. SERIAL NO.
CITATION IN AN 077580-0042 10/714,849
APPLICATION
APPLICANT
Larson et al.
FILING DATE GROUP
(PTO-1449) Nov. 18, 2003 2153
U.S. PATENT DOCUMENTS
EXAMINER'S CITE Document Number Publication Date Name of Patentee or Applicant of Cited Pages, Columns, Lines, Where
INITIALS NO. Number-Kind Codez g known) MM-DD-YYYY Document Relevant Passages or Relevant
Figures Appear
A32 |YS]6,016318A 1/18/2000 | Tomoike
A33 US 16,016,512 1/18/2000 | Huitema
A34 | US[6,041,342 A 3/21/2000 | Yamaguchi
A35 |YS16,052,788 A 4/18/2000 [ Wesinger, Jr. et al.
A36 |YS]6,055,574 A 4/25/2000 | Smorodinsky et al.
A37 [VYS]6,061,736 A 5/9/2000 | Rochberger et al
A38 |YS5]6,079,020 A 6/20/2000 | Liu
A39 |Y5]16,092,200 A 7/18/2000 { Muniyappa et al.
A40 |VYS|6,119,171 A 9/12/2000 | Alkhatib
A4l US 16,119,234 A 9/12/2000 | Aziz et al.
A42 |US 16,147,976 A 11/14/2000 | Shand et al.
A43 [Y816,157,957 A 12/5/2000 | Berthaud
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(54) System providing for multiple virtual circuits between two network entities

(57) Computers sending IP datagrams over an ATM
network are generally capable of operating multiple
simultaneous virtual circuits over the network. However,
in doing so, they normally only set up one virtual circuit
to each destination IP address so that in order to test
the simultaneous operation of N virtual circuits by a
computer under test, N target computers are needed.
To enable a single computer (T) to provide the destina-
tion endpoints for multiple virtual circuits (SVC) from a
computer (M) under test, both computers (M, T) are allo-
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cated a plurality of virtual IP addresses (lug)lr) and
the target computer (T) is additionally provided with a
module running address-changing processes (70,71)
that avoids the IP layers (20) of both computers from
rejecting IP datagrams (25A,25B) addressed with the
virtual IP addresses. As a result, each computer (M,T)
can be addressed with any of a plurality of IP addresses
and each will resultin the creation of a respective virtual
circuit (SVC) between the computers (M, T).
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Description
Field of the Invention

The present invention relates to a system providing
for multiple virtual circuits between two network entities
for use in particular, but not exclusively, in the testing of
network node apparatus providing IP messaging over
an ATM network.

Background of the invention

As is well-known, the Internet Protocol (IP) uses a
scheme of IP addresses by which every connection of a
node to the Internet has a unique IP address. IP
addresses are high-level addresses in the sense that
they are independent of the technology used for the
underlying network to which a node is connected. Each
node will also have a low-level, network-dependent
address (often callled the MAC address) that is actually
used for addressing at the network level and the IP pro-
tocol suite includes a address reolution protocol (ARP),
logically positioned below the IP layer itself, that is
responsible for translating between IP addresses con-
tained in a message and the local MAC addresses.

An increasingly important technology for local area
networks is ATM. ATM (Asynchronous Transfer Mode) is
a multiplexing and switching technique for transferring
data across a network using fixed sized cells that are
synchronous in the sense that they appear strictly peri-
odically on the physical medium. Each cell comprises a
payload portion and a header, the latter including a label
that associates the cell with an instance of communica-
tion between sending and receiving network end sys-
tems; this instance of communication may involve the
transfer of many cells from the sending end system,
possibly to multiple receiving end systems. ATM is asyn-
chronous in the sense that cells belonging to the same
instance of communication will not necessarily appear
at periodic intervals.

In ATM, the labels appended to the cells are fixed-
size context dependent labels, that is, they are only
understandable in the light of context information
already established at the interpreting network node,
the label generally being replaced at one node by the
label required for the next node. In other words, ATM is
a virtual circuit technology requiring a set up phase for
each instance of communication to establish the appro-
priate label knowledge at each node. Of course, to set
up a desired communication, it is still necessary to iden-
tify uniquely the nodes forming the communication end
points and this is achieved by using ATM addresses,
generally of a significance limited to the particular ATM
network concerned.

The process of sending IP messages (datagrams)
over a ATM network, including the operation of the
required ATM ARP system, is set out in RFC 1577 of the
IETF Internet Engineering Task Force) dated January
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1993. This RFC assumes an arrangement in which a
sending node will only establish a single vircuit circuit to
a given destination IP address (of course, this one vir-
cuit circuit may carry multiple connections between
respective pairings of high-level end points in the
nodes).

Figure 1 of the accompanying drawings is a dia-
gram illustrating the basic mechanism by which two
machines M and T exchange IP datagrams over a
switched virtual circuit (SVC) established across an
ATM network. The machines M and T have respective
IP addresses lyy and |7 and respective ATM addresses
Ay and Ay; each machine knows its own addresses. An
ATMARP server S knows the IP and ATM addresses of
all active nodes on the network, including machines M
and T; more particularly, server S maintains an ARP
table 15 associating the IP address of each node with its
ATM address. The server S maintains open a respective
SVC (switched virtual circuit) to each active node and
the identity of th