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Upon the first user initiating the point-to-point Internet
protocol when the first user is logged on to Internet 24, the
first processing unit 12 automatically transmits its associated
E-mail address and its dynamically allocated IP address to
the connection server 26. The connection server 26 then

Exhibit 1001, ‘704 patent, col. 5: 24-

stored addresses using timer 32. The first user operating the
first processing unit 12 1s thus established 1n the database 34
as an active on-line party available for communication using
the disclosed point-to-point Internet protocol. Similarly, a

Ex. 1001, ‘704 Patent, Col

Sinnet v Straicht Path/IPR20N13-0N24A

Find authenticated court documents without watermarks at docketalarm.com.



https://www.docketalarm.com/

DOCKET

_ ARM

The connection server 26 may use the timestamps to
update the status of each processing unit; for example, after 4,
2 hours, so that the on-line status information stored in the
database 34 is relatively current. Other predetermined time
periods, such as a default value of 24 hours, may be
configured by a systems operator.

Exhibit 1001, ‘704 patent, col. 5: 39-4

The first processing unit 12 then sends a query, includi
the E-mail address of the callee, to the connection server 2
The connection server 26 then searches the database 34
determine whether the callee i1s logged-in by finding a
stored information corresponding to the callee’s E-m
address indicating that the callee is active and on-line. If t
callee 1s active and on-line, the connection server 26 th
performs the primary point-to-point Internet protocol; 1
the IP address of the callee is retrieved from the database .
and sent to the first processing unit 12. The first processi
unit 12 may then directly establish the point-to-point Inte
net communications with the callee using the IP address

the callee.
Ex. 1001, ‘70
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