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Introduction

able to interact with various database offerings, as long as the latter
also follow WOSA dictates.

WOSA employs a Windows Dynamic Link Library (DLL) that permits
software to be linked at runtime. This allows applications to
dynamically connect to services. Applications call protocols known as
Application Programming Interfaces (APIs) to access services that have
been standardized in the Windows environment. The specific nature,
configuration, etc. of the called service is of no concern to the calling
API, at least from the viewpoint of access procedures.

In Microsoft’s world, WOSA represents an important milestone. Even in
competing constituencies, some aspects of WOSA may gain de facto
approval. Two early candidates for the latter are Microsoft’s messaging
and database interfaces. This whole arena is a fast-changing landscape,
however, and ultimate acceptance of WOSA APIs outside the Microsoft
firmament is uncertain. There is no doubt that acceptance within the
Windows community will be almost total.

The focus of this report is to identify and analyze the major components
of WOSA. It also reviews ancillary issues that impact developments in
this area. The report is divided into 11 chapters:

- Executive Summary

— Windows Operating System

~ WOSA Architecture

Open Database Connectivity

— Messaging API

— License Service API

— Windows Sockets API

— Windows SNA API

Windows Extensions for Financial Services
Windows Remote Procedure Call API
Windows Environment Trade-Offs

O G e L0 DD e
!
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[

The Executive Summary provides an overall assessment of the major
components and issues associated with WOSA technology. The various

Z © Computer Technology Hesearch Corp,
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1. Executive Summary

Microsoft announced the WOSA initiative in early 1992. Existing
products focusing on heterogeneous connectivity, distributed computing,
and groupware support were assembled into the initial package. Early
entries to the WOSA inventory included a joint Microsoft/Digital
Communications Associates Communications Server, a Messaging
Application Programming Interface (MAPI), and a module called Open
Database Connectivity (ODBC). Additional services currently being
developed are centered on security and directory services.

WOSA’s operational plan (see Figure 1.1) includes an abstraction layer
that provides interaction with heterogeneous computing devices via a set
of APIs. Windows-based applications, using these APls, can operate from
a variety of end-user devices. New end-user devices can be added as
they enter the marketplace. Meanwhile, applications remain unchanged
as long as they employ WOSA APIs.

At the service-provider end, additional interfaces link to diverse
functional packages. These include numerous database packages, mail
utilities, etc. As with the aforementioned end-user APIs, service-provider
interfaces (SPIs) can be expanded to encompass new products.
Applications will remain unchanged as long as functional packages
support the interface conventions defined by its SPIL

Common Interface

The Windows operating environment provides users with a uniform
application interface. Once a methodology is learned, it generally applies
to all applications. WOSA, in like manner, presents to distributed
application programmers a standard interface for interacting with
functional packages such as database managers and messaging systems.

Instead of having to learn a different set of APIs for each
implementation of a service, programmers creating WOSA applications
need only learn a single set of APIs for all implementations of a
particular service. In addition, applications remain stable no matter
what changes are made to functional services as long as these services
communicate through the WOSA interface.

& @ Computer Technology Research Corp,
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1. Executive Summary

existing ones. Additional implementations of existing
services can be added by building a service provider
interface library for the new service provider.
Applications can take advantage of new service
implementations without being modified and can take
advantage of entirely new services only when they need
to do so.

WOSA as a Strategic Resource

WOSA’s influence on system managers, software developers, and others
in the Windows environment can be profound. In addition to its special
impact on each group, WOSA also serves as a unifying element among
their diverse interests. Some of the technology groups interacting with
WOSA include:

* WOSA and IS Managers. The typical mission of an IS
organization is to provide information services to a
spectrum of users whose needs are often quite diverse.
In the absence of a truly flexible platform, IS
departments must often decide whether to build custom
solutions for each type of user or force all users to
compromise individual needs by adopting a single
common “solution” that fails to serve anybody well.

WOSA relieves IS managers of the need to make such
compromises. Each set of users can use the software
that best suits its needs, and IS managers can feel
confident that whatever applications are chosen will
work together seamlessly. WOSA’s open-ended
architecture means that IS managers can deploy
solutions now without fear of interfering with strategies
planned for the future. They know that the mix of front-
end applications and back-end services they are
currently using will work in the future.

¢ WOSA and Systems Integrators. WOSA simplifies the

obstacles that are often associated with integrating

iz © Computer Technology Research Corp,
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1. Executive Summary

Figure 1.4 Order Entry Package in Two Different Customer Settings
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the absence of a platform like WOSA, the ISV would
have to provide explicit support for each type of back-
end database engine that the customer base required.
Because adding support for new types of database
servers is costly, the ISV’s potential market might be
limited to those organizations that use the database
engines already supported by the ISV’s product. With
WOSA, the ISV’s market opportunities can be expanded
to include customers who use any database service that
supports the WOSA interface.

» WOSA and Back-End Service Providers. With over 100
million PCs worldwide, vendors of back-end computing
services are faced with the challenge of providing PC
connectivity to their products. These vendors must not
only provide the system software necessary to access
their services from desktop systems, but must motivate

14 © Computer Technology Research GCorp,

Page 22 of 165



Page 23 of 165



1. Executive Summary

Computer (RISC) and other platforms. The operating system is also
POSIX-compliant. POSIX (Portable Operating System Interface) is an
operating system interface standard that enhances application
portability.

The broad scalability of Windows is depicted in Figure 1.5. Applications
based on Windows can operate on a wide range of computing systems.

The most popular release of Windows so far has been 3.x. With its
advanced Setup program, built-in tutorials, and uniform drop-down
menus, this Windows version achieved widespread acceptance.
Improvements in memory use, disk access, and printing speed gave 3.0x
a large advantage over earlier releases.

New capabilities added to version 3.1 include TrueType scalable fonts
which generate high-quality output on screen and printer. An object
linking and embedding (OLE) protocol supports integration of
information from separate applications. Full multimedia capabilities
have also been built into 3.1. This makes it possible to create and
manipulate digital audio through the Windows interface, and control
multimedia devices such as digital video cards and videodisc players.
The OLE protocol allows users to embed a multimedia entity, such as
an audio or video clip, into an existing Windows application, just as they
would a chart or text file.

Microsoft Windows 3.1 is also the initial platform for extensions that
allow users to exploit computing technology such as pen-based
computers. To leverage the potential of pen computing, Microsoft has
developed Windows for Pen Computing, which supports the use of a
stylus input device in place of a mouse and keyboard. Other features
include high-quality handwriting and shape recognition and a pen
message interpreter that enables existing applications for Windows (and
MS-DOS) to use the pen. More than 20 hardware vendors now ship
Microsoft Windows for Pen Computing with their hardware.

The Windows operating system is optimized for network performance,
with features such as automatic network reconnection and interfaces

16 © Computer Technology Ressarch Corp,
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1. Executive Summary

* Open fully scrollable cursors for record-at-a-time
processing.

* Receive detailed, standard error messages based on an
ANSI SQL Error specification.

The ODBC driver manager loads drivers dynamically as they are
needed. The driver, developed separately from the application, sits
between the application and the network. The driver processes ODBC
function calls and translates them to the commands required by the
target data source.

ODBC has received widespread industry acceptance, with many
endorsements from within the database vendor community, as well as
from application vendors and corporate developers. ODBC’s acceptance
to date is due to several factors. '

* As an implementation of the SQL Access Group’s CLI
specification, ODBC is vendor-neutral and open. This
open systems approach solves a problem common to
everyone in the software industry.

* As a portable API, it can be a common data access
language for both the Microsoft Windows operating
system and the Apple Macintosh operating system, and
possibly other operating systems.

¢ ODBC allows application developers to decide for
themselves when to optimize their ODBC implemen-
tations for maximum interoperability, or fully exploit
advanced features of a particular DBMS.

Distributed Relational Database Architecture (DRDA) is IBM’s protocol
for connecting databases in the IBM Information Warehouse over
Systems Network Architecture (SNA) networks. ODBC does not compete
with DRDA. Rather, it accesses DRDA-compliant databases through

20 © Computer Tachnology Research Corp,
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1. Exscutive Summary

MAPI supports a wide range of message types and appendages,
including OLE attachments. OLE attachments allow a user to access the
native application of an embedded object for the purpose of viewing and
editing. MAPI does not, however, track Dynamic Data Exchange (DDE)
links among objects once one of the objects has been transmitted.

The MAPI architecture, as with other WOSA services, provides client
APIs at the user end and SPIs at the service provider end for various
heterogeneous products. Both APIs and SPIs are written to the Windows
messaging subsystem entitled Mail Spooler. The latter is a DLL that is
an inherent part of the Windows operating system. It also provides a
portion of the functionality, in concert with the API and SPI, that
constitutes the MAPI service model.

There are two MAPI versions: Simple and Extended. Simple MAPI is
suitable for sending and receiving interpersonal messages, including
attachments. Application developers will typically use it to send and
receive messages from within their own applications.

Extended MAPI allows applications to manage the creation and
transmission of more complex forms of messaging and addressing. These
applications span a range from data collection to agent-based retrieval
to other more esoteric forms of message-generating system entities,
Extended MAPI also offers advanced addressing and messaging
management.

MAPI employs object-oriented programming methods. Messages,
attachments, etc. are created in the object mode. They invoke the object
characteristics of polymorphism (two or more objects allow the same
calls) and inheritance among objects that facilitates the development
and maintenance of MAPI-based applications.

Microsoft views Simple MAPI as harmonious with the status of VIM
(Vendor-Independent Messaging) promoted by Lotus and others, at least
in terms of its cross-platform potential. Whether MAPI can escape its
close ties to Windows while retaining full functionality is an issue yet
to be determined.

27 © Computer Technology Fesearch Corp,
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1. Executive Summary

This API is targeted for use with all versions of the Windows operating
system from Release 3.0 and up. It provides, therefore, for applications
which function in both 16- and 32-bit operating environments.

There are two types of sockets currently available to users: stream and
datagram sockets. A stream socket supports a two-way, reliable,
sequenced, and unduplicated data flow without record boundaries. A
datagram socket provides for a two-way data flow which is not
guaranteed to be reliable, sequenced, or unduplicated, but which does
preserve record boundaries. The stream variety is essentially connection-
oriented, whereas a datagram socket is connectionless. The latter type
resembles the approach found in many packet-switched networks, of
which Ethernet is a prime example.

By supplying a single interface through which applications for Windows
can communicate with Berkeley sockets-based applications and services
on Unix platforms, the Windows Sockets API relieves programmers from
the burden of supporting multiple sockets APIs within their applications
for Windows. Without a standard sockets interface in the Windows
environment, programmers developing applications for Windows would
be forced to modify their code to supply different vendors’ Windows-
based TCP/IP products.

The addition of Windows Sockets to WOSA broadens the WOSA
framework by enabling seamless communication between the Unix and
Windows environments., Windows Sockets provides a programming
solution to a wide range of Windows to Unix communication
requirements, including Windows-based client to Unix client, Windows-
based client to Unix server, and Windows-based server to Unix client.

Windows Sockets also supports several extensions that allow
applications to take advantage of features in the Windows environment.
For example, a Unix-based application can interface with Windows
through a network and take advantage of such Windows features as
multitasking. Support for multithreaded processes is also included.
Microsoft is also currently implementing the Windows Sockets API in
the Windows NT operating system.

25 © Computer Technology Ressarch Corp.
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1. Executive Summary

Microsoft’s rationale for support of the SNA API is to bolster Windows-
to-host connectivity. In addition, this provides the company with yet
more leverage in its bid to extend its influence into the enterprise
environment.

Prior to this standard-setting endeavor, each vendor offering PC con-
nectivity solutions for the SNA market created its own unique interface.
This made it impractical for an application to use different connectivity
products without major change to its own interface connections.

The Windows SNA standard covers all five of the SNA capabilities that
programmers use today. These are High Level Language API (HLLAPI),
Common Programming Interface-Communications (CPI-C), Advanced
Program-to-Program Communications (APPC), Logical Unit (LU) 0, and
Common Service Verbs (CSV).

The HLLAPI interface is used with existing IBM 3270 and 5250-based
applications. Both the APPC and CPI-C APIs are used to write
cooperative applications for the LLU6.2 protocol. The LU 0 API is used
to gain access to low-level SNA LU 6.2 data streams that are frequently
encountered, particularly in financial environments. The CSV API
performs character set translations and interfaces with IBM’s NetView

management package.

Despite IBM and Microsoft antipathy in the operating system arena,
they, along with their collaborators, worked harmoniously to develop the
SNA APIL It was a case where each of their mutual interests were
served — Microsoft to penetrate the enterprise and IBM to extend the
SNA environment to a wider user community.

Remote Procedure Call API

Windows’ RPC falls into the communication service category of WOSA
offerings. Along with Windows Sockets API and Windows SNA API, it
provides services dealing with remote access.

RPC is closely aligned with the client/server model. This is where the
client typically manages the end-user interface while the server deals

28 @ Computer Technology Research Corp,
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1. Executive Summary

Their basic goal was to allow any application using Windows to employ
standard interfaces for access to financial data and devices. The
specification is intended to be usable within all versions of the Windows
operating system, from 3.1 and up to Windows for Workgroups. Initial
versions of Windows NT are also acceptable environments. Thus, the
API can be used in both 16- and 32-bit configurations.

Although WOSA Extensions for Financial Services (XF'S) provides a
broad architecture (see Figure 1.8) for accessing service providers from
Windows applications, initial tasks have been focused on supporting an
interface to user devices that are peculiar to financial institutions. These
devices are often unique to their function, proprietary in nature, and
difficult to support from a general purpose operating system platform.
Solving these complex linkage problems, therefore, provides immediate
relief to the financial community.

Issues to be dealt with in the near future include:

¢ financial transaction management and message control
* security
* network and system management

In the longer term, the consortium will address promising new
technologies such as multimedia processing, object-oriented develop-
ment, pen-based computing, and wireless computing.

Future Directions

WOSA is designed to be extensible. New capabilities will be added over
time. Among these will be services dealing with systems management,
distributed file systems, directory services, wider communication
options, security in distributed environments, ete.

WOSA’s DLL-based architecture enables new APIs to be incorporated
without disturbing current capabilities. New varieties of existing
services can be added in a straightforward manner by creating an SPI
library for the emerging product. Applications are unaffected by any of
these additions or modifications.

30 © Computer Technology Hessarch Corp.
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2. The Windows Environment

and closed the application — sometimes leaving the user with little
information about what triggered the problem. To protect the system
from the effects of the error, it was recommended that the user exit the
Windows program and reboot the system.

Several changes were implemented in Windows 3.1 to improve Windows’
reliability and to help software developers improve the integrity of their
Windows-based applications. Specific actions taken included:

* protecting Windows itself from application errors
through parameter validation;

* providing more information and procedures to help
users recover from application errors if they occurred;

* providing users with application reboot options, helping
to prevent a system crash or loss of data during the
worst of application errors;

¢ providing test tools and test support to help inde-
pendent software vendors develop more stable
Windows-based applications.

Windows 3.1-based applications are more reliable because of an internal
feature called “parameter validation.” Without parameter validation, a
Windows-based application might make a request from the Windows
operating system, such as seeking an allocation of resources, that is
incorrect for that application. Windows 3.0 would attempt to execute
such requests, perhaps writing over important system data in memory
or sending data to invalid addresses. In Windows 3.0 such application
errors sometimes caused unpredictable application behavior, data loss,
or a system crash.

Windows 3.1 performs an internal check to validate that specific
parameters are valid for resource allocation, handles, and pointers that
a Windows-based application might request. This check is performed
with minimal impact on overall system performance. Incorrect para-
meters are returned to the application as a failed request, and the
application must reprocess the request.

© Computer Technology Research Corp.
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2. The Windows Environment

Windows 3.1 supports OLE by providing standard libraries, interfaces,
and protocols that applications use to exchange data objects. As
developers implement OLE capabilities within programs, users will
encounter a new generation of applications in the market that are
designed to work together.

Microsoft added OLE capabilities within new versions of the Write,
Paint, and Cardfile accessories that are provided with 3.1. A user can,
for example, create an illustration using the Paint program and embed
the graphic in a Write document. If the illustration must be updated,
the user can re-access the image within the Write document, which
launches Paint automatically to allow editing of the drawing. Because
the original graphics file is embedded in the document, there is no need
to store or update multiple copies of the image, and the file can be
updated on any PC with Paintbrush.

OLE is an enabling technology for multimedia computing. With
Windows 3.1, a user can embed a multimedia object, such as an audio
clip, into an application for the Windows operating system, just as they
would embed a chart or text file. The extensible architecture of the
Windows operating system makes it possible for multimedia computing
to range from low-cost systems to sophisticated multimedia platforms at
the high end of the market.

Windows for Pens

Pens offer unique advantages. They are familiar and natural input
devices. They adapt well to small forms and can be used when either
standing up or sitting down. The pen is also a basic graphical
instrument with which users can print characters or draw free-form
images and symbols. PCs are evolving to smaller, more adaptable forms
that look more like clipboards, notepads, and pocket calendars than
desktop systems. Electronic clipboards will enable new categories of
users (including package delivery people, inventory pickers, packers in
warehouses, and sales representatives) to tap the power of the
computer. By incorporating the pen, laptop computers can support note
taking, better time management, and more convenient computing in
group settings.

38 © Computer Technology Research Corp.
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2. The Windows Environment

criterion. Sophisticated network buyers do not want to depend on a
single vendor for their networking needs, but do need diverse solutions

to work well together.
Appendix C covers Windows for Workgroups in greater detail.

Microsoft, therefore, is relying on its own resources and its clout in the
market in order to provide connectivity with other network operating
systems. The initial release of Windows for Workgroups included Novell
NetWare drivers, and at least one other major vendor (Banyan Systems)
has announced that it will include support for the product.

Windows NT and Networking

Windows NT takes networking several steps further than 3.1. Among its
new features are:

e Versatility — NT can function well on workstations,
desktops, network servers, and in client/server
environments.

*  Symmetric multiprocessor support is available when the
host system contains multiple processors. NT will
allocate tasks to the available processors.

* Preemptive multitasking is supported. This allows
many programs to run concurrently, eliminating the
need for Terminate-and-Stay-Resident (TSR) routines.

e Security in the form of passwords, and specific access
permissions are incorporated, although early NT test
versions have reportedly not been foolproof in this area.

*  Virtual memory allows running larger programs than
physical memory can normally support. Only the
portion of a program actually being executed needs to
be memory resident.

44 & Computer Technology Research Corp.
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3. WOSA Architecture

Table 3.1 Products of OSF’s DCE

RPC DEC/H-P NCS, NDR Sun RPC, XDR

Naming Digital DECdns Sun NIS
Siemens DIR-x

Security MIT Kerberos MIT Kerberos
Sun Secure RPC

Threads DEC CMA Sun RPC

Time Service Digital DECdts NTP

Distr. File System Transarc AFS Sun NFS

PC Integration Sun PC-NFS Sun PC-NFS

LAN Manager/X

NCS~ Network Computing System ) XDR~ External Data Representation
CMA- Concert Multithread Architecture NDR-~ Network Data Representation
AFS~ Andrew File System NTP- Network Time Protocol

DCE defines a standardized service environment that is to be
implemented individually on each operating system platform.
Organizations planning to migrate to this capability will need a
mechanism to support the move from one platform to another. WOSA
complements DCE by integrating various distributed systems in a
transparent manner. The end-user continues to view a consistent
interface, no matter the underlying distributed scheme and platform.

Multiple Service APls

It is important to understand the distinction between a set of APIs
providing multiple services, as manifested by WOSA, and a group of
APIs supporting multiple platforms, but focused on one service offering.
An example of the latter would be VIM, the messaging module for cross-
platform service.

VIM and products like it do indeed solve the problem of cross-platform
development. They fail, however, to deal with the larger issue of
multiple system services. Among these service requirements are memory

54 @ Cemputer Technology Fesearch Corp,
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4. Open Database Connectivity

The ODBC architecture consists of four major components. As
illustrated in Figure 4.2, there is a functional application that initiates
the process by calling ODBC services which transmit SQL commands
and subsequently receive requested information.

There are various Drivers which are activated by the Driver Manager
on behalf of an application. Each Driver processes ODBC function calls,
forwards SQL requests to the appropriate Data Source, and returns
results to the initiating application. A Driver performs whatever syntax
modification to the request that may be needed in order to conform to
the target DBMS.

The Data Source depicted in Figure 4.2 consists not only of the DBMS
being accessed, but also its operating system and support environment.
If 1t is on a network remote from the initiating platform, its associated
network platform is also part of this scenario.

From the viewpoint of an application, the distinction between a Driver
and Driver Manager is non-existent. They simply appear as an entity
that processes ODBC function calls.

In more precise terms, an application using the ODBC interface
performs the following tasks:

* requests a connection to a Data Source
* forwards SQL requests to that Data Source

* gsets up storage areas and data formats for the response
to SQL requests

* requests results
* handles errors as they occur
¢ reports results back to a user if appropriate

¢ requests commit or rollback operations for transaction
control

¢ terminates the Data Source connection
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4. Open Database Connectivity

¢ Setup program and related files provided by the vendor,
or a customized module appropriate for a specific
application.

* An installer DLL that is part of the ODBC software
development kit.

* An installation file which contains information about
the Drivers.

¢+ An installer DLL initialization file that records data
about installed Drivers. This file is created by the
installer during the Setup process.

Once the full configuration is installed, it may be modified as conditions
change through use of an ODBC administration program. The latter
enables addition or deletion of Data Sources via modification to installer
DLL information.

ODBC Alternatives

Although ODBC has received widespread industry support and may
achieve de facto standard status, it focuses on the Windows
environment. Other contenders have appeared which may diminish
ODBC’s influence over time. It is still too early to gauge their impact,
however.

Oracle, for example, has announced an API offering called Glue. It will
provide access to Oracle databases, as well as to data in electronic mail
servers and the increasingly popular personal digital assistant devices.

Another group has produced an approach entitled Integrated Database
API (IDAPI). Backed by Borland International, WordPerfect
Corporation, Novell Incorporated, and IBM, it even supports ODBC. As
with the latter, IDAPI is described as a superset of the SAG
specification.
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5. Messaging AP!

Among the many issues put forth by vendors cooperating in the MAPI
effort were the following:

* Developers want open capabilities at both the client
end, as represented by Windows, and also at the service
end. Whether host or LAN-based, the proposed API
must be able to deal with a variety of messaging
systems. There must also be a uniformity of capabilities
so that an application receives consistent messaging
service,

* The messaging API should be integrated with the
features of the underlying operating system. The
operating system itself must include messaging
functions and interfaces tailored to its unique strengths.
By integrating functionality into the operating system,
every user will have identical capabilities. If it was
allowed to be an optional extra, the same users would
not possess full functionality. In addition, developers
can write advanced software knowing it impacts every
user of the target operating system.

* Corporate-wide messaging requires an ability to
communicate with alternate operating system
platforms. Consequently, an operating system-based
APl must also support a cross-platform industry
standard that provides, as a minimum, basic sending
and receiving capabilities. MAPI addressed these needs
by supporting the X.400 API Association industry-
standard cross-platform effort. MAPI is also an integral
component of the Windows operating system.

Messaging Subsystem

MAPI is more than just a set of standard APIs, although that alone is
important enough to warrant attention. In Microsoft’s vision, MAPT is
a messaging subsystem present in the Windows operating system.
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6. License Service API

If concurrent usage of the software package exceeds the original number
at some time in the future, additional licenses must be acquired. This
type of license demands more management than other types. An
installation may employ a third-party software routine to monitor
software package concurrent use. Many vendors implement lock-out
mechanisms as a means to control user access. This software utility
allows only a set number of users to access a program at any one time.

The increasing use of portable and home-based PCs has led to
development of another licensing approach. Some allow only one copy to
be memory-resident at one time. Other licenses impose a percentage
division of software usage. For example, 75% on a designated primary
machine and 25% on a secondary machine such as a laptop device.

Licenses are often maintained by a license server that supports one or
more licensing procedures. Each license server is available to several
network stations. Since each software vendor can select its own licensing
terms, license servers must be able to deal with various licensing
models. For example, concurrent, individual, and specific machine
licensing may all be encountered in a random configuration.

There are several organizations involved in software licensing,
monitoring and enforcement. The Software Publishers Association (SPA)
is a large trade association for the PC software market. It has over
1,000 members and vigorously battles software piracy in North America
and Europe.

The Business Software Alliance (BSA) is another influential consortium
of software companies determined to enforce copyright laws on an
international scale. Key members include Microsoft, Novell, Aldus,
WordPerfect, Autodesk and Lotus. Most of these firms are also members
of the SPA. The BSA has been particularly active in the Orient and
third-world countries.

There is a third organization headquartered in England entitled the
Federation Against Software Theft (FAST). Its efforts are primarily
focused in the U.K.
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7. Windows Sockets AP}

In addition to the conventional activity of binding and using Sockets,
application programs may wish to impose other conditions relative to
Socket usage. Examples of this are buffer space management, send
broadcast messages, retransmit parameters, etc. There are two system
calls available that enable the user to implement processing options:
Getsockopt and Setsockopt.

Getsockopt allows the application to obtain information about the Socket.
It has five arguments:

1) socket, which identifies the Socket for which
information is needed;

2) level, which specifies whether this activity applies to a
Socket or its underlying protocol;

3) option ID, which specifies a single option to which the
request applies;

4) option value, which points to the buffer address into
which the requested value is placed;

5) length, which points to the integer address into which
the option value length is placed.

Setsockopt permits an application program to set a Socket option using
identical values obtained with the previous system call. It has the same
five arguments as Getsockopt, except the length entry will contain the
length of the option passed to the system.

Not all options apply to all Sockets. Variables such as underlying
protocol and Socket status impact the specific choice of options used.

Sockets as implemented in BSD Unix are an integral part of the
operating system kernel (see Figure 7.1). That feature is both its
strength and its weakness. It is positive in that performance is
enhanced by a tight coupling of Socket function and Unix kernel
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8. Windows SNA API

Figure 8.2 SNA Server Functions
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The capacity of SNA Server is impressive. It supports, for example, up
to 500 dependent and 500 independent LU sessions per server, Up to 50
simultaneous host connections {(physical units) can be handled per
server. It also sustains up to 250 users per server, and can interact with
most of the IBM physical unit and logical unit protocols. Examples of
the latter are LU0, 1, 2, 3 and LU 6.2.

Comprehensive support for NetView management system is provided by
SNA Server. Communication problems are relayed to NetView through
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9. Windows Extensions for Financial Services

oper training, and allowing the use of a much larger set
of existing applications.

* Improve time-to-market of new applications via simpler
development with resulting faster deployment.

¢ Allow organizations to build modular, scalable systems
using a wide array of technology options while
leveraging legacy applications.

* Define an architecture workable across a broad range of
platforms.

* Encourage utilization of standard interfaces and
platforms during application development.

* Reduce user training costs.

In order to implement the objectives stated herein, the BSVC created a
corresponding set of strategies. They are as follows:

* Use the Windows operating system in all its variations
as their basic platform for client/server computing.

* Use WOSA interfaces and services as the basis for
integrating Windows applications into the overall
corporate processing strategy.

* Use WOSA components to the maximum extent possible
for financial services computing. In all cases, employ
existing technology standards whenever feasible.

¢ Enhance WOSA with XFS to meet the special needs of
financial services applications when accessing unique
services and devices.

WOSA XFS routines include specifications for access to peripherals
peculiar to financial transactions such as passbook/journal/receipt
printers, magnetic card readers/writers, and PIN pads. They also
support financial transaction messaging and management, network
system management, and security procedures. All of these access
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9, Windows Extensions for Financial Services

the application to operate in a Windows’ event-driven,
message-based manner.

* Immediate — This mode is used for those API functions
that are not either synchronous or asynchronous.
Typically, immediate APIs are those which do not
communicate with a physical device or a service and,
hence, are guaranteed to complete immediately,
whether successful or not.

For both synchronous and asynchronous functions, a
time-out value can also be specified, indicating the
maximum number of milliseconds the application wants
to wait for completion of the operation. An application
can also implement a request that will wait until
completion, no matter how long the request will take,
by specifying a value for the time-out.

Error handling with XFS depends on the mode of
operation. Synchronous or immediate mode functions
return a value indicating whether the process has
executed successfully or not. The returned error code
can be requested by a special function call.
Asynchronous mode functions behave slightly
differently due to the multiplicity of operations possible
in this mode.

APl Functions
Functions defined by the XFS API are divided into three categories.

They are:

¢ Basic functions (see Table 9.2) that are applicable to all
financial services classes.

* Administration functions that are used specifically for
the purpose of administering services such as device
initialization, reset, ete.
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10. Windows Remote Procedure Call AP

Building RPC Applications

The specific procedures involved in creating a distributed application
can occupy several volumes. Fortunately, these procedures are very
similar for all operating systems and platforms. An overview of these
steps follows:

¢ Develop C language and IDL files.

¢ (enerate C language stub files by compiling the IDL
and related files via the MIDL compiler.

¢ Compile C language and stub files via the C compiler.

¢ Link resulting object files with import libraries for the
resident platform.

* Verify that the RPC DLL is in the path.

L 3

Run the client and server distributed applications.

There is obviously much planning and analysis that must accompany
the preceding steps, particularly when viewing distributed applications
from the perspective of an integrated system. Software tools to aid this
process are slowly becoming available in the marketplace.
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11. Windows Environment Tradeofls

Windows and Apple Macintosh environments, but users aligned with
other systems are also clamoring for an OLE-like capability.

In recognition of its popularity, and in anticipation of the growing need
for a similar technology in networked, distributed configurations,
Microsoft is working on extending OLE techniques to a new distributed,
object-based operating system code-named Cairo. This new product could
enable Microsoft to control a vital technology: linking objects across
applications in a distributed architecture. It is scheduled for full
deployment during the middle years of this decade.

It is important to note, however, that in traditional Microsoft fashion,
they are ignoring existing object standards. The Object Management
Group (OMG) has been working on a Common Object Request Broker
Architecture (CORBA) standard in recent years. It has achieved
widespread commitment from major industry players that they will
follow its provisions.

Microsoft has not yet committed Cairo to the CORBA standard. They
are thus far implementing proprietary procedures. Future
interoperability with non-Microsoft environments is therefore uncertain.
Special gateways or other techniques may be needed to interoperate
outside Microsoft platforms.

Microsoft’s explanation for avoiding CORBA may be that the latter is
still defining many procedures, such as linking, that are required by the
Cairo operating system. OMG continues to develop these capabilities,
however, and its CORBA 2.x version will provide these object services
in the near future.

In contrast to Microsoft’s proprietary approach, Unix International (UT)
is developing its own Application Linking technology for Unix platforms
that will follow industry standards. They are basing their products on
OMB’s CORBA which provides them with a foundation for future
interoperability. Ul represents a large consortium of vendors associated
with the Unix marketplace.

FU L o 5
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11, Windows Environment Tradeofis

Another important vendor grouping is also developing a distributed,
OLE-like technology. Apple, IBM, and Novell are working on a system
called Exemplar. As with Ul, this triumvirate has pledged to follow the
CORBA standard. Both of these standards-compliant efforts will provide
users with a clear migration path to implement OMG’s object linking
service once it is fully released.

The bottom line is that Microsoft’s competitors are determined that
Cairo will not set the tone for distributed object computing technology,
which is critical for supporting advanced applications. IBM, Ul, et al
intend to follow mainstream standards while adding their own value,
Microsoft plans to ignore such standards, unless those standards
overwhelm the marketplace. Time will determine if Microsoft is quick
enough to make whatever shift may become necessary.

Windows 3.x versus 0S/2 2.x

Standards compliance, or lack thereof, is not the only soft spot in
Microsoft’s business plan. Windows 3.x itself, although an extremely
popular product among users, has weaknesses in some areas. In
comparison with IBM’s OS/2 2.x, for example, Windows suffers by
comparison. At first glance, both operating systems appear somewhat
similar. They each offer a GUI, provide concurrent execution of multiple
applications, and enable applications to exploit larger memory resources.

0S/2 2.x goes beyond Windows 3.x in several areas, however. It gives an
enhanced user interface that is based on the concept of objects. Known
as the Workplace Shell, this feature represents an important step
forward in GUI desktop functionality. Also in the object mode category,
so-called Extended Attributes provide file system support for object-
oriented features.

Table 11.1 illustrates additional differentiating characteristics between
Windows and 0S/2 2.x. Although features shown in Table 11.1 represent
only a sampling of differences, it can be seen that 05/2 2.x is more
suitable for a development environment than is Windows. At the same
time, O5/2 2.x can do everything that Windows can, and can therefore
fulfill all the roles typically associated with Windows platforms.
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Appendix B

MAPI-related Term
ssociated Concepts,

1. Common Mail Calls (CMC) — The X.400 API Association (XAPIA) has
created a committee to define a standard messaging interface for user
applications. In its early stages, members consist of a subset of XAPIA
members including IBM and Microsoft itself. This is a good example of
vendors “covering all bets,” as witnessed by Microsoft’s participation
while also promoting MAPL

If CMC “bears fruit,” its specification will contend with VIM and Simple
MAPI. Microsoft has pledged to migrate from MAPI if CMC is
manifested with a substantive solution.

2. Distributed Office Support System (DISOSS) — IBM runs this package
under VMS and VSE mainframe operating systems. It handles E-mail
and related documents in server mode for a variety of clients. DISOSS
uses IBM’s SNA Distribution Services (SNADS) to transport mail and
documents between systems. It supports Document Content Architecture
{(DCA) and Document Interchange Architecture (DIA) for controlling
complex documents. DISOSS is being slowly supplanted by X.400
services as well as by IBM’s own APPC (LU 6.2) peer-to-peer protocols.

3. Electronic Data Interchange (EDI) — Business documents transmitted
over networks are increasingly following this international standard.
Particularly adaptable to transactions that use structured forms, EDI
provides standard formatting and data transport guidelines.
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Appendix B. MAPlrelated Terms, Associated Concepts, and Alternative Models

4. Enterprise Messaging Server (EMS) — Will function as a Windows NT
mail server. Messaging applications from third-party developers will
access EMS via MAPI or XAPIA’s X.400 specification. EMS is based on
X.400 messaging technology.

5. Internet Protocol (IP) — Many messaging methodologies operate over
TCP/IP networks. IP performs routing, as well as mandating record
formats of messages traversing such networks.

6. Message Handling Service (MHS) — Used by Novell to provide
messaging services in NetWare configurations. It communicates with
other messaging mechanisms, such as X.400, through third-party
gateways.

7. Multipurpose Internet Mail Extensions (MIME) — Allows a message
on the Internet to contain text, binary, or other formatted data. MIME
encodes this data into a format compatible with the Internet’s own
Simple Mail Transfer Protocol (SMTP).

8. NetWare Global Messaging (NGM) — Enables Novell to support four
messaging protocols on one NetWare server. Protocols supported are
SMTP, IBM’s SNADS, Novell's own Standard Message Format used
with MHS, and the Unix standard. NGM also functions as a NetWare
Loadable Module.

9. NetWare Loadable Module (NLM) — A program running on a NetWare
server, it can do stand-alone tasks such as network monitoring. An NLM
can also perform as a server in a client/server system where it could be
managing E-mail processing.

10. Open Collaborative Environment (OCE) — Apple’s response to the
demand for workgroup computing includes messaging support, directory
services and related APIs. Closely associated with the Macintosh
operating system.

11. Open Messaging Interface (OMI) — A precursor to VIM, Lotus offered
this API as a vehicle for electronic messaging.
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Appendix C. Windows for Workgroups

click of a button. Users can also restrict access to
shared resources as desired, including requiring a
password for access. Other users on the system can
either be given full access to a directory, or granted
permission to read files, but not modify them in any
way. Users who want more sophisticated security can
store important data on a server and protect access to
that data through security features of the server
operating system.

¢ Message Interface — As part of WOSA, WFW supports
the Simple MAPI interface in conjunction with
Microsoft Mail. Developing mail-enabled applications is
aided with Simple MAPI, because developers are free of
the complexity of a back-end messaging system. A
developer can, for example, write applications to route
forms electronically for approval, or to allow users to
delegate parts of a document to different individuals
and automatically assemble the finished document from
the completed parts.

* Improvements to Windows File Manager — WEFW
includes improvements to Windows File Manager that
improves information sharing. A toolbar allows users to
move among multiple servers and directories to find
scattered corporate data, which simplifies information
access. WFW loads Windows-based and Microsoft LAN
Manager networking software into protected mode
memory, freeing up more MS-DOS memory below 640K
for applications, terminate-and-stay-resident programs
(TSRs), and other network drivers.
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