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Claim Reference 

Claim 1 as a Whole Yohe discloses all of the elements and all of the functions of this claim arranged as 

they are arranged in the claim.  See below.  E.g.:  “the present invention is directed 

to an apparatus for increased data access in a network, which includes a file server 

computer having a permanent storage memory, a cache verifying computer 

operably connected to the file server computer in a manner to form a network for 

rapidly transferring data, the cache verifying computer having an operating 

system, a first memory and a processor with means for performing an operation on 

data stored in the permanent storage memory of the file server computer to 

produce a signature of the data characteristic of one of a file and directory, a 

remote client computer having an operating system, a first memory, a cache 

memory and a processor with means for performing an operation on data stored in 

the cache memory to produce a signature of the data, a communication server 

operably connected to the remote client computer to the cache verifying computer 

and the file server computer and comparators operably associated with the cache 

verifying computer and remote client computer for comparing the signatures of 

data with one another to determine whether the signature of data of the remote 

client is valid.”  (’943, 2:41-61). 

1. A system for data access in 

a packet-switched network, 

comprising: 

Yohe discloses “an apparatus for increased data access in a network” (’943, 2:41-

42), such as the World Wide Web (’943, 4:23-27).  Yohe discloses “a network file 

oriented caching system” (’943, title) which “increases the speed in which data in 

the form of files and directories are accessed.”  (’943, 1:12-15; see also id. at 3:8-

21, 4:22-24, 5:45-50, 5:59-60, 6:22-23).   

On the client side of the network, Yohe discloses “a remote client computer.”  

(’943, 2:51).  On the server side of the network, Yohe discloses “a file server 
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Claim Reference 

computer having a permanent storage memory, a cache verifying computer 

operably connected to the file server computer in a manner to form a network for 

rapidly transferring data.”  (’943, 2:43-46).  Also, “a communication server is 

operably connected to the remote client computer to the cache verifying computer 

and the file server computer.”  (’943, 2:54-57, Fig. 2).  (See also ’943, claim 1). 

(a) a sender/computer 

including  

See above.  Yohe discloses “a network computer system 10 having at least one 

remote client computer 12, cache verifying computer 14, communication server 16 

and file server computer 18.”  (’943, 4:42-44).  The sender computer system may 

comprise a Cache Verifying Computer, a File Server Computer, and a 

Communication Server.  (’943, Fig. 2). 

“The cache verifying computer 14 includes a cache verifying agent (CVA) 54 

having a BSG [(block signature generator)] 56 (of the type described herein), a 

directory signature generator (DSG) 57 and a comparator 58.”  (’943, 5:14-17).  

Yohe discloses alternative embodiments wherein “the cache verifying agent 54 

could reside as part of the communication server 16 or as a stand alone processor 

with its own memory and operating system.”  (’943 patent, 5:33-36).  (See also 

‘943, claim 1). 

   (i) an operating unit,  See above.  While the ’717 patent does not define the meaning of “operating unit,” 

the ’717 does not describe anything reasonably called an “operating unit” which is 

not also disclosed in this reference.   

Yohe discloses that the cache verifying computer includes “an operating system.”  

(’943, 2:46-47).  The cache verifying computer includes “an OS [(operating 

system)] 60 having an FSI [(file system interface)] 62 operatively connected to 
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