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Field of the Invention

The present invention relates to data access in networks. Specifically, the

invention is concerned with a method, system and apparatus for increasing the

speed of data amassing in communication networks. ‘

Background of the Invention

Many known applications and protocols provide means for caching and

verifying of data transmitted via a network 2 (Fig. 1, prior art). Thus, a client

(receiver) 4 caches data received from network 2 in cache 6. Then, when data

from a remote server (sender) 8 is requested, it first searches its local cache. if

the requested data is avaiiable in the cache and is verified to be valid, the client

uses it, and transmission over the network is not required. Gateway or proxy

caches 10 (Fig. 2, prior art) are able to operate in a similar manner.

The most well—known‘techniques are as follows:

1) In response to a request from a receiver, a sender attaches to the sent data

an expiration time in absolute or relative form. The receiver, and possibly

proxies, cache the data together with its request until the expiration time. Then

the data is retrieved from the cache. In some cases, the receiver guesses the

expiration time.

The problem associated with this technique is that the data‘entity can be

changed before the expiration time, and the receiver would use an obsolete

version of the data without even knowing it. Also, when the time has expired, the

data will be resent, even if it is up to date.

2) In response to a request from a receiver, the sender attaches a validator to

the sent data. The validator changes at least every time the data changes; in many
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