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'II Under 'iIhIa'i’aperw'otk' Reduction Act of 1995. noparsIons are 'rquIIutroId to respond to a collection oftnbrmafion untess it tilaplaysI a valid OMBIcoInlroIl number
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l hoiéby appoint Pretatitionerts) ashodiated with the foilowing Customer Number 38' myiour
Attorney(s)-‘or a'ge‘ri'tt's) with régpeott'o the patentidentified above, and to transact all business Id 42524

-.the unitedStates Patent and Trademark Office donneo'ted therewith:

i. hereby appointPractitionoms) named below. as thy/our attorn'ayls) or agentts) with respect to the.patent identified
about; andIto transact all buainosrs in the United States Patent and Tiadamark Officeconnected theréwith:

. I Pragtlfioner'ta) blame ' . Registration Number'......._....

Please recognige' or change thecorrespondent»address for the above—identified patent to:
T1115 address associated.with tho above-mentioned customer Number.

OR '

[7:]:The address Associated with CustmnerNumber SOR ' ' . . I

Firth or‘ I “M
I Incliyiduatharha

Télephbhe'

[:L"l'nv'entai,‘ having cwnarship oftha patent
' E]? Patent omen.Steio‘rhent tindar-3? 'CFR :1.- 73(1)) (FaithPTQ/Sisigei shhmiiied hw'em‘ih or fliedon
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'- 'LeIo'riI untérhhitor-.ioii_u ManagefientSewioaslno. as Teigphufie_

' Title and Corfipan .' ManagérofSIn'tartflashLLQ, President I
HD'lEz- Signatures. jc'i 'all the inventors or patent dimers of the entire inteIeAt or their representatiyels}arefinish submit inutti'pte tonne itmore than one
signature. tsI required; soo below“.-

. forms are Isulami'tted.
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including gathering, preparing. and submitting uia ccrrtpleirid Application form to the USPTO Time will vary depending upon the Individual case my comments or;
the amount of timAI' you I'requira to complete this form endlor suggestions for reducirig thisburden. shuuld bésent to the Chief information Officer. U.{5 Patent. and
Trademark Office, 115 Bepartmenl of Commerce. P0'. Box-147.50. Alexandria VA 23313-1450 DO NOT SEND FEES OR COMPLETED FORMS TO THES
ADDRESS SEND To: Commissioner forI Patents. P0.139;: 145'0- Alexandria VA' 2231 $145!;

ifyou need assistance 'r'nIcompieting the Form, call 1-80APT03199 and select option 2.
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US. DEPAR’l':

   
  

STATEMENT UNDER 3? CFR 3.173 E}

 

 
   
  

AppiicantfPatsntOwnsr: Smarifisish
Fried issue Date: EEEWEW 25, 2098

Titled:
 
 Data Ste-rags anti Access Systems

  rnarrilash LLC ‘ a Corporation

  i {Name of Assignees) {Type of .Exssignee. 9.9.. corporation. sarinsrship, university. gnvsrrrrrrent agency. etc.

 
 

states that it is:

 

 

E the assignee of the entire right, title, and interest in;

[j 

  
  

  
  
  

an assig has or less than the entire right, titis. and interest in
{The extent (by percsntage) of its ownership interest is 9:6); or

[A i E the sssignse of an undivided interest in the entirety of {a wrnpiete assignrnsntirorn one of the joint inventors was made}
the patent aprriicatiorilpatent idsntifisd above, by virtue of either:

A. El An sssignmenttrom the inventnrr's) or the patent applic-‘tionipat‘nt identified above. The assignment was recorded in
the United States Patent and Trademark Office at Rsei _________”_________“________1 Frame , orfor which a
sc-py therefore is attached.

  

OR

B. E A chain of titie from this irrvsntor(s}. of the patentappiicatieni‘patent identified above, in the current assigns-e as fsilows:
.1_ From: Herman~ard Hulst To: Ergarifiash Limited  

  
  
  

 

The dosurnsntwas recorded in the United States Patent and Trademark Office at
or for which a copy thereof is attached.

2. From: Smartiiash Limited To: Patrick RaczW

    
  

W

The dominant was recorded in the United States Patent and Trademark Office at

Reel ggfzicnmm Fgamegig?________‘______________, or'r’orwhich a 50:23: thnrsofis attached.

3. From: Patrick R882 To: Smarttissh Tschnoiogies Limited

  
 

   

The document: was rscordsd in tide United States Patent and Trade hark Office at

R683 92471:_W_____ . Frame 03,96 or for which a copy thereof is attached.
.......... ._.___.,,A,_......___.__._i

Additisnai documents in the chain of titis~ are iisted on is: stippisrnenisai sheaths}.

  [)Ti'l As required by 37 CFR 3.?3(b)(‘i){i), the documentary evidence of the chain of title tram the criginai owner to the assighes was,
._. or concurrently is being, submitted for recondstion pursuant to 37 CFR 3.11. :

  [NOTE A separate copy (is, a true copy of the original assignment documentr'si} must be submitted to Assignment Division in
acmrdance with 37.6??? Part 3. to record the assignment in the records oiths USPTO. See MPEP 302,08} '

  

  
  

The undersigned (whose titre is supplied below) is authorized to act an behait oi the assignee.

I Mic-hast R. Cassy} 4-13.2914

Signature Bats 

   

  

Mishasi n. Cassy Niamey of Record

 
  

    
  

  
Title

This collection 0. information is required by 3? CFR 313(5). The information is required in at or re: a bar: If the public wrti to fiie and iv the lJSPi'O to. . . . . A . I,
JTDCEfiS} an a iiics'rion. (In .ntiaiit‘r isgaverned b' 35 LL30. 1 . 5:.an 3? Ci—R M1 and 1.74. this correction is estimated to take 12 minutes to cum lets. includinF PF : 3' P Q

 
 gatherinu, prsparing. and su ting the compiened application form to the USPTO. Time wili vary depending upon the individuat case. Any comments on the amount of time

ynu rsqu-ra to ermplelfi is form antimi- suggestions for reduci burden. shouid be. sent ts the ,hief information Oficer. LLS, P'tent and Trademark. Office. US.
Department uf Comments. 9.0. 80:: 14-50. Aid,ar1dl'ia,VA 22313-1450. DO NOT SEND FEES OR COMPLETED FORMS TO THE ADDRESS. SEN!) TD; Cammissionsr
for Fatents, PO. Box 1456, Alexandria. VA 22313-1456.

   

if you need assifiai‘ics in cornpieting the form. Hair i—GGO—PT-‘CLMQQ ant! seisci optima 2.
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Continuation Sheet for Statement under 37 CFR 3.73(b) for US. Patent No. 7334720

4. From: Smartflash Technologies Limited To: Smartfiash LLC

The document was recorded in the United States Patent and Trademark Office at Reel: 030522 Frame:
0877.



    

Eiectronic Acknowledgement Receipt
 

  
 

EFS ED: 1880l478

Application Number:
  

International Application Number:

Confirmation Number:

11336758

  

Title of Invention:

 

First Named Inventor/Applicant Name:

 
Hermen-ard Hulst
 

Customer Number:

Filer:
 

Filer Authorized By:

Attorney Docket Number: 

Receipt Date: 

Filing Date: 

Time Stamp:

Michael R. Casey

87790-707431 (UUOIOOUS)

18-APR72O'I4

19‘JAN-2006

1 1:55:02

DATA STORAGE AND ACCESS SYSTEMS

   

Application Type:

 
Utility under 35 USC Hue)
 

Payment information: 

Submitted with Payment 

File Listing:

fl

 

 
Document . . . File Size(Bytes}I Multi Pagesl
Number Document Desmptlon Fl 8 Name Message Digest Part l.zip (if appl.)

1 Power of Attorney

Warnings:

Information:

720,POA.pdf

172039

flhmb‘i 38(d24067e53b69783i6c8502989
9:763

no 1  



 

 
F 98076

n D
2 Assignee showing of ownership per 37' 720,patent_AssigneeShowing.CF R 3 .73. pdf ShEl lSfibdgeQGhailid dYrSadBeJiECJz‘

|_ cider)We rn ings:

[ Information:

|_ Total Files Size (in byteslj - 270115
This Acknowledgement Receipt evidences receipt on the noted date by the USPTO ofthe indicated documents,
characterized by the applicant, and including page counts, where applicable. It serves as evidence of receipt similar to a
Post Card, as described in MPEP 503.

 

 

  

 
New A lications Under 35 U.S.C.111

lfa new application is being filed and the application includes the necessary components for a filing date (see 37 CFR
1.53[b)—(d) and MPEP 506), a Filing Receipt (37 CFR 1.54) will be issued in due course and the date shown on this
Acknowledgement Receipt will establish the filing date of the application.

  
National _St_age of an International Application under 35 U.S.C. 371
If a timely submission to enter the national stage of an international application is compliant with the conditions of 35
U.S.C. 371 and other applicable requirements a Form PCTIDOIEOIQOB indicating acceptance of the application as a
national stage submission under 35 U.S.C. 371 will be issued in addition to the Filing Receipt, in due course.

New Internationalflmiication Filed with the USPTO as a Receiving Office
if a new international application is being filed and the international application includes the necessary components for
an international filing date (see PCT Article 11 and MPEP 1810),a Notification of the International Application Number
and ofthe International Filing Date (Form PCT/R011 05) will be issued in due course, subject to prescriptions concerning
national security, and the date shown on this Acknowledgement Receipt will establish the international fiiing date of
the application.
 



Case 6:13—cv-00447-MHS-JDL Document 3 Filed 05129143 Page 1 of“! PagelD #: 230

AD 120 Rev. 031ml

 

 

Mail Stop 8 REPORT ON THE
Director of the U.S. Patent and Trademark Office FILING OR DETERMENATION OF AN

RO. Box 1450 ACTION REGARDING A PATENT 0R

Alexandria, VA 223134450 TRADEMARK

T0:

in Compliance with 35 U.S.C. § 290 andJ'or l5 U,S.C. 9' lil6 you are hereby advised that a court action has been
filed in the us. District Court Eastern District of Texas Tyler Division on the Following

D Trademarks or IE Palcnts. ( l] the patent action involves 35 U.S.C. § 292.):

DATE. FILED US. DISTRICT COURT
512912013 Eastern District of Texas T ler Division

DEFENDANT

Apple Inc. Robot Entertainment, inc., Kingslsle Entertainment,
Inc. and Game Circus LLC

HOLDER OF PATENT OR TRADEMARK

, _5 8,118 221 2/21/2012 Smartflash LLC

DATE INCLUDED INCLUDED BY

[I Amendment El Answer |:] Cross Bill I] Other Pleading
PATENT OR DATE OF PATENT c ,. I q

TRADEMARK NO. OR TRADEMARK HOLDER OI PA I hNT OR TRADEMARK

9 w m ——
—

1 _ .i"- i‘

3

4

5

 

 

 

 

  
 
DOCKET NO.

8:13-cv-447
PLAINTIFF

Smartflash LLC and Smartflash Technologies Limited

 

    
 
 

 

 

 

 

  
 

  

 
 

 

  
  

 

 

 

 
in the above—entitled case, the following decision has been rendered or judgement issued:

DECISIONIJUDGEMENT

 
Copy l—Upon initiation of action, mail this copy to Director Copy 3—Upon termination of action, mail this copy to Director
Copy Z—Upon filing document adding patentis), mail this copy to Director Copy 4—Case fife copy



Case 6:13-cv-00448—MHS-JDL Document 5 Fiied 05/29/13 Page 1 of1 PagelD #: 36
A0120 'Rcv.08fl(il

 
 

 

TO’ Mail Stop 8 REPORT ON THE
' Director of the US. Patent and Trademark Office FILING OR DETERMINATION OF AN

PD. Box 1450 ACTION REGARDING A PATENT OR
Alexandria, VA 22313-1450 TRADEMARK

In Compliance with 35 U.S.C. § 290 andfor IS U.S.C. ti II I6 you are hereby advised that n court action has been
filed in the US. District Court Eastern District of Texas Tyler Division on the following 

 

 
 
 
 
DOCKET NO.

 
 

 
   

 
 

 

   

  
 
 

 

 

  

  
 

I] 'l‘radcmarks or [3 Patents. ( El the patent notion inir'olves 35 U.S.C. § 292.):
DATE FILED U.S. DISTRICT COURT

_ 6:13—cv—448 59912013 Eastern District of Texas T ler Division
PLAINTIFF DEFENDANT

SmarfilaSh LLC. and Smartflash Technologies Limited Samsung Electronics Co, Ltd., Samsung Electronics America.
Inc., Samsung Telecommunications America, LLC, HTC
Corporation, HTC America, lnc.. Exedea. Inc. and Game Circus
LLC

PATENT OR DATE OF PATENT ‘
TRADEMARK NO. OR TRADEMARK HOLDER Ol" PATENT 0R TRADEMARK

5 8,118,221 2/21f2012 Smartflash LLC

1n the abovercntitlcd case, the following patentts)! trademarkts) have been included:

DATE INCLUDED INCLUDED BY -

|:| Amendment _ [:1 Answer [:I Cross Bill [:1 Other Pleading
DATE OF PATENT

_ OR TRADEMARK HOLDER OF PATENT 0R TRADEMARK 

  

 

 
 

In the above—entitled case, the following decision has been rendered or judgement issued:

DECISIONIIUDGEMENT

(BY) DEPUTY CLERK 
Copy I—Upon initiation of action, mail this copy to Director Copy 3—Upon termination of action. mail this copy to Director
Copy Z—Upon filing document adding patent(s), mail this copy to Director Copy d—Case file copy



UNITED STATES PATENT AND TRADEMARK OFFICE

CERTEFECATE 0F CGRRECTION

PATENT NO. : 7,334,720 B2 Page 1 of 1
APPLICATION NO. : 11/336758

DATED : February 26, 2008

INVENTORUS) : Hermen-ard Hulst and Patrick Sandor Raez

It is certified that error appears in the above—identified patent and that said Letters Patent is hereby corrected as shown below:

On the front ofthe patent, left column, under the Foreign Application Priority Data, heading= the
priority data is listed incorrectly.
Please delete “Nov. 25, 1999," and insert —- Oct. 25, 1999 --

Signed and Sealed this

Thirty‘first Day ofAugust, 2010

Dew/17‘ 3 KW
David J. Kappos

Director ofthe United Stare: Patent and Trademark Ofiice



  
 

W ..
- 13%“‘3‘ UNITED STATES PATENT AND TRADEMARK OFFICE
W

Commiseioner for Patents
United States Patent and Trademark Office

P.O. Box 1450
Alexandria, VA 22313-1450

www.mptogov

Patent No. : 7334720

Ser. No. I ‘: 11/336758
Invent0r(s) : HULST, HERMEN-ARD .
Issued 7 : 02/26/2008 _

Title : DATA STORAGE AND ACCESS SYSTEMS

Docket No. : 080379-000100US

Roi Request for Certificate of Correction

Consideration has been given your request for the issuance of a certificate of correction for the above-identified
patent under the provisions of Ru1e(s) 1.322 and/or 1.323.

In regards to the alieged error(s) on the Title Page Item [75] Inventors, the patent is printed in accordance with
the Oath of Declaration filed by the Applicant/Attorney on 1—19-06. '

In view of the foregoing, your request, in this matterris hereby denied.

HoWever, a petition under 37 CFR 1.182 (required fee currently $130) to correct the order of inventors sh0uld
be directed to the attention of:

_ By mail: Mail Stop PETITIONS
Commissioner for Patents

.Post Office Box 1450

Alexandria, VA 223 134450

By hand: Customer Service Window
' Mail Stop Petitions

Randolph Building

401Dulany Street

Alexandria, VA 22314

By fax: (703) 872—9306
ATTN: Office of Petitions

A Certificate of Correction will be issued to correct the remaining error(s) noted in your request.

Omega Lewis

For Mary Diggs
Decisions & Certificates

Of Correction Branch

(703)756—1575 or (703) 756-11814



fason D. Lohr, Esq.
TOWNSEND AND TOWNSEND AND CREW LLP

_ Two Embarcadero Center, Eighth Floor
San Francisco, CA 941 1 1—3 834
0L ‘
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I hereby certify that this correspondence is being tried via PATENT

Efis'ficfwifl‘ $§¥T§d§‘§?fia‘c“‘ “Trademark 0m” Attorney Docket No: 080379—000110US
Client Ref. No.: FfUSP81421X Con.

TOWNSEND and 'i‘OVJNSHNI) and CREW LLPL

By: fl (LE: if XéLt/{J

IN THE UNITED STATES PATENT AND TRADEMARK OFFICE

 

In re application of: Continuation No.: 3911

Hermon-21rd Hulst, et a]. Examiner: Steve S. Paik

Patent No: 7,334,720 ' Technology Center/Art Unit: 3663

Issued: February 26, 2003 REQUEST FOR CERTIFICATE OF
coaRECTIQIiUNDER § 1.32}
 

For: DATA STORAGE AND ACCESS

SYSTEMS

Attn: Certificate of Correction Branch

Commissioner for Patents

P0. Box 1450

Alexandria, VA 22313—1450

Sir:

Pursuant to 37 CFR 1.323, Applicants submit a Request for Certificate of

Correction to correct typographical errors made in the patent. The desired corrections are set

forth on the enclosed Form PTO/SW44.

Inventor Order

Applicant requests a correction to the order of inventors to reflect Patrick Sandor

Racz as first inventor.

Reprint of Title Page of Patent

A telephone conversation between my assistant, Anna Marie Arante and Michele

Williams of the Certificate of Correction Branch, took place on July 21, 2010. Ms. Williams

informed us that the title page of the patent can be reprinted, at no cost, to reflect changes made

to the titie page of the patent. Therefore, Applicant requests that the Title page (1St page) of the

11



Hermen~ard Hulst, et al. PATENT
Patent No: 7,334,720
Page 2

patent be reprinted to reflect the new order of inventors and that the title is shown as “Racz, et
31 a:

Prio rig: Information

Applicant requests that the foreign application priority data is corrected to reflect

the correct priority date. The correct priority date is October 25, 1999. Attached is an excerpt

from the UK Patent Office showing the correct filing date of priority application no. 992522712

as October 25, 1999, in support of this correction.

Please charge the certificate of correction for applicant's mistake fee of $100 to

Deposit Account No. 20—1430. Please deduct any additional fees from, or credit any

overpayment to, the above—noted Deposit Account.

Respectfillly submitted,A 1"

. 1 “

 
TOWNSEND and TOWNSEND and CREW LLP

Two Embarcadero Center, Eighth Floor
San Francisco, California 941 1 1—3834

Tel. (415) 576—0200

Fax (415) 576—0300
JDL/ama
62785540 v1

12



PTOISBMA (03707)

UNITED STATES PATENT AND TRADEMARK OFFICE

CERTIFICATE OF CORRECTION

PATENT NO. ‘ : UST,334.720 B2.

APPLICATION NO: 11/336,758

ISSUE DATE : February 25, 2003

INVENTOR{S) : Herman-arc! Holst. Patrick Sandor Racz

It is certified that an error appears or errors appear in the above-identified patent and that said Letters Patent
is hereby corrected as shown below:

On the front of the patent, left column. the inventor’s order as listed is incorrect. It should read:
~- (75) Inventors: Patrick Sandor Racz, St. Heiier

Hermen—ard Holst, Amsterdam ~—

On the front of the patent, left column, under the Foreign Application Priority Data heading, the
priority data is listed incorrectly.
Please delete “Nov. 25, 1999,” and insert —— Oct. 25, 1999 ~-

MAILING ADDRESS OF SENDER (Please do not use customer number below):
Jason D. Lohr, ESQ.
TOWNSEND AND TOWNSEND AND CREW LLP
Two Embarcadero Center. Eighth Floor
San Francisco, CA 94111—3834

Attorney Docket No: 080379-000110US62735201 v1

13

 



Intellectual Property Office e Patents - Patent number - Results

egg??? [N'E'ELLECTUAL
erg-“1.. g“ i’RGPERTY OFFICE

Patents status infarmation

Application No (3399252212

Date Lodged
25.10.1999

Title DATA STORAGE RETRIEVAL AND ACCESS SYSTEM

Applicant(s]
Internet Limited

Application terminated on 8th January 2001

w**** END *****

© Crown Copyright 2009
Inteilectual Property Office15 an operating name of the Patent Office

http://www.ipo.gov.ukltypes/patentfp-os/p—findjp~find—number
14
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'— Electroriic Patent Applicatian Fee Transmittal

'—

l—Application Number: 11336758

 
Filing Date: 19*Jan-2006

Title of Invention: DATA STORAGE AND ACCESS SYSTEMS 
 

First Named lnventorlApplicant Name: Hermen-ard Hulst 

Filer: Jason Donald Lohr/Anna Marie Arante

Attorney Docket Number: 080379-000100US

Filed as Smail Entity

Utility under 35 USC 1 1 1(a) Filing Fees

_ . _ Sub—TotalinDescription FeeCode Quantity. Amount l USD($}
Basic Filing:

 

 

Miscellaneous-Filing:

Petition:

Patent—Appeais—and-lnterference:

Post—Allowance-and-Post~lssuance:

Certificate of correction 1811 1 100 l 100
Extension-of—Time:

‘15



Su b—Total in
. . d '

Miscellaneous:
    

Total in USD (5)

76



 

 

Electronic Acknowledgement Receipt
 

EFS ID: J— 8130896 
Application Number: 11336758
 

International Application Number:

Confirmation Number:
 

Title of Invention: DATA STORAGE AND ACCESS SYSTEMS

 _|_
First Named lnventorlApplicant Name: Hermen—ard Hulst

i—
Customer Number: 20350

 

 
Filer: Jason Donald Lohr/An na Marie Arante
 

Filer Authorized By: Jason Donald Lohr

Attorney Docket Number: 080379-000100US
 

Receipt Date: 30—JUL-201 0
 

Filing Date: 19-JAN‘2006
 

Time Stamp: 19:54:01
 

Application Type: Utility under 35 USC111(a)

 
 

Payment information: 

  
 
 

Submitted with Payment 
 
 

Deposit Account 

 

Payment Type 

  Payment was successfully received in RAM $ 100 
RAM confirmation Number

  Deposit Account 201430 

  
Authorized User
 

The Director of the USPTO is hereby authorized to charge indicated fees and credit any overpayment as follows:

Charge any Additional Fees required under 37 C.F.R. Section 1.20 {Post Issuance fees}

17



  

 

Fiie Listing:  

 

 

 

 

 

 

 

 

Document Document Descri tion File Name Fiie SizeiBytesil Multi Pages
Number P Message Digest Part l.zip (if appi.)

104104

1 2010_07_30_Requesthert_Co ' 5 4
rection_080379_000110US.pdf Yed’ltflluafltirifiliiTSaS’itafSlnh-lbn‘kr]

cu'eTb

Multipart DescriptionIPDF files in .zip description

Document Description Start End

Request for Certificate of Correction 1

Request for Certificate of Correction 3

Miscellaneous Incoming Letter 4 —
Warnings:

information:

29795

2 Fee Worksheet [PTO—875) fee-infopdf no 229¢?“finhflSmZIfdflagifiDaNmfifii'lfilfi8396

 

Warnings:

 
Information:
 

Total Files Size (in bytes) 133899 

This Acknowledgement Receipt evidences receipt on the noted date by the USPTO ofthe indicated documents,
characterized by the applicant, and including page counts, where applicable. It serves as evidence of receipt similar to a
Post Card, as described in MPEP 503.

New Anglications Under 35 U.S.C. 11 1
If a new application is being fiied and the application includes the necessary components for a filing date {see 37 CFR
1 .53(b]—(d) and MPEP 506), a Fiiing Receipt (37 CFR 1.54) will be issued in due course and the date shown on this
Acknowledgement Receipt will establish the filing date of the application.

National Stage of an International Application under 35 U.S.C. 371
if a timely submission to enter the national stage ofan internationai application is compliant with the conditions of 35
U.S.C. 371 and other applicable requirements a Form PCTIDOIEOI‘JOS indicating acceptance of the application as a
national stage submission under 35 U.S.C. 371 will be issued in addition to the Filing Receipt, in due course.

New International Application Filed with the USPTO asa Receivi_ng_0ffice
Ifa new international application is being filed and the international application includes the necessary components for
an international filing date (see PCT Article 11 and MPEP 1 810}, a Notification of the International Application Number
and ofthe Internationai Filing Date [Form PCT/R011 05) will be issued in due course, subject to prescriptions concerning
national security, and the date shown on this Acknowledgement Receipt will establish the international filing date of
the application.
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UNITED STATES DEPARTMENT OF COMMERCE
United States Patent and Trademark Office
Address: COMIWJSS IONER FOR PATIENTS90.130: 1450

MexmdflLthn'fia 23313-1450
www.mplo‘guv

APPLICATION- NO. I ISSUE DATE - PA 1 F. ‘1 NO. ATTORNEY DOCKET NO. CORFI {MATION NO.

111336.758 02212612008 7334720 0803 79-000100L'3 3911

 
    

20350 7590 0210612008

TOWNSEND AND TOWNSEND ANT) CREW, LLP
TWO EMBARCADERO CENTER
EIGHTH FLOOR

SAN FRANCISCO, CA 94111-3834

ISSUE NOTIFICATION

The projected patent number and issue date are specified above.

Determination of Patent Term Adjustment under 35 U.S.C. 154 (1))
(application filed on or after May 29, 2000)

The Patent Term Adjustment is 0 day(s). Any patent to issue from the above-identified application will include
an indication of the adjustment on the front page.

If a Continued Prosecution Application (CPA) was filed in the above-identified application, the filing date that
determines Patent Term Adjustment is the filing date of the most recent CPA.

Applicant will be able to obtain more detailed information by accessing the Patent Application Information
Retrieval (PAIR) WEB site (http://pair.uspto.gov).

Any questions regarding the Patent Tenn Extension or Adjustment determination should be directed to the

Office of Patent Legal Administration at (571)-272-7702. Questions relating to issue and publication fee
payments should be directed to the Customer Service Center of the Office of Patent Publication at
(571)-272-4200.

APPLICANT(S) (Please see PAIR WEB site httpzi’lpair.uspto.gov for additional applicants):

Hennen-ard Hulst, Amsterdam, NETHERLANDS;
Patrick Sandor RacZ, St. Heller, UNITED KLNGDONI;

111103 (Rev. 11105)
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PART B - FEE(S) TRANSMITTAL

Complete and send this form, together with applicable fee(s), to: Mail Mail Stop ISSUE FEECommissioner for Patents
P.O. BOX 1450

Alexandria, Virginia 22313—1450
or F_a;t, (571)—273-2885

W

INSTRUCTIONS: This form should bevusedfor transmitting the ISSUE FEE and PUBLICATION FEE (if required . Blocks 1 through 5 should be completed where
dpgl’opl‘iflifl. All further correspondence including the Patent, advance orders and notification of maintenance fees will :3 mailed to the current corres ondence address asin icated unless corrected below or directed otherWisc in Block i, by (a) speCifying a new correspondence address; andfor (b) indicating a separate " BE ADDRESS" formaintenance fee notifications.

CURRENT CORRESPONDENCE ADDRESS (NDICZUSI: Block I for any chungcofaddress) Note: A ceiti mate 0 mat in can 0 y :3 use or omestic mat tags 0 e
Feefis) Transmittal._ This certi icate cannot be used for any other accompanying

papers. Each additional paperhsucli as an asSIgumenr or formal drawing, mustave its own certificate of mailing or transmisSion.

20350 7590 101'04/2007 MCertificate of ailing or Transmission

TOWNSEND AND TOWNSEND AND CREW, LLP lshereb acid that thi§$ecifs Transmittal isfbegpg deposited lwith the Unitedrates 0523 CWICE W] 511 LCientposta c or irst class mai inan enveio e
TWO EMBARCADERO CENTER addressed to the Mail 310 ISSUE FEEgaddress above, or bein facsimile
EIGHTH FLOOR nansmitted to the USPTO ( 71} 273-2885, on the date indicated he ow.

 SAN FRANCISCO, CA 941113834

 
 

Sherri Hale (Deposiiufs name)

W_
I

. . ’ {D BIC)  
 

Janna ' , 

     . APPLICATION NO. FILING Dara FIRST NAMED [NVENTOR
11/336,753 0139/2006 Hermon-am Hulst 080379-000l DOUS 39H

TITLE OF lNVENTION: DATA STORAGE AND ACCESS SYSTEMS

APPLN. TYPE SMALL eu'nrv ISSUE FEE DUE runticanou FEE DUE PREV. PAID ISSUE FEB TOTAL Fears; DUE.

YES 30nonprovisional $720 $300 31020 0110412008

“——
PAIK, STEVE S 2876 235-3 80000

    
 
 

 
 

  
 

2. For printing on the patent front page, list
(i) the names of up to 3 registered patent attorneys
or agents OR, alternatively,

(2)_the name of a single firm (having as a members.
registered attorney or agent) and the names of up to
2 re istered patent attorneys or agents. If no name is 3
liste no name Will be printed.

1. Change of correspondence address or indication of "Fee Address" (37CFR 1.363).
Ci Chan e of cones ondcnee address (or Change of Correspondence
Address orm PTO." Bf122) attached.

D "Fee Address" indication (or "Fee Address" Indication form
PTOJ'SB/47; Rev 0302 or more recent) attached. Use of a Customer
Number is required.

3. ASSIGNEE NAME AND RESIDENCE DATA TO BE PRIN'I'ED ON THE PATENT (print or type)

PLEASE NOTE: Unless an assi no is identified below! no assignee data will appear on the patent. If an assignee is identified below, the document has been filed for
recOrdation as Set. forth in 37 CF 3.1 1‘ Completion oftbrs form is NOT a substitute for filing an assignment.

(A) NAME OF ASSIGNEE (B) RESIDENCE: (CITY and STATE OR COUNTRY)

i Townsend and Townsend

2 and Crew LII

Smart—Flash Limited ‘ East: Sussex, Great: Britain

Please check the appropriate assignee category or categories (will not be printed on the patent) : D Individual morporation or other private group entity D Government

4a. The following feds) are submitted: 4h. Payment ofFee(s}: (Please first reapply any previously paid issue fee shown above)
filssue Fee U A check is enclosed.
flPublication Fee (No small entity discount permitted) Cl Payment by credit card. Form PTO-2038 is attached
D Advance Order - ii of Copies
 

“The Director is hereby authorized to charge re Bikes fee 5), any deficiency, or credit anyoverpayment, to Deposn Account Number - 3 enclose an extra copy of this fonu). 
5. Change in Entity Status (from slat-us indicated above} .
E a, Applicant claims SMALL ENTITY status. See 37 CFR [.27. Cl b. Applicant is no longer claiming SMALL ENTITY status. See 37 CPR l.27(g){2).W

NOTE: The Issue Fee and Publication Fee. {if required) will not be accepted from anyone other than the applicant; a registered attorney or agent: or the assignee or other party in
interest as shown by the re _-rds of the United States Patent and Trademark Ofi'ice.    

Date January 2, 2008  
Authorized Signanire

Typed or printed name Registration No. a g 1 5 3

This collection of information is required by 37' CPR 1.311. The information is re aired to obtain or retain a benefit by the public which is to file (and by the USPTO to process
an application. Confidentiality is governed by 35 U.S.C. ”land 3'] CFR 1.14, T is collection 1.5 estimated to take 12 minutes to complete, including gathering, preparing, an
submitting the completed application form to the USPTO. Time Will Vill'fir de endin upon the mdivrdual case. Any comments on the amount of time you require to corn letethis form andfor su gestions for reducing this burden, should be sent to t e C [of In urination Officer, U.S. Patent and Trademark Office, US. Department of Comercefifl.
Box 1450, Alexan :31 Virginia 2238-1450. DO NOT SEND FEES OR COMPLETED FORMS TO THIS ADDRESS. SEND TO: Commissioner for Patents, PO. Box 1450,Aiexandria, Virginia 2235-1450.
Under the Paperwork Reduction Act of 1995, no persons are required to respond to a collection ofinfonnation unless it displays a valid OMB control number.
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Electronic Patent Application Fee Transmittal

Application Number: 11336758

Filing Date: 197J£m~2006

Title of Invention: DATA STORAGE AND ACCESS SYSTEMS  
Flrst Named Inventor/Applicant Name: Hermen—ard Hulst

Filer: Jason Donald Lohr/Sherri Hale

Attorney Docket Number: 08037Q-ODD1DOUS

Filed as Small Entity

Utility Filing Fees

"m Stew"
Basic Filing:

Pages:
 

l
Claims:

 
Miscellaneous-Filing:

Petition:

Patent-Appeals—and-Interference:

Post ~AI Iowancerand ~Post-Essu anee:

Utility Appl issue fee 2501 1 720 720

Publ. Fee— early, voluntary, or normal
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Description Fee Code Quantity Amount

 
Sub-Total in

USD($) 
Extension-of-Time:
 

Miscellaneous:
 

Total in USD ($) 1020   
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Electronic Acknowledgement Receipt

International Application Number: —

  
 

 
Title of invention: DATA STORAGE AND ACCESS SYSTEMS

 

First Named inventor/Applicant Name:

Payment information:

The Director of the USPTO is hereby authorized to charge indicated tees and credit any overpayment as follows:

 
 

 
 

 

 
 Submitted with Payment 

 

 
 

 

 
 
 
 
 

Payment Type

Payment was successfuily received in RAM

RAM confirmation Number

 
 

 
 
 

  

  
 
 

 

Charge any Additional Fees required under 37 C.F.Fl. Section 1.16 (National application tiling. search, and examination fees)

 Char-e an Additional Fees reuired under 37 C.F.Fl. Section 1.17 Patent .- -lication and reexamination o-rocesein
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Charge any Additional Fees required under 37 C.F.Ft. Section 1.19 (Docurnent supply fees)

Charge any Additional Fees required under 37 C.F.R. Section 1.20 (Post Issuance tees)

Charge any Additional Fees required under 37 C.F.R. Section 1.21 (Miscellaneous tees and charges) 

 

 
    

'FHe Listing:
Document . . . File Size(Bytes) Multi

Number Document Description File Name {Message Digest Part/.zip (if appl.)

08 000 s I F 99475
1 Issue Fee Payment (PTO-85B) 0379- 1OOU 733mg 9 1ePaymentpdf 33 BM 5d1 73071 SbifllecdSiESTbguafiibbi 5MB
 

Warnings:

 
 

information: 4‘8276 l
sdmwficlfiethEb-tdcbaaeadb‘ffifi

nSEi48l16
Fee Worksheet (PTO-06) feeeinfopdf

  
  

Warnings:

Information: 

Total Files Size (in bytes) . 107751

This Acknowledgement Receipt evidences receipt on the noted date by the USPTO of the indicated documents,
characterized by the applicant, and including page counts, where applicable. It serves as evidence of receipt
similar to a Post Card, as described in MPEP 503.

New Applications Under 35 U.S.C. 111
if a new application is being filed and the application includes the necessary components for a filing date (see
37 CFR 1.53(b)-(d) and MPEP 506), a Filing Receipt (37 CFR 1.54) will be issued in due course and the date
shown on this Acknowledgement Receipt will establish the filing date of the application.

National Stage of an International Application under 35 U.S.C. 371
It a timely submission to enter the national stage of an international application is compliant with the conditions
of 35 U.S.C. 371 and other applicable requirements a Form PCT/DO/EOIQOS indicating acceptance of the
application as a national stage submission under 35 U.S.C. 371 will be issued in addition to the Filing Receipt,
in due course.

New International Application Filed with the USPTO as 3 Receiving Office
If a new international application is being filed and the international application includes the necessary
components for an international filing date (see PCT Article 11 and MPEP 1810), a Notification of the
International Application Number and of the International Filing Date (Form PCTiROlt 05) will be issued in due
course, subject to prescriptions concerning national security, and the date shown on this Acknowledgement
Receipt will establish the international filing date of the application.
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UNITED STATES PATENT AND TRADEMARK OFFICE UNITED STATES DEPARTMENT OF COMMERCE
United States Patent and Trademark Office
Address: COMMISSIONER FOR PATENTS

PO. Box. I450
Alexandria. Virginia 23134450www.cspio.gov

NOTICE OF ALLOWANCE AND FEE(S) DUE

 

TOWNSEND AND TOWNSEND AND CREW, LLP ' . . WE STEVE 5.. .. '
Two EMEEECEEEECC

EIGHTH FLOOR 2m -
SAN FRANCISCO, CA 94111-3834 DATE MAILED: WIN/2007

APPLICATION NO. FILING DATE FIRST NAMED INVENTOR ATTORN EV DOCKET NO. CON FIRMATION N0.

“836,753 011'1912006 Hermennaxd Holst 080379—GOOIOOUS 391!
TITLE OF INVENTION: DATA STORAGE AND ACCESS SYSTEMS

TOTAL FEES} DUE DATE DU E

81029 011'041‘2008
      

APPLN. TYPE,

nonprovisional

IS SUE FEE DUE PUBLICATION FEE DUE

$720 $300

SMALL ENTITEr PREV. FAIL} ISSUE FEE

YES $0

THE APPLICATION IDENTIFIED ABOVE HAS BEEN EXAMINED AND IS ALLOWED FOR ISSUANCE AS A PATENT.
EROSECUTION ON THE MERITS E CLOSED. THIS NOTICE OF ALLOWANCE IS NOT A GRANT OF PATENT RIGHTS.
THIS APPLICATION IS SUBJECT TO WITHDRAWAL FROM ISSUE AT THE INITIATIVE OF THE OFFICE OR UPON
PETITION BY THE APPLICANT. SEE 37 CFR 1.313 AND MPEP 1308.

THE ISSUE FEE AND PUBLICATION FEE (IF REQUIRED) MUST BE PAID WITHIN THREE MONTHS FROM THE
MAILING DATE OF THIS NOTICE -0R THIS APPLICATION SHALL BE REGARDED AS ABANDONED. THIS
512A I UTQR! PERIOD CANNOT DE EXTENDED. SEE 35 U.S.C. 151. THE ISSUE FEE DUE INDICATED ABOVE DOES
NOT REFLECT A CREDIT FOR ANY PREVIOUSLY PAID ISSUE FEE IN THIS APPLICATION. IF AN ISSUE FEE. HAS
PREVIOUSLY BEEN PAID IN THIS APPLICATION (AS SHOWN ABOVE), THE RETURN OF PART B OF THIS FORlVI
WILL BE CONSIDERED A REQUEST TO REAPPLY THE PREVIOUSLY PAID ISSUE FEE TOWARD THE ISSUE FEE NOW
DUE.

HOW TO REPLY TO THIS NOTICE:

1. Review the SMALL ENTITY status shown above.

If the SMALL ENTITY is shown as YES, verify your current If the SMALL ENTITY is shown as NO:
SMALL ENTITY status:

A. If the status is the same, pay the TOTAL FEE(S) DUE shown A. Pay TOTAL FBI-3(5) DUE shown above, or
above.

B. If the status above is to be removed, check box 513 on Part B - ' B. If applicant ciaimed SMALL ENTITY status before, or is now
Fee(s) Transmittal and pay the PUBLICATION FEE (if required) claiming SMALL ENTITY status, check box 5a on Part B - Fee(s)
and twice the amount of the ISSUE FEE shown above, or Transmittal and pay the PUBLICATION FEE. (if required) and 112

the ISSUE FEE, shown above.

II. PART B - FEE(S) TRANSMITTAL, or its equivaient, rhust be completed and returned to the United States Patent and Trademark Office
(USPTO) with your ISSUE FEE and PUBLICATION FEE (if required}. If you are charging the fee(s) to your deposit account, section "4b"
of Part B - Fee(s) Transmittal should be completed and an extra copy of the form should be submitted. If an equivalent of Part B is-filed, a
request to reapply a previously paid issue fee must be clearly made, and delays in processing may occur due to the difficulty in recognizing
the paper as an equivalent ofPart B.

III. All communications regarding this application must give the application number. Please direct all communications prior to issuance to
Mali Stop ISSUE FEE unIess advised to the contrary.

IMPORTANT REMINDER: Utility patents issuing on appIications filed on or after Dec. 12, 1980 may require payment of
maintenance fees. It is patentee's responsibility to ensure timely payment of maintenance fees when due.

Page 1 of 3
PTOL-ss (Rev. 03107) Approved foruse through 08/3 more.
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PART B - FEE(S) TRANSMITTAL

Complete and send this form, together with applicable facts), to: Mail Mail Stop ISSUE FEECommissioner for Patents
PD. Box 1450

Alexandria, Virginia 22313-1450
or E3; (571)-273-2885

fNSTRUCflONS: This form should be 115cher transmitting the ISSUE FEE and PUBLICATION FEE (if requiredL. Blocks l through 5 should be completed where
appropriate. All further correspondence including the Patent. advance orders and notification of maintenance fees Will e mailed to the current cot-res ondence address as
in

icated unless corrected below or directed otherwise in Block 1, by (a) specifying a new correspondence address; andfor (b) indicating a separate " EE ADDRESS“ formaintenance fee notifications.

CURRENT CORRESPONDENCE ADDRESS ['ancz Us: Elnrk 1 foreny changenfaddrcss] Note: A certificate oi marlin can only E usa ior domestic mailings oi the
Fee(s) Transmittal. This cert' icatc cannot be used for any other accompanying
papers. Each additional paper, such as an assignment or formal drawmg, mustave its own certificate of mailing or transmissmn.20350 7590 [OIMIZGOZ'

Certificate of Mailing or Transmission

TOWNSEND AND TOWNSEND AND CREW, LLP [Shereb cctdlfi that this lfeei‘i) Transmittal {sf befing depositedlwith the Unitedtales DS entice Wit 511 men: pasta c or rm 0 ass mai in an envelo e
TWO EMBARCADERO CENTER addressed to the Mail Slo ISSUE FEEgsddress above or bein facsimiie
EIGHTH FLOOR transmitted to the USP'l‘O (in) 2'33—2885, on the date intficated beliw.
SAN FRANCISCO, CA 941 i 1-3334  

 
  
  

 

 

AFFLICATION NO. FILING DATE FIRST NAMED INVENTOR AWORNEY DOCKET NO. CONFIRMATION Not

I 11336353 GUIS'IZOOE- Hermon-3rd Hulsl 08 0379—000] DOUS 391]
TITLE OF lNVENTlON: DATA STORAGE AND ACCESS SYSTEMS A

APPLN. TYPE SMALL ENTl'n' ISSUE FEE DUE PUBLICATiON FEE DUE PREV. PAID ISSUE FEE TOTAL FEEt'S) DUE DATE DUE

I YES $300 $0nonpmvisiona ' 3720 5 l 020 [ll/0412008

PAIK, STEVE S ' 2876 235—3 80000

     

 

 
 

 

1. Cha
CFR 1

El Chan e of corres ondence address (or Change of CorrespondenceAddress orm PTO B.’ 122) attached.

El "Fee Address" indication (or "Fee Address" Indication formPTOISBM'i; Rev 03-02 or more recent) attached. Use of a Customer
Number is required.

iaggfifcorrespondencc address or indication of “Fee Address" (37 2, For printing on the patent fiont page, list
(1) the names of up to 3 registered patent attorneys 1or agents OR, alternatively,

(21th:: name of a single Firm (having as a member a 2
registered attorney or agent) and the names of up to

2 registered patent anomcys or agents. If no name is 3km: , no name Will be printed. 

3. ASSIGNEE NAME AND RESIDENCE DATA TO BE PRINTED ON THE PATENT (printor type)

PLEASE NOTE: Unless an assignee is identified below. no assignee data will appear on the potent. if an assignec is identified below, the document has been filed forreeordation as set forth in 33' CF 3.1 l. Completion of this form is NOTE. substitute for filing an aSSignmenti

(A) NAME or ASSIGNEE ' (B) RESIDENCE: (CITY and STATE 0R COUNTRY}

Please check the appropriate assignee category or categories (will not be printed on the patent) : El individual El Corporation or other private group entity [:l Government 

4a. The following fee(s) are submitted: 4h. Payment of Feefs}: (Please first reapply any previously paid issue fee shown above)
D issue Fee ‘ Cl A check is enclosed. .

D Publication Fee (No small entity discount permitted) :1 Payment by credit card. Form PTO-2038 is attached.

D Advance Order - it ofCopics [3111c Director is hereby authorized to charge the required fccgs), any deficiency, or credit anyW overpayment, to Deposrt Account Number enclose an extra copy of this form). 
5. Change in Entity Status (from status indicated above)

D a. Applicant claims SMALL ENTITY status. See 37 CFR l.27. D b. Applicant is no longer claiming SMALL ENTITY status. See 37 CFR l.27(g)(2].
NOTE: The issue Fee and Publication Fee (tfrequired) Will not be accepted from anyone other than the applicant; a registered attorney or agent; or the assrgnee or other party ininterest as shown by the records of the United States Patent and Trademark Office 

Authorized Signature Date  

Typed or printed name Registration No.
 

     

This collection of information is required by)?! CFR l,3l l . The information is re uircd to olitain or retain a benefit hi the public which is to file (and by the USPTO to processan application. Confidentiality is governed y 35 U.S.C. iZZjfl'ld 3? CFR i.l4. T IIS collection is estimated to take 1 minutes to complete, including gathering, preparing, an
submitting the completed application form to the USPTO. Time Will V dc endina upon the indivtdun] case. Any comments on the amount of time you require to com lete
this form andfor staggestions for ruducrng this burden, should be sent to t e ief Information Officer, US. Patent and Trademark Office, U.S. Department ofCornmeree, .0
Box [450, Alexei] ria, magma 2238-1450. [)0 NOT SEND FEES OR COMPLETED FORMS TO-THIS ADDRESS. SEND TO: Commissioner for Patents, P.O. Box 1450;Alexandria, Virginia 223! 4450. -

Under the Paperwork Reduction Act of i 995. no persons are required to respond to a collection of information unless it displays a valid OMB control number.“Wm—W"

PTOL-ES (Rev. 0810?) Approved for use through GSBiQUIO. 0MB [165] 43033 US. ?atcni and Trademark Office; UVSV DEPARTMENT OF COMMERCE
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UNITED STATES PATENT AND TRADEMARK OFFICE
UNITE!) STATES HEPARTMENT OF COMMERCE
United. States Patent and Trademark Office
Address: COMMISSIONER FOR PATENTSFilm): 1450

Alexandria. Virginia 23 | 3- 1 d5“wwwnspmguv

APPLICATION NO. FILING DATE FIRST NAMED INVENTOR A'ITORNEY DOCKET NO. CONFIRMATION N0. -

 
   

“836,758 01H9f2006 Hermon-aid Hulslt 030379~000IO0US 3911

20350 7590 101'041‘2007 . '
TOWNSEND AND TOWNSEND AND CREW, LLP PM“ STEVE S
TWOEMBARCADEROCENTER
EIGHTH FLOOR ' '

SAN FRANCISCO, CA 94] 11-3834 DATE M“3:15); 1mo4/2007

Determination ofPatent Term Adjustment under 35 U.S.C. 154 ([3)

(application filed on or after May 29, 2000)

The Patent Term Adjustment to date is 0 day(s). If the-issue fee is paid on the date that is three months after the
mailing date of this notice and the patent issues on the Tuesday before the date that is 28 weeks (six and a half
months) after the mailing date of this notice, the Patent Term Adjustment will be 0 day(s).

If 3 Continued Prosecution Application (CPA) was filed in the above-identified application, the filing date that
determines Patent Term Adjustment is the filing date of the most recent CPA.

Applicant will be able to obtain more detailed information by accessing the Patent Application Information Retrieval
(PAIR) WEB site (http://pair.uspto.gov).

Any questions regarding the Patent Term Extension or Adjustment determination should be directed to the Office of

Patent Legal Administration at (571)472-7702. Questions relating to issue and publication fee payments should be
directed to the Customer Service Center of the Office of Patent Publication at 1-(888)—786-0101 or
(571)—272-4200.

Page 3 of3
PTOLVBS (Rev. new?) Approved for use thtough 0813112010.
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Application No. ' Applicanfls)

1 11336.758 - HULST ET AL.
Examiner _ Art Unit

 

Notice ofAHowabiiity Steven S. Paik 2876

- The MAILING DA TE of this communication appears on the cover sheet with the correspondence address»
All claims being allowable, PROSECUTION ON THE MERITS IS (OR REMAINS) CLOSED in this application. if not included
herewith (or previously mailed), a Notice of Allowance (PTOL-BB) or other appropriate communication will be mailed in due course. THIS
NOTICE OF ALLOWABILITY IS NOT A GRANT OF PATENT RIGHTS. This application is subject to withdrawal from issue at the initiative
of the Office or upon petition by the applicant. See 37 CFR 1.313 and MPEP 1308. _ '

1. E This communication is responsive to the Amendment AfferFinaI‘ filed September 4, 2007.

2. E The allowed claim(s) isi’are 22 23 and 35-50.
 

3. E Acknowledgment is made of a claim for foreign priority under 35 U.S.C. § 119(a)-(d) or (f).

a) E All b) [I Some‘ c) E] None of the: _

1. [1 Certified copies of the priority documents have been received.

2. E Certified copies of the priority documents have been received in Application No. 10/111,715 .

3. [:1 Copies of the certified copies of the priority documents have been received in this national stage application from the
international Bureau (PCT Rule 172(3)).

* Certified copies not received:

Applicant has THREE MONTHS FROM THE “MAILING DATE“ of this communication to file a reply complying with the requirements
noted below. Failure to timely comply will result in ABANDONMENT of this application.
THIS THREE-MONTH PERIOD IS NOT EXTENDAEILE.

4. D A SUBSTITUTE OATH OR-DECLARATION must be submitted. Note the attached EXAMINER’S AMENDMENT or NOTICE OF
INFORMAL PATENT APPLICATION (PTO-152) which gives reason(s) why the oath or declaration is deficient.

5. El CORRECTED DRAWINGS (as “replacement sheets“) must be submitted.
(3)13 including changes required by the Notice of Drafisperson's Patent Drawing Review ( PTO—948) attached

1) El hereto or 2) CI to Paper NoJMail Date _.

(b) [I including changes required by the attached Examiner’s Amendment 1 Comment or in the Office actionof
Paper NoJMaiI Date __. - '

identifying indicia such as the application number (see 3? CFR 1.34M) should be written on the drawings in the frontlnot the back} of
each sheet. Replacement sheetis) should be labeled as such in the header according to 37 CFR 1.121(d).

8. El DEPOSIT OF andlor iNFORMATION about the deposit of BIOLOGICAL MATERIAL must be submitted. Note the
attached Examiner's comment regarding REQUIREMENT FOR THE DEPOSIT OF BIOLOGICAL MATEREAL.

 

 

Adachmenfls) _
1. [3 Notice of References Cited (PTO-392) 5. CI Notice of informal Patent Application

2. I] Notice of Draftperson's Patent Drawing Review (PTO-948) . 6. @ Interview Summary (PTO-413).
' Paper NoJMaii Date herewith .

3. Cl Information Disclosure Statements (PTOISBIOlE), 7. Examiners Amendment/Comment
Paper NoJMail Date 7

4. [j Examiner‘s Comment Regarding Requirement for Deposit 8. Examiner‘s Statement of Reasons for Allowance
of Biological Material

9. CI Other .

US. Patent and Trademark Office ' .
PTOL—3‘f (Rev. 08.06) . Notice of Allowabillty Part of Paper NoJMall Date 20070916

29



Application/Control Number: 11/336,758 _ Page 2

Art Unit: 287‘6

DETAILED ACTiON

Response to Amendment

1. Receipt is acknowledged of the Amendment-filed September 4, 2007.

EXAMINER’S AMENBMENT

2. An examiner’s amendment to the record appears below. Should the changes and/or-

additions be unacceptable to applicant, an amendment may be filed as provided by 37 CFR

1.312. 'l‘o. ensure consideration of such an amendment, it MUST be submitted no later-than the
payment of the issue fee. I

Authorizatibn for this examiner’s amendment was given in a telephone interview with '

Mr. Jason' Lohr on September} 8, 2007.

The application has been amended as follows:

IN THE CLAIMS: ‘

23. (Currently Amended). A'method as claimed in claim 22 wherein said parameter

memory further stores payment data and fin‘ther comprising selecting a—said—ase—m—le one of said

Luse rules dependent upon said payment data

Ailowable Subject Matter

3. Claims 22, iii, and 3560 are allowed.

The following is an examiner‘s statement of reasons for allowance: none of the cited

prior art of the record discloses, teaches, or fairly suggests claimed method and apparatus for ,

controlling access to content data on a data carrier where the data carrier comprising non-volatile

data memory storing content memory and non-volatile parameter memory. storing use status and

use rules. The prior art is also silent about the step of evaluating the use status data using the use

30



Application/Control Number: li!336,758 . _ Page 3
Art Unit: 2876 ‘

rules to determine whether access to the at least one requested content item stored in the content

memory is permitted and displaying to the user whether access is permitted for each of the at

least one requested content item stored in the data memory. One of the cited prior arts, Hiroya,

fails to teach the step of writing at lest one access rule into the data carrier, particularly where the

access rules contain conditions thatlare dependent upon an amount ofpayment associated. After

further search and thorough examination of the present application and in view of the Applicant's

arguments and amendments, claims 22, 23, and 35-50 are found to be in condition for allowance

over the prior art made of record.

Any comments considered necessary by applicant must be submitted no later than the

payment of the issue fee and, to avoid processing delays, should preferably accompany the issue

fee. Such submissions shoald be clearly labeled “Comments on Statement of Reasons for

Allowance.”

Conclusion

Any inquiry concerning this communication or earlier communications fiom the

examiner should be directed to Steven S. Paik whose telephone number is 571-222—2404: The

examiner can normally be reached on Monday - Friday 6:3 0a-3200p (Maxi-Flat“).

if attempts to reach the examiner by telephone are unsuccessful, the examiner’s

supervisor, Michael G. Lee can be reached on 571—272-2398. The fax phone number for the

organization where this application or proceeding is assigned is 571-273—8300.

information regarding the status of an application may be obtained from the Patent

Application information Retrieval (PAIR) system. Status information for published applications

may be obtained from either Private PAIR or Public PAIR. Status information for unpublished
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applications is available through Private PAIR only. For more information about the PAIR

system, see http://pair-direct.uspto.gov. Should you have questions on access to the Privete PAIR

system, contact the Electronic Business Center (EEC) at 866-217-9197 (toll-free). If you would

like assistance from a USPTO customer Service Representative or access to therautoniated

information system, call 800—786—9199 (IN USA OR CANADA) or 571—272-1000.

Stfifi
\_ Primary Examiner

' (steve.paik@uspto.gov)
Art Unit 2876

ssp
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TOWNSENDEII TO

m
Attorney Docket No: 080379-000100US

Client Ref. No‘: FfUSPSMZlX Con.

IN THE UNITED STATES PATENT AND TRADEMARK OFFICE

In re application of: Confirmation No. 3911

Herman—ard HULST Examiner: PAIK, Steve S.
Patrick SANDOR

Technology Center/Art Unit: 2876
Application No.: 11/336,758

AMENDMENT UNDER 37 CFR 1.116

Filed: January 19, 2006 EXPEDITED PROCEDURE EXAMINING
GROUP 2876

For: DATA STORAGE AND ACCESS
SYSTEMS

Customer No.: 20350

 

Mail Stop AF
Commissioner for Patents

PO. BOX 1450

Alexandria, VA 22313-1450

Sir:

In response to the Final Office Action mailed May 3, 2007, on the above—

referenced application, and in accordance with the one month Petition for Extension of Time,

extending the time for response (including the Labor Day holiday of September 3) to today,

September 4, 2007, please enter the following amendments and remarks:

Amendments to the Claims are reflected in the listing of claims which begins on page 2 of this
paper.

Remarks/Arguments begin on page 7 of this paper.
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App]. No. 111336358 PATENT
Amdt. dated September 4, 2007
Amendment under 37‘ CPR l.116 Expedited Procedure

Examining Group 2876

Amendments to the Claims:

This listing of claims will replace all prior versions, and listings, of claims in the application:

Listing of Claims:

Claims 1-21. (Canceled)

22. (Previously Presented) A method of controlling access to content data on a

data carrier, the data carrier comprising non—volatile data memory storing content memory and

non-volatile parameter memory storing use status data and use rules, the method comprising:

receiving a data access request from a user for at least one content item of the

content data stored in the non-volatile data memory;

reading the use status data and use rules from the parameter memory that pertain

to use of the at least one requested content item;

evaluating the use status data using the use rules to determine whether aCCess to

the at least one requested content item stored in the content memory is permitted; and

displaying to the user whether access is permitted for each of the at least one

requested content item stored in the non—volatile data memory.

23. (Original) A method as claimed in claim 22 wherein said parameter

memory further stores payment data and further comprising selecting a said use rule dependent

upon said payment data.

Claims 24-34. (Canceled)

35. (Previously Presented) A data access terminal for retrieving data from a

data supplier and providing the retrieved data to a data carrier, the terminal comprising:

a first interface for communicating with the data supplier;

a data carrier interface for interfacing with the data carrier;

Page 2 of 8
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a program store storing code; and

a processor coupled to the first interface, the data carrier interface, and the

program store for implementing the stored code, the code comprising:

code to read payment data from the data carrier and to forward the payment data

to a payment validation system;

code to receive payment validation data from the payment validation system;

code responsive to the payment validation data to retrieve data from the data

supplier and to write the retrieved data into the data carrier; and

code responsive to the payment validation data to receive at least one access rule

from the data supplier and to write the at least one access rule into the data carrier, the at least

one access rule specifying at least one condition for accessing the retrieved data written into the

data carrier, the at least one condition being dependent upon the amount of payment associated

with the payment data forwarded to the payment validation system.

36. (Original) A data access terminal as claimed in claim 35 further

comprising code to transmit at least a portion ofthe payment validation data to the data suppiier

or to a destination received from the data supplier.

37. (Previously Presented) A data access terminal as claimed in claim 35

further comprising code to retrieve from the data supplier and output to a user stored data

identifier data and associated value data and use rule data for a data item available from the data

supplier.

38. (Original) A data access terminal as claimed in claim 37 further

comprising code to write use rule data for a data item into the data carrier with the associated

data item.

39. (Currently Amended) A data access terminal as claimed in claim 37

further comprising code to read a stored value from the data carrier, code to compare said stored

value with said value data2 [[;]] and code to provide a modified output to a user of one or more of

Page 3 of 8
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said stored data identifier data, said value data and said use rule data, in response to a result of

the comparison.

40. (Previously Presented) A data access terminal according to claim 35

further comprising code for user input of access control data, code to output the access control

data to the data carrier, and code to receive access permission data and output data to the user in

response to the received access permission data.

41. (Previously Presented) A data access terminal as claimed in claim 40

further comprising code to output a data erasure warning in re3ponse to the received access

permission data.

42. (Previously Presented) A data access terminal according to claim 35

further comprising code to read reward data from the data carrier and to write modified reward

data to the data carrier in response to said retrieval of data from the data supplier.

43. (Previously Presented) A data access terminal according to claim 35

further comprising:

code to read identity data from the data carrier;

code to transmit the identity data to the data supplier;

code to reCeive user characterizing data from the data supplier;

code to retrieve supplementary data in response to said characterizing data; and

code to output the supplementary data.

44. (Previously Presented) A data access terminal according to claim 35

further comprising a cash input device coupled to the processor, to provide cash input value data;

and code to update payment data in the data carrier, in accordance with the cash input value data.

45. (Previously Presented) A data access terminal according to claim 35

integrated with a mobile communication device, a personal computer, an audio/video player,

and/or a cable or satellite television interface device.

Page 4 of8
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Examining Group 2876

46. (Previously Presented) A method of providing data from a data supplier to

a data carrier, the method comprising:

reading payment data from the data carrier;

forwarding the payment data to a payment validation system;

retrieving data from the data supplier;

writing the retrieved data into the data carrier;

receiving at least one access rule from the data supplier; and

writing the at least one access rule into the data carrier, the at least one access rule

specifying at least one condition for accessing the retrieved data written into the data carrier, the
at least one condition being dependent upon the amount of payment associated with the payment

data forwarded to the payment validation system.

47. (Original) A method of providing data from a data supplier according to

claim 46 filrther comprising:

receiving payment validation data from the payment validation system; and

transmitting at least a portion of the payment validation data to the data supplier,

48. (Original) A method of providing data as claimed in claim 47, wherein the

payment validation system comprises a payment processor at the data supplier.

49. (Previously Presented) A method of providing data as claimed in claim 46,

further comprising:

retrieving from the data supplier a stored data item identifier and associated value

data; and

writing the stored data item identifier and associated value data for the data item

into the data carrier.

50. (Previously Presented) A method of providing data as claimed in claim 48,

further comprising:

reading a stored value from the data carrier;

Page 5 of 8
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comparing the stored value with said value data; and

outputting to a user information indicating the resuit of said comparing.

Claims 51—74. (Canceled)

Page 6 of 8
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App1.No. 11/339,758 PATENT
Amdt. dated September 4, 2007 ‘
Amendment under 37 CFR Li 16 Expedited Procedure
Examining Group 2876

REMARKS/ARGUMENTS

This Amendment is in response to the Office Action mailed May 3, 2007. Claims 22, 23,

35-50, and 59—62 were pending in the present application. Claims 22, 23, and 35-50 are allowed.

This Amendment amends claim 39, and cancels claims 59—62, leaving pending in the application

claims 22, 23, and 35-50. Reconsideration of the rejected claims is respectfully requested.

1. Allowed Claims

Claims 22, 23, and 35-50 are allowed.

11. Examiner Interview

An informal telephone interview was conducted with Examiner Paikon May 16, 2007.

The undersigned attorney represented the Applicants in the interview. In the interview, the

objection to the declaration was discussed. The Examiner indicated that the second was

incorrectly copied into the outstanding Office Action and that the declaration is actually in

compliance as discussed. The Examiner also clarified the language on page 4 to indicate that the

previous response did address claims 5962, but that the Examiner believes there are separate

issues regarding these claims that stili render them obvious in light of the cited art. Applicants‘

appreciate the Examiner‘s help in these matters.

III. Effectiveness of Declaration

As discussed above, the Examiner indicated by telephone that this section was

improperly copied into the Office Action as the declaration includes the correct application

number and filing date (the declaration being a copy from the parent case under 37 CFR 1.63).

Applicants therefore respectfiilly submit that the declaration is effective as confirmed by the

Examiner.

Page 7 of 8
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IV. Rejection under 35 U.S.C. §102

Claims 59—62 are rejected under 35 U.S.C. §102(b) as being anticipated by Hiroya er of.

(US 5,754,654). While Applicants disagree with the rejection, for reasons including those of

record, these claims are canceled in this response in order to expedite issuance of the allowed

claims. Applicants reserve the right to present these or similar claims again in a continuing

application. As these claims have been canceled, Applicants respectfully submit that the

rejections are moot.

V. Amendment to the Claims

Claim 39 is amended simply for clarification purposes, replacing a semicolon with a

comma to be consistent with the rest of the claim. It is respectfully submitted that this

amendment is non-substantive, and does not affect the allowability of this claim. The

amendment is not intended to alter the scope of the claim or limit any equivalents thereof, is

supported by the specification, and does not add new matter. Applicants therefore respectfully

request consideration and allowance of the amended claim.

W

In View of the foregoing, Applicants believe all claims now pending in this

Application are in condition for allowance and an action to that end is respectfully requested.

If the Examiner believes a telephone conference would expedite prosecution of

this application, please telephone the undersigned at 925-472-5000.

Respectfully submitted,

 
TOWNSEND and TOWNSEND and CREW LLP

Two Embarcadero Center, Eighth Floor
San Francisco, California 94111-3834
Tel: 925-472-5000

Fax: 415-576-0300

Attachments

.1ande61142357 v1
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4a) Of the above ciaimts) ____ isiare withdrawn from consideration.

5)I Claim(s) 22 23 and 35-50 isiarc allowed.
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8):} Claim(s) __ are subject to restriction andior election requirement.

  

Application Papers 

SE! The Specification is objected to by the Examiner.
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Replacement drawing sheetts) including the correction is required it the drawing(s) is objected lo. See 37 CFR 1.121(d).
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ApplicationfControi Number: 11/336,758 Page 2

Art Unit: 2876

DETAILED ACTION

Response to Amendment

1. Receipt is acknowledged of the Amendment filed February 6, 2007. The amendment

amends claims 22, 35, 40, 4], 44, 46, and 49.

Oath/Declaration

2. The oath or declaration is defective. A new oath or declaration in compliance with 37

CFR l.67(a) identifying this application by application number and filing date is required. See

MPEP §§ 602.01 and 602.02.

The oath or declaration is defective because:

The oath or declaration contains incorrect application number and filing date.

Claim Rejections - 35 USC § 102

3. The foilowing is a quotation of the appropriate paragraphs of 35 U.S.C. 102 that form the

basis for the rejections under this section made in this Office action:

A person shall be entitled to a patent unless _

(b) lhc invention was patented or described in a printed pubtication in this or a foreign country or in public use or on
sale in this country, more than one year prior to the date ofapplication for patent in the United States.

4. Claims 59-62 are rejected under 35 U.S.C. 102(b) as being anticipated by Hiroya et a}.

(US 5,754,654, cited by the applicant).

Re claim 59, Hiroya et a1. disclose a method and a system comprising an electronic ticket

storage device (2), a terminal device (3), a communication line (4), and an electronic ticket

vending and refunding device (1). The electronic ticket storage device further comprises 1C chip

having a storage unit (3 i) comprised of various readable/writable storage units (3 2-36), an 1/0

interface (37), and a central processing unit (38). The method further comprising:

60



ApplicationfControl Number: 11036358 Page3
Art Unit: 2876

retrieving use status data from the data carrier indicating past use of the stored data

(electronic ticket);

retrieving use rules from the data carrier (2);

evaluating the use status data (validfinvalid) using the use rules to determine whether

access to data stored on the carrier is permitted; and

permitting access to the data on the data carrier dependent on the result of said

evaluating (Fig. 12 and col. 19, line 4 — col. 21, line 45).

Re claim 60, Hiroya et a1. disclose the method and the system as recited in rejected claim

59 stated above, further writing updated use status data (1190 in Fig. 12) to the carrier after an

access attempt.

Re claim 61, Hiroya et aI. disclose the method and the system as recited in rejected claim

60 stated above, wherein said use rules permit partial access to a data item and wherein said

writing writes a record of what part of the data item has been accessed when only part of the data

item has been accessed (The electronic ticket storage area can store more than one ticket

information and only a portion of the ticket information can be accessed one at a time.)

Re claim 62, Hiroya et a1. disclose the method and the system as recited in rejected claim

59 stated above, further comprising:

inputting a user access data (electronic ticket information data);

selecting the use rules (electronic ticket retumlrefund rule) dependent upon the user

access data.

Allowable Subject Matter

5. Claims 22, ’23, and 35-50 are ailowed.
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Art Unit: 2876

6. The following is a statement of reasons for the indication of allowable subject matter: the

amended claims have overcome the teachings of prior art. The Horoya reference does not

disclose use status data stored separately from associated content data. Horoya also fails to teach

writing separate access rules to an electronic ticket storage device, particularly where the access

rules contain conditions that are dependent upon an amount of payment associated with the

payment data forwarded to the payment validation system.

Response to Arguments

7. The examiner respectfully points out that the response filed on February 6, 2007 does not

address of the issues discussed in the previousiofiice action. For example, the applicant has not

provided any response regarding the objection to the Oath/Declaration. There is also no

response about the rejection of claims 59—62. Thus, claims 59-62 remain rejected.

Conclusion

8. Applicant‘s amendment necessitated the new ground(s) of rejection presented in this

Office action. Accordingly, THIS ACTION IS MADE FINAL. See MPEP § 706.07(a).

Applicant is reminded of the extension of time policy as set forth in 37 CFR l.l36(a).

A shortened statutory period for reply to this final action is set to expire THREE

MONTHS from the mailing date of this action. In the event a first reply is filed within TWO

MONTHS of the mailing date of this final action and the advisory action is not mailed until after

the end of the THREE-MONTH shortened statutory period, then the shortened statutory period

will expire on the date the advisory action is mailed, and any extension fee pursuant to 37

CFR 1.336(a) will be calculated from the mailing date of the advisory action. In no event,
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Application/Control Number: 11/336,758 Page 5
Art Unit: 2876

however, wili the statutory period for reply expire later than SIX MONTHS from the date of this

final action.

Any inquiry concerning this communication or earlier communications from the

examiner should he directed to Steven S. Paik whose telephone number is 571-272-2404. The

examiner can normally be reached on Monday - Friday 6:30a—3200p (Maxi-Fle‘x").

If attempts to reach the examiner by telephone are unsuccessful, the examiner’s

supervisor, Michael G. Lee can be reached on 571 -272-23 98. The fax phone number for the

organization where this application or proceeding is assigned is 571-273-8300.

Information regarding the status of an application may be obtained from the Patent

Application information Retrieval (PAIR) system. Status information for published applications

may be obtained from eitherPrivate PAIR or Public PAIR. Status information for unpublished

applications is available through Private PAIR only. For more information about the PAIR

system, see http://pair—direct.uspto.gov. Should you have questions on access to the Private PAIR

system, contact the Electronic Business Center (EBC) at 866-217-9197 (toll-free). If you would

like assistance from a USPTO Customer Service Representative or access to the automated

information system, call 800-786—9199 (IN USA OR CANADA) or 571-272-1000.

3%
Primary Examiner

(steve.paik@uspto.gov)
Art Unit 2876
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I hereby certify that this correspondence is being filed via PATENT
EFS-Web with the United States Patent and Trademark Office .
on Febma 6 2007 ‘ Attorney Docket No. 030379-000300US

Client Ref. No.: F/USPS 1421K Con.
 

TOWNSEND and TOWNSEND and CREW LLP

WW

IN THE UNITED STATES PATENT AND TRADEMARK OFFICE

In re application of: Continuation No. 3911

Herman-3rd HULST Examiner: PAIK, Steve S.
Patrick SANDOR

Technology Center/Art Unit: 2876
Application No.: 11/336,758

AMENDMENT

Filed: January 19, 2006

For: DATA STORAGE AND ACCESS
SYSTEMS

Customer No.: 20350

 

Mail Stop Amendment
Commissioner for Patents

P.O. Box 1450

Alexandria, VA 22313-1450

Sir:

In response to the Office Action mailed November 6, 2006, please enter the

following amendments and remarks:

Amendments to the Claims are reflected in the listing of claims which begins on page 2 of this
paper.

Remarks/Arguments begin on page 7 of this paper.

Page 1 ofll
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Appl. No. l1/336,758 PATENT
Amdt. dated February 6, 2007

Reply to Office Action ofNovember 6, 2006

Amendments to the Claims:

This listing of claims will replace all prior versions, and listings of claims in the application:

Listing of Claims:

Claims 1-21. (Canceled)

22. (Currently Amended) A method of controlling access to content data on a

data carrier, the data carrier comprising non—volatile data memory storing content memory and

non-volatile parameter memory storing use status data and use rules, the method comprising:

receiving a data access request from a user for at least one content item of the

content data stored in the non-volatile data memgy;

reading the use status data and use rules from the parameter memory that pertain

to use of the at least one reguested content item; and

evaluating the use status data using the use rules to determine whether access to

the steeedndat-a at least one requested content item stored in the content memory is permitted; and

[Li]

displayingto the user whether access is_p_ennitted for each of the at least one

regyested content item stored in the non-volatile data memory.

23. (Original) A method as claimed in claim 22 wherein said parameter

memory further stores payment data and further comprising selecting a said use rule dependent

upon said payment data.

Claims 24—34. (Canceled)

35. (Currently Amended) A data access terminal for retrieving data from a

data supplier and providing the retrieved data to a data carrier, the terminal comprising:
a first interface for communicating with the data supplier;

a data carrier interface for interfacing with the data carrier;

Page 2 of 11
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App]. No. 31/336,758 PATENT
Amdt. dated February 6, 2007
Reply to Office Action ofNovember 6, 2006

a program store storing code; and implementabie—ey—apreeessomsnd

a processor [[,]] coupled to the first interface, the data carrier interface1 and [[to]]

the program store for implementing the stored code, the code comprising:

code to read payment data from the data carrier and to forward the payment data

to a pawnth validation system;

code to receive payment validation data from the payment validation system;

code responsive to the payment validation data to retrieve data from the data

supplier and to write the retrieved data into the data carrier; and

code responsive to the payment validation data to receive at least one access rule

from the data supplier and to write the at least one access rule into the data carrier, the at least

one access rule specifying at least one condition for accessing the retrieved data written into the

data carrier, the at least one condition being dependent upon the amount of payment associated

with the payment data forwarded to the payment validation system.

36. (Original) A data access terminal as claimed in claim 35 further

comprising code to transmit at least a portion of the payment validation data to the data supplier

or to a destination received from the data supplier.

37. (Previously Presented) A data access terminal as claimed in claim 35

fiirther comprising code to retrieve from the data supplier and output to a user stored data

identifier data and associated value data and use rule data for a data item available from the data

supplier.

38. (Original) A data access terminal as claimed in claim 37 further

comprising code to Write use rule data for a data item into the data carrier with the associated

data item.

39. (Previously Presented) A data access terminal as claimed in claim 37

further comprising code to read a stored value from the data carrier, code to compare said stored

value with said value data; and code to provide a modified output to a user of one or more of said

Page 3 01°11
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App]. No. 11/335,753 ‘ PATENT
Amdt. dated February 6, 2007

Reply to Office Action of November 6, 2006

stored data identifier data, said value data and said use rule data, in response to a result of the

comparison.

40. (Currently Amended) A data access terminal according to claim 35 further

comprising code for user input of access control data, code to output the access control data to

the data carrier, ad code to receive access permission data fisaa—tlreeardraadeede—te and output

data to the user in response to the received access permission data.

41. (Currently Amended) A data access terminal as claimed in claim 40

further comprising code to output a data erasure warming warning in reSponse to the received

access permission data.

42. (Previously Presented) A data access terminal according to claim 35

further comprising code to read reward data from the data carrier and to write modified reward

data to the data carrier in response to said retrieval of datafrom the data supplier.

43. (Previously Presented) A data access terminal according to claim 3 5

further comprising:

code to read identityr data from the data carrier;

code to transmit the identity data to the data supplier;

code to receive user characterizing data from the data supplier;

code to retrieve supplementary data in response to said characterizing data; and

code to Output the supplementary data.

44. (Currently Amended) A data access terminal according to claim 35 further

comprising a cash input device coupled to the processor, to provide cash input value data; and

code to update payment data in the data carrier, in accordance with the cash input value dataL

45. (Previously Presented) A data access terminal according to claim 35

integrated with a mobile communication device, a personal computer, an audio/video player,

and/or a cable or satellite television interface device.

Page 4 of 11
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App]. No. 11/336,758 PATENT
Amdt. dated February 6, 2007

Reply to Office Action of November 6, 2006

46. (Currently Amended) A method of providing data from a data supplier to a

data carrier, the method comprising:

reading payment data from the data carrier;

forwarding the payment data to a payment validation system;

retrieving data from the data supplier; and

writing the retrieved data into the date data carrier;

receiving at least one access rule from the data supplier; and

writing the at least one access rule into the data carrier, the at least one access rule

specifying at least one condition for accessing the retrieved data written into the data carrier, the
at least one condition being dependent upon the amount of payment associated with the payment

data forwarded to the payment validation system.

47. (Original) A method of providing data from a data supplier according to

claim 46 further comprising:

receiving payment validation data from the payment validation system; and

transmitting at least a portion of the payment validation data to the data supplier.

48. (Original) A method of providing data as claimed in claim 47, wherein the

payment validation system comprises a payment processor at the data supplier.

49. (Currently Amended) A method of providing data as claimed in claim 46,

further comprising:

retrieving from the data supplier a stored data item identifier and associated value

data and—aseauledata; and

writing use—tailedata the stored data item identifier and associated value data for

the data item into the data carrier.

50. (Previously Presented) A method of providing data as claimed in claim 48,

further comprising:

reading a stored value from the data carrier;
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comparing the stored value with said value data; and

outputting to a user information indicating the result of said comparing.

Claims 51 —58. (Canceled)

59. (Original) A method of controlling access to data from a data carrier,

comprising:

retrieving use status data from the data carrier indicating past use of the stored

data;

retrieving use rules from the data carrier;

evaluating the use status data using the use rules to determine whether access to

data stored on the carrier is permitted; and

permitting access to the data on the data carrier dependent on the result of said

evaluating.

60. (Original) A method of controlling access according to claim 59, further

comprising:

writing updated use status data to the carrier after an aCcess attempt.

61. (Original) A method of controlling access according to claim 60, wherein

said use rules permit partial access to a data item and wherein said writing writes a record of

what part of the data item has been accessed when only part of the data item has been accessed.

62. (Previously Presented) A method of controlling access according to claim

59, further comprising:

inputting a user access data;

seiecting the use rules dependent upon the user access data.

Claims 63—74. (Canceled)
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REMARKS/ARGUMENTS

This Amendment is in response to the Office Action mailed November 6, 2006. Claims

22, 23, 3 5-50, and 59-62 were pending in the present application. This Amendment amends

claims 22, 35, 40, 41, 44, 46, and 49, without adding or canceling any claims, leaving pending in

the application claims 22, 23, 35—50, and 59-62. Reconsideration of the rejected claims is

respectfully requested.

1. Priority and Oattheclaration ,

It is respectfully submitted that is application is a continuation of, and claims priority to,

US. Patent Application Serial No. 10/111,716 (which in turn claims priority to the UK

application). This claim of priority was submitted with the application as filed and can be
verified through the PAIR system. The Office Action states on page 2 that applicant has not

filed a certified copy of the foreign application in the present application. It is respectfully

submitted that MPEP §201.14(b) states "Where the benefit of a foreign filing date based on a

foreign application is claimed in a later filed application (i.e., continuation, continuation-impart,

division) or in a reissue application and a certified copy of the foreign application as filed, has

been filed in a parent or related application, it is not necessary to file an additional certified copy

in the later application." As such, it is not believed that an additional certified copy is necessary.

Further, the Office Action on page 2 states that the oath or declaration is defective for

identifiring an incorrect application number and filing date. It is respectfully submitted that the
oath or declaration is not defective as it identifies the application number and filing date of the

parent application, of which this application is a continuation. 37 CFR §1 .63 states that a "newly
executed oath or declaration is not required under §1.51(b)(2) and §1.53(f) in a continuatiOn or

divisional application." Further, MPEP §602.05(a) states that a "continuation or divisional

application filed under 37 CFR 1.535(1)) (other than a continuation—impart (CIPD may be filed
with a copy of the oath or declaration from the prior nonprovisional application." As such, it is
believed that the oath or declaration is not defective as it is a copy of what was filed in the parent

application.
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Applicants therefore respectfully request that the objections to the priority claims and the

oath/declaration be withdrawn. If such belief on Applicants' part is not accurate, Applicants

respectfully request that the Examiner contact the undersigned attorney to ensure that the present

response is not considered to be non-responsive and does not result in abandonment of the

present application.

II. Objection to the Claims

Claims 41 and 44 are objected to for including informalities, particularly a typographical

error for the term "warning" and the inadvertent omission of a period at the end of a claim.

Applicants appreciate the Examiner's careful attention to detail, and have amended these claims

appropriately. It is noted that Applicants' copy of claim 44 included a period at the end, but due

to copying and other such issues the period may not have appeared to be included in the claim so

Applicants have thus amended the claim to add a period in order to be responsive. It is

respectfully requested that if such a period is found to have been included in the claim, that this

amendment not be rejected as being nod—compliant for reciting an incorrect status identifier

and/or not amending the claim. As the claims should no longer contain the objectionable

informalities, Applicants respectfully request that the objections to these claims be withdrawn.

III. Rejection under 35 U.S.C. §112

Claims 35 and 40 are rejected under 35 U.S.C. §112, second paragraph, as being

indefinite for failing to particularly point out and distinctly claim the subject matter which

applicant regards as the invention. In particular, these claims are rejected for lacking proper

antecedent basis for each term recited therein. These claims as amended should include proper

antecedent basis for each term recited therein. Applicants therefore respectfully request that the

rejection with respect to claims 35 and 40 be withdrawn.
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73



Appi.No, 11/336,758 PATENT
Amdt. dated February 6, 2007
Reply to Office A'ction ofNovember 6, 2006

IV. Rejection under 35 U.S.C. §102 ‘

Ciairns 22, 23, 35-50, and 59—62 are rejected under 35 U.S.C. §102(b) as being

anticipated by Hiroya (US. Patent No. 5,754,654). Applicants respectfully submit that Hiroya

does not disclose each element of these claims.

For example, Applicants' claim 22 as amended recites a method of controlling access to

content data on a data carrier, the data carrier comprising non-volatile data memory storing

content memory and non—volatile parameter memory storing use status data and use rules, the

method comprising:

receiving a data access request from a user for at least one content item of the content
data stored in the non-volatile data memory;

reading the use status data and use rules from the parameter memory that pertain
to use of the at least one requested content item;

evaluating the use status data using the use rules to determine whether access to the
at least one requested content item stored in the content memory is permitted; and

displaying to the user whether access is permitted for each of the at least one
requested content item stored in the non-volatile data memory

(emphasis added). Such limitations are not disclosed by Hiroya.

Hiroya discloses an electronic ticket vending and refunding system wherein a ticket

purchaser can purchase a ticket to an event, etc., through a man-machine interface, whereby the

ticket information is transferred to an electronic ticket storage device (col. 11, lines 3649}. In

this system, the electronic ticket is stored in the electronic ticket storage device and includes I

ticked information data and an electronic ‘signature (col. 15, lines 62—67), and the ticket can be

redeemed by decrypting the electronic signature and ticket information data so that a man—

machine interface can verify the validity of the electronic ticket (col. 23, line 64—col. 24, line 18).

Hiroya does not disclose status data and use rules stored in a parameter memory, wherein the use

rules stored on the non-volatile memory are used to analyze the use status data stored on the non-

volatile memory to determine Whether access to separately-stored requested content is permitted

as required in Applicants' claim 22 as amended. Hiroya discloses that electronic ticket

information itself includes both the ticket data and the validity data, and that the electronic ticket

information must be decrypted to be validated. Hiroya does not disclose use status data stored

separately from associated content data, and since ticket data is either valid or not valid in and of

itself and does not include separate use data, Hiroya does not suggest or provide motivation to
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store use data as recited in claim 22. Further, as Hiroya discloses only ticket information that

can be redeemed, and not content that can be accessed multiple times, partially used, used at

different times, etc., such that there would be no motivation to include use data with the device

of Hiroya. As Hiroya does not disclose such limitations, Hiroya cannot anticipate Applicants'
claim 22 or the claims that depend therefrom.

Applicantsl claim 35 recites a data access terminal for retrieving data from a data supplier

and providing the retrieved data to a data carrier, comprising:
a first interface for communicating with the data supplier;
is data carrier interface for interfacing with the data carrier;

a program store storing code; and
a processor coupled to the first interface, the data carrier interface, and the program store

for implementing the stored code, the code comprising:
code to read payment data from the data carrier and to forward the payment data to a

payment validation system;
code to receive payment validation data from the payment validation system;
code responsive to the payment validation data to retrieve data from the data supplier and

to write the retrieved data into the data carrier; and
code responsive to the payment validation data to receive at least one access rule

from the data supplier and to write the at least one access rule into the data carrier, the at
least one access rule specifying at least one condition for accessing the retrieved data written.
into the data carrier, the at least one condition being dependent upon the amount of
payment associated with the payment data forwarded to the payment validation system

(emphasis added). Such limitations also are not anticipated by Hiroya, as Hiroyo does not
disclose writing separate access rules to an electronic ticket storage device, particularly where
the access rules contain conditions that are dependent upon an amount of payment. As a ticket is

either purchased or not purchased, and thus validly present or not present on the device, there is
no need to store access rules including conditions based on an amount of payment. As such,

Hiroya also does not anticipate Applicants' claim 35 or the claims that depend therefrom.
The other independent claims recite limitations that are not disclosed by Hiroya, for

reasons including those discussed above, such that these claims and the claims that depend

therefrom also cannot be anticipated by Hiroya. Applicants therefore respectfully request that

the rejections with respect to claims 22, 23, 3560, and 59—62 be withdrawn.
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V. 'Amendment to the Claims

Unless otherwise specified, amendments to the claims are made for purposes of clarity,

and are not intended to alter the scope of the claims or limit any equivalents thereof. The

amendments are supported by the specification and do not add new matter.

CONCLUSION

In View of the foregoing, Applicants believe all claims now pending in this

Application are in condition for allowance. The issuance of a formal Notice of Allowance at an

early date is respectfully requested.

If the Examiner believes a telephone conference would expedite prosecution of

this application, please telephone the undersigned at .

Respectfully submitted,

JasoE D. Lo
Reg. No. 48,163

TOWNSEND and TOWNSEND and CREW LLP

Two Embarcadero Center, Eighth Floor
San Francisco, California 94111-3834
Tel: 925-472—5000
Fax: 4 l 5—576—03 00

Attachments

JDL:sih
60972471 v1
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Office Action Summary

“E Responsive to communicationts) filed on 29 September 2005.

2ajEI This action is FINAL. 2133le This action is non—final.

3)EI Since this application is in condition for allowance except for formal matters, prosecution as to the merits is

closed In accordance with the practice under Ex parte Quayie. 1935 0.0. 11, 453 0.6. 213.

Disposition of Claims

4). Claim[s) 22 23 35-50 and 59-62 islare pending in the application.

43) Of the above claim(s)w isiare withdrawn from consideration.

5):] Claim(s) ____ islare allowed.

Bilzl Claim(s) 22 23 35-50 and 59-62 islare rejected.

Di] Claim(s)w islare objected to.

8)[] Claimis) __ are subject to restriction and/or election requirement.

 

 

Application Papers
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Replacement drawing shes-us) including the correction is required if the drawing(s) is objected to. See 37 CFR/1.121(d).
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Priority under 35 use. § 119

13% Acknowledgment is made of a claim for foreign priority under 35 U.S.C. § 119(ai-(d) or (i).

all] All b)|:l Some * c)‘ None of:

1.. Certified copies of the priority documents have been received.

21:] Certified copies of the priority documents have been received in Application No.

31:1 Copies of the certified copies of the priority documents have been received in this National Stage .

application from the International Bureau (PCT Rule 172(3)).
* See the attached detailed Office action fora list of the certified copies not received.
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DETAILED ACTION

Response to Amendment

1. ‘ Receipt is acknowledged of the Response to the Election/Restriction Requirement filed

September 29, 2006. The applicant elected Group ill, claims 22, 23, 35—50, and 59—62 and

cancelled claims 1-21, 24-34, 51-58, and 63—74.

Prioriry

2. Acknowledgment is made of applicant's claim for foreign priority based on an application

filed in United Kingdom on November 25, 1999. It is noted, however, that applicant has not

filed a certified copy of the 99252212-app1ication as required by 35 U.S.C. li9(b).

Oath/Declaration

3. The oath or declaration is defective. A new 0th or declaration in compliance with 37

CFR l.67(a) identifying this application by application number and filing date is required. See

MPEP §§ 602.01 and 602.02.

The oath or declaration is defective because:

The oath or declaration contains incorrect application number and filing date,

Claim Objections

4. Claim 41 is objected to because ofthe following inforrnalities: the word, “wanning”

inline 2 appears to be - - warning — -. Appropriate correction is required.

5. Claim 44 is objected to because of the following informalities: the claim is missing a

period at the end of the claim. Appropriate correction is required.

Claim Rejections - 35 USC § 112

6. The following is a quotation of the second paragraph of 35 U.S.C. 1 12:
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The specification shall conclude with one or more claims particularly pointing out and distinctly claiming the
subject matter which the applicant regards as his invention.

7. Claim 35 recites the limitation "a processor" in lines 5 and 6. “a processor” in line 6'

appears to be — - said processor — - or - — the processor - ~ unless the applicant intends to recite

two separate processors. There is insufficient antecedent basis for this limitation in the claim.

8. Claim 40 recites the limitation "the card" in line 3. There is insufficient antecedent basis

for this limitation in the claim.

Claim Rejecrians - 35 USC § 102

9. The following is a quotation of the appropriate paragraphs of 35 U.S.C. 102 that form the

basis for the rejections under this section made in this Office action:

A person shall be entitled to a patent unless—

iled publication in this or a foreign country or in public use or on(b) the invention was patented or described in a prii n for patent in the United States.sale in this country, more than one year prior to the date ot‘applicatio

10. Claims 22, 23, 35-50, and 59-62 are rejected under 35 U.S.C. 102(b) as being anticipated

by Hiroya et al. (US 5,754,654, cited by the applicant).

Re claim 22, Hiroya et al. disclose a method and a system comprising an electronic ticket

storage device (2), a terminal device (3), a communication line (4), and an electronic ticket

vending and refunding device (1). The electronic ticket storage device further:- comprises 1C chip

having a storage unit (31) comprised of various readable/writable storage units (32-36), an 1/0

interface (37), anda central processing unit (38). The electronic ticket storage device is a data

carrier that carries various data such as electronic ticket information, electronic money

information, transaction history information, appropriate program information and working area

storage space. Fig. 12 of the reference discloses a flowchart illustrating how each element within

the system operates a desired function. In the left side of the flowchart, it is disclosed that the
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data carrier (electronic ticket storage device 2) receives a data access request and transmits

corresponding data (960 - 1160). For each reception and transmission ofdata= the data carrier

checks the status ofelectronic ticket and electronic money and responds in accordance with the

results of the checking (use rules). At the end ofeach task, it confirms and evaluates the status

of each step according to the results'of the evaluation (i.e. checking invalid flags and deletable

flags; see column 9, lines 31-67).

Re claim 23, Hiroya et al. disclose the method and the system as recited in rejected claim

22 stated above, wherein said parameter memory (electronic moneyr storage area 33) further

stores payment data and further comprising selecting a said use rule (in accordance with the

program stored in the program storage area 34) dependent upon said payment data.

Re claim 35, Hiroya et al. disclose a method and a system comprising an electronic ticket

storage device (2), a terminal device (3), a communication line (4), and an electronic ticket

vending and refunding device (i). The electronic ticket storage device further comprises lC chip ‘

having a storage unit (31) comprised of various readable/writable storage units (3236), an 1/0

interface (37), and a central processing unit (38). The terminal device (3) is a data access

terminal for retrieving data from a data supplier (electronic ticket bending and refunding device

1) and providing the retrieved data to a data carrier (2), the terminal comprising: I'

a first interface (communication device 24) for communicating with" the data supplier (l )',

a data carrier interface (1C card Reader/Writer) for interfacing with the data carrier (2);

a program store storing code (storage device 25) implementable by. a processor (CPU 27);

and
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a processor (27), coupled to the first .interface (24): the data carrier interface (26) and to

the program store (25) for implementing the stored code, the code comprising:

code to read payment data from the data carrier (2) and to forward the payment data

to a payment validation system (steps 270, 290, and 340 in Fig. 5); -

code to receive payment validation data from the payment validation system (step 340

receives the acknowledgment of reception of the electronic money data);

code responsive to the payment validation data to retrieve data from the data supplier (1)

and to write (350) the retrieved data into the data carrier (2).

Re claim 36, Hiroya et al. disclosevthe method and thesystem as recited in rejected claim

35 stated above, further comprising code to transmit (350 and 360)at least a portion of the

payment validation data to the data supplier (l) or to a destination received from the data

supplicn

Re claim 3'7, Hiroya et al. disclose the method and the system as recited in rejected claim

36 stated above, further comprising code to retrieve from the data supplier and Output to a user

stored data identifier data (electronic signature) and associated value data and use rule data for a

data item available from the data supplier.

Re claim 38, Hiroya et al. disclose the method and the system as recited in rejected claim

37 stated above, further comprising code to write use rule data for a data item (electronic ticket

retumfrefund rule) into the data carrier (2) with the associated data item.

Re claim 39, Hiroya et al. disclose the method and the system as recited in rejected claim

37 stated above, further comprising code to read a stored value from the data carrier (2), code to

compare said stored value with said value data; and code to provide a modified output to a user
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of one or more of said stored data identifier data (ticket number), said value data and said use

rule data, in response to a result of the comparison (col. 10, ll. 1—23).

' Re claim 40, Hiroya et a1. disclose the method and the system as recited in rejected claim

35 stated above, further comprising code for user input of access control data (local secret key),

code to Output the access control data to the data carrier, code to receive access permission data

from the card, and code to output data to the user in response to the received access permission

data (the local secret key has to match with a public secret key to accomplish a complete

electronic money transfer).

Re claim 41, Hiroya et a]. disclose the method and the system as recited in rejected claim

40 stated above, further comprising code to output adata erasure warning (deletahle flag) in

response to the received access permission data.

Re claim 42, Hiroya et a1. disclose the method and the system as recited in rejected claim

35 stated above, further comprising code to read reward data (a request for a refund of an unused

electronic ticket) from the data carrier and to write modified reward data (updating transaction

history storage area) to the data carrier in response to said retrieval 0

Re claim 43, Hiroya et al. disclose the method and the system as recited in rejected claim

35 stated above, further comprising:

code to read identity data (electronic ticket number) from the data carrier;

code to transmit the identity data to the data supplier (sending the electronic ticket);

code to receive user characterizing data (electronic signature) from the data supplier;

code to retrieve supplementary data (local secret key) in response to said characterizing

data; and
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code to output the supplementary data (col. 10, ll. 1-23).

Re claim 44, Hiroya et al. disclose the method and the system as recited in rejected claim

35 stated above, further comprising a cash (electmnic cash/money) input device (card reader)

coupled to the processor, to provide cash input value data and code to update payment data in the

data carrier (2), in accordance with the cash input value data.

Re claim 45, Hiroya et al. disclose the method and the system as recited in rejected claim

35 stated above, integrated with a mobile communication device, a personal computer, an

audio/video player, and/or a cable or satellite television interface device (the electronic ticket

vending and refunding device is a computer.)

Re claim 46, Hiroya et al_ disclose a method and a system comprising an electronic ticket“

storage device (2), a terminal device (3), a communication line (4), and an electronic ticket

vending and refunding device (l ). The electronic ticket storage device further cornprises [(3 chip

having a storage unit (31) comprised of various readable/writable storage units (32-36), an [/0

interface (37), and avcentral processing unit (38]. The method further comprising:

reading payment data (via an IC card reader/writer) from the data carrier (2);

forwarding the payment data to a payment validation system (electronic ticket vending & ‘

refunding device 1);

retrieving data from the data supplier (l); and

writing the retrieved data into the date carrier (Fig. 5 and 12).

Re claim 47, Hiroya et al. disclose the method and the system as recited in rejected claim

46 stated above, further comprising:
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receiving payment validation data (send the acknowledgement of the reception of the

electronic money; step 330 in Fig. 5) from the payment validation system; and

tranSmitting at least a portion of the payment validation data (Register completion of

sending of the electronic money; step 350 in Fig. 5) to the data supplier (1).

Re claim 48, Hiroya et‘ al, disclose the method and the system as recited in rejected claim

47 stated above, wherein the payment validation system comprises a payment processor (CPU

21) at the data supplier (l and see Fig. 2).

Re claim 49, Hiroya et al. disclose the method and the system as recited in rejected claim

46 stated above, further comprising:

retrieving from the data supplier (l) a stored data item (electronic ticket) identifier and

associated value data and use rule data; and

writing use rule data (electronic ticket returm’refund rule) for the data item into the data

carrier.

Re claim 50, Hiroya et a1. disclose the method and the system as recited in rejected claim

_ 48 stated above, further comprising:

reading a stored value (electronic signature) from the data carrier;

comparing the stored value with said value data, and

outputting to a user information indicating the result of said comparing (col. 10, ll. 1-23).

Re claim 59, Hiroya et al. disclose a method and a system comprising an electronic ticket

storage device (2), a terminal device (3), a communication line (4), and an electronic ticket

vending and refunding device (1). The electronic ticket storage device further comprises lC chip
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having a storage unit (31) comprised of various readable/writable storage units (32-36), an [/0

interface (37), and a central processing unit (3 8). The method further comprising:

retrieving use status data from the data carrier indicating past use of the stored data

(electronic ticket);

retrieving-use ruies from the data carrier (2);

evaluating the use status data (valid/invalid) using the use ‘ruies to determine whether

access to data stored 0n the carrier is permitted; and

permitting access to the data on the data carrier dependent on the reSult of said

evaluating (Fig. 12 and col.'19, line 4 n col. 21, line 45).

Re claim 60, Hiroya et a]. disclose the method and the system as recited in rejected claim

59 stated above, further writing updated use status data (1 190 in Fig. 12) to the carrier after an

access attempt.

Re claim 61, Hiroya er al. disclose the method and the system as recited in rejected claim

60 stated above, wherein said use rules permit partial access to a data item and wherein said

hen only part of the datawriting writes a record of what part of the data item has been accessed w

item has been secessed (The electronic ticket storage area can store more than one ticket

information and only a portion of the ticket information can be accessed one at a time.)

Re claim 62, Hiroya et a]. disclose the method and the system as recited in rejected claim

59 stated above, further comprising:

inputting a user access data (electronic ticket information data);

selecting the use rules (electronic ticket return/refund rule) dependent upon the user

access data.
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Conciusicn

1 l. The prior art made of record and not relied upon is considered pertinent to applicant's

disclosure.

McGee et al. (US 7,083,081) disclose a method for issuing tickets and a payment

processing device with an identifier information.

Any inquiry concerning this communication or earlier communications from the

examiner should be directed to Steven S. Paik whose telephone number is 571-272-2404. The

examiner can normally be reached on Monday - Friday 5:30aw2100p (Maxi-Flexfl.

If attempts to reach the examiner by telephone are unsuccessful, the examiner’s

supervisor, Michael G. Lee can be reached on 571a272—2398. The fax phone number for the

organization where this application or proceeding is assigned is 571-273-8300.

Information regarding the status of an application may be obtained from the Patent

Application Information Retrieval (PAIR) system. Status information for published applications

,may be obtained from either Private PAIR or Public PAIR. Status information for unpublished
applications is available through Private PAIR only. For more information about the PAIR

system, see http:f/pair—directusptogov. Should you have questions on access to the Private PAIR

system, contact the Electronic Business Center (BBC) at 866-217—9197 (toll-free). If you would
like assistance From a USPTO Customer Service Representative or access to the automated

tern, call 300—786‘9199 (IN USA OR CANADA) or 571—272-1000.

Sm
Primary Examiner
Art Unit 2876

information sys

ssp
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following mnendmems and remarks:

Amendments to the Claims are reflected in the listing of claims which begins on page 2 ofthis
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LN . 111365.753 PATENT
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11:91 to om Aeti nofAu :29, zoos 'y 0 gas BEST AVAILABLE COPY
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Agendments to Q2 Claims:

This listing ofclaims will replace all prior versions, and listings of claims in the application:

Listing of Claims:

Claims 1-21. (Canceled)

22. (Original) A method ofcontrolling access to data on a data carrier, the

data carrier comprising non-volatile data memory and non-volatile parameter memory storing

use status data and use rides, the method comprising:

receiving a data access request;

reading the use status data. and use rules from memory“, and

evaluating the use status data using the use rules to determine whether access to

the stored data is permitted.

23. (Original) A method as claimed in claim 2?. wherein said parameter

memory anther stores payment data and finther comprising selecting a said use rule dependent

upon said payment data.

Claims 24—34. (Canceled)

35. (Original) A data access terminal for retrieving data fiom a data supplier

and providing the retrieved data to a data carrier, the terminal comprising:

a first interface for communicating with the data supplier;

a data carrier interface for interfacing with the data carrier;

3 program store storing code implementable by a processor; and

a processor, coupled to the first interface, the data carrier interface and to the

program store for implementing the stored code, the code comprising:

code to read payment data from the data carrier and to forward the payment data

to apayment validation system;

code to receive payment validation data from the payment validation system;

Page 2 of 8
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code responsive to the payment validation data to retrieve data from the date.

supplier and to write the retrieved data into the data carrier.

36. (Original) A data access terminal as claimed in claim 35 further

comprising code to transmit at least a portion of the payment validation data to the data supplier

or to a destination received firm the data supplier.

37. (Previously Presented) A data access terminal as claimed in claim 35

firrther comprising code to retrieve from the data supplier and output to a user stored data

identifier data and associated value data and use rule data for a data item available from the data

supplier.

38. (Original) A data access terminal as claimed in claim 37 timber

comprising code to write use rule data for a data item into the data carrier with the associated

data item.

39. (Previously Presented) A data access terminal as claimed in claim 37

timber comprising code to read a stored value from the data carrier, code to compare said stored

value with said value data; and code to provide a modified output to a user ofone or more of saic.

stored data identifier data, said value data and said use rule data, in response to a result ofthe

comparison

40. (Previously Presented) A data access terminal according to claim 35

further comprising code for user input of access control data, code to output the access control

data. to the data carrier, code to receive access permission data from the card, and code to output

data to the user in response to the received access permission data.

41. (Original) A data access terminal as claimed in claim 40 further

comprising code to output a data erasure warming in response to the received access permission
data.
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42. (Previously Presented) A data access terminal according to claim 35

flirthcr comprising code to read reward data. from the data carrier and to “trite modified reward

data to the data carrier in response to said retrieval ofdata from the data supplier.

43. (Previously Presented) A data access terminal according to claim 35

filriher comprising:

code to road identity data from the data carrier;

code to transmit the identity data to the data supplier;

codc to receive user characterizing data from the data supplier;

code to retrieve supplementary data in response to said characterizing data; and

code to output the supplementary data.

44. (Previously Presented) A data access terminal according to claim 35

fimhcr comprising a. cash input device coupled to the processor, to provide cash input value data.

and code to update payment data in the data carrier, in accordance with the cash input value data

45. {Previously Presented) A data access terminal according to claim 35

integrated with a mobile communication device, a personal computer, an audiofvidoo player,
andlor a cable or satellite television interface device.

46. (Original) A method ofproviding data from a data supplier to a data

carrier. the method comprising:

reading payment data from the data carrier;

forwarding the payment data to apayment validation system;

retrieving data from the data supplier; and

writing the retrieved data into the date carrier.

_ 47. (Original) A method ofproviding data from a data supplier according to

claim 46 fin'ther comprising:

receiving payment validation data from the payment validation system; and

transmitting at least a portion ofthe payment validation data to the data supplier.
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48. (Original) A method ofproviding data as claimed in claim 47, wherein the

payment validation system comprises a payment proceesor at the data supplier.

49. (Previously Pres-ted) A method ofproviding data as claimed in claim 46

further comprising:

retrieving from the data supplier a stored data item identifier and associated value
data and use rule data", and

writing use rule data for the data item into the data catrier.

50. (Previously Presented) A. method ofproviding data as claimed in claim 48 .

timber comprising:

reading a stored value from the data carrier;

comparing the stored value with acid value data; and

outputting to a user information indicating the result of said comparing.

Claims 51-58. (Canceled)

59. (Original) A method of controlling access to data firm: a data carrier,

comprising:

retrieving use status data from the data earlier indicating past use of the stored

retrieving use rules thorn the data carrier;

evaluating the use status data using the use rules to determine Whether access to

data stored on the carrier is pennitted; and

permitting access to the data on the data carrier dependent on the result of said
evaluating.

60. (Original) A method ofcontrolling access according to claim 5’9, Ember

comprising:

writing updated use status data to the carrier after an access attempt.
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61. (Original) Amethod of controlling access according to claim 60, wherein

said use rules permit partial access to a. data item and wherein said writing Mira: a record of

what part of the data item has bcen accessed when only part ofthe data item has been accessed.

62. (Prudousiy Presented) A method ofcontmlling ms according to claim

59, further comprising:

inputting a. user access data;

selecting the use: rules dependant upon the user access dam

Claims 63-74. (Canceled)
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REWMRGUMENTS

This Amendment is in response to the Office Action mailed August 29, 2006. Claims 1—

74 were pending in the present application. This Amendment cancels claims 1-21, 24~34, 51-58,

and 6344, without adding or amending any claims, leaving pending in the application claims 22.

23, 35-50, and 59452. Consideration of the elected claims is respectfully requested.

I. Restriction of the Claims.

The claims are subjected to restriction under 35 U.S.C- §121 as being drawn to groups

classified as:

Group 1: Claims 1-9, as being drawn to a method ofproviding portable data;

Group II: Claims 10-21, 51-58, Gland 68, as being drawn to a portable data carrier;

Group III: Claims 22-23, 3550, and 59-62, asbeing drawn to a method and apparatus of

controlling amass to data; and

Group IV: Claims 24-34, 63-66, and 68-74, as being drawn to a system controlled by dat 1

bearing records.

Although Applicants do not necessarily agree with these groupings andfor the need for

restriction, Applicants hereby elect to prosecute the claims ofGroup III without traverse.

Applicants reserve the right to present the non—elected claims in subsequent continuing

applications. Applicants hereby cancel the claims of Groups I, II, and IV, and request

consideration and examination ofthe claims of (hoop III (claims 22-23, 35—50, and 59-62}.

11. Substitute Specification

Submitted with this response is a substitute specification under 37 C.F.R. §1.125. This

substitute specification is submitted in order to correct various infonnalities and typographical

errors in the specification. This substitute specification does not include any new matter. The

subsfimto specification is attached in twu versions as‘requircd, a. version with marking showing

all the changes relative to the immediate prior version of the specification of record, and an
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accompanying clean version without maddugs. Applicants respectfully request ancep‘tanee of
the substitute specification. '

CDNCLUSIO

In View ofthe foregoing, Applicants believe all claims now pending in this

Application are in condition for allowance. The issuance ofa formal Notice of Allowance at an

early date is respectfiflly requested.

If the Examiner believes a telephone conference would expedite prosecution of

this application, please telephone the undersigned at 650-326-2400.

Respectfully submitted,

19011 D.
Reg. No. 4 , I53

TOWNSEND and TOWNSEND and CREW LLP

Two Embarcadero Center, Eighth Floor
San Francisco, California 941 11-3834
Tel: 650—326—2400
Fax: 650-326-2422
IDL'lqn
808W v1
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Attorney Docket No: 080379-000100135
Client Reference No: FIUSP8111le

SUBSTITUTE SPECIFECA’I'ION

DATA STORAGE AND ACCESS SYSTEMS

BACKGROUND OF THE MENTION

5 [0001] This invention is generally concerned with data storage and access systems. More
particularly, it relates to a portable data carrier for storing and paying for data and to
computer systems for providing access to data to be stored. The inventiOn also includes
corresponding methods and computer programs. The invention is particularly useful for
managing stored audio and video data, but may also be applied to storage and access of text

10 and software. including games, as well as other types ofdata.

[0002] One problem associated with the increasingly wide use of the internet is the growing
prevalence of so-callcd data pirates. Such pirates obtain data either by unauthorized or
legitimate means and thenmake this data available essentially world-wide over the intemet

15 without authorization Data can be a very valuable commodity, but once it has been
published on the internet it is difficult to police access to and use ofit by Internet users who
may not even realize that it is pirated. This is a particular problem with audio recordings,
and, once the bandwidth becomes available, is also likely to be evident with video.

20 [0003] Over the past three or four years compressed audio sources have become increasingly
widely available on web pages. One widely used audio data compression format is MP3
(MPEG — Audio Layer 3 ofthe MPEG1 compression algorithm), which is an internationally
defined standard including a definition ofcompressed audio information such as speech or

music. It relies on psycho-acoustic properties of human hearing to achieve very large data

25 compression factors. It is thus feasible to download usefully long passages ofmusic in a
practically convenient short time. Pirate data suppliers have not been slow to realize the
potential of this, and many unauthorized websites have sprung up offering popular music,
including recent releases by worldofamous bands. This has caused the recording industry
considerable concern and there is an urgent need to find a way to address the problem of data

30 piracy.

1
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SUMMARY OF THE INVENTION

[9004} According to the present invention there is therefore profided a method ofproviding

portable data comprising providing a portable data storage device comprising downloaded

data storage means and. payment validation means; providing a terminal for internet access;

coupling the portable data storage device to the terminal; reading payment information from

the payment validation means using the terminal; validating the payment information; and

downloading data into the portable storage device fi‘om a data supplier.

[9005] Another aspect of the invention provides a corresponding mobile data retrieval device

for retrieving and outputting data such as stored music and/or noise from the data storage

device.

[0006] The payment validation means is, for example, means to validate payment with an

external authority such as a bank or building society. The combination ofthe payment

validation means with the data storage means allows the access to the downloaded data which

is to be stored by the data storage means, to be made conditional upon checked and validated

payment being made for the data. Binding the data access and payment together allows the

legitimate owners of the data to make the data available themselves over the internet without

fear of loss ofrevenue, thus undermining the position ofdata pirates.

[0007] A fin’ther advantage ofthe system is that it allows users under the age of 18 to make

interact purchases. Currently internet users pay for goods and/or services by credit card.

Since credit cards comet legitimately be used by persons under the age of I 3 (at least in the

UK), a significant Emotion ofadventurous internet users are excluded from e—commerce, one

ofthe most significant predicted uses ofthe internet. In one embodiment ofthe invention,

however, the payment validation means comprises e—cash; that is, the payment validation

means stores transaction value information on a cash value oftransactions validatabie by the

data storage means. In simple terms, the data storage means can he a card which is charged

up to a desired cash value (ifneccmary limited to a maximum value) at a suitable tenninal.

This might be an iritemet access terminal but could, more simply, be a device to accept the

data storage card and to receive and count money deposited by the user to charge the card,

writing update cash value information onto the card. More sophisticated ways ofupdating

the cash value on the card are also possible, such as direct bank transfer. Since, with this typ a

of embodiment, the data storage means is, essentially, precharged with cash rather than acting

as a credit card, it can be used by young people without the risk of their incurring large debts.

2
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[0M8] In one embodiment the data storage means is powered by the retrieval device when it

is connected to the device and retains a memory of the downloaded data when it is

unpowcred. This can be achieved by the use ofFlash RAM or, more generally, any form of

5 pmgammablo read-only memory. Alternatively the data storage means may incorporate a

rechargeable cell or capacitor and store information in battery backed-up static RAM.

[0009] The downloaded data may be entered into the data storage dcvicc by means of an

interface such as a magnetically or capacitativcly coupled connection or an optical

10 connection, but preferably the interface comprises contacts for direct electrical connection to

the storage means. The payment validation means may likewise have one of a variety of

hum-faces but again preferably comprises a set of electrical contacts. The payment validation

moans could, however, comprise a magnetic or holographic data-ship such as is known for

use with credit cards and phone cards. The interface to receive; thc downloaded data may be

15 separate from the interface to the payment validation means, to facilitate separate and

simultaneous access to both these systems. In other embodiments a single interface may

serve for both data storage and payment Advantageously the payment validation means

includes a memory storing information to identify the person who is paying for the
downloaded data.

20

[0010] For additional security the downloaded data may be encrypted. In this case data

decryption may be necessary at some stage, either in the data storage means or in the. ram cVal

device or in an information delivering apparatus such as a data access terminal. Alternatively

the data decryption function can be shared. amongst one or more of these dcvi cos. The skilled

25 person will be aware of a. range of suitable encryption/decryption techniques, including Pretty

Good Privacy (Registered Trade Mark) and PKI (Public Key lnfrasfi'ucturc). Normally when

the dowloadcd data is encrypted a decryption key must be supplied. This can be generated

automatically by the data corms terminal or data acccss service provider or it can be entered

by the user into the data access terminal or into the mobile data retricval device.

30

{0011} The data storage means andfor the retrieval device can be provided with access

Control means to prevent unauthorizcd access to the downloaded data. Additionally or

alternatively, use control means can be provided to stop or provide only limited access of the

user to the downloaded data in accordance with the amount paid. These access and use

35 control fimctions may in some cmbodimcuts be combined, permitted use controlling access

3
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or permitted access controlling use. Thus, for example, a complete set ofdata information

relating to a particular topic, a particular music track, or a particular software package might

be downloaded, although owes to part of the data set might thereafter be. controlled by

payments made by a user at a later stage. In this way, a user could pay to enable an extra

level on a game or to enable further tracks of an album.

[0012] In embodiments where the access or use control means is responsive to the payment

validatiOn means, access or use control information may be stored with the downloaded data

or in a separate storage arcs, for example in the payment validation means. The user’s access

to the downloaded data could advantageously be rcsponsivc to the payment validation means,

for example. by means of a control line coupling the payment validation menus with a

memory access or decryption control element.

[0013] In one embodiment the data storage means comprises an electronic memory card or

smart card and the mobile data retrieval device is provided with a slot to receive the card

Preferably the card is a push-fit within the retrieval device, and retention of the card may be

cfiectod by pressure from electrical interface connections andfor resilience of the housing, or

by using a resilient retaining means. In a preferred embodiment the retrieval device includes

an audio output and a display, to playr a downloaded track and to show information about the

track andfor an accompanying video.

[0014} To download data onto the data storage moans the user can employ a data access

terminal coupled to the internct. The terminal can directly validate payment; for example in

the case ofa smart card charged with electronic cash it can deduct a cash value from the card.

Alternatively it can communicate with a bank or other financial services provider to control

payment. In a preferred embodiment, howevor, the terminal connects to a data access service

provider which provides a portal to other sites and which validaies payment and then

forwards data from a data supplier to the user‘s local access terminal. The data access service

provider may alternatively forward payment validation information and/or information from

the payment validation authority to the data supplier for control by tho supplier of the data

supplied. Thus, access to the payment validation system and/or data for downloading may be

entircly controlled by the data supplier.

[[3015] Data held on the data storage means may advantageously include data relating to the

user’s or payer’s usage; ofthe system. This infonnnti on may include, for example,

4
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information on a user’s spending pattern, infonnation on data suppliers used and information

on the downloaded data. This information may be accessed by the data supplier nodJor data

access service provider and can be used for targeted marketing or loyalty-based incentive
schemes such as air miles or the like.

[(1016] The data access terminal may be a conventional computer or, alternatively, it may be
a mobile phone. Wireless Application Protocol MAP) and i-mode allow mobile phones to

efficiently access the intemet and this allows a mobile phone to be used to download data to

the data storage means, advantageously, directly. The data storage means can, if desired,

incorporate the functionality of a mobile phone SIM [Subscriber Identity Module) card,
which cards already include a user identification means, to allow user billing through the

phone network operator.

[9017] In a preferred embodiment the downloaded data is MP3 or other encoded audio data,

but the system finds more general application for other data types. For example, download
data can include software, and particularly games, share price information, current news

information, transport timetable information, weather information and catalog shopping

information. The downloaded information may also include compressed video data. The

storage capacity of the data storage means is adaptable to suit the type of data intended to be
downloaded; for example, 32 megabytes is sufficient for CD quality music, but for video it is

preferable that the data storage means has a capacity of 128 megabytes or greater.

[0018] In another aspect, the invention provides a portable data. carrier comprising an

interface for reading and writing data from and to the carrier; non-volatile data memory,

coupled to the interface, for storing data on the carrier; non-volatile payment data memory,

coupled to the interface, for providing payment data to an external device.

[0019] These features allow the data carrier to store both payment date and content data, thus

providing the advantages outlined above. Depending upon the payment system used, the

payment data memory may also store code for validating or confirming a. payment to an

external payment system. The payment date will normally be linked to a card or card holder

identification data for payment by the card holder. The non-volatile memory ensures that

stored content and payment date is retained in the data carrier when the data carrier is not

receiving power horn on external source. Thus “non-volatile” encompasses, for example,

low-power memory whose contents are retained by a battery backup system. In one

5
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embodiment the payment data memory comprises EEPROM and the content data memory

comprises Flash memory, but other types of content data memory, such as optical, for

example, holographic, data memory can also be used- The data carrier may also be integrated

into other apparatus, such as a mobile communications device.

[0020} Preferably, the pom-able data carrier fin'thcr comprises a program store for storing code

implementable by a processor; and a processor, coupled to the content data memory, the

payment data memory, the interface and to the program store for implementing code in the

program store, wherein the code comprise: code to output payment data from the payment

10 data memory to the interface and code to provide external access to the data memory.

[0021} Normally, the (content) data memory allows both write and read access for both

storing and retrieving data, but in some embodiments the content data memory may be read-

only memory (ROM). In such embodiments, content may be pro—loaded onto the carrier and

15 payment may then bc made for permission to access the pie-loaded data.

[0022] Preferably, tho data carrier also stores a. record of access mode to the content data and

updates this in response to external access, preferably read access, made to the data memory.

The carrier may also store content use rules pertaining to allowed use ofstored data items.

20 These use: rules may be linked to payments made fiom the card to provide payment options

such as access to buy content data outright; rental access to content data for a time period or

for a specified number of access events; andfor rental/purchase, for example Where rental use

is provided together with an optima to purchase content data at the rcducod price afier rental

access has expired.
25

[0023] Thus where the data carrier stores, for example, music, the purchase outright option

may be equivalent to the purchase of a compact disc (CD), preferably with some form of

content copy protection such as digital watermarking, In this example, the rental or

subscription payment option may be a pay-pcr-play option, and with this option payment may

30 either be before or after access to the stored data so that the carrier may operate in either a

debit or credit payment mode.

[0024] The portability of mo data carrier potentially allows it to be used to access content or,

in the example, play music without the need to be linked to a communications system or to be

35 on-line to the intemet. By providing a use record memory on the data. carrier, use ofthc

6
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stored data centre tracked while offline and men any necessary payment can be made when

the dam carrier is next coupled to a conununication system. This allows the data carrier to

operate in a credit mode. in a debit mode, the additional storage ofuse rules facilitates the
regulation of access to content data stored on the carrier without the need for fm‘thcr

exchange ofpayrnenuuse data with an external system to validate the use.

[0025} By combining digital rights management with content data storage using a single
carrier, the stored content data becomes mobile and can be accessed anywhere while retaining
control over the stored data for the data content provider or data copyright owner. Preferably,

the data carrier also stores access control data, such as a user ID and a password, as the stored

data may be valuable. The access control data mayr be combined with access control to the

payment date, which is typicallyby means ofa. PIN (Personal Identification Number) to
simplify access to valued content stored on the carrier.

[0026] In one embodiment the stored content data is'encrypted and a unique password or PIN
and/or biometric data is required for decryption. The data carrier may be arranged so that the

content is erased after a predetermined number of incorrect access attempts. Additionally or

alternatively, a permanently stored flag may be set and/or a hardware modification (such as u

fusable link) may be made to prevent the data carrier from functioning for further data

storegclretrieval. Preferably, however, access to any stored value’paymeut data is
nevertheless retained.

[00271 Supplementary data may also be stored on the carrier in association with stored
content data This supplementary date may comprise customer reward management data

andfor advertising data. The supplementary data may comprise a pointer to an external data

source from which data is downloaded either to the data carrier or to a data access device or

content player, so that advertising or other data can be displayed when reviewing or accessing
the stored content.

[0023] Additional data Security andRor a mechanism for rewarding operators at different

levels in the data supply chain may be provided using a content synthesis function. The

content synthesis function combines partial content information from two or more sources to

provide content data items for storage andfor output. Thus, for example, a first percentage of
a content data item could be provided by a content retailer, while a. remaining percentage

could be provided by an on—line data supplier. This would provide an incentive for a user to

7
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register with a content retailer or distributor as well as with on Orr—line system owner and so
could encourage the use of existing retailers and could provide a mechanism for paying

commission to such retailers. The two portions of data combined to provide a content data.

item could comprise encryption data and a key but preferably comprise separate parts of a

5 complete data item, for example, least significant bits and most significant bits orhigh

frequencies and low frequencies (for audio). This arrangement also facilitates customer

reward and loyalty management.

[0029] In one embodiment the data carrier further comprises memory for storing data for

10 accessing a mobile communications network, for example to receive content data (We: the
network. For such an embodiment, the data carrier may replace a SIM (Subscriber Identity

Module) card in a mobile communications device, thus providing a single card for both
network access and valued content retrieval and storage. Additionally or alternatively the

card may also store the web address of a data supplier from whom data may be downloaded
15 onto the carrier.

[0030] The data memory for storing content data. may be optic, magnetic or semiconductor

memory, but preferably comprises Flash memory. Preferably, the data memory has a large

capacity for storing large data files such as compressed video data. Preferably, the data

20 memory is partitioned for in ck access, that is, for read and!or write access to blocks of, for

example, 1K, 4K, 16K or 64K. datahytcs for faster data access, particularly where the stored
coutent data will normally be accessed serially, as is normally the case with audio and video _

data Preferably the card is configured as an 10 card or smart card and has a credit card—type

format, although other fonnats such as the “memory stick” fennel may also be used. This

25 provides a small and convenient portable format and facilitates removable interfacing with a

variety of devices.

[0031] The invention also provides a related method of controlling access to data on a data

carrier, the data carrier comprising non—volaiile data memory and non-volatile parameter

30 memory storing use status data and use rules, the method comprising receiving a data access

request; reading the use status data and use rules from memory; and evaluating the use status

data using the use rules to determine whether access to the stored data is permitted.\
\

[0032] According to another aspect of the invention, there is provided a computer system for

35 providing data to a data requester, the system comprising a communication interface; a data

8
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access data store for storing records of data items available from the system, each record

comprising a data item description and a pointer to a data provider for the data item; a

program store storing code implementable by a processor; a processor coupled to the

communications interface, to the data access data store, and to the program store for

S implementing the stored code, the code comprising code to receive a request for a data item

fiom the requester; code to receive from the commmiications interface payment data

comprising data relating to payment for the requested data item; code responsive to the

request and to the received payment data, to read data for the requested data item from a

content provider; and code to transmit the read data to the requester over the communications
10 interface.

[0033] The computer system is operated by a data supplier or data supply “system owner” for

providing content data to the data carrier described above. The payment data received may

either be data relating to an actual payment made to the data supplier, or it may be a record of

15 a payment made to an empaymmt system relating either to a payment to the data supplier, or

to apayment to a third party. The data from the content provider, preferably without '

permanent (local) storage of the forwarded data, improves data security as the content

provider retains control over a content data item, and the data supplier, a copy of a data item,

is unable to supply data for the item without the content provider‘s assistance. The computer

20 system may provide temporary storage for a requested data item, for example using a disk

cache, but preferably the camputer system does not store a complete data item, even

temporarily.

[0034] Preferably, the computer system includes payment distribution information so that

25 when payment is made for a data item, the payment can be distributed for reimbursing

royalties and making other payments. Typically a large fraction of the payment for a data

item will be transferred to a copyright owner or “content provider” for the item, While smaller

payments will go to the artist and/or publisher and/or retailerldistrihutor. Payment maybe

made directly by the computer system to the computer systems of other relevant parties

30 using, for example, a signature-transporting type e—payment System. Alternatively, the

computer system can issue appropriate instructions to a third party e-payment system for

making the transfers. The computer system allows automafic distribution of payments either

before, during or after content data download, or after content data access by a user.

Instructions for distributing the payments may be issued substantially simultaneously, thereby

9
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aVoiding long delays in the payment of some parties; for example, it can presently take a year
or more for an artist generating content to be paid by conventioaal methods.

[00351 Preferably, the computer system also stores content data item access rule data, for
downloading in association with a content data item. The rule data may be stored by a

content provider but is preferably held by the computer system, and links a content identifier
with an access rule, typically based upon a required payment Value, as outlined above in the

context of the data carrier. Normally, each content data item will have an associated access

rule, but a single rule may apply to a large number ofdata items. The computer system also,

preferably, stores requester reward data for customer rewardfloyalty management. This data
may again comprise one or more rules linking a payment value andlor content data item type
to a specified reward, such as a number of air miles or retailer value points. The computer

system preferably also keeps a record of an identified user’s or data’s carriers content item
downloads and payments for market research purposes.

[0036} The computer system, in one embodiment, also stores access control data, such as an

access request identity and password which can he employed, for example, to create an

exu‘anet of system users, which again can be linked to stored access record data for marketing

purposes. When farther linked to content item type data, such an arrangement can he used to
construct a club ofusers of content data items of a particular type, for example country and

western or rock and roll music. As described in connection with the portable data carrier, the

computer system may also comprise content synthesis code for additional data security and
for more secure management ofpayment distributions.

[0037] The invention also provides a relaied method ofproviding data to a data requester

comprising receiving a request for a data item from the requester; receiving payment data

from the requester relating to payment for the requested data; reading the requested data from

a content provider responsive to the received payment date; and transmitting the read data to

the requester.

[0033] According to a firmer aspect of the present invention, there is provided a data access

terminal for retrieving data from a data supplier and providing the retrieved data to a data

carrier, the terminal compriSing a first interface for communicating with the data supplier; a

data carrier interface for interfacing with the data carrier; a program store storing code

implementable by a processor; and a processor, coupled to the first interface, the data carrier

10
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interface and to the program store for implementing the stored code, the code comprising:

code to read payment data from the data cam‘er and to forward the payment data to a. payment

validation system; code to receive payment validation data fium the payment validation

system; code responsive to the payment validation data to retrieve data from the data supplier
5 and to write the retrieved data into the data carrier.

[0039] This terminal can be used for retrieving data from the above—described computer

system and for downloading the retrieval data to the above-described portable data carrier.

As with the data supply computer system, it is preferable that there is no (local) storage of

10 content item data forwarded from the data supplier to the data carrier. The data access

terminal is not restricted to use with the above-described status supplier and could, for

example, retrieve data for doumloading to the data carrier from a local data source, such as a

CD (Compact Disc) or DVD (Digital Versatile Disc), or from athird party such as a cable TV
company.

l5

10040] The terminal reads payment data from the data carrier and transmits this to a payment

validation system for validating the data and authorizing the payment. This may be part of

the data supplier’s computer system or it may be a separate system such as an e-payment

system. Thus, the terminal operates with a data carrier storing payment (validation) data. and,

20 in some embodiments, additional payment validation code for validating payment to the

payment validation system. Again, the terminal is preferably configured to provide a data

item use rule to the carrier in conjunction with a data item. As before, the data item use rule

will normally be dependent upon payment value information embodied in the payment data

read fitorn the date carrier. The terminal is preferably also configured for user input of access

25 oomrol data. This aceess control data may be forwarded to the data carrier for aceess

permission verification and/or it may be pastted to the data supplier computer system for a

similar purpose. The terminal may be configured to warn a user of content access or data

carrier function inhibition after a predetermined number ofaccess requests have been refused.

The terminal may also incorporate content synthesis code as described above.

30

[0041] The terminal may comprise code to output supplementary data when downloading

data to the data canier. Identity data on the data carrier can be used to retrieve the

supplementary data, or a pointer to the supplementary data, from the data supplier computer

system, or the supplementary data or a pointer thereto can be retrieved directly from the data

35 carrier. Preferably, however, identification data on the card is used to retrieve characterizing

11
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data Such as card use): preference data from the data supplier computer system, and this

characterizing data is then used by the terminal to retrieve and output supplementary data to a

terminal user. When the terminal is associated with a contact distributor or retailer, the

supplementary data may be retrieved over a network associated with the retailer/distributor

S such as a local area network (LAN), wide area network WAN) or extranct.

[0942] The invention also provides a method ofproviding data from a data suppiicr to a data

carrier, the method comprising reading payment data from the data Carrier; forwarding the

payment data to a payment validation system; retrieving data from the data supplier; and

10 writing the retrieved data into the date carrier.

{0043] The payment validation System may be part of the data supplier‘s computer systems

or it may be a separate e—payrnent system. In one embodiment the method filrther comprises

receiving payment validation data from the payment validation system; and transmitting at

1 5 least a portion ofthe payment validation data to the data supplier. Alternatively the payment

validation system may comprise a payment processor at the data Supplier or at a destination

retrieved fi‘om the data supplier. The payment processor may 3180 provide payment

diarihution data for distributing a payment represented by the payment date.

20 [0044] In a further aspect, the invenfion provides a data access device for retrieving stored

data from a data carrier, the device comprising a user interface; a data carrier interface; a

program store storing code implementable by a processor; and a processor coupled to the user

interface, to the data carrier interface and to the program store for implementing the stored

code, the code comprising code to relrieve use status data indicating a use status ofdata

25 stored on the carrier, and use rules data indicating permissible use of data stored on the

carrier; code to evaluate the use status data using the use rules data to determine whether

access is permitted to the stored data; and code to access the stored data when access is

pennitted.

30 [00451 The data access device uses the use status data and use rules to determine what access

is permitted to data stored on the data carrier. As describw above, the use rules will

normally be dependent upon payments made for data stored on the data carrier, but may also

comprise access control employing a user identification and password Since a single data

carrier may have more than one user, the use status and use rules may be selected dependent

35 upon auser identity. The data access device may also be configured to present

12
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supplementary data when presenting the content data, retrieved as described above, from the

card, from a remote computer system or from some other source such as a cable TV network
or oi'tlair.

{0046] The invention also provides a related method ofcontrolling access to data time a data

carrier, comprising retrieving use status data from the data carrier indicating past use of the

stored data; retrieving use rules from the data carrier; evaluating the use status data using the

use rules to determine whether access to data stored on the carrier is permitted; and

permitting aims to the data on the data carrier dependent on the result ofsaid evaluating.

[0047] According to a timber aSpect of the invention there is provided a data access system

comprising a data supply computer system for forwarding data from a data provider to a data

access terminal; a electronic payment system for continuing on electronic payment; a data

access terminal for communicating with the data Supply system to write data from the data

supply system onto a data carrier; and a data carrier for storing data from the data supply

system and payment data; wherein data is forwarded from the data provider to the data carrier

on validation ofpayment data provided from the data carrier to the electronic payment

system.

[0848] In a timber aspect of the invention, there is provided a portable data carrier

comprising an interface for sending and receiving data from and to the carrier; non-volatile

data memory, coupled to the interface, for storing data on the carrier; and a digital rights

management processor for controlling access to the stored data.

[0049] In a further aspect of the invention, there is provided a. portable data carrier

comprising an interface for sending and receiving data from and to the carrier; non—volatile

data memory, coupled to the interface, for storing data on the crazier; and an amass control

processor; wherein the data memory is partitioned as data blocks end the access control
processor controls external. access to the data blocks.

[0050} In a further aspect of the invention, there is provided a computer system for providing

data to a data requester, the system comprising a communication interface; a data access data

store for storing records of data items available from the system, each record comprising a

data item description and a resource locstor; a data provider for the data item; a program store

storing code implementable by a processor; a processor coupled to the communications

13
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interface, to the data access data store, and to the program store for inplementing the stored

code, the code comprising code to receive a request for a data item from the requester to

receive from the communications interface payment data comprising dsta relating to payment

for the requested data item; code. responsive to the request and to the received payment data,

5 to output the item data to the requester over the communication interface; wherein said data

access data store finther comprises payment distribution information indicating to whom

payments should be made for a data item; and further comprising code to output payment

data for a data item for making payments for the item when the item is supplied to a

requester.

ID

[0051] In a further aspect of the invention, there is provided a computer system for providing

data to a data requester, the system comprising a communication interface; a data access data

store for storing records of data items available from the system, each record comprising a

data item description and nprintcr location data identifying an electronic address for a

15 provider for the data item; a program store stofing code implementable by a processor; a

processor coupled to the communications interface, to the data access data store, and to the

program store for implementing the stored code, the code comprising code to receive a

request for a data item from the requester to receive from the communications interface

payment data comprising data relating to payment for the requested data item; code

20 responsive to the request and to the received payment date to output the item data to the

requester over the communication interface; Wherein the data access data store further

comprises data item access rule data for output to the requester with a data item; and further

comprising code to select access rule data for output with a data item in response to the

payment date.

25

[0052] In a yet further aspect of the invention, there is provided a, method ofproviding data

to a data requester comprising receiving a request for a data item from the requester:

receiving payment date horn the requester relating to payment for the requested data;

transmitting the requested data to the requester; reading payment distribution information

30 from a data store; and outputting payment date. to npeyrnent system for distributing the

payment for the requested data.

[0053] in a still further aspect of the invention, there is provided a method ofproviding data

to a data requester comprising receiving a request for a data item from the requester;

35 receiving payment data from the requester relating to payment for the requested data;

14
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transmitting the requested data to the requester, and transmitting data access rule data to the

requester with the read data.

[0054] These and other aspects ofthe invention will now be fizrther described, by way of

5 example only, with reference to the accompanying figures.

BRIEF DESCRIPTION OF THE DRAWINGS.

[0055} Figure 1 shows a data access device a) from the top; 1)) from the front; and c) from the
side;

1 0

[0056] Figure 2 shows, conceptually, a portable data carrier;

[0057] Figures 3a and b show exemplary data access terminals;

IS [0053] Figures 4a and b Show, respectively, a logical signal path between elements of a

conceptual data access system; and a physical representation of a conceptual data access

system;

[0059] Figure 5 shows a content provision system;
20

[0060] Figure 6 shows a data supply computer system;

[0061] Figure 7 shows avaricty of data access terminals;

25 [0052] Figure 8 shows a schematic diagram of components of a data. access terminal;

[0063] Figure 9 shows a schematic diagram of components of a data carrier;

[0064] Figure 10 shows a schematic diagram of components ofa data access device;
‘30

[0065] Pigmes Ila and [lb are flow diagrams ofa data carrier registration process;

[0066] Figures l2a-c and 12d-e show, respectively, aflow diagram of data access using a

data access terminal; and a flow diagram of data supply using a data supply computer system;

35 and

[0067] Figure 13 shows aflow diagram of data retrieval using a data access device.

15
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DESCRIPTION OF THE PREFERRED ENIBODIMENI‘S

{0063] Referring to Figure I, this shows a data access device for playing m3 audio {10)

with operator controls (12) and LCD display (14). The outline ofa smart card data storage

device is shown at (16). The operator controls allow a user to select and play tracks, while

5 track information and still or video images are provided on diSplay (14). A slot (18) is

provided in the front ofthe device to receive a smart card—type data storage means. This

smart card occupies space (20} and interfaces with resilient contacts (24); it is held in the data

retrieval device against the contacts, by resilient housing element (22).

10 [0069} Referring now to Figure 2, this shows a portable data carrier (30) suitable for use with

the device ofFigure 1. The data storage means is based on a standard smart card; it is plastic.

about the size ofa standard erefit card, and has some flexibility. On the card (30) are two

sets ofcontacts, contacts (32) for interfacing with the payment validation means and contacts

(34) for interfacing with the memory for storing downloaded data (although in other

15 fl'bodiments, a single set of contacts may be used for both). The surface of the card can be

embellished with suitable graphics.

[0070] In one embodiment the smart card retains all its useable functionality as specified for

standard Electronics Point ofSale Systems (EPOS S) and, if desired, the memory for storing

20 the downloaded data can be electrically separate fiom this. However, it may be preferable to

provide interaction between the standard smart card device and the data memory in order to

accomplish the access controlfdecryption functions described above.

[0071] Referring now to Figure 3, an example ofa data access terminal is shown at (40).

25 This has a screen (42) and a slot (44) to receive the data carrier (30). Alternatively the data

carrier may interface to the terminal via the dataWe device (10) and an interface (46) to

the terminal (40). In Figure 3b a dedicated terminal (50) has a slot (52,) to receive the data

carrier, :1 display [54) and controls (56). Coins can be inserted into the terminal at (58) and

notes at (60) to charge the data carrier with cash.
30

[0072] Referring now to Figure 48, this illustrates conceptually the logical connections and

data flow between data processing systems involved in payment validation, and data

download to the carrier (30). A use): connects the data carrier (30) to terminal (40) and logs

on to a data web page of data supply service provider (60). Either terminal (40 ) or service

35 provider (60) then communicate: via data paths {62) with a payment validation authority (70)

16
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to check and authorize the user’s or payer’s payment. In the case of electronic cash the

terminal (40) may immediately validate 1the payment information, updating the service

provider andfor payment validation authority (70) at a later stage. The logical connection

(64) between the temiinal and the service provider is preferably made over the internet.

[0073} The service provider may provide a direct portal to data providers (80) or may collect

information from data suppliers (80) and provide a “fi-ont end” to present data from the

suppliers to the terminal user. Alternatively, data supply service provider (60) may regulate
direct access between terminal (40) and data providers (80), as shown by links (66), by

10 communicating with the terminal and the data providers to provide communication regulation

information to, for example, instruct data suppliers about what information the user of

terminal (40} should have access to.

[0674] In a preferred embodiment, service provider (60) pays royalties at an agreed rate - for

15 example, 10 pence per track or 10 pence per minute - to a computer system owned by a

company or entity in the recording industry, such as a content provider or copyright Owner, 3

content publisher or :1 content creator, and the user ofterminal (40) effectively pays the

service provider. Billing can also be regulated by bandwidth andlor data download time.

20 [0075] Preferably the service provider (60) monitors the user’s access to the system and
either stores or forwards to data providers (8 0), or downloads to the data carrier (30), usage

information. In a preferred embodiment the service provider sends information via terminal

(40) to data carrier (30) which can be used to determine incentives to be provided to users of
the system.

25

[0976] Figure 4b shows a conceptual physical configuration ofthe system of Figure 4a in

which a plurality of terminals (40), a plurality of service providers (60) and apluraliry ofdata

providers (80) all interact via the internet. The physical embodiment of the system is not

critical and a skilled person will understand that the terminals, data processing systems and

30 the like can all take a variety of fortns.

[0077] Referring now to Figure 5, this shows a conceptual illustration of a content provision

system 100. Content creators 104a, b generate or receive content data fi‘om artist terminals
lOZa—d and store content data in databases 106a, b. The content data stored in databases ‘

35 1062., b may comprise audio data, such as music, video data, such as films or TV programs,

17
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text, such as literary work5, software, such as games scheme, or other data. Content creators

1043, b are coupled to communications network 101 for communicating created content data

over the network. Also coupled to communications network 101 are content publishers 1 10a

and 110b, each of which is coupled to an associated stored content database, 112a and 1 12b

5 respectively. The content publishers make their stored content available for controlled access

using communications network 101 . In some instances, for example where the content data

comprises computer games, the functions of content creator and content publisher maybe

provided by a single entity. Also although conceptually illustrated as blocks in Figure 5, the

content creator and content publisher typiCally each comprise a client server computer

10 network.

[0078] The communications network 101 is typically a private communications network,

Such as an extruuet, with security controlled access to entities connected to the network.

Physically the network may comprise an intemet protocol network or it may comprise, or

15 consist of, dedicated point-to~pcint links. Thus, for example, a content creator 104 may be

directly linked to a content publisher 110 andfor to other entities shown in Figure 5 such as a

content provider or content distributor.

[0079] The content provision system includes a plurality of content providers 108a—e, each

20 coupled to the communications network 101. In the illustrated system, the content providers

own copyright in stored content data accessible over communications network 101 and may,

in practice, also perform a content publication fimetion. Five content providers own the

copyright in over 80% of all world-wide music sales. The content providers are coupled to

stored content databases 106 and 112 via communications network 10], for supplying stored

25 content data.

{0080] A gateway server 114 is also coupled to communications network 101 to link the

communications network to other networks such as the internet and/or mobile

communi cations networks. Gateway server 1 14 provides security and access control

30 functions and firewalls. A second gateway, content distributor WAN gateway 116, is also

shown attached to communications network 101. This provides similar security and firewall

functions and coupled communications network 101 to distributor WAN (wide area network)

11?. Gateway 116 has logical access to one or more of a content creator, content publisher

and content provider for accessing stored content data. Content distributor gateway 1 16 may

35 be owned by a chain ofrecord stores and provide content access terminals 1 18, coupled to

18
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WAN 117. in separate retail outlets. Content access terminals 118 have access, via gateway

116, to stored content acceSsible over commtmications network 101.

{0081} Referring now to Figure 6, this shows a data supply computer system 120. In this

5 embodiment, three content access terminals llSa-c, e-payment systems 1213, b, and content

access web server 124 are all coupled to internet 142. Data supply system 120 is coupled to

the content provision system 100 illustrated in Figure 5. Where communications newer}:

101 ofFigure 5 is an extranet, this extranet physically operates over intemet 142; where

communications network 101 does not partly operate via internet 142, a connection to

10 interact 142 is established via gateway server 1 14 as showu in Figure 5. [n this way content

access terminals 118a—c are provided with controlled access to the stored content data. of

content provision system 100.

[0082} E-payrnent systems 1213. and 1211) are coupled to banks 1223,, b and c, d respectively.

15 These provide an e—payment system according to, for example, MONDEX, Proton, andfor

Visa cash compliant standards. Preferably at least one of e—payment systems 121a,, b operates

a ecu-called “opo— purse” system in which the value is stored as a publicly verifiable digital

signature issued by the e-payrnent system. In such a signature-transporting arrangement,

payment data may be validated using public keys and thus payment authentication need not

20 be performed by the e‘payment system but may instead be performed by, for example, a data

access terminal or data supply system computer, using payment management code. The

authenticated signatures, which in effect perfom-I a similar role to checks, are submitted to the

relevant e-payment system afier authentication for verification and reimbursement or transfer

ofmonetary value. With such a system payments may be made anonymously and thus payer

25 identificatiOn is not essential. Data centers, such as data cards, may be issued with stored

value or udthout value, in which latter case value (that is, a publicly verifiable digital

signature) may be written onto the card during an on-line transaction.

{0083] In alternative embodiments, a data carrier such as the smart Flash cant described

30 below may be used to create value bearing digital signatures as is well-known to those

familiar with e-money.

{0084] Content access web server 124 is also coupled to internet 142 for providing content

access terminals 1 ISa-c with access to content data. Content access web server 124 is

35 typically owned by a content data supply “system owner” who acts as an intermediary

19
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between a content access terminal user and a. content provider, forwarding content data

provided (directly or indirectly) by a content provider to a content access terminal and then to

a stored content data carrier. Web server 124 is coupled to web server code storage 126

storing Java code for generating web pages for interpretation by web browsers on content

5 access terminals 11 ia—c. The Web pages provide the content download, value add, CRM

{customer reward management) value check/spend and website link fimctions described
below.

{0085] Web sewer 124 is coupled to payment processor 123, Digital Rights Management

10 (DRM) processor 13G, access control processor 132, and content distribution processor 134.

Payment processor 128 includes payment management code storage 1283 and is coupled to

payment record data store 136. Access control processor 132 includes access control code

storage 132a and is coupled to access control data store 138. DRM processor 130 includes

DRM code storage 130a and is coupled to content access and DRM data store 140. Content

15 distribution proceSSor 134 includes CRM (customer reward management) and payment

distribution management code storage 134a and is also coupled to content access and DRM

data store 140. As shown in Figure 6, processors 128-134 are all in communication with one

another.

20 [0086] Processors 128, 130, 132 and 134 may comprise separate application programs or a

single computer program and may operate on a single physical computer, on which web

server 124 may also be provided, or may operate on separate computers. Likewise data

stores 136, 138 and 140 may comprise a single physical data store or may be distributed over

a plurality ofphysical devices and may even be at physically remote locations from

25 processors 128—134 and coupled to these processors via inter-net 142.

{0387] Web server 124 communicates with processors 128-134 by means of a C61 (common

gateway interface) script and the code associated with processors 128-134 may be written in

any conventional computer language such as C, C-H-, or Perl. However, in other

30 embodiments one or more of the processors may be coupled to web server 124 via intemet

142 and owned and operated by a separate entity, such as a financial institution. In this case

conventiOnal Seem-e web-based communications may be operated between web server 124

and the relevant processor. In particular, payment processor 128 may be operated by one of

the e-payment system providers 128s, b.
35

20
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[(1088] Payment management code 128a issues and authenticates payment data and stores an

audit record in payment record data store 136. Access control code l32a stores identification

data (of-a user or card) together with registration data provided by a user when registering

with the system owner. This data comprises a user password for accessing stored content

aodfor payment data; user characterizing data, for example characterizing user preferences,

for marketing purposes; data indicating an e-payment system to use; and in some

embodiments, further general user related data such as card level data for identifying the

provision of“gold” level services to selected users. A copy ofthc password is stored with the

content data on the portable data carrier, as described further below. Alternatively, one or

both ofthe access control data store and portable data carrier may simply store data for

verifying a user-entered passWord.

[0089] Content access and DRM data store 140 stores data related to content access and

content use, but does not itself store content data items; these are instead provided via content

provision system 100 deseribed above. Data store 140 stores a plurality of records each

comprising a data item identifier, a data item description, 8 data item type or genre, and

location data comprising one or more pointers to a location or locations from where the data

item can be downloaded. Associated with a data item is also a table of use rule data

comprising a list ofvalues (Le. content data item prices) and corresponding levels of

permitted usage. Thus a value of £1 might permit ten plays of a music track, while the value

of£10 might permit an unlimited number ofplays of the track and copying of the track for

personal use.

[0090] Also associated With a data item is a table of payment distribution data comprising a

list ofrecipients and corresponding fi‘actions of the data item value each is to receive.

Typically, the main recipient will be the copyright owner of the data item and other recipients

will be selected from the content creator, the artist or artists, the system owner, the content

publisher, and the retailer/distributor. The payment distribution proportions may be

dependent upon the payment value, in which case a plurality ofsets of payment distribution

figures may be associated with each data item, each set of distribution figures corresponding

to a payment value range. The payment data and distribution data is here termed DRM

(Digital Rights Management) data.

{0091] Further associated “aim at data item is a table of CRM (Customer Reward

Management) data, linked to the user rule data, comprising CRM rules to specify, for one or

2]
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more data item use levels, a quantity of reward points and one or more recipients for the

reward points (the recipients may include the card user and the retailer/distributor).

[0892] The CRM and payment distribution code 134a operates with content access and DRM
5 data store 140 to inform a system user of the description and value of a data item, to acCess

and download a data item from the content provider system to a content access terminal, to

provide content use rules with the data item, and to provide instructions either to payment

processor 128 or to c—payment system 121 to distribute payments for the data item to the

recipients identified by the data store 140 and to distribute CRM reward points.
10

[0093] The access control data store 138 holds a secure key, such as a secret “public” key in

a public key cryptography system, for the system owner to authenticate its identity to a

content provider. This data is held securely with other sensitive data in the access control

data store 138, As is described in more detail below, when data supply system 120 receives a

15 request for a content data item from a content access terminal 1 18, it looks up a location from
which the data item is available using content access and DRM data store 140 and then

determines the identity ofthe corresponding content provider. This identity is either stored in

content access and DRM data store 140 or, as there arerelatively few content providers, it

maybe hand written in DRM code 1303.. DRM code 130 then requests access control

20 processor 132 to provide the secure system owner identifier from access control data store

138 to the relevant content provider and sets up a trusted connection between the content

provider and content access web server 124 for downloading the data item to a content access

terminal 118 and then to a portable data carrier.

25 {0094] Referring now to Figure 7, this shows avariety of content access terminals for

accessing data supply computer system 120 over internet 142. The terminals are provided

with an interface to a portable data carrier or “smart Flash card” (SFC) as generally described

with reference to Figure 2 and as described in more detail below. In most embodiments of

the tenninal the SFC interface allows the smart Flash card data carrier to be inserted into and

30 removed from the terminal, but in some embodiments the data carrier may be integral with

the terminal.

[0095] Referring now to the specific embodiments illustrated in Figure 7, a simple content

access terminal may comprise a home personal computer 144 with SFC interface 1443. In

35 another embodiment, a mobile communications device 15?. is provided with a. smart Flash

22
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card mterface 152a and is coupled to internet 142 via radio tower 150, mobile

communications system 148 and mobile communications mternet gateway 146.

[9996] In another embodiment a smart Flash card interface is provided to a so—called “set top

5 box“ (STE) 154. The set top box is, in effect, a receiver for television programs received on

video input 15413, which may comprise a satellite TV signal, a. cable TV signal or an off-air

TV signal. The video signal is provided from the set top box to teievision 156 or to some

other home entertainment device such as a personal computer (not shown). In another
embodiment, content access terminals 166 and 168 each with respective SFC interfaces 166R

10 and 168s are coupled to a retailer local area network (LAN) 160 connected to interns! 142 via

retailer LAN server 158. DVD player 164 is also coupled to LAN 160. In a further

embodiment a smart Flash card interface 1703 is provided for a CD/DVD player 170.

[0097] In these latter three embodiments, content data for storage on the smart Flash card

15 may be retrieved from broadcast video and/or a CD or DVD. In this case, the computer data

supply system 120 illustrated in Figure 6 may be used to provide use rule data for the content
data stored on the smart Flash card, and to pay for data downloaded onto the card; the content

data may be captured before or after the data supply system 120 is accessed to enable use of

the stored data, but in a preferred embodiment content data written to the card from a supplier

20 other than the content data supply computer system is not accessible to a user until

corresponding use rule data has been downloaded from computer system 120, whi ch will

normally be after receiving payment for the downloaded data.

[0098] Referring now to Figure 8, this shows a schematic diagram of one embodiment of a
25 data access terminal [70. The terminal comprises a general purpose computer including an

audiofvisual interface 184, a keyboard 186 and a pointing device tag for providing an

interface to the user. The terminal has an internet interface 176, for example a modem, and

optionally a LAN/WAN interface 174 for connecting the terminal to a retailer or distributor
LAN or WAN. The terminal also has an optional video input 178 for receiving broadcast

30 video data and a media input device 180, such as a CD or DVD drive. Further

communications HO ports 182 may also be provided. A portable data carrier or smart Flash

card interface 190 is provided for interfacing to a smart Flash card. Optionally, a cash input

and verification system 192, such as is conventionally used in an automatic teller machine

(ATM), may also be incorporated within the content access terminal. The terminal has

35 working memory 194 such as RAM and program memory 196 which can comprise any

23
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conventional storage device such as RAM, ROM or a disk drive. Program code in program

memory 196 may also be stored on removable disk 198. A processor 200 loads and

implements program code stored in program memory 196. All the components of the

tannins! are linked by a data and communications bus 172.

[0099} More specifically, processor 200 loads and implements cash payment management

code 200a for managing cash input data from each input and verification system 192, for

adding value to a Smart Flash card. Processor 200 also implements a web browser 20% for

accessing system owner web pages and data exchange interface 200:: for exchanging data

10 between a smart Flash card interface to the terminal and data supply system 120.

[01901 Processor 200 also implements off—line contents retrieval code 2006 for retrieving

data for storage on a smart Flash card from media input device 180 and/or video input 178

and/or LANIWAN interface 174. The processor implements a content sampler 200:: for

15 outputting small extracts of content data items to a user via audiofvisual interface 184. Such

data item samples may be stored with the content description data. in content access data store

140. The processor also implements a smart Flash card interface driver 2001', user interface

code 200g and additional communication drivers 200i: for driving LAN/WAN interface 174

and/or comins 1/0 ports 182.

20

[0101] Referring now to Figure 9, this shows a schematic diagram of components of a

portable data canicr 202, in the embodiment shown a soncalled “smart Flash card”. In this

context, “smart Flash car " refers to an IC card similar in size to a plastic payment card

incorporating aprccessor and Flash data memory, preferably of large capacity. For finther

25 details on smart cards, reference may be made to the ISO (International Standards

Organization) series of standards, including 130 7810, ISO 7811, ISO 7812, ISO 7813, ISO

7816, ISO 9992 and ISO 10102, which are hereby incorporated by reference.

[0102] Referring in more detail to Figure 9, a data and communications bus 204 links

30 components of the card which include a processor 210, working memory 212, timing and

control logic 208 and an external interface which may have contacts (ISO 7816) or be

contactless (ISO 10536) for providing external access to a bus 204 for reading data from and

writing data to the card 202. Also coupled to bus 204 are permanent program memory 216,

non-volatile data memory 218 and non—volatile (Flash) content data memory 214. Non-

35 volatile data memory 218 may comprise EEPROM and permanent program memory 216 may

24

PAGE 31189 ‘ RCVD AT SIZQI'ZODfi 5:43:12 PM [Eastern Daytlght TIme] ' MflJBPTD-EFXRF-filflfl ’ DNI912188350 ‘ comma 575 0300 ‘ DURATION {mm-vssjid-D-GQ

129



09/29/2006 14:55 FAX 415 57s 0300 .035/089

comprise ROM, for example, mask~programrned ROM. All the components ofFigure 9 are

mounted on a single substrate, in a. preferred embodiment bearing contacts for external

interface 206.

5 [fllflfii Processor 200 loads and implements program code fi‘orn pennanent program memory

216. This code comprises operating system code for providing the card with a basic

Operating system for at least external communications; payment management code for

supplying payment date from non-volatile data memory 218 to pay for downloaded content;

DRM (Digital Rights Management) and security code. including code to implement content

10 data use rules and code for password controlled access to data and program fimctions; CRM

code for implementing CRM—rclated rules; and content synthesis code for combining stored

content data with additional data provided via external interface 206 for synthesizing

complete content item data.

15 [0104] Nonwolalilc data memory 218 stores data including card identity data, access control

data, including password data for validating a user password, access record data for storing a

record of access attempts and their outcomes, and content supply data such as system owner

website addresses and retailer/distributor website addresses.

20 [0105] Data memory 218 further stores card value data comprising e—mcney such as publicly

venfiablc digital signatures, and payment data for storing a payment audit trail including

payment amounts and data on to whom payments have how made. The memory 218 also

stores RFM (Recency Frequency Monetary) data to provide a record of transactions for

market resweh and customer reward purposes, and CRM data storing customer reward

25 points. Data memoryZl 8 also stores an index of content data items stored in Flash memory

214 and associated content use rules, as well as DRM and royalty data for maintaining an

audit trail ofuse history for rights management tracking. Optionally, data memory 218 may

also store supply chain data specifying a supply chain route through which data has been

obtained firom a content provider, which may be used for rewarding supply chain

30 intermediaries, for example on a commission or reward points basis.

[0106; Content data memory 214 preferably compri ses at least 100 MB of data storage,

partitioned as data blocks ofa size selected to match the stored content type. For storing

video data, Flash memory 214 preferably comprises > 1 GB data storage and the data blocks

35 into which the data memory is partitioned are larger.

25
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[9107] Referring now to Figure 10, this shows a schematic diagram of a data access device

220, such as a portable audio/video player. The data access device 220 comprises a

conventional dedicated computer system including a processor 238, permanent program

memory 236, such as ROM, working memory 234, such as RAJ“, and timing and control

logic 226 all coupled by a data and communications bus 222. Also coupled to the bus are an

audio interface 228, a display 230 and user controls 232, for providing a user interface. A

smart Flash card interface 224 is coupled to bus 222 for interfacing with a smart Flash card

for retrieving and playing stored content data.

[0108} Permanent program memory 236 stores program code for implementation by

processor 238; this code may also be provided on a data carrier such as a ROM chip or disk

240. Processor 233 implements an SFC interface 2383, a user interface 238b, a cantent

player 233d for retrieving stored content data from a. smart Flash card interfaced to the device

and for outputting audio and/or video data derived from the retrieved content data (which

may comprise compressed audio and/or video data) to a user ofthe device.

[0109] Processor 238 also implements use control 23 So for controlling access to and use of

contents stored on the smart Flash card by the content access device user. Use control routine

233:: and/or DRM and security code in permanent memory 216 on the smart Flash card may

also implement digital watermarking and other Secure Digital Music Initiative (SDMI)

content protection code as specified in the SDMI portable device specification, part one,

version 1.0 (see wwwsdmiorg) which is hereby incorporated by reference.

[0] 10] Figures 1 la and 1 lb show a flow diagram of a process for registering a data carrier or

smart Flash card with a data supplier or system owner operating a data supply system as

illustrated in Figure 6. A smart Flash card may be issued entirely black, that is, with no

prestored content or value, with prestored value but no prestored content, with prestOred

content but not prestored value (the content being provided free) or with both promoted value

and prestored content- Thus, for example, a user may purchase a card with stored value but

no stored content over the counter at a retailer. The process ofFigures 1 1a and 11b illustrates

the registration of a card with neither predated content nor prestored value. As illustrated the

registration process records user registration data in the access control data store 138 of

Figure 6 and writes value data onto the blank card.

26
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[0111] At step 310 a smart Flash card is inserted into a content access tern-rural smart Flash

card interface. The system owner web page is then loaded onto the content access terminal

and displayed to the user (step Si 1), User registration data is then entered into the content

access terminal (step 312) and transmitted to the system owner (813). The user registration

data may include a user identity, 3 preferred e-payrnent system to use and, optionally, a

content access PIN or password, and a service level (for example bronze, silver or gold). The

optional password mayhe a password required by the e-payment system for validation of a

pay-incur by the user with the card or it may be a password to protect unauthofizcd access to

content on a smart Flash card to protect stored data in the event, for example, ofthe card

being stolen. A single password may serVe both these functions. The content access terminal

web browser is configured so that all sensitive data passing betWeen the terminal and the
system owner is securely transmitted, for example by using a conventional encryption system

such as PK] (Public Key Infi'astruoture).

[0112.] At step 314 a payment request is received from the system owner at the content

access terminal and displayed to the user. At step S l 5 the utter enters payment data into the

content access terminal and this payment data is transmitted to the system owner, for adding

value to the card. This may, for example, be a credit card transaction as is conventionally

used for purchase over the internet. Card value data and a card value access code is then
received by the content access terminal from the system owner at step 316. The card value

corresponds to the payment made by the user and the value access code may be a, password

entered by the use]: at step 312 or may comprise a password for PIN created by payment

processor 128 or e—payment system 121 as illustrated in Figure 6. In a preferred embodiment,

the user pays the system owner and the system owner then directly provides digital signature

data representing value to the content access terminal for writing onto the smart Flash card.

[0113] At step 817,. card registration data is received from the system owner by the content

aces-5s terminal and written onto the smart Flash card. This card registration data comprises

user identity data, access control data, payment system specifying data, System owner access

data, such as a system owner web page address and other dial-up information. At this stage

other data may be entered by the user and written onto the card, including, for example, user

preference data, retail outlet and CRM'data (alternatively user preference data may be

captured at step 812), At step 318 the card value data and card value access code received at
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step 816 is mitten onto the card and output to the user visually and, optionally, as a printed

record. The card is then available for use, at step 319.

[0114] Figure 1113 shows the corresponding region-anon steps performed by the system

5 owner’s data supply system 120. At step 320, a request for a smart card registration web

page is received from a content access device and, at step 321, transmitted to the device.

User registration data is then received, at step 322, from the content access terminal and

stored in content access control data store 138. The system owner’s computer system then

transmits, at step 523, a payment request to the content access terminal and receives, at step

10 524, payment data in reply, this payment is then authenticated, at step 325, with an e-

payment system such as pamcnt system 121 a or 13 illustrated inFignre 6, and after

verification the payment processor 128 ofthe computer system transmits, at step 826, value

data and a value access code to the content access terminal, for writing onto the smart Flash

card. The payment processor then updates the payment record data store I 36 with data

15 relating to the transaction (step 327) and, at step 528, retrieves card registration data

previously written into the access control data store and transmits this registration data to the

content access terminal. At step 829 the transaction is then complete.

[0115] Referring now to Figures 12am, these illustrate a flow chart for dewnloading data to a

20 smart Flash card using a data access terminal. At step S30 the smart Flash card is inserted

into the content access terminal and the user then enters, at step 831, their password for

gaining access to the functionality ofthe smart Flash card. At step S32,the content access

terminal transmits the password to the smart card for verification and the terminal checks. at

step 333, whether access is permitted. If access is not permitted a warning is displayed by

25 the terminal, at step SS4, and an access denied count is implemented. A threshold count is

then read from the card together with a count of the total number of times access to the card

has been denied (step 535). A1: step S36 the terminal checks whether the total number of

denied accesses is within three of the card threshold, and it“ it is not, returns to step S31, while

if it is, it proceeds to step S37 where the terminal displays a warning that a timber denied

30 access is likely to result in erasure of content stored on the card. At step 838 the terminal

then checks whether its count of denied accesses is greater than its threshold value, returning

to step 831 ifnot, and displaying an access refused message at step S39 ifthe total number of

permitted accesses has been exceeded. The system then waits at step 339 for removal of the

smart Flash card from the content access terminal.

28
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[0116] Heecess is permitted at step S33, the terminal loads outline CRM data from the card

(step S40) and loads retail data, such as targeted advertising, from the retailer LAN/WAN

(step S41). At step S42, the terminal then displays amenu ofoptions, retail data such as

5 advertising or GEM—related data and outline CHM data, such as a total number of reward

points earned, on the content access terminal. Many options include download content (from

a system owner), add monetary value (to the card), checldspend CRM value stored on the

card, follow website links, and exit. At step 343, the user inputs a menu option which, in the

illustrated flow chart, is the download option. The system thus passes to step S44 and loads

10 the system owner’s content access web page onto the content access terminal and displays

this to the user.

[0117} At step S45, the user enters a content search request, which is transmitted to the

system owner content disnibtnor processor 134. Content search results are received back

15 from the content distribution processor, including a content identifier, a onofdescription, and

content cost data for at least one payment option, and these results are displayed on the user

on the content access tenninal. The user then selects one or more content items at step S47

and the selectiOn is transmitted to the content disuibution processor 134 where further

content cost data and purchase option data is retrieved from data store 140. At step S48, this

20 content cost and purchase date (including use rule data} is received fi'om the system owner

and displayed to the terminal user. The user then selects, at step 549, a purchase option and

confirms apurchase requester, alternatively, selects “exit” to return to the menu display of

step S42. After one or more content items have been selected, together with a purchase

option, hard value and CRM data is read fi'oni the smart Flash card at step 350, and at step

25 $51 a check is made to determine whether the monetary and/or CRM (reward points) value

stored on the smart Flash card is sufficient to purchase the selected purchase data items. If

the card value is insuffici not, a warning is displayed at step 352 and the system returns to the

menu display at step S42. Ifthe card value is sufficient, at step S53 the content access

terminal transmits a payment request to the smart Flash card.
3 O

[0113] Payment for the data item or items requested may either be made directly to the

system owner or may be made to an e—payment system such as e-payment syst—s 121a and

21b ofFigure 6, with these systems than forwarding payment confirmation data to the

system owner computer system. Alternatively. the content access terminal may transmit data
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to the card to set up a transaction directly with a content provider who, lacing the copyright

owner, would normally receive the majority ofthe payment.

[0119] At step SS4, payment data for making a. payment to the system owner is received. from

the smart Flash card by the content access terminal and forwarded to an e—payment system

such as e-paymcnt system 121 in Figure 6. Payment record data, validating payment by the

card to the system owner, is then received back from the c—paymcnt system at step 855 by the

content access terminal and forwarded to the card for updating payment data on the card. In

alternative embodiments, payment data from the card may be provided directly to the system

owner’s data supply computer for authentication and, optionally, further validation with an e—

payment system by the system owner’s computer.

[0120] Distribution of the payment received by the system owner fiom the card is performed

by the system owner’s computer system, as described elsewhere. Such payment distribution

will normally provide a small percentage of the total payment to 3 “owner” or operator of the

content access terminal, such as a retailer, distributor, or in other embodiments, mobile

communications network operator or cable TV network operator.

[012]] In the presently described embodiment, payment record data received in step SSS is

.msmittcd to the system owner to confirm payment by the card and thus it is the content

access terminal, in the described embodiment, which authenticates a payment before

confirming that the payment has been made to the system owner.

[0122] In step SSS, together with the payment record data, purchase request and card

registration data is transmitted to the system owner to identify one or more content data items

for purchase and to identify the purchaser. Then, at step 357, the content access terminal sets

up a transaction between the system owner data supply computer and the smart Flash card for

download of the identified content items requested from the data supplier to the smart Flash

card- The download is preferably arranged so that there is no permanent storage of

downloaded data on the content access terminal (although temporary storage in a disk cache

may be permissible), and there is further preferably no temporary storage on the content

access terminal of complete data for a content data item. This provides data security and

reassurance to the content providers.
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[0123] In the same way as with card registration described with regard to Figure 1 l, a secure

and trusted link is set up between the content access terminal andlor the smart Flash card and

the data supply computer in a conventional manner as is well known to those Skilled in the art

(for example, using public key data encryption). The data transaction may be setup directly

5 between the smart Flash card and the data supply computer, in which case the content access

terminal has no access to unencrypted content data, or it may he set up between the content

access terminal and the data supply computer. in which case unenerypted data is writtm by

the content access terminal to the smart Flash card. Standard transmission protocols are used

to ensure complete transmission of a content data item, for example by re-vlransmitfing blocks

10 of data which are not correctly received.

10124] Also at step SS7, one or more content access rules is received from the system owner

data supply computer and written to the smart Flash card so that each content data item has

an associated use rule to specify under what conditions a user ofthe smart Flash card is

15 allowed access to the content data item.

{0125] A: step 858 the content access terminal receives CRM data. from the content

distribution procesSor l 34 of the system owner, for example specifying a number of reward

points earned by downloading the selected cement items. This CRM data will normally be

20 written to the smart Flash card (step 359), but may additionally or alternatively be stored in

the content access terminal or in a data store of the content access terminal owner so that the

reward points are held by the distributor/retailer/cahle TV operator. Finally, also at step 559,

a complete record ofdetails ofthe transactions between the smart Flash card and the cordent

accesa terminal, the smart Flash card and the system owner, the smart Flash card and the e-

25 payment system, and the content access terminal and the e—payment system and/or data

supply computer is recorded on the smart Flash card to provide an audit trial. The system

then returns to the menu display ax step S42.

{0126] The add monetary value menu option provided by the menu operates in a similar

30 manner to that described with regard to steps SIS and SIG of Figure 11a and steps S24 to $27

of Figure 1113. In embodiments of the system in which the smart Flash card operates either in

a debit (pro—pay) or credit mode, operating mode data may be loaded fiom the card together

with outlying CRM data at step S40. If the card is operating in a credit mode then, at step

S41, the content access terminal reads content use data records from the card and proceeds

35 correspondingly to steps S47 and S43 to determine the value ofthe content accessed and then
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proceeds according to steps 315 and SE6 of Figure Us and steps S24 to 827 ofFigure 11b to

retrieve payment for The accessed content from the card owner. Where enhanced access

control features are provided, access control data read from the smart Flash card or entered

into the content access terminal at step 831 is used, in step S44, to access the system owner

5 content access webpage and, in some embodiments, to set up a secure connection between the

content access terminal and system owner data supply computer at step S44.

[0127] Referring now to Figures 12d and 12e, these show steps in a process implemented on

the system owner’s data supply computer for providing content data to a content access

10 terminal and thence to a data carrier such as a smart Flash card. At step 360 the system

owner‘s content access web page is requested by a content access terminal and transmitted to

the requesting terminal. A search request for searching for a content data item is received, at

step 361, from the content access terminal, and at step 862 content distribution processor 134

of the content supply system searches content access and DRM data store 140 and transmits

15 the search results to the content access terminal. The search results will normally comprise a

content item identifier, a content item description, optionally a content item sample, and at

least one content item price, for example for a default payment option. The search results

mayr comprise a set of content data items, either selected by type or artist or comprising some

predetermined selection in a similar manner to a compilation of tracks on a CD.
20

[0128] At step SS3 content it- selection data identifying one or more content items is

retrieved from the content access terminal, and at step 564 content item purchase data for the

selected content items is retrieved from content access and DRM data store 140. This

purchase data will normally include, for each selected content item, one or more prices and

25 purchase options. Purchase option data may simply comprise one of a set of standard

options, for example “1” to purchase outright, “2” to rent for a period oftime, “3” to rent for

a number ofplays, and “4” to rent with a final purchase option. The purchase option data

may also indicate when a content item is available free.

30 [0129] At step 865 the content purchase data is transmitted to the content access terminal,

and at step 866 payment record data, indicating a payment made from the smart Flash card to

the system owner, purchase request data, card registration data and, optionally, access control

data, is received from the content access terminal. The payment record data confirms a

payment for the requested data items, the purchase request data specifies the payment option

35 selected for the selected content items, and the card registration data provides data for

32
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keeping records of the transaction and providing reward points; the access control data may

be required for additional data security. At step 867 the payment record data, in the

described embodiment of the system, is validated with an e-payment system such as 6—-

payment system 121 of Figure 6. As illustrated in the flow chart, the data supply system

computer checks with the e-payment system that a payment has in fact been made to the

system owner. In other embodiments of the system, payment may be made directly to the

system owner, and either concurrently with the content access and download process, or at

some later stage, payment date, received from the smart Flash card may be verified with the e«

payment system for reimbursement of the system owner.

[0130} At step 568, payment distribution data is read from the content access data store 140.

This data will indicate how payment made by the card for the data is to be distributed among

recipients. In one embodiment, recipients‘ payment fractions are specified in general terms

in the content access data store, for example copyright owner 0.90, system owner 0.01,

retailerldisnibutor 0.02, publisher 0.02, creator 0.05. Identificaticm of who is the relevant

copyright owner is stored in the data store together with the content ire-m identifier, but may

be selected from more than one possible content provider for the data item, and identification

ofwho is the relevant retailer/disiribntor may be determined flow, for example, content

access identity information received from the content access terminal when the system owner

content access Web page is accessed at step 860. At step 869, payments are then distributed

in accordance with the payment distribution data, either by direct distribution ofvalue-

bearing digital signatures to the relevant parties, or by issuing a payment distribution

instruction to e—payment system. 12!. Preferably the data supply system stores records of

individual card payments and, at intervals, combines the payment distribution data for a

plurality ofindividua] records to output payment date for distributing the total payment

received by the data supply system from a batch of individual payments.

[013]] At step 570, content access miles for the purchased level ofservice are read from the

cement access data store. These rules could, for example, specify that only a predetermined

number of accesses to the content are permitted, for example 10 plays. Alternatively, the

rules could provide access for, say, one month from the download date. Other rules may

provide unlimited plays but only on specified players, for example set tap boxes owned by a

particular cable TV network (as determined by content access device identification data

provided to a smart Flash card from a content access device). A content provider

33
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identification for the requested content data is also read from the content access data store at

step S70 together with CRM data for issuing reward points.

[0132] At step S71, content access rules for the requested content data items are retrieved

5 from data store 140 and transmitted to the content access terminal. Then, at step S72, DEM

processor 130 of the data supply system transmits a transaction request and authentication

data to the content provider identified in step 370. This request identifies the system owner

data supply system to the content provider in a sectne manner, either by means ofphysical

security, such as a dedicated connection from the system owner data supply system to the

10 content provider, or by means of an electronically secure connection such as an encryption

connection. Then, at step S73, the content access web server 124 receives protected content

from the content provider, comprising the data items requested by the content access

terminal, and transmits this protected content to the content access terminal. The content is

preferably protected by data encryption but may be protected in other ways, for example, by

15 digital watennarking or simply by the large number ofother transactions taking place at any

one time over the intemet. The data supply system computer, at this point, essentially acts as

a transparent data forwarder, forwarding data from the content provider to the content access

terminal, which itself is preferably effectively transparent, using data exchange interface 200::

to' transmit the protected content data (firectly to the smart Flash card. As described with

20 regard to Figure 12d, the content download protocol includes error protection and

transmission retry protocols to ensure substantially error-fies data transmission.

[0133] Once content has been dowrfloaded to the content access terminal (and, hence, to the

smart Flash card) at step S74 a record ofthe purchase data and content accessed is written to

25 payment record data store 136, to provide an audit trail. Then, at step S75, updated CRM

data is written to the content access data store 140, using rules stored in the content access

data store, in conjunction with a record of the downloaded data items, to calculate the CRM

data (Le. reward points}. The updated CRM data is then also transmitted to the content

access terminal, where it can be forwarded to the smart Flash card. Then, at step S76, the

30 process ends.

[0134] Referring now to Figure 13, this Shows a flow chart for user access of stored data on a

smart Flash card using a data access device such as the W3 player ofFigure 1. At step 877

the smart Flash card is inserted into the player and, at step S78, the user enters a password

35 into the player, which is transmitted to the smart Flash card for validation (this step is
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optional). If access to stored data on the card is permitted, the process proceeds to step S79

Where an index of content data items stored on the card is loaded from the card and displayed

together with a menu. The menu provides options including access content, check value

(stored on the card), check CRM data (such as reward points) stored on the card, and play

5 options (such as no video, repeat play, random play, and the like). If the user wishes to

accccs content data items stoned on the smart Flash card, a user selection of such items is

entered into the player at step 880, for example using cursor keys or a pointer; additionally or

alternatively a default play option may be provided to, for example, play the most recently

downloaded data.

10

[0135] At step 881 content use status data for the selected content items is loaded from the

smart Flash card together with associated content use rules. Then, at step 582, the use rules

and present use status for each selected content item are compared and the result is diaplayed

together with a content play menu. The content play menu may comprise a simple list of the

15 selected content items with items not available for access highlighted in, for example, red.

Alternatively, more dctailcd content access permission data. may be displayed such as the

purchased content; use for a content data item, the actual use of the data item made so far,

and the available remaining use. Then, at stop SS3, the player determines whether content

use is permitted. Ifusc is not permitted, the process rctums to step S79 to ire-display the

20 menu; if content use is pcnnitied the system proceeds to step SS4.

[[3136] At step SS4 the selected content data items Whose use is permitted are rctri cvcd

sequentially from the card, decoded as necessary, and the decoded audio and/or video data is

made available to the user, for example, by providing audio output at a headphone socket on

25 the player and displaying video output on the player display. Preferably, the player also

retrieves supplementary data storcd in association with a content data item, such as

advertising data, or for a Web-enabled player, hot links to web sites for sale of goods or

services, particularly those related to the amassed content data item or those identified to

appeal to users accessing the data item (such as pop group merchandizing or Harley Davidson

30 (trade mark) motor bikes for rock musiclvidco).

[9137] Preferably, the player is provided with “pause" and “continue” functions and

corresponding user controls. When “pause" is selected the proccss passes to step 885 and

writcc a record to the smart Flash card comprising data specifying how much use has been

35 made of the accessed content data item. In the case ofmusic or video data, this may

35
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comprise start and end time markers or simply a play duration time (the start time being

predetermined, for example at the start ofthe data item). In the case of a game the partial use

data may comprise an elapsed play time or a number oflivcs left. In the case of a data item

providing a service such as access to stock and share prices, or weather information, or a

share dealing service. the partial use information may mmprise a status record indicating the

status of an interrupted transaction. When the “continue” function is selected on the player

the process returns to step 884.

[0138] To allow for the smart Flash card being removed from the player between pause and

continue events, a check may be made at step S78, by reading a partial use status data from

the: card, to determine whether a content data item was lefi in a pause state when the card was

last used. If such a pause state is determined to exist for a content data item, the process may

then jump directly to step SSS to allow a user to resume or continue with the content data

item and proceed directly to step SS4.

{0139] Once play is complete the process moves to step SSS Where updated content use data

is written to the smart Flash card. This updated use data provides a record of the use of a

content made in step SS4. This record can then be used in steps $81 to $83 to determine, on

a subsequent occasion, whether further use of the content data item is permitted. Finally, at

step 586, customer reward management reward rules are loaded from the smart Flash card

together with CRM data stored on the card. The CRM data is then updated, using the CRM

reward rules, to reflect the use of content data items made in step 384 and the updated data is

written back to the smart Flash card.

{0140] In one embodiment the CRM reward rules are determined by the content access

terminal owner (retafler/distributor/oable or mobile network operator) and are written onto

the card when registering the card. The updated CRM data may then be accessed by a

content access terminal for spending or other use when the smart Flash card is next inserted

into a content ems terminal. Once the CRM data has been updated, the process returns to

step $79 to display the content index and menu.

[0141] The specific embodiments ofthe invention described above use connnmiication over

the internet and web-based technology but this is not essential, and the invention may be

implemented using any electronic communications network, such as a wide area. network,

local area network, wireless network, or conventional land line network. Likewise, the
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invention is applicable to the intemet, inmats, extranets, and ether interact protocol
networks. '

[0142] The skincui person win understand that many variants to the system are possible and

5 the invention is not limited to the described embodiments but encompasses modificafions

which lie within the spirit and scope ofthe present invention.
603811061"
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SUBSTITUTE SPECIFICATION

DATA STORAGE AND ACCESS SYSTEMS

Background oi the Invention

igD—MlTl-tis invention is generally concerned with data storage and access systems. More

particularly, it relates to a portable data carrier for storing and paying for data and to computer

systems for providing access to data to be stored. The invention also includes corresponding

methods and computer programs. The invention is particularly useful- for managing stored

audio and video data, but may also be applied to storage and access of text and software,

including games, as well as other types ofdata‘

. Qaeelfloflzl One problem associated with the increasingly wide use ofthe internet is the

growing prevalence of so-called data pirates. Such pirates obtain data either by mathesieed

unauthorized or legitimate means and men make this dam available essentially world-wide

over the internet without whensafioa—authofizafion. Data can be a very valuable

commodity, but once it has been published on the {names-M it is difficult to police

access to and use ofit by Internet users who may not evenmthat it is pirated.

This is a particular problem with audio recordings, and, once the bandwidth becomes

available, is also likely to be evident with video.

[GWSI Over the past three or four years compressed audio sources have become increasingly

widely available on web pages. One widely used audio data compression format is MP3

(MPEG -_Audio Layer 3-} of the MPEGI compression algorithm), which is an internationally

defined standard including a definition ofcompressed audio information such as speech or

music. It relies on psycho-acoustic properties ofhuman hearing to achieve very large data

compression factors. It is thus feasible to download usefully long passages of music in a

practically convenient short time. Pirate data suppliers have not been slow to realise—m

the potential of this, and many Weeised-unauflrofized websites have sprung up offering
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popular music, including recent releases by world famous bands. This has caused the

recording industry considerable concern and the-re is an urgent need to find a way to address

the problem of data piracy.

 

Suturing}: of the Invention

MAooording to the present invention there is therefore provided a. method ofproviding

portable data comprising providing a portable data storage device comprising downloaded

data storage means and payment validation means; providing a terminal for internet access;

coupling the portable data storage device to the terminal; reading payment information from

the payment validation means using the tenninal; validating the payment information; and

downloading data into the portable storage device from a data supplier.

I0005| Another aspect of the invention provides a corresponding mobile data retrieval device

for removing and outputting data such as stored music and/or noise from the data storage

device.

MLThe payment validation means is, for example, means to validate payment with an

external authority such as a bank or building sooicty. The combination of the payment

validati on means with the data storage mains allows the access to the downloaded data. which

is to be stored by the data storage means, to be made conditional upon checked and validated

payment being made for the data. Binding the data access and payment together allows the

legitimate owners ofthe data to make the data available themselves over the internet without

fear of loss ofrevenue, thus undermining the position ofdata pirates.

MA fiirther advantage of the system is that it allows users under the age of 18 to make

internct purchases. Cmrently internet users pay for goods and/or services by credit card.

Since credit cards cannot lee-legitimately be used by persons under the age of 18 {at least in

the UK), a significant fraction of adventurous internet users are excluded from e—commcroe,

one of the most significant predicted uses of the internet. In one embodiment ofthe

invention! however, the payment validation means comprises o—cash—; that is, the payment

validation means stores transaction value information on a cash value of transactions

validatablc by the data storage means. In simple terms, the data. storage means can be a card

which is charged up to a desired cash value (if necessary limited to a maximum value} at a

F
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suitable terminal. This might be an internet access terminal but could, more simply, be a

device to accept the data storage card and to receive and count money deposited by the user to

charge the card, writing update cash value information onto the card. More sophisticated

ways ofupdating the cash value on the card are also possible, such as direct bank transfer.

Since, with this type of embodiment, the data storage means is, essentially, prechargcd with

cash rafllcr than acting as a credit card, it can be used by young people without the risk of

their incurring large debts-

win one embodiment the data storage means is powered by the retrieval device when it

is connected to the device and retains a memory of the downloaded data. when it is

unpowered- This can be achieved by the use of Flash RAM or, more generally, any form of

programmable read—only memory. Alternatively the data storage means may incorporate a

rechargeable cell or capacitor and store information in battery backed-up static RAM.

M1113 downloaded dataWentered into the data storage device by means of

an interface such as a magnetically or capacitatively coupled connection or an optical

wnnection, but preferably the interface comprises contacts for direct electrical connection to

the storage means. The payment validation means may likewise have one of a variety of

interfaces but again preferably comprises a set ofelecln'cal contacts. The payment validation

means could, however, complies a magnetic or holographic data-strip such as is known for

use with credit cards and phone cards. The interface to receive the downloaded data maybe

separate from the interface to the payment validation means, to facilitate separate and

simultaneous access to both these systems. In other embodiments a single interface may

serve for both data storage and payment. Admtageously the payment validation means

includes a memory storing information to identify the perSon who is paying for the

downloaded data.

MFor additional security the downloaded data may be encrypted. In this cage data

decryption may be necessary at some stage, either in the data stomge means or in the retrieval

device or in an information delivering apparatus such as a data access terminal. Alterzmtively

the data decryption function can be shared amongst one or more ofthese devices. The skilled

persan will be aware ofa range ofsuitable encqrption/decryption techniques, including Pretty

Good Privacy (Registered Trade Mark) and PKI (Public Key Infrastructure). Normally when

the downloaded data is encrypted a decryption key must be supplied. This can be generated
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automatically by the data access terminal or data access service provider or it can he entered

by the near into the data access terminal or into the mobile data retrieval device.

ml]__11_]_The data storage means and/or the retrieval device can he provided with access control

means to prevent motherisedunauflmrizod access to the downloaded data. Additionally or

alternatively, use control means can be provided to stop or provide only limited access ofthe

user to the downloaded data in accordance with the amount paid. These access and usr:

control functions may in some embodiments be cembined, permitted use controlling access or

permitted access controlling use. Thus, for example, a complete set ofdata information

relating to a particular topic, a particular music Hack, or a particular software package might

be doWnloaded, although accesa to part ofthe data set might thereafter be controlled by

payments made by a user at a later stage. In this way, a user could pay to enable an extra

level on a game or to enable further tracks of an album.

M111 embodiments where the access or use centrol means is responsive to the payment

validation means, access or use control information may be stored with The downloaded data

or in a separate storage area, for example in the payment validation means. The user’s access

to the domrloaded data could advantageously be responsive to the payment validation means.

for example, by means of a control line coupling the payment validation means with a.

memory access or decryption control element.

Win one embodiment the data storage means comprises an electronic memory card or

smart card and the mobile data retrieval device is provided with a slot to receive the card.

Preferably the card is a push-fit within the retrieval device, and retention ofthe card may be

effected by pressure from electrical interface connections and/or resilience of the housing, or

by using a resilient retaining means. In a preferred embodiment the retrieval device includes

an audio output and a. display, to play a downloaded track and to Show information about the

track and/or an aocompauydng video.

MTG download data Onto the data storage means the user can employ a data access

terminal coupled to the internet. The terminal can directly validate payment—3 for example in

the case ofa smart card charged with electronic cash it can deduct a. cash value from the card.

Alternatively it can communicate with a bank or other financial services provider to control

payment. In a preferred embodiment, however, the terminal connects to a data access service
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provider which provides a portal to other sites and which validates payment and then

forwards data flora a. data supplier to the user's local access terminal. The data access service

provider may alternatively forward payment validation information andfor information from

the payment validation authority to the data stipplier for control by the supplier ofthe data

supplied. Thus, access to the payment validation system and/or data for downloading may be

entirely controlled by the data supplier.

MData held on the data storage means may advantageously include data relating to the

user’s or payer’s usage ofthc system. This information may include, for example,

information on a user’s spending pattern, information on data suppliers used and information

on the downloaded data. This information maybe accessed by the data supplier and/or data

access service provider and can be used for targeted marketing or loyalty-based incentive

schemes such as airrniles or the like.

mme data access terminal may be a conventional computer or, alternatively, it may be a

mobile phone. Wireless Application Protocol (WAPJ and inmode allow mobile phones to

efficiently access the internet and this allows amobilc phone to be used to download data to

the data storage means, advantageously, directly. The data storage means can, ifdesired,

incorporate the functionality of a mobile phone SIM (Subscriber Identity Module) card, which

cards already include a user identification means, to allow user billing through the phone

network operator.

mmgmfmed embodiment the downloaded data is MP3 or other encoded audio data,

but the system finds more general application for other data types. For example, download

data can include software, and particularly games, share price information, current news

information, transport timetable information, weather information and eatelogregagglgg

shopping information. The downloaded information may also include compressed video data.

The storage capacity ofthe data storage means is adaptable to suit the type of data intended to

he downloaded—g for example, 32 megabytes is sufficient for CD quality music, but for video

it is preferable that the data storage means has a capacity of 128 megabytes or greater.

IDflISI In another sweet, the invention provides a portable data carrier comprising an

interface for reading and writing data from and to the carrier; non-volatile data memory,
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coupled to the interface, for storing data on the carrier; non-volatile payment data memory,

coupled to the interface, for providing payment data to an external device.

MHose features allow the data carrier to store both payment data and content data, thus

providing the advantages outlined above. Depending upon the payment system used, the

payment data memory may also store code for validating or confirming a payment to an

external payment system. The payment data will normally be linked to a;card or card holder

idenlificafion data for payment by the card holder. The non-volatile memory ensures that

stored content and payment data. is retained in the data carrier when the data carrier is not

receiving power from an external source. Thus Eifnon—Volalilerfl: encompasses, for example,

low—power memory whose contents are retained by a battery back-up system. In one

embodiment the payment data memory comprises EEPROM and the content data memory

comprises Flash memory, but other types ofcontent data memory, such as optical, for

example, holographic, data memory can also be used. The data carrier may also be integrated

into other apparatus, such as a mobile communications device.

MW‘bly, the portable data carrier fiirther comprises a program store tin;storing code

implementable by a processor; and a processor, coupled to the content data memory, the

payment data memory, the interface and to the program store for implementing code in the

program store, wherein the code comprises code to output payment data fiom the payment

data memory to the interface and code to provide external access to the data memory.

Widow-rally. the (content) data memory allows both write and read access for both

storing and retrieving data, but in some embodiments the content data memory may be read ;

only memory (ROM). In such embodiments, content maybe pro-loaded onto the carrier and

payment may then be made for permission to access the pro-loaded data.

MPi-eferably, the data carrier also stores a record of access made to the content data and

updates this in response to external access, preferably read accocs, made to the data memory.

The carrier may also store content use rules pertaining to allowed use of stored data items.

These use rules may be linked to payments made fi-om the card to provide payment options

such as access to buy content data outright; rental access to content data for a. time period or

for a specified number ofaccess events; and/or rentaUprn-chase, for example where rental use
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is provided together with an option :to purchase mutent data at the reduced price after rental

access has expired.

W'flms where the data carrier stores, for example, music. the purchase outright option

may be equivalent to the purchase ofa compact disc (CD), preferably with some form of

content copy protection such as digital watermarking. In this example, the rental or

subscription payment option may be a pay—peeplay option, and with this option payment may

either be before or afici- access to the stored data so that the carrier may operate in either a

debit or credit payment mode.

mineportability of the data carrier potentially allows it to be used to access content or,

in the example, play music without the need to be linked to a communications system or to be

on—iine to the internet. By providing a use record memory on the data carrier, use ofthe

stored data can be tracked whilst—m off-line and then any necessary payment can be made

when the data carrier is next coupled to a communication system. This allows the data carrier

to operate in a credit mode. In a debit mode, the additional storage ofuse rules facilitates the

regulation of access to content data stored on the carrier without the need for further exchange

ofpayment/use data with an external system to validate the use.

MB)! combining digital rights management with content data storage using a single

carrier, the stored content data becomes mobile and can be accessed anywhere whilst—M

retaining control over the stored data for the data content provider or data copyright owner.

Preferably, the data carrier also stores access control data. such as auser ID and a password,

as the stored data may be valuable. The access control data may be combined with access

control to the payment data, which is typically by means of a PIN (Personal Identification

Number) to simplify access to valued content stored on the carrier.

Min one embodiment the stored content data is enm-ypted and aunique password or PIN

and/or biometric data is required for decryption. The data carrier may be arranged so that the

content is erased after a predetermined number ofincorrect access attempts. Additionally or

alternatively, a permanently stored flag may be set andfor a hardware modification (such as a

fusable link} maybe made to prevent the data carrier from functioning for fin'ther data

storage/retrieval. Preferably, hoWever, access to any stored valuefpayment data is

nevertheless retained-
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MSupplcmentary data may also be stored on the carrier in association with stared

content data. This supplementary data may comprise customer reward management data

and/or advertising data. The supplementary data may comprise a pointer to an external data

sum-cc from which data is downloaded either to the data carrier or to a data access device or

content player, so that advertising or other data can be displayed when reviewing or accessing

the stored content

MAddifional data security and/or a mechanism for rewarding operators or different

levels in the data supply chain may be provided using a content synthesis fimetion. The

content synthesis fimction combines partial content information from two or more sources to

provide content data items for storage and/or output. Thus, for example, a first percentage of

a content data item could be provided by a content retailer—“WM a remaining

percentage could be provided by an ermine data supplier. This would preside an incentive

for a user to register with a content retailer or distributor as well as with an err—line scheme

golfing owner and so could encourage the use ofexisting retailers and could provide a

mechanism for paying commission to such retailers. The two portions ofdata combined to

provide a content data item ootdd comprise ucryption data and a. key but preferably comprise

separate parts ofa complete data item, for example, least significant bits and roost signifith

bits or high fi‘equencies and low frequencies (for audio). This arrangement also facilitates

cmtomer reward and loyalty management.

Win one embodiment the data can-ier further comprises memory for storing data for

accessing a mobile communications network, for example to receive content data over the

network. For such an embodiment, the data carrier may replace a SIM (Subscriber Identity

Module) card in a mobile connnunications device, thus providing a single card for both

network access and valued content retrieval and storage. Additionally or alternatively the

card may also store the Web address of a data supplier from whom data may be downloaded

onto the carrier.

momma data memory for storing content data may be optic, magnetic or semiconductor

memory, but preferably comprises Flash memory. Preferably, the data memoryr has a large

capacity for storing large data files such as compressed video data. Preferably, the data.

memory is partitioned for lock access, that is, for read andfor write access to blocks of, for
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example, 1K, 4K, 16K or 64K datahytes for faster data access, particularly where the stored

content data will normallybe accessed serially, as is oorrnaily the case with audio and video

data. Preferably the card is configured as an 10 card or smart card and has a credit card-type

format, although other formats such as the fl‘jnemory social: format may also be used. This

provides a small and convenient portable format and facilitates removable interfacing with a.

variety ofdevices.

more invention also provides a related method of controlling access to data on a. data

carrier, the data carrier comprising non-volatile data memory and non—volatile parameter

memory storing use status data and use rules, the method comprising receiving a data access

request; reading the use status data and use rules from memory; and evaluating the ma status

data using the use rules to determine whether access to the stored data is permitted.

MAocording to another aspect of the invention, there is provided a computer system for

providing data to a data requester, the system comprising a communication interface; a data.

access data store for storing records ofdata items available from the system, each record

comprising adata item description and a pointer to adata provider for the data item; a

program store storing code. implementable by a processor; a processor coupled to the

connnunicafions interface, to the data access data store, and to the program store for

irnpiementing the stored code, the code comprising code to receive a request for a data item

from the requester; code to receive fi-om the communications mterface payment data

comprising data relating to payment for the requested data item; code responsive to the

request and to the received payment data, to read data for the requested data item from a

Content provider; and code to transmit the read data to the requester over the communications

interface.

100334 The computer system is operated by a data supplier or data supply l‘seheme—“sxetem

owner-3:: for providing content data to the data carrier described above. The percent data

received may either be data relating to an actual payment made to the data supplier, or it may

be a record of a payment made to an e-payrnent system reIating either to a. payment to the data

supplier, or to a. paw-tent to a third party. The data firm: the content provider, preferably

Without permanent (local) storage of the forwarded date—"Flee; improvos data security as the

content provider retains control over a content data item, and the data supplier, a. copy of a

data item, is unable to supply data for the item without the content providerlls assistance. The
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computer system may provide temporary storage for a requested data item, for example; using

a disk cache, but preferably the computer system does not store a complete data item, even

temporarily.

MPreferebly, the computer system includes payment distribution information so that

when payment is made for a data item, the payment can be distributed for reimbursing

royalties and making other payments. Typically a large finction of the payment for a data

item will he transferred to a copyright owner or L'jjcontent providerflf: for the item—whilst,

11111;: smaller payments wiIl go to the mfist and/or publisher andfor retailer/distributor.

Payment may be made directly by the computer system to the computer systems of other

relevant parties using, for example, a signannre—u‘ansporting type Repayment system.

Altemafively, the computer system can issue appropriate instructions to a third party Ee-

payment system for making the transfers. The computer system allows automatic distribution

ofpayments either before, during or after content data download, or after content data access

by a user. Instructions for distributing the payments may be issued substantially

simultaneously, thereby avoiding long delays in the payment ofsome parties—j, for example, it

can presently take a year or more for an artist generating content to be paid by conventional
methods.

MPrefcrably, the computer Systcln also stores content data item access rule date for

downloading in association with a content data item. The rule data may be stored by a

content provider but is preferably held by the computer system, and links a content identifier

with an access rule, typically based upon a required payment value, as outlined above in the

context of the data carrier. Normally, each content data item will have an associated access

rule, but a single rule may apply to a large number ofdata items. The computer system also,

preferably, stores requester reward data for customer reward/loyalty management. This data

may again comprise one or more rules linking a payment value and/or content data item type

to a specified reward, such as a number ofair miles or retailer value points. The computer

system preferably also keeps a record ofan identified user-5:3 or details carriers content item

downloads and payments for market research purposes.

[00361 The computer system, in one embodiment, also stores access control data, such as an

access request identity and password which can be employed, for example, to create an

extranet of system users, which again can be linked to stored access record data for marketing
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purposes. When further linked to content item type data, such an arrangement can be used to

construct a club ofusers of ccntent data items of a particular type, for example; country and

western or rock and roll music. As described in connection with the portable data carrier, the

computer system may also'comprise content synthesis code for additional data security and

for more secure management ofpayment distributions.

mine invention also provides a related medicd ofproviding data to a data requester

comprising receiving a request for a data item from the requester; receiving payment data

from the requester relating to payment for the requested data; reading the requested data fiom

a mutant provider responsive to the received payment date; and transmitting the read data to

the rcqueoter.

MAccording to a further aspect of the present invention, there is provided a data access

terminal for retrieving data firm) a data supplier and providing the retrieved data to a data

carrier, the terminal comprising a first interface for ccmmurficating with the data supplier; a

data carrier interface for interfacing with the data carrier; a prom store storing code

implementable by a processor; and a processor, coupled to the first interface, the data carrier

interface and to the program store for implementing the stored code, the code comprising:

code to read payment date fi‘om the data carrier and to forward the payment date to a payment

validation system; code to receive payment validation data from the payment validation

system; code responsive to the payment validation data to retrieve data from the data supplier

and to write the retrieved data into the data carrier.

MWS terminal can be used for retrieving data fi-om the above;de3cribed computer

system and for downloading the retrieved data to the above;described portable data carrier.

As with the data supply computer system, it is preferable that there is no (local) storage of

content item data forwarded from the data supplier to the data carrier. The data access

terminal is not restricted to use with the above;described status supplier and could, for

example, retrieve data for downloading to the data carrier from a local data source, such as a

CD (Compact Disc) or DVD {Digital Versatile Disc), or from a third party such as a cable TV

company.

[0040] The terminal reads payment data from the data carrier and transmits this to a payment

validation system for validating the date and euthefieingauthorizing the payment. This may
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be part of the data supplied}; computer system or it maybe a separate system such as an o-

payment system. Thus, the terminal operates with adata carrier storing payment (validation)

data and, in some embodiments, additional payment validation code for validating payment to

the payment validation system. Again, the terminal is preferably configured to provide a data

item use rule to the carrier in conjunction with adsta item. As before, the data item use rule

will normally be dependent upon payment value information embodied in the payment data

read from the date carrier. The terminal is preferably also configured for user input of access

control data. This access control data maybe forwarded to the data carrier for access

permission verification and/or it maybe passed to the data supplier computer system for a

similar purpose. The terminal may be configured to warn a user of content access or data

carrier function inhibition after a predetermined number of access requth have been tofused.

The terminal may also incorporate content synthesis code as deactibed above.

ELM—ILThe terminal may comprise code to output supplementary data when downloading

data to the data canier. Identity data'on the data carrier can be used to retrieve the

supplementary data, or a pointer to the supplementary data, from the data supplier computer

system, or the supplementary data or a pointer thereto can be retrieved directly floor the data

carrier. Preferably, however, identification data on the card is used to retrieve characterising

characterizing data such as card user preference data. from the data supplier camputer system,

and this Wing-characterizing data is then used by the terminal to retrieve and output

supplementary data to a terminal user. When the terminal is associated with a contact

distributor or retailer, the supplementary data may be retrieved over a network associated with

the retailer/distributor such as a local area network (LAN), wide area network (WAN) or

extranet.

M316: invention also provides a method ofproviding data from a data supplier to a data

canier, the method comprising reading payment data from the data carrier; forwarding the

payment data to a. payment validation system; retrieving data fiom the data supplier; and

writing the retrieved data into the date carrier.

M’Fhe payment validation system may be part of the data supplierljs computer systems

or it may be a separate e—payment system_ In one embodiment the method filI‘fl‘IET comprises

receiving payment validation data fiurn the payment validation system; and transmitting at

least a portion ofthe payment validatiou data to the data. supplier. Altematively the payment
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validation system may comprise a payment processor at the data supplier or at a destination

retiieved fiorn the data supplier. The payment processor may also provide payment

distribution data for distributing a payment represented by the payment data.

M111 a thriller aspect, the invention provides a data access device for retrieving stored

data from a data carrier, the device comprising a user interface; a data carrier interface; a

program store storing code implementable by a processor; and a processor coupled to the user

interface, to the data carrier interface and to the program store for implementing the stored

code, the code comprising code to retrieve use status data indicating a use status of data

stored on the earlier, and use rules data indicating permissible use ofdata stored on the

carrier; code to evaluate the use status data using the use rules data to determine whether

access is pemiitted to the stored data; and code to access the stored data when access is

permitted.

MThe data access device uses the use status data and use rules to deteunine what access

is permitted to data stored on the data carrier. As described above, the use rules will normally

he dependent upon payments made for data stored on the data carrier, but may also comprise

access control employing a user identification and password Since a single data carrier may

have more than one user, the use status and use rules may be seiected dependent upon a user

identity. The data access device may also be configured to present supplementary data when

presenting the content data, retrieved as described above, from the card, from a remote

computer system or from some other source such as a cable TV network or off-air.
i

MTM invention also provides a related method ofcondoning access to data from a data

carrier, comprising retrieving use status data from the data carrier indicating past use ofthe

stored data; retrieving use rules from the data carrier; evaluating the use status data using the

use rules to determine whether access to data stored on the carrier is permitted; and permitting

access to the data on the data carrier dependent on the result ofsaid evaluating.

mACCOIdng to a further aspect of the invention there is provided a data access system

comprising a data supply computer system for forwarding data fiom a data provider to a data

access terminal; a electrotfic payment system for confirming an electronic payment; a data

access terminal for communicating with the data supply system to write data from the data

supply system onto a data carrier; and a data carrier for storing data from the data supply
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system and payment data; wherein data is forwarded from the data provider to the data carrier

on validation ofpayment data provided fiom the data carrier to the electronic payment

system.

£0048| In a further aspect of the invention, there is provided a portable data carrier

comprising an interface for sending and rcceiving data from and to the carrier; non-volatile

data memory, coupled to the interface, for storing data on the carrier; and a: digital rights

management processor for controlling access to the stored data.

Win a further aspect ofthe intention, there is provided a portable data carrier

comprising an interface for sending and receiving data from and to the carrier, non-volatile

data memory, coupled to the interface, for storing data on the carrier; and an access control

processor; wherein the data memory is partitioned as data blocks and the access control

processor controls external access to the data blocks.

mm a further aspect of the invention, there is provided a computer system for providing

data to a data requester, the system comprising a commurficalion interface; a data access data

store for storing records of data items available Earn the system, each record comprising a

data item description and a rmomce'locator; a data provider for the data item; a program store

storing code implementable by a processor; a processor coupled to the communications

interface, to the data access data store, and to the program store for implementing the stored

code, the code comprising code to receive a request for a data item from the requester to

recoiva fiom the conununicafions interface payment data comprising data relating to payment

for the requested data item; code, responsive to the request and to the received payment date;

to output the item data to the requester over the communication interface; wherein said data

access data store further comprises payment distribution information indicating to whom

payments should be made for a data item; and further comprising code to output payment date

for a data item for making payments for the item when the item is supplied to a said-requester.

mm a further aspect of the invention, there is provided a computer system for providing

data to a data requester, the System comprising a communication interface; a data access data

store for storing records ofdata items available from the system, each record comprising a

data. item description and a printer location data identifijing an electronic address for a

provider for the data item; a program store storing code implementable by a processor; 3
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processor coupled to the communications interface, to the data access data store, and to the

program store for nnplernenting the stored code, the code comprising code to receive a

request for a data item from the requester to receive from the communications interface

payment date comprising data relating to payment for the requested data item; code

responsive to the request and to the received payment data to output the item data to the

requmter over the communication interface; wherein width; data access data store further

comprises data item access rule data for output to the requester with a-oaid data item; and

finther comprising code to select access rule data for output with a data item in response to

said-the payment date.

mm a yet further aspect of the invention, there is provided a method ofproviding data to

a data requester comprising receiving a request for a data item from the requester; receiving

payment date fiorn the requmter relating to payment for the requested data; transmitting the

requested data to the requester; reading payment distribution information from a data store;

and outputting payment data to a payment System for distributing the payment for the

requested data.

mm a stiIl filrther aspect ofthe irwention, there is provided a method ofproviding data

to a data requester comprising receiving a request for a data item from the requester;

remving payment data from the requester relating to payment for the requested data;

transmitting the requested data to the requester: and transmitting data access rule data to Q;

requester with the read data.

|0054| These and other aspects of the invention will now be further described, by way of

example; only, with reference to the accompanying figures—inevhiehe;

BriefDescription ofthe Drawings

[0055! Figure 1 shows a data accese device a) from the top; b) floor the front; and o) from the

side;

10056] Figure 2 shows, conceptually, a portable data carrier,

[UOS’TI Figures 3a and b show exemplary data access terminals;
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FigureiliflSSl Figures 4a and b Show, respectively, a logical signal path between elements of

a conceptual data access system; and a physical representation of a conceptual data access

5351631;

MFigui-e 5 shores a content provision system;

meme 6 shews a data supply computer system;

Mfigute ’7 shows a varietyr ofdara access terminals;

MFigm-e 8 shows a. schematiczdiagram of compo-Hens of a data access terminal;

MFigme 9 shows a schematic diagram ofcomponents of a data carrier;

MFig-ure 10 shows a. schematic diagram of components of a data. access device;

mr-‘igines 11a and 1 lb shows-g flow diagrams of a data carrier registration process;

[0066! Figures 1221-0 and lZd-e show, respectively, a flow diagram ofdata access using a

data access terminal; and a flow diagram of data supply using a data supply computer system;
and

{0062! Figure 13 shows a flow diagram of data retrieval using a data fleeces device.

Descrigtion 9f the Preferred Embodiments

MRefcn-ing to Figure 1, this shows a data access device for playing W3 audio (10) with

operator controls (12) and LCD display (14). The outline of a smart card data storage device

is shown at (16). The operator controls allow a user to select and play tracks, whilst-Lime

track information and still or video images are provided on display (14). A slot (18) is

provided in the front ofthe device to receive a smart card-type data storage means. This

smart card occupies space (20) and interfaces with resilient contacts (24); it is held in the

data retrieval device against the contacts, by resilient housing element (22).

[0069! Referring now to Figure 2, this shows a portable data carrier (30) suitable for use with

the device of Figure 1. The data storage means is based on a standard smart card; it is

plastic, about the size of a standard credit card, and has some flexibility. On the card (30) are
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two sets ofcontacts, contacts (3 2) for interfacing with the payment validation means and

mntacts (34} for interfacing with the memory for storing downloaded data (although in other

embodiments, & single set of contacts may be used for both). The surface ofthe card can be

embellished with suitable graphics.

Mk1 one embodiment the smart card retains all its useable fimctionality as specified for

standard Electronics Point of Sale Systems (EPOSS) and, if dimired, the memory for storing

the downloaded data can be electrically separate from this. However, it may be preferable to

provide interaction between the standard smart card device and the data memory in order to

accomplish the access control/decryption functions described above.

MRefem—ing now to Figure 3, an example of a data access terminal is shown at (4-0).

This has a screen (42) and a slot (44) to receive the data carrier (30). Alternatively the data

carrier may interface to the terminal via the data access device (10) and an interface (46) to

the terminal (40). In Figure 3b a dedicated terminal (50) has a slot (52) to receive the data

carrier, 3. display (54) and controls (56). Coins canbe inserted into the terminal at (58) and

notes at (60) to charge the data carrier with cash.

MRefen-ing now to Figure «Get, this illustrates conceptually the logical connections and

data flow between data processing systems involved in payment validation, and data

download to the carrier (30). A user connects the data carrier (30) to terminal (40) and logs

on to a data web page ofdata supply service provider (60). Either terminal (40 ) or service

provider (60) then communicates via data paths (62) with a payment validation authority (70)

to cheek and aetheriseauthorize the user’s orpayer's payment. In the case ofelectronic cash

the terminal (40) may immediately validate the payment information, updating the service

provider andlor payment validation authority (70) at a later stage. The logical connection (64)

between the terminal and the service provider is preferably made over the internet.

mule service provider may provide a direct portal to data providers (30) or may collect

infonnation from data suppliers (80} and provide a “front end” to present data from the

suppliers to the terminal user. Alternatively; data supply service provider (60) may regulate

direct access between terminal (40) and data providers (80), as shown by links (66), by

communicating "with the terminal and the data providers to provide communication regulation
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information to, for example, instruct data suppliers about what infometion the user of

terminal (40) should have access to.

mm a preferred embodiment, service provider (60) pays royalties at an agreed rate - for

example, 10 pence per track or 10 pence per minute - to a computer system owned by a

company or entity in the recording indusuy, such as a content provider or copyright owner, a

content publisher or a content creator, and the user ofterminul (40) effectively pays the

service provider. Billing can also be regulated by bandwidth andfor data download time.

[MPreferably the service provider (60) monitors the user’s access to the system and either

stores or forwards to data providers (80), or downloads to the data carrier (30), usage

information. In a paeferred embodiment the service provider sends infomtafion via tenninal

(40) to data carrier (3 O) which can he used to determine incentives to be provided to users of

the system.

MFigm-e 4b shows a conceptual physical configuration of the system of Figure 4a in

which a plurality of terminals (40), a plurality ofservice providers (60) end a plurality ofdata

providers (80) all interact via the internet. The physical embodiment ofthe System is not

critical and a skilled person will understand that the terminals, data processing systems and

the like can all take a variety offorms.

MRefmring now to Figure 5, this shows a conceptual illustration of a content provision

system 100. Content creators 10le1 b generate or receive content data from artist terminals

102a-d and stone content data in databases 1063, b. The content data stored in databases

106a, b may comprise audio data, such as music, video data, such as films or TV programs,

text, such as literary works, software, such as games software, or other data. Content creators

10451, b are coupled to communications network 101 for communicating created content data

over the network. Also coupled to communications network 101 are content publishers 1103

and 11%, each ofwinch is coupled to an associated stored content database, 1123 and 1121:

respectively. The content publishers'mnlce their stored content available for controlled access

using communications netWork 101. In some instances, for example where the content data

comprises computer games, the functions of content creator and content publisher may be

provided by a single entity. Also although conceptually illustrated asblocks in Figure 5, the
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wntent creator and content pubiisher typically each comprise a client server computer
network.

mil—'YBLThe communications netwurk 101 is typically a private communications network,

such as an extranel, with security controlled access to entities connected to the network.

Physically the network my comprise an into-met protocol network or it may comprise, or

consist of, dedicated point-to'point links. Thus, for example, a content creator 104 may be

directly linked to a content publisher 110 andfor to other entities shown in Figure 5 such as a

content provider or content distributor.

mfie content provision system includes a plurality of content providers IOSa-e, each

coupled to the communications network 101. In the illustrated system, the content providers

own copyright in stored content data accessible over commurucafions network 101 and may,

in practice, also perform a content publication function. Five content providers own the

copyright in over 80% of all world-wide music sales. The content providers are coupled to

stored content databases 106 and 112 via communications network 101, for supplying stored
content data.

MA gateway server 114 is also coupled to communications network 101 to link the

comunications network to other networks such as the interact and/or mobile

communications networks. Gateway server 114 provides security and access control

functions and firewalls. A second gateway, content distributor WAN gateway 44-6-1154, is

also shown attached to communications network 101- This provides similar security and

firewall fimctions and coupled communications network 101 to distributor WAN (wide area

network) 1 17. Gateway 1 16 has logical access to one orrnore of a content creator, content

publisher and content provider for accessing stored content data. Content distributor gateway

l 16 may be owned by a chain ofrecord stores and provide content access terminals 1 18,

coupled to WAN 1 [7, in separate retail outlets. Content access terminals 118 have access,

via gateway 116, to stored content accessible over mmunications network 101.

MRefei-ring now to Figure 6, this shows a data supply computer system 120. In this

embodiment, three content access terminals 118a—c, e-payment systems 121a, b, and content

access web server 124 are all coupled to internet 142. Date supply system 120 is coupled to

the content provision system 100 illustrated in Figure 5. Where Gemmunieetiens
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communications network 101 ofFigure 5 is an extranet, this extranet physically operates over

intemet 142; where communications network 101 does not partly operate via internet 142, a

connection to intemet 142 is established via gateway server 114 as shown in Figure 5. In this

way content access terminals IISa-c are provided with controlled access to the stored content

data ofcontent provision system 100.

WIS-payment systems 1213 and 121i) are coupled to banks 1223, b and c, (1 respectively.

These provide an e-payment system according to, for example, MONDEX, Proton, and/0r

Visa cash compliant standards. Preferably at least one ofe—payment systems 121a, b

operates a so-called flfiopen purse—'1’ system in which the value is stored as a. publicly

verifiable digital signature issued by the e-payment system. in such a signature-transporting

arrangement. payment data may be validated using public keys and thus payment

authentication need not be performed by the e—payment system but may instead be performed

by, for example, a data access tenniual or data supply system computer, using payment

management code. The aufltetiticated signatures; which in effect perform a. similar role to

chequesgltewcgg, are submitted to the relevant e—payment system after authentication for

verification and reimbursement or transfer ofmonetary value. With such a system payments

may be made anonymously and thus payer identification is not essential. Data carriers, such

as data cards, may be issued with stored value or without value, in which latter case value

(that is* a publicly verifiable digital signature) may 'be written onto the card during an on-line

transaction.

30083“ In alternative embodiments,a data. carrier such as the smart flash~Flash card described

below may be used to create value bearing digital signatures as is well—imam to those

familiar with e-money.

MContent access web server 124 is also coupled to internet 142 for providing content

access terminals 1 lSa—c with access to content data. Content access web server 124 is

typically owned by a content data supply fleehome‘hygtem ownerfl: who acts as an

intermediary between a content access terminal user and a content provider, forwarding

content data provided (directly or indirectly) by a content provider to a content access

tenninal and mam to a stored content data carrier. Web server 124 is coupled to web

server code storage 126 storing Jave code for generating web pages for interpretation by web

browsers on content access terminals 11 1a—c. The web pages provide the content download,
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value add, CRM (customer reward management) value Wspend and website link

functions described below.

MWeb server 124 is coupled to payment processor 128, Digital Rights Management

(DRM) processor 130, access control processor 132, and contrmt distribution processor 134.

Payment processor 128 includes payment management code storage 128a and is coupled to

payment record data store 136. Access Control processor 132 includes access control code

Storage 132a and is coupled to access control data store 138. DRM processor I30 includes

DRM code storage 130a and is coupled to content access and DRM data store 140. Content

distribution processor 134 includes CRM (customer reward management) and payment

distribution management code storage 134a and is also coupled to content access and DRM

data store 140. As shown in Figure 6, processors 128-134 are all in communication with one
another.

mpmce-SSOIS 128, 130, 132 and 134 may comprise separate application programs or a

single computer program and may operate on a single physical computer, on which web

server 124 may also be provided, or may operate on separate computers. Likewise data stores

136, 138 and 140 may comprise a single physical data store or may be distributed over a

plurality ofphySica] devices and may even be at physically remote locations from processors

128-434 and coupled to these processors via internet 142.

MWeb server 124 communicates with processors 128-134 by means of a CG! {common

gateway interface) script and the code associated with proceSSors 128—134 may be written in

any conventional computer language such as C, C++, or Perl. However, in other

embodiments one or more ofthe processors may be coupled to web server 124 via intemet

142 and owned and operated by a separate entity, such as a financial institution. In this case

conventional secure web-based commncations may be Operated betWeen web server 124

and the relevant prooessor. In particular, payment processor I28 may be operated by one of

the e—poyment system providers 128a, b.

WPayment management code 128a issues and authenticates payment data and stores an

audit record in payment record data store 136. Access control code 132a stores identification

data (of a user or card) together with registration data provided by nauser when registering

with the 5613mm owner. This data. comprises a user password for accessing stored

' : 032
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content endlor payment data; user eheraetedsing—charactefizmg data, for example

ehmeterisiegchmcterizing user preferences, for marketing purposes; data indicating an e-

payment system to use; and in some embodiments, fin-ther general user related data such as

card level data for identifying the provision ofElflgoldfl’j level services to selected users. A.

copy of the password is stored with the content data on the portable data carrier, as described

further below. Alternatively, one or both of the access control data store and portable data

carrier may simply store data for verifying a user-entered password.

mContent access and DRM data store 140 stores data related to content access and

content use, but does not itselfstore content data items; these are instead provided via content

provision system 10!] described above. Data store 140 stores a plurality ofrecords each

comprising a data item identifier, a data item description, a data item type or genre, and

location data comprising one or more pointers to a location or locations floor where the data

item can be downloaded. Associated with a data item is also a. table ofuse rule data

comprising a list ofvalues (Le. content data item prices) and corresponding levels of

permitted usage. Thus a value of£1 might permit ten plays of amusic track, whilst‘m the

value of£10 might permit an unlimited number ofplays of the track and copying ofthe track

for personal use.

[WNW associated with a data item is a table ofpayment distribution data comprising a

list of recipients and corresponding fractions ofthe data item value each is to receive.

Typically, the main recipient will be the copyright owner of the data item and other recipients

will be selected from the content creator, the artist or artists, the scheme-system comer, the

content publisher, and the retailer}distributor. The payment distribution proportions may be

dependent upon the payment value, in which case a plurality of sets ofpayment distribution

figures may be associated with each data item, each set of distribution figures corresponding

to a. payment value range. The payment date and distribution data is here termed DRM

(Eugen Rights Management) data. .

I0991| Further associated with a data item is a table of CRM (Customer Reward

Management) data, linked to the user rule data, comprising CRM rules to specifi, far one or

more data item use levels, a quantity of reward points and one or more recipients for the

reward points (the recipients may include the card user and the retailer/distributor).
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Mitre CRM and payment distribution code 134a operates with content access and 13th

data store 140 to inform a system user oftho description and value of a data item, to access

and download a data item from the content provider system to a content access terminal, to

provide content use rules with the data item, and to provide instructions either to payment

processor 128 or to Egpayment system 121 to distribute payments for the data item to the

recipients identified by the data store 140 and to distribute CRM reward points.

Mitre access control data store 138 holds a secure key, such as a secret Efpublio‘m': key

in a public key cryptography system, for the scheme-5m owner to authenticate its identity

to a content provider. This data is held securely with other sensitive data in the-access control

data store 138. As is described in more detail below, when data supply system 120 receives a

request for a content data it:- from a content access terminal I 13, it looks up a location from

which the data item is available using content access and DRM data store 14-0 and then

determines the identity of the corresponding content provider. This identity is either stored in

content access and DRM data store-140 or, as there are relatively few content providers, it

maybe hard written in DRM code 130a. DRM code 130 then requests access control

processor 132 to provide the secure scheme—m owner identifier fiom access control data

store 138 to the relevant content provider and sets up a trusted connection between the

content provider and content access Web server 124 for downloading the data item to a

content access terminal 118 and flieneothen to a portable data carrier.

MReferring now to Figure 7, this shows a variety ofcontent access terminals for

accessing data supply computer system 120 over internet 142. The terminals are provided

with an interface to a portable data carrier or £1ismcrt Flash cardfif (SFC) as generally

described with reference to Figure 2 and as described in more detail below. In most

embodiments of the terminal the SFC interface allows the smart Flash card data carrier to be

inserted into and removed from the terminal, but in some embodiments the data carrier may

be integral with the terminal.

MReferring now to the specific embodiments illustrated in Figure 7, a simple content

access terminal may comprise a. home personal computer 144 with SFC interface 1443. In

another embodiment, a mobile ccmmurn'cations device 152 is provided with a smart Flash

card interface 152a and is coupled to internet 142 via radio tower 150, mobile

connnunications system 148 and mobile communications intemct gateway 146.
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Min another embodiment, a smart Flash card interface is provided to a 30-081le Efjset

top boxfif (STE) 154. The set top box is, in effect, a receiver for televisionW

mreceived on video irmut 154b, which may comprise a satellite TV signal, a cable TV

signal or an ofi”~air TV signal. The video signal is provided from the set top box to television

1.56 or to some other home entertainment device such as a personal computer (not shown). In

another embodiment, content access terminals 166 and 168 each with respective SFC

interfaces 1663 and 168a are coupled to a retailer local area network (LAN) 160 connected to

intemet 142 via retailer LAN server 158. DVD player 164 is also coupled to LAN 160- In a

further embodiment a smart Flash card interface 170:; is provided for a CD/DVD player 170.

[£0211]: these latter three embodiments, content data for storage on the smart Flash card

may be retrieved from broadcast video and/or a CD or DVD. In this case, the computer data

supply system 120 illustrated in Figure 6 may he used to provide use rule data for the content

data stored on the smart Flash card, and to pay for data downloaded onto the card; the content

data may be captured before or after the data supply system 120 is accessed to enable use of

the stored data, but in a preferred embodiment content data “mitten to the card from a supplier

other than the content data supply computer system is not accessible to a user until

corresponding use rule data has been downloaded fi‘om computer system 120, which will

normally be afier receiving payment for the downloaded data.

MRcfen-ing now to Figure 8, this shows a schematic diagram ofone embodiment of a

data access terminal 170. The terminal comprises a general purpose computer including an

audiolvisuai interface 184, a keyboard 186 and a pointing device 188 for providing an

interface to the user. The terminal has an internet interface 176, for example a modern, and

optionally a IAN/“’AN interface 174 for connecting the terminal to a retailer or distributor

LAN or WAN. The terminal also has an optional video input 178 for receiving broadcast

Video data and amedia input device 180, such as a CD or DVD drive. Further

cornmmications U0 ports 132 may also be provided. A portable data carrier or smart Flash

card interface 190 is provided for interfacing to a smart Flash card. Optionally, a cash input

and verification system 192, such as is conventionally used in an automatic teller machine

(ATM). may also be incorporated within the content access terminal. The terminal has

working memory 194 such as RAM and program memory 196 which can comprise any

conventional storage device such as RAM, ROM or a disk drive. Program code in program
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memory 196 may also be stored on. removable disk 198. A processor 200 loads and

implements program code stored in program memory 196. All the components of the

terminal are linked by a data and communicafiOns bus 172.

MIN/lore specifically, processor 200 loads and implements cash payment management

code 2003 for managing cash input data fi-om cash input and verification system 192, for

adding value to a smart Flash card. Processor 200 also implements a web browser 200?: for

accessingschemew owner web pages and data exchange interface 200:: for exchanging

data betnreen a smart Flash card interface to the terminal and data supply system 120.

L0_1_€_J_Q]___Pmcessor 200 also implements off-line contents retrieval code 200d for retrieving

data for storage on a smart Flash card from media input device 180 and/or video input 173

and/or LAN/WAN interface 174. The processor implements a content sampler 200a for

outputting small extracts of ccntent data items to a user via audio/visual interface 184. Such

data item samples may be stored with the content description data in content access data store

140- The processor also implements a smart Flash card interface driver 200i; user interface

code 2003 and additional communication drivers 200k for driving LANIWAN interface 174

and/or comms 1/0 ports 182.

MRefem’ng now to Figure 9, this shows a schematic diagram of components of a

portable data carrier 202, in the embodiment shown a so-called #:mnart Flash cardflg. in this

context, fifismart Flash car 2: refers to an IC card similar in size to a plastic payment card

incorporating a processor and Flash data memory, preferably of large capacity. For further

details on smart cards, reference maybemadc to the ISO (International Standards

QWefien—Qrganjzation} series of standards, including 130 7810, ISO 7811, ISO 7812,

ISO 7813, ISO 7816, ISO 9992 and ISO 10102, which are hereby incorporated by reference.

MReferring in more detail to Figure 9, a data and communications bus 204 links

components of the card which include a processor 210, working memory 212, timing and

control logic 208 and an external interface which may have contacts (L50 7816) or be

contactless (ISO 1053 6) for prodding-external access to a bus 204 for reading data from and

writing data to the card 202. Also coupled to bus 204 are permanent program memory 216,

non-volatile data memory 218 and non—volatile (Flash) content data memory 214. Nona

volatile data memory 218 may comprise EEPROM and permanent program memory 216 may
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comprise ROM, for example, mask-programmed ROM. All the components ofFigure 9 are

mounted on a single substrate, in a preferred embodiment hearing contacts for external
interface 206.

Whom-5501' 200 loads and implements program code fi-om permanent program memory

216. This code comprises operating system code for providing the card with a basic operating

system for at least external mmmunicationsg payment management code for supplying

payment data from non-volatile data memory 218 to pay for downloaded content; DRM

(Digital Rights Management) and security codet including code to implement content data use

rules and code for password controlled access to data and program functions; CRM code for

implementing GEM—related rules; and content synthesis code for combining stored content

data with additional data provided via external interface 206 for synthesieingsynthesizing

complete content item data.

“3104! Non—volatile data memory 218 stores data including card identity data, access control

data, including password data for validating a user password, access record data for storing a

record of access attempts and their outcomes, and content supply data such as seheme—sygtem

owner website addresses and retailer/distributor website addresses.

WData memory 21 S fin‘ther stores card value data comprising Egg-money such as

publicly verifiable digital signatures, and payment data for storing a payment audit trail

including payment amounts and data on to whom payments have been made. The memory

218 also stores RFM (Recency Freqliency Monetary) data to provide a record of transactions

for market research and customer reward purposes, and CRM data storing customer reward

Pflims- Data memory 218 also stores an index of content data items stored in Flash memory

2:4 and associated content use rules, as well as DRM and royalty data for maintaining an

audit trail ofuse history for rights management tracking. Optionally, data memory 218 may

also store supply chain data specifying a supply chain route through which data has been

obtained fiom a content provider, which may be used for rewarding supply chain

mtennediaries, for example on a commission or reward points basis.

IOIBQI Content data memory 214 preferably comprises at least 100 MB of data storage,

partitioned as data blocks of a size selected to match the stored content type. For storing
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video data: Flash memory 2l4 preferably comprises 3- 1 GB data storage and the data blocks

into which the data memory is partitioned are larger.

MRefen-ing now to Figure 10, this shows a schematic diagram of a data access device

220, such as a portable audio/video player. “The data access device 220 comprises a

conventional dedicated computer system including a processor 238, permanent program

memory 236, such as ROM, Working memory 234, such as RAM, and timing and control

logic 226 all coupled by a data and communications bus 222. Also coupled to the bus are an

audio interface 228, a display 230 and user controls 232, for providing a user interface. A

smart Flash and interface 224 is coupled to bus 222 for interfacing with a smart Flash card

for retrieving and playing stored cement data.

MPennancnt program memory 236 stores program code for implementation by

processor 23 8; this code may also be provided on a data carrier such as a ROM chip or disk

240. Processor 238 implements an SFC interface 23 Ba, 21 user interface 238b, a content player

238d for retrieving stored content data item a smart Flash card interfaced to the device and

for outputting audio and/or Video data derived from the retrieved content data (which may

comprise compressed audio and/or video data) to a user of the device.

[LIMProccssor 238 also unplernents use control 233:: for controlling access to and use of

contents stored on the smart Flash card by the content access device user. Use control routine

233a and/or DRM and security code in permanent memory 216 on the smart Flash card may

also implement digital watermarking and other Secure Digital Music Initiative (SDMI)

content protection code as specified in the SDMI portable device specification, part one,

version 1.0 {see www.5dmi.org) which is hereby incorporated by reference.

MFigmBS 11a and 1113 show a flow diagram ofa promos for registering a data carrier or

smart Flash card with a data supplier orWmowner operating a data supply system

as illustrated in Figure 6. A smart Flash card may be issued entirely blank, that is, with no

prestored content or value, with proctor-ed value but no prestorod content. with prestored

content but not prestorcd value (the content being provided tree) or with both prestored value

and prestored content. Thus, for example, a user may purchase a card with stored value but

no stored content over the counter at a retailer. The process ofFigures i la and 11b illustrates

the registration of a card with neither prestored content nor prestored value. As illustrated the

' ' 5 :40-32
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registration process records 113:: refistrafion data in the access control data store 138 of

Figure 6 and writes value data ontoithe blank card.

i811]: At step 310 s smart Flash card is inserted into a content access terminal smart Flash

card interface. The scheme—mm owner web page is then loaded onto the content access

terminal and displayed to the user (step SI 1). User registration data is then entered into the

content access terminal (step 312} and transmitted to the Wmowner (Siakthe,

m user registration data may include a user identity, 3 preferred e-payment system to use

and, optionally, a. content access PIN or password, and a service level (for example bronze,

silver or gold). The optional password may be a password required by the e-payment system

for validation ofa payment by the user with the card or it may be a pasSWord to protect

mediansedanaofltorized access to content On a smart Flash card to protect stored data in the

event, for example, of the card being stolen. A single password may serve both these

fimctions. The content access terminal web erWSer is configured so that all sensitive data

passing between the terminal and the scheme-w owner is securely transmitted, for

example by using a conventional encryption system such as PK] (Public Key Infrastructure).

MA: step 314 a payment request is received from the schema-m owner at the

content access teminal and displayed to the user. At step SIS the user enters payment data

into the content access terminal and this payment data is transmitted to the sehemegm

owner, for adding value to the card. This may, for example, be a credit card transaction as is

conventiomlly used for purchase over the intcmct. Card value data and a card value access

code is then received by the content access terminal fi-om the5mmowner at step

316. The card value corresponds to the payment made by the user and the value access code

may be a password entered by the user at step 312 or may comprise a password for PIN

created by payment processor 128 or epayment system 121 as illustrated in Figure 6. In a

preferred embodiment, the user pays the scheme-m owner and the scheme-m owner

then directly provides digital signature data representing value to the content access terminal

for writing onto the smart Flash card.

MAJ step 817, card registration data is received from the scheme-flog owner by the

content access terminal and written onto the smart Flash card. This card registration data

comprises user identity data, access control data, payment system specifying data, scheme

mtg; owner access data, such as a scheme-mm owner web page address and other dial-up
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information. At this stage other data may be entered by the user and mitten onto the card,

including, for example, user preference data, retail outlet and CR1»! data (alternatively user

preference data may he captured at step 312). At step 818 the card value data and card value

access code received at step 816 is written onto the card and output to the user visually and,

optionally, as a printed record. The card is then available for use, at step 319.

MFigure lib show the corresponding registration steps performed by the scheme

mgr}, owneiijs data supply system 120. At step S20, a request for a Stuart card registration

web page is received from a content acoees device and, at step 321, transmitted to the device.

User registration data is then received, at step 822, fi-om the content access terminal and

stored in content moms control data store 138. Themmowncrfis computer system

then transmits, at step S23, a payment request to the content access terminal and receives, at

step 824, payment data in reply, this-payment is then authenticated, at step 325, with an E;

payment system such as payment system 121 a or b illustrated in Figure 6, and after

verification the payment processor 123 of the computer system transmits, at step 826, value

data and a value access code to the content access terminal, for writing onto the smart Flash

card. The pamcnt processor then updates the payment record data store 136 with data

relating to the transaction (step 827) and, at step 828, retrieves card registration data

previously written into the access control data store and transmits this registration data to the

content access terminal. At step 829 the transaction is then complete.

j_(_)_1_I§LReferring now to Figures lZa—te-;c, these illustrate a flow chart for downloading data

to a smart Flash card using a data access tenninal. At step S30 the smart Flash card is

inserted into the content access terminal and the user then enters, at step 33], their password

for gaining access to the fimctioriality of the smart Flash card. At step 332, the content access

tenninal transmits the password to the smart card for verification and the terminal checks, at

step 833, whether access is permitted. If access is not permitted a warning is displayed by the

terminal, at step SS4, and an access denied count is implemented. A threshold count is then

read from the card together with a count ofthe total number of times access to the card has

been denied (step SS 5). At step 336 the terminal checks whether the total number of denied

accesses is within three of the card threshold, and ifit is not, returns to step SSl—whilstél,

Mg if it is, it proceeds to step 837 where the terminal displays a warning that a further

denied access is likely to result in erasure ofcontent stored on the card. At step S38 the
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terminal then checks whether it's-its count of denied accesses is greater than its threshold

value, returning to step S31 if not, and displaying an access refused message at step S39 if the

total number ofpermitted accesses has been exceeded. The system then waits at step 339 for

removal ofthe smart Flash card from the content access terminal.

MEaccess is permitted at step 833, the terminal loads outline CRM data from the card

(step S40) and loads retail data, such as targeted advertising, fi'om the retailer LAN/WAN

{step S41). At step S42, the terminal then displays a menu ofoptions, retail data such as

advertising or CRM—rclated data and outline CRM data, such as a total number ofreward

points earned, on the content access terminal. Many options include download content (from

:1Wmowner), add monetary value (to the card), ch eckfspend CRM value stored on

the card, follow website links, and exit. At step S43, the user inputs a menu option which, in

the illustrated flow chart, is the download option. The system thus passes to step S44 and

loads the6mm Ownerfjs coinent acceSs web page onto the content access terminal
and displays this to the user.

Mitt step S45, the user enters a content search request, which is transmitted to the

Scheme-m owner content distributorprocessor 134. Content search results are received

back Earn the content distribution processor, including a content identifier, a brief

description, and content cost data foriat least one payment option, and these results are
displayed on the user on the content access terminal. The user then selects one or more

content items at step S47 and the selection is transmitted to the content distribution processor

134 where timber content cost data and purchase option data is retrieved fiom data store 140.

At step S48, this content cost and purchase data (including use rule data) is received from the

scheme-m owuer and displayed to the terminal user. The user then selects, at step 349, a

purchase option and confirms a purchase request or, alternatively, selects Efexitfl’j to return to

the menu display of step S42. After one or more content itetns haVe been selected, together

with a purchase option, hard value and CRM data is read fi‘om the smart Flash card at step

350, and at step 351 a check is made to determine whether the monetary andfor CR1“ (reward

points) value stored on the smart Flash card is sufficient to purchase the selected purchase

data items. Ifthe card value is insufficient, a warning is displayed at step 852 and the system

returns to the menu display at step S42. Ifthe card value is sufficient, at step $53 the content

access terminal transmits a payment request to the smart Flash card.
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MPayment for the data item or items requested may either be made directly to the

schemem owner or may be made to an e-paymcnt system such as e-payruent systetns

121a and 12”] ofFigure 6, with these systems then forwarding payment confirmation data to

the 56mm owner computer system. Alternatively, the content access terminal may

transmit data to the card to set up a transaction directly with a content provider who, being the

Copyright owner, would normally receive the majority of the payment.

MAJ step SS4, payment data for making a payment to the Marrow owner is

received from the smart Flash card by the content access terminal and forwarded to an a-

payment system such as Eg—paymenl system 121 in Figure 6. Payment record data, validating

payment by the card to the scheme-system owner, is then received back from the e-paymcnt

system at step SSS by the content access terminal and forwarded to the card for updating

payment data on the card. In alternative embodiments, payment date fi-om the card maybe

provided directly to the scheme-system owneris data supply computer for authentication and,

optionally, further validation with an o—payrneut system by the schema-em owner-Es

computer.

MDisfiihution ofthe payment received by the sehernom owner floor the card is

performed by the scheme-meg; ownerlls computer system, as described elsewhere. Such

payment distribution will normally provide a small percentage of the total payment to a

1lfiownerfiz or operator ofthe content accuses terminal, such as a retailer, distributor, or in other

embodiments, mobile communications network operator or cable TV network operator.

Min the presently described embodiment, payment record data reocived in step SSS is

k transmitted to the MAW owner to confirm payment by the card and thus it is the
content access terminal, in the described embodiment, which authenticates a payment before

confirming that the payment has been made to the scheme-m owner.

Mk1 step 856, together with the payment record data, purchase request and card

registration data is committed to the scheme-m owner to identify one or more content

data items for purchase and to identify the purchaser. Then, at step SS7, the content access

terminal sets up a transaction between the scheme-m carrier data supply computer and

the smart Flash card for download ofthe identified content items requested from the data
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supplier to the smart Flash card. The download is preferably arranged so that there is no

permanent storage of downloaded data on the content access terminal (although temporary

storage in a disk cache may be permissible), and mere is further preferably no temporary

storage on the content access terminal of complete data for a content data item. This provides

data security and reassurance to the content providers.

mm the same Way as with card registration described with regard to Figure l l, a secure

and trusted link is set up between the content access terminal and/or the smart Flash card and

the data supply computer in a conventional manner as is well known to these skilled in the art

(for example, using public key data encryption). The data transaction maybe set up directly

between the smart Flash card and the data supply computer, in which case the content access

terminal has no access to unencryptcd content data, or it may be set up between the content

access terminal and the data supply computer, in which case unencrypted data is written by

the content access terminal to the smart Flash card. Standard transmisgion protocols are used

to ensure complete transmission of a content data item, for example by re-transmitfing blocks

of data which are not correctly received.

M15130 at step SS7, one or more content access rules is received from the scheme-M

owner data supply computer and written to the smart Flash card so that each content data item

has an associated use rule to Specify under what conditions a user of the smart Flash card is

allowed access to the content data item.

MAJ step SSS the content access terminal receives CRM data from the content

distribution processor 134 of the schemefltgg owner, for example specifying a mnnber of

reward points earned by downloading the selected content items. This CRM data will

normally be written to the smart Flash card (step 359), but may additionally or alternatively

be stored in the content access terminal or in a data store of the content access terminal owner

so that the reward points are held by the distributor/retailer/cabie TV operator. Finally, also

at step SS9, 3 complete record ofdetails ofthe transactions between the smart Flash card and

the content access terminal, the smart Flash card and the scheme-5M owner, the smart

Flash card and the c—payment system, and the content access terminal and the eupayrnent

system andfor data supply computer is recorded on the smart Flash card to provide an audit

trial. The system then retums to the menu display at step S42.
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MTI-ic add monetary vaiue menu option provided by the menu operates in a similar

manner to that described with regard to steps SIS and SIG ofFigutc 11a and steps 824 to 827

ofFigure 1 lb. In embodiments of the system in which the smart Flash card operates either in

a. debit (prepay) or credit mode, operating mode data may be loaded from the card together

with outlying CRM data at step S40. Ifthe card is operating in a credit mode then, at step

$41, the content acocss terminal reads content use data records from the card and proceeds

enrrcspondingly to steps S47 and S48 to determine the value ofthe content accessed and then

ptocwds according to steps SIS and 816 ofFiguxc 11a and steps $24 to 827 ofFigurc 11b to

remove payment for the accessed content from the card owner. Where enhanced access

control fortunes are provided, access control data read {tom the smart Flash card or entered

into the content access terminal at step S31 is used, instep $44, to access theWM

owner content access webpage and, in some embodiments, to set up a secure connection

between the content access terminal and scheme-gm owner data supply computer at step
S44.

MRcfen‘ing now to Figurcc 12d and 12s, tthc Show steps in a process implemented on

the scheme-m owncrlis data supply computer; for providing content data to a content

mess tenninal and thence to a data curricr such as a smart Flash card. At step 360 the

scheme-mtg; ownextjs content access web page is requested by a cement atoms tciminal

and transmitted to the requesting terminal. A search request for searching for a content data

item is received, at step 36}, from the cement access terminal, and at step 862 content

distribution pmcccsor 134 of the content supply system searches content access and DRM

data store 140 and transmits the search results to the content access terminal. The search

results will normally comprise a content item identifier, a content item description, optionally

a content item sample, and at least one content item price, for example-,— for a default payment

option. The scorch results may comprisea set of content data items, either selected by type or

artist or comprising some predetermined selection in a similar manner to a compilation of
tracks on a CD.

ma: step 363 content item selection darn identifying one or more content items is

retrieved fi-om the content access ten-ninalLand at step 364 content item purchase data for the

selected content items is rcuievcd from content access and DRM data store 140. This

purchase data will Homily include, for each selected content item, one or more prices and
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purchase options. Purchase option data may simply comprise one of a set of standard options,

for example—"£1 ’4: to purchase outright, 11229-2 to rent for a period of time, 3: 52 to rent for a.

number ofplays, and 3: "i: to rent with a final purchase option. The purchase option data

may also indicate when a content item is available Free.

Elm-At step 365 the content purchase data is nansniittcd to the content access terminal,

and at step 566 payment record data, indicating a payment made from the smart Flash card to

the scheme-m owner, purchase request data, card registration data and, optionally, access

control data, is received from the content access terminal. The payment record data confirms

a payment for the requested data items, the purchase request data specifies the payment option

selected for the selected content itctns, and the card registration data provides data for

keeping records of the transaction and providing reward points; the access control data may

be required for additional data security. At step S67 the payment record data, in the described

embodiment of the system, is validatted with an e-painnent system such as Egpayment system

121 of Figure 6. As illustrated in the flow chart, the data supply system computer checks

with the e—payrnent system that a payment has in fact been made to the cabana-5m owner.

In other embodiments ofthe system, payment may be made directly to the3mm

owner, and either concurrently with the content access and download process, or at some later

stage, payment data received from the smart FIash card may be verified with the e—payrnent

system for reimbursement of the5mmowner.

Mist step S68, payment distribution data is read fiom the content access data store 140.

This data will indicate how payment made by the card for the data is to be distributed among

recipients. In one embodiment, recipients‘l: payment fi'actions are specified in general terms

in the content access data store, for example; copyright owner 0.90, scheme-5m owner

0.01, retailer/distributor 0.02, publisher 0.02, creator 0.05. Identification ofwho is the

relevant copyright owner is stored in the data store together with the content item identifier,

but may be selected from more than one possible content Were—proxider for the data item,

and identification ofwho is the relevant retailer/distributor may be determined from, for

example, content access identity information received from the content access terminal when

the scheme-M owner content access web page is accessed at step 360. At step 369,

payments are then distributed in accordance with the payment distribution data, either by

direct distribution of value-bearing digital signatures to the relevant parties, or by issuing 21
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payment distribution instruction to e—payment system :21. Preferably the data supply system

stores records ofindividusl card payments and, at intervals, combines the payment

distribution data for a plurality of individual records to output payment data for distributing

the total payment received by the data supply system fi‘om a batch of individual payments.

MA: step S70, content access mics for the purchased level ofservice are read from the

contain access data store. These rules could, for example, speciij,r that only a predetermined

number ofaccesses to the content are pennirted, for example 10 plays. Alternatively, the

rules could provide access for, say, one month from the download date. Other rules may

provide unlimited plays but only on specified players, for example; set top boxes owned by a

particular cable TV network (as determined by content access device identification data

profided to a smart Flash card firm a cantent access device). A content provider

identification for the requested content data is also read from the content access data store at

step S70 together with CRM data for issuing reward points.

Mitt step 371, content access rules for the requested content data. items are retrieved

fi‘om data store 140 and transmitted to the content access terminal. Then, at step S72, DRM

processor 130 of the data supply system transmits a transaction request and authentication

data to the content provider identified in step S70. This request identifies the scheme-m

owner data supply system to the content provider in a secure manner, either by means of

physical security, such as a dedicated connection from the scheme-m owner data supply

system to the content provider, or by means of an electronically secure connection such as an

encryption connection. Then, at step 5873, the content access web server 124 receives

protected content from the content provider, comprising the data items requested by the

content access terminal, and transmits this protected content to the content access terminal.

The content is preferably protected by data encryption but may be protected in other Ways, for

example. by digital watermaddng or simply by the large number ofother transactions taking

place at any one time over the internet. The date supply system computer, at this point,

essentially acts as a transparent data forwarder, forwarding data from the content provider to

the content access terminal, which itself is preferably effectively transparent, using data

exchange interface 200c to transmit the protected content data directiy to the smart Flash

card. As described with regard to Figure 12d, the content download protocol includes error
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protection and transmission retry protocols to ensure substantially error:free data
transmission.

MORSE: content. has been downloaded to the content access terminal (and, hence, to the

smart Flash card) at step 874 3. record of the purchase date and content accessed is written to

payment record data store 136, to provide an audit trail. Then, at step S75, updated CRM

data is written to the content access data store 140, using rules storccl in the content secess

data store, in conjunction with a record of the downloaded data items, to calculate the CRM

data (Le. reward points). The updated CRM data is then also transmitted to the content access

terminal, where it can be forwarded to the smart Flash card. Then, at step S76, the process

ends.

MRefet-nng now to Figure 13, this shows a flow chart for use: access of stored data on a

smart Flash card using a data access device such as the MP3 player of Figure 1. At step S77

the smart Flash card is inserted into the player and, at step 378, the user enters a password

into the player, which is transmitted to the smart Flash card for validation (this step is

optional). If access to stored data on the card is permitted, the process proceeds to step S79

where an index of content data items stored on the card is loaded from the card and displayed

together with a menu. The menu provides options including access content, check value

(stored on the card), check CRM data (such as reward points) stored. on the card, and play

options (such as no video, repeat play, random play, and the like). If the user wishes to access

content data items stored on the smart Flash card, a user selection ofsuch items is entered

into the player at step 580, for example using cursor keys or a pointer; additionally or

alternatively a default play option may be provided to, for example, play the most recently

downloaded data.

MAE step 38] content use status data for the selected coutcnt items is loaded fiom the

smart Flash card together with associated content use rules. Then, at step 582. the use rules

and present use status for each selected content item are compared and the result is displayed

together with a content play menu. The content play menu may comprise a simple list ofthe

selected content items with items not available for access highlighted in, for example, red.

AJtematively, more detailed content access permission data may be displayed such as the

purchased contents use for a content data item, the actual use of the data item made so far,

and the available remaining use. Then, at step 883, the layeeplaieg determines whether
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content use is permitted. If use is not permitted, the process returns to step S79 to re—display

the menu; if content use is permitted the system proceeds to step 384.

MAt step SS4 the selected content data items whose use is permitted are retrieved

sequentially firm-i the card, decoded as necessary, and the decoded audio and/or video data is

made available to the user, for example, by providing audio output at a headphone socket on

the player and displaying video output on the player display. Preferably, the player also

retrieves supplementary data stored in association with a content data item, such as

advertising data, or for a web-enabled player, hot links to web sites for sale ofgoods or

services, particularly those related to' the accessed content data item or those identified to

appeal to users accessing the data item (such as pop group meeheadrisi-flg—merchandizing or

Harley Davidson (trade mark) motor bikes for rock music/video).

Wheferably, the player isprovided with Efpauseflfj and fijwntinueflfi fimctions and

corresponding user controls. When flflpauseflfl is selected the process passes to step SSS and

writes a record to the smart Flash card comprising data. specifying how much use has been

made of the accessed content data item. In the case ofmusic or video data, this may comprise

start and end time markers or simply a play duration time (the start time being predetermined,

for example at the start of the data item). In the case of a. game the partial use data. may

comprise an elapsed play time or a number ofh'ves left. In the case ofa data item providing a

service such as access to stock and shlare prices, or weather information, or a share dealing

service, the partial use information may comprise a status record indicating the status of an

interrupted transaction. When the fljconfinue'lfl fiInCtion is selected on the player the process

returns to step SS4.

MTc allow for the smart Flash card being removed from the player between pause and

continue events, a check may be made at step 578, by reading a partial use status data fi-om

the card, to determine whether a content data item was left in a pause state when the card was

leaving: used. If such a paused-pans; state is determined to exist for a content data item, the

process may then jump directly to step SSS to allow a user to resume or continue with the

content data item and proceed directly to step SS4.

[0139! Once play is complete the process moves to step 885 where updated content use data

is written to the smart Flash card. This updated use data provides a record ofthe useof a

I
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content made in step 834. This record can then be used in steps $81 to $83 to determine, on

a subsequent occasion whether thither use ofthe content data item is perrnitted. Finally, at

Step 386, customer reward management reward rules are loaded from the smart Flash card

together with CRM data stored on the card. The CRM data is than updated, using the CRM

reward rules, to reflect the use ofcontent data items made in step SS4 and the updated data is

Written back to the smart Flash card.

mmone embodiment the CRM reward rules are determined by the content access

terminal owner (retailer/distributor/cable or mobile network operator) and are written onto the

card when registering the card. The updated CRM data may then be accessed by a content

access terminal for spending or other use when the smart Flash card is next inserted into a

content access terminal. Once the CRM data has been updated, the process returns to step

S79 to display the content index and menu.

mThe specific embodiments ofthe invention described above use communication over

the internet and webbased technology but this is not essential, and the invention maybe

implemented using any electronic communications network, such as a wide area network,

local area network, wireless network, or conventional land line network. likewise, the

invention is applicable to the intenset—intemct, intranets, extranets, and other internet protocol

networks.

|01421 The skilled person will understand that many variants to the system are possible and

the invention is not limited to the described embodiments but encompasses modifications

which lie within the spirit and scope of the present invention.

i
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DATA STORAGE AND ACCESS SYSTEMS

This invention is generally concerned with data storage and access systems. More V

particularly. it relates to a portablerdata carrier for storing and paying for data and to

computer systems for providing access to data to be stored. The invention also includes

corresponding methods and computer programs. The invention is particularly useful for

managing stored audio and video data, but may also be applied to storage and access of

text and software, including games, as well as other types of data.

Once problem associated with the increasingly wide use ofthe internet is the growing

prevalence of so—called data pirates. Such pirates obtain data either by unauthorised or

legitimate means and then make this data available essentially world-wide over the

internet without authorisation, Data can be a very valuable commodity, but once it has

been published on the Internet it is difficult to police access to and use of it by Internet

\ users who may not even realise that it is pirated. This is a particular problem with audio

recordings, and. once the bandwidth becomes available, is also likely to be evident with

video.

Over the past three or four years compressed audio sources have become increasingly

widely available on web pages. One widely'uscd audio data compression format is MP3

(MPEGJ) which is an internationally defined‘standard including a definition of

compressed audio information suchas speech err-music. it relies on psycho-acoustic

, properties ofhuman hearing to achieve very large data compression factors. It is thus

feasible to download usefiilly long passages ofmusic in a practically convenient short

time. Pirate data suppliers have not been slow to realise the potential of this and many

unauthorised websites have sprung up offering popular music including recent releases
by world famous bands. This has caused the recording industry considerable concern I

and there is an urgent need to find a way to address the problem of data piracy.

SUBSTITUTE SHEET (RULE 26)

BEST AVAILABLE COPY
198
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The invention described below addresses this and related problems.

According to the present invention there is therefore provided a method ofproviding

portable data comprising providing a portable data storage device comprising

downloaded data storage means and payment validation means; providing a terminal for

internet access: coupling the portable data storage device to the terminal; reading ‘

payment information from the payment validation means using the terminal; validating

the payment' information; and downloading data into the portable storage device'frorn a

data ‘supplier.

Another aspect ofthe invention provides a corresponding mobile data retrieval device

for retrieving and outputting data such as stored music andJo'r noise from the data

storage device.

The payment validation means is, for example, means to validate payment with an

external authority such as a bank or building society. The combination of the payment

validation means with the data storage means allows the access to the downloaded data

which is to be stored by the data storage means, to be made conditional upon checked

and validated payment being made for the data. Binding the data access and payment

together allows the legitimate owners of the data to make the data available themselves

over the internet without fear of loss ofrevenue, thus undermining the position of data

pirates.

A further advantage of the system is that it allours users under the age of 18 to make

internal purchases. Currently internet users pay for goods andlor services by credit card.

Since credit cards cannot be legitimately be used by persons under the age of 18 (at least

in the UK), a significant fraction of adventurous internet users are excluded from e— A

commerce, one of the most significant predicted uses of the intemet. In one

embodiment of the invention however, the payment validation means comprises e-cash -

that is the payment validation means stores transaction value information on a cash
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value of transactions validatahle by the'data storage means. In simple terms, the data

' storage means can be a card which is charged up to a desired cash value (ifnecessary-

limited to a maximum value) at a suitable terminal. This might be an internet access

terminal but could, more simply, be a device to accept the data storage card and to

receive and count money deposited by the user to charge the card, writing update cash

value information onto the card. More sophisticated ways of updating the cash value on

the card are also possible, such as direct bank transfer. Since, with this type of .

embodiment, the data storage means is, essentially, precharged with cash rather than
acting as a credit card it can be used by young people without the risk of their incurring

large debts.

In one embodiment the data storage means is powered by the retrieval device when it is

connected to the device and retains a memory of the downloaded data when it is

unpowered. This can be achieved by the use of Flash RAM or. more generally, any
form ofprogrammable read-only memory. Alternatively the data storage means may '

incorporate a rechargeable cell or capacitor and store information'in battery backed-up
- static RAM.

The downloaded data maybe entered into the data storage device by meansof an

interface such as a magnetically or capacitatively coupled connection or an optical

connection, but preferably the interface comprises contacts for direct electrical

connection to the storage means. The payment validation means may likewise have one

of a variety of interfaces but again preferably comprises a set of electrical contacts. The

payment validation means could. however comprise a magnetic or holographic data»

strip such as is known for use with credit cards and phone cards. The interface to

receive the downloaded data may be separate from the interface to the payment

validation means, to facilitate separate and simultaneous access to both these systems.

In other embodiments a single interface may serve for both data storage and payment.

Advantageously the payment validation means includes a memory storing information

to identify the person who is paying for the downloaded data.
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For additional security the downloaded data may be encrypted. In this case data

decryption may be necessary at some stage, either in the data storage means or in the _

retrieval device or in an infonnation delivering apparatus such as a data access terminal.

Alternatively the data decryption function can be shared amongst one or more of these

devices. The skilled person will be aware of a range of suitable encryption/decryption
techniques including Pretty Good Privacy (Registered Trade Mark) and PKI (Public Key

Infiastructure). Normally when the downloaded data is encrypted a' decryption key must

be supplied. This can be generated automatically by the data access terminal or data

access service provider or it can be entered by the user into the data access terminal or

into the mobile data retrieval device;

The data storage means and/or the retrieval device can be provided with access control

means to prevent unauthorised access to the downloaded data. Additionally or

alternatively, use control means can be provided to stop or provide only limited access

of the user to the downloaded data in accordance with the amount paid. These access

and use control functions may in some embodiments be combined, permitted use

controlling access or permitted access controlling use. Thus, for example, a complete

set of data information relating to a particular topic, a particular music track, or a

particular software package might be downloaded, although access to part of the data set 1

might thereafier be controlled by payments made by a user at a later stage. lnthis way, a _

user could pay to enable an extra level on a game or to enable further tracks of an

album.

In embodiments where the access or as: control means is responsive to the payment

validation means, access or use control information may be stored with the downloaded

data or in a separate storage area, for example in the payment validation means. The

user's access to the downloaded data could advantageously be responsive to the

payment validation means, for example, by means ofa control line coupling the

payment validation means with a memory access or decryption control element.
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in one embodiment the data storage means comprises an electronic memory card or

smart card and the mobile data retrieval device is provided with a slot to receive the

card. Preferably the card is a push~fit within the retrieval device, and retention of the

card maybe effected by pressure from electrical interface connections and/or resilience

, of the housing, or by using a resilient retaining means. in a preferred embodiment the

retrieval-device includes an audio output and a display. to play a downloaded track and

to show information about the track andfor an accompanying video.

To download data onto the data storage means the user can employ a data access

terminal coupled to the internet. The terminal can directly validate payment - for

example in the case of a smart card charged with electronic cash it can deduct a cash

value from the card. Altematively it can communicate with a bank or other financial

services provider to control payment. In a preferred embodiment. however, the terminal

connects to a data access service provider which provides a portal to other sites and

which validates payment and then forwards data from a data supplier to the user’s local

access terminal. The data access service provider may alternatively forward payment

validation information andfor information from the payment validation authority to the

data supplier for control by the supplier of the data supplied. Thus, access to the

payment validation system andlor data for downloading may be entirely controlled by

the data supplier.

Data held on the data storage means may advantageously include data relating to the

user’s or payer’s usage ofthe system. This information may include, for example,

information on a user's spending pattern. information on data suppliers used and

information on the downloaded data. This information may ire-accessed by the data

supplier andior data access service provider and can be used for targeted marketing or

loyalty-based inset-diva schemes such as air miles or the like. .

‘lhe data access terminal may be a conventional computer or, alternatively, it may be a

mobile phone. Wireless Application Frotocol (WAP) and i-mode allow mobile phones

to efficiently access the intcmet and this allows a mobile phone to be used to download
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data to the data storage means, advantageously, directly. The data storage means can,.if

desired, incorporate the functionality of a mobile phone SIM (Subscriber Identity

Module) card, which cards already include a user identification means. to allow user

billing through the phone network operator.

In preferred embodiment the downloaded data is M33 or other encoded audio data, but

the system finds more general application for other data types. For example, download

data can include software, and particularly games, share price information, current newa

' infomation, transport timetable information, Weather infonnation and catalogue

shopping information. The downloaded information may also include compressed

video data. The storage capacity of the data storage means is adaptable to suit the type

of data intended to be downloaded - for example, 32 megabytes is sufficient for CD7

quality music, but for video it is preferable that the data storage means has a capacity of

128 megabytes or greater.

In another aspect, the invention provides a portable data carrier comprising an interface

for reading and writing data from and to the carriefi non—volatile data memory, cottpled

to the interface, for storing data on the carrier, non-volatile payment data memory,

coupled to the interface, for providing payment data to an external device.

These features allow the data carrier to store both payment data and content data thus

I providing the advantages outlined above. Depending upon the payment system used,

‘ the payment data memory may also store code for Validating or continuing a payment to

an external payment system. The payment date will normally be linked to card or card

holder identification data for payment by the card holder. The non-volatile memory

ensures that stored content and payment data is retained in the data carrier when the data

Carrier is not receiving power from an external source. Thus "non-volatile"

encompasses, for example, low-power memory whose contents are retained by a battery

back-up system. In one embodiment the payment data memory comprises EEPROM

and the content data memory comprises Flash memory, but other types ofcontent data

memory, such as optical, for example, holographic, data memory can also be used. The
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data carrier may also be integrated into other apparatus. such as a mobile

communications device.

Preferably, the portable data carrier further comprises a proper-n store storing code

implementable by a processor; and a processor, coupled to the content data memory, the

payment data memory, the interface and tothe program store for implementing code in

the program store, wherein the code comprises code to output payment data from the

payment data memory to the interface and code to provide external access to the data

memory.

Nomally, the (content) data memory allows both write and read access for both storing

and retrieving data, but in some embodiments the content data memory may he read

only memory. In such embodiments, content may be pro-loaded onto the carrier and

payment may then be made for permission to access the pro-loaded data.

' Preferably, the data carrier also stores a record ofaccess made to the content data and

updates this in response to external access, preferably read access. made to the data

memory. The carrier may also store content .use rules pertaining to allowed use of

stored data items. These use rules may be linked to payments made from the card to-

provide payment options such as access to buy content data outright; rental access to

content data for a time period or for a specified number of access events; and/or

rental/purchase, for example where rental use is provided togetherewith an option to

purchase content data at the reduced price after rental access has expired.

Thus where the data carrier stores, for example, music the purchase outright option may
be equivalent to the purchase of a compact disc (CD), preferably with some form of

' content copy protection such as digital watermarking. In this example, the rental or - '

subscription payment option may be a pay-pcr-play option, and with this option payment

may either be before or after access to the stored data so that the carrier may operate in

either a debit or credit payment mode.
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The portability of the data carrier potentially allows it to be used to access content or. in

the example, play music without the need to be linked to a communications system or to _

be on-line to the internet. By providing a use record memory on the data carrier, use of _

the stored data can be tracked whilst cit-line and then any necessary payment can be

made when the data carrier is next coupled to a communication system. This allows the

' data carrier to operate in a credit mode. In a‘ debit mode. the additional storage ofuse

rules facilitates the regulation of access to content data stored on the carrier without the

need for timber exchange of paymentluse data with an external system to validate the
USE.

By combining digital rights management with content data storage using a single carrier

the stored content data becomes mobile and can be accessed anywhere whilst retaining

control over the stored data for the data content provider or data copyright owner.

Preferably, the data carrier also stores access Control data, such as a user ID and a

password. as the stored data maybe valuable. The access control data may be combined

with access control to the payment date, which is typically by means of a PIN (Personal

identification Number) to simplify access to valued content stored on the carrier.

In one embodiment the stored content data is encrypted and a unique password or PIN

andfor biometric data is required for decryption. The data carrier may be arranged so

that the content is erased alter a predetennined number of incorrect access attempts.

Additionally or alternatively, a pennanently stored flag'rnay be set andfor a hardware

modification (such as a fusable link)'may be made to prevent the data carrier from

functioning for further data storagelretrieval. Preferably, however. access to any stored

valuelpayment data is nevertheless retained.

Supplementary data may also be stored on the carrier in association with stored content

date. This supplementary data may comprise customer reward management data andfor

advertising data. The supplementary data may comprise a pointer to an external data

source from which data is downloaded either to the data carrier or to a data access
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device or content player, so that advertising or other data can be displayed when

reviewing or accessing the stored content.

Additional data security and/or a mechanism for rewarding operators atdifi'erent levels

in the data supply chain may be provided using a content synthesis function. The

content synthesis function combines partial content information from two or more '

sources to provide content data items for storage and/or output. Thus, for example, a

first percentage of a content data item could be provided by a content retailer whilst a.

remaining percentage could be provided by an on-line data supplier. This would

provide an incentive for a user to register with a-content retailer or distributor as well as

with an on-line scheme owner and so could encourage the use of existing retailers and

could provide a mechanism for paying commission to such retailers. The two portions

ofdata combined to provide a content data item could comprise encryption data' and a

key but preferably comprise separate parts ofa complete data item. for example. least A

significant bits and most significant bits or high frequencies and low frequencies (for

audio). This arrangement also facilitates customer reward and loyalty management.

In one embodiment the data carrier further comprises mommy for storing data for -

accessing a mobile communications nenvork, for example to receive content data over

the netwarki For such an embodiment; the data carrier may replace a SIM (Subscriber

Identity Module) card in a mobile communications device, thus providing- a single card

for both network access and valued content retrieval and storage. Additionally or

alternatively the card may also store the web address of a data supplier from whom data

may be downloaded onto the carrier.

The data memory for storing content data may be optic, magnetic or semiconductor

. memory, but preferably comprises Flash memory. Preferably, the data memory has a

large capacity for storing large data files such as compressed video data. Preferably, the

data memory is partitioned for lock access, that is for read andfor write access to blocks

of, for example. 1K, 4K. lGK or 64K databytes for faster data access, particularly where

the stored content data will normally be accessed serially, as is normally the case with
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audio and video data. Preferably the card is configured as an IC card or smart card and

has a credit card-type format, aithough other formats such as the "memory stick“ format

may also be used. This provides a small and convenient portable fennel and facilitates

removable interfacing witha variety of devices.

The invention also provides a related method ofcontrolling access to data on a data

carrier, the data carrier comprising non-volatile data memory and non-volatile parameter

memory storing use status data and use rules, the method comprising receiving a data

access request; reading the use status data and use rules from memory; and evaluating

» the use status data using the use rules to determine whether access to the stored data is

permitted.

According to another aspect of the invention, there is provided a computer system for

providing data to a data requester, the system comprising a communication interface; a

data access data store for storing records of data items available from the system, each

record comprising a data item desaription and a pointer to a data provider for the data

item; a program store storing code implementable by a processor; a processor coupled to

the communications interface, to the data access data store, and to the program store for

implementing the stored code. the code comprising code to receive a request for a data

item from the requester; code to receive from the communications interface payment

data comprising data relating to payment for the requested data item; code responsive to

the request and to the received payment date, to read data for the requested data item

from a content provider; and code to transmit the read data to the requester over the

communications interface.

The computer system is operated by 3 data supplier or data supply "scheme owner" for

providing content data to the data carrier described above. The payment data received

may either be data relating to an actual payment made to the data suppiier, or it may be a

record of a payment made to an e-payment system relating either to a payment to the

data supplier. or to a payment to a third party. The data from the content provider,

preferably without permanent (local) storage of the forwarded data. This improves data
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security as the content provider retains control over a content data item and the data

supplier, a copy of a data item, is unable to supply data for theitem without the content

provider's assistance. The computer system may provide temporary storage for a

requested data item, for example, using a disk cache, but preferably the computer system

does not store a complete data item, even temporarily.

Preferably, the computer system includes payment distribution information so that when

payment is made for a data item, the payment can be distributed for reimbursing

royalties and making other payments. Typically a large fraction of the [lament for a

data item will be transferred to a copyright owner or "content provider" for the item

whilst smaller payments will go to the artist andfor publisher and/or'retailerldisu'ibutor.

Payment may be made directly by the computer system to the computer systems of other

relevant parties using, for example, a signature-transporting type E-peyment system.

Alternatively, the computer system can issue appropriate instructions to a third party E-

payment system for making the transfers. The computer system allows automatic

distribution ofpayments either before, during or after content data download, or after

content data access by a user. Instructions for distributing the payments may be issued

substantially simultaneously, thereby avoiding long delays in the payment of some

parties - for example, it can presently take a year or more for an artist generating content

to be paid by conventional methods.

Preferably, the computer system also stores content data item access rule data, for

downloading in association with a content data item. The rule data may be stored by a

content provider but is preferably held by the computer system, and links a content

identifier with an access rule, typically based upon a required payment value, as outlined

above in the context of the data carrier. Normally, each content data item will have an

associated access rule, but a single rule may apply to a large number ofdata items. The

computer system also, preferably, stores requester reward data for customer

rewardfloyalty management. This data may again comprise one or more rules linking a

payment value and/or content data item type to a specified reward, such as a number of

air miles or retailer value points. The computer system preferably also keeps a record of
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an identified user’s or dete's carriers content item downloads and payments for market

research purposes.

The computer system. in one embodiment, also stores access control data, such asan' .

access request identity and password which can be employed, for example, to create an

extranet of system users, which again can be linked to stored access record data for -

marketing purposes. When further linked to content item type data, such an

arrangement can be used to construct a club of users of content data items of a particular

type, for example, country and western or rock androti music." As described in

connection with the portable data carrier, the computer system may also comprise

content synthesis code for additional data security and for more secure management of

payment distributions.

The invention also provides a related method of providing data to a data requester

comprising receiving a request for a data item from the requester; receiving payment

date from the requester relating to payment for the requested data; reading the requested

data from a content provider responsive to the received payment data; and transmitting

the read data to the requester.

According to a further aspect of the present invention, there is provided a data access
terminal for retrieving data from a data supplier and providing the retrieved data to a

data carrier, the terminal comprising a first interface for communicating with the data

supplier; a data carrier interface for interfacing with the data carrier; a program store

storing code implementable by a processor; and a processor, coupled to the first

interface, the data carrier interfitce and to the program store for implementing the stored

code, the code comprising: code to read payment data item the data carrier and to'

forward the payment date to a peyotent validation system; code to receive payment

validation data from the payment validation system; code responsive to the payment

validation data to retrieve data from the date supplier and to write the retrieved data into

the data carrier.
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This minimal can be used for retrieving data from the above described computer system

and for downloading the retrieved data to the above described portable data carrier. As

with the data supply computer system, it is preferable that there is-no (local) Storage of

content item data forwarded from the data supplier to the data carrier. The data access

terminal is not restricted to use with the above described status supplier and could, for

example, retrieve data for downloading to the data carrier- from a local data source, such

as a CD (Col-upset Disc) or DVD (Digital Versatile Disc), or from a third party such as a;

cable TV company.

The terminal reads payment date from the data carrier and transmits this too payment

validation system for validating the data and. authorisingthe payment. .This may be part
of the data supplier‘s computer system or it may be a separate system such as an e~ .

payment system. Thus, the terminal operates with a data carrier storing payment

(validation) data and, in some embodiments, additional payment validation code for

validating payment to the payment validation system. Again, the terminal is preferably

configured to provide a data item use rule to the carrier in conjunction with a data item.

As before, the data item use rule Will normally be dependent upon payment value. ..

information embodied in the payment data read from the data carrier. The terminal is

preferably also configured for user input ofecoess control data. This access control data

may be forwarded to the data carrier for access permission verificationiandlor it may be

passed to the data supplier computer system for a similar purpose. The terminal may be
configured to warn a user ofcontent access or data carrier function inhibition after a

predetermined number ofaccess requests have been refitsed. The terminal may also

incorporate content synthesis code as described above.

The terminal may comprise code to output supplementary data when downloading data

to thedala can'ier. identity data on the data carrier can he used to retrieve the

supplementary data, or a pointer to the supplementary data, fi-om the data supplier

computer system. or the supplementary data or a pointer thereto can be retrieved directly

from the data carrier. Preferably, however, identification data on the card is used to

retrieve characterising data such as card user preference data from the data supplier
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computer system, and this characterising data is then used by the terminal to retrieve and

output suppiementary data to a terminal user. When the terminal is associated with a

contact distributor or retailer, the supplementary data may be retrieved over a network

asaociated with the retailerldistributor such as a local area network (LAN), wide area

network (WAN) or extranet.

The invention also provides a method ofproviding data'fi'orn a date supplier to a data

carrier, the method comprising reading payment data from the data carrier; forwarding _

the payment date to a payment vaiidation system; retrieving data from the data supplier;

and writing the retrieved data into the date carrier. '

The payment validation system may be part of the data supplier's computer systems or it
may be a separate e-payment system. In one embodiment the method further comprises

receiving payment validation data from the payment validation system; and transmitting

at least a portion of the payment validation data to the data supplier. Alternatively the

payment validation system may comprise a payment processor at the data supplier or at

a destination retrieved from the data supplier. The payment processor-may also provide

payment distribution data for distributing a'payment represented by the payment date.

In a further aspect, the invention provides a data access device for retrieving stored data

from a data carrier. the device comprising a user interface; a data carrier interface; a

program store storing code implementable by a processor; and a processor coupled to

the user interface. to the data carrier interface and to the program storevfor implementing -

the stored code. the code comprising code to retrieve use status data indicating a use

status ofdata stored on the carrier, and use rules data indicating permissible use of data

stored on the carrier; code to evaluate the use status data using the use rules data to

determine whether access is permitted to the stored data; and code to access the stored

data when access is permitted.

The data acoess device uses the use status data and use ruies to determine what access is

permitted to data stored on the data carrier. As described above. the use rules will
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normally be dependent upon payments made for data stored onthe data carrier, but may
also comprise access control employing a user'identification and password; Since a

single data carrier may have more titan one user, the use status and use rules may be

selected dependent upon a user identity. The data access device may also be configured

to present supplementary data when presenting the content data. retrieved as described

above, from the card, from a remote computer system or fiorn some other source such as'

a cable TV network or off-air.

The invention also provides a related method of controlling access to data from a data

carrier, comprising retrieving use status data from the data carrier indicatingpast use of

the stored data; retrieving use rules from the data carrier; evaluating the use stems data

using the use rules to determine whether access to data stored on the carrier is permitted;

and permitting access to the data on the data carrier dependent on the result of said
evaluating.

According to a further aspect of the invention there is provided a data access system

comprising a data supply computer system for forwarding data from a data provider to a

data access terminal; :1 electronic payment system for confirming an electronic payment;

a data access terminal for communicating with the data supply system to write data from

the data supply system onto a data carrier; and a data carrier for storing data from the

data supply system and payment data; wherein data is forwarded fi'orn the data provider

to the data carrier on validation ofpayment data provided from the data carrier to the

electronic payment system.

In a further aspect of the invention, there is provided a portable data carrier comprising _

an interface for sendingand receiving data from and to the carrier; non-volatile data

memory, coupled to the interface, for storing data on the carrier; and a digital rights

management processor for controlling access to the stored data.

In a fimher aspect of the invention, there is provided a portable data carrier comprising

an interface for sending and receiving data from and to the carrier; non-volatile data
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mommy, coupled to the interface, for storing data on the carrier; and an access control

processor; wherein the data memory is partitioned as data blocks and the access control

processor controls external access to the data blocks.

in a fitrtheraspect of the invention, there is provided a computer system for providing

data to a data requester, the system comprising a communication interface; a data access '

data store for storing records of data items available from the system, each record

comprising a data item description and a resource locator a data provider for the data

item; a program store storing code implementable by a processor; a processor coupled to ,

the communications interface, to the data access data store, and to the program store for

implementing the stored code, the code comprising code to receive a request for a data

item from the requester to receive from the communications interface payment data '

comprising data relating to payment for the requested data item; code, responsive to the;

request and to the received payment data to output the item data to the requester over the

communication interface; wherein said data access data store fiJJ'Li'ler comprises payment

distribution information indicating to whom payments should be made for a data item;

and further comprising code to output payment data for a data item for making payments

for thegitem when the item is supplied to a said requester.

In a further aspect of the inventi anymore is provided a computer system for providing

data to a data requester, the system comprising a communication interface; a data access

data store for storing records of data items available from the system, each record

comprising a data item description and a printer location data identifying an electronic

address for a provider for the data item; a program store storing code implementable by

a processor; a processor coupled to the communications interface, to the data access data

store, and to the program store for implementing the stored code, the code comprising

‘ code to receive a request for a data item from the requester to receive from the.

communications interface payment data comprising data relating to payment for the

requested data item; code responsive to the request and to the received payment data to

output the item data to the requester over the communication interface; wherein said

data access data store further comprises data item access rule data for output to the
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requester with a said data item; and thither comprising code to select access rule data for

output with a data item in response to'said payment data.

In a yet further aspect of the invention, there is provided a method ofproviding data to a

data requester comprising receiving a request for a data item from the requester;

receiving payment data from the requester relating to payment for the requested data;

transmitting the requested data to the requester; reading payment distribution

information from a data store; and outputting payment data to a payment system for

distributing the payment for the requested data. -

In a still further aspect of the invention. there is provided a method of providing data to

a data requester comprising receiving a request for a data item Earn the requester;

receiving payment date from the requester relating to payment for the requested data;

transmitting the requested data to the requester; and transmitting data access rule data to

requester with the read data.

These and other aspects of the invention will now be fitrther described, by way of

example, only. with reference to the accompanying figures in which:-

' Figure I shows a data access device a) from the top; 1)) from the front; and c) from the
side; 1

Figure 2 shows, conceptually, a portable data carrier;

Figures 3a and b show exemplary data access terminals;

Figure 4a and b show, respectively. a logical signal path between elements of a

conceptual data access system; and a physical representation of a conceptual data access
system;

Figure 5 shows a content provision system;
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Figure 6 shows a data supply computer system;

Figure 7 shows a variety ofdata access terminals;

Figure 8 shows a Schematic diagram ofcomponents of a data access terminal;

Figure 9 shows a schematic diagram of components of a data carrier;

Figure 10 shows a schematic diagram of components of a data access device;

Figures i la and 1 lb show a flow diagrams of a data carrier registration process:

Figures IZa-c and lZd-e show, respectively, a flow diagram of data access using a data

access tenninal; and a flow diagram of data supply using a data supply computer

system; and

Figure 13 shorts 3 flow diagram of data retrieval using a data access device.

Referring to Figure 1, this shows a data access device for playing MP3 audio (10) with

operator controls {12) and LCD display (14). The outline of a smart card data storage

device is shown at (16). The operator controls allow a user to select and play tracks,

whilst track information and still or video images are provided on display (l4). A slot

(18) is provided in the front of the device to receive a smattcard-type data storage

means. This smart card occupies space (20) and interfaces with resilient contacts (24);

it is held in the data retrieval device against the contacts, by resilient housing element

(22).

Referring now to Figure 2, this shows a portable data carrier (30) suitable for use with

the device ofFigure l. The data storage means is based on a standard smart card; it is

plastic, about the size of a standard credit card, and has some flexibility. 0n the card
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(3 0) are two sets of contacts, contacts {32) for interfacing with the payment validation.

means and contacts (34) for interfacing with the memory for storing dOWnloaded data

‘ (although in other embodiments, a single set of contacts may he used. for both). The
surface of the card can be embfllished with suitable graphics.

In one embodiment the smart card retains all its useahle ftmctionaiity as specified for

standard Electronics Point of Sale Systems (EPOSS) and, if desired, the memory for

storing the downloaded data can be electrically separate from this. However, it may be

, preferable to provide interaction between the standard smart card device and the data

memory in order to accomplish the access controlldeeryption functions described above,

Referring now to Figure 3, an example of a data access terminal is shown at (40). This

has a screen (42) and a slot (44) to receive the data carrier (30). Alternatively the data

carrier may interface to the terminal via the data access deviceth) and an interface (46)

to the terminal (40). In Figure 3b a dedicated remains] (50) has a slot (52) to receive the

data carrier, 3 display (54) and controls (56). Coins can be inserted into the terminal at

(58) and notes at (60) to charge the data carrier with cash.

Referring now to Figure 4a,, this illustrates conceptually the logical connections and data

flow between data processing systems involved in payment validation, and data

dovrnloed to the carrier (30). A user connects the data carrier (30) to terminal (40) and

logs on to a data web page ofdata supply service provider (60). Either terminal (40 ) or

service provider (60) then communicates via data paths (62) with a payment validation

authority (70) to check and authorise the user’s or payer‘s payment. In the case of

electronic cash the terminal (40) may immediately validate the payment information.

updating the service provider andfor payment validation authority (70) at a later stage.

' The logical connection (64) between the terminal and the service provider is preferably
made over the intemet.

The service provider may provide a direct portal to data providers (80) or may collect

information from data suppliers (80) and provide a “front end“ to presentdata from the
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suppliers to the terminal user. Alternatively data supply service provider (60) may

regulate direct access between terminal (40) and data providers (80), as shown by links

(65), by communicating with'the terminal and the data providers to provide

communication regulation information to. for example, instruct data suppliers about

what information the user of terminal (40) should have access to.

' In a preferred embodiment service provider (60) pays royalties at an agreed rate - for-

examplc,'10 pence per track or 10 pence per minute - to a computer system owed by a

company or entity in the recording industry, such as a content provider or copyright

owner. a content publisher or a content creator, and the user of terminal {40) effectively

pays the service provider. Billing can also be regulated by bandwidth andfor data
download time. .

Preferably the service provider (60) monitors the user’s access to the system and either
‘ stores or forwards to data providers (80), or downloads to the data carrier (30). usage

information. in a preferred embodiment the service provider sends information via

terminal (40) to data carrier (30) which can be used to detennr’ne incentives to be

' provided to users of the system.

Figure 4b shows a conceptual physical configuration ofthe system ofFigure 4a in which

a plurality of terminals (40), a plurality of service providers (60) and, a plurality of data

providers (80) all interact via the internet. The physical embodiment ofthe system is

\ not critical and a skilled person will understand that the terminals, data processing

systems and the like can all takes variety of forms.

Referring now to Figure 5, this shows a conceptual illustration of a content provision

system 100. Content creators 104a, b generate or receive content data from artist

terminals lO2a~d and store content data in databases 106a, b. The content data stored in

databases 1068, b may comprise audio data, such as music, video data, such as films or

TV programs, text, such as literary works, software, such as games software, or other

data. Content creators 104a, b are coupled to communications network 10! for
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communicating created content data over the netwoflt. Also coupled to communications

network 10] are content publishers 1105 and 110b, each ofwhich is coupled to an

associated stored content database, 112a and 1le respectively. The content publishers ‘

make their stored content available for controlled access using communications network

101. In some instances, for example where the content data comprises computer games,

the functions ofcontent creator and content publisher may be provided by a single

entity. ‘Also although conceptually illustrated as blocks in Figure 5, the content creator ‘ ' ‘

and content publisher typically each comprise a client server computer network.

_ The communications network 10] is typically a private communications network, such .

as an extranet, with security controlled access to entities connected to the network.

Physically the network may comprise an internet protocol network or it may-comprise;

or consist of, dedicated point—toLpoint links. Thus, for example, a content creator 104

may be directly linked to a content publisher 1 10 andlor to other entities shown in

Figure 5 such as a content provider or content distributor..

The content provision system includes a plurality ofcontent providers lost-e, each

coupled to the communications network 101. In the illustrated system, the content

providers own copyright in stored content data accessible over communications network

10} and may, in practice, also perform a content publication function. Five content

providers own the copyright in over 80% of all world-wide music sales. The content

providers are coupled to stored content databases 106 and i 12 via conununications

. network 101, for supplying stored content data.

A gateway server ll4 is also coupled to communications network 101 to link the

communications network to other netrwrlts such as the internet andfor mobile

communications networks. Gateway server 1 14 provides security and access control

functions and firewalls. A second gateway, content distributor WAN gateway 116 is

clso shown attached to communications network 101. This provides similar security

and firewall functions and coupled communications network 101 to distributor WAN

(wide area network) 11?. Gateway 1 to has logical access to one or more ofa content

278



W0 01f31599 . _ PC'WGBWIOAHB

22

creator, content publisher and content provider for accessing stored content data.

Content distributor gateway 1 i6 may be owned by a chain of record stores and provide

content access terminals 118, coupled to WAN 117. in separate retail outlets. Content

access terminals 1 13 have access. via gateway 116. to stored content accessible over

communications network 10].

Referring now to Figure .6, this shows a data supply computer system 120. In this

embodiment, three content access terminals 1 lSa-c, c—payment systems 121a, b, and

content access web server 124 are all coupled to intemet 142. Data supply system 120

is coupled to the content provision system 160 illustrated in Figure 5. Where

Communications network 101 of Figure 5 is an extranet, this extanet physically

operates ovar internet 142; where communications network 101 does not partly operate

via internet 142, a connection to intemet 142 is established via gateway server 114 as ‘

shown in Figure 5. in this way content access terminals llSa—c are provided with

controlled access to the stored content data ofcontent provision system 100.

E-payment systems 1213 and 12113 are coupled to banks 122a, b and c, d respectively.

These provide an e-payment system according to. for example, MONDEX; Proton,

and/or Visa cash compliant standards. Preferably at least one of e-payment systems

121a, it operates a so-called "open purse" system in which the value is stored as a

publicly verifiable digital signature issued by the e-payrnent system. In such a

signature-transporting arrangement payment data may be validated using public keys

and thus payment authentication need not be performed by the e—payment system but

may instead be performed by, for example, a data access terminal or data supply system

computer, using payment management code. The authenticated signatures. which in

effect perform a similar role to cheques, are submitted to the relevant e-payment system

after authentication for verification and reimbursement or transfer-of monetary value.

With such a system payments may be made anonymously and thus payer identification

is not essential. Data carriers, such as data cards, may be issued with stored value or ,

without value, in which latter case value (that is a publicly verifiable digital signature)

may be written onto the. card during an on-line transaction.
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in alternative embodiments, a data earner such as the smart flash card described below

may be used to create value bearing digital signatures as is well-known to those familiar
with e-money.

Content access web server 124 is also coupled to internet 142 for providing content
access terminals 1 I 8a-c with access to content data. Content access web server 124 is

typically owrred by a content data supply "scheme owner" who acts as an intermediary

between a content access terminal user and a content provider, forwarding content data

provided (directly or indirectly) by a content provider to a content access terminal and

thence to a stored content data carrier. Web server 124 is coupled to web server code

storage 126 storing Java code for generating web pages for interpretation by web

browsers on content access terminals 1] la—c. The web pages provide the content

download, value add, CRM (customer reward management) value chequelsgtend and

website link functions described below.

Web server 124'is coupled to payment processor 128, Digital Rights Management

(DRM) processor 130, access control processor 132, and content distribution processor

134. Payment processor 128 includes payment management code storage 128:: and is

coupled to payment record data store .136. Access control processor 132 includes access

control code storage 132a and is coupled to access control data store 138. DRM

processor 130 includcs DEM code storage 1303 and is coupled to content access and

DRM data store 140. Content distribution processorvl34 includes CRM (customer

reward management) and payment distribution management code storage 134a and is

olso coupled to content access and DRM data store 140. As shown in Figure 6,

processors 128-134 are all in communication with one another.

Processors 128, 130, 132 and 134 may comprise separate application programs or a

single computer program and may operate on a single physical computer, on which web

server 124 may also be provided. or may operate on separate computers. Likewise data

stores 136. 138 and 140 may comprise a single physical data store or may be distributed
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over a plurality of physical devices and may even be at physically remote locations from

processors 128-134 and Coupled to these processors via internet 142.

Web server 124 communicates \vith processors 128-134 by means of a CG! {common

gateway interface) script and the code associated with processors 128-134 may be

written in any conventional computer language such as C, CH, o'r Perl. However, in

other embodiments one or more ofthe processors may be coupled to web server 124 via

internel 142 and owned and operated by a separate entity. such as a financial institution.

In this case conventional secure web-based communications may be operated between

web server 124 and the relevant processor. In particular, payment processor 128 may be

operated by one of the e-payrnent system providers 128a, b.

Payment management code 128:: issues and authenticates payment date and stores an

audit record in payment record data store 136. Access control code 1325 stores

identification data (of a user or card) together with registration data provided by user

when registefing with the scheme owner. This data comprises a user password for

accessing stored content andlor payment data; user characterising data, for example

characterising user preferences, for marketing purposes; data indicating an e-payment

system to use; and in some embodiments, further general user related data such as card

level data for identifying the provision of "gold" level services to selected users. A copy

of the password is stored with the content data on the portable data carrier, as described

.fimher below. Alternatively, one or both of the access control data store and portable

data carrier may simply store data for verifying a user—entered password.

Content access and DRM data store 140 stores data related to content access and content

use! but does not itself store content data items; these are instead provided via content _

provision system 100 described above. Data store 140 stores a plurality of records each

comprising a data item identifier. a data item description, 3 data item type or gem, and

location data comprising one or more pointers to a location or locations from where the

data item can be downloaded. Associated with a data item is also a table of use rule

data comprising a list of values (Le. content data item prices) and corresponding levels
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ofpermitted usage. Thus a value of it might permit ten plays ofa music track, whilst

the value of£10 might permit an unlimited number ofpleys of the track and copying of

the track for personal use.

Also associated with a data item is a table ofpayment distribution data comprising a list

of recipients and corresponding fractions of the data item value each is to receive.

Typically. the main recipient will be the copyright owrrer of the data item endother-

recipients will be selected [root the content creator, the artist or artists, the scheme

owner, the content publisher, and the rctailcrfdistributor. The payment distribution

proportions may be dependent upon the payment value in which case a plurality ofsets

of payment distribution figures may be associated .with each data item. each set of

distribution figures corresponding to a payment value range. The payment data and ,

distribution data is here termed DRM (Digital Rights Management) data

Further associated with a data item is a table of CRM (Customer Reward Management)

data. linked to the user rule data, comprising CRM mics to specify, for one or more data

item use levels, a quantity ofreward points and one or more recipients for the reward

points (the recipients may include the card user and the retailerfdisu'ibutor).

The CRM and payment distribution code-1343 operates with content access and DRM

data store 140 to inform a system user of the description and value of a data item, to

access anddovmload a data item from the content provider system to a content-access

terminal, to provide content” use rules with the data item, and to provide instructions

either to payment processor 128 or to E-payment system 121 to distribute payments for

the data item to the recipients identified by the data store 140 and to distribute CRM

reward points.

The access control data store 138 holds a secure key. such as a secret "public" key in a

public key cryptography system, for the scheme owner to authenticate its identity to a

content provider.. This data is held securely with other sensitive data in the access _

control data store 138. As is described in more detail below, when data supply weren't

222



W0 01131599 PCTJGROtlt'B-tlfit}

26

120 receives a request for a content data item from a content access terminal 118, it

looks up a location from which the data item is available using content access and DRM

data store 140 and then determines the identity of the corresponding content provider.

This identity is either stored in content access and DRM data store 140 or, as there are

relatively few content providers, it may be hard written in DRM code 130a. DEM code

130 then requests access control processor 132 to provide the secure scheme owner

identifier from access control data store 1138 to therelevent content provider and sets tip

a trusted connection between the content provider and content access web server 124 for

downloading the data item to a content access terminal 1 1-8 and thence. to a ponabte data

carrier.

Referring now to Figure 7, this shows a variety of content access terminals for accessing

data supply computer system 120 over inter-net 142. The terminals are provided with an

interface to a portable data carrier or "smart Flash card" (SFC) as generally described

with reference to Figure 2 and as described in more detail below. In most embodiments

of the terminal the SFC interface allows the smart Flash card data carrier to be inserted

into and removed from the terminal, but in some embodiments the data carrier may be

integral with the temtinsl.

Referring now to the Specific embodiments illustrated in Figure 7, a simple content

access terminal may comprise a home personal computer 144 with SFC interface 144a.

In another embodiment, a mobile communications device 152 is provided with a smart

- Flash card interface 152a and is coupled to interact 142 via radio tower 1 50, mobile

communications system MB and mobile communications intemet gateway 146.

In another embodiment, a smart Flash card interface is provided to a so-ealled "set top

box“ (8TB) l54. The set top box is. in efi'ect, a receiver for television programmes

received on video input 154b, which may comprise a satellite TV signal, a cable TV

signal or an off-air TV signal. The video signal is provided from the set top box to
television 156 or to some other home entertainment device such as a personal computer

(not shown). In anmher embodiment content access terminals 166 and 168 each with
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respective SFC interfaces 166a and 1683 are coupled to a retailer local area network

(LAN) 160 connected to intemet 142 via retailer LAN server 158. DVD player 164 is

also coupled to LAN 160. In a further embodiment asmart Flash card interface 170a is

provided fora CDIDVD player 170. I

in these latter three embodiments, content data for storage on the smart Flash card may

be retrieved from'broadcast video and/or a CDor DVD. In this case, thecomputer data

supply system 120 iilustrated in Figure 6 may be used‘to provide use rule data for the

content data stored on the smart Flash card, and to pay for data downloaded onto the

card; the content data may be captured before or afier the data supply system 120 is

accessed to enable use of the stored data, but in a preferred embodiment content data

written to the card from a supplier other than the content data'supply computer system is

not accessible to a user until corresponding use rule data has been dovmloadc'd from

computer system 120, whichwill normally be after receiving payment for the ’
downloaded data. '

Referring now to Figure 3, this shows a schematic diagram ofone embodiment of a data

access terminal 170. The terminal comprises a general purpose computer including an

audio/visual interface l84, a keyboard 186 and a pointing device 188 for providing an

interface to the user. The terminal has an intemet interface 176, for example a modem,

and optionally a LANIWAN interface 174 for cementing the terminal to a retailer or

distributor LAN or WAN. The terminal also has an optional video input 173 for

receiving broadcast video data and a media input device 180, such as a CD or DVD

drive. Further communications U0 ports 182 may also be provided. A portable data

carrier or smart Flash card interface 190 is provided for interfacing to a smart Flash

card. Optionally, a cash input and verification system 192, such as is conventionally

used in an automatic teller machine (ATM) may also be incorporated within the content

access terminal. The terminal has working memory 194 such as RAM and program

memory 196 which can comprise any conventional storage device such as RAM, ROM

or a disk drive. Program code in program memory l96 may also be stored on removable

' disk 198. A processor 200 loads and implements program code stored in program ‘
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memory 196. All the components of the terminal are linked by a data and

communications bus l?2.'

More Specifically. processor 200 loads and implements cash payment management code

2003 for managing cash input data from cash input and verification system 192, for

adding value to a smart Flash card. .—Processor 200 also implements a web browser 20%

for accessing scheme owner web pages and data exchange interface 200c for exchanging

data heme-en a smart Flash card interface to the terminal and data supply system 120.

Processor 200 also implements off-line contents retrieval code 200d for retrieving data

for storage on a smart Flash card from media input device 180 andlor video input 178

andior LAN/WAN interface 174. The processor implements a content sampler 200a for

outputting small extracts of content data items to a user via audiolvisual interface 184. .

Such data item samples may be stored with the content description data in content '

access data store 140. The processor also implements a smart Flash card interface driver

200f, user interface code 2003 and additional communication drivers 200i: for driving

LANIWAN interface 174 antlfor cornms 1/0 ports 182.

Referring nonI to Figure 9, this shows a schematic diagram of components ofa portable

data carrier 202. in the embodiment shown a so—called "smart Fiash card". In this

context; "smart Flash card" refers to an IC card similar in size to a plastic payment card

incorporating a processor and Flash data memory, preferably of large capacity. For

further details on smart cards reference may be made to the ISO (International Standards

Organisation) series of standards including 180 1810.150 7811.180 7812. 180 7813.

lSO 7816, ISO 9992 and ISO l0102, which are hereby incorporated by reference.

Referring in more detail to Figure 9, a data and communications bus 204 links

components of the card which include a processor 210, working memory 212, tinting

and control logic 203 and an external interface which may have contacts (130 7316) or

he contactless (ISO 10536) for pmviding external access to a bus 204 for reading data

from and writing data to the card 202. Also coupled to bus 204 are-permanent pmgram
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memory 2H5. non-volatile data memory 218 and non-volatile (Flash) content data

memory 214. Non-volatile data memory 218 may comprise EEPROM and permanent

program memory 216 may comprise ROM, for example, mssitaprogrammed ROM. All

the components of Figure 9 are mounted on a single substrate. in a preferred

embodiment bearing contacts for external interface 206. '

Processor 200 loads and implements program code from pennanent program memory

216. This code comprises operating system code for providing the card with a basic

- operating system for at least extemal communications, payment management code for

supplying payment data from non-volatile data memory 218 to pay for downloaded

content; DRM (Digital Rights Management) and security code including code to

implement content data use rules and code for password controlled access to data and

program functions; CRM code for implementing GEM-related rules; and content

synthesis code for combining stored content data with additional data provided via

external interfaceizooforsynthesising complete content item data.

Non-volatile data memory 2i 8 stores data including card identity data, access control

data, including password data for validating a user password, access record data for

storing a- record of access attempts and their outcomes. and content supply data such as

scheme owner website addresses and retaileridistributor Website addresses.

Data memory 218 fin‘ther stores card value data comprising E-money such as publicly

verifiable digital signatures, and payment data for storing a payment and it trail including

payment mounts and data on to whom payments have been made. The memory 218

also stores REM (Recency Frequency Monetary) data to provide a. record of transactions

for market research and customer reward purposes, and CRM data storing customer

reevard points. Data memory 218 also stores an index of content data items stored‘in

Flash memory 2 I 4 and associated content use rules. as well as DRM and royalty data for

maintaining an audit trail ofuse history for rights management tracking. Optionally.

data memory 218 may also store supply chain dots specifying a supply chain route

through which data has been obtained from a content provider, which may be used for
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rewarding supply chain intermediaries, for exampie on a comntission or reward points
basis.

Content data memory 214 prefembiy comprises at least 100 MB of data storage,

partitioned as data blocks of a size selected to match the stored content type. For storing

video data Flash memory 214 preferably comprises > 1 GB data storage and the data

blocks into which the data memory is partitioned are larger.

Referring now to Figure it), this shows a schematic diagram of a data access device 220,

such as a portable audiolvideo player. The data access device 220 comprises a

conventional dedicated computer system including a processor 23 3,. permanent program

memory 236, such as ROM, working memory 234, such as RAM. and timing and

control logic 226 all coupled by a data and communicetions bus 222. Also coupled to

the bus are an audio interface 228, a display 230 and user controls 232, for providing a

user interface. A smart Flash card interface 224 is coupled to bus 222 for interfacing

with a smart Flash card for retrieving and playing stored content data.

Permanent program memory 236 stores program code for implementation by processor

238; this code may also he provided on a data carrier such as a ROM chip or disk 240.

Processor 238 implements an SFC interface 238a, a user interface 238b, a content player

233d for retrieving stored content data from a smart Flash card interfaced to the device

and for outputting audio audio: video data derived from the retrieved content data .

(which may comprise compressed audio andfor video data) to a user of the device.

Processor 238 also implements use control 23 Be for controlling access to and use of

contentsstored on the smart Flash card by the content access device user. Use control

routine 2323c sndlor DRM and security code in permanent memory 216 on the smart

Flash card may‘also implement digital watermarking and other Secure Digital Music
.. initiativetSDMl) content protection code as specified-inthe SEMI portable device I

specification, part one, version 1.0 (see wwsdmiorg) which is hereby incorporated by
reference.
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Figures 1 la and 11b show a flow diagram of a process for registering a data carrier or

smart Flash card with a data supplier or scheme owner operating a data supply system as

illustrated in Figure 6. A smart Flash card may he issued entirely blank. that is; with no

pro-stored content or value, with prestored value but no prestored content, with prestored

content but not prestored value (the content being provided lice) or with both prestored

value and prestored content. Thus, for example, a user may purchase a card with stored

value but no stored content over the counter at a retailer. The process of Figures 11a

and 1 lb illustrates the registration of a card with neither prestored content nor prestored

value. As illustrated the registration process records user regi stration‘deta in the access

control data store 138 ofFigure-6 and writes value data onto the blank card. . ‘

At step 310 a sm'art Flash card is inserted into a content access terminal smart Flash card

interface. The scheme owner web page is then loaded onto the content access terminal

and displayed to the user (step 81 1). User registration date is then entered into the

content access terminal {step 312) and transmitted to the scheme owner ($13), the user

registration data may include a user identity. 3 preferred e’payment system to use and,

optionally, a content access PIN or password, and a service level (for example bronze,

silver or gold). The optional password may be a password required by the e-payment

system for validation ofa payment by the user with the card or it may be a password to

protect unauthorised access to content on a smart Flash card to protect stored data in the

event, for example, of the card being stolen. A single password may serve both these

functions. The content access terminal web browser is configured so that all sensitive

data passing between the terminal and the scheme owner is securely transmitted, for

example by using a conventional encryption system such as PK] (Public Key _

lztfi-astrucmre).

At step 514 a payment request is received from the scheme owner at the content access

terminal and displayed to the user. At step SIS the user enters payment data into the

content access terminal and this payment date is transmitted to the scheme owner, for

adding value to the cord. This may, for example. be a credit card transaction as is
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conventionally used for purchase over the internet. Card value data and a cent value

access code is then received by the content access terminal from the scheme owner at

step 516. The card value corresponds to the payment made by the user and the value

access code may be a password entered by the user at step 812 or may comprise a'

password for PIN created by payment processor 128 or e-payment system 121 as

illthtrated in Figure 6. In a preferred embodiment, the user pays the scheme OWIICI and

the scheme owner than directly provides digital signature data representing mimic the

content access terminal for writing onto the smart Flash card.

At step 517, card registration data is received from the scheme owner by the content -

access terminal and written onto the smart Flash card. This card registration 'data

comprises user identity data, access control data, payment system specifying data,

scheme owner access data, such-es a scheme owner web page address and other dial-up

information. At this stage other data may be entered by the user and written onto the

card including, for example. user preference data, retail outlet and CRM data

(alternatively user preference data may be captured at step 812). At step SIS the card

value data and cord value access code received at step 316 is written onto the card and

output to the user visually and, optionally, as a printed record. The card is then

available for use, at step 3] 9.

Figure l lb shows the corresponding registration steps pcrfonned by the scheme owner's

data supply system 120. At step 520. a request for a smart card registration web page is

received from a content access device and, at step 321, transmitted to the device. User ‘

registration data is then received, at step 522, fiom the content access terminal and

stored in content access control data store BS. The scheme owner's computer system

then transmits, at step 823, a payment request to the content access terminal and

receives. at step S24, payment data in reply, this payment is then authenticated, at step

S25, with an B—paymcnt system such as payment system 12] a or b‘ illustrated in Figure

6, and after verification-the payment processor 128 of the computer system transmits. at

step 826, value data and a value access code to the content access terminal, for writing

onto the smart Flash card. The payment processor then updates the payment record data
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store 136 with data relating to the transaction (step 327) and, at step 328, retrieves card

registration data previously Mitten into the access control data store and transmits this

registration data to the content access terminal. At step 329 the transaction is then

complete.

Referring now to Figures 12a to c, these illustrate a flow chart for downloading data to a

smart Flash card using a data access terminal. At step 830 the smart Flash card is

inserted into the content access terminal and the user then enters, at step 33 l , their

password for gaining access to the fimctionality of the smart Flash card. At step 532,

the content access terminal transmits the password to the smart card for verification and

the terminal checks, at step 833, whether access is permitted. If access'is-not permitted

a warning is displayed by the terminal. at step SS4, and an access denied count is

implemented. A threshold count is then read from the card together with a count of the

total number oftimes access to the card has been denied (step 335). At step S36 the

terminal checks whether the total number ofdeified accesses is within three ofthe card

threshold, and if it is not, returns to step S3] whilst if it is, it proceeds to step 837 where

the terminal displays a warning that a further denied access is likely to result in erasure

' of content stored on the card. At step 338 the terminal then checks whether it's count of '

denied accesses is greater than its dueshol‘d value, returning to step 83] if not, and

- displaying an access refused message at step S39 ifthe total number ofpermitted

accesses has been exceeded. The system then waits at step 539 for removal of the smart

Flash card from the content access terminal.

ifaccess is permitted at step 833, the terminal loads outline CRM data from the card

(step S40) and loads retail data, such as targeted advertising, from the retailer

LAN/WAN (step 84]). At step Sill. the terminal then displays a menu ofoptions, retail
data such as advertising or CRM-related date and outline CRM data, such as a total

number oi‘rcward points earned, on the content access terminal. Many options include

download content (from a scheme cutter), add monetary value (to the card),

checlo’spend CRM value stored on the card. follow website links, and exit. At step 343,

the user inputs 3 menu option which. in the illustrated flow chart. is the download
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option. The system thus passes to step 844 and loads the scheme ownet’s content access

web page onto the content access ten'ninal and displays-tins to the user.

At step 845. the user enters a content search request, which is transmitted to the scheme

owner content distributor processor 134. Content Search results are received back fiom .

the content distribution processor, including a content identifier, in brief description, and

content cost data for at least one payment option, and these results are displayed on the

user on the content access terminal. The user then selects one or more content items at

step S47 and the selection is transmitted to the content distribution processor 134 where

further content cost data and purchase option data is retrieved from data store 140. At

step 848, this content cost and‘purchase data (including use rule data) is received from

the scheme owner and displayed to the tenninal user. The user then selects, at step S49,

a purchase option and confirms a purchase request or, alternatively, selects "exit" to

return to the menu display of step 842. After one or more content items have been

selected, together with a purchase optioa, hard value and CRM data is read from the

smart Flash card at step 850 and at step SS] a check is made to determine whether the

monetary andfor CRM (reward points) value stored on the smart Flash card is sufficient

to purchase the selected purchase data items. if the card value is insufficient, a warning

is displayed at step 852 and the system returns to the menu display at step S42. if the

card value is sufficient. at step SS3 the content access terminal transmits a payment

request to the smart Flash card.

Payrnent for the data item or items requested may either be made directly to the scheme .

owner or may be made to an e-payment system such as e-payment systems 121a and

12] b of Figure 6. with these systems then forwarding payment confirmation data to the

scheme owner computer system. Altematively. the content access terminal may

transmit data to the card to set up a unusaction directly with a content provider who,

being the copyright owner, would normally receive the majority of the payment.

At step 854, payment data for making a payment to the scheme owner is received from I

the smart Flash card by the content access terminal and forwarded to an e-payment
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system such as lit-payment system 121 in Figure 6. Payment record date, validating

payment by the card to the scheme owner is then received back from the e-payment

system at step 355 by the content access terminal and forwarded to the card for updating

payment data on the card. In aitemative embodiments, payment date from the card may

be provided directly to the scheme owner's data supply computer for authentication and,

optionally, further validation with an e-payment system by the scheme comet’s

computer.

Distribution of the payment received by the scheme owuer from the card is performed

by the scheme owner's computer system, as described elsewhere. Snch payment

distribution will normally provide a small percentage of the total payment to a “Owner"

or operator of the content access terminal, such as a retailer. distributor, or in other i ‘

embodiments, mobile communications network operator or cable TV network operator.

In the presently described embodiment payment record data received in step SSS is

transmitted to the scheme owner to confirm payment by the card and thus it is the

content access terminal, in the described embodiment, which authenticates a payment

before confirming that the payment has been made to the scheme owner.

In step 356, together with the payment record data. purchase request and card~

registration data is transmitted to the scheme owner to identify one or more content data

items for purchase and to identify the purchaser. Then, at step 857, the content access

terminal sets up a transaction between the scheme owner data supply computer and the

smart Flash card for download of the identified content items requested from the data

supplier to the smart Flash card. The download is preferably arranged so that there is no

permanent storage of downloaded data on the content access terminal (although

temporary storage in a disk cache may be permissible), and there is fitrther preferably no

temporary storage on the content access terminal of complete data for a content data

item. This provides data security and reassurance to the content providers.
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In the same way as with card registration described with regard to Figure li, a secure

and trusted link is set up between the content access terminal and/or the smart Flash
card and the data supply computer in a conventional manner as is Well known to those

skilled in the art (for example. using public key data encryption); The date transaction

may be set up directly between the smart Flash card and the data supply computer, in -

which case the content access terminal has no access to unencrypted content data, or it

may be set up between the content access terminal and the data supply computer, in

which case unencrypted data is written by the content access terminal to the smart Flash

card. Standard transmission protocols are used to ensure complete transmission of a

content-data item, for example by rc-trnnsmitting blocks ofdatawhich are not correctly
received.

Also at step SS7, one or more content access rules is received fromrthe scheme owner

data supply computer and written to the smart Flash card so that each content data item

has an associated use rule to specify under what conditions a user of the smart Flash
card is allowed access to the content data item.

At step SS8 the content access terminal receives CRM data from the content distribution

processor 134 of the scheme owner, for example specifying a number ofreward points

earned by downloading the selected content items. This CRM data will normally be

written tothe smart Flash card (step 559), but may additionally or alternatively be stored

in the content access terminal or in a data store of the content access terminal corner so

that the reward points are held by the disu'ibutorlretailcrlcable TV operator. Finally,

also at step 859, a complete recordof details of the transactions between the smart Flash

card and the content access terminal. the smart Flash card and the scheme owuer, the

smart Flash card and the e-paymcnt system, and the content access terminal and the e-

payment system and/or data supply computer is recorded on the smart Flash card to

7 provide an audit trial. The system then returns to the menu display at step S42.

The add monetary value menu option provided by the menu operates in a similar

manner to that described with regard to steps S] 5 and 816 of Figure Us and steps S24
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to $27 of Figure 1 lb. In cmlioditnents of the system in which the smart Flash card

operates either in a debit {ore-pay) or credit mode, operating mode data may be loaded

from the card together with outlying CRM date at step S40. If the card is operating in a

credit mode then, at step 541, the content access terminal reads content use data records

from the card and proceeds correspondingly to steps 84? and S48 to determine the value

ofthe content accessed and then proceeds according to steps SIS and ‘516 ofFigurcl la

and steps $24 to 827 ofFigure 1 lb to retrieve payment for the accessed content fiom

the card owner. Where enhanced access control features are provided, access control

data read firm: the smart Flash card or entered into the content access terminal at step

S3] is used, in step S44, to access the scheme owner content access webpege and, in ‘

some embodiments, to set up a secure connection between the content access terminal

and scheme owner data supply computer at step S44.

Referring now to Figures no and 12e, these show steps in a process implemented on

the scheme owner's dots supply computer, for providing content data to a content access

terminal and thence to a data carrier such as a smart Flash card. At step 860 the scheme

ownefs content access web page is requested by a content access terminal and

transmitted to the requesting terminal. A search request for searching for a content data

item is received, at step $61, from the content access terminal and at step 862 content

distribution processor 134 of the content supply system searches content access and

DRM data store 140 and transmits the scorch results to the content access terminal. The

search results will normally comprise a content‘item identifier, a content item

description, optionally a content item sample, and at least one content item price, for

example, for a default payment option. The search results may comprise a set ofcontent

data items, either selected by type or snist or comprising some predetermined selection

in a similar manner to a compilation oftracks on a CD.

At step 863 content item selection data’identifying one or more content items is

retrieved from the content access terminal and at step 864 content item purchase date for

the selected content items is retrieved from content access and DRM data store 140.

This pmchase date will normally include, for each selected content item, one or more
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prices and purchase options. Purchase option data may simply comprise one of a set of

standard options, for example. "1 " to purchase outright, “2" to rent for a period of time.

"3" to rent for a number of piays, and "4" to rent with a final purchase option. The

- purchase option data may also indicate when a content item is available free.

At step 865 the content purchase data is transmitted to the content access terminal, and

at step 365 payment record data, indicating a payment made from the smart Flash card

to the scheme owner, purchase request data, card registration data and, optionally,

access control data is received from the content access terminal. The payment record

data confirms a payment for the requested data items. the pdrchase request data specifies
the payment option selected for the selected content items. and-the card registration data

provides data for keeping records ofthe transaction and providing reward points; the

access control data may be required for additional data security. At step 367 the

payment record data, in the described embodiment of the system, is validated with an e-

payrnent system such as Eepayment system 121 ofFigure 6. As illustrated in the flow

chart, the data supply system computer checks with the e-payrnent system that a

payment has in fact been made to the scheme owner. in other embodiments of the

system, payment maybe made directly to the scheme owner and either concurrently

with the content access and download process, or at some later stage, payment data

received from the smart Flash card may be verified with the e-payrnent system for

reimbursement of the scheme owner. .

At step 868, payment distribution data is read from the content access data store 140. .

This data will indicate how payment made by the card for the data is to be distributed

among recipients. In one embodiment. recipients' payment fractions are specified in

general terms in the content access data store. for example, copyright owner 0.90,

scheme owner 0.0}, retailer/distributor 0.02, publisher 0.02, creator 0.05. identification

of who is the relevant copyright owner is stored in the data store together with the

content item identifier. but may be selected from more than one possible content

providers for the data item, and identification ofwho is the relevant retaileridistributor

may be determined iron). for example. content access identity information received from
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the content access terminal when the scheme owner content access web page is accessed

at step 560. At step 369, payments are then distributed in accordance with the payment
distribution data, either by direct distribution ofvalue-bearing digital signatures to the

relevant parties, or by issuing a payment distribution instruction to e-paymcnt system

12!. Preferably the data supply system stores records of individual card payments and,

at intervals, combines the payment distribution data for a plmnlity of individual records

to output payment data for distributing the total payment received by the data supply

system from a batch of individual payments.

At step 870, content access rules for the purchased level of service are read from the

content access data store. These rules could, for exampie, specify that only a

predetermined number of accesses to the content are permitted, for example 10 plays.

Altemalively, the rules could provide access for, say, one month from the download

date. Other rules may provide unlimited plays but only on specified players, for

example, set top boxes owned by a particular cable TV network (as determined by

content access device identification data provided to a smart Flash card from a content

access device). A content provider identification for the requested content data is also

read firom the content access data store at step 570 together with CRM data for issuing

reward points.

At step S71, content access rules for the requested content data items are retrieved from

data store 140 and transmitted to the content access terminal. Then, at step S72, DRM

processor 130 ofthe data supply system transmits a transaction request and

authentication data to the content provider identified in step S70. This request identifies

the scheme owner data supply system to the content provider in a secure manner, either

by means of physical security, such as a dedicated connection from the scheme owner

data supply system to the content provider. or by means ofan electronically secure

connection such as an encryption connection. Then, at step 373, the content access web

server 124 receives protected content from the content provider, comprising the data

items requested by the content access terminal, and transmits this protected content to

the content access terminal. The content is preferably protected by date encnrption but
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may be protected in other ways, for example. by digital watermarking or simply by the

_ large number of other transactions taking place at any one time over the internet. The

data supply system computer, at this point, essentially acts as a transparent data

forwarder, forwarding data from the content provider to the content access terminal,

which itself is preferably effectively n-anSparent, using data exchange interface 200c to

transmit the protected content data directly to the smart Flash card. As described with

regard to Figure 12d, the content download protocol includes error protection and"

transmission retry protocols to ensure substantially error free data transmission.

Once content has been downloaded to the content access terminal (and. hence, to the

smart Flash card) at step $74 a record of the purchase data and content accessed is

written to payment record data store 136. to provide an audit trail. Then, at step S75,

updated CRM data is written to the content access data store 140, using rules stored in
the content access data store, in conjunction with a record ofthe downloaded data items,

to calculate the CRM data (Le. reward points). The updated CRM data is then also

transmitted to the content access terminal, where it can be forwarded to the smart Flash

card. Then, at step S76, the process ends.

Referring now to Figure 13, this shows a flow chart for user access of stored data on a

smart Flash card using a data access device such as the MP3 player of Figure 1. At step

S77 the smart Flash card is inserted into the player and, at step S78, the user enters a

password into the player, which is transmitted to the smart Flash card for validation (this

step is optional). If access to stored data on the card is permitted, the process proceeds

to step S79 where an index of content data items stored on the card is loaded from the

card and displayed together with a menu. The menu provides options including access

content, check value (stored on the card). check CRM data (such as reward points)

stored on the card, and play options (such as no video, repeat play, random play, and the

like). If the user wishes to access content data items stored on the smart Flash card, a

user selection of such items is entered into the player at step 880, for example using

cursor keys or a pointer; additionally or alternatively a default play option may be

provided to, for example, play the most recently downloaded data.
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At step Sfll content use status data for the selected content items is loaded from the

smart Flash card together with associated content use rules. Then, at step 582, the use
rules and present use status for each selected content item are compared and the result is

displayed together with a content play menu. The content play menu may comprise a.

simple list of the selected content items with items not available for access highlighted

in, for example, red. Altematively, more detailed content access permission data may

be displayed such asthe purchased contents use fora content data item, the actual use of

the data item made so far, and the available remaining use. Then, at step 883, the layer

determines whether content use is permitted. If use is not pennitted. the process returns

to step S79 to re—display the menu; if content use is permitted the system proceeds to

step 384.

At step 384 the selected content data items whose use is permitted are retrieved

sequentially from the card. decoded as necessary, and the decoded audio andJor video

data is made available to the user, for example, by providing audio output at a

headphone socket on the player and displaying video output on the player display.

Preferably, the player also retrieves supplementary data stored in association with a

content data item, such as advertising data, or for a web-enabled player. hot links to Web

sites for sale of goods or services. particularly those related to the accessed content data

item or those identified to appeal to users accessing the data item (such as pop group

mechandising or Harley Davidson (trade mark) motor bikes for rock music/video).

Preferably, the player is provided with ”pause" and "continue“ functions and

corresponding user controls. When "pause" is selected the process passes to step SSS

and writes a record to the smart Flash card comprising data specifying how much use

has been made of the accessed content data item. In the case of music or video data, this

may comprise start and end time markets or simply a play duration time_(the start time

being predetermined. for example at the start of the data item). in the case of a game the

partial use data may comprise an elapsed play time or a number oflives left. in the case

of a data item providing a service such as access to stock and share prices, or weather
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information, or a share dealing service, the partial useinformation may comprise a

status record indicating the status of an interrupted transaction. When the "continue"

firnction is selected on the player the process retums to step 384.

To allow for the smart Flash card being removed from the player between pause and

continue events, a check may be made at step $78. by reading a partial use status data

from the card, to determine whether a content data item was left in a pause state when

the card was lost used. If such a paused state is determined to exist for a content data

item, the process may then jump directly to step SSS to allow a user to resume or

continue with the content data item and proceed directly to step 584.

Once play is complete the process moves to step SSSlwhere Updated content use data is

written to the smart Flash card. This updated use data provides a record ofthe use of a

content made in step 834. This record can then be used in steps SE] to 383 to

determine, on a subsequent occasion, whether further use ofthe content data item is

pennittedi Finally, at step 336, customer reward management reward mics are loaded

from the smart Flash card together with care data stored on the card. 'l‘he CRM data is

then updated. using the CRM reward rules, to reflect the use of content data items made

in step 384 and the updated data is written back to the smart Flash card.

In one embodimentthe CRM reward rules are determined by the content access terminal

owner (retailerfdistribmorlcabie or mobile network operator) and are written onto the

card when registering the card. The updated CRM data may then be accessed by a

content access terminal for spending or other use when the smart Flash card is next

inserted into a content access terminal. Once the CRM data has been updated, the

process returns to step S79 to display the content index and menu.

The specific embodiments of the invention described above-use communication over the

internet and webLbased technology but this is not essential, and the invention may be

implemented using any electronic communications network, such u a wide area

network, local area network. wireless nemork, or conventional land line network.
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Likewise, the inventicn is applicable :0 the Internet, intranets, extranets, and attic:

interact protocol networks.

The skilled person will understand than many variants to the system are possible and the

invention is not limited to the described embodiments but encompasses modifications

which lie within the spirit and scope ofthe present invention.
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Further aspects of the invention are set out in the following clauses:

l. A mobile data retrieval device comprising:

a removable data storage means;

data access means. to access downloaded data on the data storage means;

storage interface means adapted to couple the data storage and data access

means; and I

data output means to provide the downloaded data, in a useful form, to a user of

the device;

wherein the data storage means further comprises payment validation means to

validate payment for the downloaded data.

2. A mobile data retrieval device as in clause 1 wherein the data storage means

receives power from the retrieval device when cemented to the device and retains

storage by the domtioaded data when empowered.

3. A mobile data retrieval device as in clause 1 or 2 wherein the data storage means

comprises external data interface means to receive data downloaded from an external

source onto the card for storage and wherein the payment validation means comprises

means to validate payment to the external source.

4. A mobile data retrieval device according to any preceding clause wherein the

payment validation means comprises memory means to store transaction value

information on a cash value of transactions validatable by the data storage means.

5. A mobile data retrieval device according to any preceding clause wherein the

payment validation means comprises memory means to store information to identify a

payer for the downloaded data.
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6. A mobile data retrieval device according to any preceding clause wherein one of

the data storage means and the retrieval device further comprises data description means

to atleast partially decnrpt downloaded data.

7. A mobile data retrieval device according to any preceding clause wherein one of

the data storage means and the retrieval device comprises access control means to

prevent unauthorised access to the downloadeddata.

8. A mobile data retrieval device according to clause 7 wherein the access control

rneans is responsive to the payment validation means.

9. A mobile data retrieval device according to any. one of clauses 3 to 8 wherein the
payment validation means comprises a payment validation means interface operable

simultaneously with the external data interface means. .

' 10. A mobile data retrieval device according to any preceding clause wherein the

data storage means comprises an electronic memory card or smart card.

1]. A niobile data retrieval device according to clause 10 having a housing with a

slot therein to receive the data storage means.

12. A mobile data retrieval device according to clause 1 1 further comprising local

storage means and means to copy data from the data storage means into the local storage
means.

13. A mobile data retrieval device according to clause ll or 12 wherein the retrieval

device is portable and, in two directions, is not substantially larger than the data storage
[1163118.
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14. A mobile data retrieval device according to any preceding clause wherein the

storage interface means is adapted for repeated removal and reconnection of the data

storage means to the retrieval device.

15. A mobile data retrieval device according to any preceding clause further

comprising display means to display information derived from the doivnloaded data to

the user.

id. A mobile data retrieval device" according to any preceding clause further

comprising audio output means to provide an audio output corresponding to the
downloaded data to the user.

17. A mobile data retrieval device according to any preceding clause comprising a

first set of contacts l‘or the storage interface means and a second set of contacts for

interfacing to the payment validation means.

13. A data providing system comprising a mobile date retrieval device as in any

preceding clause, and

a data access terminal to interface with the data storage means to download data

and to co-operate with the payment validation means to validate payment for the
downloaded data

19. A data providing system as in clause 18 wherein the data access terminal is

couplable to the internet and co-operates with the payment validation means to validate

payment with a payment validation authority and is operable to download data to the

data storage means from a data supplier on the intemet.

20. A data providing system as in clause 19 Wherein the data access terminal

operates through a data access service provider, the data access service provider being

configured to communicate with the payment validation authority and to control access

of data access terminal to data fi‘orn the data supplier.
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. 21. A data storage means for use with the device or system ofany preceding clause. -

22. A data storage means comprising an external data interface means to receive

data downloaded from an external source onto the card for storage; and payment:

. validation means comprising means to validate payment to the external source, and/or to

a payment validation nuthority.

23. A data storage means as in clause 22 further comprising data decryption means

to at least partially decrypt the downloaded data.

24. A data storage means as in clause 22 or 23 further comprising access control .

means to prevent unauthorised access to the downloaded data.

25. A data storage means as in clause 24 wherein the access control means is

responsive to the payment validation means.

26. A data storage means according to any one of clauses 22 to 25 wherein the

payment validation means comprises a. payment validation means interface operable

simultaneously with the external data interface means.

27. A data storage means according to any one ofcleuses 22 to 26 wherein the data

storage means comprises an electronic memory card or smart card.
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CLAIMS:

l. A method of providing portable data comprising:

providing a portable data storage device comprising downloaded data storage

means and payment validation means;

providing a terminal for inter-net access;

coupling the portable data storage device to the terminal;

reading payment information from the payment validation means using the

terminal;

validating the payment information; and

downloading data into the portable storage device from a data supplier.

2. A method as claimed in claim I fimher comprising

writing updated payment information into the payment validation means.

3. A method as claimed in claim I or 2 further comprising communicating a result

of the payment information validating to the data supplier.

4. A method as claimed in any one of claims I to 3 further comprising controlling

access by the terminal to data from the data supplier using a control data processing

system coupled to the inremet.

5. A method as claimed in claim 4 wherein the control-data processing system

performs said validating of the payment information.

I 6. A method as claimed according to any one of claims 1 to 5 wherein said

coupling is performed by a mobile data retrieval device comprising:

a removable data storage means; _

data access means, to access dowaloaded data on the data storage means;

storage interface means adapted to couple the data storage and data access

means; and
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data output means to output data derived from the downloaded data, to a user of

the device.

7. A method as claimed in claims 1 to 6 further comprising

Writing into the data storage device data relating to past use made of the

downloaded data including data identifying downloaded data items; and/ordain

identifying data suppliers used; and/or data characterising a user spending pattern.

8. A method as claimed in claims ] to 7 wherein said portable data storage device

comprises an electronic memory card or smart card.

9. A method as claimed in any one of claims 1 to 8 wherein the downloaded data

comprises compressed audio andfor video data.

10. A portable data carrier comprising:

an interface for reading and writing data from and to the carrier;

non-volatile data memory, coupled to the interface, for storing data on the

carrier; I

non-volatile payment data memory, coupled to the interface, for providing

payment data to an external device.

l l. A portable data carrier as claimed in claim 10, further comprising a program

store storing code implementable by a processor; and

a processor, coupled to the content data memory. the payment data memory, the

_ interface and to the program store for implementing code in the program store.

wherein the code comprises code to output payment data from the payment data

memory to the interface and code to provide external access to the data memory.

12. A portable data carrier as claimed in claim I 1 , finther comprising non-volatile

use record memory, coupled to the processor, for storing a. record ofaccess made to the
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data memory and code to update the use record memory in response to external access

made to the data memory.

13‘.- A portable data carrier as claimed in claim t2, fitrther comprising nonevolatile

use role memory, coupled to the processor for storing data use rules. and wherein the

code funher comprises code for storing at least one data item in the data memory and at

least one corresponding use rule in the use rule memory and code to provide external

access to the data item in accordance with the use rule.

14. A portable data carrier as claimed in claim I l, 12 or 13. further comprising a

non-volatile access control memory coupled to the processor, for storing” access control

data and wherein said code to provide external access to the data memory'includes code

to receive access request data from the interface, code to determine access permission

using the stored access control data and code to provide extemal access to the data

memory in response to the result of the determinations

15. A portable data carrier as claimed in claim 14, further comprising non—volatile

access record data memory, coupled to the processor, for storing a record ofrequests for ,

external access 'to the data memoryr and wherein said code further comprises code to '

compare said access record data and said access request data and to erase stored content

data in response to a result of said comparison.

16. A portable data carrier as claimed in any one ofclaims 11 to 15, configured for

storing supplementary data in said data memory and further comprising code to output

' the supplementary data floor the interface in addition to the stored data, in response to

an external request to read the data memory.

17. I A portable data carrier 'as claimed in any one ofclaims 1 I to 16 further

comprising data synthesis code to receive a first portion ofdata from the interface and to

combine the first portion with a second portion ofdata stored in the data-memory and to

store the result in the data memory.
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iii. A portable data carrier as claimed in any one of claims 10 to 17, limiter

comprising non-volatile communications parameter memory for storing data for

accessing a communications network to receive data from the communications network

for storage in the data memory.

19. A portable data carrier as claimed in any one ofclaims 10 to 18. wherein the data

memory is partitioned for access on a block-bywblock basis, each block comprising a

plurality ofdata bytes read or written as a set. '

20. A portable data carrier as claimed in any one of claims 10 to 1-9 wherein said-

data memory has a capacity ofgreater than 1 MByte, more preferably > 100 MBytes,

and most preferably > I GByte. _

21. A portable data carrier as claimed in any one of claims 10 to 20 substantially

configured as an IC cord or smart card.

22. A toothed of controlling access to data on a data carrier, the data carrier

comprising non-volatile data memory and non-volatile parameter memory storing use

status data and use rules, the rnethod comprising: I
receiving a data access request;

reading the use status data and use mics from memory; and

evaluating the use status data using the use rules to-detennine whether access to

the stored data is permitted.

23. A method as claimed in claim 22 wherein said parameter memory fin-titer stores

payment date and further comprising selecting a said use rule dependent upon said

payment date.

24. A computer system for-providing data to a data requester, the system

comprising:
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a communication interface;

a data access data store for storing records ofdata items available from the

system. each record comprising a data item description and a pointer to a data provider

for the data item;

a program store storing code implementable by a processor;

a processor coupled to the communications interface, to the data access data

store, and to the program store for impicmenting the stored code, the code comprising:

code to receive a request for a data item from the requester, I |

code to receive firm the communications interface payment data comprising

data relating to payment for the requested data item;

code responsive to the request and to the received payment data, to read data for

the requested data item from a content provider; and

code to transmit the read data to the requester over the communications

interface.

25. A computer system as claimed in claim 24, wherein said data access data store

fiu'ther comprises payment distribution information indicating to whom payments

should be made for a data item; and fiuther comprising code to output payment data for

a data item for making payments for the item when the item is supplied to a said

requester.

'25. A computer system as claimed inclaim 24 or 25, Wherein said data access data

store further comprises data item access rule data for output to the requester with said
data item.

' 27. A computer system as claimed in claim 26, further comprising code to select

access rule data for output with a data item in response to said payment date.

28. A computer system as claimed in claim 27, wherein said data access data store

finther comprises requester reward data associated with a said data item, and said code

fiirther comprises code to update said reward data in response to said payment data.
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29. A computer system as claimed in any one of claims 24 to 28, further comprising

an access control data store ooupied to said processor for storing access control data

comprising a requester identifier, corresponding requester system access data and

payment system data for identifying a payment system for use by the requester.

30. A computer system as claimed in any one of ciaims 24 to 29, further comprising

content synthesis code to generate substantially complete item data from partial item

data provided from two or more sources.

3] . A method ofproviding data to a data requester comprising:

receiving a request for a data item from the requester;

receiving payment data from the requester relating to payment for the requested

data;

reading the requested data from a content provider responsive to the received

payment date; and I

Hansmitting the read data to the requester.

32. A method ofproviding data to a data requester as claimed in claim 31 fithher

comprising: . 1

reading payment distribution infomation from a data store; and

outputting payment data to a payment system for distributing the payment for the

requested data.

33. A method ofproviding data to a data requester as claimed in ciairn 31 or 32

further comprising:

transmitting data access rule data to requester with the read data.

34. A method of providing data to a data requester as claimed in claim 33 further

comprising:

selecting said access rule data dependent upon said payment data.
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35. A data access terminal for retrieving data from a data supplier and providing the

retrieved data to a data carrier, the terminal comprising:

a first interface for communicating with the data supplier;

a data can-ier interface for-interfacing with the data carrier;

it program store storing code implementable by a processor; and

a processor, coupled to the first interface; the data carrier interface and to the

program store for implementing the stored code, the code comprising:

code to read payment data from the data cam'er and to forward the payment data

to a payment validation system; ‘

code to receive payment validation data from the payment validation system;
code reSP-onsive to the payment validation data to retrieve data from the data r

supplier and to write the retrieved data into the data carrier.

36. A data access terminal as claimed in claim 35 further comprising code to

transmit at least a portion ofthe payment validation data to the data supplier or to a
destination received from the data supplier.

3?. A data access terminal as claimed in claim 35 or 36 further comprising code to

retrieve from the data supplier and output to a user stored data identifier data and

associated value data and use rule data for a data item available from the data supplier.

38. A data access terminai as claimed in claim 37 further comprising code to write

use rule data for a data item into the data carrier with the associated data item.

39- A data access terminal as claimed in claim 37 or 38 further comprising code to

i read a stored value from the data carrier, code to compare said stored value with said

value data; and code to provide a modified output to a user of one or more of said stored

data identifier data, said value data and said use rule data, in response to a result ofthe

comparison.
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40. A data access terminal according to any one of claims 35 to 39 further

comprising code for user input ofaccess control date, code to output the access control.

data to the data carrier, code to receive access permission data from the cord, and code

to output data to the user in response to the received access permission data.

41. A data access terminal as claimed in claim 40 further comprising code to output

a data erasure warming in response to the received access permission data.

42- A data access terminal according to any one ofclaims 35 to 4! further

comprising code to read reward data from the data carrier and to write modified reward

data to the data carrier in response to soid retrieval of data from the data supplier.-

43. A data access terminal according to any one of claims 35 to 42 further

comprising: .

‘ code to read identity data from the data carrier;

code to transmit the identity data to the data supplier;

code to receive user characterising data fiom the data supplier;

code to retrieve supplementary data in response to said characterising data; and

code to output the Supplementary data.

44. A data access terminal according to any one of claims 35 to 43 fiirther

comprising a cash input device coupled to the procession to provide cash input value

data; and code to update payment date in the data carrier, in accordance with the cash

input value deter

45. Adata access terminal according to any one of claims 35 to 44 integrated with a

mobile communication device a personal computer, art audio/video player, and/or a

cable or ‘satellite television interface device.

46. A method of providing data from a data supplier to a data carrier, the method

comprising:
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reading payment date from the data carrier;

forwarding the payment data to a payment validation system;

retrieving data from the data supplier; and

writing the retrieved data into the date carrier. . .

47. A method of providing data from a data supplier according to claim 46 further

comprising:

receiving payment validation data from the payment validation system; and

transmitting at least a portion ofthe payment validation data to the data supplier.

48. A method ofproviding data as claimed in claim 47. wherein the payment

validation system comprises a payment processor at the data supplier.

49. A method ofproviding data BS-Clfllmed in claim 46, 47 or 4B, fiather comprising:

retrieving from the data supplier a stored data item identifier and associated

value data and use rule data; and

50.

51.

writing use rule data for the data item into the data carrier.

A method ofproviding data as claimed in claim 48 or 49, further comprising:

reading a stored value from the data carrier;

comparing the stored value with said value data; and

outputting to a user information indicating the result of said comparing.

A data access device for retrieving stored data from a data carrier, the device

comprising:

a user interface;

a data carrier interface;

a program store storing code impiementabie by a processor; and

a processor coupled to the user interface, to the data carrier interface and to the

program store for implementing the stored code, the code comprising:
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code to retrieve use status data indicating a use status of data stored on the

carrier, and use rules data indicating permissible use ofdata stored on the carrier;

code to evaluate the use status data using the use rules data to determine whether

access is permitted to the stored data; and

code to access the stored data when access is permitted.

52. A data access device according to claim 51, further comprising code to write

updated use status data to the carrier after user access to the stored data

53. A data access device as claimed in claim 5] or 52. fill-titer comprising user

access control code to input user access data, to transmit the user access data to the

carrier. and to receive from the carrier user access permission data.

54. A data access device according to claim 53, fisrther comprising code to select the

use status and use rules data using the user access data.

55. A data access device as claimed in claim 53 or 54. further comprising code to

retrieve and output supplementary data to the user.

56. A data access device according to any one of claims 51 to 55 wherein said use

rules permit partial use ofa data item storedon the carrier and further comprising code

to write partial use status data to the data carrier when only part ofa stored data item has

been accessed.

57. A data access device according to any one of claims 5 l to 56 Wherein the device I

is portabie and the data carrier interface is configured for interfacing with a removable

data carrier.

58. A data access device according to claim 57 configured to interface with the data

carrier ofany one ofclaims 10 to 2].
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59. A method of controlling access to data from c deta carrier, comprising:

retrieving use status data from the data carrier indicating past use of the stored

data; .

retrieving use rules from the data cem‘er;

evaluating the use status data using the use rules to determine whether access to

data stored on the carrier is pen-mined; and

permitting access to the data on the data carrier dependent an the result of said

evaluating.

60. A method of controlling access according to claim 59, further comprising:

writing updated use status data to the carrier after an access attempt.

61. . A method of controlling access according to claim 60, wherein said use rules

permit partial access to a data item and wherein said writing writes a record ofwhat part

of the data item has been accessed when only part ofthe data item has been accessed.

62. A method ofcontrolling access according to any one ofclaims 59 to til , further

comprising: '

inputting ti user access data;

selecting the use rules dependent upon the user access data“

63. A data access system comprising a data supply computer system for fonvarding

data from a data provider to a data access terminal; a electronic payment system for

confirming an electronic payment; a data access terminal for communicating with the

data supply system to write data from the data supply system onto a data carrier; and a

' data carrier for storing data from the data supply system and payment data; wherein data

is fozwarded from the data provider to the data can-icr on veiidati on ofpayment data

provided from the data carrier to the electronic payment system.

64. A data access system according to claim 63 finther comprising a payment

distribution store and wherein the electronic payment system makes payments according

256



WO 01131599 9CTIGBGGIMIID

59

to detain the payment distribution store associated with the forwarded data on

confirmation ofthe payment sndfor provision of the forwarded data to the card.

65. A data access system according to claim 63 or 64 further comprising a data use

rule data store and wherein data use rule data is provided to the data carrier with the

forwarded data for controlling user access to the forwarded data.

66. A data access system according to claim 65 wherein the data use ruie data is

selected dependent upon the payment date.

67.‘ A portable data carrier comprising:

an interface for sending and receiving data flow: and to the carrier,

non-volatile data memory, coupled to the-interface, for storing data on the
carrier; and

a digital rights management processor for controlling access to the stored data.

68. A portable data carrier comprising:

an interface for sending and receiving data from and to the carrier;

non-volatile data memory, coupled to the interface, for storing data on the

carrier; and

an access BORED! processor;

wherein the data memory is partitioned as data blocks and the access control

processor controls external access to the data blocks. ,

69. A computer system for providing data to a data requester, the system
comprising:

a communication interface;

. a data access data store for storing records ofdata items available from the

system, each record comprising a data item description and e resource [center a data

provider for the data. item; ,

a program store storing code implementable by a processor;
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a processor coupled to the communications interface, to the data access data

store. and to the program store for implementing the stored code, the code comprising:

code to receive a request for a data item from the requester to receive from the

communications interface payment data comprising data relating to payment for the

requested data item:

code, responsive to the request and to the received payment data to output the
item data to the requester over the conununicetion interface; wherein

said data access data store further comprises payment distribution information

indicating to whom payments should be made for a data item; and

further comprising code to output payment date for a data item for making

payments for the item when the item is supplied to a said requester.

70. A computer system for providing data to a data requester, the system

comprising:

a conununication interface;

a data access data store for storing records of data items available from the I

system, each record comprising a data item description and location data identifying an

electronic address for a provider for the data item;

5 program store storing code implementable by a processor;

a processor coupled to the communications interface, to the data access data

store, and to the program store for implementing the stored code, the code comprising:

code to receive a request for a data item fiom the requester toreceive fi'om the

communications interface payment data comprising data relating to payment for the

requested data item; A

code responsive to the request and to the received payment date to output the

item data to the requester over the communication interface; wherein

said data access data store fiu'ther comprises data itemraccess rule data for output

to the requester with a said data item; and

further comprising code to select access rule data for output with a data item in

response to said payment date.
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71. A methqd ofproviding daia to a chm requester comprising:

receiving a request for a data item from the requester; V

receiving payment date from the requester relating to payment for the requested

data;

transrniuing the requested data to the requester:

reading payment disrribution information from a data more; and

outpuning payment data to a payment system for disuibming the payment for the

requested data.

72. A method ofproviding data to a data requester comprising:

receiving a request for a data item from the requester;

receiving payment data from the requester relating to payment for the requested

data;

transmitting the requested data m the requester; and

transmitting data access rule data to requester with the read data.

73. ’ A cpmputer program to, when running, cany out the method ofany preceding
method claim.

74. A computer readable medium carrying the computer program of claim 73.
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ABSTRACT

Data storage and access systems are described for downloading and paying for

data such as audio and video data, text, sofiware, games and other types of data. A portable data

carrier has an interface for sending and receiving data, nonnvolatile data memory for storing

received content data and non~volatiic payment validation memory for providing payment

validation data to an external device. The carrier may also store a record of access made to the
stored content, and content use rules for controlling access to the stored content. Preferred

embodiments store further access control data and supplementary data such as hot links to web

sites and/or advertising data. A complementary data‘access terminal, data supply computer

system and data access device are also described. The combination of payment data and stored

content data and, in preferred embodiments, use rule data, helps reduce the risk of unauthorized

access to data such as compressed music and video data, especially over the Internet.
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' -" f ' . . ' _ . Attorney Docket No. osssw-eooosons

ASSIGNMENT or PATENT APPUCATION

WHEREAS Hemen—ard tiULST, Van 'l‘uyll v‘an Seroosicer-kenweg 7'5hs 1076‘ JG Amsterdam
The Netherlands .. .. . ~ - - - . -. . .. _. ,. .. . . -.

Great-Britain; hereinafter referredto as"Assignees", arethe inventors ofthe invention
described and set forth'In the below identified application for United States Letters Patent:

 

Title of the Invention: DATA STORAGE AND ACCESS SYSTEMS

Date(s) of execution:

Filing date: October 25, 2000 Serial No.: 10/l11,715 :3nd

WHEREAS, SMART-FLASH LIMITED, Upper Nordens, High Hurst Wood, Uckfield,
East Sussex TN22 4AN, Great Britain, hereinafter referred to as "'Assignee" is desirous of

acquiring Assignors’ interest“in the said invention and application and'inany 113. Letters
Patent which may be granted on the same;

NOW, THEREFORE, TO ALL WHOM IT MAY CONCERN: Be it known that. for

' good and valuable consideration, receipt ofwhich is hereby acknowledged by Assignors,

Assignors have sold, assigned and transferred, and by these presents do sell, assign and
transfer unto the said Assignce, and Assignees successors and assigns, all their right, title and
interest in and to the said invention and application and all fiiture improvements thereon, and
in and to any Letters Patent which may hereafter be granted on the same in the United States,

the said interest to he held and enjoyed by said Assignee as fully and exclusively as it wonld
have been held andenjoyed by said Assignor had this Assignment and transfer not been

made, to the fill] end and term ofany Letters Patent which may be granted thereon, or ofany
division, renewal, continuation in whole or in part, substitution, conversion, reissue,
prolongation or extension thereof.

Assignors fiuther agree that they will, without charge to said Assignee, but at -

Assignees expense, cooperate with Assignee in the prosecution of said application and/or
applications, execute, verify. acknowledge and deliver all such further papers, including
applications for Letters Patent and for the reissue-thereof, and inserumrmts of assignment and

transfer thereof,' and will perform such other acts as Assignee lawfizlly may request—to obtain
or maintain Letters Patent for said invention and improvement, and to vest title thereto in said

'Assignee, or Assignees successors and assigns.

IN TESTIMONY WHEREDF, Assignors have signed their names on the dates ' -
indicated. .

Date: SMM :2. “ 2002. 
SF13414-63 vi
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3 I i J PATENT
Attorney Docket No. 0’80379~000000US

Client Reference No. FfUSPS MEIX

IN THE UNITED STATES PATENT AND TRADEMARK OFFICE

In re US. National Phase of:
PCT/GB/0041 10 '

HULST HERMEN—ARD
PRELIMINARY AMENDMENT 

Application No: Not yet assigned

Filed: Herewith

For: DATA STORAGE AND ACCESS SYSTEMS

 

San Francisco, CA 9411 1

April 25, 2002

Assistant Commissioner for Patents

Washington, DC. 20231

Sir:

Prior to the examination of the above-referenced application, please enter the

following amendments and remarks. ‘

_ PLEASE NOTE: The clauses numbered 1-27 beginning at page 44 are not to

beiEdHMamWrbut as subject matter. The claims at issue begin on page 48 and are

1%W

IN THE CLAIMS;

Please substitute the following amended, clean versions of the indicated claims (a

marked-up version of the changes to the claims is attached to this Amendment):

3. ‘ (amended) A method as claimed'in claim 1 further comprising
communicating a result of the payment information validating to the data supplier.

4. (amended) A method as claimed in claim 1 fixrthereomprising

controlling access by the terminal to data from the data supplier using a control data processing

system coupled to the Internet.

BEST AVAILABLE COPY
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'6. (amended) A method as claimed according to claim 1 wherein said

coupling is performed by a mobile data retrieval device comprising:

a removable data storage means;

data access means,'to access downloaded data on the data storage means;

storage interface means adapted to couple the data storage and data access means'

and data output means to output data derived from the downloaded data, to a user of the device.

7. (amended) A method as claimed in claim 1 further comprising writing

into the data storage device data relating to past use made of the downloaded data including data

identifying downloaded data items; and/or data identifying data suppliers used; andfor data

characterizing a user spending pattern.

8. (amended) A method as claimed in claim I wherein said portable data

storage device comprises an electronic memory card or smart card. '

9. (amended) A method as claimed in claim 1 wherein the downloaded

data comprises compressed audio and/or video data.

14. (amended) A portable data carrier as claimed in claim ll, further

comprising a non-volatile access control memory coupled to the processor, for storing access

control data and wherein said code to provide external access to the data memory includes code

to receive access request data from the interface, code to determine access permission using the

stored access control data and code to provide external access to the data memory in response to
the result'of the determination.

16. (amended) A portable data carrier as claimed in claim 11, configured

for storing supplementary data in said data memory and further comprising code to output the

supplementary data from the interface in addition to the stored data, in response to an external

request to read the data memory.

17. (amended) A portable data carrier as claimed in claim 11 further

comprising data synthesis code to receive a first portion of data from the interface and to
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combine the first portion with a second portion of data stored in the data memory and to store the

result in the data memory.

18. (amended) A portable data carrier as claimed in claim 10, further

comprising non-volatile communications parameter memory for storing data for accessing a

communications network to receive data fiom the communications network for storage in the

data memory.

19. (amended) A portable data carrier as claimed in claim 10, wherein the

data memory is partitioned for access on a block-by-block basis, each block comprising a

plurality of data bytes read or written as a set.

20. (amended) A portable data carrier as claimed in claim It) wherein said
data memory has a capacity of greater than 1 MByte,’more preferably > 100 MBytes, and most

preferably> 1 GByte.

21. (amended) A portable data carrier as claimed in claim 10 substantially
configured as an IC card or smart card.

26. (amended) A computer system as claimed in claim 24, wherein said

data access data store further comprises data item access rule data for output to the requester with
said data item.

29. (amended) A computer system as claimed in claim 24, further

comprising an access control data store coupled to said processor for storing access control data

comprising a requester identifier, corresponding requester system access data and payment

system data for identifying. a payment system for use by the requester.

30. (aniended) A cemputer system as claimed in claim 24, fiirther

comprising content synthesis code to generate substantially complete item data from partial item

data provided from two or more sources.

33. (amended) A method ofproviding data to a data requester as claimed

in claim 32 further comprising:

288



HULST HERMEIitn sin ' i ' PATENT
Application No. Not yet assigned
Page 4

transmitting data access rule data to requester with the read data.

37. (amended) A data access terminal as claimed in claim 35 further

comprising code to retrieve from the data supplier and output to a user stored data identifier data

and associated value data and use rule data for a data item available from the data supplier.

39. (amended) A data access terminal as claimed in claim 37 further

comprising code to read a stored value from the data carrier, code to compare said stored value

with said value data; and code to provide a modified output to a user of one or more of said

stored data identifier data, said value data and said use mle data, in response to a result of the

comparison.

40. (amended) A data access terminal according to claim 35 further

comprising code for user input of access control data, code to output the access control data to

the data carrier, code to receive access permission data from the card, and code to output data to

the user in response to the received access permission data.

42. (amended) A data access terminal according to claim 35 further

compri sing code to read reward data from the data carrier and to write modified reward data to '

the data carrier in response to said retrieval of data from the data supplier.

43. (amended) A data access terminal according to claim 35 further

comprising:

code to read identity data from the data carrier;

code to transmit the identity data to the data supplier;

code to receive user characterizing data from the data suppliers

code to retrieve supplementary data in response to said characterizing data; and

code to output the supplementary data.

44. (amended) A data access terminal according to claim 35 further

comprising a cash input device coupled to the processor, to provide cash input value data; and

code to update payment data in the data carrier, in accordance with the cash input value data.
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45. (amended) A data access terminal according to claim 35 integrated

with a mobile communication device, apersonal computer, an audio/video player, andfor a cable
or satellite television interface device.

49. (amended) A method of providing data as claimed in claim 46, further

comprising:

retrieving from the data- supplier a stored data item identifier and associated value

data and use rule data; and

writing use rule data for the data item into the data carrier.

50. (amended) A method of providing data as claimed in claim 48, further
comprising:

reading a stored value from the data carrier; .

comparing the stored value with said value data; and

outputting to a user information indicating the result of said comparing.

53. (amended) A data access device as claimed in claim 51, further

comprising user access control code to input user access data, to transmit the user access data to

the carrier, and to receive from the sander user access permission data.

55. (amended) A data access device as claimed in claim 53, further

comprising code to retrieve and output supplementary data to the user.

56. (amended) A data access device according to claim 51 wherein said

use rules permit partial use of a data item stored on the carrier and further comprising code to

write partial use status data to the data carrier when only part of a stored data item has been
accessed.

57. (amended) A data access device according to claim 51 wherein the

device is. portable and the data carrier interface is configured for interfacing with a removable

data carrier.
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58. (amended) A data access device according to ctaim 57 configured to

interface with the data carrier of claim _10.

62. ‘ (amended) A method of controlling access according to claim 59,

further comprising:

inputting a user access data;

selecting the use rules dependent upon the user access data.

65. (amended) A data access system according to claim 63 further

comprising a data use rule data store and wherein data use rule data is provided to the data carrier

with the forwarded data for controlling user access to the forwarded data.

73. (amended) A computer program to, when running, carry out the

method of claim I.
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REMARKS:

Claims 1-74 are pending.

Amendment is made to eliminate all multiple dependencies from the claims,

therebyr avoiding the need to pay the multiple dependent surcharge.

Also attached on a separate page is an Abstract of the Disclosure.

nan N. Y ng

Reg. No. -8,602
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MARKED-UP VERSION OF THE CHANGES TO THE CLAIMS

3. (amended) A method as claimed in [claim 1 or 2] claim l further

comprising communicating a result of the payment information validating to the data supplier.

. 4. (amended) A method as claimed in [any one of claims 1 to 3] claim 1

fin‘ther comprising controlling access by the terminal to data fi'om the data supplier using a

control data processing system ecupled to the Internet.

6. _ (amended) A method as claimed according to [anyone of claims 1 to

5] glam; wherein said coupling is performed by a mobile data retrieval device comprising:

a removable data storage means;

data access means, to access downloaded data on the data storage means;

storage interface means adapted to couple the data storage and data access means;

and data output means to output data derived from the downloaded data, to a user of the device.

7. (amended) A method as claimed in [claims 1 to 6] claim 1 further

comprising writing into the data storage device data relating to past use made of the downloaded

data including data identifying downloaded data items; and/or data identifying data suppliers

used; and/or data characterizing a user spending pattern.

8. (amended) A method as claimed in [claims 1 to 7] claim 1 wherein

said portable data storage device comprises an elccu'onic memory card or smart card.

9. (amended) A method as claimed in [any one ofclaims] to 8} claim 1

wherein the downloaded data comprises compressed audio andfor video data.

14. (amended) Aportable data carrier as claimed in [claim ll, 12 or 13]

claim 11, firrther comprising a non-volatile access control memory coupled to the processor, for

storing access control data and wherein said code to provide external access to-the data memory

includes code to receive access request data fi'om the interface, code to determine access
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permission using the stored access control data and code to provide external access to the data

memory in response to the result of the determination.

' 16. (amended) A portable data carrier as claimed in [any one of claims 11

to 15] claim 11, configured for storing supplementary data in said data memory and further

comprising code to output the supplementary data fi'om the interface in addition to the stored

data, in immune to an external request to read the data memory.

17. (amended) A portable data carrier as claimed in [any one of claims 1 l

to 16] claim 11 fiirther comprising data synthesis code to receive a first portion of data from the

interface and to combine the first portion with a second portion of data stored in the data memory

and to store the result in the data memory.

18. (amended) A portable data carrier as claimed in [any one of claims 10

to 17} claim 10, further comprising non-volatile communications parameter memory for storing

data for accessing a communications network to receive data from the communications network

for storage in the data memory.

19. (amended) A portable data carrier as claimed in [any one of claims 10

to 18] claim 10, wherein the data memory is partitioned for access on a block—by-block basis,

each block comprising a plurality of data bytes read or written as a set,

20. (amended) A portable data carrier as claimed in [any one of claims 10

to 19] claim 10 wherein said data memory has a capacity of greater than t MByte, more ,

preferably > 100 MBytes, and most preferably > 1 GByte.

21. (amended) A portable data carrier as claimed in [any one of claims 10

to 20} claim 10 substantially configured as an 10 card or smart card.

26. (amended) A computer system as claimed in [claim 24m 25] claim 24,

wherein said data access data store further comprises data item access rule data for output to the

requester with said data item.
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29. (amended) A computer system as claimed in [any one of claims 24 to

28] claim 24, further comprising an access control data store coupled to said processor for

storing access control data comprising a requester identifier, corresponding requester system

access data and payment system data for identifying a payment system for use by the requester.

30. (amended) A computer system as claimed in [any one of claims 24 to

29] claim 24, further comprising content synthesis code to generate substantially complete item

data from partial item data provided from two or more sources.

33. (amended) A method ofproviding data to a data requester as claimed

in [claim 31 or 32] claim 32 further comprising:

transmitting data access rule data to requester with the read data

_ 37, (amended) A data access terminal as claimed in [claim 35 or 36] claim

15; further comprising code to retrieve from the data supplier and output to a user stored data

identifier data and associated value data and use rule data for a data item available from the data

supplier.

39. (amended) A data access terminal as claimed in [claim 37 or 38} 913$

31 further comprising code to read a stored value from the data carrier, code to compare said

stored value with said value data; and code to provide a modified output to a user of oue or more ’

of said stored data identifier data, said value data and said use rule data, in response to. a result of

the comparison.

40‘ (amended) A data access terminal according to[any one of claims 35 to

39} claim 35 further comprising code for user input ofaccess control data, code to output the

access control data to the data carrier, code to receive access permission data from the card, and

code to output data to the user in response to the received access permission data.

42. (amended) A data access tenninal according to [any one of claims 35

to 41] claim 3Q further comprising code toread reward data from the data carrier and to write

modified reward data to the data carrier in response to said retrieval of data from the data

supplier.
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43. (amended) A data access terminal according to [any one of claims 35

. to 42] claim 35 further comprising:

code to read identity data from the data carrier;

code to transmit the identity data to the data supplier;

code to receive user characterizing data from the data supplier;

code to retrieve supplementary data in response to said characterizing data; and

code to output the supplementary data.

44. (amended) A data access terminal according to [any one of claims 35

to 43] claim 35 further comprising a cash input device coupled to the processor, to provide cash

input value data; and code to update payment data in the data carrier, in accordance with the cash

input value data.

45. (amended) A data access terminal according to [any one of claims 35

to 44] claim 35 integrated with a mobile communication device, a personal computer, an

audio/video player, and/or a cable or satellite television interface device.

49. (amended) A method of providing data as claimed in [claim 46, 47 or

’ 48] claim 46, further comprising:

retrieving from the data supplier a stored data item identifier and associated value

data and use rule data; and

writing use rule data for the data item into the data carrier.

50. (amended) A method ofproviding data as claimed in [claim 48 or 49]

claim 48, further comprising: ‘

reading a stored value from the data carrier; I

comparing the stored value with said value data; and

outputting to a user information indicating theresult of said comparing. .

53. (amended) A data access device as claimed in [claim 51 or 52] claim

11,, further comprising user access control code to input user access data, to transmit the user

access data to the carrier, and to receive fi'om the carrier user access permission data.
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55. (amended) A data access device as claimed in [claim 53 or 54] claim

5,1, further comprising code to retrieve and output supplementary data to the user.

56. (amended) A data access device according to {any one of claims 51 to

55] claim 51 wherein said use rules permit partial use of a data item stored on the carrier and

further comprising code to write partial use status data to the data carrier when only part of a

stored data item has been accessed.

57. (amended) A data access device according to [any one of claims 5] to

56] claim 51 wherein the device is portable and the data carrier interface is configured for

interfacing with a removable data carrier.

58. (amended) A data access device according to claim 57 configured to

interface with the data carrier of [any one of claims 10 to 21] claim 10.

62. (amended) A method of controlling access according to [any one of

claims 59 to 61} claim 59, further comprising:

inputting a user access data;

selecting the Use rules dependent upon the user access data.

65. (amended) A data access system according to {claim 63 or 64] claim
 

_6_3 further comprising a data use rule data store and wherein data use rule data is provided to the

data carrier with the forwarded data for controlling user access to the forwarded data.

73. (mended) A computer program to, when running, carry out the

method of [any preceding method claim] claim I. '

SF 1340261 VI
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