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I, Paul C. Clark, DSc., declare as follows: 

1. The following declaration is based on my personal knowledge and all 

facts and statements contained herein are true and accurate to the best of my 

knowledge, information and belief. 

2. In preparing this declaration, I have reviewed U.S. Patent No. 

5,805,702 (hereinafter “the ’702 patent”) (submitted as Ex. 1001), the prosecution 

history to date and cited references.  I have also relied upon my personal 

knowledge and experience of over 30 years.  My curriculum vitae is attached as 

Appendix A, and also as Exhibit 1003.   

I. QUALIFICATIONS 

3. I earned a Bachelor of Science in Mathematics from the University of 

California, Irvine in 1986.  In 1988, I earned a Master of Science in Electrical 

Engineering and Computer Science from the University of Southern California.  In 

1994, I earned my Doctorate of Science in Computer Science with a concentration 

in Security, Graphics, and Intellectual Property Law from The George Washington 

University. 

4. I am currently the President and Chief Technology Officer of 

SecureMethods Inc. and Paul C. Clark LLC. in Bethesda, Maryland.  I have held 

this position for over 14 years.  In these roles, I serve as managing director where I 

manage the operation, sales, and commercial product development staff. 

SecureMethods provides a comprehensive scalable, COTS-based secure 

architecture, implemented through the use of the SM Gateway. The SM Gateway is 

a next-generation security appliance developed by SecureMethods that is available 

on UNIX-based platforms using commercial, government, and Type I 

cryptography, implemented in both hardware and software. In my capacity as 

President and Chief Technology Officer of SecureMethods, I have technical and 
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operational oversight of all projects and corporate technical operations. I provide 

guidance to senior technical personnel relating to design, implementation, and 

troubleshooting for a wide range of systems both internal and external. My work 

includes network systems and security, cryptographic applications, certification, 

key management, authentication, and integrity strategies for network applications. 

I also provide a wide range of high end technical and legal consulting services. My 

firm specializes in complex software and hardware systems for commercial and 

Department of Defense (“DoD”) clients. 

5. Prior to SecureMethods, Inc., I was a Chief Scientist at DynCorp 

Networks Solutions from 1995 to 1999, where I designed and deployed the next 

generation of architecture for high volume network database and storage systems 

for customers such as the DoD. 

6. Prior to my tenure at DynCorp, I was a Senior Security Engineer at 

Trusted Information Systems, where I was involved in the implementation of 

Privacy Enhanced Mail (PEM) with public and secret key encryption, NIST’s 

Smartcard API (SCAPI) which incorporated cryptographic operations for PEM, 

among other encryption-related technological and product development.  I also 

designed and implemented high assurance security systems, including trusted 

operating systems and applications for the NSA and the defense Advanced 

Research Projects Agency (“DARPA”). My work at Trusted Information Systems 

involved cryptography, multilevel operating systems, smartcards, and other 

security technologies. 

7. From 1989 to September 1990, as more fully set forth in my 

curriculum vitae, I worked as a Technical Lead at GTE Government Systems. 

While at GTE, I designed and implemented network and load generators for OS/2 

LAN Manager to measure network performance load metrics for the Central 
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Intelligence Agency (“CIA”). I also developed X Windows interfaces for a large-

scale event-driven network system for the NSA. 

8. From 1985 to 1989, I worked as a Systems Engineer at Ultrasystems 

Defense and Space. As more fully set forth in my curriculum vitae, at Ultrasystems 

I designed and implemented large-scale simulation and network-based systems for 

the United States Department of Defense (“DoD”). A high-speed database server I 

designed and implemented was used for realtime intelligence collection by the 

National Security Agency (“NSA”). 

9. In addition, I am currently an Adjunct Professor in the Electrical 

Engineering and Computer Science Department at The George Washington 

University where I teach doctoral level cryptography and computer security 

courses. 

10. I was also a member of the Federal Advisory Committee for Key 

Management Infrastructure (KMI) and was Chairman of the Interoperability 

Working Group for Cryptographic Key Recovery from approximately 1996 to 

1998.  I also served as a Cooperative Research and Development Agreements 

(CRADA) partner to bring development of elements of a Public Key Infrastructure 

(PKI) through combined efforts with the National Institute of Standards and 

Technology (NIST). 

11. I have also been an invited speaker at a number of conferences 

including: the RSA Security Conference in 1994 where I presented on Random 

Number Threats to Cryptographic Systems and a Keynote Speaker for the 

Washington, D.C. Bar Association on Security for Networked computing 

environments.  

12. Lastly, I have co-authored a number of publications in the computer 

and security areas. A representative list of my publications is included in my 
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