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A data logging device tracks the operation of a vehicle or
driver actions. The device includes a storage device, which
may be removable or portable, having a first memory portion
that may be read from and may be written to in a vehicle and
a second memory portion that may be read from and may be
written to in the vehicle. The second memory portion may
retain data attributes associated with the data stored in the first

removable storage device. A processor reads data from an
automotive bus that transfers data from vehicle sensors to

other automotive components. The processor writes data to
the first memory portion and the second memory portion that
reflect a level ofrisk or safety. A communication device links
the storage device to a network of computers. The communi-
cation device may be accessible through software that allows
a user to access files related to a level of risk or safety and
other software that may be related to those files.
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VEHICLE MONITORING SYSTEM

PRIORITY CLAIM

This application is a continuation-in-part application of 5
U.S. Ser. No. 10/764,076, filed Jan. 23, 2004, which is a
continuation—in—part application ofU.S. Ser. No. 09/571,650,
filed May 15, 2000, now U.S. Pat. No. 6,868,386, which is a
continuation-in-part of U.S. Ser. No. 09/135,034, filed Aug.
17, 1998, now U.S. Pat. No. 6,064,970, which is a continua-
tion ofU.S. Ser. No. 08/592,958, filed Jan. 29, 1996,now U.S.
Pat. No. 5,797,134.

BACKGROUND OF THE INVENTION

1. Technical Field

This disclosure relates to data acquisitions, and particu-
larly to a system that acquires data related to evaluating risk.

2. Related Art

Methods that determine costs ofinsurance may gather data
from personal interviews and legacy sources. The data may be
used to classify applicants into actuarial classes that may be
associated with insurance rates.

Some data used to classify risk is not verified and has little
relevance to measuring risk. Systems may accumulate and
analyze significant amounts of data and yet discover that the
data does not accurately predict losses. The data may not be
validated, may be outdated, and may not support new or
dynamic risk assessments.

SUMMARY

A data logging device tracks the operation of a vehicle
and]or operator behavior. The device includes a storage
device (which may be removable or portable) having a first
memory portion that may be read from and may be written to
in a vehicle and a second memory portion that may be read
from and may be written to in a vehicle. The second memory
portion may retain data attributes associated with the data
stored in the first memory portion. A processor reads data
from an automotive bus that transfers data from vehicle sen-

sors to other automotive components. The processor writes
data to the first memory portion and the second memory
portion that reflect a level of safety. A communication device
links the data logging device to a network of computers. The
communication device may be accessible through software
that may be retained on a computer readable media. The
software allows a user to access files related to a level of risk

or safety and other software that may be related to those files.
Other systems, methods, features, and advantages will be,

or will become, apparent to one with skill in the art upon
examination of the following Figures and detailed descrip-
tion. It is intended that all such additional systems, methods,
features, and advantages be included within this description,
be within the scope of the invention, and be protected by the
following claims.

BRIEF DESCRIPTION OF THE DRAWINGS

The system may be better understood with reference to the
following drawings and description. The components in the
Figures are not necessarily to scale, emphasis instead being
placed upon illustrating the principles ofthe invention. More-
over, in the Figures, like referenced numerals designate cor-
responding parts throughout the different views.

FIG. 1 describes a data capture method used in a claim
process.
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FIG. 2 is a block diagram of a network that includes a
response center and a data handling center.

FIG. 3 is an exemplary vehicle with a monitoring device.
FIG. 4 is an exemplary vehicle architecture that includes a

vehicle processor or onboard computer interfaced to a moni-
toring device that communicates selective data to a remote
destination.

FIG. 5 is a data flow process illustrating communication
through an Internet access.

FIG. 6 is an exemplary underwriting and rating method.
FIG. 7 is an exemplary underwriting and rating method.
FIG. 8 is an interface displaying vehicle data that includes

exemplary information that may relate to a cost of insurance.
FIG. 9 is a second interface displaying vehicle data that

includes exemplary information that may relate to a cost of
insurance.

FIG. 10 is a third interface displaying vehicle data that
includes exemplary information that may relate to a cost of
insurance.

FIG. 11 is an exemplary Web page displaying in-vehicle
data that includes exemplary information that may relate to a
cost of insurance and an interface enabling “what-if” evalu-
ations.

FIG. 12 is an exemplary Web page displaying trip infor-
mation and relationships with other vehicles.

FIG. 13 is an exemplary Web page that includes speed
information.

FIG. 14 is an exemplary Web page that includes trip infor-
mation by date.

FIG. 15 is an exemplary Web page that includes trip log
data.

FIG. 16 is another exemplary Web page that includes trip
log data.

FIG. 17 is another exemplary Web page that includes data
identifying an exemplary installation, disconnection, and
data transfer events.

FIG. 18 is a block diagram of an exemplary device that
monitors vehicle data.

FIG. 19 is a network in communication with a vehicle

monitoring device.
FIG. 20 is a network in communication with remote clients.

FIG. 21 is a backend of a network based risk management
system.

FIG. 22 is a risk management system communicating with
a vehicle monitoring device.

FIG. 23 is a block diagram ofan in-vehicle device that may
communicate with an in-vehicle local processor or controller.

FIG. 24 is an initialization process.
FIG. 25 is a process in which a vehicle monitoring device

communicates through a network.
FIG. 26 is a process where a vehicle monitoring device

communicates in response to an event.
FIG. 27 is a power management process.
FIG. 28 is a software update process.
FIG. 29 is an alternative backend of a network based risk

management device.
FIG. 30 is a graphical interface summarizing exemplary

periods of risk.
FIG. 31 is a graphical user interface displaying a summary.
FIG. 32 is a second graphical user interface displaying a

summary.
FIG. 33 is a third graphical user interface displaying a

summary at a higher resolution.
FIG. 34 are multiple graphical user interfaces displaying

selected trip details.
FIG. 35 is a sample data file generated by a vehicle moni-

toring device.
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DETAILED DESCRIPTION OF THE PREFERRED
EMBODIMENTS

The following terms may be used in this detailed descrip-
tion.

Internet refers to interconnected (public and/or private)
networks that may be linked together by protocols (such as
TCP/IP and HTTP) to form a globally accessible distributed
network. While the temi Internet refers to what is currently
known (e.g., a publicly accessible distributed network), it is
also encompasses variations which may be made in the
future, including new protocols or any changes or additions to
existing protocols.

World Wide Web (“Web”) refers to (i) a distributed collec-
tion of user—viewable or accessible documents (that may be
referred to as Web documents or Web pages) or objects that
may be accessible via a publicly accessible distributed net-
work like the Internet, and/or (ii) the client and server soft-
ware components which provide user access to documents
and objects using communication protocols. A protocol that
may be used to locate, deliver, or acquire Web documents or
objects through HTTP (or other protocols), and the Web
pages may be encodedusing HTML, tags, and/or scripts. The
terms “Web” and “World Wide Web” encompass other lan-
guages and transport protocols including or in addition to
HTML and HTTP that may include security features, server-
side, and/or client-side scripting.

Web Site refers to a system that serves content over a
network using the protocols of the World Wide Web. A Web
site may correspond to an Internet domain name, such as
“progressivecom,” and may serve content associated or pro-
vided by an organization. The term may encompass the
hardware/software server components that serve objects and/
or content over a network, and/or (ii) the “backend” hard-
ware/software components, including any standard, non-
standard or specialized components, that may interact with
the server Components that provide services for Web siteusers.

The drawings illustrate exemplary embodiments and are
not intended to limit the subject matter claimed. Some of the
figures show systems and/or methods that monitor, record
and/or communicate risk-based or insurance-related data.

The data may be used to quantify risk, determine a level of
risk, or determine a rating or a cost of insurance. The metrics
can be used to monitor the operation and/or location of a
machine, or measure the relative safety of its operation. The
device may monitor a vehicle or other machine through an
interface or may be a unitary part ofthe vehicle or machine. It
may generate data that may determine the cost to protect
against a risk ofloss, such as damage or injury to the vehicle
or machine itself, to the operator of or passengers in the
vehicle or machine, or to other vehicles or property. The data
may be processed to determine an insurance cost that may be
based on statistical analysis, models, comparisons, or other
evaluations.

For example, based on operational information or data, an
insurer may make predictions about how and/or where a
machine may be operated. The system or method may mea-
sure or monitor machine operation. Where the machine is a
vehicle, a user may monitor and/or adjust his/her insurance
costs by adjusting his/her driving behavior. The data may
establish a safe driving record a lower risk ofbeing subject to
a claim. Such monitoring may generate insurance scores,
safety scores, rating factors, and/or affect current, retrospec-
tive or prospective costs ofinsurance. Data that may be moni-
tored and recorded include, for example, any one or more of
the following:
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l.Actual miles driven;
2. Types of roads driven on (high risk vs. low risk); and,
3. Safe or unsafe operation of the vehicle by the vehicle user
through:

A. speeds driven,
B. safety equipment used, such as seat belt and turn signals,
C. time of day driven
D. rate of acceleration,
E. rate of braking (deceleration),
F. observation of traffic signs (signals);
G. traffic conditions (high congestion vs. low congestion);

and/or
H. road conditions

I. acceleration events;
J. deceleration events; and/or
K. force/lateral acceleration or characteristics that indicate

a hard turning maneuver.
4. Driver identification

5. Temporal characteristics (e.g., period of time an ignition is
active or internal power bus is sustained).

FIG. 3 shows an exemplary motor vehicle. An on-board
portable mobile device 300 (the device 300) monitors and
records output of diverse sensors and operator actions to
assess a level ofrisk or determine a price or cost of insurance.
One, two or more operating sensors (e.g., physically or wire-
lessly linked to a physical or virtual vehicle data bus) within
the vehicle may monitor a variety of raw data elements. The
data may be transmitted to in-vehicle OEM (Original Equip-
ment Manufacturer) processors that manage powertrain,
safety, entertainment, comfort, or ancillary functions. Such
data elements may be communicated cirectly to the device
300 (e.g., from the sensors), or from the in-vehicle OEM or
out-of-vehicle processor(s) through a physical or wireless
connection that may interface an in-vehicle data bus 3 04. The
in-vehicle data bus 304 may be connected to the on-board
device 300 through a virtual or physical connector, such as,
for example, a vehicle connector compliant with SA3-1962
or On Board Diagnostic connector (e.g., ODBI, ODBII,
ODBIII, etc.) and the protocols they convey.

In some systems, in-vehicle or network communication
occurs through a wireless protocol or network. Transceivers
may provide short and/or long range radio, optical link, or
operational links that may not require a physical communi-
cation path to receive or transmit data. The communication
protocol or network may provide an interoperable communi-
cation link with other in-vehicle or external applications and/
or devices. In some systems, a wireless network may provide
connectivity when the wireless network or a wireless service
provider indicates a charmel capacity or excess channel
capacity to transfer some or all of the desired data to a desti-
nation. A device push may load the desired data to a destina-
tion and may keep the connection open to allow the device
300 to continue sending the desired data or respond to exter-
nal requests (e.g., queries). A device 300 may pull data to the
device 300 too, in which a connection may or may not remain
open.

In some systems, the transceivers may be compliant with a
low-cost, low-power, wireless mesh network, such as Zigbee
(e.g., 868 MHZ in Europe, 915 MHz in countries such as USA
and Australia, and 2.4 GHZ in other jurisdictions), or a short
range protocol, such as Bluetooth®. The Bluetooth word
mark and logos may be owned by Bluetooth SIG, Ir1c. Blue-
tooth may encompass the wireless specification defined by
IEEE 802.15, 802. 1 5.4 (TG4), 802. 15.3 (TG3), or other stan-
dards. The standard may include multiple sub-layers includ-
ing an RF layer that may be based on an antenna power range
starting at about 0 dBm up to a range of about 20 dBm in the
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abut 2.4 GHZ band and having a link range from about 10
centimeters to about 10 meters. It may include a baseband
layer that establishes a physical link between devices forming
a piconet (e.g., a network ofdevices that may be connected in
an ad hoc fashion). It may include a link manager that sets up
the link between Bluetooth devices. Other functions of the

link manager may include security, negotiation of baseband
packet sizes, power mode and duty cycle control of the com-
munication portion ofthe device, and the connection states of
a compliant device in a piconet. Also, it may include a logical
link control and adaptation protocol (LZCAP) that provides
the upper layer protocols with connectionless and connec-
tion-oriented services.

An optional driver input device 308 may be operatively
connected to the device 300 through a virtual or physical
connector (e.g., a cable 302 and 307). The device 300 may
receive power through the vehicle battery 310, a remote gen-
erator, an alternator, fuel cell, an internal source (e.g., battery
or elements that temporarily store charge) or other sources,
such as a solar based system (not shown). In some systems, a
power source may be part of the device 300 even when a
primary power is drawn from the machine (vehicle). For
instance, an internal battery may source power to a timing
device, such as internal clock, device memory and/or allow
the device to record connection and disconnection events. In

other systems, the device may draw power from the vehicle or
a network it interfaces.

A second receiver or transceiver in the device 300 may
track location through navigation signals that may comprise a
GPS (global positioning system) protocol, a differential GPS
protocol, a trilateraleralism ofexternal encoded signals (e.g.,
may be in the radio frequency range), protocols that monitor
continuously transmitted coded signals, or other locating pro-
tocols or systems 312 (referred to as the location protocols).
In FIG. 3, a cellular or wireless protocol, a wireless or cellular
telephone, a radio, a satellite, or other wireless communica-
tion system may link the device to a privately accessible or
publicly accessible distributed network or directly to an inter-
mediate surrogate or central control station. The communi-
cation link may comprise Mobile-FI or a low-co st, always-on,
mobile broadband wireless network that may have IP (Inter-
net Protocol) roaming & handoff (at more than about 1 Mbit/
s), MAC and PHY with IP and adaptive antennas, full mobil-
ity or substantial mobility up to vehicle speeds of about 88.7-
162 km/h or higher (e.g., 250 km/h), operate in frequency
bands (below 3.5 GHZ), and/or utilize a packet architecture
and have a low latency. In some applications, the device 300
may be Ultra-wideband compliant and may transmit infor-
mation by generating radio energy at specific time instants
and occupying large bandwidth, thus enabling a pulse-posi-
tion or time-modulation communications. This protocol may
be different from other wireless protocols that transmit infor-
mation by varying the power level, frequency, and/or phase of
a sinusoidal wave. In other applications, the system may be
complaint with WiMax or IEEE 802.l6a or may have a fre-
quency band within a range of about 2 to about ll GHz, a
range of about 31 miles, and a data transfer rate of about 70
Mbps. In other applications, the device 300 may be compliant
with a Wi-Fi protocols or multiple protocols or subsets (e.g.,
ZigBee, High Speed Packet Access (e.g., High Speed Down-
link PacketAccess and/or High SpeedUplink PacketAccess),
Bluetooth, Mobile—Fi, Ultrawideband, Wi—Fi, WiMax,
mobile WiMax, cellular, satellite, etc., referred to as the trans-
ceiver protocols) that may be automatically detected and
selected (through a handshaking, for example, that may auto-
matically detennine the source type of the transmission e.g.,
by a query for example, and may attempt to match it) and may
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6

enable this automatic access through one or more communi-
cation nodes. In some systems, automatic selection and/or
detection may occur through an exchange of signals that
acknowledge a communication or a transfer of information or
data may occur at a desired or predetermined channel capac-
ity. In some alternative systems, a device 3 00 may not directly
communicate or connect to a central base station. Like a mesh

network, the devices 300 may transmit infonnation between
themselves (like an electronic bucket brigade) which may be
relayed to a destination. Built-in logic may allow some
devices 300 to relay information from one device 300 to
another when wireless networks are unavailable, device 300
failures occur, bandwidth restrictions occur, or other condi-
tions warrant. In some applications, a receive-and-relay fea-
ture in some devices 300 may allow devices 300 to conserve
power by not transmitting data or messages continuously and
directly to base stations. Some devices 300 may communicate
data across relatively short distances (e.g., a few yards or 100
yards between mobile or stationary devices 300, for example)
instead of the larger distances a communication to a station-
ary wireless base station may require.

FIG. 4 is a block diagram ofan exemplary in-vehicle com-
puter system. The on-board portable mobile device 300 may
include an on-board data storage device (or storage devices),
an input/output interface that may communicate with one or
more extemal devices, one or more central processing units,
a local memory that may be separated into multiple partitions
or portions, and/or a real-time operating kemel. In alternative
in-vehicle systems, the portable mobile device 3 00 comprises
one or more controllers or microprocessors that may be inter-
faced through expansion connectors. The device 300 may
support two or more (e.g., multiple) modulation schemes and
may include two or more input/outputs to different wireless
networks or protocols. The inclusion of multiple protocols
and/or inputs/outputs may allow the device 300 to support
higher throughputs as wireless networks and connections
become available or accessible. The exemplary in-vehicle
systems are shown in FIGS. 4, 18 and 23 may be non-portable
or a unitary part of a vehicle too. Each of the systems may
include memory accessible only to a remote site or an insurer.
The memory may be inaccessible to other in-vehicle OEM or
aftermarket systems to ensure data integrity. Hardware, data
encryption, or software may maintain data security. Data
accuracy and/or conformity may be important to users or
applications that insure risk or monitor safety.

The device 300 may communicate with one or more
machine or vehicle components to acquire information from
the vehicle that describe or represent vehicle operation or
characteristics, or driving behavior. An optional driver input
interface or console 410 may allow the driver to input data to
satisfy or respond to one or more threshold factors or
requests. For instance, the interface or console 410 may allow
the machine operator to enter an identifier (e.g., identification
number) so that recorded characteristics may be associated
with a particular machine operator. Alternatively, the console
may include or interface a biometric sensor, such as a finger-
print or retinal scanner to identify an operator, for example. A
driver authentication system may validate a driver when mul-
tiple drivers (e.g., same family members, multiple users, etc.,)
operate a vehicle. Each may have different ratings (e.g., driver
rating, safety score, insurance rating/score, etc.) that may be
used in insurance or risk computations.

Vehicle operation may be monitored through one or more
sensors 412 (e.g., powertrain sensors, safety sensors, enter-
tainment and comfort sensors, ancillary sensors, etc.). Addi-
tional sensors 414 may communicate wirelessly or across a
physical or virtual data bus directly to the device 300.
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A vehicle may be linked to a network or remote control
center 416 through one or more communication links 418. In
some systems the communication link comprises a wireless
link (eg., cellular link, a satellite link, a radio frequency link,
etc.), a magnetic or optical link, or other tangibly free links. A
navigation sub-system 420 may receive navigation signals
from a positioning device 422 that may include, but is not
limited to, a GPS, radio frequency tags, or other locating
technology. The navigation sub-system 420 may communi-
cate directly with the device 300 or through surrogates.

Some of the elements monitored and/or recorded by the
device 300 include raw data elements, calculated data ele-
ments, derived data elements, and subsets of these elements
(hereinafter data elements).
Raw Data Elements:

lnforma ion from powertrain or related sensors may
include:

RPM,
transmission setting (Park, Drive, Gear, Neutral, etc.),
throttle position,
engine coolant temperature,
intake air temperature,
barometric pressure,
vehicle speed,
manifold absolute pressure,
oxygen sensor,
coolant sensor.

Information from electrical sensors may include:
entertainment status (e.g., visual or audio systems inte-

grated or interfaced to vehicle) brake light on,
turn signal indicator,
headlamps on,
hazard lights on,
back—up lights on,
parking lights on,
wipers on,
doors locked,
key in ignition,
key in door lock,
horn applied,
battery voltage,
Information from body sensors,
airbag deployment,
ABS application,
level of fuel in tank,
brakes applied,
accelerator applied,
radio station tuned in,
seat belt on or off, door open,
tail gate open,
odometer reading,
cruise control engaged,
anti —theft disable,
occupant in seat,
occupant weight,
accelerator/brake pedal depression (e.g., measured in

degrees or force applied) accessories (e.g., mirror set-
tings, dash light status, etc.,)

Information from other elements may include:
vehicle speed,
vehicle location (e.g., navigation related information),
date,
time,
vehicle direction,
IVHS data sources (e.g., wide-area Intelligent Vehicle

Highway Systems),
pitch and/or roll,
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relative distance to other objects (e. g., may be monitored to
assure compliance with an assured clear distance rule
that may require drivers to be able to stop their vehicles
within a distance they may clearly see).

Calculated Information may include:
deceleration,
acceleration,
vehicle in skid,
wheels in spin,
closing speed on vehicle in front,
closing speed of vehicle in rear,
closing speed of vehicle to side (right or left),
space to side ofvehicle occupied,
space to rear of vehicle occupied,
space to front of vehicle occupied,
lateral acceleration,
rotation of vehicle (e.g., sudden),
loss of tire pressure (e.g., sudden);
driver identification (e.g., through voice recognition, code,

fingerprint, retinal, or other recognition);
distance traveled; and
environmental conditions (e.g., potential hazards, rain, ice,

etc.).
Derived Data Elements may include:
vehicle speed in excess of speed limit;
observation of traffic signals and signs;
relative braking or acceleration or deceleration events;
road conditions;
traffic conditions; and
vehicle position.

Other elements may be monitored and retained in local
memory with optional metadata. The time a file is created or
written to such as a timestamp or size of a file may comprise
metadata.

FIG. 1 is a flowchart of a data capture process. The data
may be processed for insurance, risk management or assess-
ment and/or claims processing purposes. The process may be
implemented through a real-time operating kernel within the
device 300. In some systems and processes, users employ a
unique logic (e.g., a circuit and/or software) associated with
that user’ s machine or unit ofrisk. When the system is started
100, a data capture may be initiated by a trigger event 102
which may include, but is not limited to:

Ignition On/Off (e.g., may measure length oftime an igni-
tion switch is activated) Airbag Deployment

Acceleration Threshold

Velocity Threshold
Elapsed Time
Battery Voltage Level
System Health
Date
Time
User Activation/Panic Button
Traction

Location/Geofencing
Driver Identification
Remote Activation
Vehicle Motion

Revolutions per Minute
Transmission or Clutch Engagement or Disengagement
Power Bus Activation (may measure the length of time

power is sourced to a bus or a conductor)
Trigger event processing 104 may comprise multiple ele-

ments that may include: a flow process for contacting a cen-
tral control 106, contacting a claims dispatch, and/or record-
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ing trigger event data 110. Trigger event processing may
include, but is not limited to:

Contact External Entities

EMT (Emergency Medical Transport), Claims Dispatch,
Other External Entity Takes Appropriate Action

Record Sensor Information
Transmission of Data

Message transmissions
Recalibration
Load Software

Iftrigger event processing comprises a contact to a central
control 112, the inquiry may be transmitted and confirmed by
a message exchange. At 114, the central control 112 may take
appropriate action and a record may be made by the central
control at 116. In some instances, a central control 112 or the
device 300 may transmit an alert directly or indirectly to third
parties. An alert may occur when another party or user is
monitoring another’s driving behavior or vehicle perfor-
mance. For example, a text message (e.g., a Short Message
Service), a telephone call, or other messages may be trans-
mitted to a party or a destination when an incident occurs
(e.g., a parameter is exceeded or violated). An incident may
occur when a commercial, teen, or inexperienced driver
exceeds a programmed speed threshold or exceeds a desig-
nated speed limit (e.g., tracked by GPS, local mappings, and
a vehicle speed output), exceeds a mileage limit, or is not
wearing a seatbelt, for example. In some devices 300, an
incident may allow the party or destination to communicate
with a driver or passenger by phone, voice, text, or other
messaging service through a wireless processor (e.g., see
FIG. 23).

In some circumstances, the central control 112 or the
device 300 may service a vehicle (e.g., through an in—vehicle
or external speech recognition system, a telephone call to the
device 300, etc.). Upon an authentication, the central control
200 and the device 300, or the device 300 itself may lock or
unlock vehicle doors or execute some other action. In some

systems, one or more in-vehicle recognition systems may
authenticate a user (e.g., an in-vehicle speech recognition
system may authenticate a user’s voice, one or more in-
vehicle biometric scanners may identify a user’s retina,
touch, or other biological feature(s), or other in—vehicle
devices may identify other user characteristics) when a user is
remote from or in proximity to a vehicle. Once authenticated,
the device 300 may service a user request or service a vehicle
without receiving directions, and in some cases, communica-
tions from a remote destination, such as a remote control
center. Entertainment and/or comfort settings may also be
adjusted in some altemative systems to a user’s preference
with or without directions or commands from a remote des-

tination. In other circumstances, powertrain and service
reminders may also be transmitted to a designated party
through an aural and/or visual alert.

When processing a claims dispatch in FIG. 1 at 108, the
system may contact the claims dispatch service department of
the insurer at 120. The claims dispatch takes appropriate
action at 122 and arecording 124 ofthe claims dispatch action
information may be logged to a file before the process con-
cludes at 130.

The recording of trigger event data may include, but is not
limited to:

The Trigger Event
Location information, such as latitude and longitude
Time, such as, Greenwich Mean Time
Velocity
Acceleration
Direction
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10
Deceleration
Vehicle Orientation
Seatbelt Status

Turn Status (e.g., a hard tum or lateral force detection)
The recording may include one or more raw data elements,

calculated data elements, and/or derived data elements. Each
element may describe an operating state of the vehicle or an
action ofan operator or passenger. One or more selected data
elements may be stored in a local memory of the device 300
before the data elements are transferred to a remote memory.
Element selection may occur before the device 300 interfaces
the vehicle or when a data element has a relationship to a
safety standard, operational metric, or measure of risk. For
example, vehicle speed may be related to safety. Therefore,
speed may be recorded synchronously (e.g., on a regular basis
or may occur at fixed programmable time intervals, such as
every 10 seconds). Alternatively, where memory or storage
space is a factor, speed may be recorded asynchronously or
less often when the speed is below a predetermined or pro-
grammable threshold. In alternative systems, data may be
recorded at synchronous intervals and during or after asyn-
chronous events. The recording may include or may be asso-
ciated with date, time, and/or location information. Other
examples ofdata that may be recorded include rates of accel-
eration, deceleration, and/or hard braking events. Some of
these data elements or events may be remotely or locally
derived. For example, acceleration or distance may be derived
from speed measurements made at a fixed interval (e.g., every
second) or derived from measured data retained locally
within the device or remotely at a remote server. In some
devices, acceleration or deceleration data elements may be
monitored directly or indirectly from one or more vehicle
accelerometers or devices that may measure acceleration and/
or deceleration.

In a synchronous mode, the recording process may be
implemented by monitoring and storing the data in a local
buffer after/at pre-selected selected time periods (e.g., that
may comprise a cycle time of a processor or controller of the
device 300 or a longer period, such as about every thirty
seconds ofvehicle use, for example). In an exemplary opera-
tion, the output of the monitored sensors (e.g., the data ele-
ments) may be written to a file (e.g., at a fixed programmable
interval such as every two minutes, in this example) which is
stored in a portion of the local memory of the vehicle data
storage within or accessible to the device 300. The raw, cal-
culated, and/or derived data elements may comprise some of
the data elements that may be stored locally or remotely.
Desired data elements or those determined or deemed to be

relevant to an insurer or an assessment of risk may be stored
in this exemplary device 300.

Some “trigger events” may occur when a condition is
detected by one, two, or more sensors. The sensor data may
indicate the need for an action. In an insurance application, it
may result in an assessment of a premium, or a surcharge or
discount to a premium, during an insurance billing process. In
some systems, a trigger event may cause an immediate or
almost immediate transfer or exchange of data, such as a data
upload 106 to a network, surrogate, or a central control. For
example, a rapid deceleration and an airbag deployment may
be a trigger indicating a collision event, in which the system
may notify the central control of the vehicle location and
status at a rate the data may be received (e.g., real-time).
Alternatively, if an operator were to cause an emergency light
to activate or an alert to issue, the system may notify the
central control of the emergency, and in some systems,
vehicle location.
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Some systems may classify or divide trigger events into
two or more classes or grouping. Two groupings may include
those requiring immediate action and those not requiring
immediate action, but useful for determining a cost of insur-
ance, measuring risk, or monitoring performance. Those use-
ful for determining a cost of insurance or measuring risk may
be stored in a file with other recorded vehicle sensor infor-

mation in a logically distinct portion of a memory. Those
trigger events requiring action may be stored in a second
logically distinct portion of a memory before being trans-
ferred to a network or central control center which may take
further action. Some trigger events may indicate the need to
send emergency services, such as police or EMS, and may be
stored in another logically distinct portion of a memory and
others may indicate the need to dispatch of a claims repre-
sentative or agent that may be associated with an insurance
company that are stored in another logically distinct portion
of memory.

The following comprises an exemplary list ofsome, but not
all, trigger events.
Need for Assistance:

These are some of the exemplary events that may require
immediate notification ofa surrogate or central control center.

1. Accident Occurrence. An accident could be determined

by monitoring an output of a single sensor, such as the
deployment of an airbag or a sustained lateral accelera-
tion. It could also be determined by monitoring a com-
bination of outputs from two or more sensors that may
indicate, for example, a sudden deceleration of the
vehicle without the application of the brakes.

2. Roadside assistance needed. This could be determined

through the pressing ofa “panic button” in the vehicle or
through the reading of a sensor output, such as the level
of fuel in the tank. Another example may be a rapid loss
of tire pressure, signifying a flat tire.

3. Lock-out assistance needed. The reading of two or more
sensor outputs may indicate that the doors are locked,
but the keys are in the ignition or in the vehicle and the
driver has exited the vehicle.

4. Driving restrictions. The insured or another user may
identify circumstances or restricted areas in which
he/she requests notification of driving (outside of a des-
ignated area or) within restricted areas, and warned
when he/she or another is entering a dangerous or
restricted area (or leaving a designated area). This may
apply to youthfial drivers, where the parent wants to
restrict time or place of driving, driving behaviors in
predetermined areas and have a record thereof.

Unsafe Operation of the Vehicle:
These exemplary events may be recorded and stored in the

in—vehicle portable recording device 300 for future upload.
Individual or repeated trigger events may result in notification
of the driver of the exceptions.

1. Excessive speed. A reading of the output of the vehicle
speed sensors might indicate the vehicle is exceeding the
speed limit. Time may also be measured to determine if
the behavior is prolonged.

2. Presence of alcohol or controlled substances. Using an
air content analyzer, breath analyzer or other identifying
device outputs or combinations that may identify driver
impairment (e.g., touch or a pattern matching behavior),
the level of alcohol or other substance and/or their use

may be determined.
3. Non-use of swtbelt. Frequent or infrequent use may

result in a discount (to a premium for high use) or sur-
charge (to a premium for low or no use).

10

15

20

25

30

35

40

45

50

55

60

65

12

4. Non-use of turn signals. Low use could result in sur-
charge. Frequent use may result in a discount.

5. ABS application without an accident. High use could
indicate unsafe driving and may be subject to a sur-
charge. Low use may result in a discount.

FIG. 2 is ablock diagram/flowchart of a network design for
gathering information for insurance billing at synchronous or
asynchronous intervals. A machine or unit of risk 200 (or
device 300) may interface and monitor an industrial machine,
farm machine, an airplane, boat, RV, a motorcycle, or other
vehicle (e.g., a device or structure that transports person or
things). The device may include a local data storage 202 and
data process logic 204. The insured or potential customer 206
associated with or responsible for each unit of risk may com-
municate with an insuring entity 208 or a designee. A “des-
ignee” may be an intennediary acting for an entity or an
insurer, such as a dedicated data collection agent, data handler
or equipment vendor 210 and/or a value added service pro-
vider 212. The data handler may be a third party entity veri-
fying that the operating equipment of the system is in proper
working order and may be a subcontractor. A value added
service provider may be a third party entity, such as a direc-
tional assistance service, a security firm, a vehicle monitoring
company, telephone service provider, or another entity whose
communications with the units of risk may be important or
relevant to assess risk or may be used in insurance computa-
tion algorithms.

In some systems, the insured or potential customer 206
may communicate directly with the insurer 208 through a
wireless or a physical communication link 418 (FIG. 4) that
may include a publicly accessible distributed network, such
as the Internet 218. Such access may allow users to view
documents, access files, and access software related to those
files while on the move or at fixed location. Access to a Web

server 220 and the insurer’s Web site may allow an insured or
potential customer 206 to observe, and in some instances
verify, recorded data, derived data, calculated data, claim
processing, insurance costs and risk scores and the occur-
rence and state oftrigger events, and billing 222. Access may
further allow an insured or potential insured to acquire insur-
ance cost estimates through a relational database or other
storage systems and view content that may reduce current,
fiiture or prospective premiums. The content may describe
how to reduce or control insurance costs by modifying
machine or vehicle operating behavior.

FIG. 5 provides a more detailed exemplary description ofa
distributed system’s use of data acquired from a unit of risk
200. Some units ofrisk 200 (device 300) may synchronously
or asynchronously transfer one, two, three, or more classes of
data to an insurer. The event data 500 and stored sensor data

502 may capture data from the unit of risk 200. Data process
logic 504 may be transferred to the unit of risk 200 from the
insurer. The data process logic 504 may be adapted or pro-
grammed to acquire data that may be relevant to assess a
unit’s insurance cost or level of risk. For example, if an
insurer or entity has a need for infonnation about brake pedal
use or application, data process logic 504 may be pro-
grammed or configured to store data related to that use or
application. For alternative assessments, such data may be
unnecessary and so the unit ofrisk 200 may not interface with
data process logic 504, or it may acquire other data. The data
process logic 504 may be programmed, configured or cus-
tomized and may be updated as the insured, the insurer, or the
potential customer desires. The data process logic 504 may be
programmed, configured or customized while interfaced to a
vehicle (may be field-programmable). In some applications,
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the data process logic may 504 be programmed to acquire
data related to breathalyzer or other analysis.

In FIG. 5, the flowchart starting at 506 describes an exem-
plary communication between an insurer and the unit of risk
200. The insurer may acquire event data at 508, acquire sensor
data at 510, update data process logic at 512, and process data
elements at 514. The result may generate data elements, such
as a safety rating, insurance rating/score, or a driver score at
a remote site. In alternative embodiments, the device 300
processes data elements in the vehicle and stores the raw,
calculated and/or derived elements (including the ratings and/
or scores) in an in-vehicle memory. The data may be uploaded
to a network and a remote computer that may display or
render the data locally or may be transmitted to another
remote location with or without raw data elements. In some

systems, data is stored 51 6 in a media or nonvolatile memory,
such as a data storage device 518. Ifthe stored item is an event
524, an insurer may transmit an event response. For example,
when an airbag deploys data may be delivered to the insurer as
the data is received (e.g., in real-time) or after a minimal
delay. The insurer may communicate or attempt to commu-
nicate with the vehicle when the data is received. If the com-

munication fails, the insurer may contact emergency medical
or police services.

In some systems, if specific events processing and/or alerts
526 occur, the system may charge a user on a per-use, a
subscription, or an event-basis. In some applications charges
may reflect an immediate response claim, EMS charges, and/
or dispatch charges. The data or events may be stored in a
remote server 220 or in a remote storage device 518 that may
be accessed by a billing or estimating algorithm 530 pro-
grammed and executed in a controller. The data may be used
to generate a cost of insurance for the unit of risk 200 with
some or all other relevant data. The cost may reflect one or
more occurrences that are recorded and stored in the storage
device 518.

In some applications, the cost ofinsurance may be based, in
part on, the operating characteristics of the vehicle and/or
operator behavior within a time period. A usage-based insur-
ance cost may be based on the real-time data that is generated
contemporaneous with or near a billing event. In some appli-
cations, the system may generate an invoice based on a driv-
er’ s own data instead of an estimate based on interviews and

historical trends. Alternatively, customized discounts or sur-
charges (to premiums) may be determined for a next billing
period (e.g., a prospective period) based on operational
aspects or behaviors captured by the recorded information.
The data may be processed during a current or previous
billing period. When a cost is computed, a bill or estimate may
be generated and mailed, transmitted, or otherwise commu-
nicated as an account statement 534 or as an offer of insur-
ance.

FIGS. 10-17 illustrate documents and screens that a server

may retrieve or generate and transmit in response to requests
received at a proxy or origin Web server 220. The Web server
220 may allow a user to request and access content through a
publicly accessible distributed network like the Internet 218.
Through remote software that allows users to View docu-
ments and files and software related to those documents, a
user may view sensor data, event data, ratings, and/or analy-sis.

Different types of on—line services’ interfaces may be
accessed through the Web server 220. The figures illustrate
exemplary documents and screens that may be rendered
through different interfaces. The interfaces include a prospec-
tive on-line services interface 550 and an interface for report-
ing acquired data and relationships 552. The data reports
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rendered through the acquired service interface 552 may
comprise all or selected stored events, sensor data, metadata,
and/or relationship data (that may describe relationships
between selected data or events to other data and events). The
acquired service interface 552 may provide enhanced pro-
cessing maps showing travel routes (e.g., during a desired or
a billing period) and other maps, such as maps that identify
current locations ofthe unit ofrisk. A site’s ability to report a
geofence may allow a user to identify when a unit of risk or
device 300 travels outside of an imaginary boundary. VVhen a
unit travels outside the boundary (e.g., set by a user, the
insurer, or another) the site may identify the unit’s location
and travels. In some systems, the location coordinates (e.g.,
GPS-coordinates) may be transmitted by a short-message-
service and a wireless (e.g., the transceiver protocols
described above) network. Some sites determine whether
automobile maintenance service is appropriate through a
diagnostic analysis of the sensor and event data.

A prospective interface may relate to “what if” evaluations,
in which a customer may change or enter certain values that
may reflect the actual or hypothetical operation of the unit of
risk or a driver’ s actions. The system may render or reveal the
effects ofthose changes orvalues (e.g., in a risk assessment or
an estimated cost or a proposal of coverages). The “what—if’
evaluations may be based on historical data, customer pro-
files, logical relationships (e.g., relationships between rela-
tive levels of risk and monitored vehicle data), matrices, or
other analysis (or any combination thereof) that may quantify
risk in a use of the device 300. Through an interface, a user
may determine, in advance, what behavior may reduce risk or
cost, or what coverages may be available for such a profile
(e.g., an insurance estimate). Enhanced account statements
554 may also be rendered and transmitted to remote interfaces
on—line. The account statements 554 may include maps of
usage, detailed explanations, and accountings of costs.

Monitoring the unit ofrisk 200 orusing the device 3 00 may
generate improved rating determinations or driver scores due
to an improved acquisition and retention ofuser data. In some
applications, a database 518 retains data from many custom-
ers and/or potential customers 206 and/or other drivers/op-
erators. In time, an insurer may use the accumulated under-
writing, rating, or driver score information from individual
customers 520 to establish relationships between users or
user profiles and levels of risk. Direct data acquisition may
improve rating algorithms 522, 530. The algorithms and rela-
tionship may be retained in databases 518 remote from or
within the unit ofrisk 200 or device 300.

Data acquired by the unit ofrisk 200 or device 300 may be
used for insurance and non-insurance purposes, such as
advertising and marketing; site selection; transportation ser-
vices; land use planning; road design, surface or composition
analysis, traffic planning or design; or monitoring road con-
ditions. For example, a method 714 for underwriting insur-
ance related to the operation of a machine is shown in FIG. 7.
The method includes determining a willingness ofthe party to
allow one or more aspect ofmachine operation to be recorded
at 718 and providing a device for recording one or more
aspect at 722. At 726, a site or insurer may assign or assess a
level of risk to the operation of the machine based in part on
the indicated level ofwillingness ofthe party to allow aspects
to be recorded. At 730, the insurer or site may determine
whether or not to offer insurance based on the level ofrisk. At

734, a site or insurer may set a price for insurance coverage
based on an assessed level of risk.

Since the price or co st (ofinsurance) may be determined (at
734) based on an assessed risk (at 726) and the level of risk
may be based on willingness ofa party or operator to allow an
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aspect to be recorded, the process may reward users based on
their driving abilities and the driver’s acceptance of a usage-
based (insurance) program. Aspects of the method ofunder-
writing and pricing insurance shown in FIG. 7, such as the
presentation ofco st and other information that may influence
machine operator behavior and arfect insurance costs. The
safety and savings may be marketed to sell insurance.

A measure of a parties’ willingness to allow an aspect of a
machine to be recorded at 718 may be made in many ways.
For example, ifanunsolicitedrequest forthe device (e.g. 300)
for recording is received, it may indicate a relatively high
level ofwillingness or enthusiasm to have one or more aspects
of machine operation to be monitored and/or recorded. In
time, data may show that machine operators or owners who
are not customers ofan insurer, but who request the device for
recording, are more enthusiastic or have a greater willingness
to have one or more aspects oftheir machine operation moni-
tored. Their willingness may be greater than current custom-
ers of that insurer who request the device. In other circum-
stances, it may be determined that current customers that have
access to contact information andmay request the device with
less effort are less enthusiastic than a non-customer. A request
for the device after receiving an offer may indicate a similar
willingness or may indicate a somewhat diminished level of
willingness. Responding to an offer may require less effort
than someone who has not received an offer but requests the
device.

In some circumstances, a level of willingness to have an
aspect of machine operation monitored may be related to a
user’s driving behavior. For instance, some may assume that
users that believe they are careful drivers will be more willing
to have one or more aspects of their driving, such as, for
example, the speed at which they drive, monitored. In con-
trast, others that may be more reckless may be less willing to
have one or more aspects oftheir driving monitored. In some
circumstances, these assumptions may not be true. Over time,
an insurer may acquire and compile data in a database (e.g.,
518) that includes information correlating to or establishing
relationships between the willingness (or unwillingness) to
have an aspect ofmachine operation monitored and a level of
risk for one or more classes or categories. The data may be
correlated with other user’ s data that describes actual vehicle
use.

In some situations, parties that use the device 300 or unit of
risk 200 may indicate a greater willingness to allow one or
more aspects of machine operation to be recorded than do
those who merely request the device, but fail to use it. In some
uses, it may be assumed that those parties who install the
device 300 and allow it to record machine data are more likely
to be careful machine operators than are those who do not.
Furthermore, those who review the recorded information
locally or on—line may show a greater willingness to allow
monitoring and may be among the more careful drivers.
These users who provide the recorded information to an end-
user may show an even greater willingness to be monitored
and may be the mo st careful operators.

Each assumption may be subject to verification and
change. Verification may analyze the collected data, correlate
the data to actual losses, and relate the data to actuarial
classes.

A level of risk assigned or associated with a party and/or
the operation of a machine may be based on many factors,
including demographics such as the sex, age, marital status,
and/or address of an insured party or machine operator.
Assigning a level of risk at 726 or establishing relationships
(that may be retained in one or more databases) to the opera-
tion of the machine may be based in part on a measure of
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willingness to allow one or more aspects ofvehicle operation
to be recorded. This association may be assessed on known
factors or through an analysis of retained data.

Assigning a level of risk at 706 to the operation of a
machine may include an evaluation of selected data recorded
by the device 300, or a copy thereof. Where the machine is a
vehicle, such as an automobile, truck, motorcycle, RV, boat or
airplane, one or more recorded aspects of machine operation
may include speed, acceleration events, deceleration events
and/or locations where the vehicle was operated and/or any
individual or combination ofthose events or elements. Other

individual or collective aspects that may be recorded include
seat belt use, turn signal use and/or the times and dates of
vehicle use. One or more of these aspects of machine opera-
tion, either alone or in combination with one or more other
characteristic (that may include operator age, sex, location,
selected demographics, etc.) may be compared to assess risk.
The conclusions may be compared against assumptions about
safe operation determined by an insurer or through actuarial
data acquired or compiled from similar data to validate or
adjust risk assessments. The results of such comparisons may
be used to assign a level ofrisk at 726 to a driver or owner that
is retained in a database, database management system, or
other storage systems.

The collection and assessments may have many applica-
tions. For example, if the data received from the device 300
indicates that a relatively high percentage of vehicle opera-
tion is done at a speed deemed to be unsafe, the operator
and/or machine may be placed in or assigned a high risk
category. Additionally, or alternatively, if the recorded
aspect(s) indicates a relatively large number of aggressive
accelerations and/or decelerations for a number of miles

driven, the operator and/or vehicle/operator may be assigned
a high risk category or actuarial tier. In these applications,
previously known actuarial parameters may be processed
when evaluating the recorded aspect(s). In some analysis,
location-based actuarial data may indicate that the safest class
of drivers may perform rapid decelerations frequently in
urban settings when compared to safe drivers traveling
through rural areas. In this analysis, allowances may be made
for location or other factors. When location information is not

available, a location may be determined from other data.
Data may be stored or processed in relation to a trip. A trip

may start when motion is detected or when the vehicle igni-
tion is turned on (or data, such as speed data, is first detected
or received and vehicle voltage exceeds a programmable
threshold) and ends when motion ends or when the ignition of
the vehicle is turned off (or when data, such as speed data, is
not detected or no communication occurs within a program-
mable time period or vehicle voltage falls below a program-
mable threshold, or in response to an insurer’s or other enti-
ties command). In alternative devices 300, one or more
combinations of these conditions may identify trips (e.g., a
beginning and/or end of a trip). When motion sensors are
used, a physical mechanism or electronic sensor may quantify
motion. The device may be integrated with or in communi-
cation with the device 300 or a vehicle. In many applications,
the device 300 may provide data that allow programs to reach
conclusions. If a high percentage of the recorded trips are
short (e.g., below some threshold distance and/or time), then
a system may conclude that the vehicle is garaged in an urban
area or is usedprimarily for city driving. In some analyses, the
speed at which the vehicle is driven during the short trips may
influence (or be a factor in) such conclusions.

Data validation or verification may also be part of the
process of assigning the level of risk at 726 and/or in setting
the price or cost of insurance at 734. For instance, the device
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300 may log vehicle identification information (e.g., vehicle
identification number or “YIN”) and]or or network protocol
information when the device initially interfaces a vehicle
control system. Some information may be available from an
in-vehicle network and may be requested, transmitted,
received, and written to a non—volatile memory of the device
300. Additionally, where the device 300 or machine include
an optional interface that allows a user to enter information
(e.g., operator identification, code numbers, I.D. cards, bio-
metric scans), this information may be received and stored in
the memory of the device 300. \Vhere the device 300 or
vehicle include, or communicates with, location determining
systems (e.g., GPS, wireless triangulation, trilateraleralism of
encoded signals, etc.), this information may be stored in a
logically distinct or common portion memory. The recorded
and stored information may be compared against information
recorded or transmitted earlier by the party. A recorded VIN
may be compared against a vehicle description provided by
the party when applying for insurance. Similarly, location
information retained in the device may be compared against
“garage location” information provided by a user (e.g., in a
policy renewal form, for example). Operator identification
and vehicle mileage information may be compared against
operator lists and mileage estimates provided by the user
(e.g., in policy application forms).

When incorrect data is found it may be corrected and the
inconsistency (that may be found through comparisons with
applications or renewals, for example) may be considered in
cost calculations. In some circumstances, incorrect data may
indicate a fraud. The detection may place a party in a lower or
uninsurable underwriting class or in a higher risk tier.

The assigned level of risk at 726 may include an assign-
ment of one or both of an underwriting tier and an insurance
rate. The level of risk at 726 may be used to determine
whether or not to offer insurance at 734 or establish a price for
the insurance at 734.

The marketing method 714 may serve current customers or
potential customers (e.g., those who are not current custom-
ers). Potential or current customers of an insurer may access
stored data of one or more aspects of the operation of a
machine through customizable software that allows users to
access documents and files and software related to those files.

These users may review data regarding one or more aspects of
machine operation and, in some instances, relationships
between many users and the relative levels of risk associated
with those users. This may occur on a regular basis, at policy
renewal time, when a potential customer is evaluating insur-
ers, or at other times. In reviewing the data, the current or
potential customers may indicate a willingness to allow an
aspect to be recorded. Furthennore, after such reviews, or
instead ofthem, the current ornon-customermay transmit the
recorded data to the insurer for the insurer’ s review and analy-
sis. The analysis may determine a price (e.g., prospective or
retrospective) for insurance coverage. In some circum-
stances, a retroactive discount may be offered against an
insurance premium for a period that was monitored. Alterna-
tively, assumptions may be made about future behavior based
on the recorded data and/or the established relationships. The
analysis may result in a discounted or a higher premium for
prospective insurance periods. Non-customers may receive
estimates or offers of insurance electronically or by courier
(e. g., postal mail) that may include pricing information based
the non-customer willingness to review recorded data.

The system may also serve a prepaid customer. When a
customer contracts for insurance on a prepaid basis (e.g., per
mile, kilometer, or per minute, or other unit of time), a user
interface may allow the user to review the recorded data. The
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review may allow users to display a number ofmiles driven or
number of minutes or miles remaining on an account. It may
allow users to estimate when a prepaid insurance balance may
be consumed.

Decisions about insurance levels and insurance periods
may be based on a willingness to allow one ormore aspects of
machine operation to be recorded at 718 and be transferred to
an insurer. These determinations may be considered when
deciding whether or not to offer insurance at 73 0 and its term.
For example, it may not make sense to enter into a long term
agreement with an operator or machine owner associated with
or assigned to a high risk level (or high underwriting tier).
However, a shorter term may represent an acceptable risk.

Assumptions may be tested. For example, a non-customer
may request a device 300 for recording one or more aspects of
a machine. The non-customer may install the device and store
one or more aspect of machine operation for a trial period.
The data may be transmitted or uploaded through a wireless,
tangible, or combination network to a remote server at an
insurer. In this example, it may be assumed, or it may be
supported by actuarial infonnation, that the non-customer is a
responsible, law abiding, careful vehicle operator. Neverthe-
less, the uploaded data may indicate that, for example, the
non-customer drove at excessive speed and/or with overly
aggressive accelerations and decelerations. For these reasons,
the insurer may be unwilling to extend certain insurance
coverage to the non-customer and/or make a long term com-
mitment. However, the insurer may be willing to minimize
risk and improve an expected return by underwriting a limited
coverage for a shorter term or by charging an additional
premium. Less coverage, a shorter term, and/or continued
data monitoring may cause the non-customer to change his/
her driving behavior. As driving behavior improves, the like-
lihood of a better assessment may increase. If successful, the
insurer may determine 73 0 to underwrite more coverage for a
longer period and/or set a lower premium for such coverage.

The behavior modification and/or cost control aspects of
the method for marketing insurance 714 may also include
providing a remote interface to access “what-if” evaluations.
The interface may allow users that record vehicle data to
transmit the data to a remote insurance server cluster or site

that provides the user with an opportunity to enter or change
values to reveal the effect of those submissions. A user may
adjust or evaluate different parameters, such as speed and
distance traveled, to learn how these changes may affect their
costs over time, such as an insurable term. The software may
accept a user’s changes or even recommend changes auto-
matically to highlight differences.

Behavior may change when users have access to data. A
remote interface may allow users to view documents and
access files and software related to those documents at a

remote location. The remote interface may be customized to
the user’s preferences and may allow the party to upload or
transfer the recorded information, or a copy thereof, from the
device 300 to a remote computer or an insurer’s remote
server. The remote interface may transfer or render some or
all of the data retained in the device 300 or selected infonna-

tion. In some systems, the remote interface may display
graphs, animations, or graphics that may include one or more
stored data elements (e.g., the recorded speed of a vehicle,
distance traveled, the duration of trip(s): on a minute by
minute or other time related basis, metadata, etc .). Altema—
tively, the remote interface may render information indicating
a percentage oftime the vehicle was operated within particu-
lar speed ranges, and/or at high risk or low risk locations
(routes), and/or times, with aggressive accelerations or decel-
erations, summaries or information about another aspect
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(e.g., turn signal use, seat belt use, vehicle roll, vehicle yaw,
entertainment system on or off status, radio or television
station, compact disc, digital video disks, or other entertain-
ment being played, telephone use, convertible top up or down
status and/or tire pressure, etc.). Where the machine is indus-
trial or farm equipment, other aspects may include line
speeds, operating pressures, safety gate status, temperatures,
operator run times, machine configuration information (e.g.,
harvester, plow, planter, or other configurations), etc.

In some systems, client-side software executed by a remote
interface may allow users to review infonnation. The content
may indicate how the recorded information may affect a
prospective or retrospective cost of insurance. For example,
the software may display the recorded information with a
message indicating that a five percent discount may be avail-
able if the data is transmitted to an insurer or a service pro-
vider. Additionally, or alternatively, the software may auto-
matically highlight portions of the stored data that may
qualify the party for additional discounts or surcharges. These
highlights may be explained through hyperlinked documents
or tags that may not be visible to the user, but may be activated
by selecting or hovering an absolute or relative pointing
device over a link or tag.

In some systems, the interface that allows a party to review
recorded information about one or more aspects of machine
operation allows users to compare operational behavior to the
operational behavior of others. For instance, a party’s
recorded data may be compared against an average or aggre-
gate set of data received from other users. Statistical or other
comparisons may be made. These comparisons may compare
a user’s data to an average or aggregate of some or all parties
who have uploaded data, an average, or aggregate of data
provided by operators with similar demographics or charac-
teristics (e.g., age, sex, location, etc.), an average or aggregate
of data provided by parties associated with similar machines
(same model car, same model milling machine, same size
heat treating furnace, same model tractor or same model
combine) or a combination of other classes of data.

In some systems, the interface that allows a party to review
recorded information may include a transceiver or transmitter
that may transfer the recorded information, or a copy thereof,
from the on-board portable mobile device 300 to a device or
destination that may deliver a portion ofthe information to the
user. A transfer may be made by a wireless or physical link.
The connection may be made by a cable that links the device
300 to a communications port (e.g., and RS-232, USB port or
a parallel port) ofa computer, programmable digital assistant,
or other device. Alternative, complimentary, or backup con-
nections may be made by devices compliant with low-power,
wireless mesh networks (such as Zigbee), a multilayered
communication protocol (such as Bluetooth®) or other wire-
less networking or communication technology (including the
transceiver protocols described above).

In some systems, a compatible interface may enable the
device to connect to a remote computer (e.g., a home com-
puter), a work station, or personal digital systems (that may
include a display device). Ifthe ancillary device is portable or
is in proximity to the on-board portable mobile device 300, a
physical or wireless connection may be made. For example, a
cable may link a personal digital assistant or laptop computer
to the on-board portable mobile device 300 while the device
300 is physically connected to an OBDII connector or virtu-
ally connected to a vehicle interface.

Through a wireless interface, data may be delivered to a
user and displayed even when the display is remote from the
on-board portable mobile device 300. For example, the on-
board portable mobile device 300 may establish a connection
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with a remote computer when the vehicle is parked in prox-
imity to a home or a remote network interface. A vehicle may
be parked in a driveway or a garage and be within range of a
wireless connection. When a connection is established, the
technology may transfer a copy of the recorded information
from the on-board portable mobile device 300 to a remote
destination.

In some applications, the on-board portable mobile device
300 may be removed from the vehicle and connected to a
remote transmitter, transceiver, display, or other device. In
some applications, the device may be removed from the
vehicle on a regular basis (e.g., monthly, quarterly, or yearly)
to enable communication with a remote device, such as a
display device. A wireless or physical connection may be
established between a personal computer or other computa-
tional platform to allow the on-board portable mobile device
300 to transmit the record data. After a connection is made,
some or all of the recorded data may be transferred or copied
to a second device. The data may be displayed, processed,
manipulated, analyzed, and/or compared to other data. In
some systems, the data retained in the on-board portable
mobile device 300 is stored and/or is transmitted in an

encrypted format. When received in an encrypted format, the
intermediary or destination may include software or hard-
ware that restores the data to its original form.

In another application, an interchangeable component of
the on-board portable mobile device 300 may be physically
removed from the device 300 to transfer data. Some devices

may include a self-contained assembly of components and
circuitry, such as a removable memory card or stick. Data may
be stored on the removable storage element. When the storage
element is interfaced to a remote device, the data may be
transferred to a remote site. In some systems, the removable
element may be erased after a data transfer. Once transferred,
the removable element may be reconnected to the on-board
portable mobile device 300. Should the removable element
not be erased, the data may be archived and a replacement
may be reconnected to the on-board portable mobile device
300. If the interchangeable device comprises a memory, it
may comprise memory sticks or other devices that may store
and retrieve data. Some interchangeable devices may com-
prise movable media, such as floppy disks, recordable com-
pact disks, digital video disks, static media such as block-
oriented memory, etc.

Data transfer may occur automatically or in response to
user commands. When a transfer occurs, a party may be
rewarded with a discount for transmitting the data to a remote
destination, such as an insurer’ s server cluster. The data may
indicate that an insured party is entitled to an additional
discount or subject to a surcharge. If a party is not a customer,
a quote may be transmitted to the user.

In some systems, data is stored in multiple forms in the
device 300. The first form may comprise an encrypted form
for communication with a display device, node, or an external
device. A second set of data may be encrypted in a second
format through a second encryption algorithm or device. The
second set of data may be transmitted to a second node or
service provider, such as an insurer. The encryption schemes
may prevent unauthorized access to the data.

The interface that allows a party to review the recorded
information may be local to a user (e.g., installed locally on
the parties’ personal computer or computing platform), may
be remote to a user (e.g., installed on a remote computer or
server and communicated through a wireless and/or physical
link that may comprise an internet link), or may be distributed
among a different platforms or locations. For example, the
software and hardware that comprises an interface that pro-
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vides a preview portion may be installed and run locally, (e.g.,
on a party’s computing), while other detail or display func-
tions may be served by a remote content provider through a
server or cluster (e.g., a Web page server).

Some parties may be reluctant to provide information to an 5
insurerunless the party is assured that the data will lower their
expenses (e.g., reduce insurance costs). Through a distributed
transaction processor or processing, a local computer may
allow a user to review and analyze the data and control its
distribution to a service provider, such as an insurance com-
pany. A separate computer or cluster may be programmed to
analyze the data, assess risk, assess performance, or establish
an insurance rate, and transmit some or all ofthe results ofthe
analysis to the local computer. By distributing the analysis to
a separate computer, some systems may provide the user with
an incentive to transmit the recorded data to a third party.

For example, in FIG. 8, preview software retained and
running, for example, on a personal or local computer may
receive and render a driving summary display 814. The driv-
ing summary display 814 includes a policy discount section
818, a graphical operating perfonnance section 822, and a
numerical operating perfomiance section 826. Clicking or
selecting an upload button 830 may direct the software to
transmit encrypted data from the device 300 or local com-
puter to a remote computer, server, or cluster. The remote
computer, server, or cluster may belong or may be associated
with an insurer or a third party service provider. When
selected, hardware and software may activate a program that
transmits the data through a physical or wireless link (e.g., an
internet or telephone based connection).

When received, the remote server or cluster may analyze
and/or transmit data that cause a display ofthe information in
one or many formats. The display may include a numerical
performance display section 826 that includes a logging start
time stamp 832, a logging stop time stamp 834, and a per-
centage of time connected parameter 836. The start and stop
time stamps 832, 834 may indicate the time period in which
the data was monitored. The percentage of time connected
parameter may indicate how faithfully the device 300 or
interchangeable component of the device 300, (e.g., a
memory module) was used during that period. For example, if
the percentage of time connected 836 was relatively low, it
may indicate that the device 300 or interchangeable compo-
nent was disconnected and did not record machine perfor-
mance during long periods oftime. This may suggest that the
machine was operated in an unsafe manner during that time.
A relatively high value, on the other hand, may indicate that
the submitted data is representative of machine performance
or driver behavior. In some systems, the percentage of time
connected parameter 836 may be used to determine a driver’ s
willingness to record operational data at 718. This measure
may influence underwriting decisions and rating scores. For
example, when the percentage oftime connected to a vehicle
bus or controller is low, the low use may be associated with a
higher level of risk that reduces or eliminates a discount.

The numerical driving performance section 826 may also
display summary information about recorded parameters
recorded by the device 300. When appropriate, the infonna-
tion is presented on an annualized or customized basis. In
FIG. 8, the logging start and stop parameters 832 and 834
indicate that the summarized data was collected over a 3 1 day
period. Software and hardware allows users to review
machine use or mileage estimates based on a predetermined
logging period (e.g., the 31 day logging period) through the
remote interface. In some systems, projections may be based
on the ratio of recorded days versus the number of days in a
year; in other systems; the projections may be seasonally
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adjusted. The interface (and preview software) may project an
annual daytime mileage of 14,958 miles based on the number
of miles recorded in the logging period. Additionally, the
interface and (preview software) may display a nighttime
mileage projection 840 of 113 miles and a high risk mileage
projection 842 of 0 miles.

In FIG. 8, a client-side scripting may add interactivity and
may customize the viewing or delivery ofdocuments that may
be updated dynamically. The page may include numerical
performance display 826, including indications 844, 846, and
848 that the vehicle is driven above 75 miles per hour 0.02
percent of the time, aggressively accelerated 16.8 times per
100 miles driven and was aggressively braked or decelerated
3.1 times for every 100 miles driven. The graphical opera-
tional performance section 822 may display these parameters
838-848 as pictorial representations, such as graphics or
charts in relation to a comparison value, such as an average or
nominal values 850. The inclusion ofa compari son value may
allow the operator to compare individual operating habits or
profiles to other operators or drivers or profiles.

In FIG. 8, the discount section 818 ofthe operational sum-
mary 814 indicates that a total discount 852 may be based
upon an upload bonus 854 or a rating factor, such as a safety
score 856 and/or a usage discount 858. Current customers
may apply the discount 852 to a premium to determine a cost
ofinsurance. Non-customers may apply the discount to a co st
presented in an insurance quote. The insurance quote may be
estimated, or, if the data is delivered to an insurer, delivered
electronically in real-time, after a delay, or through a postal
service, and may be a firm offer. In some systems, a cost of
insurance notification is transmitted after the recorded data is
transmitted or transferred to the insurer.

In some exemplary systems, an upload bonus 854 may
reflect a portion of a discount applied to an insurance pre-
mium. It may reflect the willingness to monitor machine
operation and the uploading, transmitting, or otherwise pro-
viding recorded data to an insurer. Other (e.g., lesser or
greater) discounts may also be given. A discount may be given
to users that record and review their machine (e.g., vehicle)
data, but do not transmit the data to an insurer. A smaller
discount may be given to those who request and install the
device 300, but do not review the data or transmit the data to
an insurer. In some applications, a willingness less than that
willing to transmit data to the insurer may be assigned 726 a
level of risk that results in no discount, or may result in the
assessment of a surcharge. The safety score 856 and usage
discount 858 of FIG. 8 may be explained through secondary
screens, windows, or documents that may be linked by tags or
a markup language associated with text, icons, or other ele-
ments.

In FIG. 9, a server side scripting may add additional inter-
activity and customizes the viewing or delivery ofdocuments
or objects that may (be updated dynamically and may)
include a safety score or rating. The page or documents may
include a score display 914 (that may include graphical
objects) in proximity to a safety score explanation section
918. Some safety score displays 914 may include the discount
summary 818 and graphical performance section 822.

In some systems, the safety score may be based on one or
more driving or operational characteristics. In some systems,
the characteristics may include a speed factor 922, an accel-
eration (and/or deceleration) factor 924, and/or a braking
factor 926. An on screen help feature in the form of a help
window 930 or a cartoon like dialog balloon may appear
when a user positions a cursor over an icon or element to
further explain the elements or objects on the page or docu-
ment(s). For example, a help feature may explain that an
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excessive speed factor 922 may be programmed to a prede-
termined value (e.g., such as 2.0), but is thereafter reduced at
a fixed or variable programmable factor based on one or more
parameters. In some systems, the predetermined value is
thereafter reduced by a programmable factor of 1 for every
1.5 percent of driving done at a speed over 75 miles per hour
(a predetermined amount). A help feature, such as a help
window 930, may explain that a braking factor, such as an
aggressive braking factor 926, may be programmed to a pre-
determined value (e.g., such as 2) and thereafter is reduced at
a fixed or variable programmable factor based on one or more
parameters. In some systems, the predetermined value is
reduced 1/5 times the number of observed, recorded, or
detected aggressive braking events normalized to a per 100
miles driven basis. A help feature or window 930 may also
explain, for example, that an acceleration factor, such as an
aggressive acceleration factor 924, may programmed to a
predetermined value (e.g., such as 2.0), and is thereafter
reduced at a fixed or variable programmable rate. In FIG. 9,
the rate may comprise a fraction (e.g., 1/14) times the number
of aggressive acceleration events recorded in the device 300
normalized to a per 100 miles driven basis. In FIG. 9, the
safety score or rating may be adjusted or weighted by a
function, such as the function 920 that comprises a combina-
tion of speed factors 922, acceleration factors 924, and brak-
ing factors 926, or may be based on a single factor that may be
a raw data element, calculated data element, and/or derived
data element alone.

In FIG. 10, a server-side scripting adds additional interac-
tivity and customizes the viewing or delivery ofdocuments or
objects (that may updated dynamically) to render a usage
discount display 1014 having a usage discount detail section
1018. The usage discount display 1014 may also include the
discount summary display 818 and a graphical operation
performance section 822. The usage discount usage discount
1022 may be a function of one or more elements. In FIG. 10
the elements include a starting discount 1024 and rating fac-
tors. The rating factors rendered in the exemplary page reflect
a daytime mileage adjustment 1026, a nighttime mileage
adjustment 1028, and a risk mileage adjustment 1030.

In some systems, a help feature, such as a help window 93 0,
may explain that the usage discount 1022 may be pro-
grammed to the value ofthe starting usage discount 1024, but
is thereafter reduced by one or more adjustment values. In
some systems, the adjustment values may be based on day-
time driving 1026, nighttime driving 1028, and/or a high risk
adjustment 1030. For example, a starting usage discount may
be programmed to a fixed percent (e.g., 10 percent). The
usage discount 1022 may be adjusted higher or lower based
on one or more adjustment values. In FIG. 10, the usage
discount may be adjusted downward based on the number of
annualized miles driven during the day, driven during the
night, and/or classified as highrisk. Daytime miles might, for
example, may be miles driven between a programmed range
(e.g., the hours of 5 a.m. and 10 p.m. local time). Miles driven
between the hours of 10 p.m. and 5 a.m. Monday-Friday may
be classified as nighttime miles. Miles driven during the hours
of 12 a.m. to 4 a.m. on Saturday and Sunday might be clas-
sified as high risk miles.

A help feature or window 930 may explain that a daytime
adjustment may reduce the starting usage discount by a pre-
determined programmable value (e.g., 1 percent for every
1000 miles driven) beyond a predetermined limit (e.g., 7250
miles per year). Miles driven during nighttime may reduce the
usage discount by, for example, a fixed programmable per-
cent (e.g., 2.5 percent for every 1000 nighttime miles driven)
in excess of another predetermined limit (e.g., 250 miles).
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High risk miles may reduce the usage discount at a predeter-
mined programmable rate (e.g., 12 percent per 1000 risk
miles driven).

In some pages and documents, the total discount 852 may
be calculated by multiplying the usage discount 858 by the
safety score 856 and adding the upload bonus 854 to that
product. In other applications, the usage discount may be
based on other factors and/or functions.

Ifthe party selects or decides to provide recorded data from
the device 300 to the insurer, the user may click or select the
upload button 930. The interface and preview software may
server as an intermediary that transmits encrypted data from
the device 300 to a server or cluster of the insurer or to a third

party through a publicly or privately accessible distributed
network. In some systems, the device 3 00 transmits encrypted
data. When a data transfer is complete a party may elect (e.g.,
by clicking or selecting) or enable a clear logger button 1040
that directs the preview software to issue commands to erase
selected recorded data from the device 300. The device may
be cleared in blocks or bytes to free up resources and allow a
dynamic memory allocation process to reallocate memory to
functions within the device 300.

In FIG. 11, a server side scripting adds more interactivity
and customizes the viewing or delivery of documents or
objects (that may updated dynamically) to render recorded
information regarding one or more aspect ofmachine opera-
tion. Through these documents, a party associated with a
machine may fiirther review the data through the pages that
may be served through a Web site. The Web site may transmit
tools 1114 associated with files, graphical elements, and
scripts that may examine how adjusting operational behaviors
or characteristics may affect a cost ofinsurance (or a discount
or surcharge on insurance) in the future or from the past. For
example, the Web site may transmit dialog boxes such as text
entry boxes 1118 or graphical sliders 1122 that may manipu-
late or edit summary information. The summary information
may include information received by the insurer or the third
party service provider of the insurer. A party may log in or
otherwise associate him or herselfwith the uploaded data and
summary information. The uploaded data may be preloaded
into tools 1114, 1118, and 1122. A usage discount summary
1126, safety score summary 1130 and/or discount calculation
1134 portions of the Web page may be preloaded with sum-
mary information. A party may use the text windows 1118 or
sliders 1120 to change the displayed performance summary
information to reveal how different machine operational
behavior may affect a (prospective or retrospective) cost of
insurance, discount, surcharge, or coverage (not shown).

For instance, a party may change a position of an aggres-
sive accelerations slider 1138 and observe, for instance, how
reducing the number of aggressive accelerations that may
occur when driving may affect a (or their) safety score 1140
and/or a discount 1142. Similarly, increasing the number of
daytime 1144 or nighttime 1146 miles driven may reveal
changes in a usage discount 1126 and a calculated or total
discount 1142. Other pictorial or graphical display tech-
niques may highlight the significance of these changes. For
example, the colors of the slider 1122 or entered text 1118
(e.g., that may yield an impression characteristic) may be
changed to indicate the level of risk, safety, and/or cost asso-
ciated with the current or adjusted values.

In FIG. 12 a server side scripting adds more interactivity
and customizes the viewing or delivery of documents or
objects (that may updated dynamically) to provide a review or
comparison to other parties. A party may compare one or
more aspect ofoperation of the machine or a party’ s behavior
to other parties and machine operations. For example, a table
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1214 or graphic may compare operational aspects 1218 ofthe
machine to historical and]or statistical data such different

averages 1222.
Server side scripting customizes the viewing or delivery of

documents that illustrate a speed distribution graph 1314. The
speed distribution shown in FIG. 13 illustrates a percentage of
time a vehicle is operated within predetermined or program-
mable speed ranges. In alternative pages data comparisons
are provided between a user and the speed distribution of an
average driver (that may have a similar or differing demo-
graphic), neighboring drivers, and other drivers of the same
model vehicle or any other comparison. Infonnation about
other operational parameters may also be delivered to a user’ s
remote interface. For example, a distribution graph displays
the percentage of time a seatbelt is used, a radio is played, or
a cell phone or wireless device is used or frequency (e.g., the
number of times) turn signals are used per a predetermined
distance (e.g., 100 miles).

Summary information about the received recorded data
may be transmitted in other contexts that a user may request.
For example, a distribution 1414 may be generated by a
server- side script that correlates driving activity to the days of
the week (FIG. 14). Additionally, or alternatively, driving
activity may be correlated to a time of the day and presented
in graphical format 1418. In alternative pages or documents,
the data may be presented through comparisons to other
machine operators or drivers. If the data is presented in com-
parison to neighboring drivers, the party may determine a
time ofday for driving when traffic is light, which may reduce
the driver’s level ofrisk.

In FIG. 15, a Web site delivers the tags, text, pictorial
objects, and/or scripts that provide the exemplary summaries
ofmachine operation in the form ofa log. When summarizing
a vehicle’s operation, the data may comprise a trip log 1514.
Asynchronous vehicle events, such as an ignition cycle, the
detection ofspeed, or other data may identify the beginning or
the end ofa trip. In FIG. 15, ignition start and stop events are
used to identify the beginning and the end oftrips. The length
oftime and the number ofmiles driven for each trip or for the
total number of trips on a given day may be tracked and
transmitted to a user’s remote interface. Where a fuel con-

sumption aspect is included in the recorded data, fuel
economy may be included in the trip log. When presented in
a graphical format, fuel economy may be used to detect an
engine, system or other failure, the onset of a failure, or to
remind a user to schedule or perform preventive maintenance
that may allow the user to avoid a failure.

Trip log information may assist a user account for miles
driven. When used for work-related purposes, it may assist a
user to account for business expenses. When delivered to a
server or cluster hosted by an insurer, miles driven or the
number ofhours a machine is operated may be transmitted to
a user’ s remote interface with a cost of insurance on a per trip
basis. When serving a prepaid user, the server or cluster may
transmit the monitored parameter (e.g., miles driven or the
number of hours a machine is operated) with its associated
costs (e.g., as a bill or debit from a pre-paid amount).

Some server-side scripts adds interactivity and customizes
the viewing or delivery of documents or objects (that may
updated dynamically) by automatically selecting and/or
highlighting parameters. FIG. 16 highlights behavior or data
that may increase insurance costs, such as aggressive braking
1618, aggressive deceleration 1622 events, excessive number
of trips, duration of trips, distance of trips and time spent
above a threshold speed 1626. The highlights may be deliv-
ered through a context-sensitive script or program that that
highlights high risk parameters relevant to a user that may be
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based on a user and/or context (e.g., information may be
highlighted if it reflects risks associated with an actuarial
class). The highlights may assist a user in modifying their
behavior.

A server-side scripting may add other interactivity and
customizes the viewing or delivery of documents, objects, or
records (that may updated dynamically) related to the device
300. A record may indicate when the device 300 was cleared
1718, when the device 300 was installed in or interfaces a
machine 1722, was removed from the machine 1726 and/or
when data was transferred 1730. It may allow a user to review
data processed through local software (such as their preview
software described in FIG. 8). It may allow a user to review a
percentage oftime installed parameter (e.g., 836) and/or other
data retained in an interchangeable component, such as the
removable storage element.

In some systems, a network connection to the insurer or a
service provider may maintain the device 300. For example,
software updates may be provided to the device through a
Web site. If the device 300 is to be interfaced to a different

machine or through a different protocol, device software may
be changed to accommodate differences between machines
(e.g., firmware updates). Device updates may occur through
hardware changes (e.g., memory chips or cards) or through
magnetic or optical media physically delivered to the party. In
yet other alternatives, updates are provided through wired
telephone or wireless connections to the insurer or the service
provider or directly to the device itself.

The hardware, software, and scripts that allow a party to
review recorded infonnation described above is exemplary
only. In some embodiments, the hardware, software, and
scripts may be run on a local computing platform. In other
embodiments, the software and scripts may be delivered from
a remote Web site or other communications network. In still

other embodiments, a party may not be able to review the
recorded data. Instead, the data is provided to and processed
by the insurer without review.

The device 300 may be embodied in various combinations
of hardware and software. For instance, an embodiment
adapted for use with factory machinery may be embodied in
software that may be stored, for example, in a programmable
logic controller (PLC) or supervisory computers controlling
factory machinery. An exemplary embodiment 1810 of the
device 300 may include a processor 1814, program storage
1818, a data log 1822, a clock 1826, an optional internal
power source 1830, a machine interface 1834, and a display
interface 1838. The program storage 1818 may comprise
storage medium, which may be a read only memory (ROM),
Electrically Erasable Read Only Memory (EEPROM), a
Flash memory or other non-volatile storage medium. The
program storage 1818 retains instructions for controlling or
directing the orocessor 1814 to record one or more aspects of
machine operation. The processor 1814 may process signals
received through the machine interface 1834 and store infor-
mation in the data log 822. In some embodiments, data may
be stored in the data log 1822 with a time stamp indicating the
time ofday infonnation is received, generated, or changed. In
some systems, a timestamp may comprise a time value based
off of the clock 1826, the vehicle, or a wireless bus or net-
work.

In some systems, the program storage 1818 may store
instructions for encrypting data. For example, data to be
transmitted to an insurer or a service provider may be
encrypted before or as it is being stored in the data log 1822
(or when it is transmitted to a remote destination). In some
embodiments, a second (or backup) copy of the data or infor-
mation may be retained in the data log 1822 using a second
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layer or technique of or for encryption. A first layer or tech-
nique may be used for data to be transmitted to a user or local
device or may be maintained as a backup or duplicate copy. A
second layer or technique may be used for the data to be
transmitted or delivered to an insurer or a third party service
provider.

In some embodiments, the program storage 1818 may
retain instructions for monitoring sensor output or mwsuring
vehicle parameters (such the acceleration and/or deceleration
rate ofa vehicle). The device 1810 may monitor vehicle speed
data (based on output of speed sensor) through the machine
interface 1834. The speed information may be processed at a
synchronous rate (e.g., once per second) by the processor
1814. The difference between consecutive speed measure-
ments may be continuously measured in the vehicle or after
the device 1810 transmits data (e.g., may comprise synchro-
nously recorded speed) to a remote site. A positive difference
between a current speed and a previous speed may indicate,
for example, an acceleration event. A negative difference may
indicate a deceleration event. An aggressive acceleration
event may be identified when an acceleration value exceeds a
programmable threshold. When analyzed in the vehicle, the
rate of acceleration may be stored in the data log 1822 and
time stamped (and/or date stamped) by the processor 1814.
When a deceleration rate exceeds a threshold, the rate of
deceleration may be stored in the data long 1822 and time
stamped (and/or date stamped) by the processor 814 when
aggressive deceleration events are identified in the vehicle.

In some systems, the rate of acceleration or deceleration
may not be derived in the vehicle or at a remote site. In these
systems, one or more accelerometers may transmit accelera-
tion and deceleration rates that may be processed as described
above.

In some systems, the program storage 1818 may retain
relationship data and instructions to preserve other data for
retrieval. Program storage 1818 may direct the processor
1814 to monitor and store raw data elements (such as vehicle
speed) through the machine interface 1834 at a synchronous
rate. Speed and other data may be recorded, and time
stamped, at a regular interval and/or upon an asynchronous
event (e.g., when a speed threshold is exceeded). Other data
may include trip start and stop times, device 1810 installation
and de—installation times, seat belt use, turn signal use, loca-
tion or route information, entertainment system use, cell
phone use, tire pressure, other safety and performance param-
eters, and relationship data. Relationship data may comprise
data that establishes a connection between the monitored or
recorded data and one or more vehicle or driver characteris-

tics. In some systems, data that establishes a connection
between the monitored or recorded data and an identifier

(e.g., a unique identifier to the system) or user account may
comprise relationship data.

When physically connected to a vehicle, the machine inter-
face 1834 may mate with an in-vehicle connector (e.g., an
onboard diagnostic connector), such as an OBDI, OBDII
and/or OBDIII connectors. Additionally, or alternatively, the
machine interface 1834 may include connectors that mate
with other connectors (e.g., such as those known as SAE
J-1962 connectors). Furthermore, the machine interface 1834
may include electronic components that generate signals that
interface the networks associated with those connectors. For

instance, the machine interface 1838 may comprise electronic
components compatible with a Controller Area Network
(CAN) protocol, Media Oriented Systems Transport/Transfer
(MOST), Jl850 Variable Pulse Width (VPW), .Il85O Pulse
Width Modulated (PWM), Keyword Protocol 2000
(KWP2000), J 1939, ISO9l4l, and/or protocols adopted by
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the lntemational Organization for Standardization (ISO),
Society of Automotive Engineers, or an automotive (in-ve-
hicle protocols) or OEM protocol.

In some systems, an optional display interface 1838 may
include one or more connector and associated electronic com-

ponents for communicating with a display, computational
platform, personal computer, and/or digital personal assis-
tant. Some display devices include an RS-232 connector and/
or USB connector for receiving and transmitting signals using
one or more protocols. Additionally, or alternatively, one or
both of the interfaces 1834, 1838 may include wireless com-
munication software and hardware compliant with some or
all ofthe wireless standards described above. These interfaces

may automatically identify and connect with other computers
and devices.

In yet another alternative, the data log 1822 may comprise
a removable storage element, such as, for example, a memory
chip, card or stick, or a movable media (e.g., rotatable media),
such as, for example, a floppy disk, or recordable CD or DVD.
In these systems, the optional display interface 1838 may also
comprise the removable storage element. The removable stor-
age element may communicate with a display device through,
for example, a memory reader or drive that transfers or copies
data from the removable storage element to a display device.

In some embodiments, the device 1810 receives power
from the vehicle through the machine interface 1834. In these
embodiments, the internal power source 1830, such as, for
example, a battery, “super capacitor,” or capacitor, may main-
tain the optional clock 1826 when the device 1810 is discon-
nected from the vehicle. Additionally, in some embodiments,
the power source 1830 may provide power to the data log
1822 for maintaining the recorded data when the device 1810
is separated from the vehicle or machine. For example, if the
data log 1822 includes CMOS memory, the internal power
source 1830 may serve as a battery backup for retaining the
data.

In some embodiments, the device 1810 may receive power
from the display interface 1838 when the device 1810 is
connected to the computational platform, display, personal
computer, and/or PDA. In some embodiments, the device
1810 may interface a remote clock or timing device that
synchronizes to remote time signals. Time may be received
from governmental or standards organizations, such as, for
example, the National Institute of Standards and Technology
and associated radio stations, such as WWVB, or through a
wireless network. In some systems, the clock 1826 is cali-
brated when the device 1810 connects to a vehicle. In other

embodiments, the clock 1826 calibrates when the device con-
nects to a computational platform, display, or a network. For
example, a Web page, GPS network, or wireless network may
provide a timing signal that synchronizes the clock 1826. In
these embodiments, an internal power source 1830 may be
used to maintain the clock between update events.

FIG. 19 is a network that may communicate with on-board
portable mobile devices 300. The host system may comprise
two or more trip monitoring servers 1916 and 1918 or 1920
and 1922 (e.g., server fann or clusters) that operate and
appear to the on-board portable mobile devices 300 as if they
were a single unit. The clusters 1916 and 1918 or 1920 and
1922 improve network capacity through load balancers 1912
and 1914 that spread work (e.g., requests and responses)
between the servers 1916 and 1918 or 1920 and 1922. Before

a request is parsed and forwarded, it must be passed through
a firewall 1908 or 1910 that incorporates filters that allow or
deny a request to enter or leave one or more local area net-
works serving the clusters. A packet filtering may be used to
accept or reject packets, including the exchange of short text
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messages that may be exchangedbetween the device 300 and
the clusters 1916 and 1918 or 1920 and 1922. Some packet
filtering may accept or reject packets based on their origin or
content.

To access a cluster 1916 and 1918 or 1920 and 1922, the
device 300 may access a plurality of Access Point Names
(APN) 1902 and 1904 that may interface external wireless
network nodes. One of many APNs 1902 and 1904 may be
automatically selectedbased on signal strength and a series of
signal exchanges that acknowledge a communication or the
transfer of data without an error. The order of selection of an

APN 1902 or 1904 may be based on configuration files that
are automatically executed by a communication controller or
by one or more processors. The configuration files may com-
prise files (e.g. text files, batch files) that identify the device
300 (e.g., a unique identifier) and/or control the device 300
operating behavior. Commands or priorities in the configura-
tion files may enable or disable features, set limits on
resources (e.g., memory allocations, number of sensor out-
puts that may be monitored, etc.) and extend the functions of
the device 300. Device extension may occur by loading
device drivers that control or support hardware specific to the
device 300 or to a customized use (e.g., monitor specific
outputs, derive specific elements, enable or drive an audio,
text, and/or video transmission, transmit in a selected wire-
less protocol, etc.). An exemplary configuration file may be
created or modified by an insurer or third party (e.g., in other
versions, by the operating system at system installation) at
any time, and contain commands that configure the system to
establish monitoring (e.g., sample frequency, storage fre-
quency, error tracking, etc.,) and/or communication (e.g.,
sequential protocol detection, network selection, connection
conditions, network connection frequencies, file formats, sig-
nal monitoring, transfer protocols, etc.).

System installation may set up applications in the device
300 to monitor a vehicle 1902 or 1904 and communicate with

remote destination(s). When a voltage threshold is detected or
reached (or the unit 300 identifies the desired vehicle), an
initialization file containing information about the initial con-
figuration of the device 300 may be executed by a communi-
cation controller or one or more processors ofthe device 300.
The initialization file may include commands that determine
the source and transmission protocol ofthe physical or virtual
in—vehicle data bus. In—vehicle bus protocol may be identified
through a sequential handshake. The device 300 may cycle
through a plurality of protocols by transmitting requests in
different protocols while waiting for a valid response. When
a valid response is received, the communication controller or
processors may store the identity ofthe validated protocol (or
ifmore than one protocol is used, store the identity ofthe valid
protocols) in a cache or a non-volatile memory and loads
software routines (or a Basic Input/Output System, BIOS,
from a non-volatile to an operational memory) that support
data transfer or exchanges between the device 300, the
vehicles 1902 and 1904, and input/output nodes. Some
devices 300 may synchronize an internal timing device or
clocks to an in-vehicle clock. In other devices 300, clock
synchronization to the vehicle does not occur when the inter-
nal timing devices synchronizes to local time maintained on
the out of vehicle networks (e.g., external networks).

When a connection is established between the device 300

and the in—vehicle data bus, the initialization file may request
vehicle attributes and manufacturers’ data. Some systems
may request Vehicle Identification Numbers 0/IN) through
the in-vehicle bus. A VIN may establish a manufacturer,
assembly location, and vehicle characteristics, such as the
engine, transmission, differential ratio, year, make, model,
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and/or a unique vehicle identifier of that vehicle. The initial-
ization file may also establish other defaults and/or user pref-
erences that may be edited, modified, or updated by the oper-
ating system or through software releases and/or updates
from the insurer or third party.

Before a device 300 initiates a connection with an external

network and then a session with a content provider (e.g., an
insurer or third party), it may select betweenmultiple wireless
nodes. In some cellular applications, one or more nodes may
support a Wireless Application Protocol APN and other
node(s) may support a World Wide Web APN. The Wireless
Application ProtocolAPN may provide access to known des-
tinations and/or information services provided to the users of
that proprietary network. World Wide Web APN may provide
access to known destinations and any content (or server)
accessible through a publicly accessible distributed networks
like the Internet.

Upon an initialization event, after a synchronous period
(e.g., after a predetermined time such as twenty-four hours
from a plug-in event), and/or an asynchronous event (e.g., a
trigger event), a wireless connection may be made and a
session established between the device 300 and the external

wireless network. When established, the device 300 may
synchronize its internal timing device or clock (e.g., time of
day, date, and/or month) to the time, date, and/or month
maintained by the external network. In some networks,
including cellular networks, data exchanges may occur
through wireless control protocols, wireless encryption pro-
tocols, and/or other communication protocols. Wireless con-
trol protocol and a wireless transaction facilitator may control
the communication throttle (e.g., transmission rates across
the network) based on the available bandwidth of the net-
work. Programming and instructions stored in non-volatile
memory (e. g. firmware) may be updated through a wireless
control protocol and/or a wireless transaction facilitator.

A dynamic memory allocation processor or a dynamic
memory allocation process may allocate memory to maintain
existing firmware (e.g., a legacy version that may include
startup routines, input/output instructions, etc.) when updated
finnware is transferred to the device 300 through a physical or
virtual link. If a device self-diagnostic or an error-detection
coding detects an error during storage or transmission, the
legacy firmware may be automatically restored and the device
300 may be reset to the preferences and defaults observed
before the unsuccessful update. When an error correction
coding is used, a detection and correction of errors may be
made during the transfer or installation of the firmware to
assure an error-free version is stored or installed within the

device 300. The update may be installed or the legacy firm-
ware sustained before the memory allocation processor or the
dynamic memory allocation process de-allocates the memory
retaining the uninstalled or inactive version ofthe firmware to
free the previously allocated memory.

An APN selection may select one of two private front end
branches that comprise substantially similar or identical pro-
cessing functions in FIG. 19. Firewalls 1908 and 1910 allow
or deny entry to or exit from the local area network. Load
balancers 1912 and 1914 pass commands, firmware, and/or
data between two or more trip monitoring servers 1916 and
1918 or 1920 and 1922 (e.g., to improve throughput and
response times). The servers 1916-1922 may support wireless
control protocols (e.g., a Web service), wireless encryption
protocols, a wireless transaction facilitator, a Short Message
Service (e.g., a Web service that may support up to about 160
characters) and other communication facilitators and proto-
cols. The device 300 and servers 1916-1922 may be File
Transfer Protocol compliant to support the download firm-
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ware to or upload files from the device 300. Firewalls 1924
and 1926 may secure the middle tier and backend networks
shown in FIG. 21 from the front-end networks shown in
FIGS. 19 and 20.

A client may access a similar network of firewalls, load
balancers, and servers 2008-2026 shown in FIG. 20. Through
a publicly accessible distributed network 2006, distributors
2002, customers 2004, and other authorized users may trans-
mit requests, and receive, parse and render responses from an
on-line services cluster 2016 and 2020 (that may communi-
cate through Web services) and/or Trip monitoring servers
1916-1922. Some response may include scripts that display
responses in a common window where the request originated
or in a different window. Some presentation choices may be
made by the user, by a selected link, ormay be made as a result
of a response as described through this written description.
Some responses contain scripts that may cause an output to be
rendered in a different visual window. In some instances, such
as when output highlights safety or cost content, a separate
visual window may be rendered to attract the user’s attention
or focus. The impression characteristic of a response (e.g.,
choice of fonts, color, graphics, positions, animations, styles,
etc., may indicate a designator of source) may be selected by
or tailored to a sender’ s desired format at the server—side (e.g.,
through an active server page).

Two or more application servers (e.g., clusters) 2102 and
2106 may reside in the middle-tier ofthe server centric archi-
tecture. The servers 2102 and 2106 may provide middleware
service for security and maintenance. In FIG. 21, the appli-
cation servers 2102 and 2106 are wireless transaction facili-

tator and device data transform compliant. In some systems,
the middle tier servers 2102 and 2106 may comprise batch
servers serving as a first location in which the raw data ele-
ments, calculated data elements, and/or derived data elements
may be temporarily stored, locally or across a distributed
storage devices or database(s) 2108. For longer term storage
or data analysis, data may be retained in database(s) 2108 and
2114 (e.g., relational databases that may comprise one or
more flat files (2-dimensional arrays) that may be trans-
formed to form new combinations because of relations

between the data in the records or other databases, such as
hierarchical databases that retain searchable indices that ref-

erence distinct portions within that database and/or other
storage devices or databases accessible through an archive
file server 2104 and/or a database management server. A
parallel database system (not shown) may be accessed by one,
two, or more processors that may service database manage-
ment requests, such as structured query language, transaction
logging, input/output handling, and data buffering. It may
provide quick access to databases across multiple storage
devices.

While a data warehouse may be distributed across several
servers and may contain several databases and information
from many devices in multiple formats, it also may be acces-
sible through a backup server 2112 as shown in FIG. 21.
Access to the data warehouse 2114 may be transparent to the
user, who may use commands to retrieve and analyze all the
data, details, metadata, summaries, etc. The data warehouse
2114 may include data about the organization of the data
warehouse 2114, where the data or infonnation may be found,
sources of the data, and any relationships that have been
automatically or manually established between data.

FIG. 22 is a high level view of an alternative risk manage-
ment system 2200 that may communicate with the device 300
through a wireless medium. The device 300 may communi-
cate with an insurer or other entity (through a publicly acces-
sible or privately accessible distributed network) through
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transceivers (e.g., transmitters or receivers), antenna signal-
ing controllers and base station controllers. Some exemplary
communication may occur because of a:

Call Reason Description

Schedule Through the configuration file, the device 300
may call at synchronous intervals (e.g., a
programmable or repeatable period) and/or after
asynchronous events (e.g., after each “trip,” after
a number of“trips,” etc.).
A non-speech alert received from an insurer or
other entity.A hardware and/software failure occurs.

Short Message
Service PageDevice Failure
Memory Threshold Memory use approaches or exceeds a

programmable threshold (e.g., a percentage
ofa capacity).

Power-up When the device 300 receives power.
First Detection of After device initialization (e.g., source voltage
Protocol exceeds a programmable threshold, a vehicle is

detected, a vehicle protocol is detected, etc.).
Speed Delta For a fixed or variable programmable period, a
Threshold difference in sequential speed readings exceeds

a programmable threshold.
The device locks to or interfaces an “international”
cell or Wireless site.
If a call is interrupted or the device 300 may
terminate communication to respond to a request
(e.g., install a firmware upgrade). The device 300
may report the status of the last command the
device 300 executed during the subsequentcommunication or later call.

International cell

Callback

Information that may be transmitted through the wireless
medium to an insurer or other entities (such as their Web site
or private server or cluster) may include:

Parameter Description

Identifiers A wireless network identifier (e.g., may be retained
in a portable subscriber identity module within the
device 300 that identifies a unique user account to
a wireless network, may handle device 300
authentication, and may provide data storage)
May include version numbers of one or more
processors, firmware, wireless or cellular site
protocol, vehicle protocol, and/or GPS versions,

Firmware Versions

etc.
Ve iicle Protocol The protocol the device 300 uses to communicate

with the vehicle.
Ve iicle Identi- Vehicle Identification Number
fication
Mi eage Distance traveled (e.g., may comprise an end of a

trip odometer reading or a discrete measure of
dismnce a user may travel for each trip).

Memory Use Memory currently in use.
Ca 1 Reason Why a device 300 is communicating with the

insurer or other entity
Signal Strength Magnitude of a desired electric field at a reference

point.
A marker ofsome type (e.g., a flag) that identifies
when a vehicle’s engine is started.

Tri 3 Identifier

A list of some of the commands that an insurer or other

en ity may send to the device 300 and some of the expected
results may include:

Command Result

Upload (IUL) The device 300 may transmit complete trips and
events recorded by the device 300 since a last
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-continued

Command Result

memory clear command was executed.
The data may include a calculated value to test dam
(through a sequential combination) to detect errors
during transmission and/or storage. Some systems data
may be encoded through an error—correction encoding
that allows the detection and correction of errors that
may occur during transmission.
The device 300 may be given a type and filename for
firmware and/or configuration files(s) that may be
downloaded into the device 300. Through some update
processes, the device 300 may disconnect from content
or other provider (e.g., an insurer or other entity) andconnect to another server to download the firmware
and/or configuration files to update the device 300.

Update (!UD)

Run Diagnostics Initiates one or more diagnostic tests that one or more
(EDG) processors may perform (e.g., a main processors,

wireless processors, vehicle interface processors,
and/or GPS processor, etc.). Ifrequested, the success
or failure may be transmitted to the insurer or entity.

Memory Clear The memory clear commands clear the content retained
(!MC, !MCO, in local memory ofthe device 300. Some commands
!MC1, !MC2) will restore the device 300 to a default others may clear

memory to different initialization levels (e.g., IMC may
clear only existing trip data).

Reset (ERS) Resets the device 300. Ifa multiprocessing architecture,
parallel processing architecture, coprocessor architecture,
or modular architecture is used in the device 300, a rest
command may reset each or selected processors ormodules.

When an upload command is received, the device 300 may
transmit information to a destination (e.g., an insurer or
entity). Each response may be unique to a request. Some of
the information that may be transmitted by the device 300
may include:

Information Description

Upload date "he date and time the device started the upload to
and time: insurer or entity. (Always provided in some

applications).
Trip smrt time: "he date and time that a trip was smrted. (Only

provided if a trip has been made since the last
memory clear in some applications.)

Duration and For each duration, (e.g., may be configured for a
speed: synchronous interval, e.g., about every 1 second)

tie speed in kilometers (or miles) per hour.
" 1e date and time that a trip ended. (For each trip
stored in local memory, the information may include
a trip start value, trip details, and a trip end value
in some applications)
" 1e date and time the device 300 was connected to the
vehicle. This is when the device gets power from thevehicle or is in communication with the vehicle.
(May be recorded once until the next memory clear
command is received in some applications.)

Disconnect " 1e device 300 may record a date and time stamp with
event: tie stored data at synchronous intervals (e.g., a

predetermined time period such as every 5 minutes).
" 1e time smmp may be stored in non-volatile
memory (e.g., flash memory) when the device is
in communication with the vehicle, receives power
rom the vehicle, an ignition or speed event is
etected, etc.

" 1e protocol that the device 300 is using to communicate
with the vehicle. (In some applications, this event may
only occur after the first ignition cycle or the starting of
tie vehicle and may be cleared when a memory clear
command is received).
A - Processor-version, On Board Diagnostic-version,
Global Positioning System-version
B - Wireless (e.g., cellular) connection failureC - Data connection failure on wireless network

Trip end time:

Connect event:

Protocol event:

Specific events:
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-continued

Information Description
D - Unable to contact destination
E - Firmware, software, and/or configuration file(s)access failure
F - Checksum failure (e.g., firmware, soitware,
configuration files, etc.)
G — Network “roaming”
H - Memory threshold event
I - Unknown trip log file entry
J - Unknown event log file entry
K - Number of records transmitted not equal number
of records stored
L - Battery voltage exceeds alternator threshold,in-vehicle communication enabled
M - In-vehicle communication terminated due to an
ignition off event

The parenthetical information included in the table above
reflects exemplary guidelines that enable an efficient
exchange of data and/or software. The frequency at which
information, data, etc., and inclusion ofobj ects will change in
alternative implementations.

In some systems, the following settings may be configured
in the device 300.

Setting Description

Profile Name The name of this configuration file reported when the
device 300 calls or transmits to a destination.

Checkin The number ofhours the device 300 should wait until it
Interval calls a destination for a schedu ed call. A predetermined

value (e.g., of“0") may indicate the device 300 should
call the destination after a trip ias been completed.

GPRS Retry Number of times the device 300 should try to connectCount to a destination if a communication failure occurs.
GPRS Retry The amount of time (e.g., numoer of minutes) the
Pause device 300 should wait before retrying to connect to

destination
Port Read The amount oftime (e.g., numser of seconds) the
Frequency device 300 should read information during a trip.
PortRead Based on the above Port Read ‘requency, how many
Multiple samples should be stored in memory for the trip.
Speed Speed in kilometers (or miles) oer hour; the device
Threshold 300 may use this parameter to initiate call home

event.
On Net Defines up to a predetermined number (e.g., 10)
MCC/MNC ofnetworks that may be consi ered “non-roaming”

networks.
Apply OnNet For each call to a destination, represents the number

of times the device 300 may call a destination if
roaming.

APN Up to a predetermined number (e.g., 10) ofAPN or
wireless nodes the device should cycle through when
attempting to connect to a wireless network (e.g., a
cellular network).

WCP Name The domain name service that should be used to
contact the Wireless Communication Protocol
server or other server to reach a destination.

WCP Port What Transmission Control Protocol/Internet
Protocol port that may be used for communications.FTP Name The domain name service name for the FTP server
at the destination used to download firmware
and/or configuration files.

FTP Usemame Username to login to the FTP Server
FTP Password Password to login to the FTP Server
FTP Directory The directory that the files are located

A block diagram of an alternative on-board portable
mobile device 300 that may communicate with in-vehicle
local processor(s), controller(s), and/or directly with sensors
is shown in FIG. 23. The device 300 may store executable
programs, configuration files, and vehicle based data. The

Page 000059



US 8,140,358 B1
35

data may include raw data elements, calculated data ele-
ments, derived data elements, and/or subsets of these ele-
ments.

In FIG. 23, the usage based monitor or device 300 com-
prises two or more processors that execute multiple tasks
(through programs or instructions sets) in tandem. Each pro-
ces sor may work on a different instruction set or different part
of the common process ofmonitoring vehicle operation and/
or driving behavior. While the functions assigned to each
processor may occur dynamically (as signed by the main pro-
cessor 2302 and software), in FIG. 23 the functions are pre-
assigned. The processors 2302-2308 share a local and/or dis-
tributed memory 2310 and 2316 and an input/output bus or
data path. In some systems, the device 300 may have an
asymmetric like architecture.

A single copy of the operating system and configuration
file(s) may coordinate program execution in the device 300.
In alternative devices 300, each processor may have its own
operating system and/or memory, and in some cases, share
memory and interconnected data paths used to exchange data,
receive firmware, or configuration files. The coordinated pro-
cessing of the architecture increases speed or computing
power, like a parallel processor or co-processor architectures
used in other alternative devices 300.

To monitor vehicle operation or driver behavior, a main
processor 2302 may coordinate the wireless processor 2304,
in-vehicle communication processor 2306, and optional loca-
tion processor 2308. In some devices 300, the main processor
2302 may access the entire memory map and execute appli-
cations in support of its input and output nodes. The input/
output nodes may include an optional video 2312 node, audio
node, and/or tactile node 2314 that transmit video, sound, and
output perceptible to a sense oftouch, respectively. The trans-
mitted media may be transmitted directly to a user or con-
veyed through an in-vehicle system (through in-vehicle
amplifiers and loudspeakers, for example).

In FIG. 23, the main processor 2306 and/or firmware may
offload an out-of network communication component to the
wireless microprocessor 2304. The wireless microprocessor
1204 and transceivers 2318 may be compliant with one or
more wireless protocols that include the transceiver protocols
described above. In some systems, the wireless microproces-
sor 2304 may comprise a single—chip cellular (or wireless)
baseband processor that may be GSM (“Global System for
Mobile Communication” that may include enhanced data
rates for GSM Evolution (3DGE)) and/or GPRS (General
Packet Radio Service) and/or CDMA (Code Division Mul-
tipleAccess) compliant. Some single—chip cellularprocessors
include a power amplifier controller and speaker-phone/car-
phone audio circuitry that may drive the audio output 2314.
Some ofthe single—chip cellular processors contain all analog
and digital GSM, CDMA, and/or multi—slot GPRS baseband
processing functions within the single chip. Interface soft-
ware, circuitry, and drivers are integrated in the single—chip
cellular (or wireless) processor to enable auxiliary compo-
nents, such as microphones, loud speakers, display devices or
screens, keypads, data terminal equipment and SIM modules
(or other memory modules) to connect directly to the wireless
microprocessor 2304. A flexible baseband control interface
supports a wide range of transceivers, including GSM850,
E-GSM900, GSM1800 and GSMl 900 frequency bands.

In—vehicle communication may be oflloaded to the in-ve-
hicle processor 2306 and transceivers 2318 that may include
one, two, or more embedded antenna element(s). The embed-
ded antenna element(s) may be configured and mounted such
that a portion of an upper surface, adjacent surface, or an
entire upper or adjacent surface ofthe device 300 may be part
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of the radiating element (and/or the receiving element). In
alternative systems, the antenna element is configured and
mounted such that, once the device 3 00 is fiilly assembled, the
device case itself or portions of it may be used as part of the
radiating and/or receiving element. In some systems, the
embedded antenna may utilize integrated circuit board
designs and connecting links without additional parts. Since
some embedded antenna elements are not be buried or

embedded between other circuits in some alternative devices,
these antenna elements may better control radiation patterns.
The in-vehicle processor 2306 and transceivers 2318 may be
compliant with one or more in-vehicle communication stan-
dards that may include the in-vehicle protocols described
above. An optional navigation component may be oflloaded
to a location processor 2308 (or global positioning proces-
sor). The location processor 2308 may be compliant with one
or more navigation protocols that may include the location
protocols described above.

FIG. 24 is an initialization process 2400 that may be imple-
mented through an initialization file. The initialization file
may include the hardware configuration information neces-
sary to interface a vehicle and information about the initial
configuration of device-based data exchanges. At 2402 and
2404 a vehicle voltage is detected and compared to a pro-
grammedthreshold (e.g., falls below a threshold in alternative
devices 300). When the vehicle voltage exceeds the pro-
grammed threshold, a request is transmitted at 2406 across a
vehicle bus while waiting for a response at 2408. When a valid
response is not received, the process repeats the cycle by
sequentially transmitting signals in different vehicle bus pro-
tocols at 2406 and 2408. Aresponse maybe compared against
a list of valid response, and if the process detects a match at
2408, software that supports data transfer or exchanges
between the device 300, the vehicle, and a remote destination
is loaded into operating memory. With a validated response,
vehicle attributes and manufacturers’ data requests are trans-
mitted across a vehicle bus. Defaults and/or user preferences
within the device 300 may be established.

FIG. 25 is a process 2500 in which a device 300 transfers
data to a destination. The destination may be associated with
an identifying number or may be contacted by specifying or
detecting a communicationprotocol. The data migration from
the device 300 to the destination (e.g., an insurer’s or entities
privately or publicly accessible site) begins when data is not
being recorded (e.g., in other devices 300, data transfer may
occur at anytime). That may occur at the end of a trip at 2502
and 2504. The process 2500 may automatically cycle through
a programmable number of APNs or wireless nodes as the
process attempts to connect to a wireless network at 2506 and
2508. If a connection fails, an error is stored at 2510 while the
process waits to monitor additional data or reconnect to the
network at 2502 and/or 2506. When a connection occurs, the
process 2500 transmits an identifier to the network that iden-
tifies a unique user account. The identifier may include a
device 300 authentication.

When a connection is established and a destination

acknowledged at 2508, automated scripts or programs may
attempt to transfer data from the local memory of the device
300 to a remote memory at a destination (e.g., such as an
insurer or other entities’ site) at 2512. In some processes, a
method encodes data before the transfer so that errors that

may occur during storage or transmission of the data may be
detected (e.g., error-detection coding). In alternative pro-
cesses, the method encodes the data before the transfer to
allow for the detection and correction oferrors that may occur
during storage ortransmission (e.g., error-correction coding).
Error codes that correlate to a fault (e.g., error codes that may
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identify corrupted data, failure to contact a destination) may
be stored locally or at the destination and a diagnostic test
performed at the request of the destination (e.g., the insurer’s
or entity). If a data migration is successful, a memory clear
command may be received from the destination that directs
the device 300 to clear some or all of the local memory at
2514.

An exemplary record that may be transferred to an insur-
er’s or other entities destination may look like the text file
shown in FIG. 35. The data may comprise a single file with the
more recent entries appended to the end of the file or sepa-
rated into distinct files (such as an operational log, an error
log, trigger log, etc.) that includes user specific information.
A device log analyzer that may be resident to or distributed
across the application servers 2102 and 2106 and/or archive
servers 2104 of FIG. 21 may parses the log files and derive
indicators about vehicle operation, driving behavior, or other
usage based metrics. Documents and/or reports may be trans-
mitted to remote interfaces. Alternatively databases or data-
base management servers may parse the log files, derive
indicators, and in some systems generate reports through
server-side scripts. The exemplary pages of FIGS. 9-17 and
3 0-34 may be derived by device log analyzers and/or database
management servers . An exemplary explanation ofthe entries
shown in FIG. 35 explains that

Entry Description

U,89014104211472857203,2008/04/01,16:16:00
(Name of transferred file)

89014104211472857203 A unique user account to a wireless network
that may handle device authentication

2008/04/01 Date the log was uploaded
16:16:00 Time the log was uploaded

H,2008/04/01,16:09:O1 (Header)

2008/04/01 Date trip was started (e.g., date/time based
on wireless network)

16:09:01 Time trip started
D,1.000,10 (Demiled record: time & speed)

1.000 Frequency in time (seconds) from last
monitored parameter (e.g., speed)

10 Speed value (e.g., raw data element in
kilometers per hour)

T,2008/04/01,16:15:21 (Trailer record identifying the end ofa trip)

2008/04/01 Date trip was ended (e.g., date/time based
on wireless network)

16:15:21 Time trip ended
X,7,E,832,2008/04/01,16:09:0O

(Found Battery voltage above alternator threshold)

832 Measure of battery voltage
2008/04/01 Date of measurement
16:09:00 Time ofmeasurement

X,7,D,0,2008/04/01,16:15:38
(Disabled communication after communication

stopped due to an ignition off event)

2008/04/01 Date when communication was disabled
16:15:38 Time when communication was disabled

X,7,E,744,2008/04/01,16:15:41
(Found Battery voltage above alternator threshold)

744 Measure of battery voltage
2008/04/01 Date of measurement
16:15:41 Time ofmeasurement

X,1,0102A,7203,006f,0O01 (Versions & identifiers)

0102A Main microprocessor version
7203 Wireless microprocessor version
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-continued

Entry Description
0O6f In-vehicle communication identifier
0001 Global Positioning Sensor version

When a trigger event occurs, a connection through a wire-
less network is made and an interactive session begins with an
entity or insurer at 2502-2508 or an error logged at 2510. In
FIG. 26, a trigger event may direct the destination to perform
an action. The trigger event may be automatically evaluated at
the destination (and in some alternatives, by the device 300).
In some circumstances additional data or infonnation may be
needed. When needed, the destination may issue a command
that causes the device 300 to receive, parse, process a request,
and transmit a reply at 2616 (if resolved locally, cause the
device to harvest additional information). Ifthe trigger event
relates to a safety concern, the destination (or device 300)
may automatically seek assistance by sending a message or
another alert to a call center, medical center, technical center,
or initiate another action. If a trigger event relates to an
operational concern, the destination may issue diagnostic or
repair commands or firmware updates that may diagnose or
repair the device 3 00 (and/or vehicle in alternative processes).

When no activity is detected through an in-vehicle bus or
out of vehicle network or motion or changes in engine load
are not detected (e.g., through a motion sensor, manifold
absolute pressure sensor, or another sensor that may detect
changes in engine load or speed), the device 300 may reduce
power consumption by powering down the physical-layer
circuitry to enter a sleep mode at 2702 of FIG. 27. When an
in-vehicle or out-ofvehicle activity or request is detected, the
device 300 may automatically negotiate the connection if it is
available. To reduce battery drain, the transmission rate may
be automatically reduced to link to a predetermined transmis-
sion rate when on battery power (whether it be from the
vehicle and/or device 300). This power management charac-
teristic may comprise a built-in power management feature of
the device 300. If a connection to a destination is sought, a
network connection may be established at 2506-2508 and
data transmitted at 2512, a text message sent, or an error
logged at 2510. If a connection to the vehicle bus is sought
(e.g., when an activity is detected) the device 300 may nego-
tiate a connection through the vehicle bus.

A device 300 may receive firmware, configuration files(s),
and other updates that may be received from a destination
associated with an insurer or entity such as a vendor as shown
in FIG. 28. When an update is sought, a network connection
may be established at 2506-2508 or an error logged at 2510.
A dynamic memory allocation process may allocate addi-
tional memory from a device heap (e.g., memory reserved for
program or temporary data storage use) before receiving an
update. Existing firmware, configuration files, and other files
(e.g., legacy versions) may be retained before software, data,
or other files are transferred from a destination to the device

300. The transfer of software, data, or other files may fail. If
that occurs, the update process may repeat a predetermined
number of cycles (e.g., three or more, for example) at 2804-
281 0. When the error cannot be corrected the legacy versions
may be automatically restored and the device 300 may be
reset to the preferences and defaults observed before the
unsuccessful update. The error may be logged and the
dynamic memory allocation process may de-allocate the
memory retaining the uninstalled versions from the heap to
free some allocated memory. If a device self-diagnostic, an
error-detection coding, error-correction coding, or other
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method confirms or establishes a successful transmission and

storage or fails to identify an error, the updates may be
installed and the memory allocation process may de-allocate
the memory retaining the legacy versions.

The methods and descriptions ofFIGS. 1, 5, 6, 7, and 24-28
may be encoded in a signal bearing medium, a computer
readable medium or a computer readable storage medium
such as a memory that may comprise unitary or separate
logic, programmed within a device such as one or more inte-
grated circuits, or processed by a controller or a computer. If
the methods are performed by software, the software or logic
may reside in a memory resident to or interfaced to one or
more processors or controllers, a wireless communication
interface, a wireless system, a powertrain controller, an enter-
tainment and/or comfort controller of a vehicle or non—vola—

tile or volatile memory remote from or resident to a the device
300. The memory may retain an ordered listing ofexecutable
instructions for implementing logical functions. A logical
function may be implemented through digital circuitry,
through source code, through analog circuitry, or through an
analog source such as through an analog electrical, or audio
signals. The software may be embodied in any computer-
readable medium or signal—bearing medium, for use by, or in
connection with an instruction executable system or appara-
tus resident to a vehicle or a hands—free or wireless commu-

nication system. Alternatively, the software may be embodied
in media players (including portable media players) and/or
recorders. Such a system may include a computer-based sys-
tem, a processor-containing system that includes an input and
output interface that may communicate with an automotive or
wireless communication bus through any hardwired or wire-
less automotive communication protocol, combinations, or
other hardwired or wireless communication protocols to a
local or remote destination, server, or cluster.

A computer-readable medium, machine-readable medium,
propagated-signal medium, and/or signal—bearing medium
may comprise any medium that contains, stores, communi-
cates, propagates, or transports software for use by or in
connection with an instruction executable system, apparatus,
or device. The machine-readable medium may selectively be,
but not limited to, an electronic, magnetic, optical, electro-
magnetic, infrared, or semiconductor system, apparatus,
device, or propagation medium. A non—exhaustive list of
examples of a machine-readable medium would include: an
electrical or tangible connection having one or more links, a
portable magnetic or optical disk, a volatile memory such as
a RandomAccess Memory “RAM” (electronic), a Read-Only
Memory “ROM,” an Erasable Programmable Read-Only
Memory (EPROM or Flash memory), or an optical fiber. A
machine-readable medium may also include a tangible
medium upon which software is printed, as the software may
be electronically stored as an image or in another format (e.g.,
through an optical scan), then compiled by a controller, and/
or interpreted or otherwise processed. The processed medium
may then be stored in a local or remote computer and/or a
machine memory.

When a device initiates a sessionwith a destination (e.g., an
insurer or other entity such as a data repository or other
content providers) in FIG. 29, it may send and receive discrete
digital information such as objects through a wireless net-
work. Objects may be received in real—time or after some
delay by the input and output nodes that may interface one or
more devices 300 at 2902-2906. Firewalls allow or deny entry
or exit from the local area or distributed network at 2908,
2922, and 2926. A correlation analysis, inference programs or
engines, insurance computational programs, data modeling,
or other statistical analysis may evaluate or assign a level of
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risk, insurance scores, safety scores, and/or rating factors at
2910-2914. The level ofrisk scores or factors may be based at
least in part on the raw data elements, calculated data ele-
ments, derived data elements, and/or other objects received
from the device 300.

A quote, cost (e.g., an amount due or bill), or adjustment
(e.g., cost, term, or some other parameter) may be derived at
2916. While the quotes, costs, and adjustments may comprise
a fixed value, in alternative systems the value may comprise a
fluid range that may vary by user, a user’ 5 behavior, or by an
insurance parameter (e.g., an actuarial class). Distributed
databases 2918 may store the quotes, costs, adjustments, raw
data elements, calculated data elements, derived data ele-
ments, assigned levels ofrisk, insurance scores, safety scores,
rating factors, and/or other objects.

In some systems like those shown in FIG. 29, one or more
or of the collective, distributive, or discrete databases may
manipulate information in a way a user may find logical or
natural to use (e.g., an intelligent database). Intelligent data-
base searches may rely not only on traditional structured
query language data-finding routines, but also rely on prede-
termined rules governing associations, relationships, and/or
inferences regarding the data that may be established by the
destination (e.g., the insurer or other entity) and that may be
retained (e.g., stored) in the database.

Clients or internal users may access the local area or dis-
tributed network through firewalls 2926 and 2922, load bal-
ancers (not shown), and server clusters 1916, 1918, 2016,
2020 shown in FIG. 29. Through publicly accessible or pri-
vately accessible distributed networks, distributors, custom-
ers, vendors and other authorized users may transmit
requests, and receive, parse, and render responses from clus-
ters of on-line services 2106 and 2020 (that may communi-
cate through Web services) and/or Trip monitoring servers
1916-1922.

An information management resource management server
(or service Within an on-line server) may manage the
resources for collecting and delivering content from a desti-
nation to the user. The infonnation management resource
management server may serve dynamic resources (through
an active server side platform) or static resources such as the
risk classification page shown in FIG. 30. Other exemplary
content that may be delivered to a remote interface is shown
in FIGS. 31-34. In FIGS. 31 through 33 a speed is graphically
presented. The continuously plotted speed versus time data
may provide immediate feedback about the length of time a
driver may have been on the road, the driver’s continuous
speed, and its effect on fuel economy. The level of detail or
resolution (compare FIGS. 31 to 32) delivered to a remote
interface may be automatically customized to the content
delivered to a remote interface to highlight the significance of
certain high risk behavior such as driving at excessive speeds.

Additional trip details may be accessed by user activated
links that may lead the user to other content such as a trip log.
The trip log may provide details that may be sorted or
searched and viewed. The exemplary log shown in FIG. 34
provides a chronological record of activities that may enable
trip reconstruction or examination of a sequence events and/
or changes. The record of events may include the number of
trips made on a given date, a pictorial or textual based risk
assessment, a measure of drive time, time spent driving at or
over a predetermined velocity, mileage, and/or a measure of
risk events. In FIG. 34, a sudden acceleration or braking may
suggest an aggressive or unsafe driving behavior.

Other alternate systems and methods may include combi-
nations of some or all ofthe structure and functions described

above or shown in one or more or each of the figures. These

Page 000062



US 8,140,358 B1
41

systems or methods are formed from any combination of
structure and function described or illustrated within the fig-
ures. Some alternative systems or devices compliant with one
or more of the transceiver protocols may communicate with
one or more in-vehicle displays, including touch sensitive
displays. ln—vehicle and out—of—vehicle wireless connectivity
between the device 3 00, the vehicle, and one or more wireless
networks provide high speed connections that allow users to
initiate or complete a transaction at any time within a station-
ary or moving vehicle. The wireless connections may provide
access to, or transmit, static or dynamic content (live audio or
video streams, for example). The content may include raw
data elements, derived data elements, or calculated data ele-
ments (e.g., vehicle-related data). Other content may be
related to entertainment and comfort, or facilitate electronic
commerce or transactions. Some devices 300 allow users to

amend or enter into insurance policies through the wireless
connections of the vehicle or the wireless processor 2304 of
the device 300. Some devices 300 may provide turn-key
access to insurance coverage to new vehicle buyers before the
vehicle leaves a sales lot. The interoperability ofsome devices
300 to in-vehicle networks and external wireless protocols
allows some devices 300 to provide primary or back-up func-
tionality to in—vehicle equipment, including OEM and/or
aftermarket equipment.

Other alternative systems facilitate device 300 recovery.
When a disconnection event occurs or an unexpected motion
is detected, some devices 300 may initiate an asynchronous or
periodic communication with a remote destination, like a
control center or another device 300. The device 300 may
communicate raw, derived, or calculated data elements
including a current location of the device 300. The location
may be provided through a radio-navigation system such as a
global positioning system, for example. In some applications,
devices 300 may monitor real-time traffic conditions.
Through synchronous or asynchronous communications, the
devices 300 may transmit speed and location readings to a
remote destination (e.g., a central control). The remote des-
tination may retain data that may create a real-time picture of
trafiic speeds, travel times, and/or other travel/road condi-
tions. When compliant with a mesh network, some devices
300 may generate these profiles in areas where wireless ser-
vice is unavailable. Some devices 300 not only conserve
power, but also conserve bandwidth by not moving data con-
tinuously across a persistent network. Instead, data is moved
across stationary or non-stationary nodes (e.g., a device 300)
across relatively short distances until a wireless network
transceiver or destination is reached.

While various embodiments of the invention have been

described, it will be apparent to those of ordinary skill in the
art that many more embodiments and implementations are
possible within the scope of the invention. Accordingly, the
invention is not to be restricted except in light of the attached
claims and their equivalents.

What is claimed is:

1. A system that monitors and facilitates a review of data
collected from a vehicle that is used to determine a level of

safety or cost of insurance comprising:
a processor that collects vehicle data from a vehicle bus that

represents aspects of operating the vehicle;
a memory that stores selected vehicle data related to a level

of safety or an insurable risk in operating a vehicle;
a wireless transmitter configured to transfer the selected

vehicle data retained within the memory to a distributed
network and a server;

a database operatively linked to the server to store the
selected vehicle data transmitted by the wireless trans-
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mitter, the database comprising a storage system remote
from the wireless transmitter and the memory compris-
ing records with operations for searching the records and
other functions;

where the server is configured to process selected vehicle
data that represents one or more aspects of operating the
vehicle with data that reflects how the selected vehicle

data affects a premium of an insurance policy, safety or
level of risk; and

where the server is further configured to generate a rating
factor based on the selected vehicle data stored in the
database.

2. The system that monitors and facilitates a review ofdata
collected from a vehicle of claim 1 where the wireless trans-

mitter is configured to transfer the selected vehicle data
retained within the memory through a pulse position protocol
without varying the power level or phase of a transmitting
signal.

3. The system that monitors and facilitates a review ofdata
collected from a vehicle of claim 1 where the wireless trans-

mitter is compliant with a wireless transaction facilitator that
throttles the transmission rates across the wireless network
based on an available bandwidth of the wireless network.

4. The system that monitors and facilitates a review ofdata
collected from a vehicle of claim 1 further comprising a
dynamic memory allocation processor that allocates a portion
ofthe memory to retain a copy ofa legacy version offirmware
that comprises input/output instructions when an updated
firmware is transferred to the memory through the wireless
network, the dynamic memory allocation processor de-allo-
cates the portion ofthe memory when an error-free version of
the updated firmware is stored or installed in the system or
when a copy of the legacy version of the software is restored
to control the processor of the system.

5. The system that monitors and facilitates a review ofdata
collected from a vehicle of claim 1 where the Wireless net-

work comprises a mobile broadband communication network
that provides full data exchange mobility up to vehicle speeds
of about 100 miles per hour.

6. The system that monitors and facilitates a review ofdata
collected from a vehicle of claim 1 where the wireless trans-

mitter is compliant with two or more multiple packet archi-
tectures that are automatically detected and one or more mul-
tiple packet architectures that are automatically selected
when a series of signals acknowledge that a communication
or transfer of infonnation or data may occur.

7. The system that monitors and facilitates a review ofdata
collected from a vehicle of claim 1 where the wireless trans-

mitter is responsive to an in-vehicle event-driven request to
transfer the selected vehicle data retained in the memory to a
remote server when the wireless network indicates an avail-

able channel capacity to transfer the selected vehicle data
across the wireless network.

8. The system that monitors and facilitates a review ofdata
collected from a vehicle of claim 1 further comprising a
receiver tuned to receive continuously transmitted trilateral
encoded signals through a bandwidth that is separate from the
wireless network.

9. The risk management system of claim 1 where the pro-
cessor, the memory, and the wireless transmitter are in com-
munication within a portable device.

10. The risk management system of claim 1 where the
wireless transmitter comprises a single-chip cellular base-
band processor.

11. The risk management system of claim 10 where the
single-chip cellular baseband processor is Global System for
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Mobile Communication compliant, Code Division Multiple
Access compliant, or General Packet Radio Service compli-ant.

12. The risk management system of claim 10 Where the
single-chip cellular baseband processor is Global System for
Mobile Communication compliant and General Packet Radio
Service compliant.

13. The risk management system of claim 10 Where the
single-chip cellular baseband processor comprises integrated
interface drivers that enable auxiliary components compris-
ing loudspeakers, display, and memory modules to connect
directly to the single-chip.

14. The risk management system of claim 1 where the
Wireless transmitter comprises an embedded antenna element
adjacent to the processor and the memory.

15. The risk management system of claim 14 where the
embedded antenna element comprises a circuit board ele-
ment.

16. The risk management system of claim 1 where the
wireless transmitter is further configured to respond to a
trigger event by transmitting an alert to a third party when a
driving incident occurs.
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17. The risk management system of claim 16 Where the
driving incident comprises exceeding a speed threshold, trav-
eling outside of a designation, or a lock out condition.

18. The risk management system of claim 17 where the
wireless transmitter comprises a transceiver configured to
receive a communication from a third party and the alert
comprises a text or an aural message.

19. The system that monitors and facilitates a review of
data collected from a vehicle of claim 1 Where the server is

further configured to calculate an insured’s premium under
the insured’s insurance policy based on the rating factor, or a
surcharge or a discount to the insured’s premium, based on
the rating factor.

20. The system that monitors and facilitates a review of
data collected from a vehicle of claim 1 Where the server is

further configured to process selected vehicle data that rep-
resents one or more aspects ofoperating the vehicle with data
that reflects how the selected vehicle data affects an insured’ s

premium under an insured’s insurance policy.

Page 000064


