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a ct a. {P 
CONNOLLY, UNITED STATimsTRICT JUDGE 

Plaintiff Universal Secure Registry LLC (USR) has sued Defendants Apple 

Inc., Visa Inc., and Visa U.S.A., Inc. for infringement of U.S. Patent Nos. 

8,856,539 (the #539 patent), 9,100,826 (the #826 patent), 8,577,813 (the #813 

patent), and 9,530,137 (the #137 patent). Defendants moved to dismiss the 

Complaint pursuant to Federal Rule of Civil Procedure 12(b)(6) on the grounds 

that the asserted patents claim unpatentable subject matter and are therefore invalid 

under 35 U.S.C. § 101. D.I. 16. In a Report and Recommendation issued pursuant 

to 28 U.S.C. § 636(b ), the Magistrate Judge recommended that I deny Defendants' 

motion. D.I. 137. 

Pending before me are Defendants' objections to the Magistrate Judge's 

recommendation. D.I. 147. I have studied the Report and Recommendation, the 

objections, Plaintiffs response to the objections, D.I. 150, and the parties' briefs 

filed in support and opposition to the underlying motions, D.I. 17, D.I. 30, D.I. 37. 

I review the Magistrate Judge's recommendation de novo. § 636(b)(l); Fed. R. 

Civ. P. 72(b )(3). 

I. BACKGROUND 

The four asserted patents are directed to the secure authentication (i.e., 

verification) of a person's identity. In the words of the Complaint: "USR's 

patented innovations allow a user to securely authenticate his or her identity using 
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technology built into a personal electronic device combined with the user's own 

secret and/or biometric information." D.I. 1 ~ 21. 

USR alleged in the Complaint that each patent has an "exemplary" claim. 

D.I. 1 ~~ 43, 65, 84, 106. Exemplary claim 22 of the #539 patent provides: 

A method for providing information to a provider to enable 
transactions between the provider and entities who have secure data 
stored in a secure registry in which each entity is identified by a time­
varying multi character code, the method comprising: 

receiving a transaction request including at least the time varying 
multicharacter code for an entity on whose behalf a transaction is to 
take place and an indication of the provider requesting the 
transaction; 

mapping the time-varying multicharacter code to an identity of the 
entity using the time-varying multicharacter code; 

determining compliance with any access restrictions for the provider 
to secure data of the entity for completing the transaction based at 
least in part on the indication of the provider and the time-varying 
multi character code of the transaction request; 

accessing information of the entity required to perform the 
transaction based on the determined compliance with any access 
restrictions for the provider, the infonnation including account 
identifying information; 

providing the account identifying information to a third party without 
providing the account identifying information to the provider to 
enable or deny the transaction; and 

enabling or denying the provider to perform the transaction without 
the provider's knowledge of the account identifying information. 

#539 patent at 20:4-31. 

Exemplary claim 10 of the #826 patent provides: 
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A computer implemented method of authenticating an identity of a 
first entity, comprising acts of: 

authenticating, with a first handheld device, a user of the first 
handheld device as the first entity based on authentication 
information; 

retrieving or receiving first biometric information of the user of the 
first handheld device; 

determining a first authentication information from the first 
biometric information; 

receiving with a second device, the first authentication information 
of the first entity wirelessly transmitted from the first handheld 
device; 

retrieving or receiving respective second authentication information 
for the user of the first handheld device; and 

authenticating the identity of the first entity based upon the first 
authentication information · and the second authentication 
information. 

#826 patent at 45:30-47. 

Exemplary claim 1 of the #813 patent, which has been reformatted for 

clarity, provides: 

An electronic ID device configured to allow a user to select any one 
of a plurality of accounts associated with the user to employ in a 
financial transaction, comprising: 

a biometric sensor configured to receive a biometric input provided 
by the user; 

a user interface configured to receive a user input including secret 
information lmown to the user and identifying information 
concerning an account selected by the user from the plurality of 
accounts; 
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a communication interface configured to communicate with a secure 
registry; 

a processor coupled to the biometric sensor to receive information 
concerning the biometric input, the user interface and the 
communication interface, 

the processor being programmed to activate the electronic ID 
device based on successful authentication by the electronic ID 
device of at least one of the biometric input and the secret 
information, 

the processor also being programmed such that once the 
electronic ID device is activated the processor is configured to 
generate a nonpredictable value and to generate encrypted 
authentication information from the nonpredictable value, 
information associated with at least a portion of the biometric 
input, and the secret information, and to communicate the 
encrypted authentication information via the communication 
interface to the secure registry; and 

wherein the communication interface is configured to wirelessly 
transmit the encrypted authentication information to a point-of-sale 
(POS) device, and 

wherein the secure registry is configured to receive at least a portion 
of the encrypted authentication information from the POS device. 

#813 patent at 51 :65-29. 

Finally, exemplary claim 12 of the #137 patent provides: 

A system for authenticating a user for enabling a transaction, the 
system comprising: 

a first device including: 

a biometric sensor configured to capture a first biometric information 
of the user; 

a first processor programmed to: 1) authenticate a user of the first 
device based on secret information, 2) retrieve or receive first 
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