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Twitter Inc. (“Twitter”) manufacturers, supports, and operates a messaging and communication platform (the “Twitter 

Network”). The Twitter Network enables a wireless device to establish communications with a destination node as described in U.S. 

Patent No. 10,880,721 (hereinafter the ‘721 Patent) and set forth in the asserted claims.  

The Twitter Network includes the microblogging and social networking service Twitter, which is a cross-platform centralized 

messaging and communication service owned by Twitter, Inc. The Twitter Network allows smartphone and desktop users to send text 

messages, make voice and video communications, and share images, documents, user locations, and other content. See 

https://apps.apple.com/us/app/twitter/id333903271. 

In the Twitter Network, users of the desktop computers, laptops, tablets, smartphones, and mobile devices can send messages 

including text, images, video and audio to others using Twitter client software applications developed by Twitter for supported devices 

to communicate with a Twitter server infrastructure owned and operated by Twitter. The Twitter client software applications running 

on most supported devices includes Twitter direct messaging, which is a communications feature incorporating techniques described 

in the ‘721 Patent. Additionally, in the Twitter Network, the Twitter server infrastructure includes one or more communication 

networks, one or more servers, one or more services, and/or one or more other resources associated with the Twitter server 

infrastructure and using Twitter server software applications developed by Twitter to implement handling, routing, and delivery of 

non-real time (e.g., messages) and real time (e.g., voice and video) communication to and from the supported devices using the 

Twitter client software applications. The Twitter server software applications running on servers owned and operated by Twitter 

includes the direct messaging feature incorporating techniques described in ‘721 Patent. 

Chart A applies independent claim 130 of the ‘721 Patent to the Twitter Network. 

Chart A demonstrations that in the Twitter Network, the Twitter server infrastructure produces an access code based on a 

location identifier identifying a geographical location of the wireless device and which is used by a wireless device to establish 
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communications with a destination node as described in the ‘721 Patent and defined in the asserted claims, literally and/or using the 

doctrine of equivalents. In the Twitter Network, for example, the Twitter server infrastructure produces an access code comprising one 

or more portions and/or a combination of information. In the Twitter Network, for example, the Twitter server infrastructure produces 

an access code comprising information identifying one or more Internet Protocol (IP) network addresses associated with one or more 

Twitter messaging servers in the Twitter server infrastructure and/or direct message session information obtained from one or more 

Twitter messaging servers in the Twitter server infrastructure.  The IP network addresses and/or the direct message session 

information, for example, identifies a communications channel on a gateway (e.g., one or more Twitter messaging servers in the 

Twitter server infrastructure) through which communications between the wireless device and the destination node can be conducted. 

In the Twitter Network, for example, the Twitter server infrastructure enables communications from the wireless device to the 

destination node to be initiated using the access code as described in the ‘721 Patent and defined in the asserted claims, literally and/or 

using the doctrine of equivalents. 

Chart A uses one scenario of infringement as an example to demonstrate how elements of the asserted claims read on the use 

of a domain name system (DNS) associated with the Twitter Network to produce one or more portions and/or combinations of 

information representing an access code that is based on a location identifier identifying a geographical location of a wireless 

apparatus and that identifies one or more Internet Protocol (IP) network addresses associated with one or more Twitter messaging 

server in the Twitter server infrastructure and/or direct message session information obtained via the one or more Twitter messaging 

servers to enable mobile telephone roaming as described in the ‘721 Patent and defined in the asserted claims, literally and/or using 

the doctrine of equivalents. The scenario set forth in Chart A using DNS is one example made without limitation to one or more 

additional scenarios of infringement, which may be described in other charts using at least some of the components and/or processes 

associated with the Twitter Network already identified in Chart A, further demonstrating how the asserted claims read, literally and/or 

using the doctrine of equivalents, on the Twitter Network. 
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U.S. Patent No. 10,880,721 

130. [130p] A method of 

operating an apparatus 

for enabling a wireless 

device to establish 

communications with a 

destination node, the 

method comprising: 

The Twitter Network performs a method of operating an apparatus for enabling a wireless device 

to establish communications with a destination node. 

 

In the Twitter Network, for example, establishing communications between a wireless device and 

a destination node of a communications network is performed when the Twitter server 

infrastructure owned and operated by Twitter produces an access code based on a geographic 

location associated with the wireless device and which is used by the wireless device to initiate 

communications from the wireless device to the destination node as described in the ‘721 Patent 

and defined in claim 130, literally and/or using the doctrine of equivalents. 

 

In the Twitter Network, for example, a Twitter subscriber’s mobile telephone (i.e., a wireless 

device) initiates a process for sending a Twitter direct message within a user interface associated 

with a Twitter client software application. The Twitter subscriber’s mobile telephone uses the 

Twitter client software application to establish communication with the Twitter server 

infrastructure by requesting access to the Twitter server infrastructure. In response to the Twitter 

client software application requesting access, the Twitter server infrastructure produces an IP 

network address (i.e., an access code) of one or more Twitter messaging servers based on a 

geographic location directly and/or indirectly associated with the Twitter subscriber’s mobile 

telephone and which is used by the Twitter subscriber’s mobile telephone to initiate 

communications from the Twitter subscriber’s mobile telephone to the destination node using the 
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