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Supplemental Infringement Contentions

RESTRICTED CONFIDENTIAL - CONTAINS SOURCE CODE MATERIAL

Claim Chart for Amazon Simple Storage Service (S3) re U.S. PATENT NO. 6,415,280

Issued July 2, 2002

Identifying and Requesting Data in Network Using Identifiers

Which Are Based on Contents of Data

CLAIM 36 ‘280 PATENT Amazon Simple Storage Service (S3)

36. A method of delivering a data

file in a network comprising a

plurality of processors, some of
the processors being servers and

some of the processors being

clients, the method comprising:

Amazon 83 (Simple Storage Service) is an online storage web service offered by Amazon Web

Services that performs a method of delivering a data file in a network comprising a plurality of

processors, someof the processors being servers and someof the processors being clients.

Amazon S3 provides storage through web services interfaces. S3 stores arbitrary objects

(computer files) up to 5 terabytes in size, each accompanied by up to 2 kilobytes of metadata.

Objects are organized into buckets (each owned by an Amazon Web Services or AWS account),
and identified within each bucket by a unique, user-assigned key.

[http://en.wikipedia.org/wiki/Amazon_§3; http://aws.amazon.com/s3/].

End user’s, remote from Amazon’s servers, use their computers with client processors to upload

data items to the Amazon servers with server processors.

Multiple amazon servers and multiple client computers are connected through IP connections,

and each contains processors to send request andto receive request. Both $3 and client

computers consist of processor in which to send and receive data. Files can be distrubted across

plurality of computers in a network.

The source-code references are exemplary in nature. The evidence includes butis not limited to the classes, methods and structures

referenced herein. PersonalWeb reserves the right to supplement these contentions with further discovery.
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U.S. PATENT NO. 6,415,280

Issued July 2, 2002

Identifying and Requesting Data in Network Using Identifiers

Which Are Based on Contents of Data

CLAIM 36 ‘280 PATENT Amazon Simple Storage Service (S3)
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U.S. PATENT NO. 6,415,280

Issued July 2, 2002

Identifying and Requesting Data in Network Using Identifiers

Which Are Based on Contents of Data

CLAIM 36 ‘280 PATENT Amazon Simple Storage Service (S3)

storing the data file is on a first

server in the network and storing

copies of the data file on a set of
servers in the network distinct

from the first server; and

Amazon’s S3 system stores a data file on a first server in the network and stores copies of the

data file on a set of servers in the network distinct from the first server.

Amazon S83 provides a highly durable storage infrastructure designed for mission-critical and

primary data storage. Objects are redundantly stored on multiple devices across multiple
facilities in an Amazon Region. To help ensure durability, Amazon S3 PUT and COPY

operations synchronously store your data across multiple facilities before returning SUCCESS.

Once stored, Amazon S3 maintains the durability of your objects by quickly detecting and
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U.S. PATENT NO. 6,415,280

Issued July 2, 2002

Identifying and Requesting Data in Network Using Identifiers

Which Are Based on Contents of Data

CLAIM 36 ‘280 PATENT Amazon Simple Storage Service (S3)

repairing any lost redundancy.

[http://aws.amazon.com/s3/#protecting |
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