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SonicWall SuperMassive Series

Uncompromising, high-performance, next-generation firewall protection for

your enterprise network.

The SonicWall SuperMassive Series is
SonicWall’s next-generation firewall
(NGFW) platform designed for large
networks to deliver scalability, reliability
and deep security at multi-gigabit
speeds with near zero latency.

Built to meet the needs of enterprise,
government, education, retail,
healthcare and service provider, the
SuperMassive Series is ideal for securing
distributed enterprise networks, data
centers and service providers.

The combination of SonicWall’s

SonicOS operating system, patented*
Reassembly-Free Deep Packet
Inspection® (RFDPI) technology and
massively multi-core, highly scalable
hardware architecture, the SuperMassive
9000 Series deliver industry-leading
application control, intrusion prevention,
malware protection and TLS/SSL
decryption and inspection at multi-
gigabit speeds. The SuperMassive
Series is thoughtfully designed with
power, space and cooling (PSC) in mind,
providing the leading Gbps/watt NGFW
in the industry for high performance
packet and data processing, application
control and threat prevention.

The SonicWall RFDPI engine scans
every byte of every packet across all
ports, delivering full content inspection
of the entire stream while providing
high performance and low latency. This
technology is superior to proxy designs
that reassemble content using sockets
bolted to anti-malware programs,
which are plagued with inefficiencies
and the overhead of socket memory
thrashing, which leads to high latency,
low performance and file size limitations.
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The RFDPI engine delivers full content
inspection to eliminate various forms of
malware before they enter the network
and provides protection against evolving
threats — without file size, performance
or latency limitations.

The RFDPI engine also performs full
decryption and inspection of TLS/SSL
and SSH encrypted traffic as well as
non-proxyable applications, enabling
complete protection regardless of
transport or protocol. It looks deep
inside every packets (the header and
data part) searching for protocol non-
compliance, threats, zero-days, intrusions,
and even defined criteria to detect and
prevent attacks hidden inside encrypted
traffic, cease the spread of infections,
and thwart command and control (C&C)
communications and data exfiltration.
Inclusion and exclusion rules allow total
control to customize which traffic is
subject to decryption and inspection
based on specific organizational
compliance and/or legal requirements.

Application traffic analytics enable

the identification of productive and
unproductive application traffic in real
time, and traffic can then be controlled
through powerful application-level
policies. Application control can be
exercised on both a per-user and per-
group basis, along with schedules and
exception lists. All application, intrusion
prevention and malware signatures are
constantly updated by the SonicWall
Capture Labs threats research team.
Additionally, SonicOS, an advanced
purpose-built operating system,
provides integrated tools that allow
for custom application identification
and control.
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SuperMassive 92000 Series

Benefits:

Get complete breach prevention
including high performance

intrusion prevent

ion, low

latency malware protection and
cloud-based sandboxing

Gain full granular application
identification, control

and visualization

Find and block hi

dden threats with

decryption and inspection of TLS/
SSL and SSH encrypted traffic,
without performance problems

Scale security pe
10/40 Gbps data

Adapt to service-

rformance for
centers

level increases

and ensure network services
and resources are available

and protected
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Real-Time Litigation Alerts

g Keep your litigation team up-to-date with real-time
alerts and advanced team management tools built for
the enterprise, all while greatly reducing PACER spend.

Our comprehensive service means we can handle Federal,
State, and Administrative courts across the country.

Advanced Docket Research

With over 230 million records, Docket Alarm’s cloud-native
O docket research platform finds what other services can't.
‘ Coverage includes Federal, State, plus PTAB, TTAB, ITC
and NLRB decisions, all in one place.

Identify arguments that have been successful in the past
with full text, pinpoint searching. Link to case law cited
within any court document via Fastcase.

Analytics At Your Fingertips

° Learn what happened the last time a particular judge,

/ . o
Py ,0‘ opposing counsel or company faced cases similar to yours.

o ®
Advanced out-of-the-box PTAB and TTAB analytics are
always at your fingertips.

-xplore Litigation

Docket Alarm provides insights to develop a more
informed litigation strategy and the peace of mind of

knowing you're on top of things.

API

Docket Alarm offers a powerful API
(application programming inter-
face) to developers that want to
integrate case filings into their apps.

LAW FIRMS

Build custom dashboards for your
attorneys and clients with live data
direct from the court.

Automate many repetitive legal
tasks like conflict checks, document
management, and marketing.

FINANCIAL INSTITUTIONS
Litigation and bankruptcy checks
for companies and debtors.

E-DISCOVERY AND

LEGAL VENDORS

Sync your system to PACER to
automate legal marketing.

WHAT WILL YOU BUILD? @ sales@docketalarm.com 1-866-77-FASTCASE




