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Dear Evaluator,

First, thank you for taking the time to evaluate Qualys Cloud Platform, an integrated suite
of security and compliance applications. Today you must do everything to protect your
network from the myriad of new threats, discovered almost every day, and meet
compliance. Although you need to fully evaluate a solution for your enterprise time is not
on your side. You need a solution now and your risk increases every day you wait. We have
produced this Evaluator’s Guide to help you use your time more efficiently.

Toward that end, we had several objectives for this document. One was for it to be
reasonably concise. In addition, it had to be structured to enable you to apply the primary
functions - mapping, scanning, reporting, remediation, and policy compliance — while
offering you the option to explore deeper into sub-functicns.

The Evaluator’s Guide helps you test the product highlights without limiting your options.
We urge you to apply Qualys to a network of your choice. That is the only way to get a true
sense of its capabilities. For demonstration purposes, Qualys has an Internet facing
network with a handful of IP addresses that you may want to scan first before scanning
your chosen netwcrk. Please feel free to do that. We will be happy to provide you with the
current IP addresses.

At various steps in the Evaluator’s Guide, you will see procedures and screen shots designed
to simplify every aspect from authentication to remediation. Also there will be references
to sections in the online help, which is available from every location in the user interface,
for more details.

One of the biggest hurdles in using an enterprise information security management
solution is the installation and deployment. With Qualys, this is eliminated. You interact
with the solution using a Web browser that allows you to log onto Qualys to start the
mapping, scanning, reporting, remediation, and policy compliance processes.

Should you have any questions during this process please contact your Qualys
representative or Qualys Support at www.qualys.com/support/.

Again, thank you for evaluating the Qualys Cloud Platform.

Sincerely,

Qualys, Inc.

W
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Getting Started
Key Features of the Ul

Getting Started

All of your interactions with the Qualys solution will be through the Secure Internet
Interface. After registration for the trial, you will receive an email with a secure link to a
user name and password and login URL. This is a one-time-only link. Once you have
connected to the Web page, neither you nor anyone else can do so a second time. This
protects you in the event someone intercepts your email. Your login is fixed and assigned
by Qualys. Your password is a randomly generated “strong” password to begin and you
may change it at any time.

To log in tec the Qualys user interface, go to your account registration email and click the
login URL link.

Key Features of the Ul
Let’s take a quick look at the Qualys user interface and some of its key features.

Security and Compliance Suite
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Getting Started
Key Features of the Ul

Customize Your View

You can hide columns, change the sorting criteria and specify the number of rows to
appear in each list. To do so, use the Tools menu above the list, on the right side.
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Actionable Menus

Take actions on a single item using the Quick Actions menu. Place your mouse cursor over
the data list row to see the drop-down arrow. Then click the arrow to see the possible
actions you can take. For example, view or download scan results for a finished scan.
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Take actions on multiple items in a data list. Select the check box for each item in the data
list your action applies to and then select an action from the Actions menu above the list,
You'll notice that the Actions button displays the number of items that you’ve selected.
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Contextual Setup

Setup options are available where you need them. For example, setup cptions affecting
scans and scan results appear on the Setup tab in the Scans section. This means you don’t
have to leave the Scans section to setup your configurations or set global scan options.
The setup options available to you depend on your service level and subscription settings.
The ability to edit setup options is determined by your role and permissions.
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Getting Started

Account Setup

Account Setup

Now that you're familiar with the user interface, let's perform a few key tasks to setup
your account. You'll need to install your scanner appliance, add domains for mapping,

and add hosts (IP addresses) for scanning. We'll also look at how you can organize your
assets and users.

Installing Your Scanner Appliance

By installing a scanner appliance within your network, you will have the ability to do
vulnerability assessments for your entire network. We offer both physical appliances and
virtual appliances for ease of integration with your network environment. The scanner
appliance features a hardened OS kernel, is highly secure, and stores no data. [t's
recommended best practice that you create dedicated user accounts for installing scanner
appliances, so that changes in account status do not affect scanner appliance availability.
For the purpose of this review, you will simply install your scanner appliance using the
same login and password you are currently using. Go to VM/VMDR > Scans > Appliances
to set up a 14 day trial of Qualys Virtual Scanner.

Creating Network Domains

Qualys uses a dormains concept for its network mapping process. “Comain” in this context
1s our name for a DNS entry, for a netblock, or for a combination.

To create such a domain, you select “Assets” on the top menu and then select the
“Domains” tab. Go to New > Domains. Here you will specify a domain or a netblock of IPs.
Once you have typed them into the New Domains pop-up, click “Add". A notice will appear
reminding you that you must have permission to discover (map) the specified domains
and netblocks. Click “OK”". You will be returned to the domains list, and the added
domains will now be shown.

When specifying domains, you may add existing repistered domain names recognizable by
DNS servers on your network, such as “mycompany.com”. Also you have the option to add
a domain called “none” with netblocks (one or more IP addresses and IP ranges).

Qualys provides a demo domain called “qualys-test.com” for network mapping. This
domain may already be in your account. If not you can add it yourself. Note that the
devices in the demc domain reside in Qualys Security Operations Centers, so the Qualys
Internet scanners can be used for mapping this domain.

Adding Hosts for Scanning

The service supports network scanning and compliance scanning. Host assets are the IP
addresses in your account that may be used as scan targets.

In preparation for network scanning, you need to tell us which IP addresses and/or ranges
you wish to scan. Select “Assets” on the top menu and then select the “Host Assets” tab.
Go to New > IP Tracked Hosts.

FINJAN-QUALYS 419619
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Gcttmg Started
Controlling Access to Assets

The New Hosts page will appear. In the section titled “Host IPs” enter the IPs for which you
have permission to scan. You'll see the check box “Add to Policy Compliance Module” if
the compliance module is enabled for your subscription. Select this check box if you want
the new IPs to also be available for compliance scanning. At the bottom of the page, click
the "Add” button. A notice appears asking you to verify that you are authorized to scan the
IP addresses being added. Select “OK.” The host assets list will now return to your display,
and the newly added hosts will be added to the list.

How can | discover hosts?

You can discover the devices on your network starting from a domain or netblock. Then
add the IPs to your account using the workflow from the Map Results report.

Tell me about tracking hosts by DNS and NetBIOS.

You'll notice that you have the option to add hosts tracked by DNS and NetBIOS
hostname, which allows for reporting host scan results in dynamic networking
environments. For example, you may want to use DNS or NetBIOS hostname tracking if
the hosts on your network are assigned IP addresses dynamically through DHCP.

Tell me about support for virtual hosts.

A virtual host is a single machine that acts like multiple systems, hosting more than one
domain. Fer example, an ISP could use one server with IP address 194.55.109.1 to host two
Web sites on the same port: www.merchantA.com and www.merchantB.com. To ensure
that the scanning service analyzes all domains when the host is scanned, set up a virtual
host configuration for this IP address and specify the port and fully-qualified domain
names. Select the "Virtual Hosts” tab under “Assets”. Then go to New > Virtual Host to
create a new virtual host configuration.

Controlling Access to Assets

You can control user access to assets (scanner appliances, domains and hosts) by
organizing them into user-defined asset groups and then assigning these groups to users.
This is how you limit users to certain assets in the subscription.

Select “Asset Groups” under “Assets” to view your asset groups. Go to New > Asset Group
to add a new asset group. Asset grouping offers great flexibility, allowing you to assign
assets to multiple asset groups.

VDR |
|

|
Dashboard  Vulnerabilifies  Prionfizabon  Scans  Reporls  Remediabion @nrm edgeBase  Users |
orte)3e

€) Assets [IIRTEIIN  (incce | AssetSeacn | VimusHosts | Domans

Tite . Ps Domatns |
AGT 101000210 10,10 100

d we 101040 10,10 70 82

To view information associated with an asset group, click anywhere in the data list row for
the group you're interested in, then click the down arrow B3 that appears in the row to see
the Quick Actions menu. Select “Info” from the Quick Actions menu.

-
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Getting Started
User Mariagement

You may wish to go one step further and organize asset groups into business units. This
allows you to grant management responsibilities to dedicated Unit Managers. Unit
Managers are tasked with overseeing assets and users within their respective business
units. Business Units are managed in the “Users” section.

Following is a typical example of how an enterprise might segregate their assets into user-
defined business units:

1. Start with all assets In

the subscription. Subscription Assets

IPs: 10.10.40.1-10.10.10.255, 64.41.134.55-64.41.134.61
Domains: qualys-tost.com, qualys.com

\pp ca_ 2 Iy fr_s de_:
2. Split assets into
logical asset groups.
4 ¥ 4 y
Asset Group California Assel Group New York Asset Group France Asset Group Germany
10.10.10.1-10.10,10.60 10.10,10.61-10.10.10.120 10.10.10.121-10.10.10.180 10.10.10.181-10.10,10.255
64.41.134.59.64.41.134.61 qualys-test com gualys.com qualys com
ca_scannor ny_scannar fr_scanner de_scanner

l :

Business Unit USA

3. (Optional) Organize
asset groups into
business units.

Business Unit Europe

California
New York

France

Germany

User Management

User management capabilities allow you to add multiple users with varying roles and
privileges. Each user is assigned a pre-defined user role which determines what actions
the user can take. The most privileged users are Managers - they have full privileges and
access to all assets in the subscription.

Managers and Unit Managers have the ability to manage assets and users. Managers have
management authority for the subscription, while Unit Managers have management
authority on an assigned business unit only.

Scanners and Readers have limited rights on their assigned assets. Scanners can launch
scans and run reports. Readers can run reports.

Auditors have compliance management privileges. Auditors cannot run compliance scans,
however they can define policies and run compliance reports. Auditors only have visibility
into compliance data (not vulnerability data). This role is available when PC is enabled for
the subscription.

FINJAN-QUALYS 419621
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Getting Started

User Mariagement

A Remediation User has limited access to the Ul and can access only remediation tickets
and the vulnerability knowledgebase. Remediation users do not have any scanning or
reporting privileges. A Manager can assign Business Unit and Asset Groups and also
tickets generated by policy rules for assets (asset groups) to the Remediation User.

A KnowledgeBase Only user has limited access to the UL They can send and receive
vulnerability notifications and view vulnerabilities in the KnowledgeBase. (This role is only
available when this feature is enabled for your subscription. Only a Manager can assign

this role.)

A User Administrator user will only have access to users, assets groups, business units
and distribution groups. Users with this role can create and edit all types of users, except
other User Administrators. They can edit and delete Manager users as long as there is at
least one Manager account remaining in the subscription. That means the User
Administrator cannot delete the last Manager account and cannot change the role for the
last Manager account. The User Administrator does not have permission to delete
business units, distribution groups, or asset groups.

Contacts have one permission only - to receive scan email notifications.

A typical deployment will have multiple users with multiple business units as depicted in
the following chart:

TR

[}
I
i
!
]
|
i [ Sam
Unit Manager (*) | || Unit Manager (') Unit Manager
Group A, B, C ! : Group F, G H Grouwn F, G, H
!
i
i \;I;‘
1!
W
HE
e | 1
V
Bill Brad Carl Bob 1| Salhy Jack
Seanner Reader Scanner Reader 1 | | Scanner Scanner
Croup & Group B Group A, B Group &, B, C "1 GroupF Group G, H
i
!

The Qualys solution provides great flexibility in defining users, asset groups, and business
units to reflect the organizational structure and business requirements for the enterprise.

Note: For Express Lite accounts, you can add a total of 3 Manager users (no other user
roles are available), and Business Units are not available.
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Getting Started
User Mariagement

Adding Users

On the top menu, select “Users”. Then go to New > User. You can add users to your
account, assign them roles, and associate them with business units.

VDR -

Dashboard  Vulnersbilibes Prontizaton Scane  Roporie  Remodiation  Assalc Kn{-wlmgeEur,e

Distnhulon Gioups | Ay log | Setup

Mamn - Role Business Unit
Hana Sigh Scannes =T

s Kpgah * Linil Mamiger ELitos

Patrick Simmer * {anager Unassignen

In the “General Information” section the account creator provides general user
information like the user's name, business title, and contact information.

New User
ot I ation 2
General Information
Firslbams * g hadress 1 | 1600 Brdge Rarkeey
Uiser Role
Loslhiame:* | Mucs MoEss2 | 2 Ao
Asat Groups Company Guafys, Ine oy Redwood TRy
R e Tha-= 1T Mansgar Gaumy Linkad Grazas of Amanca -
options Fhiane.” 5 .
B30 BUL 6100 Gints Caformia -
Sacurity Far .
2P Sode M0ES
E-mal Adiress * | miancos
emmarcos@gualys cum il
cancel | e

Go to “User Role” to assign a user role, access permissions and business unit.

New User

Ganaral information User

Locals
User Rola * Uk Manager -

oo Busingss Lni* Wit Conat | Buww

e Haw Business Ui |

Securizy

P— =

Go to “Permissions” to assign permissions to the user. Different permissions appear for
different user roles. The example below is for a Unit Manager role.
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New User

Getting Started
User Mariagement

Genaral informtion
Locale

Wser Role

Crptions

Security

Extended Permissions

il thiz uzes to portorm the folawing actions
| Manage v module
] Creatafedit remediabon policy
[ Creataredilvirual nosts
171 Add aasen
[ Urasta ophon pronies
| Furge host informationiisiary
[ Craste/wdit auihenticaion recardshaufis
HEnBge PG mmlE
ACce pUR T ExCEpHONS
"] Crastafedit compliance policins
Cieale Us e Defined Corirai
UpdaleDelete L'swr Delines Conirols
77 Menage wah applications
Craats wel applicaions
W1 Manage witual scannes aEpkancys
Hanage omine scanner appliances

Select “Options” and you'll see several email notifications you can enable for the user.

Mew User

tGranaral Intosmation
Locais

Used Roke
Parmuzaiens

Sacurity

Cancel |

Notification Options

The folimwing saischans will configure vnen mis usetwill esns nanfieations from Guals sna whariney will

TeCE|ve fhsm for
Labesst Cantrots:
Moty Weakly © Naone
Latest Vuinarabilities:
A Weakly U Doally (0 Hae
Scan Complets Nodlication:
BN o
Scan Summary Notification (winarability scanc onfyr
@00 oF
Map Holicancn:
& On O
Report Botification:
Al reparia £ My reparts @ Ha nolification
Exeeption Newticaon:
My exceplions B nobication
Diner Hotificasons:
| Seanner éppliance heartbest check,
Thek#t lotfications:
| Daily traubls bohets updates

Now go to “Security” and you can select VIP two-factor authentication for the user, or
enable SAML 5SSO for the user (when this option is enabled for your subscription). If both
options are turned on, VIP will be ignored and SAML SSO will be used. (Tip: Managers can
require VeriSign VIP or SAML SSO for all users by going to Users > Setup. For VeriSign VIF,
select Security. For SAML SSO, select SAML SSO Setup.)

Ganaral informatinn

Locie
User fiole
Permissisns

aptons.

VeriSign Identity Protection (VIP)
L et Relatsred

] WP two-tactor sutherication

Motz Thim pgiinn enanies VIF wo-facar aumsntication o Usa1= 40 ingin iRtn Duelys G101 ThS

safting impacta Ui scoess.anky

SAML 550

iduntity
Prataction

¥l Entis SAL S50
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Getting Started
User Mariagement

About SAML SSO

When SAML SSO is activated for a user account, the user will no longer log in to the
service using their service credentials. Instead, users will click a link to enter a username
and password to authenticate to their identity provider (IdP). Upon successful
authentication, the IdP redirects to the service's Assertion Consumer Service URL, the
service validates the contents of the response, resolves the usernames and starts the
user’s session.

The account must have these settings:
1) SAML SSO must be enabled for your subscription by support or your account manager.

2) The New Data Security Model must be accepted for the subscription. A Manager can opt
in by going to Users > Setup > Security.

How to enable SAML SSO for all new users
Managers can go to Users > Setup > SAML SSO Setup and select the option “Enable SAML
SSO for new users”.

How to enable SAML SSO for select users

Go to Users > Users and edit the user's account. You'll see the SAML SSO option in the
Security section.

About VeriSign VIP Support

When VIP is enabled for a user, the user completes a two-part process to log in to our user
interface. The user will enter login credentials (login name and password) followed by VIP
credentials (VIP credential ID and one-time security code).

Note - VIP two factor authentication impacts UI access only (not API access).

How to enable VIP authentication for all new users

Managers can go to Users > Setup > Security and select the option “Require VIP two-factor
authentication for all users”.

How to enable VIP authentication for select users

If not enabled globally, a Manager can enable VIP authentication individually for specific
users. Go to Users > User Accounts and edit the account you're interested in. Then select
the option “VIP two-factor authentication” under Security.

How to enable VIP authentication for yourself

All users with login privileges can opt in for VIP authentication by registering their own
VIP credential with our security service. Edit your own user account, go to the Security
section and register your credential.

| don’t have a VIP credential. How do | get one?

You can get a credential from the VeriSign Identity Protection Center at:
https://idprotect.vip.symantec.com or https://vip.symantec.com. Each VIP credential
bears a credential ID and allows the user to generate one-time security codes as needed.
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Controlling User Access to Apps

Controlling User Access to Apps

‘You can grant a user’'s account access to various apps on our Cloud Security Platform.

Grant access to VM, PC, SCA

(Managers) Edit a sub-user’s account to grant access to these apps: VM, PC, SCA. Select
“Manage VM module” to grant access to VM, “Manage PC module” to grant access to PC or
“Manage SCA module” to grant access to SCA. Only apps enabled in your subscription are
available. Clear any of these options to take away access.

Edit User | Note - Depending on the

user's role you may see

S additional permissions
e = for each app.

remetiation palicy

Extended Permissions

Aecount Activity

Sgcumity
TERa 5T eh ApPIEa]
Uiser Siats Casale welb catlong
¥ Manage wival sc: araophances
! Maraga ofine scanner appliances

Cancl | ==

Grant access to other apps on our Cloud Security Platform

(Managers) Use the Administration utility (last option in the app picker) to view and
manage users and grant access to applications like WAS, WAF, CA, CM, SAQ, etc. On the
User Management tab you'll see the apps each user has access to. Access is role based.

Admibniatration -

Users  Action Log
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Getting Started

vou're Now Ready

Go to Users > Role Management to view, create, edit roles with various permissions and

aCCess.

Adbministration -

Users  Acbon Log

[ userManagement || Mnyigement

Total used roles
=10
Total
i
R (-
= Hame = Descnpton
READER. Fnd-Duly Usel

You’re Now Ready

At this point, you should have successfully obtained authorization, logged in, created
domains for mapping, added hosts for scanning, and are ready to begin mapping and
scanning. If any of the preceding steps failed to provide results similar to those in this
setup section, please email or call Qualys Support before continuing. The sections to

follow walk you through the primary functions of the Qualys solution, including mapping,
scanning, reporting and remediation.

14
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Mapping Your Network
Running a Map

Mapping Your Network

Before you can map a portion of your network, you have to tell us how you would like it to
perform that mapping. This is called a “Network Map Profile.”

Under Scans, select the “Option Profiles” tab, and then go to New > Option Profile. A New
Option Profile page will open. Give the new profile a title, such as “Network A Map”.

Go to the “Map” section of the option profile. Scroll down to the Options section and make
sure the “Perform Live Host Sweep” option is selected. This option will allow you to map a
domain and identify hosts in the netblock. If you're mapping an internal domain or
internal IPs, then scroll up and select the option “Netblock Hosts only” for basic
information gathering. Feel free later to try different selections for your map prefile, but
for now, select the “Save” button to save the option profile.

Running a Map

Now you're ready to run your first map. Select the “Maps” tab in the “Scans” section. The
maps list appears. Go to New > Map.

VMDA v

Dashboard  Vulnersbilities  Priorifizetion Scans: Reporis Remedistion  Assets  KnowledgeBasa  Users

®) Scans | G Sthedules | Appliances | Option ProMes | Auhentication | Searchlise | Setup

Title " | Targets Lamnehed User
Schedie Map.
Mo mao Tound matchno vour fiters Plagse modf voul 1Bsrs 01 Sundch & Med.
Doinain
e Cromo
Epan Pacin
Downlosd

The Launch Map pop-up appears, as shown below.

Caunch Map el Enter the name “First Map” in
S Y — the “Title” field and select your
Ganeral information new map profile (e.g. “Network
oo e e .0 5L A Y NN et a4 e w0 S ApRMNC s A Map”) from the “Option
P =T Profile” menu.
Cpfion Profile Hatwark A Map v R Ve
S The “Scanner Appliance” menu
N ——— - ——————————— appears when your account
— o o7 e includes a scanner appliance.
o g S S s When present, select the name

of your scanner (required for
e e s aeme mapping private use internal

s sita IPs) or External for external
scanners.
Natification
| Send netficaton whan s scan g Eniahad
tamer | _conen |
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Mapping Your Network

viap Results

In the “Domains/Netblocks” field, enter the domain you already added or click the “Select”
link to choose a domain from a list of domains in your account. In the example shown, the
domain “qualys-test.com” is selected. (You can also map IP addresses and asset groups.
See Map Targets to learn more.) Select “Launch” to start the map.

The maps list is refreshed and your new map is shown with the status “Running”. When
the mapping is complete, the status changes to "Finished.” Also, the Qualys service will
send you a map summary email to the address with which you registered when the map
summary notification option is enabled in your account.

UMpR - o] el Paiek Simeer joutya et v Lageul

Dashboard  Vulnersbilities  Priorfization  Scans Reporls  Remediation Adsets  KnowledgeBase  Users

Schedules Appliances Oplion Profies Authentication Search Lists Setup

| e Targets Launched User Referencs Date - Haus

First Mg Aualys-dat.com ﬂ Palrick SEmma map 1585451300, 46463 DATAZ020 al D54 48 {GMT-0TOD) Finished

Map Results

On the maps list, click the data list row for your finished map and select the down arrow
that appears in the row. Then select “View Report” from the Quick Actions menu. Your
Map Results will appear online in an HTML report. The sample map below was generated
for the “qualys-test” domain. At the top of the page is a Report Summary. Take a look at
yours and note the information completeness.

Filge  View- Haip-
Actians: | Add i @ naw Assel Growp ¥ || Apply

Map Results April 09, 2020
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Uritet Stabes of AmereE

Figport Sumisary
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1aap

Timn Omdamand

Sates Fmishad

Tew Fat Mag

Launen Diata OLUDSZD0 at D5 56:41 (BMT-0700)

Faterance map/ 1585251208 36480

DuFanon. WA

Toinl Hosts Found. 37

Scawner Apgiance 101 45103 {Bcanrer 118,51-1 Vulnevakidily Sigraluras 24 7755

Cption Frotis. hlueork A g
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cjualys-teut.com (57)
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p 31012 w1 Corg guatys-test com WEIW 10111 Winadows 2000 L
N I IRE] A2 O Gusy-test Com WDV 0111 Vi 2000 L
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y [ oo NpiAzciat COrp Quays-test com W P JaiCinct L
b WL dhepaom. qual-iest com {LEEE] Linus L
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CENEE EER proy Com qualys-iest com Wil Linus L
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Mapping Your Network

Map Results

Now scroll down the page to see the list of hosts discovered along with legend information
that indicates “Approved,” “Scannable,” “Live,” and “Netblock.” This map was generated on
the qualys-test domain for demonstration purpeses. The discovered hosts were all live at
the time of the scan but are not in the approved hosts list for the domain or in the
domain's associated netblock. Hosts are scannable when they are already in the user’s
account and available for scanning. Your map will have results specific to the domain that

you mapped.

Click the arrow ( p ) next to any host to view a list of open services on the host. The
discovery method used to detect each service is listed along with the port the service was
found to be running on (if available).

The top of your report includes an Actions drop-down menu with powerful workflow
options that allow you to select hosts in the results and do any of the following: add hosts
to the subscription, add hosts to groups, remove hosts from groups, launch and schedule
scans on hosts, edit hosts, purge host details, and approve hosts for the domain.

Let’s add hosts from the map results to a new asset group for scanning. Hosts with the “S”
indicator on the right-side legend are scannable, meaning that they already exist in your
account. Select the check box next to each scannable host you want to add to the group.
Then go to the Actions menu at the top of your report and select “Add to a new Asset
Group” from the drop-down menu, and click "Apply”. On the New Asset Group page give
your asset group a title, such as “First Asset Group.” You'll notice that the selected hosts
are already assigned in the IPs secticn. The Business Info section is where you specify an
impact level used to calculate business risk in scan status reports (automatic). The impact
level “High” is assigned by default. Select “Save.” The new asset group is saved to your
asset groups list and is available for mapping, scanning and reporting. We'll reference this
group in the next chapter when scanning for vulnerabilities.

Viewing Map Results in Graphic Mode

Now go to View > Graphic Mode from the menu at the top of your report.

Map Results =
Filar Wigwr Holp=
Betjone: SPIIN ap ¥ || Asply
ColagEs A
it
(" Guaonic hads >
Map Results April 09, 2020
Painck Slimmar Qushyz 4002020 3 103262 (GMT-0700)
oy s_s8 Q16 E Hillsdala Bivd 4ih Fioor Bort By IF Arddess
Managsr Foster City, Callineniz 54404
Unitad Sisbae of Amarica
Fepon Summary
Domain qualys-isst com
Mg
Typ: Ondemand
States Fangs
Tiie: Fasl Map

We will prepare a graphical representation of the map in a separate window. Following is
an example.
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Mapping Your Network
Scheduling Maps

Map Results: First Map
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Click on any host in the map to see details in the Preview pane, as shown below. You'll see
basic information on the discovered host, its OS, and how it was identified:

@ Ome [ 12 ] roe @

TCP POSIT 33 IDPFORT 138 TOPRORTASY TOFRST LOPFORT O RS- 1G9

|
Looking for certain hosts? Easily search the results by [P address, hostname, or certain
host attributes. Make selections in the Search field at the top or in the Summary pane on
the left.

Scheduling Maps

In the previous instance, you ran a map on demand. You can also schedule maps,
pericdically, that require no human intervention. To schedule a map, select the
“Schedules” tab under “Scans”. Then go to New > Schedule Map. Give the scheduling task a
title, such as “First Map Schedule”. Your name should appear in the Task Owner field and
the default option profile will appear in the Option Profile field. In the Target Domains
section, specify your map target. Then go to the Scheduling section to pick the start date
and time, duration, and any other options. Select “Launch Help” in the top right-hand
corner for assistance with available settings. When finished, select “Save.”

Now Qualys will repeat that map as scheduled, and each time it completes the map, it will
send you a summary email with a secure link to the Map Results report. As you will see
later, repeated mapping coupled with reporting on prior map results, a Manager can
quickly see any changes to the domain due to any new or rogue devices.

18
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Mapping Your Network

Map Targets

Map Targets

Each time you launch or schedule a map, you specify one or more map targets in the
Target Domains section. You may specify any combination of registered domains, IP
addresses/ranges, and asset groups. When you select an asset group for the map target,
you have the option to map the domains and/or the IPs defined in the asset group.

When multiple map targets are submitted in a single map request, the service
automatically produces multiple map reports. The service produces a separate map report
for each registered domain and for each group of IPs. For example, if you enter 2 registered
domains, then the service produces 2 map reports. If you enter 2 registered domains plus a
range of IPs, then the service produces 3 map reports. All of the maps produced from a
single request will share the same user-provided map title. The Targets column in your
Maps list identifies the registered domain name or the IP addresses/ranges included in
each map report.

Mapping Summary

Qualys supports both on demand and scheduled mapping. Mapping profiles allow you to
tailor the discevery based on your selection of mapping criteria. All mappings initiate
emails with result summaries and links to the saved Map Results information.
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Scanning for Vulnerabilities

Scanning for Vulnerabilities

As with mapping, scanning requires an option profile. You can create your own option
profile, use the default profile, or select one from the library. The Qualys Library provides
pre-configured option profiles designed specifically for vulnerability scanning. You can
import these option profiles into your account and use as-is or edit them as required.

Let’s create a new option profile. Go to “Scans” on the top menu and select the “Option
Profiles” tab. Then go to New > Option Profile.

Maps Schedibes: Appkapces Dption Profiles Austhentic ation Zearch Lists Setup
[ seaen || Fien v 15005 g~
o Prafie
| 4 Tpe R Uset - Modifed
Pt Gptan Prefie.
L SENOH0 | oot wom Ly etaid Pamick Siimmar 70706
I E R Pamck Shimmiar 070E01E
[ &) Standard " 2000% SANSZ0 Ophons Systam ATOTRYIG
o§ra Fayment Card Industy (PCI Dptions Syatam 7072016
I & stenoars Cualys Top 20 Opligns Systam QPOTR0IE

The New Option Profile page appears. As you did with mapping, give the profile a name,
such as “First Scan” and then select the “Set this as the default...scans” check box.

New Option Profile

Oplion Profile Tk

Scan Title * Frer Soan
Map wmer Patrick Skonmer {Manager: quays_psao ) =
Addithonal ) Batthiz 35 e dEsUN aplion prolle when |3 cleng maps sndes
Wik this @ giobally avaiiabls oplon prolie
|
|
festnre Defauis | save |  seeAs. |  Cancel |

Now go to the “Scans” section on the left to see available scan options. Keep all of the
default scan options as is except scroll down to the “Authentication” section and select the
“Windows"” check box to enable Windows authentication. Select “Save” to save the new
option profile. You will now be returned to the option profiles list, and the new default
profile called “First Scan” will appear.

The Windows Authentication feature enables Windows trusted scanning. Qualys supports
trusted scanning for Windows, Unix, Oracle, Oracle Listener, SNMP, Cisco [0S, IBM DB2,
VMware, MySQL and many more technologies. Refer to the online help and search for
“authentication” to find all supported technologies. When authentication is enabled for
your scans, we have the ability to gather more system intelligence on target hosts.
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Scanning for Vulnerabilities
Starting a Scan

Trusted scanning references user-defined authentication records in your account. Each
record identifies authentication credentials to be used for authentication to certain hosts.
For Windows authentication you may select local or domain authentication. For domain
authentication Qualys provides methods for IP-based authentication and domain-based
authentication. Trusted relationships are supported using both of these methods.

If domain authentication will be used, please review our documentation for information
on domain account requirements before you begin. Refer to the online help or download
the docurnent “Windows Trusted Scanning” from the Resources section (Help > Resources
> Tips and Technigues).

To add a Windows authentication record, select the “Authentication” tab under “Scans”.
Then go to New > Windows Record. On the New Windows Record page, give the record a
title. Under Login Credentials, select local or domain authentication. For domain
authentication it's recommended you select “NetBIOS, User-Selected IPs” for [P-based
authentication and then enter the target domain name. For basic authentication, enter
the user name and password for the Windows user account to be used. (Optionally, select
“Authentication Vault” if the password for the Windows user acccunt is stored in a third
party authentication vault. You must already have a vault record defined in your account
to use this option.) In the IPs section, under Available IPs, select the IPs/ranges to be
scanned and click “Add”. Lastly, select “Save”. The authentication records list will appear
and your new record will be listed.

Starting a Scan

Now you are ready to run your first scan. Go to the “Scans” tab and then go to New > Scan.
The Launch Vulnerability Scan pop-up appears.

Launch Vuinerability Sean

Fr
vt Agp e [=]
Choose Target Hosts from
Talt uz which hosts (P agdessen) wou went o 5o
W Aasety Tags
RE1atGroUEe P Asset Ganun LEr
i *h gole
152480 DAT-1A2 1600 M 182 VAR 0 304
ERD0A PRaNDES “h Sulect
THE SR NT 92,180 0 00 THD R G0
Notification
=] Send notification when this sanis Enistwd
tamen | concet |

Enter a title for the scan (for example “Internal Asset Scan”) and make sure that the
“Option Profile” field shows your new scan profile (for example “First Scan”). Note the
service provides a variety of pre-configured option profiles to assist you with vulnerability
scanning. You can import an option profile from the Library and apply it to the scan (and
the imported proefile will be saved in your account for future use).

K
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Scanning for Vulnerabilities
Starting a Scan

Specify a target asset group (for example, “First Asset Group” created previously from your
map results). You can also enter IPs or IP ranges in he “IPs/Ranges” field.

You can also pick one or more scanner appliances for running the scan in the “Scanner
Appliance” field, or let the system use the default scanner associated with the asset group
that you are scanning. (Note: If you are scanning the demo IPs, you must select External in
this field.)

Now, click “Launch”.

Once the scan begins, you will see the Scan Status window which is updated every 60
seconds with scan status information. You can move this window out of your way or close
it. You can re-open the scan status at any time from the scans list.

During the scan, you can view the scans list in the main window and see the scan task
status. To take actions on a scan, click anywhere in the data list row and then click the
down arrow that appears in the row to show the Quick Actions menu.

Sehediles Applances Olptian Profiles Authenhcatsn Search Lists Sefup

|l Title: Tasgeds User Reference Date = Sialus
SR 0230 ook Slimmar  scani{48703770443001 0772016 Runring [7]

[ £, intermal Aszel Scan

Preview Actinie W

Vulnerability Scan - Internal Asset Scan
Target: 4 1Pz}

TASTR0 TR ul 473141 {ENTNT08) | Ecnn Ausming

Agaregate VYulnersbiliies Ve Sumeany
Pending

For a scan in progress you can cancel it to stop the scan job, and you can pause it to stop
the scan job and resume it later. When you later resume a paused scan, the scan task will
pick up where it left off. Select "View” to re-open the Scan Status window (see sample
below).

The “Relaunch” option allows you to re-start a previous scan using the previous scan's
settings. The service makes a best effort to recall the previous scan’s settings and prefill
values as a convenience; the current date is appended to the previous scan’s title.

A scan segment is the time when scanner(s) are actively scanning a scan job, or a part of it
in the case of a paused scan. Only the time when the scanner(s) are performing a scan job
is counted in the scan duration.
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Scanning for Vulnerabilities

Scan St

Scan Status

You can easily track a scan and its status by going to the scans list. The solid icon @ tells
you all scan results have been processed and these results are available for reporting. The
next time you create a scan report (based on automatic data) the scan results from the
scan will be included. Also you'll see the scan results throughout the application.
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1) Scan Status Icons. A solid icon (filled-in) means all results available for the scan have
been processed, meaning the host scan data has been updated throughout your
subscription, and the results are available for reporting. When a scan is finished and the
results have been processed, you'll see @® When results processing is in progress, you'll
see O.You can always mouse over an icon to see the scan status.

2) Summary in the Preview Pane. The summary includes the number of hosts scanned and
the number of appliances used and the number of vulnerabilities detected. A summary
statement gives you the status of the scan and whether the results have been processed.
Also, if your scan was interrupted or if there was a scan error, such as the scanner
appliance was unavailable, then you'll see the error returned.

3) View Summary. Click the link in the preview section to see the current status of the scan
and details about scanner usage, including which scanners were used to scan target hosts.
Click on the Scanners section and expand details for a scan segment to see which
scanners (external scanners and/or scanner appliances) were used to scan hosts. (Note
the Scanners section is only visible in accounts with New Scanner Services enabled.)

4) View Results. Click the link in the preview section (or choose View from the Quick
Actions menu).
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Scanning for Vulnerabilities

Scan Results

Scan Results

Scan results for completed scans are always available from the scans list. The top of the
report shows a Report Summary with information about the scan task like the scan date,
number of active hosts, the option profile used. Following the Report Summary is the
Summary of Vulnerabilities.
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Scanning for Vulnerabilities
Scan Results

Scrolling down, you will see graphs displaying the total number of vulnerabilities by

severity, the operating systems detected and the services detected.
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Then what follows are detailed results sorted by host and characterized by operating
system. Detailed results for your internal hosts will be shown in this section of the report.
The sample detailed results section below shows there were 436 confirmed vulnerabilities
for IP address 10.10.10.11 running Windows Server 2008 R2 Enterprise 64 bit Edition

Service Pack 1.
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Scanning for Vulnerabilities

Scan Results

If you click on the title of a vulnerability, you'll see a comprehensive description of the
vulnerability, including threat, impact, verified solution .

Detailed Results
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Qualys correlates exploitability information from third party vendors and/or publicly
available sources to provide up to date references to exploits and related security sources.
Exploitability information enables users to perform risk-oriented analysis of
vulnerabilities and to further prioritize their remediation plans.

Qualys correlates malware information with Qualys-detected vulnerabilities when
malware threats for vulnerabilities are published in the Trend Micro Threat Encyclopedia.
This correlation allows users to prioritize and filter vulnerabilities so that they can get
actionable information to administrators for remediation of vulnerabilities that can lead
to malware infections.

Sample exploitability information is below.

EXPLOITABILITY:

o Corg Gopurity
Reference:  TVE-Z011-0034
Descrpbon:  Microseft Wincows UpenType Stack Overfiow DoS (MS11-022) - Core Seaunty Categery - Demal of ServceLoca

Some vulnerability detections return scan test results. Sample scan test results is below.

RESULTS:
Sewind|i5 sy siamI2iAmid 41 Varsion is 5 1 2. 230
Sowindir%iay=inmINAimid 4l Varsion i 2230
SemindiSisysiEmIZ\Smid. a8 Wersion 12 5.1.2 230
Shirindie%s oy slemI TR i 4 Warsion i 5.1.2.330

» EEEEE 5 Microsofi SWE Server Remote Code Execulion Vulnerability (M5 11.020)
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Scheduling Scans

As you saw with mapping, scanning can also be scheduled. Select the “Schedules” tab
under “Scans” and then go to New > Vulnerability Schedule Scan. The New Scheduled
Vulnerability Scan page appears. You give the schedule a title, select scan targets, and
then choose a start time, duration and occurrence frequency.

By scheduling scans in conjunction with reports that combine historical data, managers
can see vulnerability trends over time. This provides a good executive-level view of current
state of vulnerabilities, and progress being made in remediation - a key element for
regulatory compliance reporting.

You can configure the scheduled scan to run daily, weekly, monthly or one time one. This
scan task runs monthly, the first Sunday of every month, starting at 3:30 AM Pacific Time
(GMT-0800). You have the option of observing Daylight Saving Time (DST). You can also
configure the scheduled scan to automatically stop after a set number of hours.

Task Tite

Scheduling

Target Hosts

Stant 20l 07,2016 T oxm

(GMT -08:00} Linked States, Cakoma (Pachc Standan o B DAT
Wotifications Durstion e Tl ‘sirl 00 | Hisins
Schedule Slaius
Qonus Manthy Tl
Day 1 - olfevery| 1 mestn
& The  Fre :| Suntiay : ot ey 1 o

Ends afler BEEUMARCES

co | ==

The Manager primary contact has the option to allow users to configure a scheduled scan
to relaunch once a scan instance finishes, when New Scanner Services is enabled for the
subscription. This gives users the ability to perform continuous scanning by launching a
new scan as soon as the previous one finishes. This option is set by going to Scans > Setup
> Scheduled Scans. Once configured, users have the option to start continuous scanning
by configuring a schedule and selecting “Relaunch on Finish” from the Occurs menu.

Please note:

1) The schedule will be deactivated the first time a scan error is reperted unless you
choose to deactivate it after two or more scans have errors.

2) Be aware that each active scan counts towards the concurrent scans limit set for your
subscription. Also any scan may have impact to your network and the same impact could
occur repeatedly, until the schedule is deactivated, canceled or paused.

The Manager primary contact has the option to prevent the service form starting a new
scheduled scan when there's an instance of it running. In this case the service skips
launching the second scan, sets the next launch date to the future, and counts the
skipped scan as an occurrence. This option is set by going to Scans > Setup > Scheduled
Scans.

)
i
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Scanner Parallelization

The scanner parallelization feature increases scan speed, making a scan up to 4 times
faster, depending on the size of your network, while maintaining scan accuracy. It allows
you to distribute a scan task to multiple scanner appliances when the scan target includes
asset groups.

When enabled for a scan task at scan time, the task is distributed to multiple scanner
appliances in parallel for each target asset group. The scanners in each asset group are
used to scan the asset group’s IP addresses. Upon completion, results are combined into a
single Scan Results report.

To use the scanner parallelization feature, select the option “All Scanners in Asset Group”
from the “Scanner Appliance” menu when launching or scheduling a scan.

Launch Vulnerability Scan

General Informaticn

Give your scan @ name, seledl 3 scan profile (@ default is selectad for you with recommended seflings), and choose & scannerfiom the
SCANNG! AREIECE N TOr INeMal scans, Byizitle

Titia: Cabforne Assels

Ogtion Profile; * e Optione k Seied
Scanner Aopliance: Al Scannars m Aset Group (=]

Choose Target Hosts from

Tell us-which hosts (1P agdresaes; you wani to azan

@ ARgats Tags

Ass st Groups CA-LALCASF & alect

PsiRanges & Sninet
eror . 122 108.0.200

Excuda Psfanges ™ Salect

View the scanner appliances list to see information about scanner appliances in your
account. Select the “Appliances” tab under “Scans”. Columns show whether an appliance
status is online (blank) or cffline (yellow warning icon) based on the latest heartbeat check
(every 4 hours), whether the appliance is busy running maps and/or scans, and whether
its software is up to date. Select “Info” from the Quick Actions menu to view more
information for any appliance.

Selective Scanning using Search Lists

To perform a scan on individual vulnerabilities, you can tune the option profile for the
scanner to only scan for selective vulnerabilities. This can be done by adding search lists
to the “Vulnerability Detection” section of the scan profile. Select the “Custom” option and
then click the “Add Lists” button to add one or more saved search lists to the option
profile. The search lists define which vulnerabilities you want to scan for. When the option
profile is applied to a scan task, the QIDs in the search list are scanned.
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There are 2 types of vulnerability search lists: Static and Dynamic. A Static search list
includes a specific list of vulnerabilities (QIDs) that you define. A Dynamic search list
consists of a set of vulnerability search criteria (severity level, category, CVSS score, patch
availability, etc). When a dynamic search list is used, the service queries the
KnowledgeBase to find all QIDs that currently match the search criteria and then includes
those QIDs in the action. Dynamic search lists are updated automatically by the service as
new QIDs are added to the KnowledgeBase and new patch information becomes available.

To create and manage the search lists in your account, select the “Search Lists” tab from
any of these sections of the Ul: Scans, Reports or KnowledgeRase.

Note that vulnerability search lists may also be used in other business objects, including
scan report templates (for selective vulnerability reporting) and remediation policy rules
(for ticket creation). You can find complete information and instructions for managing
and using search lists in the online help.

PCIl Scans and Compliance

Qualys is certified to help merchants and their consultants evaluate the security of credit
card payment systems that process, transmit and store cardholder data, and achieve
compliance with the Payment Card Industry (PCI) Data Security Standard (DSS). To learn
how to validate compliance with the PCI Data Security Standard, go here.

The Payment Card Industry (PCI) Compliance module is available in your account only
when the PCI module is enabled for your subscription.

PCI| Data Security Standard

The PCI Security Standards Council requires banks, online merchants and Member
Service Providers (MSPs) to protect cardholder information by adhering to a set of data
security requirements cutlined in the PCI Data Security Standard. Founding members of
the PCI Security Standards Council are American Express, Discover Financial Services, JCB,
MasterCard Worldwide and Visa International.

The PCI Data Security Standard (DSS) represents a common set of industry tools and
measurements for ensuring the safe handling of sensitive information. It details technical
requirements for the secure storage, processing and transmission of cardholder data.

Quarterly PCI External Scans Workflow

Per PCI DSS v3.0 requirement 11.2.2, the PCI Council requires merchants to perform
quarterly external vulnerability scans via an Approved Scanning Vendor (ASV), approved
by the PCI Security Standards Council (PCI SSC). Qualys is a certified ASV. Every part of
cardholder data system components needs to be scanned.

Follow these simple steps to achieve the PCI DSS requirements for quarterly external
scans.
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Step 1: Run a PCI External Scan

Go to VM/VMDR > Scans. To launch an on demand scan, select New > Scan. To schedule a
scan, select New > Schedule Scan. For the scan settings, select the option profile “Payment
Card Industry Options”. This profile is provided by the service and it is required in order to
meet PCI compliance for external scans. It includes configuration settings required for PCI
external scans, according to the PCI Data Security Standard (PCI DSS). For the scan target,
select your cardholder data system components.

Step 2: Fix Vulnerabilities and Re-Scan

Run the PCI Technical Report to see whether your scan is compliant. Go to Reports >
Templates, hover over the “Payment Card Industry (PCI) Technical Report” and then select
Run from the Quick Actions menu.

Looking at your report you'll see the PCI compliance status (PASS or FAIL) for the overall
report, for each host and each vulnerability detected. Vulnerabilities with the FAIL status
must be fixed to pass the PCI compliance requirements. (Vulnerabilities with no PCI status
are not required for compliance, however we do recommend you fix them in severity
order.)

After fixing vulnerabilities, be sure to re-scan to verify that all PCI vulnerabilities are fixed
and the overall status is PASS.

Step 3: Create Your Certification Report

1 Select PCI from the application picker. Then add a link to a PCI Merchant account
(new or existing). You'll use this account for creating your certification report.

2 Select VM/VMDR from the application picker. Go to Scans, select your external PCI
scan from the list, click Share with PCI (in the preview pane), and select the PCI
account you've linked to.
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Select PCI from the application picker. Log in to your PCI account.

Now you're ready to create your certification report within PCIL Go to Compliance
> Compliance Status, click Generate (under Compliance Status > Actions) and use
the report wizard to create your report and submit it to your acquiring banks.

Quarterly PCI Internal Scans Workflow

Per PCI DSS v3.0 requirement 11.2.1 and 11.2.3, the PCI Security Standards Council (PCI
SSC) requires merchants to perform quarterly internal vulnerability scans and obtain a
passing scan. Every part of cardholder data system components needs to be scanned. Per
requirement 6.1, the PCI Council requires merchants to establish a process to identify and
assign risk rankings for newly discovered security vulnerabilities, and to ensure all High
ranking vulnerabilities are fixed.

How it works: The service uses the PCI risk rankings High, Medium and Low. By default
these are set to the same CVSS scores as required for ASV external scans. By customizing
the risk ranking scale within a PCI scan template, you have the ability to create different
reports on different sub-nets using a different risk ranking scale for each.

Follow these simple steps to meet the PCI DSS requirements for quarterly internal scans.

Step 1: Create Asset Groups based on PCI Risk Ranking

Go to Assets > Asset Groups and create groups that organize your [Ps according to your
custom PCl risk ranking. Each group will correspond to a risk ranking. Later, after you scan
your IPs, you'll create scan reports to verify compliance against your risk ranking. The PCI
scan report template allows you to create a custom risk ranking scale with exceptions for
selected QIDs (see Step 3).

Step 2: Run a PCI Internal Scan

Go to VM/VMDR > Scans. To launch an on demand scan, select New > Scan. To schedule a
scan, select New > Schedule Scan. For the scan settings: 1) select the asset groups you
want to scan (created in the previous step), and 2) select the option profile “Initial Options”
or one that you've customized. The “Payment Card Industry (PCI) Options” is not
recommended since this has settings tailored for an external PCI scan and it may increase
your scan time significantly.

Step 3: Create Your PCI Scan Report

First create a PCI report template. Go to Reports > Templates and select New > PCI Scan
Template. Be sure to create a template for each ranking scale (High, Medium, Low) within
your organization.

Then create a report, go to Reports > Templates. Hover over your template, and select Run

from the Quick Actions menu.

Step 4: Fix Vulnerabilities and Re-Scan

Review your PCI scan reports. If there are any High ranking vulnerabilities they must be
fixed. Be sure to re-scan and re-run your reports to confirm that all High ranking
vulnerabilities are fixed.
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Vulnerability KnowledgeBase

Qualys provides highly accurate vulnerability scanning made possible by the industry’s
largest and most complete Vulnerability KnowledgeBase, an inventory of thousands of
known vulnerabilities that covers all major operating systems, services and applications.
Vulnerability checks in the KnowledgeBase are continuously added and updated.

To view the KnowledgeBase, select “KnowledgeBase” on the top menu.
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In the upper right corner you'll see the total number of vulnerabilities along with
navigation buttons for paging through the list.

The Severity column indicates severity from 1 (minimal) to 5 (urgent). Red represents
confirmed vulnerabilities, yellow represents potential vulnerabilities, and blue represents
information gathered.

Icons in the Title column indicate the discovery method assigned by the service, patch
availability, exploitability, associated malware, and QIDs that correspond to report filters.

Discovery Method. Each vulnerability is assigned a discovery method indicated by these
icons:

‘&' alone indicates Remote Only discovery. The vulnerability can be detected only using
remote (unauthenticated) scanning.

% alone indicates Authenticated Only discovery. The vulnerability can be detected only
using authenticated scanning.

‘' and t indicates Remote or Authenticated discovery. The vulnerability can be detected
using remote scanning or authenticated scanning.
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Patch Available. @ indicates that a patch is currently available from the vendor. Note that
you can use the Search functionality in the KnowledgeBase to find all vulnerabilities that
have or do not have an available patch.

Exploitability. » indicates that exploitability information is available. The service
correlates exploitability information with service-detected vulnerabilities when known
exploits are published by third party vendors and/or publicly available sources.

Associated Malware. @ indicates that malware is associated with this vulnerability. The
service correlates malware information with vulnerabilities when malware threats for
vulnerabilities are published in the Trend Micro Threat Encyclopedia.

Not Exploitable due to Configuration. # indicates that this QID may be filtered out of
reports when the report filter “Exclude QIDs not exploitable due to configuration” is
selected. This filter appears in scan reports, patch reports and scorecard reports.

Non-Running Services. o indicates that this QID may be filtered out of reports when the
report filter “Exclude non-running services” is selected. This filter appears in scan reports,
patch reports and scorecard reports.

Scanning Summary

Qualys supports both on demand and scheduled vulnerability scanning. Scanning profiles
allow you to tailor the scan based on your selection of scanning criteria. All scans initiate
emails with results summaries and links to the saved Scan Results information.

Qualys also provides additional scanning capabilities using other Qualys modules. Check
out cur video libraries and user guides (select Help > Resources from the top menu).

23
i
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Search, View, Prioritize

Check out our interactive dashboards for a high-level summary of your security and
compliance posture based on the latest data available in your account.

View Your Dashboard

Use the Qualys provided VMDR dashboard to view your security posture. Create multiple
dashboards and switch between them. Each dashboard has a collection of widgets
showing asset data of interest. Use the Actions menu to manage your dashboards.

To view your dashboard, select “Dashboard” on the top menu.
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For accounts that have not been upgraded to VMDR you'll see the classic VM dashboard
with a summary of your overall security posture based on the most recent vulnerability

scan results. Here's a sample classic VM dashboard.
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How do | configure the classic VM dashboard?

Click the Configure link to select the vulnerabilities and potential vulnerabilities you're
interested in. (Note that disabled and ignored vulnerabilities are not included in your

dashboard.)

How often is the classic VM dashboard updated?

It's updated automatically as new scan results become available. You might want to start
a scan from here (if you have scanning permissions). This is a convenient way to get the
latest vulnerability data in your dashboard view.
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View Asset and Vulnerability Details

Choose “Vulnerabilities” to get a complete view of vulnerability posture from an asset and
vulnerability point of view. (Not seeing this option? This option only appears in accounts
that have been upgraded to VMDR.)
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Select “Asset” to view the assets in your inventory. Use the metadata filters, group by
options and custom query capabilities to quickly find what you're interested in.
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When you find the asset you're interested in, select the asset name link to get details.
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You'll get a comprehensive asset view with many up-to-date details. Here’s the asset
summary of the selected asset
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The “Vulnerabilities” section gives you an interactive summary of vulnerabilities on the
asset. Choose the severities you want shown, click on widget charts and graphs to drill
down further, and choose View for a list of all vulnerabilities.
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Search, View, Prioritize
Run a Prioritization Report

Run a Prioritization Report

Use the VMDR Prioritization report to automatically prioritize the riskiest vulnerabilities
on your most critical assets - reducing potentially thousands of discovered vulnerabilities,
to the few that matter. (Not seeing this option? This option only appears in accounts
upgraded to VMDR. It does not appear in accounts with VMDR experience.)

@Oucﬂv& e P!

woR 2% U] by ek St v Lo

Dashbesrd  Vunerabdies  Pricfization ) Seans  Reporls  Remedston  Assets  KoowledgeBase  Lgers

Aatheticaborn

Sparchistl  Sewp

Welcome to VMDR Prioritization

When generating a report for the first time, simply click the plusicon + . For subsequent
reports, you'll go to Reports and click “Create Report”. Select asset tags to narrow down
your prioritized list to vulnerabilities associated with the assets you select. Then select the
filters you want to use for your report: Detection Age, Real-Time Threat Indicators and
Attack Surface. See the help for each filter to learn more.

£— VMDR Prioritization

§ 154 =

Ficinnnr o | mmesntitn ¥ | o At =
........ Tenal Y mwrab =
Datection Age @ Real-Time Threat Indicators (RT1) (4) @ Attacs Surfecs @
L e— -
ne
= i -
" o= -

Click “Prioritize Now” to enable the threat intelligence to prioritize the riskiest
vulnerabilities on your network for the assets you selected. Once you generate the report,
you can proceed with patching the vulnerabilities (if the Patch Management app is
enabled in your subscription), export the report in the form of a widget to your dashboard
or download the report in CSV format.
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Reporting and Remediation

One area that distinguishes Qualys from other Vulnerability Management solutions is its
very flexible, comprehensive reporting capabilities. Most other solutions produce rigid
reports that reflect, one-for-one, whatever data they have gathered during a scan.

Qualys reports consist of these basic components:

- Network assets included in the report,

- Graphs and charts showing overall summaries and network security status,
- Trending analysis for a given network,

- Information about discovered vulnerabilities, and

- Filtering and sorting options to provide many different views of the data.

Launching Reports

The reporting process works in a very similar way to the scanning process. You launch a
report, it runs in the background while you work on other things, you can check the status
from the reports list, and when the report is complete, an email sumrary is sent out with
a link to the saved report.

To launch a new report, go to the “Reports” tab and then go to the New menu and select
the type of report you want to generate. (Don't see this option? Go tc Reports > Templates
and select “Run” from the Quick Actions menu).

VMDR ~ z (5] Helaw  Pabick Semmer (quays 143w Logaat

-~
Dashboard  Vulnaiabilies  Priontization Smns@ﬂemsduahnn Assets  KnowledgeBase  Users

nill Reports Sthedules Tempiates Risk Analysiz Search Lists

He || 2| | Frawa o | 0 0arp -

Scan Repert » Template Bancd

! Vigw Report T User Format Cragtat - Expiras Siee Stanus

S . PGl S5an Tomptie

Map Repon Mo reporis found.
Paich Repert

Authenticaton Fepart

Rersedistinn Regor

Comghance Raport

e Swaech Rapa

Doumioad

Follow the online prompts to provide report details like a report title, report template and
report format. Click the “Select” link next to the Report Template field to select a report
template. Note there are several report templates provided to help you get started.
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Accessing Reports

Select a template from your account, then click the Select button (below the list).

Select a Report Template =

Template Litirary Infa 5 Title . Type Source User i
= (1D () Extcuive Report (W] Host Bpsed Featrick: Slimimes 03I

i) (§) High Seventy Report (W Host Based Fatrick Slmmes O¥I2020

i () Techrizal Regor (W HestBazed Patrick Slimmes 03z3r2020

Or select a template from our Template Library and click the Import button (below the
list). You can import a template and use it as is or edit the template to suit your needs.

Select a Report Template =

Templates Sanrn | | 1-dord 0 -
Yomgdali L uay 3 info Titke = Description Modified
= (i Aszelswih Obsolete Sofwarew!  Areport @sting systems that s highly vulnerable because inay are cumently runnng 048207
obsaiste arunsupporied soffeareioperating sysiems
i) Dizabledfignosed Vuinerabities w1 A repor Ssting vul it are irtentianally excluded Som reparts by Lsers 041207
{cumrently dizebiad ar ignored;
i} Palchable High-priorty A report Bsting Righ-prlonty wuinersblities that £3n ba remedialad via a vendor-suppled 041802017
Vunarabiliees v 1 pafch
T Remediated Vudngrabiilies Last 30 A report Ssting vulnarabliss that have baan fied In theiasl 30 days 04182017

Draysud

The hosts to include in your report (the Report Source) is selected by default from the
template settings. You can overwrite this by entering values for Asset Groups, [Ps/Ranges
and/or Asset Tags. When you're ready click “Run” to launch the report.

The status of your report appears in a second browser window. Close the window to let the
report run in the background. You can check the status of your report at any time from the
reports list, and then download the completed report once it's finished. A report
completion email notification is also available. When enabled, an email is sent to you
when the report is complete. The email includes a report summary and a link to the saved
report.

Accessing Reports

When Report Share is enabled, users launch reports, view report status and download
completed reports from the reports list according to their user roles and account settings.
Additional features enable users with manager privileges to distribute reports to the right
people at the right time.

To access shared reports, select “Reports” from the top menu and then select the “Reports”
tab. The report history list appears. (The “Reports” tab is not visible if Report Share is not
enabled. Jump ahead to Report Templates if this applies to you.)
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Sharing Reports

The reports list is empty until at least one user generates a report. As reports are
generated, the list is populated. The sample reports list below shows reports in various
formats, created by different users at different times.

il Reports [EEWWRSE | oo podies | Tomplates | RekAnaysie  Seachlists || Scup

Haw v || Smemn || Foen w |

WVigw Raport Tite Type Lawnched Repert Template Usar Format  Created - Expres Size Status
SO aumsniealion Datails ¥ T HTML
£ Cualys Ton 20 Rzport # © s HTML
A My Patch Repart & $ CuslysPakhReport Oring
o ¥ EsecuveRepon 2 POF
W B cav
o L | Tomes  HTML
e | 4| w Tomes  HTML

Sharing Reports

Privileges to view reports in the reports list depends on each user's assigned role and
assets, as defined for their user account. By default, Managers can view all reports in the
subscription, Unit Managers can view all reperts in their business unit, and Scanners and
Readers can view their own reports.

There’s more ways vou can easily share reports with others:

Grant Users Report Access — As a Manager user, you have the ability to grant other users
access to reports that they wouldn't typically be able to see based on their user account
settings. Report access can be granted for a specific report or for a scan report template.

Securely Distribute PDF Reports — As a Manager user, you have the ability to encrypt PDF
reports with a password and distribute them to users via an email distribution list,
including users inside and/or outside of the subscription. To do this, go to Reports > Setup
> Report Share and select “Enable Secure PDF Distribution” and click “Save”. The next time
you launch a report with report share, you'll see the option “Add Secure Distribution”.
Select this option, add a report password, add custom distribution groups with email
addresses, select one or more groups for the report, and then launch the report. When the
report is completed, an email notification with a secure link to the report is sent to users
who will be prompted to enter the report password before viewing the report.

Scheduling Reports

When Report Share is enabled, a Manager user can enable Scheduled Reporting, which
allows users to schedule reports to run at specified intervals and define email distribution
groups for finished reports. To enable Scheduled Reports click the “Schedules” tab. The
first time you click the Schedules tab you'll see the Scheduled Reporting Setup window.
Click the "I Accept” button to enable Scheduled Reporting for your subscription.
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To schedule a report, go to the “Schedules” tab and then go to the New menu and select
the type of report you want to schedule.

- ; : 5 E
‘= Reports | papore Templates  Risk Analyss  Searchlists | Seiup
Mew ¥ | Zaaxn || Fhee w | p-parg O v
(G Tt SEm B + Created Next Launch Last Launch Report Template Report Format
4 Seqmsons Repe RC1 Sean Tempiace,
Barh Anpor T TeUrSTTISULRE s RranG MATINg your Niters. Plakss MO0y your TS Or 300 & Scheduled map of seheduled scan

AT Stion TEpo
Ramasistion Reper

Campiane e Report

Downdead...

Follow the online prompts to provide report details as described above for launching a
report. Select the “Scheduling” check box to define scheduling and notification options,
and then click “Schedule” to save the report task. The scheduled report appears on the
Schedules list and runs at its scheduled time. When the report runs, it appears on the
Reports tab.

Report Templates

Your account includes pre-defined report templates to simplify report generation. Most
reporting is template-based. The report template outlines what information is included in
the report and how that information is displayed. To view report templates available in
your subscription, select the “Templates” tab under “Reports”.

uliReports  pepore | Sthequics  JREUVERER | miccanaycls | Seawnlict  Selup

o [emen | [Fiseaine. 1-1ee1a o~

% Tine - Type Vuinerability Doty User Modifiad

%) 2008'SANS Top 20 Rupert WA Host Bassd Syitem MR
(%) Ezecutha RemedisBion Regort o HostBazed System ik ki)
%) Exacitie Raport (4 Hoat Based Faick Stmmar D3RXA20
) High Sevesy Reper (] Host Based Famck Slmmiar 03232020
&) Frymant Card Intusiry (P01 Exacytive Repor @& sean Based SyHEm 03232020
&) Fayment Cad Indstly [POI) Technice: Repart P scan Based System MR
‘ Cushs Peich Feport @' Host Bazed Painick Slmmer 032320
%) Guals Top 20 Renent VA HostBased Srstem AR
& Technical Raport (4 HostBased Pairick Sirmmear D220
o Tickats par Assit Group o Host Based Sitem 02020
%) Tizkets per Lizer o Host Based System 0020
15 Tickats pa Vuinarssisy o Hoat Basad Sysam 03232020
&) Uramam Davice Report B « =scanBacen Parick Slimmsr 0323020

Report types are: @& for a scan report, §# for a compliance report,
#+ for a map report, 4 for a remediation report and & for a patch report.
Templates Library

The Template Library provides additional report templates that you can import to your
account and use as-is or edit as needed. These templates are designed to address many of
your reporting requirements. You can run these report templates at any time.

You can import report templates from the Library while viewing the report templates list.
Just go to New > Import from Library.
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I.I'I Reports Repoits Schedules Templates
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Select the check box next to each template you want, then click “Import”.

Import Report Templates from Library

|
[Ssectsmpar templales 13 mport The repurt lmplates vl be copied 9 yoor accounl. | Seasce 1-5at5 O~

| info Tide - Descriiption Type Modined
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| (L Cnlical Palches Requinsd v.1 ATEDON SING &8 N2 pEIChes Ml SNowWS De 00 10 TO3ES N oroer 10 remedisle e highest-nak vunSabinkiss. & e
(i) DEabiecignoned vuineraolities v A repor fising vuinersdiities that are mtantonally excluced from repotis by users {cunently disabded o ignorad: o 04N82017
(i Patchable High-priorky Vuineratiities v.1 Ariper sting High-priority vuinetadillies et can be remedialed via & vendor-suppikd pakch o 04HBE0TT
() Remedisted Vumerabities Last 50 Day=v | Aresorlising vuinersnities thal have hesn fived mths last 30 days oo DAY
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The selected templates are added to your report templates list. If there are vulnerability
search lists associated with these templates, the search lists are also added to your
account in the search lists data list. Once imported you can use these items as-is or edit
them to suit your specific needs. The Library includes a variety of report templates, opticn
profiles and vulnerability search lists. You can import configurations from the Library
while viewing your data lists (report templates, option profiles, and search lists) and while
stepping through workflows where these configurations are used. Once imported,
configurations are saved in your account for viewing and editing.

Create Custom Templates

If the provided templates don't meet your exact needs, you can create custom templates
to report on the vulnerability data in your account. Go to the report templates list then
select the type of template you want to create from the New menu. Select display and
filter options for your report.

Scan reports can be tailored in thousands of different ways, and we suggest you try some
different combinations of options to see the resulting output. On the New Template page,
begin by giving your report a title, such as “First Scan Report.” Then select different report
opticns in the Findings, Display, Filter and Services and Ports sections of the template. The
User Access section allows you to grant certain users access to reports generated from this
template. As you finish setting report options, the buttons at the bottom of the page allow
you to Save, Save As, Test, or Cancel. You can create on-the-fly reports that give you a
snapshot, or you can create templates you will use repeatedly, and therefore will want to
save.
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Trend Analysis and Differential Reporting

Using the scan report template, select the “Host Based Findings” and “Include trending”
options under Findings and choose host targets. Then go to the Display options and select
just the first two options under Graphics (“Business Risk by Asset Group over Time” and
“Vulnerabilities by Severity over Time") and then select “Test” at the bottom of the page.

tial Reporting

The summary of vulnerabilities section reports statistics on the vulnerabilities detected:
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Information Gathered

Following this is the graphical depiction showing business risk by asset group over time. It
also shows vulnerabilities by severity over time. This is just one simple example of how
our trend analysis reporting can give you a fast overview of business risk and vulnerability

trends on a given network.

Qualys allows customers to store host vulnerability data from scan results for an
indefinite amount of time. This is very useful for organizations to establish a certain
baseline and continue to reference it in order to measure progress. Sample graphs are

below,
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Detailed Results follow the report graphics. The current status (New, Active, Re-Opened or
Fixed) appears for each vulnerability detected on the host. A sample detailed results list is
below:

Yigw~ Help~

Fila «
Detailed Results =
v 10.10.24.100 (nmail-p.qualys.com, NMAIL-P} Windows 2000 Service Pack 34
o |
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P BEEEN 5 (Defanse Ewlusie: Microsof Windmes Inden3? Corec Parsing Heap Camuption CW33: 86 New |4+
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b WEEEN 5 wicrosoft Internet Explorer Crifical Patch KBS70668 Missing CVES 8 New (v
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Taking Remediation Actions

There are several remediation actions you can perform directly from scan report with host
based findings. In the Detailed Results section, place your cursor over the red cross ([4+])
and then select an action from the drop-down menu.

Ignore/Activate options:

Ignore vulnerability - This causes the vulnerability to be filtered out of scan reports, host
information, asset search results and your dashboard. This action also closes associated
remediation tickets for the vulnerability/host/port. (Ignored vulnerabilities always appear
in scan reports with scan based findings.)

Activate vulnerability - This option activates an ignored vulnerability on the host. (To take
this action your report filter settings must be set to display ignored vulnerabilities.)

Ticket related options:

Create ticket - This will create a new remediation ticket for the host/vulnerability/port.
You'll be prompted to specify who the ticket should be assigned to and when the ticket
should be resolved. The ticket creation is logged in the ticket history with the name of the
user who created the ticket and a time stamp for when the action took place.

View ticket - This will show you ticket information, if a ticket exists for the
host/vulnerability/port. From the File menu, click Edit to resolve or close-ignore the ticket,
reassign the ticket to another user or add comments to ticket details.

It is best practice to create one or more remediation policies for the subscription to
automate the ticket creation process. With a remediation policy in place, tickets are
created automatically by the service when detected vulnerabilities match conditions
specified in policy rules.

Business Risk Reporting

One of the key functions of a Vulnerability Management solution is remediation reporting
and tracking. To do this in the most efficient way, there needs to be some way of
associating network assets with various business operations, so that the severity of
vulnerability is correlated with business security exposure in order to arrive at a metric for
business risk.

Qualys automates business risk reporting while enabling users to tailor it to their
enterprise. The system provides a default definition, but it also allows users to modify it to
better reflect their own internal metrics.

You customize the business risk calculations by going to Reports > Setup > Business Risk.
The Business Risk Setup page will appear defined by a matrix with Business Impact
columns and Security Risk rows.

So, for example, a security risk of 5 has a business risk of 9 if the asset is associated with a
Low impact business operation. On the other hand, it would have a business risk of 100 if
associated with a Critical impact operation. The Business Risk Setup page below
illustrates this.
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Business Risk Setup

Business Risk
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You can assign Business Impact values to any asset group you have created. To do this,
you select the “Asset Groups” tab under “Assets”. Here you will see the asset groups listed
along with their IPs, domains, business impact, user, and last modified date. You can
change the business impact definition by selecting Edit from the Quick Actions menu,
selecting the “Business Info” tab, then setting the Business Impact level. Change it to some
other identification, so if it was “Critical,” change it to “Medium”. Afterward, select “Save”.

Note how changing the Business Impact level changes the previous trend and status
report results, particularly the Business Risk metric:

Summary of Yulnerabilities

Totall 270 (+134)@ securiy Risk ve): [N 25 Business Risk [T faroo)

[ by status

Statuz Confirmed Potential Total
New 4] E 7
Aclive 195 - 195
Re-Opened 4 = 4
Total 270 - 270
Fleee 1] - 0
Changed 75 . 75

CVSS (Common Vulnerability Scoring System)

Qualys displays CVSS v2 and CVSS v3 scores in reports. CVSS was commissioned by the
National Infrastructure Advisory Counsel (NIAC) and is currently maintained by FIRST.
CVSS is widely supported by security organizations and vendors including: CERT, Mitre,
Cisco, Symantec, Microsoft and Qualys.

Want to display CVSS scores in scan reports? First enable the CVSS Scoring feature for the
subscription. Go to Reports > Setup > CVSS. Then select the “Enable CVSS Scoring” check
box and click “Save”. Once enabled, CVSS scores will be calculated for vulnerability/host
pairs and displayed in scan reports.
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The following values are needed to calculate a CVSS score for a vulnerability:

CVSS Base Score - The Base score measures the fundamental, unchanging qualities of a
vulnerability. When the final CVSS score is calculated, the Base score is modified by the
CVSS Temporal score and Environmental metrics. The Base score is provided by the
service and assigned to vulnerabilities.

CVSS Temporal Score - The Temporal score measures the time dependent qualities of a
vulnerability, which may change over time. The temporal score allows for mitigating
factors to reduce the overall CVSS score for a vulnerability. The Temporal score is provided
by the service and assigned to vulnerabilities.

CVSS Environmental Metrics - The CVSS Environmental Metric group captures the
characteristics of a vulnerability that are associated with the user’s IT environment. Users
define environmental metrics in asset groups. The metrics apply to all hosts in the asset

group.
In the sample scan report below, a final CVSS score of 6.6 is displayed for QID 90454 on IP
10.10.24.54. See the vulnerability details for the CVSS Base and Temporal scores assigned
to the vulnerability and the CVSS Environmental metrics assigned to the host’s asset
group.

High Severity Report
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Scorecard Reports

Qualys provides template-based scorecard reports that can be used to communicate the
state of security within the enterprise directly to persons in charge of security operations
and business line owners.

Scorecard reports provide vulnerability data and statistics appropriate for different
business groups and functions. By configuring scorecard reports to use different views and
asset groupings, you can create multiple reports based on the same data satisfying both
security operations personnel and business line leaders. You can then share each
generated report with the people who need it in a format that is meaningful to them.

To run a scorecard report, go to VM/VMDR > Reports and select New > Scorecard Report.
Select a report template on the left and then click Run to run the report.

| New Scorecard Report

Sielect & zcarenand reportfrom he Bsf below.

Scorecard Reports

Scorecard Regors Pravies

~srecard Repod 8

- Vulnerability Scorecard Report
aliites Repar

Ve
gnar
Klost Frevalant Vuinerabsities Re
Most ilnarable Hazls Rapon
Palch Repart

AV - 1S Vising

Vuln Repar with Bus Risk Goal e A e

Al A

Deseription

Tha Vulnarabilty Scaracand Repor ohes you I
aboul 5 r

tion:
oftha remedt & vuineras tm.
per gout oiganization’s secully policy. BY conBpuning a Susiness risk goal you =

Rum | Cancal |

You'll be prompted to select hosts to report on and a report format. You can select hosts
by asset group, asset tag or business unit. Asset tags can be selected when Asset Tagging
has been added to your account and you have accepted the New Data Security Model (go
to Users > Setup > Security for information).

Do you want to create custom templates? Simply select a template title and then click Edit
(under the list) and enter settings. Once saved you can run the template to create your
report.

A sample Vulnerability Scorecard Report is shown below.
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My Vulnerability Scorecard Report

Fllz=  View= Halp-
My Vulnerability Scorecard Report Sy 4
Type: VUINBraDIiy Scorecand Repart
Report Tithe My Vulnarability Scoracard Report Company Quealy®, Ine.
* Report Settings
Filter settings Display settings
Seurce As3el Tags Business Risk Goal oN
Operating System 4l Operaling Systems Vulnerability Type =}
Business Risk Goal 30% vuineratie hosts Gess han o wgual 10) Vulnerabilly Stalus on
Vulnerability Age oN
* Results Summary
Vulnerability Distribution by Severity Vulnerability distribution by type
|
W Severity 5 135 20% W Comfirmed 632 100K
M Severity 4 482 OB Potertial G o
B Severity 3 67 10 Total 692 100% |
B Severity B 8 1%
Total B32 1003
Vulnerability distribution by status Vuinerability distribution by age
|
B Haw 12e 145 M 50 days 188 15§
B Active 484 E1% M B0 days a o
B Fined 282 Pdx W 30 days SE6  BEE ‘
W Relpensd 102 1% Tatal 692 100%
Tolal 914 1003 ‘
|
|
* Detailed Results |
hssel Tag Baveriies Hists ilily Type ; ;
Tine OB SEannen LevelS - Leeld Lavei3 el Z Total  Goal%  ConBmiad Fotential New Acive Fe Re-Opened > 30 days > 50 aays = 50 davs
10,1010 network 29 87 45 41 5 12 %0 D 30 266 B4 4 L] 0 EL
Comarats OMca 20 M ms 13 O | 166 LR < 34 k=] ] 133
BU-Wesl Coast 51 M M3 13 t B 168 B33 o0 8 34 3 ] 133
Total 110 135 482 67 3 26 502 0 426 464 223 102 126 ] SE6

In the Detailed Results you see the % of hosts that are vulnerable for each asset tag
included in the report. The pass (green) and fail (red) status is determined by the Business
Risk Goal setting in the scorecard report template.
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Patch Reports

The Qualys Patch Report is a new feature that helps you streamline the patching process
and improve remediation efficiency. The patch report leverages standard Qualys
capabilities to provide accurate, actionable and focused reports so you can quickly and
efficiently remediate vulnerabilities without applying unneeded, redundant patches.

For the most accurate results in your patch report, be sure that authenticated scanning is
used to scan the target hosts. Using authenticated scanning allows the scanning engine to
collect the most detailed information about each target host including the host's
operating system. When this information is in your account, the service identifies the
most appropriate missing patch(es) in your patch report.

Your patch report can be saved in these formats: PDF, CSV and Online Report - this gives
you an interactive report with numerous navigation options.

A sample Online Patch Report is shown below. This report was generated using the
template “Qualys Patch Report” provided by Qualys. In this report patches are grouped by
host. The report summary shows: 467 total patches need to be applied to fix the
vulnerabilities on the target hosts, 48 hosts require patches to be applied, and 566
vulnerabilities will be addressed by applying the patches in the report. Host 10.10.24.203
needs 9 patches applied and you can see details cn these patches in the right pane.

| & Report Summary

Company. Qeralys. Inc.

= : iy Total Hosts Requiring Vulnerabilitis
Ereaind by> doejones patches patches Addressed
Created on: 06E302016

View Report Targets ..

PATCHES required on "10.10.24 203 (9)

w | DHS Naime' |NetBIOS |05 [t | VendoriD | Sev. |Title Published ks ©
10.10.24:176 ©RI0I04-24-176.p.. CRAIN20& . Windows 2003 Sarvice Pac. (i o e S Micrioh O Ruioke Code Db - 16bigwags z
1010.24.181 mog-24-161 MQ-24181  Windows 2003 Service Pac.. 10 o & MicrosoR Windons Graphics Device Trbe. 2 yestssgo .
ISR mragaealsha, COOIESOCT | Wi 200 Seves P 1 secadv 2005 2 SS5LInsecure Protocol Negotistion Wieak . & years ago 1
10.10:24.180 ma-24-180 MQ-24-180  Windows 2003 Service Fac.. K0 i 4 Metossh Windows TCR/IP Remote Cad 6yeaes age 1
101024055 weblogic-24-135 WEBLI¥GIC-, . Windoss 2003 Service Pac 1 MS11-030 & Micreoft DNS Resslution Remote Code 5 yesreage 1
1002458 comiag)-24-59 COM-SOL-2 . Wirslows 2003 Servics Fac, 9 KBO76e32 5 Mcrosoft Windows 2008 R2 Sanvice Pac... 5 yesrs ago 1
101024203 248sp0-24-205 2ESP0-25- . Windows 2008 Enterprise .. 9 u Heiz a0 5. el A A S e Dt 4

199" eeQlG-24-199.00... MSSQUIREF, Wirvows 2003 Sevice Pot. 2 M513-006 3 Micresoft Windows Security Faature Byp.. 3 yeors sg0 1
10.10:24:204 - 2kBsp0-24-204 2BSPO-24- . Windows 2008 Enterprise 5 9 el S Microsoft Windows TG Server Rermate: - 205 daysiaga 4
I0.10.24.14 Limm2.4-2.6 ) Embedded D.. 8
A0.1034.230 cometest.de-24-230. . COM-TEST-.. Windows 2003 Sarvics fac._ 8
MLI0.24.78  2h3apl-23-75-p2kd . JKISEZ-24- . Windows 2003 Sapios Pac ¥

| Page 1of2] I M ||Fiter ® 1-25ora8 | | Page 1att| # F Her ® 1.80f8
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L

Reporting Summary

Qualys’s highly flexible, comprehensive reporting capabilities distinguish it from other
Vulnerability Management solutions. Report Share functionality provides Enterprise users
with a centralized location for sharing reports with other users. Template based reports
and Scorecard reports are available for reporting on vulnerability scan data in your
account. The Qualys Patch Report helps you streamline the patching and remediation
process. The Template Library includes pre-defined report templates that you can import
and use as is or edit as needed.

Remediation Summary

Qualys provides a remediation process that allows you to close the loop in your
Vulnerability Management process. This is done with powerful capabilities, such as
automatic ticket generation, that separates Qualys from other solutions. User defined
policy rules define the conditions that must be met for a ticket to be created (what
vulnerabilities detected, on what assets). Tickets are auto created and you'll see Open
tickets assigned to you. By default tickets are closed once the vulnerability is confirmed
fixed in subsequent scan.

VMDR - [ | Helpw | Paiick Shmmes (quaps_dedi v Logout

Dashboard  Vulnerabilities  Priontization  Scans  Repots( Remediation ) Assels  KnowledgeBase  Users

"' Remediation ERZEEE  Polices  Sewp

| Hewow || memmn | Pt v 1-2002

Displayireg ticksts modificd within the lsst 30 days. Use Setup meni to change,

Tiket®  State Dua Daie. P Fort# Instance DMNS Hostname MetBI0E Hostnama Spveriny QI Vulnerabiity Title ‘Dwnar Modifiad  Created  Resolved
000002  Opun DATS2020 101009071 Wp24-10-11 TKER2--10-11 EEEEE : 21041 Microsofl Windows Patick Shmmer 040030200 047092020
HTTF.sys Remete Code
Execizlon Wulnerabiity
M5 15-034)
00a001  Open 04162020 10901011 2HEr2u-10-11 2FBRZ-L-10-11 EEEEE 5 21345 Microset SWB Sarver Petick Simmer 040972020 04022020

Ramite Cofe Exaculion
Vulnarabulity (ME17-210)
=nd Shadow Brakars
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Wait, there’s more!

Thank you for evaluating the Qualys Cloud Platform! There's more you can explore.

Policy Compliance

Qualys Policy Compliance (PC) supports auditing host configurations and measuring their
level of compliance with internal and external policies based on the latest security
benchmarks and standards and centrally tracking compliance status of all your assets.

Qualys also offers Qualys Security Configuration Assessment (SCA) - this is a lightweight
service that can quickly perform the configuration assessment of IT assets and centrally
track compliance status of all your assets on basis of CIS hardening benchmarks.

To access policy compliance features, select the Policy Compliance application from the
picker. You'll see PC workflows along the top menu.

Policy Compliance v I

Dashboard Policies Scans Reporis  Exceptions  Assals  Usars

Controls Mandabes Setup

Tilie ) Created By
First Faollicy o Famrck Stmmer
- Linuy Py o Faric Slimmat |

Winiores-Fobcy O Fatrick Stmmer

Get informed quickly with video tutorials.

Video Tutorials

Policy Compliance Video Library

Looking for something more? Check out these resources.

User Documentation
Policy Compliance Getting Started Guide
Security Configuration Assessment Getting Started Guide
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Add Cloud Agents

Qualys Cloud Agent (CA) extends your security throughout your global enterprise. These
lightweight agents are remotely deployable, centrally managed and self-updating. They
collect the data and automatically beam it up to the Qualys Cloud Platform, which
continuously analyzes and correlates the information in order to help you identify threats
and eliminate vulnerabilities.

CA lets you get data for all kinds of assets - on your on-premise systems, dynamic cloud
environments and mobile endpoints.

Get informed quickly with video tutorials.
Video Tutorials
Cloud Agent Video Library
Looking for something more? Check out these resources.

User Documentation
Cloud Agent Getting Started Guide
Cloud Agent API User Guide
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Wait, there’'s more!

ne Securlty Alerts

Qualys Continuous Monitoring (CM) sends new security alerts when certain information is
found by the Qualys Cloud Platform. You can choose to track changes on hosts,

vulnerabilities and more.

It's easy to get started! Jump over to the Continuous Monitoring app. You'll create a ruleset
(what you want to be alerted on) and a monitoring profile (which hosts you want to
monitor and who should be notified). Alerts will be generated as soon as scan results are

processed.

| Ruleset Builder: My First Ruleset

Add one or maora rules to this ruleset Each rule describes an event you want fo be alerted on

Tike® Hy Fast Hufeset

Descrption

Ruiz Troes ¥ Tule 1: New or Reopened Winerability

:: When 2 vanersbity 5* & New Faxad 1 Ackve

Ait Criterin w

Heost ‘uinaratity
¥ Rule 7: Opened Port [ Seivice
== — ¥ Ryle 3 EXpIred or EXPIN Certfcate
= =1
*  Rule 4: New Host
Ceicne Fort I Service
Lt |
Saftware Trcket
Cancal

ur rUlES Tan bE Smpha (any new aiterEeRy) o compées (2ny new s evmi 5 wineraoility on 3 Lims hos)

Get informed quickly with video tutorials.

Video Tutorials

Compliance Monitoring
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Scan Your Web Apps and APIs for Vulnerabilities

Scan Your Web Apps and APIs for Vulnerabilities

Web apps, often plagued by vulnerabilities and misconfigurations due to poor coding and
faulty hardening policies, can be put on your network by almost anyone. Large
organizations have hundreds, even thousands of apps. Qualys WAS gives you visibility and
control by finding official and “unofficial” apps throughout your environment, and letting
you categorize them,

Unsafe web applications and APIs offer hackers an attractive attack surface and
convenient entry point into your IT environment. When breached, web apps can expose
massive amounts of confidential business data. Qualys WAS protects you with incisive,
thorough, precise scans, scaling up to thousands of web apps and with few false positives.
Detects OWASP Top 10 risks such as SQL injection, cross-site scripting (XSS), cross-site
request forgery (CSRF) and unvalidated redirection.

Get informed quickly with video tutorials.

Video Tutorials

Web Application Scanning Video Library

Looking for something more? Check out these resources.

User Documentation
WAS Getting Started Guide
WAS API User Guide
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Support and Training

Contact Support

Qualys is committed to providing you with the most thorough support. Through online
documentation, telephone help, and direct email support, Qualys ensures that your
questions will be answered in the fastest time possible. We support you 7 days a week, 24
hours a day. Access online support information at www.qualys.com/support/.

Free Training and Certification

Browse our Training video library and take online self-paced training for free.

Training and Certification

Our Online Community

Leamn from other security professionals like yourself.

Qualys Community

Looking for user guides?

Download API guides, Scanner Appliance guides, Quick Starts, and more.

Qualys Documentation

New Feature Announcements and Platform Status

These additional resources will help you stay informed about new features, AFI changes
and platform status.

Release Notes
New Feature Announcements on Qualys Blog
API Notifications

Platform Status
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