
 

 

 

 

 

 

Exhibit 1 

Case 4:18-cv-07229-YGR   Document 59-3   Filed 04/06/20   Page 1 of 8

f 

 

Find authenticated court documents without watermarks at docketalarm.com. 

https://www.docketalarm.com/


IN THE UNITED STATES DISTRICT COURT 
FOR THE DISTRICT OF DELAWARE 

FINJAN, INC., a Delaware Corporation, 

Plaintiff, 

 v. 

RAPID7, INC., a Delaware Corporation and 
RAPID7 LLC, a Delaware Limited Liability 
Company, 

Defendants. 

) 
) 
) 
) 
) 
) 
) 
) 
) 
) 
) 

C.A. No. 18-1519-MN 

JOINT CLAIM CONSTRUCTION BRIEF (TERMS 1-20) 

Philip A. Rovner (#3215) 
Jonathan A. Choa (#5319) 
POTTER ANDERSON & CORROON LLP 
Hercules Plaza 
P.O. Box 951 
Wilmington, DE  19899 
(302) 984-6000 
provner@potteranderson.com 
jchoa@potteranderson.com 

Attorneys for Plaintiff  
Finjan, Inc. 

Dated: October 25, 2019 

Richard L. Renck (#3893) 
DUANE MORRIS LLP 
222 Delaware Avenue,  
Suite 1600 
Wilmington, DE 19801-1659 
(302) 657-4900 
RLRenck@duanemorris.com 

Counsel for Defendants 
Rapid7, Inc. and Rapid7 LLC 

Case 1:18-cv-01519-MN   Document 76   Filed 10/25/19   Page 1 of 77 PageID #: 4421Case 4:18-cv-07229-YGR   Document 59-3   Filed 04/06/20   Page 2 of 8

f 

 

Find authenticated court documents without watermarks at docketalarm.com. 

https://www.docketalarm.com/


33 

Response to Office Action dated October 5, 2011, at 138.  In contrast, various claims of the ‘289 

Patent include an express requirement that the content is modified.  See, e.g., Ex. A-4 (‘289 Patent, 

at Claim 1) (“modifying the content….” “transmitting the modified content…”).  The express 

inclusion of this limitation in the ‘289 Patent claims confirms it should not be read into the claims 

of the ‘154 Patent that do not include (and, in fact, removed) this limitation.  Andersen Corp., 474 

F.3d at 1369. 

2. Defendants’ Responsive Statement 

Rapid7’s proposed construction was adopted by the Juniper II Court.  Juniper II, 387 

F.Supp.3d at 1013 (“this order construes the term ‘content processor’ as ‘a processor that processes 

modified content.’”). 

As noted above in connection with Term 5, the Federal Circuit has explained that the 

asserted claims of the ’154 Patent “recit[e] a system or software program that executes a substitute 

function,” which is the claimed “first function”.  Palo Alto Networks, 752 F. Appx. at 1018.  The 

“first function” sends its input to the security computer for inspection once invoked.  Ex. A-3, cl. 1 

(“transmitting the input to the security computer for inspection, when the first function is invoked”); 

Juniper II, 387 F.Supp.3d at 1011 (“The claimed ‘first function’ then clearly involves the ‘substitute 

function,’ which sends the content’s input to the security computer for inspection once invoked.”).  

This call to a substitute function only exists after the original content is modified at a gateway 

device to include it.  Ex. A-3 at 9:13-28 (“Content modifier 265 preferably modifies original content 

received by gateway computer 205, and produces modified content, which includes a layer of 

protection to combat dynamically generated malicious code.”).  Thus, the claimed “content” 

received by the claimed “content processor” is necessarily modified content since the claims require 

it to “include[] a call to a first function”.  Id. at cl. 1, 6.   
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Indeed, as noted above, the “present invention” described in the ’154 Patent makes this 

clear.  Id. at 4:55-60 (“the present invention operates by replacing original function calls with 

substitute function calls within the content, at a gateway computer, prior to the content being 

received at the client computer.”). 

Finjan’s argument that it amended a claim during prosecution to cure an antecedent basis 

defect is irrelevant.  The antecedent must use the same terminology, and Finjan curing an infirmity 

in the claim language does not dictate the construction of “content processor”.  Moreover, Finjan’s 

attempt to rely on the ’289 Patent ignores the context of the claims.  Claim 1 of the ’289 Patent is 

directed to a gateway computer (“receiving at a gateway computer…”), while the asserted claims 

of the ’154 Patent are directed to a client computer that receives modified content (i.e., from a 

gateway computer), as set forth above.   

Indeed, as the Juniper II Court found (acknowledging a prior analysis by the PTAB), the 

context of the claims in the ’154 Patent plainly requires that the “content processor” receive content 

that has been modified:  

the ’154 patent specification to refers to ‘three categories of content’: 

First, there is the “original content” that is scanned and modified at the gateway 
computer. Second, there is the “modified content” transmitted to, and received 
by, the client computer. Third is the “dynamically generated malicious content” 
that is generated at runtime and, thus, is undetected by the gateway computer in 
the “original content.” 

The PTAB further noted that “[n]otwithstanding the variety of content 
described in the Specification, the term ‘content’ is recited broadly in all challenged 
claims as ‘content including a call to a first function’ ” (ibid.). It then explained that 
(id. at 10 (first emphasis and alteration in original, second emphasis added)):  

Because the recited “first function” is the substituted function whose input is 
verified, the claimed “content,” in the context of the surrounding claim 
language, must refer to the modified content received at the client computer. 
See id. at 17:39–40 (“transmitting the input [of the first function call] to the 
security computer for inspection, when the first function is invoked”). The 
claimed content cannot refer to the “original content” that is received by the 
gateway computer and over the Internet because that content, according to the 
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Specification, would be capable of generating the undetected dynamically 
generated malicious content from which the client computer is to be protected. 

As such, the PTAB concluded that the claimed “content” refers to “data or 
information, which has been modified and is received over a network” (id. at 14 
(emphasis added)). This order agrees with the PTAB’s understanding to the extent 
that it found that the claimed “content” “has been modified.” Markman v. Westview 
Instruments, Inc., 517 U.S. 370, 389 (1996) (claims are to be construed “in a way 
that comports with the instrument as a whole”). 

Juniper II, 387 F.Supp.3d at 1011-12.  Thus, the claimed “content processor” receives modified 

content. 

3. Plaintiff’s Reply Statement 

The only dispute between the parties is if a construction is necessary to limit the term to 

processing “modified” content, which is a rehash of the dispute over Term 5.  Rapid7 argues the 

content must be modified because the first and second function must be different, which is 

incorrect for the reasons discussed above.  Rapid7 ignores the Proofpoint Order, which explicitly 

rejects its proposal that the content must be modified and the two other decisions (Bitdefender and 

Symantec), noted in Finjan’s Opening Brief, that found no construction was necessary for this 

term.  Instead, Rapid7 asks the Court to follow the Federal Circuit’s Palo Alto Networks decision 

and the Juniper II Order.   

As discussed above, the Federal Circuit opinion upon which Rapid7 relies states in relevant 

part only that “the ‘first function’ is the inspection step in which the content is assessed for safety, 

and the ‘second function’ is when, having been deemed safe, the content is actually run.”  Ex. F-

10 at 3.  This fact is undisputed and does not require that the second function is different — i.e., 

the security computer can inspect the first function and confirm it is safe, and then the receiving 

computer can safely run the same, non-inspected function.   

The Juniper II Order relies on the statement in the specification that “Content modifier 265 

preferably modifies original content received by the gateway computer 205, and produces 

Case 1:18-cv-01519-MN   Document 76   Filed 10/25/19   Page 40 of 77 PageID #: 4460Case 4:18-cv-07229-YGR   Document 59-3   Filed 04/06/20   Page 5 of 8

f 

 

Find authenticated court documents without watermarks at docketalarm.com. 

https://www.docketalarm.com/


Real-Time Litigation Alerts
	� Keep your litigation team up-to-date with real-time  

alerts and advanced team management tools built for  
the enterprise, all while greatly reducing PACER spend.

	� Our comprehensive service means we can handle Federal, 
State, and Administrative courts across the country.

Advanced Docket Research
	� With over 230 million records, Docket Alarm’s cloud-native 

docket research platform finds what other services can’t. 
Coverage includes Federal, State, plus PTAB, TTAB, ITC  
and NLRB decisions, all in one place.

	� Identify arguments that have been successful in the past 
with full text, pinpoint searching. Link to case law cited  
within any court document via Fastcase.

Analytics At Your Fingertips
	� Learn what happened the last time a particular judge,  

opposing counsel or company faced cases similar to yours.

	� Advanced out-of-the-box PTAB and TTAB analytics are  
always at your fingertips.

Docket Alarm provides insights to develop a more  

informed litigation strategy and the peace of mind of 

knowing you’re on top of things.

Explore Litigation 
Insights

®

WHAT WILL YOU BUILD?  |  sales@docketalarm.com  |  1-866-77-FASTCASE

API
Docket Alarm offers a powerful API 
(application programming inter-
face) to developers that want to 
integrate case filings into their apps.

LAW FIRMS
Build custom dashboards for your 
attorneys and clients with live data 
direct from the court.

Automate many repetitive legal  
tasks like conflict checks, document 
management, and marketing.

FINANCIAL INSTITUTIONS
Litigation and bankruptcy checks 
for companies and debtors.

E-DISCOVERY AND  
LEGAL VENDORS
Sync your system to PACER to  
automate legal marketing.


