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Juniper

SRX Series Serwces
Gatevvays for the E

SRXI00, S
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SRX Series Services Gateways for The Junper Networks® SRX Series Serv ces Gateways for the branch combine next
the branch are next-gereratior generation firewal and ur:fied thr management {(UTM) services with rout ng zand
security gateways that prov de swtching in a sngle, high-performance, cost-effectve retwork device.

sent:al capabiiities that
onrect, secure, and manage - SRX Series for the branch rurs Jun per Netwarks Juros® operating system, the proven

d from QS that is used by core Intemet routers ir all of thetop 100 s

workforce lccations s
handfuls tc hundreds cf users. By wor.d. The rgorous y tested carrier-class routing features of IPva/IPvb, QSPF, B
consolidating fast, highly
switching, routing, security,

and next gereration frewa
capabilities im a sngle device
enterprises can protect their
resources as well as economically
afe and deploy brarck SRX Series gateways quickly and securely. Policy-based VPNs

able multicast hava beer proven in over 15 years of worldwide deployments.

SRX Series for the branch provides permeter security, content security, applicat o
visibility, trackirg and policy enforcement, user role-based cortrol, threat inteligence

through integraticn w th Jun per Networks Spotlight Secure® and network-wde threat

visibility and control. Us:ing zones and palicies. network admin strators can configure

delver new services,
connectivity, and :
Lser experience. A.l SRX Series spl t tunneling. The SRX Ser es also ncludes wizards for firewa |, IPsec VPN, Netwaork
Services Gate ciuding Address
proeducts cr Enterprise
ch, Erterprise edge, and

Center applications, are generaticn frrewall, urif-ed threat management (UTM
Le app.catol are

tisfying end- suppert more complex security architectures that require dynamic address g and

ansiation (NAT), and init ai setup to simpl fy corfigurations out of the bex

For content security, SRX Series for the branch offers a complete su te of next

d threat intelligence

powered by Juncs On—ﬂ:e proven Servic sisting of: intrusior prevent or system (IPS), application security
operating system that provides (AppSecure}, user role-based firewa | cantro.s, on-box and cloud-based ant virus,
Lnmatched consistency, better antispam, and enrhanced Web filter ng to protect your network from the latest
performance with services, and contert-borne threats, Integrated threat intellgence via Spotlight Secure offers
superior nfrastructure protection adaptive threat protectior nst command ard cortrol (C&C) related botrets and

at a lowert

~ost of ownership. policy erforcement based on GeolP and attacker f r‘??rpr‘r‘t re technology (the \atter

for Web app.ication protecticn)—all of which are based on Juniper provided feeds.

Customers may > .everage theirr own custom and third-party feeds for protection

from advanced maiware and other threats. The branch SRX Series irteg s with

other Junper security products to dever enterprise-wide unified acce ortro

(UAC) and adaptive threat management.
SRX Series for the branch are secure routers that bring b.gh performance and proven

deployment capab (it es tc enterprises that need te bu (d a worldwide netwaork of

thcusanrds of sites. The wide variety of options allcw configurat or of performance,

functional ty, and prce scaled to «:l,p[wrt from a handful to thousanrds of users

Ethemet, ser:al, TI/E7, DS3/E3, xDSL, Wi-Fi, and 3G/4G LTE wireless are all available
options for WAN or Internet connectivity to securely .ink your sites. Multiple form factors
allow you tc make cost-effective choices for mission-cr tical deployments. Managing
the network is easy using the proven Junos O5 command-line interface (CLIY, scripting

capabilities

simple-to-use Web-based GUI, or Juniper Networks Junos® Space
Secunty Director for centralized management
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Architecture and Key Components
Key Hardware Features of the Branch SRX Series Products

Product

SRX100 Services
Gateway

SRXNO Services

Gateway

SRX210 Services
Gateway

SRX220 Services
Gateway

SRX240 Services
Gateway

SRX550 Services
Gateway

SRX650 Services
Gateway

Description

Eight 107100 Ethernet LAN ports and 1 USB port {support for 3G USB)

Full UTM?; antivitus', antispam’, enhanced Web filtering’ and content filtering
Intrusion prevention system'. AppSecure’

2 GB DRAM. 2 GB flash default

VDSL/ADSL2+ and Ethernet WAN interfaces

Eight 107100 Ethemet LAN ports and two USB port {(support for 3G USB)

Full UTM" antivirus'. antispam’. enhanced Web filtering intrusion prevention system’. AppSecure
Unified Access Control (UAC) and content filtering

2 GB DRAM. 2 GB CF default

~wo 10710071000 Ftherme: and 6 107100 Fthemet | AN ports. 1 Mini-PIM slot. and 2 USB ports (suppor: for 3G US3)
Factory option of 4 dynamic Power over Ethernet {PoE) por:s 802 3af

Support for TI/EL senial, ADSL/2/2+, VDSL, G.SHOSL. and Ethernet small form-factor pluggable transceiver (SFP)
Content Security Accelerator hardware for faster performance of IPS and ExpressAV (with high memory version)
Full UTM' antivirus] antispam’. enhanced Web filtering'. and content filtering

Intrusion prevention systerm’, User role-based firewall, and AppSecure’

2 GB DRAM, 2 GB flash default

Fight 10/100/1000 Ethernet LAN ports, 2 Mini-PIM slots

Factory option of 8 PoFE ports: PoE+ 802.3at. backwaids compatible with 802.3af
Support for TI/E1, serial, ADSL2/2~, VDSL, G.SHDSL. and Ethernet SFP

Content Security Accelerator hardware for faster performance of IPS and ExpressAV
Full UTM® antivirus'. antispam'. enhanced Web filtenng' and content filtering
Intrusion prevention system', User role-based firewall and AppSecure’

2 GB DRAM, 2 GB CF default

1610710071000 Ethernet L AN ports, 4 Mini-PIM slots

Factory option o° 16 PoE ports: PoE+ 802.3ar, backwards compatible with 802 3af
Support for TI/F1, senial. ADSL2/2+ VDSL, G SHDSL, and Ethernet SFP

Content Security Accelerator hardware for faster parformance of IPS and ExpressAV
Full UTM" antivirus] antispam'. enhanced Web filtering'. and content filtering
Intrusion prevention system’. AppSecure’

Ten fixed Ethernet ports (6 10/100/1000 copper. 4 SFP), 2 Mini- PiM slots, & GPIM slots or multiple GP M and XPIM
combinations

Support for TI/EL serial. ADSL 2/2~-. VISL. G SHDSL. DS3/E3. Gigabit Ethernet ports: supports up to 52 Ethernet
parts including SFP. 40 switch ports with optional PoF including 802.3at. Pof~, backwards compatible with 802 3af
{or 50 non-PoE 10710071000 copper ports)

Content Security Accelerator hardware for faster performance of IPS and FxpressAV

Full UTM”: antivirus'. antispam’. enhanced Web filtenng' and content filtering

intrusion prevention system'. User role-based firewall, and AppSecure’

Threat intelligence for protection from command and control (C&C) botnets, Web application threats and advanced
malware. and policy enforcement based on GeolP data

2 GB DRAM default. 2 GB compact flash default (SRX550)

4 GB DRAM default, 8 GB comrpact flash default (SRX550 High Mermory)

Optional redundant AC power. standard AC power supply that is PoE-ready Pof power up to 250 watlts single power
supply or 500 watts dual power supply

Four fixed ports 10710071000 Fthernet L AN ports, 8 GPM slots or multiple GPIM and XPIM combinations

Support for T1. E1. DS3/E3. Ethernet ports. supports up to 52 Ethernet ports including SFP: 48 switch ports with
optional Pof including 802 3at. PoE+, backwards compatible with 802 3af {or 52 non-PoE 10/100/1000 copper ports
Content Security Accelerator hardware for faster performance of IPS and ExpressAV

Full UTM!, antivirus!. anzispam’. enhanced Web filtenng’ and content filtering

Intrusion prevention system’. User role-based firewall. and AppSecure!

Threat intelligance for protection from command and control (C&C) botnets. Web application threats and advanced
malware, and policy enforcement based on Ceo!P data

Modular Services and Routing Engine; future internal failover and hot-swap

2 GB DRAM defaul:. 2 GB compact flash default. external compact “lash slot for additional storage

Optional redundant AC power: standard AC power supply that 15 PoE-ready PoE power up to 250 watts single power
supply or 500 watts dual power supply

Network Deployments

The SRX Series Services Gateways for the branch are deployed at remote, branch and Enterprse edge locations in the network to
provide all-in-one secure WAN connectivity, and connection to local °Cs and servers via integrated Ethernet switching.

Unified Threat Management—antivirus antispam Wetb fiitering AppSecure and IPS requite a subscnption .cense option to Lse the feature UTM s not supported on the low memory version
Please see tme ordenng section for options Content Fiitering and UAC are part of the base software with no addivonal license
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Features and Benetfits

Next Generation Firewall

SRX Series Services Gateways deliver next generation firewall
protection with appl cation awareness and extensive user role-
based control options puus best-
of-breed UTM to protect and
control your business assets.
Next generation frewalls are
able to perform full packet
inspection and can apply
security policies based on layer 7
nformatior. This means you car

“Untrust™ Zone

=HUstizone create security policies based cn
5 the application rurning across
: your network, the user who 1s
intranet
receiving or sending netwerk
| | “Guest” Zone traffic or the content that is
L oNZ Zone traveling across your network

Figure 1. Firewalls, zones to protect your environment
and policies apanst threats, manage how
your network bandwidth is allocated, and contro! who has access

tc what.

AppSecure s a suite of appiication securty capabil ties for
Juniper Networks SRX Ser es services Gateways that dentfies
applcations for greater visib lity, enforcement, control, and
protection cf the network.

rusion Prevention
The intrusion prevention system (1PS) understands application

behaviors and weaknesses tc prevent applicat.on-borne security
threats that are difficuit tc detect and stop.

nified Threat 1/ ement (LITIA)

SRX Series can nclude comprehersive content security aganst
malware, viruses, phishing attacks, ntrusions, spam and other
threats with Lnified threat maragement ( JTM). Get a best-
of-breed solution with anti-virus, arti-spam, web filterng and
content fiterng at a great value by easily adding these services
to your SRX Seres Services Gateway. Cloud-based ard on-bex
solutions are both avarab e.

ser Firewal
Juniper offers a rarge of user role-based firewa!l control solutions
that support dynamic security polcies. Jserroe-based frewa!l
capabilities are ntegrated with the SRX Series Services Gateways
for standard next generation firewall controls. More extensive,
scalable, grarular access controls for creating dynamic policies
are aval.abie through the integratior of SRX with a Juniper
Unified Access Contro. sclution.

Adapt

ve Threat Intelligence

To address the evoving threat landscape that bas made it
mperative to integrate external threat intelligence into the
frewa! forthwarting advanced malware and other threats, some
SRX Seres Services Gateways inc.ude threat intelligence via
integrat on with Spotiight Secure. The Spatlight Secure threat
intelligence platform aggregates threat feeds from muitip e
sources to del ver aper, consolidated, actionable inteliigerce to
SRX Series Services Gateways across the organizat on for policy
erforcement. These sources include Jun per threat feeds, third
party threat feeds and threat detection technologies that the
customer car deploy.

Administrators are able te def ne erfarcement policies from all
feeds via a single, central zed maragement point, luncs Space
Security Director.

Secure Routing

Many crgan zaticns use both a router and a frewz /VPN at ther
network edge to fu fill ther retworking and security needs. For
many organizatiors, the SRX Seres for the branch car fulf L0
both roles with one solutior. Jun per built best-in-class routing,
swtching and firewall capabil ties into one product.

SRX Seres for the brarch checks the traffic to see if it
egitimate and permissible, and only forwards 't cn whep it s,
This reduces the lcad on the netwark, al.ocates bandwdth for al
other mission-critical appiicat.cns, and secures the network from
MaLicious users.

The ma n purpose of a secure router s tc provide frewall
protection and apply policies. The frewzll (zore) functionaiity
nspects traffic flows and state to ersure that origirating and
returning nformat on in a session s expected and permitted for
a particuiar zone. The securty pol oy determires if the session
can orginate n cne zone and traverse tc another zore. Due to
the architecture, SRX Ser es receves packets from a wide variety
of clients and servers and keeps track of every session, of every
applicat.on, and of every user. Th s allows the enterprise to make
sure that only leg timate traffic s on its network and that traffc s
f.owing in the expected direction.

High Availability

Junos Services Redundancy Protoco. (JSRP) s a core feature
of the SRX Seres for the branch. JSRP erables z par of SRX
Seres systems to be easily integrated nto z hgh ava labil ty
network architecture, with redundant physical cornections
between the systems and the ad;acent network sw tches. With
link redundancy, Juriper Networks can address many common
causes of system fai.ures, such as a phys cai port goirg bad

or a cable getting disconnected, tc ensure that a conrrection

s avauab.e without havng to fai over the entire system. This
15 consistent with a typica: active/standby nature of routing
resiliency protecols.

w
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SRX240
Active S

Figure 2

Wher SRX Series Services Gateways for the branch are
configured as an actve/active HA par, traffic and configuration
and VPN
session martenance in case of a faiure. The branck SRX Series
synchronizes both configuration and runt'me information. As a
result, during failover, synchron zation of the follow:ng information
s shared: connection/session state and fiow nformation, IPSec
security asscciations, Network Address Transiation (NAT) traffic,

s mirrored automatically to provide act ve firewa

address book information, corfiguration changes, and more. In
contrast to the typical router active/standby resil ency protocols
such as Virtual Router Redundancy Protoco! (VRRP), all dynamic
flow and session ‘nformat ion s lost and must be reestablished

n the event of a failcver. Some or a(l network sessions will have
to restart depending on the convergence time of the [inks or
rodes. By maintaining state, not only is the sessior preserved,
but security is kept intact. In ar unstabie retwork, this act ve/
active confguration also mitigates link flapping affecting session
performance.

Session Based Forwarding Without the
Performance Hit

In order to optimize the throughput and latency of the combined
router and firewal ., Junos OS implements sessicn-based
forwarding, an innovatior that combines the session state
nformatior of a traditional firewall and the next-hop forwarding
of a classic router inte a single gperation. With Junos OS, a
session that is permitted by the forwarding pol.cy s added to

Page 5 of 20

Active/Standby

P
< Tx\

Active/Active
> o \\\_,\

INTERNET )

High availability

the forwarding table along with a poirter to the next-hop route.
Establ shed sessions have a single table lookup to verify that the
session has been permitted and to find the next hop. This efficient
algorithm improves throughput and .owers latency for session
traffic when compared with a classic router that performs multiple
table loockups to verify session information and then to find a next-
hop route.

Tigure 3 shows the session-based forwarding algorithm. When a
new session s established, the session-based architecture within
Junos OS verfies that the session is allowed by the forwarding
polcies, If the session is allowed, Junos OS will lock up the next-
hop route in the routing table. It ther inserts the session and the
rext-hop route into the sesson and forwarding table and forwards
the packet. Subsequent packets for the established session
require a single table lookup In the sessior and forwarding table,
and are forwarded to the egress interface.

Security Policy

and Next-Hop L

Ingress
Interface

Forwardingfor ____ Egress

Permitted Traffic  Interface

Disallowed oy
Policy: Dropped

Figure 3 Session-based forwarding algorithm

FINJAN-JN 005224
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Sheat

Spec fications
Protocols
IPv4, IPv6, I1SO Connectionless Network Service (CLNS)
Routing and Multicast
Static routes
RIPv2 +v1
OSPF/OSPFV3
BGP
BGP Reuter Reflector’
IS-IS
Multicast (Internet Group Management Protocc!
(IGMPV1/2/3). PIM-SM/CM/SSM, Session Description
Protocol (SDP), Distance Vector Multicast Rout ng Protocol
{DVMRP), source-specific, Multicast inside IPsec tunnel).
M5B

MPLS (RSVP, LDP, Circuit Cross-connect (CCC), Trarslational
Cross-connect {TCC), Layer 2 VPN (VPLS), Layer 3 VPN,
VPLS, NGMVPN)
IP Address Management
Static
DHCP, PPPoE clent
Intemal DHCP server, DHCP Relay
Address Translation
Source NAT with Port Address Transiation (PAT)
Static NAT
Destination NAT with PAT
Persistent NAT, NATG4
Encapsulations
Ethernet (MAC and VLAN tagged)
Point-to-Point Protccel (PPP) (synchronous)
- Muiltitink Point-to-Point Protocol (MLPPP)
Frame Relay
- Multilink Frame Relay (MLFR) (FRF.15, FRR16), FRE12, LFI
High-Leve! Data Link Control (HDLC)
Serial (RS-232, RS-449, X.21, V.35, EIA-530)
C€2.1q VLAN suppert
Point-to-Point Protocol over Ethernet (PPPoF)
L2 Switching:
802.Q, 802D, RSTP, MSTPR, 802.3ad (LACP)
8C2.x. LLDP. 802.Jad (Q-n-Q). IGMP Snooping
Layer 2 switching with high availability
Traffic Management Quality of Service (Q0S)
802.p, DSCP, EXP
Marking, policing, and shaping
Class-based queuing witk prioritization

'BGF Route Reflector supported on SR
2Asof Junos 15 1X49-D40. the SRXSS0 High Memory unit does ot

Untied Threat Management — antwvirus antispam Wet fittering Apc
ordenng section for options

cute. and IPS require nd vidual subscrip

Weighted random early detection (WRED)

- Queuing based on VLAN, data-iink connect on identifier
{DLQ), interface, burd.es, or multi-field (MF) fitters

- Guaranteed bandwidth
Maximum bandw dth
- Ingress traffic policing
Priority-bandwidth utilization
Diff Serv marking
+ Virtual chanrels
Security
Firewall
Firewali, zones, screens, palicies
Stateful firewall, stateless filters
Network attack detecticn

Screens denial of service (DoS) and provides distrbuted
denial of service {D205) protection {(anomaly-based)

Prevent replay attack; Anti-Replay

Unified Access Control

- TCPreassembly for fragmented packet protection

- Brute force attack mitigation

- SYN cookie protection

- Zone-based IP spoofing

- Malformed packet protection
NGFW/UTM

Intrus.on Prevention System (IPS)

- Protocol anomaly detection

- Stateful protccol signatures

- Intrusion pravention system (IPS) attack pattem
cbfuscation

- Userrole-based policies
+ Customer signatures creation
Multpie times a week and emergency updates
- AppSecure
- AppTrack (application visib lity and tracking)
- AppFirewall {policy enforcement by application name)
- Custom signatures

- AppQoS (network traffic prioritization and bandwidth
management)

- Dynamic signature updates
- User-based app! cation policy enforcement
Antivirus

- Express AV (stream-based AV, not available or SRX100
and SRX110)

- Flle-based antivirus
Signature database
Protocols scanned: POP3, HT TR, SMTPR, IMAP, FTP

50 anc SRX650 See order ng section for more informaton
P LLDP B02 k. Q-in-C IGMP Snooping and L2 swatching witn HA

license UTHA s not supported on the low memory version Please see the

FINJAN-JN 005226
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VP!

Ant spyware

IPv

6

Ant-adware QSPrV3
Ant keylcgger RIPng
- Cloud-based antivirus IPv6 Multicast Listener Discovery (MLD)
Antispam 3GP
Integrated enhanced Web filtering ISIS®
- Category granularity {90+ categories) Wireless
- Real time threat score CX™11 Celiular 3G/4G/LTE SBroadband Data Bridge supported
Redirect Web fitter ng on ail branch SRX Series devices
Content Security Accelerator in SRX210 high memary, 3G US8 modem support for SRX100, SRXTI0. and SRX210
SRX220, SRX240, SRX550, and SRX650* SLA. Measurement. and Monitoring
FxpressAV option n SRX210 high memory, SRX220 high Real-time performance monitorng (RPM)
memory, SRX240, SRX550, and SRX650* Sessons, packets, and bandwidth usage
Content filterirg Juniper J-Flow monitering and accountirg services
- Based on MIME type, file extension. ard protoco! |P Monitoring
commands e

\

Auto VPN (Zero Touch Hub)

Turneis (GRF, I1P-|P, 1Psec)

1Psec, Data Encryption Standard (DES) (56-bit), trpie Data
Encryption Standard (3DES) (168-bit), Advanced Encryptior
Standard (AES) (128-bit+) encrypticr

Message Digest 5 (MD5),SHA-1, SHA-128, SHA-256
authentication

Jungs Pulse Dynamic VPN client; browser-based remote
access feature requirng a license

I1Pv4 and IPv6 VPN

Multi-Proxy |T for site-to-site VPN

ultimedia Transport

Compressed Real-Time Transport Protaco! (CRTP)

High Avaitability

VRRP

JSRP

Stateful fallover and dual box clustering
SRXS550/SRX650:

Redundant power (cptiona )

GPIM hot swap

Future internal fallover and SXF hot swap (OIR) or
SRX650

Backup iink via 3G/4G _TF wirsless or other WAN

Active/active—! 3 mode®

Active/passive—L 3 mode®

Configurat on synchronization®

Session synchronzation for firewa!l and VPN®
Session failover for routing change®

Device failure detection®

Lirk failure detection®

1P Monitering with route and interface fa lover

Adn

- Syslog

Traceroute

=Extensive control- and data-plane structured and
unstructured sysicg

wristration

Juniper Networks Network ard Secur ty Manager suppert
(NSM)

Juniper Networks Junos Space Security Director support

Juniper Networks STRM Series Security ~hreat Response
Managers support

Juniper Networks Advanced Insight Solut.ons support
=xternal administrator database (RADIUS, [ DAP, SecurelD)
Auto-configuration

Configuration rollback

Rescue configuration with button

Commit corfirm for changes

Auto-record for diagnaostics

Software upgrades (USB upgrade opticn)

Juniper Networks J-Web

Command-line interface

Smart image downiocad

Fikr ne

atio
NEBS Compliance for SRX240, SRX650¢

Department of Defense (Do) Cert ficatior for SRX Seres
Services Gateways, including testing and certification by the
Department of Defense Jont Interoperability Test Command
(JITC) for intercperability with DeD retworks and addition of
the SRX Seres Services Gateways to the Un fied Capabiities
Approved Product List (UC APL)

* Unifieg Threat Management - antivirus antispam web filterng. AppSecuie and IPS requie indwidual subscrnption license U™M s not suppo'ted or the low memory versior Please see the

R NRALM with S17 MF arressibie Optional upgrate 01 GR DRAM is avaiiable with ot
SRX550

e hase 0 memory software license key
> Coming soon far SRXN0

FINJAN-JN 005227
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yata Sheet

Product Comparison

SRX100 SRX110 SRX210 SRX220 SRX240 SRX550 SRX650
Maximum Performance and Capacity
Junos OS version tested Junos OS Junos OS Junos 0S Junos OS Junos OS Junos OS Junos OS
120%44-D15  121X44-D15  121X44-D15  121X44-D15 N4R5 12157 N4R5
Firewall performance 700 Mbps 700 Mbps 850 Mbps 950 Mbps 18 Gbps 7 Gbps 7Gbps
{large packets)
Firewall performance (IMIX) 200 Mbps 200 Mbps 250 Mbps 300 Mbps 600 Mbps 2 Gbps 25 Gbps
Firewall + routing PPS (64 Byte) 70 Kpps 70 Kpps 95 Kpps 125 Kpps 200 Kpps 700 “pps 850 Kpps
Firewall performance® (HTTP) 100 Mbps 100 Mbps 290 Mbps 350 Mbps 830 Mbps 2 Gbps 2 Gbps
iPsec VPN throughpu: (large 65 Mbps 65 Mbps 85 Mbps 100 Mbps 300 Mbps 10 Gbps 15 Gbps
packets)
IPsec VPN tunnels 128 128 256 512 1.000 2,000 3000
AppSecure firewall throughput® 90 Mbps 90 Mbps 250 Mbps 300 Mbps 750 Mbps 2.0 Gbps 19 Gbps
125 (intrusion prevention system) 75 Mbps*® 75 Mbps 65 Mbps 80 Mbps 230 Mbps 800 Mbps 1Gbps
Antivitus 25 Mbps 25 Mbps 30 Mbps 35Mbps 85 Mbps 300 Mbps 350 Mbps
(Sophos AV)  (Sophos AV)  (Sophos AV)  (Sophos AV) (Sophos AV)  (Sophas AV)  (Sophos AV)
Connections per second 1.800 1.800 2200 2.800 8,500 27000 35.000
Maximum concurent sessions 32K 32 K7 64 K7 96 K7 256 K’ 375K 512K
DRAM options 2 GB DRAM 2 GBDRAM 2 GB DRAM 2 GBDRAM 2 GBDRAM 2GB/GB? 2 GBDRAM
DRAM
Maximum security policies 384 384 512 2,048 4096 8.000 8192
Maxirnum users supported Unrestricted  Unrestricted  Unresticted  Unrestricted  Unrestricted Unrestricted  Unrestricted
Network Connectivity
Fixed /O 8 x10/100 8 x10/100 2x X 16 x 6x 4 x
VDSL/ 10710071000 10710071000 1021001000 10710071000 10/106/1000
ADSLZ+ BASE-T+ 6x BASE-T BASE-T BASE-T + 4 BASE-T
WAN (Annex 107100 SFD
AorB)
170 slots N/A N/A 1x SRX Seres 2 x SRX 4 x SRX 2 x SRX 8 x GPM
Mini- P'M Series Series Series or multiple
Mini-PIM Mini-PiM Mini-PiM GPIM
6 x GPIM and XPM
or multiple corrbinations
GPIM
and XPIM
combinations
Sewvices and Routing Engine No No No NG No No -
slots
N - : Seeordering  See ordering  Seeordering  Seeordenng  See ordering
WAN/LAN intertace options sl NeA information information information information information
Maximum number of PoF ports N/ZA N/A Uptoéports UptoBports Uptolé Up 1040 Up to 48
{PoE optional on some SRX of 802 3af of 802.3a/ ports of ports of ports of
Saries models) with at with 802 3af/ 802 3af/ 802 3af/
maximum maximurm at with at with atwith
50 W 120 W maximum maximum maximurm
150 W 2LTW 247 W
uss 1 2 2 2 2 2 2 per SRE
'Basec on 2 GhE memory models whih require Junos OS5 121244-D15 (exception. Junos OS 1! 45 for SRX240 only)
8 Throughput numbers based on HTTP tiaffic with 44 kilobvte transaction size
? Use software based IPS engine which has ~gher perfarmance anc iess capacity
CSRXAB50 supports a single Services and Routing Engine (SRE) as of software release 114
8
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ree

Routing

Routing (Packe: Mode) PPS
BGP instances

BGP pesrs

BGP routes

OSPFinstances

OSPF routes

RIP W1/ V2 instances

RIP v2 routes

Static routes

Source-based routing
Policy-based routing

Equal cost multipath (ECMF)
Reverse path forwarding (RPF)
IPsec VPN
Concurrent VPN tunnels
Tunnel interfaces

DES (56-bit), 3DES (168-bit)
and AES (256-bit)

MD-5 SHA-1and SHA-2
authentication

Manual key. (ntemet Key
Exchange (IKE vi+v2) public key
infrastructure (PK1) (X.509)

Perfect forward secrecy (2H
Groups)

Prevent replay attack
Dynamic remote access VPN
iPsec NAT traversal
Redundant VPN gateways

Number of remote access users

User Authenhcation and Access Control

Third-partly user authentication

RADIUS accounting

XAUTH VPN, Web-based, 802 X
authentication

PKicertificate requests (PKCS 7
and PKCS 10)

Certificare Authorities supported
Virtualization

Maximurm number of security
zones

Maximum number of virtual
outers

Maximum number of VLANS

SRX100 SRX110 SRX210 SRX220 SRX240 SRX550 SRX650
100Keps 1004pps 150Kpps 200Kpps 300Kpps 1000Kpps 10004pps
5 5 10 16 20 56 64

8 8 16 16 32 192 256
8K 8K 16 K 32K 600 K 72 < 800K
4 4 10 16 20 56 64
8K 8K 16K 32K 200 K 200K 200K
4 4 10 16 20 56 64
8K 8K 16 K 32K 32K 32K 32K
8K 8K 16 K 32K 100 K 100 « 100K
Yes Yes Yes Yesg Yes Yes Yes
Yes Yes ves ves ves ves ves
Yes Yes ves Yes Yes Yes Yes
ves Yes ves Yes Yes Yes Yes
128 128 256 512 1000 2.000 3.000
10 10 64 64 128 456 512
Yes Yes Yes Yes Yes Yes Yes
Yes Yes Yes Yes Yes Yes Yes
Yes Yes Yes Yes Yes Yes Yes
125 125 .25 L2.5 1.2:5 125 2.5
Yes Yes Yes Yes Yes Yes Yes
Yes Yes Yes Yas Yes Yes Yes
Yes Yes Yes Yes Yes Yes Yes
ves Yes Yes Yes Yes Yes ves
25 users 25 users 50 users 150 users 250 users 500 users 500 users
RADIUS,RSA  RADIUS, RSA  RADIUS, RSA RADIUS, RSA RADIUS. RSA RADIUS RSA
SecurelD. Secure!D Secure!D SecurelD Secure!D. SecureiD

LDAP LDAP LDAP LDAR LDAP LDAP

Yes Yes Yes Yes Yes Yes Yes
Yes Yes Yes Yes Yes Yes Yes
Yes Yes ves ves Yes Yes Yes
Yes Yes ves Yas ves ves Yes
10 10 12 24 64 96 128

2 3 10 15 64 128 128

i [<] & 64 128 2,000 3967 3967

Ie]
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SRX100 SRX110 SRX210 SRX220 SRX240 SRX550 SRX650
Encapsulations
PPP/MLPPP N/A N/A Yes Yes Yes Yes Yes
PPPoE Yes Yes Yes Yes Yes Yes Yes
PPPoA N/A Yes Yes Yes Yes Yes Yes
MLPPP maximum physical N/A N/A 1 2 4 12 12
interfacas
Frame Relay N/A N/A Yes Yes Yes Yes Yes
MLFR (FRF 15, FRF 18) N/A N/A Yes Yes Yes Yes Yes
MLFR rmaximurm chysical N/A N/A 1 2 4 12 12
interfaces
HDLC N/A N/A Yes Yes Yes Yes Yes
Wireless
CXM 3G /4G LTE Bridge support  Yes Yes Yes Yes Yes Yes Yes
g;’g:{ﬁgx Series management v, ves Yes Yes Yes Yes Yes
Flash and Memory
Memory {(DRAM) 2GB 2GB 2G8 2GB 2GB 2GB/ GB" 2GB
(SRXI00H2)  (SRXNOH2)  (SRX2I0HE2) (SRX220H2) (SRX240H2) (SRX650)
. Fixed Fixed Fixed Fixed Fixed S .
Memory slots memory memory friermory memory mermory 2DIMM 40IMM
Flash memory 26 2GBCF, 2G8 2GBCF. 2GB 2GB/B GB! 2GBCF
externally extemally CFinternal internal on
accessible accessible SRE, external
slot empty.
upto 2GBCF
supported
USS port for external storage Yes Yes Yes Yes Ves Yes Yes
Dimensions and Power
Dimensions (W x H x D) 85x14x N02x172x  N0O2x173x 1431x173x  175x175x 115 %35« 175x35x
58in(216x  8385in 72in(280x  7Nin{363x 151in (444 182in (44.4 1B.2in{444
36x147cm)  (28x 437 x 44 x1Blem) 44 x1Blcm)  x44x385 xB8x 462 xB88x 462
213cm) cm) cm) cm)
Weight (device and power 251b{Q11kg) &71b 33lb(15kg) 343lb For LM and 2196 b 2491b
supply) (3.06 kg) non-PoE / (156 kg) HM-AC: 11.2 (9.9€ kg) M3keg)
441b non-Pok b (5.1kg) Nointerface  Nointerface
{2 kg) PoF No interface ForHM - DC: modules modules
Naointerface  modules 12561b (57 1 power 1 power
modules kg)/1231b supply supply
(56 kg) PoFE
Nointerface
modules
Rack-moun:able Yes, 1RU Yes. 1RU Yes, 1RU Yes. 1RU Yes, 1RU Yes.2 RU Yes.2 RU
Power supply (AC) 100-240 100-240 100-240 100-240 150 Wfor LM 100-240 100-240
VAC. 30 W VAC, 60 W VAC, VAC, and HM VAL, VAC,
60 Wnon- 60 W non- 190 W for HM  single 645 single 645
PoE/ PoE / with DC W ar Wor
150 W PoE 200 W PoE 360 W for dual 645 W dual 645 W
PoE
Maximum PoF power N/A N/A 50 W 120 W 150 W 2LT W 247 W
redundant, or  redundant, or
494 W non- 494 W non
redundant: redundant

'T4GBDRAa

GB CF is default on the SRX530 ~gh Memory SKUs
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Average power consumption

nput fisguency

Maximum current consumption

Maximum inrush current

Average heat dissipation

Maximum hea: dissipation

Redundant power supply (hot
swappable)

Azoustic noise level
{Per 1SO 7779 Standard)

Environment

Operational temperature

Nonoperational remperature

Humidity (operating)
Humidity {(nonoparating)

Mean ume between “ailures
{Telcordia model)

SRX100
10w

50-60 +z

025A @100
VAC

60 A

35 8TU/hr

80 BTUMr

0d3

{fanless)

SRX10
24 W

50-60 Hz

175A @100
VAC

TOA

8187 Ushr

99 BTU/hr

Qd3
{fanless)

SRX210

2BW,
84 W (PoE)

50-60 H:z

044 A @100
VAC 113 A
@100 VAC
{PoE)

80 A 60 A
for PoF

95 BTU/hr
(SRX2I0HE2)
e 8TU/hr
(SRX2I0HEZ2
PokE )

126 BTU/Mr
(SRX2ICHE2)
157 BTU/hr
(SRX2I0HE2
PoF)

29148

SRX220
28W

50-60 Hz

044 A @100
VAC

80 A

104 BTL/
hour
(SRX220H2)

126 BTU/hour
{SRX220H2)

No

51148

SRX240 SRX550
SRK24QH2 85 W

- 74 W

SIN240H2

DC-72W

SRIXZ40H2Z-

PoE-86 W

50-60Hz 50-60 Hz
1A @100 75 A @100
VAC. 30A VAC with
@100VAC  single PSU
(PoE) withPoE 105

A @100 VAC
with dual
PSU with PoE

40 A 45 Afor
PoF

45 Afor Ve
cycle

253 BTW/he 238 87U/he
{SRX2460H2)
246 BTUL/hr
(S’_R)“E'A(]-iz’
294 87U /e
(SRX40H2-
PoE)

427 8TU/Mr
(SRX24042)
<09 BTU/hr
(SRX24042-
Do)

560 BTU/M

(SRYX2407-
PoE)

1449 BTU/hr

NO ves (up 1o
Maximum
capacity of
single PSL)

7004dB 518d8

320:01040F
{0°:040°¢C)
40101580 F
(-20°to
70°C)

24 8 years

32¢10104°F
{0 4Q0(C)

‘?o 1 158¢C ¢

20219
700C)

24 B years

329101040 %
{Q0to 400 C)

320101040 F
(G° 10 40°C)
40101589 F,
(-20°t0
70°C)

3221010495  329t0104°F

10% ta 90% noncondensing

5% o 95% noncondensing

1403 years
(SRX210HE2)
C26 years
(SRX2I10HE2
Pok ;

1346 years
{SRX220H2)
.06 y=ars
{SRX220H2-
PoE)

{0°t040°C) (0°10400°C)
-40)% 10 40101580 F,
158¢ F (-20°%to
(-40°to 709¢)

700 C)

N.63 years 96 years
(SRX2402)  with

992 years redundan:
{SRA24042 power

Pof)

SRX650
122 W

50-60 Hz

53A@100
VAC with
single PSL
with PoE. 8.3
A @100 VAC
with dual
PSU with PoE

45 A for e
cycle

39 BTU/Mr

699 B™U/hr

Yes {up to
maximum
capacity o
single PSL}

609dB

320151042 =

{09 to 40°C)

4019158°F
{-20%to
70¢C)

9.6 years
with
redundant
power
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ererSey e e f € ¢ Jal e
SRX100 SRX110 SRX210 SRX220 SRX240 SRX550 SRX650
Certifications and Network Homologation
usa
Safety certifications UL 60950-1 UL 60950-1 UL 609501 L1l 609501 UL 60950-1 UL 609501 UL 60950-1
EMC certifications FCCClassB FCCClassB FCCClassB' FCCClassA FCCClassA FCCClassA  FCCClassA
Network homologation TIA-968 TIA-968 TIA-968 TIA-968 T A-968 TIA-966 TIA-96€&
Canada
Safety certifications CSA 609501 CSA 609501 CSA 60950-1 CSA60950-1 CSA 60950-1 CSA 609501 CSA60950-1
EMC certifications ICESclass B iCESclass B ICESclassB' ICESClassA  ICESclass A ICESclassA  ICESclass A
Network homologation CsS-03 CS-03 CS-03 CS-03 CS-03 CS-03 CS-03
Australia
Safety certifications AS / N2S AS/ NZS AS / NZS AS/NZS AS/ NZS AS/NZS AS / NZS
60950-1 609501 60950-1 609501 60950-1 60950-1 60950-1
EMC certifications AS / NZS AS / NZS AS /NZS AS/NZS AS /N7S AS/N7ZS AS / NZS
CISPR22 CISPR22 CISPR22 CISPR22 CISPR22 CISPR22 CISPR22
Class B Class B ClassB Class A Class A Class A Class A
Network homologation AS /7 ACIF AS / ACIF AS 7 ACIF AS 7 ACIF AS /7 ACIF AS/ACIFS AS /7 ACIFS
$002.S S002 S 50025 S002.S S002.S 016 016
016.S 0431, 016,5S043), 016.50431, 01650431  016,S 0431
S0432 S0432 50432 50432 50432
New Zealand
Safety certifications AS /NZS AS / NZS AS 7/ NZS AS / NZS AS / NZS AS /NZS AS / NZS
609501 60950-1 609501 60950-1 609501 60950-1 60950-1
EMC certifications AS / NZS AS / NZS AS / NZS AS /NZS AS/NZS AS/NZS AS / NZS
CISPR22 CISPR22 CiISPR22 CISPR22 CISPR22 CISPR22 CISPR22
Class B Class B Class B Class A Class A Class A Class A
Network homologation PTC217.PTC PTC217.P7C PTC2A7.PTC PTC217.P7C PTC2Q17Z.PTC PTC2V7 PTC 217
273 273 273 273 273
Japan
Safety certifications Comply safety certificanions (UL/CUL/CSA) by CB Scheme
EMC certifications VCCIClassB  VCCIClassB  VCCiClassB' VCCiClassA  VCCiClassA VCCIClassA  VCCiClass A
European Union
Safety certifications EN60950-1 EN60950-1 EN60950-1 EN60950-1  EN60950-1  EN60950-1 EN 60950-1
EMC certifications EN 55022 EN 55022 EN 55022 EN 55022 EN55022 EN 55022 EN 55022
Class B. Class B, Class 82 Class A Class A Class A Class A
EN300386 FEN300386 EN300386 FN300386 EN300386 EN300386 EN300386
Network homologation CTR12/13, CTR12/13, CTR12/13 CTR12113, CTR1213. CTR1213. CTRI12/13
CTR21.DoC CR21.20C CTR2.DoC CTR21.D0oC CTR21. DoC DoC DoC

Software Certifications

NIST FIPS-140-2 Level 2 Yes Yes Yes Yes Yes in Progress Yes
150 Common Criteria Yes Yes Yes Yes Yes Yes Yes
NDPP+TFTW EP

USGvé Yes Yes Yes Yes Yes Yes Yes

{SRXA0H-POE s class A
*There are several modelts available for the SRx210 and SRXZ40 inciuding the enhancer version Flease contact vour Juruper of partner account representative for more nformation
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nterface Modules Compatibility Matrix

Component
1€-port

10/100/1000BASE-T X
XPIM

16-port
10/100/1000BASE -
XPIM

24-port
10/100/1000BASE-T

SRX-GP-16GE

SRX-GP-16GE-POE

—
g
m
>

SRX-GP-24GE XPIM includes X
4 SFPslots
24-port
= _~  10/100/1000BASE-T
Slishclizielsizol Pof XPM.includes 4 SFP X
slots
5 o &-port GbE copper. fiber
SRX-GP-8SFP Y X
SRX-GP-DUAL-TI-F1  Dual TVE1GPM X
SRX-GP-QUAD-TI-E1  Quad TI/E1GPM X
» 1-por: clear channel DS3/
RX-GP- -E
SRX-GPIDS3-E3 &3 5o single GPIM slot X
B AE Fight-port Synz Sernal
2] 3P -8SERI
SRX - GP- 8¢ Al oEM X
e 1-port Sync Serial
(=] =] fa
SRX-MP-1SERIA . Mira! Bt X
1 por: ADSLZ ~ Mim OIM
SRX MP JADSLZ A supporting ADSL/ADSL 2/ X

ADSLZ+ Annex A

1 port ADSL 2+ Mini-2iM
supporting ADSL/ADSL 2/ X
ADSL 2+ Annex B
1-por: VDSL2 Mini-P M
supporting Annsx A,

SRX-MP-1ADSL2-B

SRX-MP 512
sitstilnbete s with fallback 10 ADS 2/ X
ADSL2+
5 L e B-wire (4-pair) G.SHDS
SRX-MP-BGSHDSL 0 0 X
SRX-MP-1SFP-GF 1-por: SFP Mini-P'M X
SRX-MP-1TIE 1-por: 71 or E1 Mini- Pt X
= 1-por: T1or E1 Mini-PIM
SRX-MP-1TIF1-R
- MEITIED (ROHS version) X
1-por: VDSLZ Mini-P M
RX-MP-IVDSL2-R supporting Annex A
RRAMESIVDOL2 with fallback -0 ADSLZ A
ADSE 2+ (ROHS version)
SRX-MP-ISERIA_-R 1-por: Sync Serial Mini- X

PIM (ROHS version)

Jihe SPXSS0 High Meraory

—ign Memaory

Juniper Networks Services and Support
Juriper Networks 1€ the leader in performance-enabling services
that are designed to accelerate, extend, and opt mize your
high-performance network. Our services allow you te maxmize
operational eff ciency while reducng cests and minmizing

r sk, achieving a faster time te value for your network. Juniper
Networks ensures operational excellence by opt mizing the
netweork to maintain required levels of perfoarmance, reliabi ty,

and avanability. For mere details, please v st wwwi Lr pernet

X

x X xX X

x X X X

Description SRX100 SRX110  SRX210 SRX220 SRX240 SRX550 SRX650

X X X v v

X X X 4 4
X X X 7! 4
X X X v 4
X X X v 4
X X X v 7/
X X X v v
X X X /" v
v v v /" X
v v v/ v X
v v / /e X
v v v/ v X
4 v v v X
v v v /" X
v/ 4 v/ /B X
X X X e X
X X X /- X
X X X v/ X

Automated Suppoert and Prevention

Juniper's Automated Suppcrt and Prevention consists of ar
ecosystem of tools, applicat ons, and systems targeted towards
simplifying and streamlining operations, delivering operational
efficiency, reducing downtime, ard ncreasng your netwark's RQI
running Juniper Networks Junos operating system. Automated
Suppeort and Prevertion brings operat onal efficiency by
automating severa, time-consuming tasks such as incident
management, inventory management, proact ve bug not ficaticr
and cn-demand FOL/FOS/FQOF reports. The Juros Space Service
Now and Serv ce Insight service automation too!s are standard
entitiements of all Juniper Care contracts.

)

FINJAN-JN 005233



Case 3:17-cv-05659-WHA

Document 358-7 Filed 01/24/19 Page 15 of 20

Ordering Information

Model Number

Description

SRX650 Base System

SRX650-BASE-
SRE6-645AP

SRX650-BASE-
SRE6-645DP

SRX650B-SRE6
645AP-TAA

SRX650 Services Gateway with SRE6

645 W AC PoE PSU; includes 4 onboard
10/100/1000BASE-T ports. 2 GB DRAM, 2 GB
CF 247 W PoE power, fan tray, power cord and
rack-mount kit

SRX650 Services Gateway with SRE 6.

645 W DC PoFE PSU. includes 4 onboard
10/100N000BASE-T ports. 2 GB DRAM, 2 GB
CF. 247 W PoF power. fan tray. power cord and
rack-mount kit

Trade Agreement Act-compliant SRXE50
Services Gateway with SRE 6, 645

W AC PoF PSU: includes 4 onboard
10/100/1000BASE-T ports. 2 GB DRAM, 2 GB
CF, 247 W PoF powet, fan tay, power cotd and
rack-mount kit

SRX650 Power Supplies and Accessories

SRX600-PWR
645AC POF

SRX600-PWR-
645DC-POE

SRX600-SRE6H
SRX650-CHAS

SRX650-FAN-O1

SRX630-FILT-01

Spare 645 W AC PoF power supply unit for
SRX650. SRX550 systems —one iIsincluded
in SRX650, SRX550 base systermn {SRX650-
BASE-SRE6-645AP, SRX550-645AP)

645 W DC source power supply for SRX550
and SRX650 provides 397 W systerm power
@12V and 248 W PoE power @ 50 VDC

works with 43-56 VDC input—no power cord

Spare SRE6-H for SRX650—one is included in
SRX650 base system (SRX650-BASE-SRES-
645AP)

SRX650 chassis including fan tray—no system
processar {SRF) and no power supply unit

Spare SRX650 fan tray, oneis included in
SRX650 chassis spare (SRX650-CHAS). and
included in SRX650 base system (SRX650-
BASE-SRE6-645AP)

Not included in SRX650 chassis spare
(SRX650-CHAS). and not included in
SRX650 base system (SRX650-BASE-SREE-
645AP)—optional. as this is not required for
normal operations, but recommended for
dusty envronments

SRX650 Additional Software Feature Licenses

SRX650-K-AV

SRX650-S-AV

SRX650-1DP

SRX650 S2-AS

SRX650-W-WF

SRX650-SMB4-CS

SRX650-5-SMB4-CS

SRX650-K-AV-3

One year subscription for Juniper-Kaspersky
antivirus updates on SRX650

One year subscription for Juniper Sophos
antivirus updates on SRX650

One year subscription for IDP updates on
SRX650

One year subscription for Juniper-Sophos
antispam updates on SRX650

One year subscrnption for Juniper-Websense
‘Web filtering updates on SRX650

One year security subscription for enterprise—
includes Kaspersky AV, enhanced WF, Sophos
AS. AppSecure and IDP on SRX650

One year security subscrniption for enterpnse—
includes Sophos AV enhanced WF. Sophos
AS, AppSecure and (DP on SRX650

Three year subscription for Junipar-Kaspersky
AV updates on SRX650

Maodel Number
SRX650-S-AV-3

SRX650-1DP-3

SRX650-52-AS-3

SRX650-W-WF-3

SRX650-SMB4-CS-3

SRX650-S-SMB4-
€S-3

SRX-BGP ADV LTU

SRX650-K-AV-5

SRX650-S-AV-5

SRX650-10P-5
SRX650-W-WF-5

SRX650-SMB4-CS-5

SRX650-S-SMB4
€s-5

SRX-RAC- 5 LTU

SRX-RAC-10-LTU

SRX-RAC-25-1TU

SRX-RAC-50-LTU

SRX-RAC-100-LTU

SRX-RAC150-1TU

SRX-RAC 250 LTU
SRX-RAC-500-LTU
SRX650-APPSEC-A1
SRX650-

APPSEC-A-3

SRX650
APPSEC-A-5

Description

Three year subscnption for Juniper-Sophas AV
updates on SRX650

Three year subscription for IDP updates on
SRX650

Three year subscription for Juniper-Sophos
antispam updates on SRX630

Three year subscription for Juniper-Websense
Web filtering updates on SRX650

Three year security subscription for
enterprise—includes Kaspersky AV, enhanced
WF, Sophos AS, AppSecure and IDP on
SRX650

Three year security subscription for
enterprise -includes Sophos AV, enhanced
WF, Sophos AS. AppSecure and IDP on
SRX650

Advanced BGP License for SRX650 only

Five year subscription for Juniper-Kaspersky
AV updates on SRX650

Five year subscription for Juniper-Sophos AV
updates on SRX650

Five year license for \DP updates for SRX650

Five year subscripilon for Juniper-Websense
Web filtering updates on SRX650

Five year security subscription for enterprise—
includes Kaspersky AV. enhanced WF, Sophos
AS, AppSecure and IDP on SRX650

Five year security subscription for enterprise-
includes Sophos AV, enhanced WF, Sophos
AS, AppSecure and IDP on SRX8650

Dynarmic VPN Client: 5 simultaneous users for
SRX100. SRXNO. SRX210. SRX220, SRX240,
SRX550. and SRX650

Dynarric VPN Client: 10 simultaneous users
for SRX100, SRXN0, SRX210, SRX220.
SRX240, SRX550, and SRX650

Dynamic VPN Client: 25 simultaneous
users for SRX100. SRX110. SRX210, SRX220.
SRX240, SRX550, and SRX650

Dynamic VPN Client: 50 simultaneous users
for SRX210, SRX220. SRX240. SRX550. and
SRX650 only

Dynarmic VPN Client 100 simultaneous users
for SRX220. SRX240, SRX550. and SRXE50
only

Dynamic VPN Client: 150 simultaneous users
for SRX220. SRX240, SRX550, and SRX650
only

Dynarric VBN Client: 250 simultaneous users
for SRX240, SRX550. and SRX650 only

Dynamric VPN Client: 500 simultaneous users
for SRX550 and SRX650 only

One year subscription for Application Security
and IPS updates for SRX650

Three year subscription for Application
Security and IPS updates for SRX650

Five year subscription for Application Security
and IPS updates for SRX650

14
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Model Number

Description

SRX550 Base System

SRX550 645AP M

SRX550-645DP-M

SRX530- E45AP

~
ur

SRX550 €45DP

SRX550 Services Gateway with 4 GB DRAM
and 8 GBCF, 2 RU height, 6 GPIM slots. 2
Mini-PIM slots, 6 10/100/1000BASE-T ports,
4GbE SFP ports, dual PS slots. fans; ships
with one 645 watt AC power supply with 247
W PoF power {power cord and rack-mount kit
included)

SRX550 Services Gateway with 4 GB DRAM
and 8 GB CF, 2 RU height, 6 GPM slots, 2
Mini-PiM slots, 6 10/100/1000BASE-T ports,
4GbE SFP ports. dual PS slots. fans: ships
with one 645 watt DC power supply with 247
W PaF power (no power cord of rack-mount
kit included)

SRX550 Services Gateway, 2 RU

height. 6 GPIM slots, 2 Mini-PIM slots, 6
10/100/1000BASE-T ports, 4GbE SFPports
dual 2S slats, fans, ships with one 645 wat
AC power supply with 247 W PoE power
{power cord and 1ack-mount kit included)

SRX550 Services Gateway. 2 RU

height. 6 GPIM slors Z Mini- PIM slots,
10100/1000BASFE-T ports, 4GbFE SFPparts
dual =S slots. fans: ships with one 645 watt
DC power supply with 247 W PoFE power (no
power cord and rack-mount kit included)

SRX550 Power Supplies and Accessories

SRXE00-PWR-
645AC-POF

SRX600-PWR

645DC-POF
SRX550 CHAS
SRX550-FILT O

Sgpare 645 W AC PoF power supply unit
far SRX550 and SRX650 systems—one
1sincluded in SRX550 and SRXE50 base
systems (SRX650-BASF-SRE6-645AT
SRX550-645AC)

645 W DC source power supply for SRX550,
SRX650 provides 397 W system power @ 12
Vand 248 W PoF power (@ 50 VOC. works
with 43-56 VDC input—no power cord

SRX550 Services Gateway. 2 RU

height. 6 GPM slos 2 Mini-PIM slots, 6
10/100/1000BASE-T ports, 4 GbESPP
ports, dual PS slots. fans {powear supply not
included)

Notincluded in SRX550 systems, optional. as
this 1s not required for normal operations. but
recommended ‘or dusty environments

SRX550 Additional Software Feature Licenses

SRX530-K AV

SRX550-S-AV

SPX550-1DP

SRX550-52-AS

SRX550-W-WF

SRX550-SMB4 CS

SRX550-S-SMB4-CS

SRX550-K-AV-3

SRX550-S-AV-3

SRX550-10P-3

One yaar subscrption for Juniper - Kaspersky
antivirus updates on SRX550

One year subscrption for Juniper- Sophos
antivirus updates on SRX550

One year subscnption for IDP updates on
SRX550

One year subscription for Juniper- Sophos
antispam updates on SRX550

One year subscription for Juniper-Websense
Wet filtening updates on SRAS50

One year secunty subscription for enterprise
includes Kaspersky AV, enhanced WF, Sophos
AS, AppSecure and IDP on SRX550

One year security subscription for enterpnse—
includes Sophos AV, enhanced WF. Sophos
AS, AppSecure and IDP on SRX550

Thrae year subscnption for Juniper-Kaspersky
AV updates on SRX550

Three year subscription for Juniper-Sophos AV
updates on SRX550

Three year subscrigtion for iDP updates on
SRX550

Model Number
SRX550 S2-AS 3

SRX550 W-WF 3

SRX550-SMB4-CS-3

SRX550-S-SMRB4-
cs-3

SRX530-K AV 5

SRX550-S-AV-5

SRX550-1DP-5

SRX5350-W-WF-5

SRX550-SMB4-CS-5

SRX550-5-SMB4
S0

SRX-RAC-5-LTU

SRX-RAC-10-LTU

SRX-RAC-25-1TU

SRX-RAC 50 LTU

SRX-RAC-100-.TU

SRX-RAC-150-LTU

SRX-RAC-250-LTU
SRX RAC 500 LTU
SRX550 APPSEC Al
SRX550

APPSEC-A-3

SRX550-
APPSEC-A 5

Description

Three year subscription for juniper Sophos
annspam updates on SRX550

Three year subscnption for Juniper Wabsense
Web filtering updates on SRX550

Three year security subscription for
enterprise—includes Kaspersky AV. enhanced
WF Sophos AS, AppSecure and (DP on
SRX550

Thiee year secunity subscription for
enterprise—includes Sophos AV, enhanced
WF Sophos AS. AppSecure and IDP on
SRX550

Five year subscription for Juniper <aspearsky
AV updates on SRX550

Five year subscription for Juniper-Sophos AV
updates on SRX550

Five year license for IDP updates for SRX550

Five year subscrption for Juniper-Websense
Web filtering updates on SRX550

Five year security subscription for enterprise-
includes Kaspersky AV, enhanced WF. Sophos
AS, AppSecure and DP on SRX550

Five year security subscription for enterprise-
includes Sophos AV, enhanced WF, Sophos
AS. AppSecure and DP on SRXS50

Dynarmric VPN Client: 5 simulzaneous users for
S2AK100. SRXNO SRX210. SRX220, SRX240,
SRX550. and SRX650

Dynarric VPN Client 10 simultaneous users
for SRX100. SRXN0. SRx210. SRX220.
SRKX240, SRX550. and SRX650

Dynarric VPN Client 25 simultaneous
users for SRX100, SRX110. SRX210. SRX220.
SRX240, SRX550. and SRX650

Oynamic VPN Client: 50 simultaneous users
for SRX210, SRX220. SRX240. SRX550. and
SRXE50 only

Dynamric VPN Client: 100 simultaneous users
for SRX220. SRX240. SRX550. and SRXE50
only

Dynamic VPN Client: 150 simultaneous users
for SRX220, SRX240. SRX550), and SRXE50
only

Dynarric VPN Client: 250 simultaneous users
for SRX240. SRX550. and SRX650 only

Dynamric VPN Client: 500 simultaneous users
far SRXS50 and SRX650 only

One year subscription for Application Security
and 125 updates for SRX550

Three year subscription for Application
Security and IPS updates for SRX550

Five year subscription for Application Secunty
and i2S updates for SRX550

SRX240 Base System

SRX240H2

SRX240H2-POE

SRK240 Services Gateway with 16 x Gb=
ports, 4x rini- PIM slots. and high memory
(2 GB DRAM. 2 GB Flash). integrated power
supply with power cord, and 19" rack mount
kit included

SRX240 Services Gateway with 16 x Cb=
ports, 4x mini-PIM slots. and high memory
(2 GB RAM. 2 GB Flash). with 16 ports PoE
{150 W). integrated power supply with
power cord, and 19" rack mount kit included
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Model Number
SRX240H2 DC

SRX240-RMK

SRX2404-TAA

SRX240H-POE-TAA

Description

SRX240 Services Gateway with 16 x GbE
ports, 4x mini-PIM slots. and high merrory
(2 GB RAM, 2 GB Flash), integrated 48V
DC power supply with 19" rack mount kit
included

SRX240 rack-mount kit for 19 in rack (holds
one unit)

Trade Agreement Act-compliant SRX240
Services Gateway with 16 GbE ports. 4 Mini-
PIM slots, and high memory (1 GB RAM.1GB
Flash)

Trade Agreement Act-compliant SRX240
Services Gateway with 16 GbE ports, 4 Mini-
PIM slots. and high mermory (1GB RAM, 1G8
Flash). with 16 ports PoE (150 W)

SRX240 Additional Software Feature Licenses

SRX240-K-AV

SRX240-5-AV

SRX240-1DP

SRX240 S2-AS

SRX240 W WF

SRX240-5SMB4-CS

SRX240-5-SMB4-CS

SRX240-K-AV-3

SRX240-5-AV-3

SRX240-10P-3

SRX240-S2-AS-3

SRX240-W-WF-3

SRX240-SMB4-
GS3

SRX240-S-SMB4-
cs 3

SRX240-K-AV-5

SRX240 S AV 5

SRX240-1D-5

SRX240-S2-AS-5

SRX240-W-WF-5

One year subscription for Juniper-Kaspersky
antivirus updates on SRX240

One year subscription for juniper-Sophos
antivirus updates on SRX240

One year subscription for IDP updates on
SRX240

One year subscription for Juniper- Sophos
antispam updates on SRX240

One year subscription for Juniper- Websense
Web filtering updates on SRX240

One year security subscription for enterprise—
includes Kaspersky AV, enhanced WF. Sophos
AS, AppSecure and IDP on SRX240

One year security subscnption for enterprise—
includes Sophos AV. enhanced WF. Sophos
AS, AppSecure and IDP on SRX240

Three year subscription for Juniper-Kaspersky
antivirus updates on SRX240

Three year subscription for Juniper-Sophos
antivirus updates on SRX240

Three year subscription for IDP updates on
SRX240

Three year subscription for Junipei-Sophos
antispam updates on SRX240

Three year subscription for Juniper-
Websense Web filtering updates on SRX240

Three year security subscription for
enterprise—includes Kaspersky AV,
enhanced WF. Sophos AS. AppSecure and
IDP on SRX240

Three year security subscription for
enterprise —includes Sophos AV, enhanced
WF, Sophos AS. ApgSecure and IDP on
SRX240

Five year subscription for Juniper-Kaspersky
antivirus updates on SRX240

Five year subscription for Juniper Sophos
antivirus updates on SRX240

Five year subscription for ID7 updates on
SRX240

Five year subscrniption for Juniper-Sophos
antispar updates on SRX240

Five year subscription for Juniper- Websense
Web filtering updates on SRX240

Model Number

SRX240 SMB4
CS-5

SRX240 S-SMB4
€5-5

SRX240-52-AS-5

SRX240-W-WF-5

SRX240-SMA2-

€55

SRX240-S-SMB-

€5-5

SRX-RAC-5-LTU

SRX-RAC-10-1TU

SRX-RAC-25-LTU

SRX-RAC-50-LTU

SRX-RAC-100-LTU

SRX-RAC-150-LTU

SRX-RAC 250 LTU

SRX240-
APPSFC-A-]
SPX240-
APPSEC-A-3
SRX240-
APPSEC-A-5

Description

Five year security subscription for
enterprise —includes Kaspersky AV,
enhanced WF, Sophos AS AppSecure and
IDP on SRX240

Five year security subscription for
enterprise—includes Sophos AV, enhanced
WF, Sophos AS, AppSecure and IDP on
SRX240

Five year subscription for Juniper-Sophos
antispam updates on SRX240

Five year subscription for Juniper Websense
Web filtening updates on SRX240

Five year security subscription for
enterprise—includes Kaspersky antivirus
Web filtering, Sophos antisparr. and DP on
SRX240

Five year security subscription for enterprise—
includes Sophos antivirus, web filtering.
Sophos antispam and IPS on SRX240

Dynamic VPN Client: 5 simultaneous users
for SRX100, SRXNO, SRX210, SRX220.
S2X240, SRX550, and SRX650

Dynamic VPN Client' 10 simul:aneous
users for SRX100, SRX110. SRX210. SRX220
SRX240. SRX550. and SRX650

Dynamic VPN Client: 25 simultaneous
users for SRX100. SRX110. SRX210, SRX220,
SRX240, SRX550, and SRX650

Dynamic VPN Client: 50 simultanecus
users for SRX210, SRX22. SRX240, SRX550
and SRX650 only

Dynamic VPN Client: 100 simultaneous
usars for SRX220. SRX240, SRX550. and
SRX650 only

Dynamic VPN Client; 150 simultaneous
users for SRX220. SRX240. SRX550. and
SRX650 only

Dynamic VPN Client: 250 simultansous
users for SRX240. SRX550. and SRX650
only

One year subscription for Application
Secunity and IPS updates for SRX240

Three year subscription for Application
Security and IPS updates for SRX240

Five year subscription for Application
Security and IPS updates far SRX240

SRX220 Base System

SRX220H2

SRX220H72-POF

SRX220-RMK

SRX220-WALL-KIT

SRX220-PWR-
B60W*

SRX220 Services Gateway with 8 GbE ports.
2 Mini-PIM slots. and high memory (2 G3
RAM. 2 GB Flash)—external power supply
and cord included

SRX220 Sewvices Gateway with 8 GbF ports
2 Mini-PIM slots, and high memory (7 G3
RAM, 2 GB Flash), with 8 ports PoE (120 W)*

SRX220 rack-mount kit for 19 in rack (holds
one unit)

SRX220 wall mount kit (holds one unit)

Spare SRX220 switching power supply
60 W (non-POE)

“See pree list for country-specific power cord model nUMbers
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~e

Madel Number

Description

SRX220 Additional Software Feature Licenses

SRX220 K-AV

SRX220-S-AV

SRX220-DP

SRX220-S2-AS

SRX220-W-W*F

SRX220-SMB4-CS

SRXZ20-5 SMB4 -CS

SRX220-<-AV-3

SRX220-S-AV-3

SRX220-DP-3

SRX220-52-AS-3

SRX220-W-W*E-3

SRX220-SMB4-CS-3

SRX220-S-SMB4
€53

SRX220-K-AV-5
SRX220-S AV-5
SRX220-DP-5
SRX220-W-W=-5
SRX220-SMB4-
cs-5
SRX220 S SMBA4
5
SRX-RAC-5-1TU
SRX-RAC-10-LTU
SRX-RAC-25-LTU

SRX-RAC-50-LTU

SRX-RAC-100-LTU

One year subscription for Juniper Kaspersky
antivirus updates on SRX220

One year subscription for Juniper-Sophos
antivirus updates en SRX220

One year subscription for IDP updates on
SRX220

One year subscription for juniper-Sophos
antispam updates on SRX220

One year subscription for Juniper-Websense
web filtening updates on SRX220

One year security subscription for
enterprise—includes Kaspersky AV,
enhanced WF, Sophos AS. AppSecure and
DP on SRX220

One year security subscription for enterprise
includes Sophas AV. enhanced WF Sophos
AS. AppSecure and 1D on SRx220

Three year subscription for juniper-
Kaspersky antivirus updates on SRX220

Three year subscription for Juniper-Sophos
antivirus updates on SRX220

Three year subscription for [DP updates on
SRX220

Three year subscription for juniper-Sophos
antispam updates on SRX220

Three year subscription for Juniper-
Websense web filtering updates on SRX220

Three year security subscription for
enterprise includes Kaspersky AV,
enhanced WF, Saophos AS. AppSecure and
DP on SRX220

Three year security subscription for
en-erprise—includes Sophos AV. enhanced
WF Sophos AS. AppSecure and 1DP on
SRX220

Five year subscription for Junipar-Kaspersky
anzivirus updates on SRX220

Five year subscription for Junipar-Sophos
antivirus updates on SRX220

Five year subscription for IDP updates on
SRX220

Five year subscription for Junipsr-Websense
web filtering updates on SRX220

Five year security subscription for
enzerprise — includes Kaspersky AV
enhanced WF. Sophos AS. AppSecure and
{DP on SRX220

Five year secunty subscngtion for enterprise
includes Sophos AV. enhanced WF. Sophos
AS, AppSecure and ID° on SRX220

Dynamic VPN Client 5 simultanecus users for
SRX100, SRXNO, SRX210. SRX220. SRX240.
SRX550. and SRX650

Dynamic VPN Client. 10 simultansous
users for SRX100. SRX110. SRX210. SRX220.
SRX240, SRX550, and SRX650

Dynamic VPN Client. 25 simultaneous
users for SRX100. SRXN0. SRX210. SRX220.
SRX240, SRX550, and SRX650

DOynamic VPN Client: 50 simultaneous users
for SRX210. SRX220, SRX240. SRX550, and
SRX650

Dynamic VPN Client: 100 simultaneous users
for SRX220. SRX240, SRX550. and SRX650

Model Number
SRX-RAC-150-LTU

SRX220-APPSEC-A

SRX220-
APPSEC-A-3

SRX220-
APPSEC-A-5

8

Description

Dynamic VPN Client: 150 simultaneous users
far SRX220, SRX240, SRX550. and SRX650
One year subscription for Application Security
and IPS updates for SRX220

Three year subscrption for Application
Security and IPS updates for SRX220

Five year subscription for Application Security
and {PS updates for SRX220

SRX210HE2

SRX210HE2-POE

SRX210 Base System

SRX210 Services Gateway with 2 GbE+ 6 Fast
Fthemet ports, 1 Mini-2iIM slot. 1 ExpressCard
slot and high memory (2 GB RAM. 2 GB Flash)
SRX210 Services Gateway with 2 GbE + & Fast
Ethamet ports. 1 Mini- 2iM slot. 1 ExpressCard
slot and high memory (2 GB RAM. 2 GB
Flash), with 4 ports o= (50 W)

SRX210-DESK
STAND
SRX210-RMK

SRA210-WA_L-KIT
SRX21G-PWR
6OW-*

SRX210-PWR
150W-*

SRX210 Additional Hardware

SRX210 desk top stand (holds one unit)

SRX210 rack-rount kit for 19 inrack (holds
one unit)

SRX210 wall mount kit (holds one unit)
Spare SRX210 switching power supply.
60 W (non PoE)

Spare SRX210 switching power supply.
150 W (PoE)

SRX210-K-AV

SRX210-S-AV

SRX210-1DP

SRX210-S2-AS

SRX210-W-WF

SRX210-SMB4-CS

SRX210-K-AV-3

SRX210-S-AV 3

SRX210-1DP-3

SRX210-S2-AS-3

SRX210-W-WF-3

SRX210-SMB4 -CS-

SRX210-S-SMB4 -
C5-3

3

SRX210 Additional Software Feature Licenses

One year subscription for Juniper-Kaspersky
antivirys updates on SRX210

One year subscrigtion for Jumiper-Sophos
antivirus updates on SRX210

One year subszription for IDP updates on
SRX210

One year subscription for ‘uniper-Sophos
antispam updates on S2X210

One year subscnption for _uniper- Websense
Web filtering updates on SRX210

One year security subscription for
enterprise—includes Kaspersky AV,
enhanced WF. Sophos AS. AppSecure and
1DP on SRX210

One y2ar security subscription for
anterprise—includes Sophos AV, enhanced
WF. Sophos AS. AppSecure and 1DP on
SRX210

Three year subscription for Juniger
Kaspersky antivirus upda:es on SRx210

Three year subscription for Juniper-Sophos
antivirus updates on SRX210

Three year subscription for ID2 ypdates on
SRA210

Three year subscription for Juniper-Sophos
antispam updates on S2X210

Three year subscription for Juniper-
Websense Web filtering updates on SRX210

Three year security subscription for
enterprise—includes Kaspersky AV,
enhanced WF, Soghos AS. AppSecure and
{DP on SRX210

Three year security subscription for
enterprise—includes Sophos AV, enhanced
WF, Sophos AS, AppSecure and IDP on
SRX210
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Model Number
SRX210-K-AV-5

SRX210-S-AV-5
SRX210-1DRP-5
SRX210-52-AS-5
SRX210-W-WF-5

SRX210-SMB4-C5-5

SRX210-5-SMBé4-
€S5:5

SRX-RAC-5-LTU

SRX-RAC-10-LTU

SRX-RAC-25-LTU

SRX-RAC-50-L7U

SRX210-APPSEC-A-1

SRX210-
APPSEC-A-3

SRX210-
APPSEC-A-5

Description

Five year subscription for Juniper Kaspersky
antivirus updates on SRX210

Five year subscription for Juniper-Sophos
antivirus updates on SRX210

Five year subscription for IDP updates on
SRX210

Five year subscription for Juniper-Sophos
antispam updates on SRX210

Five year subscription for Juniper-Websense
web filtering updates on SRX210

Five year security subscription for
enterprise—includes Kaspersky AV.
enhanced WF, Sophos AS, AppSecure and
IDP on SRX210

Five year security subscription for
enterprise—includes Sophos AV, enhanced
WTF, Sophos AS, AppSecure and IDP on
SRX210

Dynamic VPN Client: 5 simultaneous users
for SRX100. SRXNO. SRX210. SRX220.
SRX240. SRX550. and SRX650

Dynamic VPN Client: 10 simultanaous users
for SRX100, SRXNO, SRX210, SRX220,
SRX240, SRX550, and SRX650

Dynamic VPN Client: 25 simultaneous
users far SRX100. SRXN0. SRX210, SRX220.
SRX240. SRX550. and SRX650

Dynamic VPN Client: 50 simulianeous users
for SRX210, SRX220. SRX240. SRX550. and
SRX650 only

One yaar subscription for Application
Security and |PS updates for SRX210

Three year subscription for Application
Security and |PS updates for SRX210

Five year subscription for Application
Security and IPS updates for SRX210

Small Form Factor Pluggable (SFP) Transceivers

SRX-SFPIGE-LH
SRX-SFP-IGE-LX
SRX-SFP-1GE-SX
SRX-SFP-IGE-T
SRX-SFP-FE-FX
SRX-MP-1SFP-GE
SRX-GP-8SFP

SFP 1000BASE- LH Optical Transceiver
SFP10Q0BASE-LX Optical Transceiver
SFP1000BASE-SX Optical Transceiver
SFPI1000BASE-T Copper Transceiver
SFP100BASE-FX Optical Transceiver
Single-port SFP Mini-PiM

8-port GbE copper. fiber SFP XPIM

SRX110 Base System

SRXNOH2-VA

SRXN0HZ-VB

SRXNO Services Gateway with 8xFE ports
2 GBRAM and Flash, 1 port VOSL2/ADSLZ2+
over PO™S, USB port for cellular modem
connectivity. and external PS and cord
included

SRX10 Services Gateway with BxFE ports.
2 GB RAM and Flash, 1-port VOSL2/ADSL 2+
over ISON BR., USB port for cellular modem
connectivity. and external PS and cord
included

*See price list for country-specitic power cord model numbe:s

Model Number

Description

SRX110 Additional Hardware

SRXNO-DESK
STAND
SRX10-RMK
SRXNO-WALL-KIT

SRXNO desktop stand: holds one unit

SRANO rack-rmount kit: holds one unit

SRXNO wall mount kit: holds one unit

SRX100 Base System

SRX100H2

SRX100 Services Gateway with 8xFE ports
and high memory (2 GB RAM, 2 G8 Flash}

SRX100 Additional Hardware

SRX100-PWR-
30w-*

SRX-100-RMK
SRX100 WALL K™

SRX100-DESK-
STAND

Spare SRX100 switching power supply.
30 W (non-PoE)

SRX100 19" rack-mount kit (holds two units)
SRX100 wall mount kit {(holds one unit)
SRX100 desk stand (holds one unit)

SRX100/SRX110 Dynamic VPN Client

SRX -RAC-5-LTU

SRX-RAC-10-LTU

SRX-RAC-25-LTU

5 simultaneous users for SRX100, SRXNO.
SRX210, SRX220, SRX240. SRX550, and
SRX650

10 simultaneous users for SRX100. SRXNA.
SRX210. SRX220. SRX240. SRX550. and
SRX650

25 simultaneous users for SRX100, SRX110,
SRX210. SRX220. SRX240, SRX550, and
SRX650

SRX100/SRX110 Additional Software Feature

Licenses **
SRXIXX-K-AV

SRXIXX-K-AV-3

SRXIXX-K-AV-5

SRXIXX-S-AV

SRXIXX-S AV -3

SRX1IXX-S-AV-5

SRXIXX-52-AS

SRXIXX-S2-AS-3

SRXIXX-52-AS-5

SRXIXX-W-EWF

SRXIXX-W-EWF-3

SRXIXX-W-EWF-5

SRXIXX-S5MB4-CS

SRXIXX-SMB4-CS-3

One year subscription for Juniper-Kaspersky
AV updates

Three year subscription for Juniper-
Kaspersky AV updates

Five year subscription for Juniper-Kaspersky
AV updates

One year subscription for Juniper-Sophos
AV updates

Three year subscription for Juniper Sophos
AV updates

Five year subscription for Juniper-Sophos AV
updates

One year subscription for ‘uniper-Sophos
antispam updates

Three year subscription for Juniper-Sophos
antispam updates

Five year subscription for Juniper-Sophos
antispam updates

One year subscription for Juniper-websenss
enhanced Web filtering updates

Three year subscription for Juniper-
Websense enhanced Web filtering updates

Five year subscription for Juniper-Websense
enhanced Web filtering updates

One year security subscription for enterprise—
includes Kaspersky AV, enhanced WF, Sophos
AS, AppSecure and DP

Three year security subscription for
Kaspersky AV. enhanced WF, Sophos AS.
AppSecure and IDP

+*The additional software feature lxenses apply to both the SRXI00 anc the SRXTO

FINJAN-JN 005238



Sunny
Pheone: £88 Ut

or +140874

Case 3:17-cv-05659-WHA Document 358-7 Filed 01/24/19 Page 20 of 20

Model Number
SRXIXX SMB4 CS 5

SRXIXX-S -SMB4 -CS

SRXIXX-S-SMB4-
CS-3

SRXIXX-S-SMB&4-
€5-5

SRXIXX-1DP
SRXIXX-1DP-3
SRX1XX-IDP-5
SRXIXX-K-AV-3-R

SRXIXX-K-AV 5 R

SRXIXX-K-AV-R

SRXIXX-S-AV-3-R

SRXIXX S-AV-5-R

SPXIXX-G-AV-R

SRXIXX-S2-AS-3-R

SRXIXX-62-AS

w
s

SRXIXX S2 AS R

SRXIXX-W-EWF-3-R

1XX-W-EWF

SRX
5R

SRXIXX-W-EWF-R

Corporate and Sales Headquarters
;unipet Networks, Inc

1133 innovation Way

000

{B888.586.4737)

Description

Five year security subscription for
enterprise —includes Kaspersky AV,
enhanced WF, Sophos AS, AppSecure and
DP

One year security subscription for
enterprise—includes Sophos AV, enhanced
WF. Saophos AS, AppSecure. AppSecure and

Three year security subscription for
enterprise—includes Sophos AV, enhanced
WF. Sophos AS, AppSecure and IDP

Five year security subscription for
entarprise—includes Sophos AV, enhanced
WF. Sophos AS. AppSecure and D2

One year license for IDP updates
Three year license for IDP updates
Five year license for DP updates

Three year renewal subscrnption for Juniper-
Kaspersky AV updates

Five year renawal subscription for Juniper
Kaspersky AV updates

One year renewal subscription for _uniper
Kaspersky AV updates

Three year renewal subscnpuon for Juniper-
Sophos AV updares

Five year renewal subscription for Juniper
Sophos AV upda:es

One year renawal subscription “or _uniper-
Sophos AV upda:es

Three year renewal subscrpticn for Luniper
Sophos antispam updates

ive year renewal subscription for luniper
Sophos antispam updates

One year renewal subscription “or Juniper
Sophos antispam updates

Three year renewal subscnpnion for juniper
enhanced Websense enhanced web
filtenng updates

Five year renewal subscription for uniper
enhancesd Websense enhanced web
filtering updates

One year renewal subscription ‘or cuniper-
enhanced Websense enhanced wet
filtering updates

Juniger Networks intematio

ineing Avenue 40

m

7 Schiphol- Rijk

Model Number

SPXIXX SMB4
cs-?

SRXIXX SMB4-CS
3-R

SRX
5-R

SRXIXX-S-SMB4
CS-R

SRXIXX-S-SMB4-
E5-8-R

SRXIXX-S-SMB4-
CS-5-R

SPXIXX- DP-R

SRXIXX-:DP-3-R

SRXIXX- DP-5-R

XX-SMB4-CS-

Description

One year renewal security subscription

for enterprise —includes Kaspersky AV,
enhanced WF. Sophos AS AppSecure and
oP

Three year renewal secunty subscrption
far enterprise—includes Kaspersky AV,
enhanced WF, Sophos AS. AppSecure and
oP

Five year renewal security subscription for
enterprise—includes Kaspersky AV, enhanced
WF, Sophos AS, AppSecure and (DP

One year renewal security subscription for
enterprise—includes Sophos AV, enhanced
WF. Sophos AS. AppSecure and IDP

Three year renewal secunty subscription for

enterprise—includes Sophos AV, enhanced
WF. Sophos AS. AppSecure and IDP

Five year renawal security subscription for
enterprise—includes Sophos AV, enhanced
WF. Sophos AS. AppSecure and IDP

One year renewal subscription “or D7
Signature service

Three year renewal subscrnption ‘or (DP
Signature service

Five year renewal subscription for ID?
Signature service

SRX100 One year subscription for Application
APPRSEC-A-] Security and IPS updates for SRX100
SRX100 Three year subscription for Application
APRSEC-A-3 Secunty and IPS updates for SRX100
SRX100 Five year subscription for Application
APPSEC-A-5 Security and IPS updates for SRX100

¢ The 1o both the SR d the SRXT10
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