
 

 

 

 

 

 

 

 

 

 

 

 

Exhibit 14 

Case 3:17-cv-05659-WHA   Document 126-18   Filed 06/28/18   Page 1 of 3

f 

 

Find authenticated court documents without watermarks at docketalarm.com. 

https://www.docketalarm.com/


Case 3:17-cv-05659-WHA   Document 126-18   Filed 06/28/18   Page 2 of 3Case 3:17-cv-05659-WHA Document 126-18 Filed 06/28/18 Page 2 of 3

The statements and documentscited below are solely provided by way of example and based on
information available to Finjan, Inc. at the time this chart was created, and not to be used by way of
limitation or for purposes of construing the claim terms. Finjan reservesits right to supplementthis chart
as additional information becomes knownto it.

For purposesof this chart, “Websense Products” refers to the following Websense applications or
services: TRITON Products, Web Security Gateway Products, Data Security Products, the CyberSecurity
Intelligence (“CSI”) Service, the ThreatSeekerIntelligence Cloud Service and TRITON®
ThreatScope™. See http://www.websense.com/content/websense-products.aspx (explaining that while
Websense appliances/products comein different forms or series, each Websenseproductis “built on the
unified Websense TRITON®architecture, and use key Websense technologies including Websense ACE
(Advanced Classification Engine) and the Websense ThreatSeeker® Intelligence Cloud.”’)

a
la. A computer processor-_|Websense Products meet the recited claim language because they perform
based method, comprising|a computer processor-based method, comprising the stepsof.
the stepsof:

By the wayof example, and notlimitation, Websense Products meet the
recited claim language because Websense Products operate the TRITON
architecture which is executed on a processor. Additionally, CSI and the
ThreatSeekerIntelligence Cloud Service both require processors.

This is demonstrated in Websense’s public documents and at
http://www.websense.com/content/websense-triton-security-products.aspx
and http://www.websense.com/content/support.aspx.

 

 

For example, the following Release Notes for the TRITON Unified
Security Center
(http://www.websense.com/content/support/library/shared/v78/triton_rnote
s/v78_triton_rn.pdfat p. 2) describes hardware requirements for Web
Security, Data Security, and Email Security managers, whichall include
the need for processors:
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To the extent that Websense contendsthatit does notliterally infringe this
claim, Websense infringes underthe doctrine of equivalents. The above
described functionality of Websenseis at most insubstantially different
from the claimed functionality and performs the same function in the same
way to achieve the same result. Once Finjan receives non-infringement
positions, if any, Finjan may supplementits disclosure. In addition, Finjan
may supplementits disclosure once it receives Websense’s production of
documents with relevant and non-public information, particularly related to
its source code.

Claim0
10a. A system for WebsenseProducts meet the recited claim language because they contain a
managing Downloadables,|system for managing Downloadables.
comprising:

By the way of example, and not limitation, Websense Products meet the
recited claim language because Websense Products operate the TRITON
architecture which is a system for managing downloadables.
Additionally, CSI and the ThreatSeekerIntelligence Cloud Service are
systems for managing downloadables, including suspicious web content
containing PDFs, obfuscated JavaScript and drive-by downloads.

 
This is demonstrated in Websense’s public documents andat
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